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(2) Fees will not be charged if the 
total amount to process your request is 
$30.00 or less. 

(b) Criteria for estimating cost of 
computerized records: 

(1) Costs for processing a data re-
quest will be calculated using the full 
cost method as referenced in § 204.5. 

(2) Itemized listing of operations re-
quired to process the job will be main-
tained (i.e., time for central processing 
unit, input/output remote terminal, 
storage, plotters, printing, tape/disk 
mounting, etc.) with associated costs. 

(3) Mailing costs for services (DHL, 
Express Mail, etc.) when request spe-
cifically specifies a means more expen-
sive than first class mail. 
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AUTHORITY: 10 U.S.C. 131. 

SOURCE: 56 FR 64194, Dec. 9, 1991, unless 
otherwise noted. 

§ 205.1 Purpose. 
This part: 
(a) Supersedes the Deputy Secretary 

of Defense Memorandum, ‘‘End Use 
Certificates,’’ April 9, 1991. 

(b) Establishes policies, assigns re-
sponsibilities, and prescribes proce-
dures for signing EUCs on foreign de-
fense items. 

§ 205.2 Applicability. 
This part applies to the Office of the 

Secretary of Defense; the Military De-
partments; the Chairman of the Joint 
Chiefs of Staff and the Joint Staff; the 
Unified and Specified Commands; the 
Office of the Inspector General, Depart-
ment of Defense; the Defense Agencies; 
and the DoD Field Activities (hereafter 
referred to collectively as ‘‘DoD Com-
ponents’’). 

§ 205.3 Definitions. 
(a) End Use Certificate (EUC). For the 

purposes of this part, a written agree-
ment in connection with the transfer of 

military equipment or technical data 
to the United States that restricts the 
use or transfer of that item by the 
United States. 

(b) Use for defense purposes. Includes 
direct use by or for the U.S. Govern-
ment in any part of the world and 
transfer by means of grant aid, Inter-
national Military Education and Train-
ing (IMET) programs, Foreign Military 
Sales (FMS), and other security assist-
ance and armaments cooperation au-
thorities. 

§ 205.4 Background and policy. 

This part is intended to authorize the 
execution of EUCs when such a certifi-
cate is necessary to facilitate pur-
chases of foreign products when the 
purchase of such products is in the best 
interest of the United States. 

(a) The Military Departments and 
other DoD Components purchase prod-
ucts produced by allies and friendly 
countries and participate in coopera-
tive development programs to promote 
interoperability, standardization, and 
an expanded procurement base, and to 
obtain products that best meet U.S. 
needs at the lowest cost. 

(b) U.S. worldwide security respon-
sibilities are extensive and recognition 
of these special circumstances has re-
sulted in long-time acceptance in 
international agreements, by allies and 
friends, of the need for flexibility in 
the authorized uses or transfer of pur-
chased or co-developed articles and 
data. In various circumstances, inter-
national agreements have recognized 
that permissible use of an item or data 
for U.S. ‘‘defense purposes’’ as defined 
in § 205.3(b). 

(c) Consistent with paragraphs (a) 
and (b) of this section, DoD Compo-
nents may sign EUCs, in accordance 
with the policy and procedures out-
lined below. While most EUCs re-
quested by foreign governments use 
general language, their effects may be 
divided into three categories, as de-
scribed in the following paragraphs. 
Authority to approve their execution is 
limited as follows: 

(1) Category I. Secretaries of the 
Military Departments and Directors of 
Defense Agencies may authorize EUCs: 
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