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do not gain access to classified infor-
mation or material by sight or sound, 
and classified information shall not be 
discussed with or in the presence of un-
authorized persons. 

§ 2400.45 Information Security Pro-
gram Review. 

(a) The Director, OSTP, shall require 
an annual formal review of the OSTP 
Information Security Program to en-
sure compliance with the provisions of 
Executive Order 12356 and Directive No. 
1, and this regulation. 

(b) The review shall be conducted by 
a group of three to five persons ap-
pointed by the Director and chaired by 
the Executive Director. The Security 
Officer will provide any records and as-
sistance required to facilitate the re-
view. 

(c) The findings and recommenda-
tions of the review will be provided to 
the Director for his determination. 

§ 2400.46 Suggestions or complaints. 

Persons desiring to submit sugges-
tions or complaints regarding the Of-
fice of Science and Technology Policy 
Information Security Program should 
do so in writing. This correspondence 
should be addressed to: Executive Di-
rector, Office of Science and Tech-
nology Policy, Executive Office of the 
President, Washington, DC 20506. 
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§ 2402.1 Purpose and scope. 
The regulations in this part prescribe 

procedures to obtain information and 
records from the Office of Science and 
Technology Policy (OSTP) under the 
Freedom of Information Act (FOIA), 5 
U.S.C. 552. The regulations in this part 
apply only to records that are: 

(a) Either created or obtained by 
OSTP; and 

(b) Under OSTP control at the time 
of the FOIA request. 

§ 2402.2 Delegation of authority and 
responsibilities. 

(a) The Director of the Office of 
Science and Technology Policy des-
ignates the OSTP General Counsel as 
the Chief FOIA Officer, and hereby del-
egates to the Chief FOIA Officer the 
authority to act upon all requests for 
agency records and to re-delegate such 
authority at his or her discretion. 

(b) The Chief FOIA Officer shall des-
ignate a FOIA Public Liaison, who 
shall serve as the supervisory official 
to whom a FOIA requester can raise 
concerns about the service the FOIA 
requester has received following an ini-
tial response. The FOIA Public Liaison 
will be listed on the OSTP Web site 
(http://www.whitehouse.gov/administra-
tion/eop/ostp) and may re-delegate the 
FOIA Public Liaison’s authority at his 
or her discretion. 

(c) The Director establishes a FOIA 
Requester Service Center that shall be 
staffed by the Chief FOIA Officer and 
the FOIA Public Liaison. The contact 
information for the FOIA Requester 
Service Center is Office of Science and 
Technology Policy, Eisenhower Execu-
tive Office Building, 1650 Pennsylvania 
Ave. NW., Washington, DC 20504; Tele-
phone: (202) 456–4444 Fax: (202) 456–6021; 
Email: ostpfoia@ostp.eop.gov. Updates 
to this contact information will be 
made on the OSTP Web site. 

§ 2402.3 General policy and defini-
tions. 

(a) Non-exempt records available to 
public. Except for records exempt from 
disclosure by 5 U.S.C. 552(b) or pub-
lished in the FEDERAL REGISTER under 
5 U.S.C. 552(a)(1), agency records of 
OSTP subject to FOIA are available to 
any person who requests them in ac-
cordance with these regulations. 
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