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supplier and with appropriate privacy 
and security protections, release the 
Medicare claims data and beneficiary 
names to the provider or supplier. 
Qualified entities may only provide the 
Medicare claims and/or beneficiary 
names relevant to the particular meas-
ure or measure result the provider or 
supplier is appealing. 

(d) A qualified entity must inform 
providers and suppliers that reports 
will be made public, including informa-
tion related to the status of any data 
or error correction requests, after the 
date specified to the provider or sup-
plier when the report is sent for review 
and, if necessary, error correction re-
quests (at least 60 calendar days after 
the report was originally sent to the 
providers and suppliers), regardless of 
the status of any requests for error cor-
rection. 

(e) If a provider or supplier has a data 
or error correction request outstanding 
at the time the reports become public, 
the qualified entity must, if feasible, 
post publicly the name of the appealing 
provider or supplier and the category 
of the appeal request. 

§ 401.719 Monitoring and sanctioning 
of qualified entities. 

(a) CMS will monitor and assess the 
performance of qualified entities and 
their contractors using the following 
methods: 

(1) Audits. 
(2) Submission of documentation of 

data sources and quantities of data 
upon the request of CMS and/or site 
visits. 

(3) Analysis of specific data reported 
to CMS by qualified entities through 
annual reports (as described in para-
graph (b) of this section) and reports on 
inappropriate disclosures or uses of 
beneficiary identifiable data (as de-
scribed in paragraph (c) of this sec-
tion). 

(4) Analysis of complaints from bene-
ficiaries and/or providers or suppliers. 

(b) A qualified entity must provide 
annual reports to CMS containing in-
formation related to the following: 

(1) General program adherence, in-
cluding the following information: 

(i) The number of Medicare and pri-
vate claims combined. 

(ii) The percent of the overall market 
share the number of claims represent 
in the qualified entity’s geographic 
area. 

(iii) The number of measures cal-
culated. 

(iv) The number of providers and sup-
pliers profiled by type of provider and 
supplier. 

(v) A measure of public use of the re-
ports. 

(2) The provider and supplier data 
sharing, error correction, and appeals 
process, including the following infor-
mation: 

(i) The number of providers and sup-
pliers requesting claims data. 

(ii) The number of requests for claims 
data fulfilled. 

(iii) The number of error corrections. 
(iv) The type(s) of problem(s) leading 

to the request for error correction. 
(v) The amount of time to acknowl-

edge the request for data or error cor-
rection. 

(vi) The amount of time to respond to 
the request for error correction. 

(vii) The number of requests for error 
correction resolved. 

(c) A qualified entity must inform 
CMS of inappropriate disclosures or 
uses of beneficiary identifiable data 
under the DUA. 

(d) CMS may take the following ac-
tions against a qualified entity if CMS 
determines that the qualified entity 
violated any of the requirements of 
this subpart, regardless of how CMS 
learns of a violation: 

(1) Provide a warning notice to the 
qualified entity of the specific concern, 
which indicates that future defi-
ciencies could lead to termination. 

(2) Request a corrective action plan 
(CAP) from the qualified entity. 

(3) Place the qualified entity on a 
special monitoring plan. 

(4) Terminate the qualified entity. 

§ 401.721 Terminating an agreement 
with a qualified entity. 

(a) Grounds for terminating a qualified 
entity agreement. CMS may terminate 
an agreement with a qualified entity if 
CMS determines the qualified entity or 
its contractor meets any of the fol-
lowing: 

VerDate Sep<11>2014 08:04 Dec 19, 2014 Jkt 232187 PO 00000 Frm 00039 Fmt 8010 Sfmt 8010 Y:\SGML\232187.XXX 232187rlj
oh

ns
on

 o
n 

D
S

K
3V

P
T

V
N

1P
R

O
D

 w
ith

 C
F

R


		Superintendent of Documents
	2020-01-28T06:05:52-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




