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(6) When appropriate, the Postal
Service and the Red Cross will meet
and exchange information at the na-
tional headquarters level concerning
the effectiveness of their joint efforts
for disaster relief.

(6) Regional Postmasters General and
Postal Inspectors in Charge are respon-
sible for seeing that post offices imple-
ment these cooperative arrangements
in disaster situations.

(7) The instructions in §259.2 serve as
a broad framework within which field
officials of both agencies may coordi-
nate their facilities and resources.
However, postal officials shall cooper-
ate with Red Cross officials to the max-
imum feasible degree during times of
natural disasters.

(39 U.S.C. 401, 411)

[36 FR 4773, Mar. 12, 1971, as amended at 40
FR 26511, June 24, 1975]
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§261.1 Purpose and scope.

As a result of the Postal Reorganiza-
tion Act, 39 U.S.C. 410, the U.S. Postal
Service is no longer subject to the pro-
visions of the Federal Records Act of
1950, or any of its supporting regula-
tions which provide for the conduct of
records management in Federal agen-
cies. The objective of Parts 261 through
268 is to provide the basis for a Postal
Service-wide records and information
management program affecting all or-
ganizational components having the
custody of any form of information and
records.

[40 FR 45721, Oct. 2, 1975; 40 FR 48511, Oct. 16,
1975]

§261.2 Authority.

(a) 39 U.S.C. 401(b) states that the
Postal Service has the power to acquire
property it deems necessary or conven-
ient in the transaction of its business

39 CFR Ch. I (7-1-15 Edition)

and to hold, maintain, sell, lease or
otherwise dispose of such property.

(b) 39 CFR 262.2 assigns to the Postal
Service Records Office, located under
the Privacy Office responsibility for
the retention, security, and privacy of
Postal Service records and the power
to authorize the disclosure of such
records and to order their disposal by
destruction or transfer. Included is the
authority to issue records management
policy and to delegate or take appro-
priate action if that policy is not ad-
hered to or if questions of interpreta-
tion of procedure arise.

[40 FR 45721, Oct. 2, 1975, as amended at 44 FR
51223, Aug. 31, 1979; 60 FR 57344, Nov. 15, 1995;
68 FR 565658, Oct. 1, 2003]

§261.3 Policy.

It is the policy of the Postal Service:

(a) To, as appropriate, create, pre-
serve, protect and disclose records
which contain adequate and proper
documentation of the organization,
functions, policies, decisions, oper-
ations, procedures, activities and
transactions of the Postal Service,

(b) To reduce to an absolute min-
imum the records holdings of the Post-
al Service by strict adherence to estab-
lished records retention schedules.

[40 FR 45721, Oct. 2, 1975, as amended at 44 FR
51223, Aug. 31, 1979]

§261.4 Responsibility.

(a) The Manager, Records Office,
under the Privacy Office, administers
the Postal Service release of informa-
tion and privacy of information pro-
grams with the assistance of FOIA co-
ordinators in the Consumer Affairs
function of area and district offices.

(b) The Chief Privacy Officer, under
the Vice President and Consumer Ad-
vocate, is responsible for administering
records and information management
policies and for the compliance of all
handbooks, directives, and instructions
in support of this policy.

(c) Postal Service managers are re-
sponsible for administering records and
information management policies and
for complying with all handbooks, di-
rectives, and instructions in support of
this policy.

[64 FR 41290, July 30, 1999, as amended at 68
FR 56558, Oct. 1, 2003]
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§262.1 Purpose and scope.

This part contains the official defini-
tion of those basic records and infor-
mation management terms that are
frequently used throughout Postal
Service regulations and directives.

§262.2 Officials.

(a) Chief Privacy Officer. The Chief
Privacy Officer (CPO) is responsible for
the issuance of policy on the protection
of privacy and the release of Postal
Service records with the power to au-
thorize the disclosure of such records
and to delegate or take appropriate ac-
tion if that policy is not adhered to or
if questions of interpretation or proce-
dure arise. The CPO directs the activi-
ties of the Privacy Office and the
Records Office.

(b) Manager, Records Office. The Man-
ager, Records Office, manages the
Records Office, and is responsible for
establishing procedures and guidelines
to ensure that record management
practices are in compliance with the
Privacy Act and FOIA. The Manager,
Records Office, may also delegate or
take appropriate action if policies are
not adhered to or if questions of inter-
pretation or procedures arise.

(c) Records Custodian. The postmaster
or other head of a facility such as an
area vice president, district manager,
or head of a postal installation or de-
partment who maintains Postal Serv-
ice records. Vice presidents are the
custodians of records maintained at
Headquarters. Senior medical per-
sonnel are the custodians of restricted
medical records maintained within
postal facilities.

§262.3

(d) Information System Executive. The
Postal Service official who prescribes
the existence of and the policies for an
information system; usually this is a
Vice President.

(e) Records Office. The Records Office
is responsible for the issuance of policy
on the maintenance and disposition of
Postal Service records and informa-
tion, and to delegate or take appro-
priate action if such policy is not ad-
hered to or if questions of interpreta-
tion or procedure arise.

[49 FR 30693, Aug. 1, 1984, as amended at 51
FR 26385, July 23, 1986; 60 FR 57344, Nov. 15,
1995; 63 FR 6481, Feb. 9, 1998; 64 FR 41290, July
30, 1999; 68 FR 56558, Oct. 1, 2003]

§262.3 Information.

Data combined with the knowledge of
its context and having the potential to
serve a Postal Service use.

(a) Sensitive information. Information
which has been identified by the USPS
as restricted or critical.

(1) Critical information. Information
that must be available in order that
the Postal Service effectively perform
its mission and meet legally assigned
responsibilities; and for which special
precautions are taken to ensure its ac-
curacy, relevance, timeliness and com-
pleteness. This information, if lost,
would cause significant financial loss,
inconvenience or delay in performance
of the USPS mission.

(2) Restricted information. Information
that has limitations placed upon both
its access within the Postal Service
and disclosure outside the Postal Serv-
ice consistent with the Privacy and
Freedom of Information Acts.

(i) Restricted mandatory. Information
that has limitations upon its internal
access and that may be disclosed only
in accordance with an Executive Order,
public law, or other Federal statute
and their supporting postal regula-
tions.

(ii) Restricted discretionary. Informa-
tion that has limitations upon its in-
ternal access and that may be withheld
from external disclosure solely in ac-
cordance with postal regulations, con-
sistent with the Freedom of Informa-
tion Act.

(b) Classified information (National Se-
curity). Information about the national
defense and foreign relations of the
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