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Office of Personnel Management § 177.101 

(f) Candidacy for a position of officer 
of a political party, delegate to a polit-
ical party convention, member of a Na-
tional, State, or local committee of a 
political party, or any similar position. 

[40 FR 42733, Sept. 16, 1975, as amended at 40 
FR 47101, Oct. 8, 1975; 79 FR 25484, May 5, 
2014] 

PART 175—OPM MANDATORY RE-
VIEW OF CLASSIFIED DOCU-
MENTS 

Sec. 
175.101 Policy. 
175.102 Requests for the declassification of 

documents. 

AUTHORITY: E.O. 12065, 43 FR 28949. 

§ 175.101 Policy. 

The Office of Personnel Management 
bases its procedures for handling na-
tional security information on Execu-
tive Order 12065, ‘‘National Security In-
formation,’’ and Information Security 
Oversight Office Directive No. 1 con-
cerning national security information. 

[45 FR 995, Jan. 4, 1980] 

§ 175.102 Requests for the declassifica-
tion of documents. 

Any Federal agency, Government 
employee or member of the public has 
the right to request a mandatory re-
view of any classified document, held 
by the Office of Personnel Manage-
ment, which was classified for national 
security purposes by the Civil Service 
Commission. The Office of Personnel 
Management does not have the author-
ity to classify documents. 

(a) Requests for mandatory declas-
sification review should be addressed to 
the Director, Office of Management, or 
the designee of the Director, who will 
act on requests within 60 days. Re-
quests need not be made in any special 
form but shall, as specified in section 
3–501 of the Executive order, reason-
ably describe the information. 

(b) Based upon the review, the docu-
ment, or any reasonably segregable 
portion thereof that no longer requires 
protection under the Executive order, 
shall be declassified and released un-
less withholding is otherwise war-
ranted under applicable law. 

(c) No OPM official will refuse to 
confirm the existence or non-existence 
of any document requested under the 
Freedom of Information Act or the 
mandatory review provisions of the Ex-
ecutive order, unless the fact of its ex-
istence or non-existence would itself be 
classifiable under the Executive order. 
OPM Administrative Manual chapter 
22, covering OPM policies and proce-
dures relating to classified information 
or material is available for inspection 
by the public in the OPM Library, 
room 5H27, 1900 E. St., NW., Wash-
ington, DC, or in one of the 10 OPM re-
gional offices in the following cities: 
Atlanta, Boston, Chicago, Dallas, Den-
ver, New York, Philadelphia, St. Louis, 
San Francisco and Seattle. 

[45 FR 995, Jan. 4, 1980] 

PART 177—ADMINISTRATIVE 
CLAIMS UNDER THE FEDERAL 
TORT CLAIMS ACT 

Sec. 
177.101 Scope of regulations. 
177.102 Administrative claim; when pre-

sented; appropriate OPM office. 
177.103 Administrative claim; who may file. 
177.104 Investigations. 
177.105 Administrative claim; evidence and 

information to be submitted. 
177.106 Authority to adjust, determine, 

compromise, and settle. 
177.107 Limitations on authority. 
177.108 Referral to Department of Justice. 
177.109 Final denial of claim. 
177.110 Action on approved claim. 

AUTHORITY: 28 U.S.C. 2672; 28 CFR 14.11. 

SOURCE: 65 FR 44945, July 20, 2000, unless 
otherwise noted. 

§ 177.101 Scope of regulations. 

The regulations in this part apply 
only to claims presented or filed with 
the Office of Personnel Management 
(OPM) under the Federal Tort Claims 
Act, as amended, for money damages 
against the United States for injury to 
or loss of property or personal injury 
or death caused by the negligent or 
wrongful act or omission of an officer 
or employee of OPM while acting with-
in the scope of his or her office or em-
ployment. 
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