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(c) Each facility shall conduct an an-
nual review of all sexual abuse inves-
tigations and resulting incident re-
views to assess and improve sexual 
abuse intervention, prevention and re-
sponse efforts. If the facility has not 
had any reports of sexual abuse during 
the annual reporting period, then the 
facility shall prepare a negative report. 
The results and findings of the annual 
review shall be provided to the facility 
administrator, Field Office Director or 
his or her designee, and the agency 
PSA Coordinator. 

§ 115.87 Data collection. 
(a) Each facility shall maintain in a 

secure area all case records associated 
with claims of sexual abuse, including 
incident reports, investigative reports, 
offender information, case disposition, 
medical and counseling evaluation 
findings, and recommendations for 
post-release treatment, if necessary, 
and/or counseling in accordance with 
these standards and applicable agency 
policies, and in accordance with estab-
lished schedules. The DHS Office of In-
spector General shall maintain the of-
ficial investigative file related to 
claims of sexual abuse investigated by 
the DHS Office of Inspector General. 

(b) On an ongoing basis, the PSA Co-
ordinator shall work with relevant fa-
cility PSA Compliance Managers and 
DHS entities to share data regarding 
effective agency response methods to 
sexual abuse. 

(c) On a regular basis, the PSA Coor-
dinator shall prepare a report for ICE 
leadership compiling information re-
ceived about all incidents or allega-
tions of sexual abuse of detainees in 
immigration detention during the pe-
riod covered by the report, as well as 
ongoing investigations and other pend-
ing cases. 

(d) On an annual basis, the PSA Coor-
dinator shall aggregate, in a manner 
that will facilitate the agency’s ability 
to detect possible patterns and help 
prevent future incidents, the incident- 
based sexual abuse data, including the 
number of reported sexual abuse alle-
gations determined to be substan-
tiated, unsubstantiated, or unfounded, 
or for which investigation is ongoing, 
and for each incident found to be sub-
stantiated, information concerning: 

(1) The date, time, location, and na-
ture of the incident; 

(2) The demographic background of 
the victim and perpetrator (including 
citizenship, age, gender, and whether 
either has self-identified as gay, les-
bian, bisexual, transgender, intersex, 
or gender nonconforming); 

(3) The reporting timeline for the in-
cident (including the name of indi-
vidual who reported the incident, and 
the date and time the report was re-
ceived); 

(4) Any injuries sustained by the vic-
tim; 

(5) Post-report follow up responses 
and action taken by the facility (e.g., 
housing placement/custody classifica-
tion, medical examination, mental 
health counseling, etc.); and 

(6) Any sanctions imposed on the per-
petrator. 

(e) Upon request, the agency shall 
provide all data described in this sec-
tion from the previous calendar year to 
the Office for Civil Rights and Civil 
Liberties no later than June 30. 

§ 115.88 Data review for corrective ac-
tion. 

(a) The agency shall review data col-
lected and aggregated pursuant to 
§ 115.87 of this part in order to assess 
and improve the effectiveness of its 
sexual abuse prevention, detection, and 
response policies, practices, and train-
ing, including by: 

(1) Identifying problem areas; 
(2) Taking corrective action on an 

ongoing basis; and 
(3) Preparing an annual report of its 

findings and corrective actions for each 
immigration detention facility, as well 
as the agency as a whole. 

(b) Such report shall include a com-
parison of the current year’s data and 
corrective actions with those from 
prior years and shall provide an assess-
ment of the agency’s progress in pre-
venting, detecting, and responding to 
sexual abuse. 

(c) The agency’s report shall be ap-
proved by the agency head and made 
readily available to the public through 
its Web site. 

(d) The agency may redact specific 
material from the reports, when appro-
priate for safety or security, but must 
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