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(1) 

AN OVERVIEW OF THE DEPARTMENT 
OF HOMELAND SECURITY FEDERAL 

ADVISORY COMMITTEES 

Wednessday, July 25, 2007 

U.S. HOUSE OF REPRESENTATIVES, 
COMMITTEE ON HOMELAND SECURITY, 

WASHINGTON, DC. 
The committee met, pursuant to call, at 10:07 a.m., in room 311, 

Cannon House Office Building, Hon. Bennie Thompson [chairman 
of the committee] presiding. 

Present: Representatives Thompson, Sanchez, Christensen, 
Etheridge, Cuellar, Carney, Green, Shays, Reichert, McCaul, and 
Davis of Tennessee. 

Chairman THOMPSON. [Presiding.] I would like to convene the 
hearing. 

Today’s hearing is about the effectiveness of the Federal advisory 
committees within the Department of Homeland Security. 

The department has 29 Federal advisory committees, 19 sub-
committees, the equivalent of 33 Federal support staff, and nearly 
500 members drawn from both the public and private sector. 

To support these committees, the Department spent approxi-
mately $6 million in fiscal year 2006 and plans to spend approxi-
mately $8 million in fiscal year 2007. 

This may not seem like a great deal of money. However, as the 
authorizing committee for this department, we must ask: What do 
the American people get for the dollars that have been spent? And 
I am sorry to report that the answer to this question is unclear. 

Advisory committees have been around for many years. These 
committees can be a good thing. Advisory committees allow mem-
bers of the public to express their opinions on policies that will af-
fect the ways in which they go about their daily lives. 

Advisory committees also include representatives from the pri-
vate sector. It is no secret that the policies put forth by the depart-
ment have an effect not only on how the private sector conducts 
business but on the profitability of those businesses. 

Advisory committees provide a seat at the table to those who will 
be affected by the decisions that are made by the government. And 
that is what representative government should do. 

However, the beneficial function of these committees is meaning-
less if the department does not listen to them. The good ideas that 
may be born in these committees are unclear if there is no way to 
track them. 

The objectivity of these committees is compromised if their com-
position is not both balanced and diverse. It is up to the depart-
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ment to assure that the people who serve on these committees’ 
views will be heard, their recommendations will be considered, and 
their ideas will be received with openness. 

And it is up to the department to ensure this Congress that there 
is transparency in the process, accountability in the result, and 
that conflicts of interest do not pervade their operation. I am not 
convinced that these goals are being met. 

We are here today to hear from the department and individuals 
who served on advisory committees. 

I want to thank the witnesses for appearing today, and look for-
ward to their testimony. 

And now we will hear opening statements from the ranking 
member, Mr. McCaul. 

Mr. MCCAUL. Thank you, Mr. Chairman. And thank you for hold-
ing this important hearing. 

This committee is conducting a bipartisan examination of Fed-
eral advisory committees managed by the Department of Homeland 
Security to assess their utility, cost-effectiveness, management and 
how well they represent the private sector. 

Advisory committees can be created administratively or by stat-
ute. The topics range from information security to customs fees to 
navigating the Great Lakes. 

The committee will assess whether the existing organizational 
structure within DHS for managing the advisory committees 
should be strengthened. We are also reviewing whether some of 
these advisory committees should be consolidated, phased out, or 
replaced by a mission more relevant for the Department of Home-
land Security. 

As this review proceeds, it is important to keep it in context. 
Currently, there are approximately 900 advisory committees 
throughout the Federal Government, with a total budget of over 
$620 million. Of that, DHS has 27 active committees, with an accu-
mulate annual budget of approximately $8 million. 

Many of the DHS advisory committees were established before 
DHS was formed in March of 2003 and are so new that they have 
not yet had the chance to submit recommendations. DHS is also 
currently conducting its own internal review to improve the oper-
ation of their advisory committees. 

Today we will hear from our witnesses on their views on how the 
advisory committees at DHS are working and whether additional 
steps can be taken to strengthen their effectiveness. I look forward 
to hearing from these witnesses, and yield back the balance of my 
time. 

Chairman THOMPSON. Thank you very much. 
Other members may submit their statements for the record. 
We have two witnesses for our first panel: Doug Hoelscher, he 

is executive director of DHS Homeland Security Federal Advisory 
Committees; Mr. Robert Flaak is director of Committee Manage-
ment Secretariat, Office of Government-Wide Policy, U.S. General 
Services Administration. 

Gentlemen, you have 5 minutes to summarize your written testi-
mony for the committee. 

We will begin with Mr. Hoelscher. 
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STATEMENT OF DOUG HOELSCHER, EXECUTIVE DIRECTOR, 
HOMELAND SECURITY ADVISORY COMMITTEES, 
DEPARTMENT OF HOMELAND SECURITY 

Mr. HOELSCHER. Thank you, Chairman Thompson and distin-
guished committee members, for the opportunity to discuss the role 
of Federal advisory committees at the Department of Homeland Se-
curity, or DHS. 

Our advisory committees add much value to the new department 
by bringing the perspectives of our various state, local and private- 
sector partners to the policy table. As members of this committee 
well-appreciate, DHS depends on its various partners to success-
fully execute our mission. 

As executive director of the Homeland Security advisory commit-
tees, I have a dual role. First, I oversee the staff of the committee 
management office, or CMO, which manages coordination of DHS 
advisory committees and ensures compliance with the Federal Ad-
visory Committee Act, or FACA. Second, I directly manage the staff 
supporting the Homeland Security Advisory Council, or HSAC, one 
of our 27 chartered committees. 

Starting the department required a lot of work, and we have 
made great progress in the last 4 years. We inherited 24 advisory 
committees with varying responsibilities and procedures from the 
departments of Commerce, Defense, Justice, Transportation, Treas-
ury, the Federal Emergency Management Agency, or FEMA, and 
the Executive Office of the President. 

We ensure that advisory committees are serving a useful purpose 
and terminate those committees that are no longer relevant. We 
only create new committees when necessary. 

The CMO monitors reporting compliance for the FACA database 
and ensures that broad professional perspectives are included in 
each committee’s membership. We have several initiatives planned 
for the next year that will establish a lasting foundation for the 
committee management program and further standardize com-
mittee actions, including the revision of the department’s manage-
ment directive and creation of a Web page where individuals can 
learn more about FACA committees. 

Each committee has a designated Federal officer, or DFO, that 
is ultimately responsible for FACA compliance and for their com-
mittee’s day-to-day management. We recently worked with human 
resources to strengthen the accountability of DFO responsibilities 
with their performance appraisals. We will hold a best-practices 
DFO group meeting this fall and are planning an Internet site that 
DFOs and other DHS personnel can use to access key documents. 

The committee management process improvements have in-
creased the accountability and openness of our committees. I would 
like to now highlight some examples of policy improvements our 
advisory committees have accomplished. 

In my time of overseeing the HSAC, we have improved feedback 
to members on previous recommendations. Through the HSAC, I 
have seen firsthand how advisory committees help the department 
tackle current and future challenges and improve policy decisions 
by including the perspectives of our various partners and adding 
expertise not available from Federal employees. 
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The HSAC is composed of experts from state and local govern-
ments, first-preventer and-responder communities, academia, and 
the private sector. The council provides advice to Secretary 
Chertoff and the department’s leadership on the spectrum of home-
land security issues. 

The HSAC has a history of focusing on tough issues. From rec-
ommendations on expediting funding to our state and local part-
ners, developing the fusion center concept, honestly assessing the 
department’s culture, or looking at the long-term future of ter-
rorism, the HSAC has helped us progress. For example, the ‘‘Fu-
ture of Terrorism’’ report increased DHS’s focus on the 
radicalization issue and improved outreach to Muslim Americans. 

In June, Secretary Chertoff tasked the HSAC with the following: 
first, assess the utility, viability and potential structures of alter-
native tools to acquire essential technology; two, provide rec-
ommendations on core priorities the department should embrace in 
the administration transition; and third, help refine and focus the 
Secure Freight Initiative’s concept of operation. 

The work of the Commercial Operations Advisory Committee, or 
COAC, and the National Maritime Security Advisory Committee, is 
another example of committees adding value to the department. 
These committees improve the draft strategy to enhance inter-
national supply chain security, addressing stakeholder concerns by 
clarifying departments programs, recovery methods, and facility 
and vessel security plans. 

The continuing engagement of both these committees during the 
next 3 years will help balance the needs of security with the facili-
tation of trade. This also demonstrates interdepartment coordina-
tion, as each committee is in a different component. 

There are many more examples of ways our advisory committees 
have helped us move forward in our first 4 years. I am truly in-
spired by the selfless dedication of our volunteer advisory com-
mittee members in advancing the homeland security mission, and 
I am proud to serve alongside the men and women at the Depart-
ment of Homeland Security. 

Thank you for the opportunity to highlight an important avenue 
of empowering our homeland security partners. I look forward to 
our future work together. 

Chairman Thompson, distinguished members, I look forward to 
your questions. 

[The statement of Mr. Hoelscher follows:] 

PREPARED STATEMENT OF DOUG HOELSCHER 

I. Opening Remarks 
Chairman Thompson, Congressman King, and the distinguished members of the 

Committee. Thank you for the opportunity to speak with you today about the De-
partment of Homeland Security’s federal advisory committees. 

In March 2006, I was appointed Executive Director of the Homeland Security Ad-
visory Committees. In this capacity, I serve the dual role of coordinating the activi-
ties of our twenty-seven (27) active federal advisory committees and directly manage 
one of these bodies, the Homeland Security Advisory Council (HSAC). I oversee the 
staff of the Committee Management Office (the CMO), which coordinates the estab-
lishment, structure, and legal compliance of the Department’s advisory committees, 
and the staff dedicated specifically to HSAC. I will speak broadly to the structure 
and activities of the Department’s advisory committees and specifically to that of 
the HSAC. 
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1 The COBRA Fees Advisory Committee is an example of a statutory committee that requires 
legislative action to be officially terminated. 

The Department of Homeland Security, perhaps more than any other federal de-
partment, depends on its state, local, and private sector partners to accomplish its 
mission. Through their volunteer members, our federal advisory committees, provide 
an important avenue to empower our various partners and bring outside-the-belt-
way perspectives to the policy table. We have very active advisory committees. In 
managing them we have made great progress since DHS was established, but there 
is more work ahead. 
II. Overview of Federal Advisory Committee Act of 1972 

Our advisory committees are part of a larger Federal initiative to tap relevant ex-
ternal perspectives to help formulate sound policy. The advisory committee program 
is governed by the Federal Advisory Committee Act of 1972, commonly known as 
FACA. FACA enhances public openness and accountability of advisory committees, 
controls undue influence of special interests by balancing committee membership; 
and reduces wasteful expenditures on advisory committees by establishing overall 
management controls. These controls monitor advisory committee costs and identify 
and eliminate unproductive and/or unnecessary committees. FACA places limits on 
the function and duration of advisory committees and stipulates certain oversight 
requirements. My colleague on this panel, Mr. Robert Flaak, from the General Serv-
ices Administration, is better positioned to discuss the details of FACA. 
III. History of Advisory Committees at Department of Homeland Security 

When the Department of Homeland Security was formed in 2003, the operations 
of twenty-two (22) existing federal agencies dealing with various aspects of Home-
land security were combined. The Department also inherited twenty-four (24) legacy 
advisory committees from the Departments of Commerce, Defense, Justice, Trans-
portation, and Treasury, the Federal Emergency Management Agency (FEMA), and 
the Office of the President. 

The CMO is responsible for reviewing the mandates and activities of the various 
committees to ensure that they continue to be useful and relevant to the Homeland 
Security mission. In 2003, the then Acting Committee Management Officer worked 
with the staffs of our inherited or legacy committees to review the purpose and func-
tion of each committee and assure there was no duplication of function. We initially 
identified two committees that were performing a very similar function: the Immi-
gration and Naturalization Services Airport and Seaport User Fees Advisory Com-
mittee from the Department of Justice and the U.S. Customs Service Consolidated 
Omnibus Budget Reconciliation Act of 1985 (COBRA) Fees Advisory Committee 
from the Department of the Treasury. The functions of both committees were as-
sumed by the Airport and Seaport User Fees Advisory Committee, and the COBRA 
Fees committee became administratively inactive.1 

Since that time, as a result of the CMO’s review, we have terminated four addi-
tional committees that have completed their mission or are no longer relevant. We 
are currently contemplating further contraction of the committee structure and, in 
particular, we are reviewing whether the establishment of FEMA’s National Advi-
sory Committee (NAC), renders any of the existing FEMA advisory committees du-
plicative. As a result of this review, we may take action to terminate one or more 
additional existing committees and execute their advisory functions through the 
NAC. Where appropriate, we will continue to terminate any unnecessary discre-
tionary committees and will work with Congress to terminate statutory committees 
if appropriate. 

As I mentioned earlier, when the Department was established we inherited twen-
ty-four (24) committees from other agencies. Since then, we have established new 
committees only as necessary to address new initiatives or as directed by Congress, 
and have terminated those committees that have completed their mission or that 
have missions that are no longer relevant. The FACA database currently lists twen-
ty-nine (29) advisory committees for DHS; two (2) were terminated this year and 
will be deleted from the database in the next fiscal year. Thus we have twenty-seven 
(27) chartered committees: fifteen (15) statutory, ten (10) discretionary, and two (2) 
presidential. Twelve (12) of our committees exist at the Administration’s discretion 
and the remaining fifteen (15) are committees created by Congress. 

During Fiscal Year 2006, DHS FACA committees held over 100 formal meetings. 
IV. Current DHS Advisory Committees 

Under Section 8 of FACA, the CMO is responsible for establishing uniform poli-
cies, administrative guidelines, and management controls for the establishment, su-
pervision, and operation of Departmental advisory committees. The CMO develops 
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policies and provides guidance on the interpretation and implementation of FACA. 
Since the Department was established, the CMO has coordinated over 50 member-
ship packages and over 50 charter actions, and regularly monitors compliance with 
FACA including input into the GSA FACA database, ensuring that diverse view-
points are included in committee membership, and publication of federal register no-
tices. Each FACA committee has a Designated Federal Officer, or DFO, who is ulti-
mately responsible for compliance with FACA and for the day-to-day management 
of committee activities. 

In the last four (4) years, the CMO has accomplished a great deal. In 2003, the 
then-acting, Committee Management Officer, without any staff support, stood up 
the FACA management program for DHS and incorporated 24 existing FACA com-
mittees into the Department. Since then, we have standardized committee actions 
throughout the Department and improved the timeliness of FACA database report-
ing. Very recently, working with congressional staff, we took actions to standardize 
recommendation reporting in the GSA FACA database. We now have two full-time 
CMO staff and I personally spend a significant amount of my time working on 
CMO-related items. The CMO became part of the Policy Directorate in 2006, 
strengthening the cross-pollination of our committees and heightening policy follow- 
up on committee recommendations. 

We have several initiatives designed to further solidify the committee manage-
ment structure at DHS. These initiatives will elevate the visibility and account-
ability of the DFO positions and committee management Department-wide. First, 
we have concluded that we need to revise the Department’s management directive 
for FACAs. The new directive will clarify the CMO’s authority and responsibilities 
and set forth responsibilities of other Department personnel for FACA activities, in-
cluding component heads and Designated Federal Officers. The directive will make 
clear that Component heads are responsible for ensuring that their employees com-
ply with the requirements of FACA, Committee Management Secretariat regula-
tions, the directive, and other guidance issued by the CMO, and that they cooperate 
with the CMO in the management of the FACA program. 

Second, over the last year, we have improved communications to DFOs and have 
plans for further improvement. We have increased the information flow on relevant 
initiatives and policies to DFOs and committee members. We have also increased 
the frequency of our meetings with DFOs. We will have a group meeting this fall 
of all DFOs to provide updates on policies and procedures and to solicit input from 
the DFOs. Additionally in the next year, the CMO will develop an intranet site that 
will provide information on FACA and serve as a resource for DFOs and all Depart-
ment personnel. This site will provide a one-stop location for information on proce-
dures and provide templates for routine documents such as action memoranda, char-
ters, and Federal Register notices. The DFO Handbook, which is under development 
and set for completion in the next year, will also be included. 

Third, in the next year, we plan to develop an external one-stop web page that 
will include information on all DHS FACA committees, including links to individual 
committee web pages. This will enhance the transparency of the DHS FACA process 
and provide ready access to information about our committee’s work. 

Fourth, we recently worked with the Chief Human Capital Officer and issued a 
memorandum that strengthens the accountability of each DFO’s performance with 
their supervisors. At DHS, our performance plans lay out yearly goals along with 
quantifiable measures. The employee is responsible for drafting the goals and reach-
ing a consensus with her/his supervisor. This action will help ensure management 
responsibilities are a part of the formal employee appraisal process and will increase 
accountability of committee activities and performance. 

We look forward to updating your committee on our progress on these initiatives 
in the coming months. 

In the last year and half since my arrival, we have increased our coordination 
with Congress. I and/or members of my staff have come to the Hill three times to 
provide an overview of DHS advisory committees and to discuss the activities of the 
Homeland Security Advisory Council. Last fall we invited staff members of both the 
majority and minority to join a meeting of our Culture Task Force and have in-
creased the number of our invitations to Congressional staff for advisory committee 
meetings in general. Members of Congress have participated in three (3) meetings 
of the Homeland Security Advisory Council in the last year and half. 

Taken together, these steps have greatly strengthened the Department’s ability 
to use and manage its FACAs. As might be expected, when DHS was initially 
formed the managerial styles and structures used by the legacy agencies for FACAs 
varied widely. Since then we have made substantial progress in rationalizing these 
structures and putting in place the management processes of a single Department. 
While, as I have outlined, more surely remains to be done, we have succeeded in 
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unifying widely disparate structures in a single office and brought order to their op-
eration. 
V. Homeland Security Advisory Council 

Let me now move from the macro to the micro, looking at committee management 
from my perspective as the DFO for the HSAC. The HSAC provides advice and rec-
ommendations to the Secretary of the Department of Homeland Security on a broad 
spectrum of matters relating to homeland security. 

The members of the HSAC are leaders and experts from the private sector, aca-
demia, nongovernmental organizations, state and local governments, and other ap-
propriate professions and communities. In addition, the Chairman of the National 
Infrastructure Advisory Council, the Chairman of the President’s National Security 
Telecommunications Advisory Committee, and the Chairman of the Panel on the 
Science and Technology of Combating Terrorism/President’s Council of Advisors on 
Science and Technology, serve as ex officio members of the HSAC. The Chair of the 
HSAC is Judge William Webster. All members volunteer their time to tackle chal-
lenging homeland security issues and their service is greatly appreciated. 

There are five subcommittees of the HSAC: the State and Local Senior Advisory 
Committee, the Emergency Response Senior Advisory Committee, the Academe and 
Policy Research Senior Advisory Committee, the Private Sector Senior Advisory 
Committee, and the Rice-Chertoff ‘‘Secure Borders and Open Doors’’ Advisory Com-
mittee. 

The HSAC has issued fifteen (15) reports that include 175 formal recommenda-
tions. One example of the value the HSAC has added is through the work of the 
Intelligence and Information Sharing Working Group, which helped define state and 
local fusion center operations and provided foundational principles as the local, 
state, and federal governments have developed fusion centers throughout the coun-
try. This is a great example of how the work of an advisory committee has helped 
empower our partners and expand our networks to match those of our enemies. 
These fusion center recommendations, like other HSAC recommendations, were de-
veloped from the ‘‘bottom-up’’ by those that will have to implement and execute 
them outside the beltway. One of my responsibilities is to ensure that committee 
members have a forum where they can be independent, innovative, non-partisan, 
and inquisitive so they can provide the best possible advice to the Secretary. 

We have strengthened the synchronization between HSAC efforts and the needs 
of the Department. In January of this year, the HSAC delivered two reports on top-
ics of the Secretary’s choosing—one on the Future of Terrorism and another on Im-
proving DHS Culture. In June, HSAC staff coordinated written feedback on the De-
partment’s response to the Future of Terrorism recommendations and, where appro-
priate, what actions had been taken to implement each recommendation. One of the 
primary recommendations was to create an Office of Net Assessment at DHS simi-
lar to the one at the Department of Defense, and the Secretary has tasked the Office 
of Strategic Plans and the Intelligence and Analysis office to develop implementa-
tion options. 

Similarly, the report on DHS Culture has gotten high level attention. The DHS 
Chief of Staff and the Chief Human Capital Officer have met several times with the 
co-chairs of the task force and briefed HSAC and subcommittee members twice 
about departmental initiatives in response to their report. 

We have made great strides in the past year and a half on providing clear feed-
back on member recommendations. We have recently engaged in a project to im-
prove tracking each of the 175 recommendations the HSAC has given in its lifetime 
and to receive written feedback from all relevant offices and components responsible 
for their implementation if appropriate. Sometimes, of course, a particular rec-
ommendation may not be implemented. We may have resource constraints or the 
Department may simply choose a different policy. But we are committed to review-
ing and responding to each and every recommendation. 

Moving forward, all of our recommendations will be tracked in this way, creating 
a tool useful for feedback to advisory committee members, recordkeeping, and his-
torical perspective. We take the responsibility of giving feedback to HSAC members 
very seriously because they are volunteers. If the Department chooses not to imple-
ment a recommendation the members deserve feedback on the rationale behind that 
decision. 

This fall, we will continue to work with the DFOs of the other DHS advisory com-
mittees, to institute similar tracking mechanisms for their respective recommenda-
tions where such mechanisms do not yet exist. 
VI. The Value of FACAs 

Thus far we have discussed the processes by which FACAs are managed. I would 
like to turn now to a discussion of the value FACA committees add to the Depart-
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ment as we seek to carry out our strategic mission. Here are some examples of that 
value: 

The Aviation Security Advisory Committee, or ASAC, was established to provide 
a key forum for the exchange of views and information on civil aviation security 
issues. Since its inception in 2003, ASAC has provided 46 formal recommendations 
to the Department. One example of the ASAC’s value was its review of the Trans-
portation Security Administration’s (TSA) Baggage Screening Investment Study, 
which helped improve Airport Security Access Control Systems, including bio-
metrics. 

The Chemical Transportation Advisory Committee (CTAC) provides advice to the 
Coast Guard’s Assistant Commandant for Operations with respect to the water 
transportation of hazardous material in bulk. CTAC has made many significant con-
tributions since its creation in the 1940s. Most recently, CTAC’s recommendations 
on implementing the revised International Convention for the Prevention of Pollu-
tion from Ships (MARPOL) Annex II and the International Code for the Construc-
tion and Equipment of Ships Carrying Dangerous Chemicals in Bulk (IBC Code), 
has received international recognition for its ingenuity and fiscal responsibility. 
CTAC developed marine emergency responders’ competencies that will be incor-
porated into nationally recognized National Fire Protection Associated standard. 

Another committee that has received recognition for excellence is the Data Pri-
vacy and Integrity Advisory Committee (DPIAC). In the past year and a half, the 
Committee has issued five reports to the Department. The Department has used the 
report ‘‘Framework for Privacy Analysis of Programs, Technologies, and Applica-
tions’’ has been utilized by the Department to analyze the effects of various pro-
grams and technologies on privacy, and the New Zealand government has even ex-
pressed interest in the document’s methodology. The report ‘‘Use of Commercial 
Data to Reduce False Positives in Screening Programs’’ was adopted September 28, 
2005. The Secure Flight Program found this report particularly helpful in address-
ing the issue of adverse impacts on the public. Indeed, the Privacy Office is inte-
grating portions of the report into the soon to be released Privacy Impact Assess-
ment Guidance for the Department. This report is frequently used when components 
propose programs incorporating such data. 

Since the National Infrastructure Advisory Council’s (NIAC) inception in late 
2002, the Council has released thirteen (13) reports, with two (2) more slated for 
completion this fall. The Sector Partnership Implementation Report and Rec-
ommendations helped establish an initial governing structure to work with our var-
ious private sector partners in an organized fashion. The report offered numerous 
recommendations designed to enhance the public-private sector partnership as well 
as to ensure trust and cultivate an effective, close working relationship between 
both spheres. This report laid the foundation for the following partnership avenues: 
Sector Coordinating Councils, Government Coordinating Councils, the Partnership 
for Critical Infrastructure Security, and the relatively new Critical Infrastructure 
Partnership Advisory Council. These organizations all play integral roles in aiding 
in the function of and maintaining the public-private critical infrastructure partner-
ship. 

The National Maritime Security Advisory Committee (NMSAC) was active in de-
veloping the Transportation Worker Identification Credential (TWIC) Notice of Pro-
posed Rulemaking (NPRM). The Committee formed a workgroup to address 
credentialing and provided input on specific questions posed by the Coast Guard 
and TSA. This work resulted in a maritime operating requirements document, as 
well as technical card and reader specifications which meet maritime industry 
needs, both of which may be used during the TWIC pilot tests and subsequent im-
plementation nationwide. The Commandant of the Coast Guard recently expressed 
his views regarding the value this committee has added: ‘‘I want you to be aware 
of the excellent intra-department support we received. . .the [TWIC] working group 
preformed in a remarkable manner to ensure that the views and participation of in-
dustry and labor were considered at the front end of the TWIC version II effort as 
the government works toward a meaningful, realistic card reader requirement that 
balances security with commerce. . .NMSAC continues to prove its value to the De-
partment through their diligent work and should be viewed as a resource to gain 
valuable insights as we move forward in other areas of maritime security.’’ 

These are just a few examples of how our advisory committees have assisted us 
in improving policy and ultimately carrying out our mission. 
VII. Concluding Remarks 

Thank you for the opportunity to address the Committee and highlight an impor-
tant avenue of empowering our Homeland security partners. Chairman Thompson 
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and Congressman King, I welcome any questions you have, and look forward to our 
future work together. 

Chairman THOMPSON. Thank you very much. 
We will now hear from Mr. Flaak. 

STATEMENT OF ROBERT FLAAK, DIRECTOR, COMMITTEE 
MANAGEMENT SECRETARIAT OFFICE OF GOVERNMENT- 
WIDE POLICY, GENERAL SERVICES ADMINISTRATION 

Mr. FLAAK. Chairman Thompson, members of the committee, my 
name is Robert Flaak. I am the director of the GSA’s Committee 
Management Secretariat. Thank you for the opportunity to discuss 
with you today the important role played by Federal advisory com-
mittees in achieving the missions assigned to the executive branch. 

While the use of citizen advisors has been called upon since the 
early days of the republic to obtain objective and informed advice, 
it was not until the end of the Second World War that advisory 
committees became institutionalized as a unique tool of Federal 
Government. 

As the influence and number of advisory committees grew, so did 
the concerns within the executive and legislative branches over 
their management, their cost, and their accountability. In 1962, 
President Kennedy issued an executive order to begin this manage-
ment process. That was further enhanced in 1964. And in 1972, 
Congress passed the Federal Advisory Committee Act, or FACA. 

Simply put, the purpose of FACA is to illuminate how agencies 
make decisions based upon advice and recommendations from per-
sons outside the government, and while also making sure that the 
costs to support advisory committees are commensurate with the 
benefits that are received. 

In my full testimony, Mr. Chairman, I have provided a complete 
listing of the act’s most significant provisions. To summarize, the 
secretariat is responsible for issuing policy and to provide a frame-
work for government-wide oversight of advisory committees. 

On the other hand, agencies have joint responsibility, from im-
plementing the act and for issuing additional guidance and guide-
lines that are needed to address their unique requirements. 

At the agency level, committee management officers, or CMOs, 
are responsible for implementing FACA on behalf of the agency 
head. Each committee has a designated Federal officer, or DFO, 
who must work with the CMO to manage the work and the oper-
ations of that committee. Together, the two are responsible for en-
suring compliance with FACA, agency-specific requirements and 
procedures, regulations issued by my office, as well as any other 
applicable statutes and regulations. 

Although the act is quite detailed in the specific procedures agen-
cies must follow with respect to the establishment of advisory com-
mittees, the conduct of meetings and the availability of records, it 
does provide substantial flexibility to agency heads in other areas, 
such as membership selection, tenure, and procedural issues, such 
as quorum and voting procedures. 

This is appropriate, given the diverse needs of the executive 
branch and the necessity for agencies to quickly adopt new oper-
ating procedures where conditions warrant. 
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While the act does not provide provisions addressing committee 
member conflicts of interest—these are handled by the U.S. Office 
of Government Ethics—the act does include two important provi-
sions designed to provide objectivity of advisory committee delib-
erations. 

First, FACA requires that the membership of advisory commit-
tees be fairly balanced in the points of view represented and the 
functions to be performed by the committee. And second, the act re-
quires provisions to assure that advice and recommendations will 
not be inappropriately influenced by the appointing authority or by 
any special interest, but will instead be the result of the advisory 
committee’s independent judgment. 

Thus, while the act stresses the importance of assuring an advi-
sory committee’s independent judgment, it also requires, at a min-
imum, the composition of advisory committees reflect the expertise 
and interests that are necessary to accomplish a given committee’s 
mission. 

I would like to point out a number of the issues that my office 
works within—the framework to provide compliance and oversight 
to the agencies across the executive branch. 

There are several examples, one of which is we have a desk offi-
cer program. We have desk officers in my office, my staff, who oper-
ate independently with their agencies. They work closely with the 
CMOs on advisory committee establishments, renewals and termi-
nations; FACA policy interpretation, as applied to various aspects 
that come up within that agency; and, of course, the best-practice 
guidelines that help them do their job on a day-to-day basis. 

We also use a Web-based shared management system—some peo-
ple call this our FACA database—which we use to manage and 
compile data required in the completion of the annual comprehen-
sive review program required by the Federal Advisory Committee 
Act. We measure agency compliance in a red-green-yellow mode, 
much like the government does in many other areas. 

The secretariat has also incorporated performance measures for 
advisory committees in that shared management system. We ad-
minister an advisory committee engagement survey every other 
year to advisory committee members and staff. 

We also chair the Interagency Committee on Federal Advisory 
Committee Management, which brings all of the committee man-
agement officers together every quarter to look at important issues 
and compliance act factors and to bring them up to date on things 
that they need to know about. 

And finally, we conduct a training course that is held about five 
to six times a year in the Washington, D.C., area for all of the 
FACA professionals that can attend it. And that typically covers 
300 to 400 people every year, and it has been run since 1989. 

Mr. Chairman, members of the committee, that concludes my 
prepared statement. I would be delighted to answer any questions 
you may have. 

[The statement of Mr. Flaak follows:] 

PREPARED STATEMENT OF ROBERT FLAAK 

Mr. Chairman, Members of the Committee, I am pleased to discuss with you 
today the important role played by Federal advisory committees in achieving the 
missions assigned to the Executive Branch. 
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More than a quarter-century before the enactment of the Federal Advisory Com-
mittee Act (FACA) in 1972, the Government began to recognize the important role 
played by advisory committees in developing effective policies. While the use of cit-
izen-advisors has its roots in the earliest efforts of the Nation’s leaders to obtain 
objective and informed advice, it was not until after the end of World War II that 
advisory committees became institutionalized as a unique tool of democratic govern-
ment. For example, it was an advisory committee, the Hoover Commission, whose 
work laid the foundation for the creation of the General Services Administration 
(GSA) in 1949. 

As the influence and number of advisory committees grew, so did concerns within 
the Executive and Legislative Branches regarding their management, cost, and ac-
countability. In 1962, President Kennedy issued Executive Order 11007 establishing 
guidelines for using such groups. These guidelines were expanded in 1964, with the 
issuance of the original Bureau of the Budget Circular A–63. 

Federal information policy relating to the accessibility of government records was 
revised in 1966, following the enactment of the Freedom of Information Act (FOIA). 
In 1972, similar openness policies were applied to the use of advisory committees 
through the enactment of FACA. Later in the 1970’s, the two remaining corner-
stones of Federal access policy, the Privacy Act (1974) and the Government in the 
Sunshine Act (1976) were enacted by the Congress. 

The Congress passed the Federal Advisory Committee Act in 1972 to accomplish 
two important objectives: (1) to establish the means for providing Congressional and 
Executive Branch oversight over the number and costs of advisory committees; and 
(2) to ensure that advisory committees operate in plain view of the public. Simply 
stated, the Act’s purpose is to illuminate how agencies make decisions based upon 
advice and recommendations from individuals outside of Government, while also 
making sure that the costs to support advisory committees are commensurate with 
the benefits received. Since 1972, the Act’s coverage has been extended to more than 
4,300 advisory committees made up of an estimated 950,000 members. 

Today, advisory committees are used by over 60 agencies to address issues that 
reflect the complex mandates undertaken by the Government. During fiscal year 
2006, over 65,000 committee members served on 1,000 committees and provided ad-
vice and recommendations on such matters as the safety of the Nation’s blood sup-
ply, steps needed to address the management of natural resources and the country’s 
national defense strategies. 
OVERVIEW OF GSA RESPONSIBILITIES 

Several important government-wide roles and responsibilities are assigned by the 
Act to the Administrator of General Services and to the Committee Management 
Secretariat which, taken together with those specific functions reserved for the Con-
gress and Executive Branch Departments and agencies, are designed to improve the 
management and accountability of advisory committees. Among the statutory re-
sponsibilities assigned to the Administrator are: 

• Conducting an annual comprehensive review covering the performance of, and 
need for, existing advisory committees (section 7(b)); 
• Issuing regulations, guidelines, and management controls of governmentwide 
applicability (section 7(c)); 
• Providing for adequate notice to the public regarding committee meetings 
(section 10(a)(2)(3)); 
• Issuing guidelines on committee member compensation in conjunction with 
the Office of Personnel Management (section 7(d)); 
• Providing for follow-up reports on public recommendations of Presidential ad-
visory committees (section (6(b)); and 
• Assuring that advisory committees are established in accordance with the 
Act’s requirements (section 9). 

OVERVIEW OF AGENCY RESPONSIBILITIES 
Responsibilities assigned to agencies that sponsor advisory committees subject to 

FACA include: 
• Issuing and maintaining uniform administrative guidelines and management 
controls (section 8(a)); 
• Appointing a Committee Management Officer (CMO) to provide oversight of 
the agency’s entire committee inventory (section 8(b)); 
• Consulting with the Secretariat regarding proposals to establish advisory 
committees (section 9(a)(2)); 
• Filing Charters with the Congress prior to initiating committee activities (sec-
tion 9(c)); 
• Maintaining records, minutes, and reports covering closed meetings (section 
10(b)(c)(d)); 
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• Appointing a Designated Federal Officer (DFO) for each committee (section 
10(e)); 
• Maintaining financial records (section 12(a)); 
• Providing support services (section 12(b)); and 
• Terminating advisory committees as appropriate, consistent with FACA (sec-
tion 14(a)(1)(A)). 

FACA PROCEDURES 
While FACA is generally recognized for its emphasis on justifying the number and 

costs of advisory committees, its provisions governing access to committee meetings 
and records are equally important. FACA’s goal is to provide the broadest possible 
contemporaneous access to meetings of, and materials generated for or by, Federal 
advisory committees during their deliberations. In particular, Section 10 of the Act 
provides that: 

• Each meeting of an advisory committee must be open to the public, except 
for those closed or partially-closed pursuant to specific exemptions contained in 
the Government in the Sunshine Act (section 10(a)(2)); 
• Timely notice of each meeting must be published in the Federal Register (sec-
tion 10(a)(2)); 
• Interested persons may appear before, or file statements with, an advisory 
committee, subject to reasonable operating procedures established by an agency 
(section 10(a)(3)); 
• Documents prepared for or by, or otherwise made available to, an advisory 
committee must be accessible for public inspection and copying at a single loca-
tion, subject to exclusions provided under the FOIA (section 10(b)); and 
• Minutes of each open or partially-open meeting must be kept and made avail-
able to the public (section 10(c)). 

Agency CMOs are responsible for implementing FACA on behalf of the agency 
head. Each DFO must work with their respective CMO to implement the Act’s re-
quirements at the individual committee level. Together, the CMO and DFO are re-
sponsible for ensuring compliance with FACA, the agency’s internal operating proce-
dures, regulations issued by GSA, and any other applicable statutes or regulations, 
such as those issued by the United States Office of Government Ethics (OGE), the 
National Archives and Records Administration (NARA), or the Office of Personnel 
Management (OPM). 
COMMITTEE COMPOSITION AND RELATIONSHIP TO AN AGENCY 

The Act does not include provisions covering individual committee member con-
flicts of interest. The applicability of conflict of interest laws and various ethical re-
quirements for members of advisory committees who serve as Special Government 
Employees (SGEs), are covered by other laws and regulations issued by the U.S. Of-
fice of Government Ethics. 

The Act, however, does include two important provisions designed to promote the 
objectivity of advisory committee deliberations. First, sections 5(b)(2) and (c) require 
that ‘‘the membership of the advisory committee. . .be fairly balanced in terms of 
the points of view represented and the functions to be performed by the committee.’’ 
Second, sections 5(b)(3) and (c) require ‘‘provisions to assure that the advice and rec-
ommendations will not be inappropriately influenced by the appointing authority or 
by any special interest, but will instead be the result of the advisory committee’s 
independent judgment.’’ Thus, while the Act stresses the importance of assuring an 
advisory committee’s independent judgment, it also requires that the composition of 
advisory committees reflect the expertise and interests that are necessary to accom-
plish the committee’s mission. 

The Act does not define those factors that should be considered in achieving ‘‘bal-
ance.’’ However, the Secretariat’s regulations provide that, ‘‘. . .in the selection of 
members for the advisory committee, the agency will consider a cross-section of 
those directly affected, interested, and qualified, as appropriate to the nature and 
functions of the committee. Committees requiring technical expertise should include 
persons with demonstrated professional or personal qualifications and experience 
relevant to the functions and tasks to be performed.’’ (41 CFR 102–3.60(b)(3)) In 
their efforts to balance the points of view of a committee’s membership, agencies 
focus primarily on the subject matter to be addressed by the committee; neverthe-
less, while not required by law, other factors may be appropriate in relation to a 
committee’s function, such as geographical representation; racial or ethnic diversity; 
occupational affiliation; or the need to consult with State, local, or tribal govern-
ments. 

Similarly, FACA does not outline specific steps that must be taken to ensure that 
advice and recommendations offered by an advisory committee are free from inap-
propriate influence by the appointing authority or special interests. Accordingly, 
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each agency is responsible for developing specific operating procedures, consistent 
with the Act and GSA’s regulations to ensure an advisory committee’s independence, 
and to promote a balanced committee membership. 
FACA’S SYSTEM OF CHECKS AND BALANCES 

Although the Act is quite detailed in the specific procedures agencies must follow 
with respect to the establishment of advisory committees, the conduct of meetings, 
and the availability of records, it provides substantial flexibility to agency heads in 
other areas, such as membership selection and tenure. GSA believes this is appro-
priate given the diverse needs of the Executive Branch and the necessity for agen-
cies to quickly adopt new operating procedures where conditions warrant. 

FACA also includes a variety of procedural safeguards to ensure that advice and 
recommendations tendered by an advisory committee are properly obtained by an 
agency through a public process prior to final agency action. In particular, the Act’s 
provisions requiring open meetings and summaries of closed or partially-closed 
meetings, the ability of the public to provide written or oral statements to a com-
mittee, and access to committee minutes and records reinforce the Act’s goals of 
maintaining committee independence and freedom from inappropriate influence of 
special interests. These ‘‘checks and balances,’’ rooted firmly in the principle of gov-
ernment in the sunshine, have contributed to the success of advisory committees 
over the past thirty-five years. 
COMPLIANCE AND OVERSIGHT 

The Secretariat provides agencies with the tools to ensure successful oversight of 
their federal advisory committee program, using a combination of shared manage-
ment approaches, web-based tools, interagency coordination, and the application of 
best practice guidance. Compliance and oversight are managed by the Secretariat 
through the following: 

• Secretariat Desk Officers coordinate advisory committee establishments, re-
newals and terminations, FACA policy interpretation, and best practice guid-
ance on a continuous basis with assigned Committee Management Officers 
(CMO); 
• The Secretariat uses a web-based Shared Management System to manage and 
compile data required in the completion of the annual comprehensive review 
(ACR) of advisory committees required by the Act (section 7(b)). Agency compli-
ance is measured via a publicly-accessible scorecard (red-yellow-green); 
• The Secretariat has incorporated performance measures for advisory commit-
tees in the Shared Management System—data are collected from individual ad-
visory committees, with government-wide and agency roll-up; 
• The Secretariat administers an Advisory Committee Engagement Survey 
(ACES) every other year which measures the extent to which sponsoring agen-
cies address factors that are critical to the success of advisory committees; 
• The Secretariat chairs the Interagency Committee on Federal Advisory Com-
mittee Management which brings all CMOs together quarterly for discussions 
on FACA policy, best practices and compliance issues; 
• The Secretariat conducts a FACA training course which addresses the fol-
lowing topics: FACA history, laws related to FACA, legal and other ethics 
issues, recordkeeping, committee operations, membership processes, public 
interactions, and the use of the Secretariat’s Shared Management System. 

Mr. Chairman, members of the committee, that concludes my prepared statement. 
I would be pleased to answer any questions you may have. 

Chairman THOMPSON. Thank you very much. 
I will start the questioning of our panel, to begin with. 
Mr. Hoelscher, of the 29 advisory committees that are presently 

in the department, how many of them are functioning as of this 
date? 

Mr. HOELSCHER. Thank you for that question, Mr. Chairman. 
There are currently 27 chartered committees. The FACA data-

base requires in the previous fiscal year that you report all of the 
FACA committees that are in existence, even the ones that were 
terminated in the previous fiscal year. So there are two examples 
of committees that we terminated in the last fiscal year that still 
show up in the database that are no longer chartered committees. 

So the answer is, there are 27 chartered committees, active com-
mittees. 
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Chairman THOMPSON. And your testimony before us is that they 
all are functioning committees as of this date, the 27? 

Mr. HOELSCHER. The 27, for the most part, they are all very ac-
tive. There are very few examples of nonactivity. 

The one example that I can think of, the Great Lakes Pilotage 
Advisory Committee, did not meet in the last fiscal year but just 
held a meeting yesterday. So they are now active and functioning. 

Chairman THOMPSON. Mr. Flaak, help me out on this committee: 
Are you merely an advisor to governments who have advisory com-
mittees and provide training to those committees or staffs? 

Mr. FLAAK. We do, really, quite a bit more than that, Mr. Chair-
man. Our role is to set the policy framework within which agencies 
operate their Federal advisory committees. The regulation, under 
41 CFR, that implements the Federal Advisory Committee Act was 
written by my office, and we ensure that it is implemented equally 
all of the agencies in the executive branch. This is an executive 
branch rule, so—— 

Chairman THOMPSON. So what happens when an agency is out 
of compliance? 

Mr. FLAAK. When an agency is out of compliance—for example, 
they don’t charter committees on time, they operate committee 
without the chartering process, or they do other things that are not 
consistent with the act—and we notice it, we talk to the committee 
management officer about that. 

FACA does not have any criminal prosecution requirements in it. 
It does not give us the hammer to tell agencies what to do. We 
work in a collegial environment and a collaborative environment 
with all of the committee management officers that we work with. 

Chairman THOMPSON. So you really can’t do anything. 
Mr. FLAAK. We work with them on improving their processes. We 

set the standards for it. If they are in violation of the regulation, 
we use the shared management system, which we use to collect the 
data on advisory committees and provide guidance and training. 
Over the years, it has worked quite well. 

Chairman THOMPSON. Well, let me get a little more specific. And 
I appreciate your comment. 

Is your testimony that DHS’s advisory committees, that 27 that 
we referred to earlier, they are all in compliance, as of this hear-
ing? 

Mr. FLAAK. Effectively, I would say they are in compliance. 
There are so many small things that could happen with any 

given advisory committee to take them out of compliance. For ex-
ample, they might not issue their Federal register notices for meet-
ings in a timely manner. Those are small issues, but sometimes 
those happen. 

Chairman THOMPSON. So, I guess my question is, are they in 
compliance, yes or no? 

Mr. FLAAK. Yes. 
Chairman THOMPSON. All right. 
Mr. Hoelscher, let’s take the Navigational Safety Advisory Coun-

cil for example. I understand that council has only met four times 
in 20 years. Am I correct? 

Mr. HOELSCHER. Mr. Chairman, I don’t know the answer off the 
top of my head, but I would be willing to follow up to give you that 
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information. I don’t think that sounds accurate, but I will look into 
that for you. 

Chairman THOMPSON. So are councils or advisory committees re-
quired to meet annually? 

Mr. HOELSCHER. That is correct, sir. The FACA requires that 
each committee meets at least once annually. And each charter 
spells out further requirements. Last year, fiscal year 2006, DHS 
held over 106 meetings throughout the fiscal year of all of its advi-
sory committees. 

Chairman THOMPSON. So, Mr. Flaak, if I did to you, ‘‘A com-
mittee met four times in 20 years,’’ would that send a flag up to 
you? 

Mr. FLAAK. Generally it does. If the committee does not meet fre-
quently—first of all, committees are rechartered every 2 years. 
During the rechartering process, we evaluate whether or not the 
committee has been effective and whether it is needed or not. That 
is normally done at the agency level. We may opine to them about 
our views on it, but— 

Chairman THOMPSON. So if I asked you to check the Naviga-
tional Safety Advisory Council for whether or not it was in compli-
ance, would you get back to the committee? 

Mr. FLAAK. Of course. 
Chairman THOMPSON. Because I am concerned that somebody 

that might not meet but four times in 20 years would be in compli-
ance based on the testimony of both of you all. And I am concerned. 

Last question: OMB issued a letter requesting Federal depart-
ments and agencies promote diversity on advisory councils and 
committees. Keeping accurate records on diversity is part of that 
process. But, as I understand, the department does not request di-
versity information. 

Mr. Hoelscher, is that correct? 
Mr. HOELSCHER. The department, the main thing that we focus 

on, Mr. Chairman—and thank you for that question—is that we 
bring relevant professional perspective to the policy table, which is 
what FACA requires. At the end of the day, we need to bring peo-
ple who have the relevant expertise to give the secretary sound ad-
vice. 

Although we don’t track the gender or ethnic information or in-
formation along those lines, we do bring in other diversity perspec-
tives as well. We do have a policy that we try to maximize ethnic 
and gender diversity as much as possible, but we also look at 
things like geographic diversity. And we have 46 states represented 
in our advisory committee members. 

Chairman THOMPSON. Do you think racial diversity on advisory 
committees is important? 

Mr. HOELSCHER. That is something that we take very seriously, 
and we try to promote it as much as possible. Some of our commit-
tees ask minority associations for their suggestions for committee 
members. We ask members of Congress for suggestions of com-
mittee members. 

I think a couple members of this committee provided very good 
suggestions for the National Advisory Council, FEMA’s new advi-
sory council. And so, we have added some very good membership 
on that newly created committee. 
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Chairman THOMPSON. Mr. Flaak, are you aware of whether or 
not diversity information is collected by other agencies? 

Mr. FLAAK. I am aware that some agencies do collect that data. 
I spent 20 years as a DFO with the Environmental Protection 
Agency, and it was a matter of practice to incorporate diversity in 
all of our committees whenever possible. 

But the overriding concern on most advisory committees under 
FACA is to ensure that you have the right breadth of expertise 
that serves the needs of the committee and its mission. 

Secondary issues, such as diversity for gender, ethnic back-
grounds, geographical diversity and other factors like that, are of 
secondary issue. They are not directly addressed—— 

Chairman THOMPSON. Why would you say they are secondary? 
Mr. FLAAK. They are not addressed by FACA. And my role in 

dealing with Federal advisory committees is to ensure that they 
meet the requirements under the Federal Advisory Committee Act. 
It is silent on this issue. 

Chairman THOMPSON. Well, if you were told that many of those 
advisory committees you have just alluded that were in compliance 
lacked diversity, what would your comment to that be? 

Mr. FLAAK. Under FACA, it is not a requirement. It is a best 
practice. So we encourage committees to be properly balanced with 
regard to the expertise, and we suggest that agencies do their best 
to incorporate other factors as well. 

But that is usually part of the agency’s specific procedural re-
quirements that we do not set the standards for. 

Chairman THOMPSON. Well, I am out of time. 
Ms. Sanchez? 
Ms. SANCHEZ. Thank you, Mr. Chairman. 
And I actually want to follow up, because I think this is a very 

important issue. And I don’t know how we get to the crux of what 
I believe the chairman is talking about, but I know that he and I 
have discussed this and it is an important issue to us. 

You see, homeland is a pretty interesting arena to be working in, 
you know. And I don’t want to offend anybody, but it tends to be 
that there are a lot of anglo males in law enforcement, in the intel-
ligence industry, et cetera. And so, when we look at the department 
and when we look at this real basic criteria of who is qualified or 
who has the special assets or the special skills to be in these jobs, 
we tend to see the same profile of person come through. 

And we are concerned, in particular, not just because the United 
States is a diverse area and we want to see representation in the 
department and, by the way, in these types of committees, but be-
cause we need that diversification in order for us to have the lan-
guage skills, the nuances when foreigners, let’s say, who we tend 
to think are the ones who are coming to get us, if you will, that 
we need that special set of skills too. 

So when we don’t see it, we get concerned. And we certainly don’t 
see it in the regular workforce of Homeland or the intelligence com-
munity. This is not the first time this has been brought up. I mean, 
Nancy Pelosi said to me several years ago when she was on the In-
telligence Committee, ‘‘We have told them for 15 years to get some-
thing more reflective of what is going on in the real world.’’ So we 
are concerned. 
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I am also concerned from the standpoint of these advisory com-
mittees where some may not think it is very important, but when 
we diversify those committees, we are also able to give them their 
resume-building, so when we are looking in the future for new po-
litical appointees or people to head up these areas, they will have 
some of that background that we so seriously lack, quite frankly, 
as a woman or as a Hispanic or as an African–American. There are 
a lot of people who tend not to look in that area. 

So I think it is incredibly important. And I would like to see, ac-
tually, an accounting, Mr. Chairman, of these committees to see 
what type of diversity actually sits on these advisory committees 
for homeland security. 

Chairman THOMPSON. If the gentlelady will yield? 
Mr. Hoelscher, will you provide this committee with the racial di-

versity of those 27 advisory committees? 
Mr. HOELSCHER. Thank you for the question. I will follow up, 

and, if appropriate, given privacy concerns, we will provide that in-
formation. 

Ms. SANCHEZ. And, Mr. Chairman—— 
Chairman THOMPSON. What privacy concerns? 
Mr. HOELSCHER. There may be some privacy issues. Some people 

do not like to report that information. I mean, currently we don’t 
have a way to track that within the Department of Homeland Secu-
rity. 

Chairman THOMPSON. You mean to tell me—well—— 
Ms. SANCHEZ. We will work on it. 
Chairman THOMPSON. That is right. You just get us what you 

can. 
Mr. HOELSCHER. Yes, sir. 
Ms. SANCHEZ. I would like to see it by gender too, if you will, Mr. 

Chairman. 
Chairman THOMPSON. Can you do gender? 
Mr. HOELSCHER. We will follow up on that, sir. 
Ms. SANCHEZ. OK. 
So I am assuming that there are people within the organization 

that are actually employees of the department, designated Federal 
officers who actually are sort of in charge of this advisory com-
mittee or whathaveyou. Now, depending on the size of the com-
mittee, this can be a real challenge to continue that committee, to 
make it meet, to hit the annual reporting, even just to get the 
membership of the committee. 

Given that it is only a part of somebody’s job, how much time do 
you think an individual is spending if they are sort of in charge of 
one of these committees? 

Maybe Mr. Hoelscher? 
Mr. HOELSCHER. All right. Thank you, ma’am. 
It varies from the committee to committee. For example, some of 

the very regional committees may have only a very small fraction 
of their time being focused on committee work. And some commit-
tees may have a couple staffers or more working on the committee. 
So it really varies by the scope of the committee. 

The good thing about the FACA database is that it accurately re-
ports that information on how much staff time is going into each 
committee. 
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Ms. SANCHEZ. And how much training do these people, these 
DFOs who are in charge of these committees, how much training 
do they get to understand where they are going to get people, di-
versification of those resumes, et cetera, following the rules? Do we 
have a training program for them? 

Mr. HOELSCHER. That is a good question, and it is very impor-
tant so folks can actually do their job. 

The first thing that happens is we connect new DFOs with the 
GSA program—and I would yield to Bob to talk a little bit more 
about their training efforts—to make sure that they have that op-
portunity to get trained from the GSA best-practices perspective. 

Our committee management office also sits down with each new 
DFO to go over things that they need to be keeping an eye on, to 
go over best practices, to go over key documents that are relevant 
to their work. And so, those two things. 

And then, in the last year and a half since I came into this job, 
we have really increased the amount of communication that we 
have with our DFOs. We now talk regularly with them via con-
ference calls to share best practices and concerns so we can better 
serve them and support them in their activities. And, like I men-
tioned in my testimony, we will be holding a best-practices in-per-
son meeting this fall. 

Ms. SANCHEZ. I would like to hear from Mr. Flaak, but let me 
sort of get something clarified. 

Would a DFO have other responsibilities, or are they just geared 
to making sure whatever committee or committees they are in 
charge of keep going? 

Mr. HOELSCHER. The answer is, it depends on the committee. 
For example, the National Infrastructure Advisory Council, one 

of our presidential committees, the designated Federal officer there 
is an assistant secretary. It is the secretary Bob Stephan. So obvi-
ously he has a lot of other responsibilities in addition to those re-
sponsibilities. But he has staff who work for him who focus on the 
committee as well. 

Some of the more focused regional committees, like the Houston/ 
Galveston Navigation Safety Advisory Committee, they are more 
focused and only have a fraction of the staff time, and they focus 
on other activities, just because the need isn’t there for a full-time 
staff person. 

Ms. SANCHEZ. Mr. Flaak, you were going to comment on the 
training? 

Mr. FLAAK. Yes. Thank you, Congresswoman. 
I mentioned earlier we do have a training program. It has been 

in existence since 1989. We teach continuously every year, five to 
six times in the Washington, D.C., area, and tailored courses are 
given to agencies at their request in the field, such as CDC or Fish 
and Wildlife Service and others out west. 

The purpose of that course is to train up individuals who are 
FACA professionals on the duties of the job. And it includes people 
who are DFOs, people who are committee management officers, at-
torneys, FACA administrative support staff and others that deal 
with records and such. 

Typically, 50 to 60 people attend each class. The classes are 
taught by subject-matter experts from agencies, including EPA, 

VerDate Nov 24 2008 11:16 Aug 12, 2009 Jkt 000000 PO 00000 Frm 00022 Fmt 6633 Sfmt 6601 H:\DOCS\110-HRGS\110-61\48956.TXT HSEC PsN: DIANE



19 

DOI, DOJ, Office of Government Ethics, DOD and others, who 
come in and provide their expertise on how to run advisory commit-
tees, the various aspects of it. I have been an instructor with a 
class since 1989 or 1990, and I have taught over 6,000 Federal em-
ployees how to run advisory committees. 

So it is a very effective program, but it is the only real, formal 
program that DFOs can take to learn how to do that kind of work. 
And some agencies, such as DHS and others, are developing some 
form of training, whether it is through direct confrontations with 
the committee management officer to give them the information 
they need—and there are a few agencies that are actually doing a 
small, formal training program. 

I do have an interagency committee that I set up in 2006 that 
is looking at that right now. And as we get more information on 
that, if you would like, I would be happy to share that with you. 

Ms. SANCHEZ. Great. 
Thank you, Mr. Chairman. I appreciate the time. 
Chairman THOMPSON. Thank you very much. 
We now yield to the gentlelady from the Virgin Islands, Mrs. 

Christensen. 
Mrs. CHRISTENSEN. Thank you, Mr. Chairman. 
I may have missed it, but how many of the committees and coun-

cils have been eliminated? 
Mr. HOELSCHER. When the department first stood up, we made 

one committee administratively inactive. It is a statutory com-
mittee, so it would take congressional action to get rid of it. And 
since the department has stood up, we have gotten rid of four of 
our FACA committees. 

Mrs. CHRISTENSEN. And so, you have determined that there is no 
overlap and that the others are still needed, I assume. Although 
they came from so many different agencies, and some of the agen-
cies are now working together on different issues, you don’t see the 
need to eliminate any more? 

Mr. HOELSCHER. You know, that is a good question. It is some-
thing that we take very seriously, not only in our conversations 
about having new committees started, but the example of the 
COBRA Fees Advisory Committee is an example of a committee 
that was established, came into the department; there was another 
committee that was serving a very similar role. We consolidated 
the activities of those committees into one. 

Those both happened to be statutory committees, so to tech-
nically get rid of the committee, it would take congressional action. 

But we do take that very seriously. 
Mrs. CHRISTENSEN. OK. 
And the committee, in reviewing the Federal advisory commit-

tees, the DHS found that they don’t really have a standard oper-
ating procedure or uniform criteria for Federal advisory committees 
to report information. 

Are there plans for an updated management directive to estab-
lish policies, assign responsibilities, prescribe procedures? 

Mr. HOELSCHER. Thank you for the question. It provides an op-
portunity to highlight some things we have done recently and some 
things we have planned in the future. 
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We have standardized a lot of key documents that have helped 
increase the efficiency of our committee actions, including stand-
ardizing charter actions, making sure that we have clarified reps 
and new members or special government employees and making 
that clear in each membership package, clarified and standardized 
membership packages, when they go up from the component head 
to the secretary. 

We have some things that will really help cement a foundation 
for the long term: things like the Revised Management Directive, 
which will clarify roles and responsibilities of not only designated 
Federal officers but the committee management office, those of 
GSA, but also those of the principals within the department, the 
individuals that the committees report to. For example, the Home-
land Security Advisory Council reports to Secretary Chertoff. 

So that is one example of something we had planned. But we 
also are planning an Internet site, where we have all the key docu-
ments located, where they are easily accessible by the designated 
Federal officers to be a really easy tool for them to do their jobs. 

I really view my role as to help the designated Federal officers 
do their jobs and to support them and make it easier for them to 
move things forward. 

Mrs. CHRISTENSEN. Does GSA have a role in that? 
Mr. HOELSCHER. GSA does have a role in improving things, and 

I would yield to Mr. Flaak on that. 
Mr. FLAAK. We have a role in providing that oversight. But the 

development of individual policies and procedures by agencies is 
done at the agency level. 

We are aware that DHS has prepared a draft and are moving to-
ward completion of a document. We have looked at it; it looks quite 
good, actually. 

Not all of the agencies have a proactive approach to doing this, 
and it is a slow process to get them to do it. 

Mrs. CHRISTENSEN. Thank you. 
Mr. Chairman, I also share the concerns that you and Congress-

woman Sanchez raised about diversity, especially since we don’t 
see much diversity in the department. It is really critical that that 
change, but also that the committees reflect the diversity of our 
country in all of its different ways. 

So thank you. I have no further questions. 
Chairman THOMPSON. Thank you very much, Dr. Christensen. 

And I assure you, we will look forward to the receipt of the infor-
mation. 

One last question, Mr. Hoelscher. I am told by staff that when 
they met with your staff in May, they were told that only recently 
had you started to track, record, review and implement advisory 
committee recommendations. Is that statement true? 

Mr. HOELSCHER. It is partially true. We take the recommenda-
tions very seriously, and each designated Federal officer is respon-
sible for tracking the recommendations and following up on their 
implementation. And if you look overall, the majority of rec-
ommendations within the department, I think it is safe to say, are 
implemented. 

For example, the Homeland Security Advisory Committee, we 
have had 175 recommendations to the department since the com-
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mittee was established. One-hundred-and-thirty-five of those are 
applicable to the department, so there are 40 that are applicable 
to our partners or other parts of the government. Of those 135, 56 
percent have been implemented or are in the process of being im-
plemented; 34 percent have been partially implemented; and only 
10 percent have not been implemented. So I think that is a good 
example showing how things have been implemented. 

Would you be willing to repeat the other part of your question, 
sir? 

Chairman THOMPSON. Well, all you would need to do is just give 
me the same statistics for the other 26, and I will be perfectly 
happy just to see that. 

Mr. HOELSCHER. OK. I don’t have those off the top of my head, 
sir, but we will follow up with that information. 

Chairman THOMPSON. Thank you very much. 
Mr. Davis, would you want to ask some questions? 
Mr. DAVIS of Tennessee. Please. 
Chairman THOMPSON. Mr. Davis of Tennessee for 5 minutes. 
Mr. DAVIS of Tennessee. Thank you, Mr. Chairman. 
And thank you, gentlemen, for being with us today. 
We will start with Mr. Hoelscher. 
Could you explain to me the extent that the different responsibil-

ities are for the various Dos, and how the responsibilities vary 
amongst the committees? 

Mr. HOELSCHER. You know, that is a good question. From a E 
HUNFACA-compliance perspective, things are very constant, and 
each designated Federal officer needs to complete all the require-
ments of FACA. From a policy perspective, there is great variance. 
And therefore, that is where there is divergence in responsibilities. 

From a policy perspective, if you look at our list of advisory com-
mittees, you will see a very diverse group of bodies that focuses on 
things from navigation in specific ports to very broad policy issues 
that are tackled by the Homeland Security Advisory Council. 

And that is one reason why I think it is very important to keep 
the accountability at the designated Federal officer level, because 
they know their committee members best, they know the policy 
issues and intricacies best, and they can best track and provide 
input in a way that the committee members are looking for on 
their recommendations. 

Mr. DAVIS of Tennessee. Could you tell me what training is pro-
vided to DFOs to ensure that they fully understand and meet their 
responsibilities in staffing the advisory committees? 

Mr. HOELSCHER. That is a good question, and I appreciate the 
opportunity to discuss that. 

There are several layers that are involved in our training efforts. 
First of all, GSA has a very good program for new designated Fed-
eral officers. And we make sure that our new designated Federal 
officers are aware of that training and get looped in there. 

second, our committee management office sits down with our new 
designated Federal officers when they come on to the job to go over 
what are their key responsibilities, clarify key processes, go over 
key documents, and share some best practices as well, so they can 
really hit the ground running from day one. 
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And we have also increased communication with our advisory 
committee members, as well, and with our DFOs—ore regular 
meetings. And that allows us to share best practices more regu-
larly. 

Mr. DAVIS of Tennessee. Is that training and communication 
then reflected in their performance appraisals? And, if so, how? 

Mr. HOELSCHER. The training itself, I don’t think it is in the per-
formance appraisal, sir. But we took action recently to clarify the 
responsibilities of the designated Federal officer, the core respon-
sibilities. As you are well aware, we can’t fit everything into the 
appraisal plan, but we do make sure that we have the core respon-
sibilities. 

And we recently worked with our personnel shop to make sure 
that it was clarified with DFOs and their supervisors that they 
really need to be capturing—and I think, for the most part, that 
this was happening before, but we wanted to take the extra effort 
to make sure that they were capturing the core responsibilities of 
DFO activities in their appraisal plans and encouraged them to 
take concrete steps to move forward there. 

Mr. DAVIS of Tennessee. Do you believe that the supervisors of 
DFOs have sufficient knowledge and understanding of the DFOs’ 
roles? 

Mr. HOELSCHER. That is a good question. 
I think a couple things will or have helped. One is the recent ac-

tion we took, in the form of a memo, to clarify the DFO roles. That 
was distributed to the DFOs’ supervisors. And I think the manage-
ment directive that we are working on revising will really help 
clarify those roles and the key processes within the department 
and help elevate the prominence of the advisory committees by 
holding accountable the principles to which the committees report 
as well. 

For example, in the National Security Telecommunications Advi-
sory Committee, another one of our presidential committees, that 
committee reports to the undersecretary for the National Programs 
and Plans Directorate. So it clarifies those sort of relationships as 
well. 

Mr. DAVIS of Tennessee. So you are taking some action to 
strengthen the actual management structure? 

Mr. HOELSCHER. Definitely. Definitely. 
Mr. DAVIS of Tennessee. OK. 
Mr. Flaak, if I could just ask you a question. My time is limited. 

The secretariat conducts a FACA training course. Could you ex-
plain that course a little bit for me? 

Mr. FLAAK. Yes, Congressman. The course is offered, as I have 
mentioned before, a couple of times a year, about five times a year. 
It is a very intense course that covers 2 days. 

And it covers legal aspects of FACA, some historical aspects. We 
cover ethics for Federal employees and for advisory committee 
members, particularly special government employees on advisory 
committees. We cover Federal record-keeping. We cover operations 
of advisory committees. We cover the chartering function to charter 
these advisory committees, and a variety of other issues that are 
relevant for DFOs and other related FACA professionals to know 
and understand. 
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Most of the people who take the course have indicated it is one 
of the best Federal training courses they have ever taken. And this 
is pretty consistent in our evaluation reports. 

You would think that, after doing this for about 18 years, that 
we would run out of students, but we practically beat them off with 
a stick every time we have a class. We have a class coming up in 
a couple weeks, and it is almost full already, and that is unusual 
for the summertime. 

Mr. DAVIS of Tennessee. Thank you for your candidness. 
And I yield back. 
Chairman THOMPSON. Thank you very much. 
We will now hear from the gentleman from North Carolina for 

5 minutes. 
Mr. ETHERIDGE. Thank you, Mr. Chairman, and thank you for 

holding this hearing. 
And, gentlemen, let me thank you for being here this morning. 
My notes indicate that the department—you know, we can get 

advisory committees by the president appointing them by executive 
order; the Congress creating more; in some cases, department 
heads through independent advice. And I think you have already 
indicated that in the Department of Homeland Security, there are 
roughly 29 Federal advisory committees, 19 subcommittees, for a 
total of about 33-plus efforts, to the tune of about $8.5 million in 
the 2007 fiscal year. 

I was reading in Ms. Weismann’s testimony—it will come later— 
indicating that the Federal advisory committees are often estab-
lished to rubberstamp predetermined decisions and that depart-
ments oftentimes pay much less attention to these recommenda-
tions that truly originated from the committees themselves within 
the agencies. 

So my question to you is, do you think this is a fair characteriza-
tion? Number two, what do you think is the balance in information 
from the advisory committees between the original recommenda-
tions and reviewing the decisions that have already been made 
within the department from the information they have? 

Do you understand the question? 
Mr. HOELSCHER. I will take a cut at it, sir, from the DHS per-

spective, and I am sure Bob could add from the government overall. 
I think this is a good example of where the criticisms can cut two 

ways on advisory committees. I don’t think the characterization 
that the committees are a rubberstamp is accurate at all. And the 
fact that the department chooses not to implement certain rec-
ommendations demonstrates that fact. 

Also I think it is important—and Bob can talk a little bit more 
about it—but these are government entities, and it is important 
that the departments and agencies set the agenda, they ask the 
specific questions of what the committees are going to focus on, but 
the committees then need to have the latitude to come up with 
independent and inquisitive advice. And I think that, in every case 
in the Department of Homeland Security, that has been the case. 
On the Homeland Security Advisory Council, they have tackled 
very tough issues and put forward very good recommendations and 
have given sound advice to the secretary. 
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Mr. ETHERIDGE. Wouldn’t that depend on the people you put on 
those committees, whether or not they have expertise in the area 
in which you operate? 

Mr. HOELSCHER. That would be one of the foundations. And I 
think that is the main thing, not the only thing, but the main thing 
that we focus on when we are staffing these committees is: Are we 
getting people who bring the relevant professional perspectives and 
the relevant expertise to the table so that the leadership gets good 
advice? 

Mr. FLAAK. I would agree that—and when you look across the 
government, one of the keystones of having a good advisory com-
mittee is excellence in the membership and ensuring that you have 
the right viewpoints, the appropriate expertise to provide the infor-
mation that the agency is requesting, and the appropriate diversity 
on the committee to ensure that all viewpoints are being rep-
resented. 

Particularly, as you get into some areas of the country, it is im-
portant to have much more diversity than others, because the 
needs of some of the committees—I know at EPA we had a lot of 
committees dealing with environmental justice, and those commit-
tees looked at the disproportionate impact of environmental issues 
in the inner-city areas. And those committees, very appropriately, 
were staffed in different ways, sometimes, than some of the other 
committees were. 

One of the difficulties I always ran into as a designated Federal 
officer in setting up advisory committees and helping to recruit the 
people for them was finding the best people who were available at 
the time we needed them. And it is not an easy task, if you are 
a DFO, to do that. 

The thing to remember about advisory committees is that they 
are a creature of the agency. They are the agency’s issue, and the 
people who serve on them serve that agency. 

Mr. ETHERIDGE. In that regard, then, let me ask this question, 
because Congress approved, with Homeland Security’s rec-
ommendations, a whole lot of work as it relates to passports. So my 
question is this: I guess I would want to know, in what way do ad-
visory committees enhance homeland security? 

It seems to me, if you have got all this stuff with passports, that 
we have had a huge debacle between agencies. If you had had 
someone out there that you are listening to that understood the 
problem, instead of people behind a desk who didn’t understand it, 
we wouldn’t have the huge debacle we have got. 

And I would appreciate your comments on that. 
Mr. HOELSCHER. I will take a cut at it from the DHS perspective. 
I think there are a lot of examples, sir, of advisory committees 

adding value to the department. 
For example, the Homeland Security Advisory Council, we have 

a subcommittee that focuses on secure borders and open trade, hit-
ting some of your concerns, focusing on: How can we maintain se-
curity but also enhance the effectiveness of our security programs 
to increase the welcoming nature of our government when folks 
come to visit for tourism or for business or for academic reasons? 

And so, we created a subcommittee of the Homeland Security Ad-
visory Committee just to focus on that. We have relevant individ-
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uals from across the government, from across the private sector, in 
academic, and health-care partners who are volunteering their time 
to give us advice. And I think recommendations will come later this 
year. 

The committee is being chaired by Dr. Jared Cohon from Car-
negie Mellon and Mr. John Chen from Sybase. 

Mr. ETHERIDGE. I appreciate the answer, but I don’t think it was 
to the question I asked. 

Mr. HOELSCHER. Would you be willing to clarify, sir, and I can 
maybe follow up? 

Mr. ETHERIDGE. Yes, because I asked the question as related to 
passports, which dealt, by and large, with American citizens who 
want to travel. And it inundated every congressional office on the 
Hill and required the administration, as well as Congress, to ex-
tend the deadlines. 

Mr. HOELSCHER. I don’t know if the Department of State has an 
advisory committee on passports, but maybe something that—— 

Mr. ETHERIDGE. Well, but it is bigger than that, because it is a 
joint deal between Homeland Security, who has the enforcement 
arm—and apparently the enforcement arm wasn’t talking to the 
authorizing arm. Which means the right hand was going this way 
and the left was going this way, and they never got together to get 
it fixed. 

Mr. HOELSCHER. It is definitely an example of where things can 
be improved. And, again, I don’t know, sir—— 

Mr. ETHERIDGE. We do have telephones up on this Hill. 
[Laughter.] 
I believe we still operate telephones and fax machines. 
[Laughter.] 
Thank you, Mr. Chairman. I yield back. 
Chairman THOMPSON. Thank you very much. 
And I yield to the gentleman from Washington, Mr. Reichert, for 

5 minutes. 
Mr. REICHERT. Thank you, Mr. Chairman. 
Mr. Hoelscher, you don’t have line authority over designated 

Federal officials in the DHS component agencies. Would that make 
your job easier, if you did have line authority? 

Mr. HOELSCHER. Thank you, Congressman, for the question. 
You know, I don’t think so. And for the following reasons, I don’t 

think that is the right way to go. 
First of all, it would ultimately lower the level of the designated 

Federal officers. For example, we currently have some assistant 
secretaries and undersecretaries who are designated Federal offi-
cers for a couple of our committees. 

second, I think it is important to hold people accountable, and I 
think it is important that as much of that is kept at the lowest 
level possible—in this case, the designated Federal officer—who 
knows the committees the best, their members the best. They know 
the policy intricacies the best, as well. And so, I don’t think that 
would help improve the management of the committees. 

Mr. REICHERT. Mr. Flaak, do you have an opinion on that? 
Mr. FLAAK. I would agree. 
It is difficult for a DFO to be reporting to multiple masters some-

times, too. In many cases, the DFO in an agency is doing this as 
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a collateral duty. They have some real job they do in that agency, 
and being DFO for a committee just happens to be an extra duty 
they get assigned. And I see a lot of that. There are agencies who 
have full-time DFOs, and I can tell you, it is a full-time job, to do 
it well. 

But for the committee management office in the agency to have 
line authority over those DFOs means having line authority over 
people that are spread across the entire agency, sometimes in the 
regional and field offices. I don’t think it is an effective way to 
manage this. 

I do think it is more effective, though, to have performance meas-
ures in those DFOs’ job descriptions, because it helps the agency 
manage this better. And I can tell you that it is useful to have a 
360-degree evaluation for individuals to look at. And Doug and I 
have had this conversation before, before this hearing even came 
up, about that sort of issue and in looking at the work of individ-
uals who we all work with. 

Mr. REICHERT. Do performance measures and evaluations cur-
rently exist in the system? 

Mr. FLAAK. To my knowledge, if they do, they are pretty limited. 
It is not an area that we track. Although we are interested in see-
ing that they get developed across the government. 

Mr. REICHERT. So there is work now being done on at least ex-
amining—— 

Mr. FLAAK. It is on our list of issues to deal with over the next 
several years. The problem is, I have a staff of six people, so it is 
a little bit hard to do all of this at once. 

Mr. REICHERT. So that would be my next question for both of 
you. 

Mr. FLAAK. Good lead-in. 
[Laughter.] 
Mr. REICHERT. Yes. 
Mr. Hoelscher, in your statement, you say that you have two full- 

time people. Is that enough for you? 
And then, Mr. Flaak, you have already said that you don’t have 

enough staff. How many would be enough? How many people do 
you need to do your job? 

Mr. HOELSCHER. You know, sir, given the requirements of FACA, 
I think our staffing level right now is at the appropriate level. And 
I think it is very much in line with where it is at in other depart-
ments throughout the Federal Government for departments that 
have a similar number of FACA committees. 

Mr. FLAAK. I think at the different agencies, the grade level for 
committee management officers ranges across the map from around 
a GS–12 up to SES. And there is really no real correlation to the 
number of committees or the size of the agency. It is just histori-
cally how that agency had it set up, and it has kind of worked that 
way. Committee numbers change over time. 

For my staff, we do an effective job of providing oversight. I prob-
ably could use one or two more people to do some of these initia-
tives. 

Mr. REICHERT. Mr. Hoelscher, you wouldn’t turn down an extra 
employee, would you? 

[Laughter.] 
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Mr. HOELSCHER. Probably not, sir. 
[Laughter.] 
Mr. REICHERT. I yield back. Thank you, Mr. Chairman. 
Chairman THOMPSON. Thank you very much. 
We will now hear from the gentleman from Texas, Mr. Cuellar, 

for 5 minutes. 
Mr. CUELLAR. Thank you, Mr. Chairman. 
And, again, thank you for being here. 
Just to follow up on some of the questions that have been asked, 

I think it is, as you know, very important that the set-up of the 
structure of the advisory committee and how it is integrated, like 
you said, making sure we have the right expertise and all that, is 
important. 

My question is a follow-up. My understanding is that each of the 
advisory committees is housed within the component agency and 
reports to the head of that agency. Is that correct? 

Mr. HOELSCHER. Within DHS. 
Mr. CUELLAR. Yes, right. 
Mr. HOELSCHER. Yes, it varies within—it reports to the appro-

priate person within the component, within that policy area. 
Mr. CUELLAR. And, as you know, we have added different agen-

cies under Homeland Security. By having that type of arrange-
ment, how does that help you all with transformation and integra-
tion efforts, that Homeland is trying to do that? I mean, is that a 
system that works? 

Mr. HOELSCHER. That is a good question. And one of the main 
reasons, or an important reason, that DHS stood up, as you well 
know, is to better leverage all the Federal resources to better se-
cure the homeland. 

I think one example of an area where we minimized duplication 
of our committees: When the department first stood up, we identi-
fied two committees that were duplicative or very close in their 
mission, and we made one administratively inactive. And that 
takes congressional action to get rid of the committee, technically. 
And that is one area where I would encourage the Congress to look 
at, to get rid of the COBRA Fees Advisory Committee, because we 
have another committee that is doing the functions of that com-
mittee. 

I think, similarly along those lines, whenever there is talk of a 
new advisory committee being stood up, we really take a step back 
and say, ‘‘Is this necessary? Are there other avenues that we can 
take to get similar advice that is going to be at a lower cost?’’ And 
only when those answers are answered in a way where it is nec-
essary do we actually take action to establish them. 

Mr. CUELLAR. OK. 
Could I ask both of you all, if you could provide this to the chair-

man, if you can give us what we need to streamline—I know you 
have got to go through your own process before you give us this 
info. But one is streamline; what advisory committees you feel 
might not be necessary at this time. 

And then if there is a way that we can structure this. Because, 
I mean, you should have the advisory committees, but if they are 
all within the same agency, I mean, is that the best format, is that 
the best structure to have, to help you get new ideas and new blood 
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into the ideas to continue the integration and the transformation 
of homeland security? 

So I would appreciate the same thing with GSA, if you all could 
give us any suggestions, we would appreciate that, if you could sub-
mit that to the chairman. 

Thank you. 
Thank you, Mr. Chairman. I yield back the remaining balance of 

my time. 
Chairman THOMPSON. Thank you very much. 
That concludes the questions of the committee—— 
Mr. SHAYS. Could I just ask one question? 
Chairman THOMPSON. Yes. 
Mr. SHAYS. As I am sitting here, I am just trying to grasp the 

significance of having people’s names be known on advisory com-
mittees. And in one sense, I could understand that we would not 
want to make such a big deal that these individuals then become 
a conduit for others who then seek them out and act as if they 
could then become the lobbyist for their position. But on the other 
hand, I sense the need of people’s right to know and to make sure, 
as the committee was concerned, that these individuals not have 
their own agenda in a way that would pervert the mission of the 
Department of Homeland Security. 

And this has been addressed, in a way, but I would like you just 
to kind of articulate it again how you sort that out. 

Mr. FLAAK. Right now, membership on Federal advisory commit-
tees stands at about 65,000 across the government. Those mem-
bers, of course, change year to year. Some of them are special gov-
ernment employees, and they are subject to the same ethics rules 
and requirements that I am as a Federal employee. So when they 
serve on committees, they have to follow ethics rules and require-
ments. 

Naming the individuals is not an unusual thing. It is included 
in our shared management system. It is available to the public and 
anyone who wishes to see the names of people who serve on the 
different committees. If you were to attend an advisory committee 
meeting, you would find the roster of that committee there anyway. 
So that information is going to be public. 

What stops people from lobbying committee members? Frankly, 
not a whole lot. You can advise committee members and train them 
a bit. We used to do that, to advise them that, ‘‘Look, you don’t talk 
to people about these things. And if someone persists, you tell your 
DFO, and the DFO will deal with it in some manner.’’ 

So it is not a perfect world, but it tends to work pretty well. And 
with good training and collaboration, we achieve pretty good com-
pliance. 

Mr. HOELSCHER. And, sir, if I could add to that from the DHS 
perspective, I think there are two things that we do. 

First of all is to make sure we have broad perspectives and there 
are broad professional perspectives on each committee. That is the 
first step, so there are counterbalancing views and different per-
spectives that come to the table. 

And I think there is also, most of our committees don’t get in the 
territory of particular matters. And so, on the Homeland Security 
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Advisory Council, we don’t get into issues of contracts or very par-
ticular matters. And so, that helps us steer clear of those things. 

Mr. SHAYS. Let me just respond to that. I think it does to a de-
gree, but if an advisory committee is recommending you head in a 
certain direction where only certain vendors ultimately can be play-
ers, they can do it in an indirect way. Correct? 

Mr. HOELSCHER. I am not aware of any examples of that hap-
pening from the advisory committees that I oversee. But I suppose, 
in a hypothetical, it could be possible, sir. 

Mr. SHAYS. OK. Thank you. 
Thank you, Mr. Chairman. 
Chairman THOMPSON. Thank you very much. 
Let me thank our first panel of witnesses for their testimony, as 

well as their answers to the questions. I will remind you that there 
is some follow-up information that the committee will need. Thank 
you very much for your testimony before the committee this morn-
ing. 

Mr. FLAAK. My pleasure, Mr. Chairman. Thank you. 
Mr. HOELSCHER. Thank you. 
Chairman THOMPSON. We would like to call our second panel of 

witnesses, please. 
Let me welcome our second panel of witnesses to this hearing 

this morning. 
I will introduce them as they are seated: Mr. Jeff Gaynor, former 

director of DHS Homeland Security Advisory Council, Emergency 
Response Senior Advisory Committee and Critical Infrastructure 
Task Force; Mr. Randy Beardsworth, who is a former DHS assist-
ant secretary for strategic plans; Ms. Anne Weismann, chief coun-
sel, Citizens for Responsibility and Ethics in Government; Mr. Al-
fred Berkeley, member of the DHS National Infrastructure Advi-
sory Committee. 

We would like to welcome all of you to the hearing this morning. 
As you know, the procedure here is that we have received your 

written testimony, and we would ask you to summarize your writ-
ten testimony in 5 minutes for the committee, beginning with Mr. 
Gaynor. 

STATEMENT OF JEFF GAYNOR, FORMER DIRECTOR, 
EMERGENCY RESPONSE ADVISORY COMMITTEE, CRITICAL 
INFRASTRUCTURE TASK FORCE 

Mr. GAYNOR. Thank you, Mr. Chairman, distinguished members 
of the committee. I am proud to be before you today to urge full 
empowerment of the Homeland Security Advisory Council. 

At the secretary’s direction, the HSAC has provided visionary, 
bold and actionable recommendations. Because of time limitations 
today, I would like to focus on the principal recommendations in 
just two of the HSAC’s reports to justify my recommendation to 
you. 

The first recommendation I wish to discuss is in the Private-Sec-
tor Information-Sharing Task Force report. It is the principal rec-
ommendation. 

Because the number of Homeland Security information reports 
produced is not a valid metric of their value in securing the home-
land and because we are in this fight with terrorism as a nation, 
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the principal recommendation of the task force was the creation of 
a formal, private-sector homeland security information require-
ments process—quite simply, the ability for a high-consequence, 
private-sector entity or corporation to ask a homeland security-re-
lated question and get an answer. 

Despite the HSAC recommendation and nearly 2 years of infor-
mation-sharing activity since, the requirements process still does 
not exist. 

I recognize that government can never have all the answers, but 
what is bothersome is that we don’t even have all the questions. 
It is impossible to connect dots that are not visible. 

The second recommendation I want to address is the principal 
recommendation of the Critical Infrastructure Task Force. 

Upon his arrival at the department, Secretary Chertoff directed 
the HSAC to provide recommendation to advance critical-infra-
structure policy and planning. On January 10, 2006, the Critical 
Infrastructure Task Force, before a gallery of hundreds, publicly 
recommended the secretary promulgate critical-infrastructure resil-
ience as the top-level strategic objective, the desired outcome to 
drive national policy and planning. 

After better than 19 months, I have been told that the depart-
ment will soon be providing an explanation for its critical-infra-
structure policy. If that explanation meets the secretary’s charge 
for the task force and provides objectively measurable, manageable 
and sustainable critical infrastructure and a national preparedness 
standard that advances business continuity, supports corporate im-
plementation of the Sarbanes–Oxley Act provisions, provides for ob-
jectively measurable Terrorism Risk Insurance Act standards, was 
built from the point where all consequences are felt rather than di-
rected through sector stovepipes, and the Federal Government is 
backed by local and regional authorities and Fortune 500 compa-
nies, the Infrastructure Security Partnership and the Council on 
Competitiveness, as resilience has been backed, if it provides the 
opportunity for scalable investment to reverse the consequence-am-
plifying condition of America’s aging and exploitable critical infra-
structure, and in an all-hazards environment builds a safer, strong-
er and better nation, the private sector will be onboard. 

Mr. Chairman, I am pleased to hear the progress being made on 
HSAC recommendations and applaud Mr. Hoelscher and the staff. 
However, my experience leads me to President Reagan’s maxim: 
Trust, but verify. 

To that end, and consistent with your oversight responsibilities 
and the positive process-accelerating impact of this hearing, I rec-
ommend a congressional reporting requirement. The report would 
detail public recommendations made by the HSAC, the actions 
taken on them, recommendations not acted upon, and why, and by 
whose authority. 

In closing, and at the risk of demonstrating a solid grip on the 
obvious, let me emphasize that we are in this fight with a morally 
inferior cause and people who are unfortunately creative, agile, 
adaptive, dedicated, patient, self-sacrificing, and already in or en 
route or near the homeland. Our adversaries have proven them-
selves effective at inflicting their godless acts. 
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Thus, we need every asset at our disposal fully engaged in this 
fight for our existence. The HSAC, composed of dedicated, vision-
ary, incredibly smart and successful people, from the spectrum of 
American society and political persuasion, is a repeatedly proven 
and, I am convinced, vital resource in this fight, and must be fully 
empowered. 

From my new perspective in the private sector, I can assure the 
committee the HSAC recommendations resonate and have traction 
in it. Thus, in the wake of the next catastrophe resulting from the 
failure of information-sharing or infrastructure protection, there 
will be no logical explanation for failure to implement to them. 

Mr. Chairman, I, again, thank you and the entire committee for 
the opportunity to be here before you on this most fundamental of 
homeland security issues. After 43 years of Federal service, it is 
difficult to stop working in the public interest, and I do not intend 
to do so. In whatever capacity I may, I am at your and the depart-
ment’s service. 

And I look forward to your questions, Mr. Chairman. Thank you. 
[The statement of Mr. Gaynor follows:] 

PREPARED STATEMENT OF JEFFREY R. GAYNOR 

Machiavelli said: ‘‘There is nothing more difficult to take in hand, more perilous 
to conduct, or more uncertain in its success than to take the lead in the introduction 
of a new order of things, because the innovator has for enemies all those who have 
done well under the old condition, and lukewarm defenders in those who may do 
well under the new.’’ 

Charles Darwin noted: ‘‘It is not the strongest of the species that survive or the 
most intelligent, but the ones that are most responsive to change.’’ 

And President Woodrow Wilson—in true American style said: ‘‘If you want to 
make enemies, try to change something.’’ 

Mr. Chairman and members of the House Committee on Homeland Security, with 
those words as a preamble, it is a my distinct honor and privilege to provide this 
statement and to appear before you this day to discuss—and far-more importantly— 
to find immediate and objectively measurable solutions to fully optimize an organi-
zation that in my opinion is nothing short of a national treasure. I speak of the 
Homeland Security Advisory Council and its Senior Advisory Committees of the 
U.S. Department of Homeland Security. 

In the wake of the nationally transforming events of September 11, 2001, Presi-
dent Bush created the Office of Homeland Security. On October 8, 2001, Governor 
Tom Ridge became America’s first Homeland Security Advisor. Given both the 
President’s and Governor Ridge’s experience as state leaders and recognizing that 
Washington cannot and will never have the real-time understanding of the realities 
of life in our hometowns—a knowledge that is routinely possessed and used daily 
by their citizens, business owners, elected and appointed officials, and Emergency 
Responders—President Bush ordered the creation of the Homeland Security Advi-
sory Council or HSAC and directed it be populated by people who could provide to 
Washington that understanding. Under the leadership of Governor, Homeland Secu-
rity Advisor, and then Secretary Tom Ridge, the HSAC—as the President in-
tended—became the Nation’s principal Homeland Security Advisory Body. 

True to its Charter, the members of the HSAC and its Emergency Response, State 
and Local Officials, Private Sector and Academe and Policy Research Senior Advi-
sory Committees, have leveraged their unique experience and have provided to the 
Secretary organizationally independent, visionary, non-partisan, and highly-execut-
able recommendations spanning the spectrum of Homeland Security policy, plan-
ning, programs and capability creation. All of the HSAC products including the Task 
Force Reports and recommendations I will address are publicly available at 
www.dhs.gov/hsac. 

In 43 years of Defense and Civil Service, I have had the honor to serve with some 
of the most patriotic, caring, selflessly committed, innovative, courageous, intel-
ligent, and far beyond intelligent—smartest people on the planet. I count every 
member of the Homeland Security Advisory Council and its Senior Advisory Com-
mittees squarely in that group. My association with them was inspirational and 
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both a personal and professional learning and growing experience. Prior to my re-
tirement from government service, I served as the HSAC’s Director of both its 
Emergency Response Senior Advisory Committee and its Critical Infrastructure 
Task Force and actively participated in the efforts of the Private Sector Information 
Sharing and Culture Task Forces. I am convinced that their recommendations de-
serve full and objective consideration and implementation. Unfortunately, over the 
past couple of years they have effectively received little of either. 

In an effort to further validate the value of the HSAC’s recommendations and to 
correct a situation I believe endangers national security, I will cite three examples 
of HSAC recommendations, the responses to them, and provide a recommendation 
that relies on objective metrics to correct the situation. 
Example One: Private Sector Information Sharing Task Force Report 

History is replete with the failures of vision and intelligence and resulting mis-
directed human action and grave consequence. To the extent this Nation is capable, 
it must leverage all of its resources to prevent or at least minimize the consequences 
of any failure of intelligence or understanding. Among other issues that the Private 
Sector Information Sharing Task Force report focused upon was requirements-based 
information sharing. Its highest priority recommendation was its first: ‘‘DHS and 
the Private Sector should work in collaboration to develop a formal and objectively 
manageable, homeland security intelligence/information process.’’ The Task Force 
quite simply, was recommending DHS create the capability for its private sector 
stakeholders to ask a question and receive an answer. The recommendation was in 
part designed to assure that the value and success of Homeland Security informa-
tion reporting is not measured simply by the number of reports generated, but rath-
er, is the product of the assessments of the department’s Homeland Security Part-
ners/customers and responsive to the homeland security information requirements 
of high-consequence enterprises of the private sector and the high consequence crit-
ical infrastructure service providers that empower them and the Nation. 

From the corporate view, requirements based information sharing is designed to 
address business resilience issues including ‘‘the delta’’ between infrastructure capa-
bilities and the corporations’ need for—beyond protected—operationally resilient 
critical infrastructure and global supply chain operation. To that end, and after my 
departure from the Department, I helped coordinate two meetings that were de-
signed to demonstrate to the Department corporate willingness to support require-
ments-based information sharing. 

In December 2006, Terry Tapley, the Chief Information Security Officer of a na-
tional icon—McDonalds, hosted a meeting of Fortune 500 companies. In addition to 
McDonalds, attendees included representatives of: the Boeing Corporation, Ford 
Motor Corporation, General Motors Corporation, Cardinal Health, The Bank of Mon-
treal, J.P. Morgan/Chase, Target, Limited Brands, National City Bank, Wal-Mart, 
Metavante, McCormick Place, American Association of Railroads, Canadian Na-
tional Rail, Pace Bus, AON Insurance, Progressive Insurance, TIBCO, Affiliated 
Computer Services, Waste Management, Illitch Holdings, Nationwide Insurance, 
and Computer Network Services. Also attending were representatives of the States 
of Illinois and Ohio. 

In the presence of Homeland Security Officials from the Information and Analysis 
and Infrastructure Protection organizations and the Private Sector Office, these cor-
porations, consistent with information sharing recommendations made by the HSAC 
(in its Private Sector Information Sharing and Critical Infrastructure Task Force 
Reports), agreed to participate in Fusion Center development and requirements- 
based information sharing efforts. Another meeting in Columbus, Ohio in January 
of this year yielded the same results—corporate willingness to support Homeland 
Security requirements-based information sharing efforts through the emerging fu-
sion centers. At both meetings, the corporations urged expeditious action to that end 
on the part of DHS. 

These companies—like emergency responders and state and local officials—re-
quire the ability to ask questions and receive timely, accurate and actionable an-
swers to drive investment and actions to maximize their all-hazards preparedness. 
A number of these companies are subject to Sarbanes-Oxley provisions and have a 
stake in Terrorism Risk Insurance Act issues. Of significance, some of these compa-
nies are also involved with current preparation of the City of Chicago’s Olympic Bid 
for the 2016 Games with host city to be selected 2009. If Chicago is selected, the 
2016 Olympics will become the single most challenging National Security Special 
Event since 9/11. 

For all of the above reasons, I believe American corporations are prepared to in-
vest in ‘‘Due Care’’ efforts designed to ensure their competitiveness and economic 
viability in a 21st Century, globally interconnected and ‘‘all-hazards’’ marketplace. 
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Because of the reality of interdependence, corporate investment in their infrastruc-
ture fosters improvement in the resilience of critical infrastructure in the cities and 
regions in which they operate. However, to justify such expenditures, these entities 
need timely, actionable information that thus far (and quite inexplicably) has not 
been made available to them. 

The reasons for the subsequent withdrawal of DHS support from a continuation 
of these meetings appear to be tied to ‘‘organizational equities’’ and overheard state-
ments indicating the need to ‘‘control’’ the private sector’s apparent thirst for 
requirements- based, timely, accurate, actionable and frequently updated Homeland 
Security Information. The corporate representatives attending the meetings in Chi-
cago and Columbus, Ohio, like the members of the HSAC, understand objective 
measures of performance. 

As businessmen and stakeholders in America’s security, they recognize the quality 
and effectiveness of any product—in this case Homeland Security Information re-
porting—is most appropriately judged by its customers. At this point in time, even 
though the Government may be unable to answer industry’s questions/requirements, 
just having them makes DHS, and the Intelligence Community, better able to focus 
existing assets while simultaneously building programs that will gain congressional 
approval for the resources necessary to develop capabilities to answer them. 

An article in the June 17 edition of the Rutland (VT) Herald, and the Depart-
ment’s response spotlighted this continuing information-sharing problem. In that ar-
ticle, the Commissioner of the Vermont Department of Safety and the state’s top 
homeland security official questioned the quality of DHS information reporting. In 
response, he received a rebuke from the Secretary’s spokesman who stated that the 
Commissioner’s concerns were, among other things, ‘‘disingenuous.’’ I find this kind 
of response to the legitimate concerns of a state’s Homeland Security principal un-
warranted and disturbing. It highlights a perhaps subconscious mind-set or ‘‘bunker 
mentality’’ of a headquarters charged with a huge and unprecedented mission, but 
as a result of missteps, has become all too defensive and reactive. 

Again, we are in this fight together. Requirements-based information sharing with 
at least America’s potentially high-consequence producing corporations is an impera-
tive that will synergize Homeland Security capabilities, build greater trust in gov-
ernment, reveal the ‘‘dots’’ that need connecting, build resilient critical infrastruc-
ture services to empower businesses and communities, and thereby enhance the Na-
tion’s preparedness and the effectiveness of its local, state, and Federal response ca-
pabilities. From a Congressional oversight perspective, requirements-based informa-
tion sharing will provide objectively measurable standards to assess the effective-
ness of DHS’s Information and Analysis and Infrastructure Protection organization’s 
information sharing efforts and, accordingly, manage resources in providing what 
the HSAC has consistently and repeatedly recommended: provision of requirements- 
based, timely, actionable and frequently updated Homeland Security information to 
the private sector. 
Example Two: The Critical Infrastructure Task Force (CITF) Report 

Consistent with the Secretary’s direction to the CITF to: ‘‘Review current and pro-
vide recommendations on advancing national critical infrastructure policy & plan-
ning to ensure the reliable delivery of critical infrastructure services while simulta-
neously reducing the consequences of the exploitation, destruction, or disruption of 
critical infrastructure products, services, and/or operations,’’ the CITF called for the 
transformation of critical infrastructure protection (CIP) policies and standards from 
current objectively unmeasurable iterations of ‘‘top-down’’ (i.e., Federally dominated) 
Cold-War and failed CIP programs (note the consequence amplifying results of pro-
tected critical infrastructure failures during Katina) to an objectively measurable, 
achievable and sustainable resilience standard (i.e., desired time to reconstitution). 
The CITF recommended: Promulgate Critical Infrastructure Resilience (CIR) as the 
top-level strategic objective—the desired outcome—to drive national policy and 
planning. 

The CITF’s principal and subsequent recommendations and the logic behind them 
reflect the results of highly-disciplined study by Americans of unquestioned vision, 
intellect, loyalty and accomplishment. They represent the critical infrastructure, 
business, community, regional and National perspectives and very publicly called for 
transformation in national Critical Infrastructure policy, plans, programs and objec-
tives to ‘‘The Resilience Standard.’’ 

Thus, in the wake of the next guaranteed failure of protection and resulting con-
sequences that could have been avoided, there will be no cover for supporting the 
status quo. 

While I have spoken throughout the country on ‘‘The Resilience Imperative’’ and 
have been published on the subject in the United Kingdom’s Defence Management 
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Journal and Freight Transport Review, and somewhat colorfully featured in the 
Cover Story ‘‘Snapping Back’’ in the June 15 edition of Government Executive Mag-
azine, I urge the Committee if inclined not to take my word for anything on this 
issue to read the People’s Liberation Army’s paper: ‘‘Unrestricted Warfare,’’ Steve 
Flynn’s Book, ‘‘The Edge of Disaster: Rebuilding a Resilient Nation’’ and the reports 
of the HSAC’s Critical Infrastructure Task Force, The Infrastructure Security Part-
nerships Regional Disaster Resilience Guide (www.tisp.org) and the Council on 
Competitiveness’s newly released Transformation report at: (http:// 
www.compete.org/pdf/Transform.TheResilientEconomy.pdf) 

In its review of the resilience imperative, the Council on Competitiveness noted 
that the current policy tends to speak to Critical Infrastructure Protection in isola-
tion—almost as though it were a national good like national security. But the fact 
of the matter—which is by now almost axiomatic—is that most of the critical infra-
structure is owned by the private sector. Current policy and plans seem to ignore 
the fact that 100% of the private sector and the country depends on the operational 
resilience of those interdependent cyber and physical infrastructures for their own 
competitiveness and indeed survival. So an important question is: Why does the 
market not demand reliability, redundancy and resilience from their supporting crit-
ical infrastructure providers? The Council sees three explanations for the lack of 
market drivers: 

First: Companies themselves have traditionally viewed operational risks—like 
critical infrastructure—as a back office function. Thus, critical infrastructure has far 
less visibility in the C Suite than financial risks. But, the Council noted, there is 
an urgent need for companies to become more risk intelligent—to understand that 
these kinds of business-empowering critical infrastructure realities that are ‘‘bet the 
company’’ risks to which CEOs and boards must focus their attention. 

Second: The Federal Government’s critical infrastructure policies and approach 
work at odds with market drivers. The Council points out that the government 
tends to focus only on catastrophic failures. But, business investment is driven by 
a spectrum of risks not just a narrow slice of high-end risks. Ironically, the issues 
that companies must address to meet the day to day turbulence of operating in a 
global economy go a long way toward creating the capabilities to cope with catas-
trophe as well. 

Third: The Government’s policies have almost uniformly focused on fences and 
firewalls, not strengthening the market drivers for resilience. 

The report notes the need for objective metrics that companies can use to model 
the impact of critical infrastructure failures on their businesses. 

As is evident from the results of the corporate meetings in Chicago and Columbus 
Ohio, I am confident that once costs of infrastructure failure become more trans-
parent, companies will act. To that end and consistent with the efforts of The Infra-
structure Security Partnership and the content of its Regional Disaster Resilience 
Guide, the Council recommended creation of regional centers for information ex-
change. The Council noted that linkages to critical infrastructures are almost al-
ways local or regional, not national. It therefore stands to reason that discussions 
regarding critical interdependencies, the potential for crisis and overall prepara-
tions, mitigation capacities, and the overall resilience of critical infrastructure serv-
ices should be regional as well. 

Albert Einstein defined insanity as ‘‘doing the same thing over and over again and 
expecting a different result.’’ In other words—iteration over innovation is not an ac-
ceptable answer to the Nation’s homeland security requirements. In lay terms, it 
simply doesn’t work to leap a twenty foot chasm in 20 one-foot jumps. 

The CITF Report recommendations provided the chasm spanning ‘‘leap’’ and ad-
vancement in national Critical Infrastructure Planning and policy Secretary 
Chertoff requested. The resilience standard recommended by the CITF leverages the 
preparedness ‘‘basics’’ that are CIP policy and efforts. The report’s recommenda-
tions, as some have defensively suggested, does not abandon protection efforts. Re-
silience recognizes the lessons of infrastructure protection history and addresses for-
eign pronouncements and threats including the above mentioned Peoples Liberation 
Army document ‘‘Unrestricted Warfare.’’ 

Resilience also provides an objective, universally understood and accepted invest-
ment and success metric—Time. Sufficient protection is not objectively quantifiable. 
It is impossible to answer the question How Much protection is enough? Thus, a 
proper level of protection is impossible to determine much less achieve and main-
tain. Since resilience is objectively measurable it advances historic, ongoing, and 
projected investments in business and government continuity and resiliency and 
Sarbanes-Oxley Act ‘‘Due Care’’ provisions. The resilience standard also supports 
the development of Terrorism Risk Insurance Act standards and addresses the phys-
ical realities of infrastructure placement and operation which operate in commu-
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nities not sectors. Resilience is also a proactive rather than reactive and defensive 
mindset. Unlike the protection mindset that psychologically places an enterprise on 
the inside looking out, resilience addresses the ‘‘predator’s view’’ across an entire en-
terprise, community, or region and mitigates consequences regardless of their cause. 
(e.g., terrorist, insider, self-inflicted, accident, nature, cyber, physical). 

The resilience standard is also nationally (and potentially globally) empowering. 
Because it is built from where the consequences will be felt, resilience is a shared 

and integrating responsibility and an objectively measurable standard and process 
for a scalable, technological, economic, social, and a long-overdue investment in 
America’s foundation (i.e., its Critical Infrastructure). 

Since resilience is an objectively measurable condition it can be learned. It and 
the technologies that will support and sustain its achievement will provide a stand-
ard, processes and product that can advance the human condition throughout the 
planet. 

During the public announcement of its recommendations, CITF member and 
Former Governor of Massachusetts Mitt Romney summed-up the need to make the 
policy and national preparedness transformation from protection to resilience: ‘‘You 
know, protection is where we tend to focus in government, but it is very, very clear 
that protection is not enough. . .’’ 

Unfortunately, no actions have been taken or credible explanations provided for 
failure to implement the CITF’s principal recommendation. 

The third example—Recommendations of the HSAC’s Culture Task Force 
Secretary Ridge was emphatic in constantly focusing his DHS (formerly White 

House) staff on the reality: ‘‘When our hometowns are secure the homeland will be 
secure.’’ 

In my experience, his focus was exactly where it should be—on where all human, 
physical, economic, and societal consequences will be felt and thus where all prep-
arations and capabilities for meeting the challenges of the ‘‘all-hazards environ-
ment’’ are best known and understood and can be decisively acted upon. 

In the wake of DHS’s understandable but less than admirable showing in the 
2004 Federal Workplace Survey, and with the 2006 results on the horizon, Secretary 
Chertoff directed the HSAC to form a Culture Task Force to provide recommenda-
tions on shaping and improving the department’s culture. In the wake of the even 
less flattering results of the 2006 Federal Workplace Survey, the Culture Task Force 
provided its recommendations. 

Chief among the recommendations were: 
• Replace the Federal buzzword ‘‘Human Capital,’’ (the last time we considered 
humans as ‘‘capital’’ we were fighting a civil war); 
• provide the opportunity for innovation; and 
• establish a Deputy Secretary for Operations within DHS Headquarters 

The Culture Task Force’s recommendations were designed to: 
• First: Recast and foster empowerment of the department’s workforce. They 
are all valuable employees, they are not ‘‘capital’’ to be bartered. 
• Second: Create an integrated Homeland Security Innovation Center to ac-
tively track and ensure disciplined review, processing, and response to ideas 
submitted to the department and its components focused on providing contin-
uous improvement in Homeland Security policies, programs, and capabilities. 
• Third: Provide the operational expertise and experience necessary to rather 
than build a ‘‘Team DHS’’ culture, build a unifying Homeland Security Mission 
Culture. In other words, build a culture with an intense focus on Homeland Se-
curity operations and capabilities of the likes we saw and admired in the ac-
tions of General Russell Honore and now Coast Guard Commandant Admiral 
Thad Allen in the wake of Hurricane Katrina. 

To the best of my knowledge requirements based information sharing is still being 
discussed, no action has been taken on the recommendations of the Critical Infra-
structure Task Force—although the word resilience was added at the 11th hour to 
the National Infrastructure Protection Plan. The Culture Task Force recommenda-
tion to create a Deputy Secretary for Operations has been rejected—largely for orga-
nizational (not operational) reasons. 

From my experience, the non-public reception of the Task Force Reports’ rec-
ommendations reflect fatigue and thus an organizational preference for the status- 
quo, iteration over innovation and a concentration on ‘‘organizational equities’’ and 
processes. This is reflective of a headquarters ‘‘bunker mentality’’ that is incon-
sistent with the imperative of continuous improvement in the Nation’s homeland se-
curity capacities and preparedness—the Department’s sole reason for existence. As 
Mr. Frank Cilluffo, the first Executive Director of the HSAC used to put it: ‘‘The 
purpose of homeland security is to make the Nation not only safer, but stronger and 
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better.’’ I totally agree and thus given the need for continuous improvement in any 
national security entities operations find the Department’s responses to these and 
other HSAC recommendations a condition that must be corrected. 
Recommendation: 

Like the objectively measurable standards imbedded in the HSAC’s recommenda-
tions on requirements-based information sharing with the private sector, critical in-
frastructure resilience, creating a mission-based culture, and empowering innova-
tion within DHS, it is imperative that objectively measurable standards be applied 
to the operation of the HSAC and all Homeland Security Advisory Committees. 

Given the ‘‘all-hazards environment’’ in which we live and the resulting the need 
to: 

• Provide requirements-based, timely, accurate and actionable information to 
all homeland security stakeholders, 
• Arrest the catastrophic and even consequence amplifying failures of critical 
infrastructure protection that have witnessed and will occur again, 
• Establish continuous innovation and a mission-first culture throughout the 
department, 

I urge the Congress to create a quarterly HSAC and perhaps DHS Committee re-
porting requirement. The report would detail the public recommendations made by 
the HSAC and perhaps all Homeland Security Advisory Committees operating 
under the Federal Advisory Committee Act, the actions taken on them, rec-
ommendations not acted upon, and why and by whose authority. 

In order to demonstrate work actually performed, I would include in the report 
the program and budget resources being applied to making recommendations re-
ality. I would also urge the Committee to engage the resources of the Government 
Accountability Office and the DHS Inspector General in this reporting effort to en-
sure process and organizational reactions to questions posed to it (i.e., discussions, 
intent to act) is not confused with objectively measurable progress. 

In closing, and at the risk of demonstrating a solid grip on the obvious, let me 
emphasize, that America is in a fight with morally if not intellectually inferior 
causes and people who are unfortunately creative, adaptive, dedicated, patient, 
imbedded and self-sacrificing. These adversaries have proven themselves effective in 
the godless acts of terrorism they inflict on both Muslim and non-Muslim societies. 
Thus, we are all in this fight for our existence. The Government does not have all 
the answers (not even all the questions at this point), but it does have the Constitu-
tional responsibility to ‘‘. . . provide for the common defense.’’ The President and 
the Congress realize that Government and the Department of Homeland Security 
cannot do it alone. The HSAC—composed of people from both sides of the aisle— 
has repeatedly provided sound and executable recommendations throughout its his-
tory. Those that I highlighted above have, consistent with its Federal Advisory Com-
mittee Act responsibilities, been clearly and convincingly articulated in public 
venues. Thus, there will be no logical, ethical, moral, political or legal cover in the 
wake of the next catastrophe resulting from an ‘‘all-hazards’’ failure of intelligence, 
infrastructure protection, and/or organizational culture. 

Mr. Chairman, I again thank you and the entire Committee for the opportunity 
to have my thoughts captured for the record and to appear before the committee 
on this most fundamental of homeland and national security issues. After 43 years 
of Federal service, it is difficult to stop working in the public interest and I do not 
intend to do so. In whatever capacity I may, I am at your and the Department’s 
service. 

In closing, I offer a quote from Abraham Lincoln: ‘‘The dogmas of the quiet past 
are inadequate to the stormy present. The occasion is piled high with difficulty, and 
we must rise with the occasion. As our case is new, so we must think anew and 
act anew.’’ 

Chairman THOMPSON. Thank you very much for your testimony. 
We will now hear from Mr. Beardsworth for 5 minutes. 

STATEMENT OF RANDY BEARDSWORTH, FORMER ASSISTANT 
SECRETARY, STRATEGIC PLANS, DEPARTMENT OF 
HOMELAND SECURITY 

Mr. BEARDSWORTH. Thank you, Mr. Chairman. 
As you mentioned, I was former assistant secretary at the De-

partment of Homeland Security. Before that, I was acting under-
secretary for border and transportation security. I came to the de-
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partment in 2002 during the transition office to help set the de-
partment up. But I am speaking as a private citizen today. 

I am not an expert on FACA; I am not an expert on Federal advi-
sory committees. I am an observer, consumer and a contributor, 
principally of the HSAC. I was also co-chair of the Office of State 
and Local Training Advisory Committee to the Federal Law En-
forcement Training Center. 

My experience is that FACs in general, and the HSAC in par-
ticular, their greatest strength is the expertise, the diversity, the 
different perspective. The depth and breadth of knowledge that 
they bring to the sponsoring agencies is their greatest strength. 

There is a natural tension between FACs and sponsoring agen-
cies, particularly the more visible and higher-level ones, and that 
is a tension between transparency and candor. Transparency is 
critically important, and every citizen has the right to know what 
is going on. The secretary or senior public officials also want to be 
able to ask the dumb questions and get the advice and expertise 
from the committee members. 

My observations of the HSAC is that the members were high- 
quality, they were enthusiastic, they had a sense of purpose, and 
they were tremendously dedicated. 

I will speak briefly about two reports that I was interested in. 
The first one was the critical infrastructure report that Jeff just 
talked about. 

And my interest in that was in the emerging idea of resiliency. 
About the same time as the task force was working on their issues, 
I was beginning to think about resiliency in my capacity. We col-
laborated, we discussed what it meant. And I became convinced, as 
I think the committee, did, that if critical infrastructure protection 
was Homeland Security 101, resiliency was really Homeland Secu-
rity 301. It is critically important, and I think that was well-said 
in the HSAC report. 

The second issue and report that I would like to talk a little bit 
about was the Task Force on the Future of Terrorism. 

My interest in this began about a year before the task force was 
brought together. I brought together all of the folks within the de-
partment that were dealing with any aspect of radicalization. And 
the first thing that we found was that, one, we didn’t understand 
exactly what we meant by ‘‘radicalization,’’ and, two, we didn’t have 
an idea of what each other was doing. 

We formed the Radicalization Working Group, of which I was 
chair, and we established a model of how we looked at 
radicalization. Starting at one end of the spectrum would be the 
point at which somebody has become radicalized, is about ready to 
engage in a violent act. And the mitigating factor, the way to deal 
with that, is through intelligence and law enforcement. 

There is a more mid-term focus on communications, community 
relationships, trust-building, crisis management, that is equally im-
portant. And then there is a long-term perspective, which has to do 
with the fundamentals of why we don’t have the same problems in 
America that Europe has, for example. And I think that goes to 
some fundamental American ideals that, if there were questions 
about that, I would be delighted to talk about. 
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But my interest with the task force was to ensure that the task 
force actually thought about more than just the particular act of vi-
olence at one end of the spectrum; that they included American 
ideals as a key element in the integration of at-risk communities. 
In other words, it is important to try to intercept an individual 
from becoming radicalized, but it is also important to take the 
moral oxygen out of the community where the bad guys may oper-
ate. 

In summary, the value of the interaction with Federal advisory 
committees goes both ways. It is to advise the sponsoring agency, 
the senior official, but it is also an opportunity to heighten the pub-
lic discourse on key issues: to wit, resiliency, the future of ter-
rorism, and so forth. 

Federal advisory committees need to seek a balance between 
transparency and providing unfettered, unvarnished opinions to 
senior leaders. They need to try to focus on strategic issues and 
fight through the noise of the tactical issues that the sponsoring 
agency may be dealing with on a day-to-day basis. 

I think the HSAC in particular has matured and continues to 
mature. And, as I said, that it is not just the reports, it is the inter-
action and the public discourse that is important. 

Thank you, sir. 
[The statement of Mr. Beardsworth follows:] 

PREPARED STATEMENT OF RANDY BEARDWORTH 

Chairman Thompson, Ranking Member King, and distinguished Members of the 
Committee, thank you for the opportunity to share my perspectives on Federal Advi-
sory Committees, and specifically the Homeland Security Advisory Committee 
(HSAC). 

In the fall of 2006, I resigned my position as Assistant Secretary of Strategic 
Plans within the Department of Homeland Security’s Policy Directorate. I served 
previously as Acting Under Secretary of Border and Transportation Security, a posi-
tion I assumed in March 2005. I first joined the Department in December 2002 as 
a member of the transition team that established the Department of Homeland Se-
curity, and served in each of my positions at DHS as a career civil servant. Though 
I am currently the Vice President of Human Capital and Corporate Communications 
for Analytic Services, Inc., a not-for-profit corporation that provides analytic support 
to the government in both national security and homeland security, my testimony 
today is as a private citizen. 

In my various capacities within the Department of Homeland Security and in my 
current capacity, I have enjoyed the opportunity to meet and brief the Homeland 
Security Advisory Council on a number of topics. I have read and consumed selected 
reports, and have spoken with several of the members on a variety of topics. During 
my tenure at DHS, however, I had no responsibility for the performance of the 
HSAC or for the HSAC’s interaction with its primary beneficiary—the Secretary. I 
was and remain, in effect, a consumer of their products and an observer of their 
interaction with the Department and with the public. In addition to my interaction 
with the HSAC, I also co-chaired the Advisory Committee to the Office of State & 
Local Training in support of the Federal Law Enforcement Training Center, a DHS 
Federal Advisory Committee (FAC) external to the HSAC. 

You have asked me to address several issues at today’s hearing: the efficiency and 
effectiveness of the HSAC in addressing pressing issues of Homeland Security, the 
extent to which the Department makes use of HSAC reports, and the degree to 
which the Department capitalizes on the talents of the HSAC’s individual members. 

The most valuable contributions by any Federal Advisory Committee, and the 
HSAC in particular, come by way of the depth of knowledge and broad perspective 
of individual members. The effectiveness of FACs depends largely on their ability 
to master a tricky balancing act between transparency and candor. The public has 
a right to understand the mechanics and nature of the Committee itself, including 
the composition of its membership, its operation, and its recommendations. Senior 
officials in the Executive branch, without eschewing transparency, need candid ad-
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vice from experts unfettered by the constraints of press coverage and public expo-
sure. 

In general, and not in reference to any committee in particular, Federal Advisory 
Committees are most successful when committee members and the sponsoring offi-
cial recognize these dynamics. Effectiveness, to a large degree, depends on the will-
ingness of Committee members to gracefully accept their moments in the national 
spotlight—informing the public while not gratuitously antagonizing the sponsor, and 
maintaining honesty and frankness in private discussions among themselves and 
with senior officials. Committee members must ensure their reports are of the high-
est quality and reflect the best thinking available in their area of responsibility. The 
sponsor, conversely, must recognize that the advisory committee is not a rubber 
stamp for administration policy, but is, indeed, a group of experts who are dedi-
cating themselves to helping the government understand and solve some of the na-
tion’s most pressing issues. Public meetings and reports are part of this arrange-
ment and can be useful tools in shaping the public discourse. It is also critical that 
the sponsor give sufficient time to the advisory committee. Nothing is more frus-
trating to committee members than to work diligently on a problem without the op-
portunity to present findings, engage in a discussion with the sponsor, and be taken 
seriously as a valued contributor. 

During the period I was most engaged with the HSAC, I was impressed by both 
the quality of its membership—their enthusiasm and sense of purpose in helping 
the Department with the tough issues—and the Department’s efforts to inform and 
educate the committee on DHS activities. I was also aware of the types of tensions 
not uncommon to Federal Advisory Committees, including the tension between sen-
ior officials’ lack of enthusiasm about engaging the Committee publicly and the 
Committee’s resultant lack of meaningful access to decision makers. Another source 
of tension was the Department’s focus on short term, tactical, and political issues 
as opposed to the HSAC’s longer term strategic approach to issues. 

I was particularly interested in three of the HSAC’s products in recent years— 
its reports on Critical Infrastructure, the Future of Terrorism, and DHS Culture. 
I will comment upon two of these reports; the Task Force on Critical Infrastructure 
Report, of which I was a consumer, and the Task Force on the Future of Terrorism 
Report, of which I was both a consumer and contributor. While keenly interested 
in the Culture Report, I had little interaction with the Task Force and the Task 
Force’s report was issued several months after I departed the Department. 

The Critical Infrastructure Task Force Report illustrated the long term focus of 
the HSAC. The task force gave considerable, intellectually sound thought to this im-
portant national issue. The portion of the report I personally found most interesting 
was that of resilience, a topic I had discussed with the task force several times. I 
had been impressed with the notion and language of resilience coming out of the 
United Kingdom, and the important point on that side of the Atlantic about the ne-
cessity of bouncing back or recovering after an attack. This notion of resiliency was 
not simply about restoring services, but about attitude and confidence in the overall 
system. In my discussions with the HSAC task force it became clear to me that the 
task force and I were independently reaching similar conclusions about critical in-
frastructure, and if critical infrastructure protection was Homeland Security 101, 
Resiliency would be Homeland Security 301. We had to begin to shift our focus to 
restoring systems rather than protecting individual pieces of critical infrastructure. 
This was particularly evident in the aftermath of Katrina, and as I reflected back 
to the 2005 TOPOFF 3 exercise, I realized that we were clearly beginning to think 
about resiliency then, though not as an overarching goal or systematic way of think-
ing about critical infrastructure. Following my discussions with the task force, I 
made an effort to institutionalize the notion of resiliency, and built the concept into 
the Department’s draft 2006 Strategic Plan. 

The second HSAC project in which I had a particular interest was the report of 
the Task Force on the Future of Terrorism, a report in which I was cited as a sub-
ject matter expert. I was very much interested in seeing that the report reflected 
the emerging views of a group of experts I had assembled on the subject—views con-
cerning the importance of American ideals as a key element in the integration of 
at-risk communities in preventing violent homegrown extremism. 

A year or so before the HSAC Task Force was established I convened a meeting 
of the various offices and components within the Department working on any aspect 
of ‘‘radicalization,’’ a concept whose definition was, at the time, vague and ambig-
uous and an issue on which interagency efforts were poorly coordinated. The first 
thing we realized was that each office or component had different notions of what 
radicalization meant, and that few offices knew about or understood the work of the 
others. In fact, the Department was engaged in a number of activities under the 
broad rubric of understanding and countering ‘‘radicalization.’’ The Intelligence and 
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Analysis Directorate, for example, was engaged in intelligence community activities 
related to radicalization and was conducting a systematic survey of radicalization 
dynamics within several key states. The Science and Technology Directorate had 
two significant initiatives that offered resources to study the issue: the Center of 
Excellence for the Study of Terrorism and Responses to Terrorism (START) at the 
University of Maryland, and an academic partnership program that could draw 
upon prominent experts within the social sciences. The U.S. Citizenship and Immi-
grations Service was coordinating the ‘‘Task Force for New Americans,’’ an inter-
agency effort to help legal immigrants embrace the common core of American civic 
culture. The Office of Civil Rights and Civil Liberties was providing leadership with-
in government on opening avenues of communication with key communities, on 
managing crisis communication, and on highlighting the government’s commitment 
to investigating and prosecuting hate crimes and discrimination. The Policy Direc-
torate was, of course, engaged in long term strategies and was the primary interface 
with the larger government community on planning. Out of this first meeting 
emerged the Department’s Radicalization Working Group (RWG). 

The RWG would eventually grow to include members from across the Department, 
including staff members of the HSAC, and would provide subject matter analysis 
for the report of the Task Force on the Future of Terrorism. The RWG hosted a 
number of forum events (including one that examined the dynamics and structural 
contrasts of radicalization in the U.S. and Europe) and eventually identified a num-
ber of strategic advantages inherent to the American civil and social fabric—namely, 
our low barriers to economic participation, the religiously accepting and ethnically 
plural character of our society, and the nature of the civil democratic spirit that per-
meates our culture. The RWG established relationships with partners at the Depart-
ment of Justice, the Bureau of Prisons and its Correctional Intelligence Initiative, 
the Department of State, and foreign counterpart agencies in the United Kingdom, 
Canada, France, the Netherlands, and other nations interested in the issue and dy-
namics of radicalization. The HSAC Task Force was able to capitalize on these rela-
tionships in the creation of its report, and was able to draw upon members of the 
group as subject matter experts to testify on the Department’s emerging approach 
in understanding the dynamics of the issue, enhancing the capabilities of state and 
locals, and engaging with key communities to prevent estrangement and cultural 
isolation. 

While the focus of the report of the task force was far broader than radicalization, 
it included a number of findings from the Department’s Radicalization Working 
Group. The report served to educate various state, local, and private sector leaders 
on the dynamics of the issue, and highlighted its importance to senior leadership 
at the Department. The report also foreshadowed the recent National Intelligence 
Estimate on the Terrorist Threat to the U.S. Homeland, released last week. 

As an aside, it is important to remember that understanding terrorism, at least 
in the U.S., is an evolving discipline. In the two years that I have been engaged 
in this issue I have seen tremendous progress in understanding the phenomenon of 
radicalization. The task force’s report was an appropriate snapshot at the point it 
was written. 

Certainly the issues the HSAC has addressed have been important strategic 
issues. While the quality and impact of the reports vary, all of the reports have sa-
lient points and have helped shape the discussion within the Department and in the 
public. While the primary consumer of the Committee’s work is the Secretary, the 
real audience is the senior leadership and policy shapers within the Department, 
and in that respect I give the HSAC passing marks in both efficiency and effective-
ness. My sense is that while the reports are useful, the real impact of the Com-
mittee lies in the personal interchanges with senior staff during the course of re-
search and shaping ideas and recommendations. I personally found these discus-
sions to be most useful. I cannot speak for the Secretary, but I presume that his 
ongoing interactions and discussions with the HSAC and members of the HSAC 
were as beneficial, if not more so, than the actual reports. 

In summary, Federal Advisory Committees and their sponsors must balance the 
need for open and transparent processes and discussions with the value of frank and 
candid exchanges of ideas. In my personal experience with the HSAC I have seen 
a maturing that indicates this balance is acceptable. Finally, the value of the HSAC 
resides not just in the reports it issues, but also in the exchange of ideas as it re-
searches and prepares the report. 

Thank you Chairman Thompson, Ranking Member King, and Members for this 
opportunity to speak on this important issue. 

Chairman THOMPSON. Thank you very much for your testimony. 
We will now hear from Ms. Weismann for 5 minutes. 
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STATEMENT OF ANNE WEISMANN, CHIEF COUNSEL, CITIZENS 
FOR RESPONSIBILITY AND ETHICS IN WASHINGTON 

Ms. WEISMANN. Mr. Chairman, members of the committee, thank 
you for the opportunity to testify before you today on this impor-
tant issue. 

While agencies’ use of Federal advisory committees has pro-
liferated, the public has not seen always an increased benefit from 
the vast sums of money that such committees cost the Federal Gov-
ernment. Just as troubling, advisory committees are too often es-
tablished to be mouthpieces for an agency’s predetermined agenda. 

My organization, Citizens for Responsibility and Ethics in Wash-
ington, or CREW, has been tracking, to the extent we can, the ac-
tivities of agencies like DHS, both in terms of their effectiveness 
as an overall agency and their compliance with laws such as the 
FACA. 

Based on our observations, CREW believes there are changes 
that this committee could propose for how DHS oversees and man-
ages the many advisory committees under its direction that would 
lead to greater transparency, efficiency and usefulness of the com-
mittees. 

We find ourselves today with what has been called a ‘‘shadow 
government’’ of at least 900 advisory committees weighing in on a 
range of critically important issues, from terrorism to climate 
change to the expenditure of billion-dollar-a-year Federal pro-
grams. 

We understand that for fiscal year 2007 DHS plans to spend at 
least $8 million on advisory committees. And that is why we think 
it is so important that this committee review of those activities, 
particularly in light of the revolving-door syndrome to which DHS 
has been subject almost since its inception and which raises serious 
issues of potential conflicts of interest. 

Last year, the New York Times reported that dozens of former 
DHS officials are now trading in on their agency relationship and 
domestic security credentials that they acquired while at DHS in 
their now-private-sector, high-paying jobs as executives, consult-
ants or lobbyists for companies that do billions of dollars a year of 
domestic security business. 

To the extent that officials like these, former officials, are now 
advising DHS on security-related matters as members of an advi-
sory committee, there is a risk that their participation undermines 
the objectivity of any committee recommendations. 

It is difficult for watchdog groups like CREW, however, to get a 
handle on precisely what advisory committees are doing and the 
extent to which they are complying with the FACA’s requirements. 
This is because if a committee chooses to flout the law and operate 
in secret, there is simply no way for CREW to find out until the 
agency takes a public action based on the recommendations of an 
advisory committee. 

That is why we submit that litigation that our group engages in 
is often a crude and ineffective way of ensuring an agency’s ade-
quate and timely compliance with the FACA, because by the time 
we find out about a problem, it is often too late to fix it. 

Therefore, we support the idea of building more accountability 
for advisory committees within the agency itself. Toward that end, 
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this committee should consider legislation that would require DHS 
to have stringent conflict-of-interest controls in place when choos-
ing membership on an advisory committee. 

You should also consider a centralized office or position within 
DHS that oversees and coordinates all the activities of advisory 
committees and that pays particular attention on the public ac-
countability provisions of that statute, which include the FACA’s 
requirements that the committees be fairly balanced; that their 
meetings, records and reports be open to the public; and that the 
public receive adequate notice of advisory committee meetings. 

We also urge the committee to consider establishing metrics that 
would periodically assess the usefulness and efficacy of all DHS 
outstanding advisory committees. 

Beyond DHS, CREW supports legislation that would close up 
loopholes in the FACA itself that agencies have exploited to avoid 
operating in the public light. For example, if agencies set up work-
ing groups or sub-groups that do the primary work of the com-
mittee, the courts have found that those working groups and sub- 
groups do not need to comply with FACA and therefore do not need 
to comply with FACA’s openness requirements. 

We recognize that legislative changes to the FACA are beyond 
the jurisdiction of this committee, but we hope that this commit-
tee’s work here will spur others in Congress to consider broader 
legislative changes. 

Given the critical mission with which DHS is charged, it is im-
perative that agency decision-makers are provided with rec-
ommendations that are the product of a disinterested committee 
representing a broad range of viewpoints and expertise. At the 
same time, the American taxpayer should not have to bear the bur-
den of funding unproductive committees that have long outlasted 
their usefulness and survive only out of administrative inertia. 

I would be happy to answer any questions you have. 
[The statement of Ms. Weismann follows:] 

PREPARED STATEMENT OF ANNE L. WEISMANN 

Mr. Chairman, Ranking Member King and Members of the Committee, thank you 
for the opportunity to testify before you today on this important issue. While agen-
cies’ use of federal advisory committees has proliferated, the public has not seen an 
increased benefit from the vast sums of money that such committees cost the federal 
government. Just as troubling, advisory committees are too often established to be 
mouthpieces for an agency’s pre-determined agenda. Unfortunately, the advisory 
committees that the Department of Homeland Security (‘‘DHS’’) has set up appear 
to be no exception. 

My organization, Citizens for Responsibility and Ethics in Washington (‘‘CREW’’), 
has been tracking the activities of agencies like DHS, both in terms of their effec-
tiveness and their compliance with the Federal Advisory Committee Act (‘‘FACA’’). 
My testimony today is based on CREW’s observations, as well as our understanding 
of what the FACA requires and how, as a legal matter, agencies fall short of the 
statute’s requirements. In addition, CREW believes there are legislative changes 
that this Committee could propose for how DHS oversees and manages the many 
advisory committees under its direction that would lead to greater transparency, ef-
ficiency, and usefulness of the committees. 

When Congress passed the FACA in 1972, it had a two-fold purpose: to reduce 
wasteful expenditures by federal agencies on advisory committees and to make the 
committees more accountable to the public. In particular, Congress found that the 
government had not adequately reviewed the need for many of the then-existing ad-
visory committees. To address this concern, Congress declared that ‘‘new advisory 
committees should be established only when they are determined to be essential and 
their number should be kept to the minimum necessary.’’ 5 U.S.C. App. § 2(b)(2). In 
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1 H.R. Rep. No. 92–1017, as reprinted in 1972 U.S.C.C.A.N. at 3496 (‘‘One of the great dangers 
in this unregulated use of advisory committees is that special interest groups may use their 
membership on such bodies to promote their private concerns.’’). 

2 H.R. Rep. No. 92–1017, as reprinted in 1972 U.S.C.C.A.N. at 3496. 
3 See GAO–04–328 Federal Advisory Committees, p. 14. 
4 Jim Morris and Alejandra Fernandez Morera, Network of 900 Advisory Panels Wields Unseen 

Power, Center for Public Integrity, March 27, 2007, available at http://www.publicintegrity.org/ 
shadow/report.apx?aid=821. 

5 Eric Lipton, Former Antiterror Officials Find Industry Pays Better, The New York Times, 
June 18, 2006. 

6 Morris and Morera, Center for Public Integrity, Mar. 27, 2007. 

addition, Congress declared that advisory committees ‘‘should be terminated when 
they are no longer carrying out the purposes for which they were established.’’ 5 
U.S.C. App. § 2(b)(3). 

On the issue of accountability, Congress made clear its concern that special inter-
est groups could hijack advisory committees and steer them to their own agendas, 
thereby exerting ‘‘undue influence’’ on legislative decisions.1 To address this concern, 
Congress required that membership of advisory committees be ‘‘fairly balanced in 
terms of points of view represented and the functions to be performed by the advi-
sory committee.’’ 5 U.S.C. App. §§ 5(b)(2) and (c). This requirement was intended to 
ensure that advisory committees ‘‘not be influenced inappropriately by the appoint-
ing authority or any special interest.’’ 2 

Despite these clear statutory directives, we find ourselves today with what has 
been called a ‘‘shadow government’’ of at least 900 advisory committees 3 weighing 
in on a range of critically important issues, from terrorism to climate change and 
the disbursement of a six-billion dollar Reading First program, too often with little 
oversight or review by the agencies that created them. A report issued by the Center 
for Public Integrity highlights how many of these 900 committees, composed collec-
tively of 67,000 members at a cost of almost $400 million annually, have taken ad-
vantage of loopholes in the FACA to avoid the statute’s transparency requirements 
and how many are plagued by flagrant conflicts of interest.4 In other words, despite 
the passage of the FACA, we are facing many of the same problems that led Con-
gress to enact the FACA in the first place. 

We understand that for Fiscal Year 2007, DHS plans to spend more than $8 mil-
lion a year on advisory committees. CREW applauds this Committee’s review of 
those committees, particularly in light of the revolving door syndrome to which DHS 
has been subject almost since its inception, which raises the potential for serious 
conflicts of interest. Last year The New York Times reported that dozens of former 
DHS officials are now trading in on their agency relationship and domestic security 
credentials acquired at DHS in their private-sector, high paying jobs as executives, 
consultants or lobbyists for companies that do billions of dollars a year of domestic 
security business.5 For example, three months after leaving DHS, former Secretary 
Tom Ridge was appointed to the corporate board of Savi Technology, a company that 
DHS promoted under Secretary Ridge’s leadership. To the extent any of these 
former DHS officials are now advising DHS on security-related matters as members 
of an advisory committee, their participation undermines the objectivity of any com-
mittee recommendations. The Center for Public Integrity’s report expressly notes 
the dangers posed by advisory committees that are ‘‘packed with industry represent-
atives.’’ 6 In our experience, advisory committees too often are set up as a rubber 
stamp for a pre-determined outcome. In that way they thwart, rather than serve, 
the FACA’s purpose of facilitating a process where independent, outside voices can 
be heard. 

It is difficult for watchdog groups like CREW, however, to get a handle on pre-
cisely what advisory committees are doing and the extent to which they are com-
plying with the FACA’s requirements. This is because if a committee chooses to 
flout those requirements and operate in secret, there is often no way for CREW to 
know until the agency takes an action based on the recommendations of an advisory 
committee. So, for example, CREW did not learn that an advisory committee set up 
by the Department of Education to make recommendations on how funds under the 
one-billion-dollar-a-year Reading First program should be disbursed until Edu-
cation’s Inspector General issued a report detailing the blatant conflicts of interest 
of the committee’s members and the fact that they had operated entirely in secret. 
At that point CREW filed a lawsuit against the Department of Education and Edu-
cation Secretary Margaret Spellings based on their failure to comply with the FACA 
in their administration of this advisory committee. While we have been successful 
in getting the agency to release many of the thousands of pages of documents that 
the committee relied upon, there is no way to undo the tainted funding process that 
led to states’ funding being conditioned on the requirement that they purchase cer-
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7 See 5 U.S.C. App. § 10. 

tain reading materials, particularly those produced by high-level campaign contribu-
tors of President Bush. 

Because litigation is often a crude and ineffective method of ensuring an agency’s 
adequate and timely compliance with the FACA, we support the idea of building 
more accountability for advisory committees within the agency itself. Toward that 
end, this Committee should consider legislation that would require DHS to have 
stringent conflict-ofinterest controls in place when choosing membership on an advi-
sory committee. Such legislation should also create a centralized office or position 
within DHS that oversees and coordinates all the activities of advisory committees 
that the agency creates. This office or position should also be charged with requiring 
any advisory committee under DHS to comply with all of the FACA’s requirements, 
with particular focus on the public accountability provisions of the statute. These 
include the FACA’s requirements that the committees be fairly balanced; that their 
meetings, records and reports be open to the public; and that the public receive ad-
vance notice of advisory committee meetings.7 Although Section 8 of the FACA re-
quires agency heads to establish administrative guidelines and management con-
trols and to maintain general information on the nature and function of advisory 
committees within their jurisdiction, more specific mandates are necessary. We also 
urge the Committee to require DHS to establish metrics to periodically assess the 
usefulness and efficiency of each outstanding advisory committee. 

Beyond DHS, we also support legislation that would close up loopholes in the 
FACA that agencies have exploited to avoid operating in the public light. Advisory 
committees have discovered, for example, that if they set up so-called ‘‘working 
groups’’ that report to them, all of the substantive work of the committee can be 
done in secret by these sub-groups, which the courts have found need not comply 
with the FACA. Plugging this frequently exploited loophole should be a top priority 
for any legislative changes to the FACA. In addition, we recommend adding strict 
conflict-of-interest screening requirements to ensure that advisory committees are 
truly fairly balanced and not composed of members who have a financial stake in 
the outcome of the committee’s recommendations. We recognize that legislative 
changes to the FACA are beyond the jurisdiction of this Committee, but hope that 
the Committee’s work here will spur others in Congress to consider broader legisla-
tive actions. 

Given the critical mission with which DHS is charged, it is imperative that agency 
decision-makers are provided with recommendations that are the product of a disin-
terested committee representing a broad range of viewpoints and expertise. At the 
same time, the American taxpayer should not have to bear the burden of funding 
unproductive committees that have long outlasted their usefulness but survive only 
out of administrative inertia. Improving the efficacy and efficiency of DHS’s advisory 
committees will fulfill FACA’s original twin goals. 

I would be happy to answer any questions you have. 

Chairman THOMPSON. Thank you very much. 
We will now hear from Mr. Berkeley for 5 minutes. 

STATEMENT OF ALFRED BERKELEY, CHAIRMAN AND CEO, 
PIPELINE TRADING SYSTEMS, LLC 

Mr. BERKELEY. Thank you, Mr. Chairman. 
I am a citizen serving on the National Infrastructure Advisory 

Council, which was established in October of 2001, just after the 
events of 9/11. It is under an executive order that has been re-
newed two or three times. 

We have been asked to opine on various questions and provide 
recommendations. We have produced 13 reports and are working 
on two now. 

The National Infrastructure Advisory Committee has members 
from various industries, as well as representatives of state and 
local government and of first responders, including fire, police and 
emergency services. 

To give you a flavor of the industry groups that participate, we 
have members from electric utilities. I am a representative of the 
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financial services industry. We have CEOs of technology companies 
like Intel and Akamai. We have representatives from the water in-
dustry, the chemical industry, the airline industry, the food indus-
try, from higher education. We have had members from PhRMA 
and from transportation, including trucking and rail, over and 
above the airline that I mentioned. And finally, we have had the 
CEO of an oil company. 

The way we operate is to be given requests to give opinions on 
particular problems. Those have come from the White House. They 
have come from the secretary of DHS. They have come from the 
secretary of health and human services. And we also, when we 
stumble upon an area in one examination and think it is relevant 
and interesting, we will suggest that and consider it as a group and 
run it by the White House. 

I would note that NIAC is a presidential advisory committee, ad-
ministratively supported by DHS. Before DHS existed, we were 
supported by the National Security Council. 

Our current chairman, Erle Nye, is a former chairman of TXU, 
a large electric utility. He wanted me to express his regrets at not 
being able to be here today. But I mention him in addition to his 
chairmanship but also because he is very typical of the CEOs that 
we have, who have spent a lifetime in a particular industry. We 
started with eight industry sectors and have gradually been ex-
panded to where we now have 17 that we coordinate with. 

As I said earlier, we have produced 13 reports. I want to mention 
three of them that I think have been particularly important and 
two more that have interesting characteristics. 

The most interesting, from my point of view, was the sector part-
nership model. We produced a report that looked at the issue of: 
How do we, as a country, have a sensible conversation between pri-
vate sectors that have essentially 95 percent of the infrastructure 
and the government that has the task of protecting and helping 
make those resilient? 

That report, along with another one which was really all about 
how do we, as a country, manage the differences in risk that var-
ious types of threats post, came together in what is called the Na-
tional Infrastructure Protection Plan. 

Most of the recommendations that were made in these two re-
ports—how do you mechanically and how do you philosophically 
bring together private-sector and government agencies, and how do 
you put this risk-adjusted overlay on things—really have become 
implemented in a very concrete way, so much so that now indi-
vidual states are copying this model. I heard yesterday that Ne-
braska and Iowa are looking to implement essentially a mirror 
image of this at the state level. 

So I mention those because I think it is important to recognize 
that you have got essentially 30 citizens coming together, answer-
ing questions, giving their best advice for a question asked that is 
relevant at a moment in time and hopefully for a longer period of 
time, and you do see the advice implemented. 

There are a couple other reports that I wanted to mention be-
cause we have the vulnerability scoring system that we developed 
for cyber attacks that has been adopted by the industry. And we 
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are currently working on a chem-bio, and we recently turned in an 
avian flu report that has found widespread use in HHS. 

We meet publicly quarterly. We do have working groups. The 
way we organize our work is through working groups. 

And I am delighted to take any questions that you have. 
[The statement of Mr. Berkeley follows:] 

PREPARED STATEMENT OF ALFRED R. KERKELEY, III 

Good morning Chairman Thompson, Ranking Member King and distinguished 
Members of the Committee. My name is Alfred Berkeley and I am currently the 
Chairman and CEO of Pipeline Trading Systems and the past President and Vice- 
Chairman of the NASDAQ Stock Market, Inc. It is a pleasure to appear before you 
today to discuss the National Infrastructure Advisory Council (NIAC) and its role 
as a Presidential Advisory Committee. 

The National Infrastructure Advisory Council (NIAC) was created by Executive 
Order 13231 of October 16, 2001, as amended by Executive Order 13286 of February 
28, 2003 and Executive Order 13385 of September 29, 2005. 

The NIAC Chair and its members are appointed by the President and serve at 
the President’s discretion. Currently, the NIAC Chair position is held by Mr. Erle 
A. Nye, Chairman Emeritus, TXU Corp. On behalf of Mr. Nye, I would like to ex-
presses his regrets that he cannot be here to testify before you. 

The members of the NIAC, numbering no more than 30, are selected from the pri-
vate sector, including industry and academia, as well as State and local government, 
and serve as Special Government Employees (SGEs) as defined in section 202(a) of 
title 18, U.S. Code. 

The members have expertise relevant to the functions of the NIAC with respon-
sibilities for the security of critical infrastructure supporting key sectors of the econ-
omy such as banking and finance, transportation, energy, communications, and 
emergency government services. 

Members cannot be full-time employees of the executive branch of the Federal 
government and, in turn, are not allowed to represent the organizations by whom 
they may be employed. All members are also required to have appropriate security 
clearances. 

As prescribed by the NIAC Charter, the NIAC supports a coordinated effort by 
both government and private sector entities to advise the President through the Sec-
retary of Homeland Security on issues related to the security of the nation’s critical 
infrastructures 

To accomplish its objectives, the NIAC draws on the expertise of its members to 
provide advice and make recommendations that: 

a. enhance cooperation between the public and private sectors in protecting in-
formation systems, supporting critical infrastructures in key economic sectors, 
and providing reports on the issue to the President, as appropriate; 
b. enhance cooperation between the public and private sectors in protecting crit-
ical infrastructure assets and increasing resiliency in key economic sectors and 
providing reports on these issues to the President, as appropriate; and 
c.propose and develop ways to encourage private industry to perform periodic 
risk assessments of its critical information and telecommunications systems. 

The NIAC defers matters pertaining to National Security and Emergency Pre-
paredness Communications to the President’s National Security Telecommuni-
cations Advisory Committee (NSTAC) as such, the NIAC coordinates all National 
Security and Emergency Preparenedness related interdependency issues with the 
NSTAC. 

We have broad authority. The NIAC may consult with any interested party, in-
cluding any private group or individual, government department, agency, inter-
agency committee, or other government entity. Further, the NIAC may hold hear-
ings, conduct inquiries, and establish, with the concurrence of the Executive Direc-
tor or his or her designee, an executive committee, and other subcommittees, as he 
or she considers necessary or appropriate, subject to the provisions of FACA. Addi-
tionally, The NIAC may provide advice and recommendations to Federal govern-
ment lead agencies that have critical infrastructure responsibilities and to industry 
sector coordinating mechanisms. 

The Council also has the authority to provide advice directly to the heads of other 
agencies that have shared responsibility for critical infrastructure protection, includ-
ing Health and Human Services, Transportation, and Energy. 

The NIAC meets publicly four times each year. Two of the meetings are by tele-
conference and two are in-person. All meetings are hosted in Washington, D.C., in 
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a venue open to the public. The Council uses its public meetings as working meet-
ings. The standard agenda focuses on progress reports from working groups and on 
deliberations to produce useful, timely, and actionable recommendations. The Coun-
cil is very active, taking on four to six major studies per year; performance goals 
are attuned to delivering quality, well researched reports between 6-12 months from 
the inception of the selected studies. NIAC reports have drawn public and private 
sector interest. Public meetings are normally attended by several members of the 
Press. The President meets with the Council at least once a year and has directed 
very specific requests to the Council for recommendations on issues of interest. The 
White House monitors the progress of the Council’s studies on a regular basis be-
tween meetings through a liaison in the Homeland Security Council. 

Administrative and financial support is provided by the National Protection and 
Programs Directorate of the Department of Homeland Security. Before the Depart-
ment of Homeland Security was created, we were supported by the National Secu-
rity Council. 

NIAC projects and study requests come from several sources: 
(1) The primary source of requests for studies is the White House. An example 
is the Hardening the Internet Report and Recommendations.(2) The DHS Sec-
retary or heads of other Departments may also ask the Council to develop rec-
ommendations. (Example: In a letter dated May 17, 2006, DHS Secretary Mi-
chael Chertoff and HHS Secretary Michael O. Leavitt jointly requested the 
NIAC take on the Prioritization of Critical Infrastructure in the Event of a Pan-
demic Influenza Report and Recommendations. This represents the first time 
the Council addressed recommendations stemming from a joint request.) 
(3) The Council itself can independently decide to address certain topics. As re-
ports near conclusion, the working members may deliberate on independently 
developed topics. The Chemical, Biological, and Radiological Events (CBR) and 
the Critical Infrastructure Workforce Working Group, currently underway, rep-
resents an example of this type of charge. 

In order to generate actionable recommendations, the Council creates Working 
Groups composed of Council members supported by Study Groups. The Study 
Groups consist of member-appointed subject matter experts who help provide the 
background and subject expertise required to develop recommendations pertinent to 
critical infrastructure protection. These groups rely on open-source research papers, 
presentations from outside experts, and their own extensive backgrounds to help 
drive preliminary findings. Subsequently, the preliminary findings lead to the devel-
opment of the final Working Group recommendations which are presented to the en-
tire Council for review, approval or revision during the quarterly business meetings. 

Since the Council’s inception, the NIAC has released thirteen reports; with two 
more slated for completion in the near future. Three particularly significant reports 
are the Sector Partnership Model Implementation Report and Recommendations, the 
Prioritization of Critical Infrastructure in the Event of a Pandemic Influenza Report 
and Recommendations and the Risk Management Approaches to Protection Report 

Released on October 11, 2005, the Sector Partnership Model Implementation Re-
port offered numerous recommendations designed to maximize the public-private 
partnership as well as ensure trust and cultivate an effective working relationship. 
This report identified roles for: 

a. Sector Coordinating Councils (SCCs), 
b. Government Coordinating Councils (GCCs), and 
c. Partnership for Critical Infrastructure Security (PCIS). 

In this report, the NIAC concluded that successful implementation of the Sector 
Partnership Model (as laid out in the National Infrastructure Protection Plan) re-
quires an unprecedented level of public-private cooperation to secure the Nation’s 
critical infrastructure. In order to meet this challenge, the NIAC recommended that 
the Secretary exercise the Section 871 authority granted to him under the Home-
land Security Act of 2002. 

The Council also was requested to provide guidance on a permanent framework 
for public-private sector coordination. The Council undertook this study quickly, 
drew inputs from many parties, and provided a recommended structure and some 
suggested rules of engagement. 

Recognizing the necessity of a mechanism that promotes meaningful dialogue on 
key critical infrastructure protection issues alongside agreement on mutual action 
between government and owner/operator entities, Secretary Chertoff accepted the 
NIAC findings. In March 2006, he established the Critical Infrastructure Partner-
ship Advisory Council (CIPAC) and exempted it from the requirements of FACA. 
The CIPAC currently provides government agencies and the CI/KR owners and op-
erators with an institutionalized process and single point of entry for programmatic 
planning, strategy, policy, implementation, and joint monitoring of progress. I be-
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lieve that the critical infrastructures and their corresponding governmental organi-
zation are working more closely together to as a result of this effort. 

Perhaps the most notable and recent work of the NIAC is related to a potential 
avian influenza pandemic. The Council was requested by the Secretaries of Home-
land Security and Health & Human Services to undertake an assessment of the op-
erations of critical infrastructures during a pandemic, with a particular focus on 
protecting the workers in critical infrastructures who have roles critical to oper-
ations. Essential services must continue to be provided during a pandemic; day-to- 
day activities can not be allowed to degrade due to the failure of critical infrastruc-
ture to include electricity, drinking water, banking, or health care. 

Released on January 16, 2007, the Prioritization of Critical Infrastructure in the 
Event of a Pandemic Influenza Report and Recommendations is already being used 
in pandemic planning. At the Council’s most recent meeting on July 10, Rear Admi-
ral W. Craig Vanderwagen, M.D., Assistant Secretary for Preparedness and Re-
sponse at HHS, lauded the report for its immediate effectiveness. He stated the rec-
ommendations could also apply in the face of other potential events requiring work-
force prioritization, whether it is a biological attack or some other naturally occur-
ring event. 

The Risk Management Approaches to Protection Report was released in October 
of 2005. Within that report, the recommendation to create and standardize risk 
methodologies and mechanisms across the government was accepted and is reflected 
in the structure of the NIPP. As a result, this recommendation is being imple-
mented in programs across DHS and the Sector Specific Agencies. 

I would like to offer one final example of the contributions made by the NIAC. 
The sharing of intelligence information, not just from the intelligence community to 
critical infrastructures, but also from industry to the intelligence community, is a 
fundamental aspect of infrastructure operations. The NIAC undertook a study that 
included representatives of the intelligence community and security personnel, and 
produced a report with recommendations to improve public-private sector intel-
ligence coordination. 

The intelligence coordination report, sector partnership report, risk management 
report and pandemic report contain recommendations that cross multiple govern-
ment agencies. The protection of critical infrastructures is a shared role among 
many agencies of the U.S. government, and one in which the Department of Home-
land Security is designated as a leader. Mr. Chairman, my own view, and I believe 
that of other NIAC members, is that the Secretary of Homeland Security has care-
fully considered the recommendations of the NIAC and acts strategically when rec-
ommendations are received. 

Mr. Chairman, the operation of our economy and the health and welfare of the 
citizens of the United States depends upon the functionality of our ‘‘critical infra-
structures’’. The public and private sectors have many efforts underway to improve 
the security, preparedness, protection, and response for these services. The NIAC 
seeks to provide guidance that will improve the overall public-private sector co-
operation and coordination for critical infrastructure protection, including federal- 
level agencies, state and local agencies and first responders, and critical infrastruc-
ture owners and operators. 

I firmly believe that the members of the NIAC are making a significant contribu-
tion to our nation and I am proud to have been a member since 2002. 

Thank you for the opportunity to meet with you today. I would be pleased to take 
any questions that you may have. 

Chairman THOMPSON. Thank you very much. 
And let me thank all the witnesses for their testimony. 
And I will start the questioning of the witnesses with my 5 min-

utes. 
Mr. Gaynor, you had personal experience on a committee. And 

we thank you for your service. And, you know, this is very open- 
ended for you, but on a scale from one to 10, one being low, 10 
being high, how would you rank that experience? 

Mr. GAYNOR. Thank you, Mr. Chairman. Good question, and a 
tough one at that. 

At moments, it was a nine or a 10. At other moments, it was a 
one. If I am looking for an average for my 4 years on the HSAC, 
in terms of getting things done, about a six. 
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Chairman THOMPSON. Do you feel that, as a member, you were 
provided either training or information necessary for you to be an 
effective member of that committee? 

Mr. GAYNOR. Yes, sir. I was a designated Federal official for the 
Emergency Response Senior Advisory Committee and the Critical 
Infrastructure Task Force. I wasn’t, per se, a member of the com-
mittee. 

Chairman THOMPSON. OK, OK. 
Mr. GAYNOR. But as far as my training goes, the DFO training 

was good. It was spot-on. And I had plenty of resources to turn to 
if I thought I was going astray. 

Chairman THOMPSON. All right. 
Ms. Weismann, I take it CREW’s position with respect to advi-

sory committees is that there is a need for their work to be done 
in public, from the standpoint of their deliberations and 
whathaveyou. And, if not, can you kind of share—you made ref-
erence to it in your testimony. 

Ms. WEISMANN. Yes, Mr. Chairman. 
It is not just CREW’s position, it is the FACA itself. When Con-

gress established this law, the Federal Advisory Committee Act, it 
was acting, I think, in part out of a recognition that these advisory 
committees play a critical role and yet, too often, their work is done 
in secret where there is just no level of public accountability. So 
the statute itself mandates that committee meetings be open to the 
public, that the working papers of the committee meetings be avail-
able to the public, that the public get advanced notice. 

There are provisions in the act under which a particular advisory 
committee can choose to close its meetings. And in the context of 
national security, one can well-understand that there might be any 
number of issues that cannot effectively be debated in the public, 
just because of the sensitive nature of the information that is being 
discussed. 

But the model that the statute set up is one where discussions 
and the work of the committee is done in the public light. The 
FACA is part of the Government in the Sunshine laws, and that 
was one of its key provisions. 

Chairman THOMPSON. And I see both points. Some of the infor-
mation, obviously, because of whose hands it could fall in, would 
be not in our best interest. But to some degree, a lot of the discus-
sion could very well have a place in the public domain. 

Mr. Beardsworth, in your experience with DHS and helping fa-
cilitate setting up that department, did you work with advisory 
committees specifically? 

Mr. BEARDSWORTH. Sir, I worked specifically with two advisory 
committees during my tenure at the department. One was the 
Homeland Security Advisory Committee that I mentioned, where I 
was both an observer and a contributor, subject-matter expert and 
a consumer. And the other one was the Office of State and Local 
Training Advisory Committee to the Federal Law Enforcement 
Training Center. 

In terms of setting up the department itself, I did not work with 
any FACs, that I can recall. 

Chairman THOMPSON. OK. Do you see a value in advisory com-
mittees to the department? 
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Mr. BEARDSWORTH. Yes, sir, absolutely, without a doubt. 
And in my capacity, particularly, just to take as an example the 

critical infrastructure report and the discussion on resiliency that 
came out of that. Like Jeff, I would like to see some of the rec-
ommendations implemented, but I think there is a value in the dis-
course. A year and a half ago, when we started thinking about 
these issues, nobody was talking about resiliency. And we have 
managed to move the dialogue along in that area. And I think that 
is true in some other areas as well. 

Chairman THOMPSON. Mr. Berkeley, in your experience, were you 
comfortable with what you have seen as the result of your work 
being seriously considered by the department? 

Mr. BERKELEY. Mr. Chairman, I have been amazed at how much 
of our deliberations and considerations have been incorporated in 
other work and in other discussions. We get a report at the end of 
each of our meetings, not on a quantitative basis, but on a quali-
tative basis, about what has happened to our reports. 

We had Admiral Vanderwagen from the Public Health Service at 
our last meeting, talking about how our pandemic report was find-
ing legs in the HHS arena, not only for how the country might 
want to deal with avian flu vaccine but for other diseases as well. 

We, as I mentioned in my oral comments, we have found our 
work on sector coordination and the subtleties of having some very 
organized private-sector groups, like railroads, who are extremely 
organized on a national basis, have to coordinate every day, and 
the apartment industry, which is at the other end of the spectrum, 
locally owned in many cases, not well-organized at a national 
level—how do we interface a set of government agencies with all 
of those? That work was all about making sure there wasn’t a one- 
size-fits-all approach to the game. 

So we were very happy to see those ideas built in. We were very 
happy to see the risk-adjustment thinking built in to the National 
Infrastructure Protection Plan. So the answer to your question is, 
yes, I have been very impressed with that. 

Chairman THOMPSON. Thank you very much. 
Mr. Green, we are going to go to you. 
Mr. Shays, did you—oh, OK, you are back. 
We will now yield 5 minutes to the gentleman from Connecticut. 
Mr. SHAYS. Thank you. 
Mr. Gaynor, in your statement, on page nine, you recommended 

imposing a reporting requirement on DHS regarding advisory com-
mittee recommendations that would involve GAO and the inspector 
general. Are you aware of any other department or agency in the 
Federal Government that has such a reporting requirement? 

Mr. GAYNOR. No, sir, I don’t. 
Mr. SHAYS. You need to use your mike, sir. 
Mr. GAYNOR. No, sir, I don’t. 
Mr. SHAYS. OK. 
Mr. GAYNOR. That recommendation was basically based on what 

I have seen and how—— 
Mr. SHAYS. No, it doesn’t mean it is not a good idea. I just was 

curious if you—— 
Mr. GAYNOR. Yes, sir. 
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Mr. SHAYS. Let me ask you another question. Based on your ex-
perience, do you think DHS does an adequate job generally of con-
sidering recommendations from the advisory committees? Do you 
believe a lack of adopting recommendations is an accurate measure 
of an advisory committee’s effectiveness? 

Mr. GAYNOR. Well, sir, it depends on the gravity of the rec-
ommendation. 

With the Critical Infrastructure Task Force report, we basically 
offered a recommendation that changes the way that we look at na-
tional preparedness to one that is objectively measurable. If I was 
to ask you how much protection is enough, it is a tough question; 
you can’t answer that one. But if I were to ask you how long you 
could do without it, that you are pretty certain to know. 

Mr. SHAYS. Let me ask you—— 
Mr. GAYNOR. So on big issues, really tough, really tough. But on 

smaller issues—— 
Mr. SHAYS. Let me keep going here. Sorry, I don’t want to drag 

it out here. 
Mr. Beardsworth, the same question. 
Mr. BEARDSWORTH. I am smiling because— 
Mr. SHAYS. Use your mike. 
The question I asked is: Do you think DHS has done an adequate 

job generally of considering recommendations from its advisory 
committees? And second, do you think that a lack of adopting rec-
ommendations is an accurate measurement of the effectiveness of 
an advisory committee? 

Mr. BEARDSWORTH. I will probably get myself in trouble. I am 
smiling because I would be terrified if we adopted every rec-
ommendation that came out of every committee. 

Mr. SHAYS. Right. 
Mr. BEARDSWORTH. So, no, I don’t think that is a good measure. 
Whether the department is adequately implementing it, the 

short answer is probably no, but there is a big ‘‘but’’ behind that, 
in that there are a lot of issues that the department is dealing 
with, and I think they are probably, across the spectrum of issues, 
things that we could use more resources in implementing. 

Mr. SHAYS. OK. 
Let me ask you, Ms. Weismann, in your testimony, on page two, 

you state that the advisory committees DHS created are often 
‘‘mouthpieces for an agency’s predetermined agenda.’’ Yet many of 
the advisory committees DHS currently oversees were established 
long before DHS was created in 2003, and many were established 
by Congress. 

What specific advisory committees are referring to, and which 
ones would you recommend be consolidated or terminated? 

Ms. WEISMANN. I apologize, sir. I am not sure that my testimony 
was intended to, in that aspect, reflect specifically what is going on 
at DHS. It is just a more general observation that we and others 
have had about how advisory committees often function, govern-
ment-wide. 

I mean, we have some of the more, you know, flagrant examples 
of that. And I think it reflects why the public accountability provi-
sions are so critical. You know, there was so much controversy, for 
example, over the energy task force that the White House set up 
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and the fact that it seemed to be getting advice almost exclusively 
from industry representatives. 

And the end result of that, whether or not you agree with this 
country’s energy policy, I think is a lack of public confidence in the 
products of advisory committees. 

Unfortunately, we just don’t have the resources to examine in 
greater detail the specific advisory committees that are going on at 
DHS. I wish that we did. I think it is important for outside watch-
dog groups like us to keep abreast. But their number is so big that 
we can’t. And, as I said—— 

Mr. SHAYS. Let me just get to the next—— 
Ms. WEISMANN. I am sorry. 
Mr. SHAYS. That is all right. It is just that we are only doing 5 

minutes right now. 
You give the impression that you think sometimes that these ad-

visory committees are rubberstamps. And yet, we have had testi-
mony today that there is really a question that a lot of rec-
ommendations are not being implemented, which makes it sound 
like, in particular, the department is not a rubberstamp. 

Which way do you come in the balance here? Are they imple-
menting enough, or are they implementing too much? And are the 
advisory committees being too much a rubberstamp for what the 
department ultimately does? 

Ms. WEISMANN. Well, sir, I am not prepared to say that any of 
the specific advisory committees that have been discussed by these 
panelists have been inappropriate or ineffective. I think it is too 
often a tendency, though, that we see in agency committees. 

I think, ultimately, though, the measure of a committee’s effec-
tiveness can’t just be on what the final outcome is. And I would 
agree, I think, with the other panelists here who have suggested 
that that isn’t the best measure of a panel’s effectiveness. 

And, again, I don’t want to consume your time, but I want to 
stress that one of the keys here is public confidence. Whether or 
not, you know, the ultimate recommendation of a committee is a 
good one or not a good one or should or should not be incorporated, 
I think it is imperative, when these committees are doing such im-
portant and substantive work, that the public have confidence that 
it is the product of a broad range of viewpoints. 

Mr. SHAYS. Thank you. 
Mr. Chairman, I am wondering, could I have 2 more minutes just 

to—— 
Chairman THOMPSON. Sure. 
Mr. SHAYS. Thank you, Mr. Green, for not objecting to that. 
Mr. Berkeley, in your opinion, what factors are the most critical 

in ensuring that the National Infrastructure Advisory Council is 
successful? 

Mr. BERKELEY. Well, I think that the most critical function is 
leadership, both at the—— 

Mr. SHAYS. Is your mike on? 
Mr. BERKELEY. I am sorry. 
Mr. SHAYS. You guys seem to not want to use the mikes. 
[Laughter.] 
Mr. BERKELEY. I apologize. 
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Mr. SHAYS. And I think this is the Un-American Activity Com-
mittee’s hearing room in past years, sir. 

[Laughter.] 
Mr. BERKELEY. I think that the absolute most critical thing in 

making these committees work is the leadership. And it is on two 
dimensions. 

One is the chairman of the committee itself. In our case, we have 
been lucky to have Erle Nye, who is a very sophisticated, balanced, 
probing, curious fellow, who has done a great job. 

And second, I think the fact that we have had a lot of attendance 
at our meeting by Secretary Chertoff, Secretary Leavitt, Assistant 
Secretary Stephan, at a high level—we have had multiple meetings 
with the president himself—that energizes the group to really want 
to do your best. 

Mr. SHAYS. Sure. 
Let me ask you this. There are some who argue that if an advi-

sory committee does not produce a significant number of rec-
ommendations, then the advisory committee is basically underper-
forming or nonperforming. 

One, do you agree? And second, are there other benefits that are 
derived from the work of an advisory committee besides rec-
ommendations? 

Mr. BERKELEY. Yes, I don’t think that position makes sense at 
all. Advice is all about judgment and all about quality; it is not 
about quantity. 

The—— 
Mr. SHAYS. Keep going. 
Mr. BERKELEY. I have forgotten the second part of your question. 
Mr. SHAYS. And I am just asking, is there some other work be-

sides recommendations that advisory committee do? 
Mr. BERKELEY. Yes, I think one of the most interesting things is 

the energy that people like myself and the pride we take in being 
part of these advisory committees develop when you go back into 
your own community. I think it actually creates the sense in people 
that there is access for citizens to participate, and it does get down 
to the grassroots. And, you know, I love chatting about what we do 
on our committee when we are having dinner with friends or what-
ever. It is very energizing. 

Mr. SHAYS. Thank you all, all four of you. 
And thank you, Mr. Chairman, for extending my time. 
And, Mr. Green, thank you. 
Chairman THOMPSON. Thank you very much. 
We will now yield 5 minutes to the gentleman from Texas, Mr. 

Green. 
Mr. GREEN. Thank you, Mr. Chairman. 
And thank you, Congressman Shays. And if you need more time, 

I will gladly yield. Thank you. 
And thank you, friends, members of the panel, for being here. 
I will start with Ms. Weismann, something that you said, and I 

will paraphrase, perhaps not be as articulate as you have been, but 
I would like to say it in another way: It is not enough for things 
to be right; they must also look right. 

And it probably doesn’t look right if you are going to resolve a 
consumer concern and you only hear from industry. Somehow the 
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public might conclude that you have acquired enough intelligence 
from consumers. So if your advisory committee is going to write 
rules to help consumers or do something to help them, and you 
only hear from the industry that provides a service, you probably 
haven’t done enough. 

To this end, I would like to just visit quickly with reference to 
the diversity of the committees, because I think that is important. 
And I believe it has been discussed previously, but diversity in 
terms of industry versus labor, versus consumers on the commit-
tees. Diversity of opinions, in my opinion, will lead to better conclu-
sions in the final analysis. 

So the question that I have, Ms. Weismann, given that you made 
some comments that intrigue my thinking, how have you evalu-
ated, to some extent, the diversity that you see on advisory commit-
tees or the advisory committee process, those that you have had a 
chance to review? 

Ms. WEISMANN. Thank you, sir. I think that that is often an area 
where advisory committees fall short. And I think it is often a fail-
ure on the part of the committee and the agency to appreciate what 
the fair balance requirement really means. 

The example you gave of an advisory committee addressing a 
consumer issue and lacking representation from consumers is ex-
actly the answer that the legislators gave when they enacted FACA 
and when they put in the fair-balance requirement. That is pre-
cisely what they were looking at: the fact that it is not enough just 
to get experts in the field, but that really these advisory commit-
tees should be the product of a whole range of viewpoints. 

And in this day, on the kinds of issues that these committees are 
looking at, that means, you know, consumer groups in some in-
stances, and it also, I believe, does get into issues of ethnicity and 
range of different backgrounds, because that is how you get the 
best product. 

Mr. GREEN. Thank you very much for your candid response. 
Let’s just hear from Mr. Gaynor. Do you have comments that you 

would like to make, with reference to the concern? 
Mr. GAYNOR. Well, sir, in my time on the HSAC, the spectrum 

of people who were on the HSAC and the senior advisory commit-
tees that are subordinate to it are so broad. They come from all 
sectors of the population. So I haven’t—— 

Mr. GREEN. Let me ask this, Mr. Gaynor, on the question of the 
broadness. Let’s talk about the leadership, something that was 
mentioned just a moment ago, how important that leadership is. 

Diversity within leadership is also important. So you can have 
diversity among membership, but then the question becomes, is the 
leadership also equally as diverse? 

Have you had an opportunity to see diversity in leadership? 
Mr. GAYNOR. On the HSAC—I am going through the senior advi-

sory chairs—— 
Mr. GREEN. How many have been female? 
Mr. GAYNOR. One. The Private-Sector Senior Advisory Committee 

had a female chair. 
Mr. GREEN. Of how many now? 
Mr. GAYNOR. Out of—— 
Mr. GREEN. Of how many chairs? 
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Mr. GAYNOR. Out of five chairs. 
Mr. GREEN. How many of some ethnic minority? 
Mr. GAYNOR. Good question, sir. I can think of one. 
Mr. GREEN. All right. 
Let’s hear from Mr. Beardsworth. 
Mr. BEARDSWORTH. In terms of diversity of background, in the 

committee that I chaired, which is the Office of State and Local 
Training for the Federal Law Enforcement Training Center, the po-
sitions in the charter were established as being diverse as to where 
the people came from and what their backgrounds were. So that 
was very diverse in terms of background and representation. 

In terms of racial diversity, I am not prepared. I would have to 
go back and look at my notes on that. It has been some time. 

Mr. GREEN. All right. Let me just ask a final panelist, as my 
time is expiring. 

Leadership, as well as the followship? 
Mr. BERKELEY. Yes, we have a little bit different model in the 

NIAC, because we actually rotate leadership according to the task 
that is being done. 

And I just grabbed these reports. This one was chaired by Ms. 
Katen from Pfizer. This one was co-chaired by Margaret Grayson 
and Greg Peters. John Thompson and John Chambers co-chaired 
this. John Thompson is African–American, CEO of Symantec. Re-
becca Denlinger, who is the fire chief in Cobb County, and Martha 
Marsh, who runs Stanford University Hospital, co-chaired this one. 

So we—— 
Mr. GREEN. One final question, if I may. Now, let’s talk about 

diversity of background, something that Ms. Weismann has so elo-
quently addressed, and judiciously addressed, I might add. If all of 
the persons are from industry, do you really get the diversity you 
are looking for? So give me some thought on that, please. 

Mr. BERKELEY. Well, in our particular case, we are typically giv-
ing advice on that interface between government and the private 
sector relating to 17 specific industrial sectors of the economy. And, 
by and large, all of the members of this group are CEOs of compa-
nies. 

Mr. GREEN. Mr. Chairman, could I ask one additional question? 
Chairman THOMPSON. Yes. 
Mr. GREEN. Not being there and looking at this from afar, I can 

still, in some vista of my mind, see a need for an opinion that is 
from without the industry. It just seems to me that that would be 
a benefit. Has that ever been discussed, the possibility of getting 
one other source of opinion? 

Mr. BERKELEY. Yes, sir. I actually have a statistic that I didn’t 
realize I would find so useful. We have had 491 different people 
come participate with our working groups in developing our rec-
ommendations. And they have been people from all sorts of walks 
of life, relating to individual projects we are working on. 

Mr. GREEN. Thank you, sir. 
Thank you, Mr. Chairman. You have been very generous. I yield 

back my time. 
Chairman THOMPSON. Thank you very much. 
Mr. Shays, do you have another question? 
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OK. We would like to thank our second panel of witnesses for 
their testimony. And, as you know, we are trying to look specifi-
cally at DHS’s advisory committees and their role to make sure 
that they in fact do what Congress intends for them to do. So we 
thank you for your testimony, and if there are any follow-up ques-
tions, staff will be in touch. 

Thank you very much. The hearing is adjourned. 
[Whereupon, at 11:58 a.m., the committee was adjourned.] 
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Appendix: Additional Questions and Responses 

QUESTION FROM THE HONORABLE BENNIE G. THOMPSON, CHAIRMAN, COMMITTEE ON 
HOMELAND SECURITY 

RESPONSE FROM RANDY BEARDSWORTH 

Question: In your experience, how familiar were DHS personnel and Sen-
ior Leadership with the Department’s Federal Advisory committees? Did 
that familiarity influence the way the advisory committees were utilized, 
or underutilized? Please explain. 

Response: The leaders within the department who had responsibility for a par-
ticular advisory committee were certainly familiar with that committee, and consid-
ering a number of factors including history, composition, purpose of the committee, 
etc., generally used the committee appropriately. With regard to the broader ques-
tion, particularly as it applies to the Homeland security Advisory Committee, senior 
leadership was very familiar with the committee and the committee’s members. This 
familiarity did influence how and to what extent the committee was used. In my 
observation, Secretary Ridge used the committee in a way that best met his needs, 
and Secretary Chertoff did likewise. 

QUESTIONS FROM THE COMMITTEE ON HOMELAND SECURITY 

RESPONSES FROM DOUG HOELSCHER 

Question 1.: What specific guidelines and criteria are used by your Office 
to evaluate DHS Federal advisory committees? 

Response: As each committee’s charter is renewed (or a new discretionary com-
mittee proposed for establishment), the continuing need for the committee must be 
clearly explained. The head of the committee’s sponsoring component must provide 
to the Secretary an explanation of the committee’s value to the program office and 
why the committee is essential to the conduct of the component’s business. The com-
ponent head must explain why the advice or information obtained from the com-
mittee is not available from within the agency or Federal government and cannot 
be obtained by other means, such as use of an existing committee, hiring a con-
tractor or employee, or conducting a public hearing. Committees are terminated 
when they have completed their mission or they are no longer carrying out the pur-
pose for which they were created. 

Additionally, during the Annual Comprehensive Review at the end of each fiscal 
year, each committee must provide an explanation of how the committee accom-
plishes the purpose for which it was established, how it balances membership, the 
frequency and relevance of meetings, and why the advice obtained from the com-
mittee cannot be obtained through other means. Responses to these questions also 
include examples of information or advice provided by the committee during the 
past fiscal year and how the advice has incorporated into department policy or regu-
lations. In short, we examine concrete policy improvements. 

Question 2.: What is Mr. Chertoff’s and Mr. Jackson’s specific involve-
ment with DHS Federal advisory committees? 

Response: Secretary Chertoff and Deputy Secretary Jackson have had very posi-
tive interactions with several DHS advisory committees. Through these interactions 
they have received sound advice and strengthened relationships with our various 
partners. Secretary Chertoff and Deputy Secretary Jackson have participated in 
meetings of the Homeland Security Advisory Council (HSAC), National Security 
Telecommunications Advisory Council (NSTAC), National Infrastructure Advisory 
Council (NIAC), Data Privacy and Integrity Advisory Committee (DPIAC), and the 
Committee on Commercial Operations of the Customs and Border Protection and 
Related Functions (COAC). In total the Secretary and Deputy Secretary have had 
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20 formal interactions with these advisory committees. They have also interacted in-
formally on numerous occasions with advisory committee members. 

Question 3.: What mechanism, if any, does DHS rely upon to ensure that 
the composition of its Federal advisory committees are balanced in terms 
of viewpoint? 

Response: The Federal Advisory Committee Act (FACA) requires that ‘‘the mem-
bership of the advisory committee. . . .be fairly balanced in terms of points of view 
represented and the functions to be performed by the committee’’ [FACA, sections 
5(b)(2) and (c)]. DHS has standardized the format and information required for the 
charters of its advisory committee. Each charter is required to set forth the specific 
membership composition relative to the function of the committee. As candidates are 
forwarded to the Secretary for appointment, the program office provides an expla-
nation of each candidate’s qualifications for the position to which they are being rec-
ommended. 

Each committee has different needs and is therefore analyzed individually. Once 
the purpose of the committee is clearly understood, then the Department seeks di-
verse input from those individuals with relevant experience to serve. A few exam-
ples of considerations used to promote balance are large versus small operators, 
practitioners versus academics, owners versus employees, regional diversity, and 
ethnic and gender diversity. 

Moreover, in October, 2004, the Committee Management Officer (CMO), in con-
sultation with the DHS Designated Agency Ethics Official (DAEO), initiated a re-
view of the member designations of each committee to assure the members were ap-
propriately appointed as Representative members, Special Government Employees, 
Ex-officio members, or Regular Government Employees. The reviews occurred either 
as candidates were recommended for appointment or charters were renewed. Com-
mittee charters reflect member designations. 

Question 4.: What specific reviews, if any, does the CMO conduct to evalu-
ate DHS Federal advisory committees? Please describe. 

Response: The CMO performs several reviews to ensure FACA compliance and 
efficient operations of our committees. Examples of reviews performed include: 

• Review charter renewals and establishments for Department-wide standard-
ization and FACA compliance. Component head charter justifications include 
concrete examples of how the committee has added value and verification that 
other avenues to receive similar advice are not more cost-effective or available 
by any other means. 
• Review closed meeting Federal Register notices and monitor timely publica-
tion of meeting notices. 
• Review FACA database reporting. In the last year, we have improved stand-
ardization of committee meeting and recommendation reporting, clarified termi-
nology, and improved auditing of FACA database entries. 
• Review committee charters and membership packages to ensure diversity of 
viewpoints in membership. 

Question 5.: Aside from the minimum standards indicated in the Federal 
Advisory Committee Act, what additional minimal requirements, if any, has 
DHS implemented for its Federal advisory committees? 

Response: The bedrock of relevant standards comes from FACA. The role of the 
Committee Management Officer (CMO) is to monitor FACA-compliance, establish 
policies and procedures governing the use of FACA committees, and provide guid-
ance to committee Designated Federal Officers (DFOs) and their staffs. Expansion 
beyond those responsibilities goes beyond the scope of the Committee Management 
Office mandate and available resources. 

Question 6.: What specific process will be used to track, record, and re-
view and possibly implement DHS Federal advisory committee rec-
ommendations? 

What is the timeline for implementing this process? 
Response: Tracking recommendations is a Designated Federal Officer (DFO) re-

sponsibility. We recently worked with each DFO to ensure that committee rec-
ommendations are being tracked and that committee staff communicate implemen-
tation feedback to their members. Each DFO is best positioned to track rec-
ommendations and their implementation because they know their committee mem-
bers best, they understand their committee’s policy intricacies thoroughly, and they 
have already established feedback mechanisms with which their committee mem-
bers are comfortable. The CMO will continue to work with DFOs to ensure adequate 
recommendation follow-up, including review of implementation information in the 
FACA database. 
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Question 7.: FACA data indicate that several DHS Federal advisory com-
mittees meet infrequently and/or rarely produce recommendations. How-
ever, DHS renews the charter of those very Federal advisory committees. 
Please provide the justification for renewing the charters of under/nonper-
forming DHS Federal advisory committees. 

Response: In Fiscal Year 2006, DHS advisory committees held 106 meetings 
showing a high-level of activity. In the July 25, 2007, hearing I gave several con-
crete examples of how several DHS advisory committees have added value by em-
powering our partners and improving our policies. No charter is renewed without 
adequate justifications. The FACA database provides one avenue to measure com-
mittee activities. In reviewing the information in the ‘‘Performance measures’’ sec-
tion of database, we have recognized that there was variance in how recommenda-
tions were recorded, due to differing interpretations of desired inputs. We are taking 
steps to clarify and standardize DHS’s reporting in the GSA database. 

While the number of recommendations can be quantified, a number in a database 
does not capture the quality or depth of the recommendations. The dialogue between 
affected partners and the Department, and the openness of the committees, provides 
unparalleled insight into government activities. 

The only committee that can be categorized as an under-performing committee is 
the Great Lakes Pilotage Advisory Committee. We previously communicated to 
House Homeland Security Committee staff the need for legislative amendments to 
allow this committee to better function. Specifically, we outlined the need to relax 
the membership selection requirements. 

QUESTIONS FROM THE HONORABLE BENNIE G. THOMPSON, CHAIRMAN, COMMITTEE ON 
HOMELAND SECURITY 

RESPONSES FROM ANNE WEISMANN 

Question 1.: The Department of Transportation uses a form to gather 
data on diversity of its advisory committee members. Do you think that 
this kind of information should be gathered by all agencies? Are there pri-
vacy concerns that should/could prevent the collection of such informa-
tion? 

Citizens for Responsibility and Ethics in Washington (‘‘CREW’’) supports the prac-
tice of the Department of Transportation to gather data on diversity of its advisory 
committee members and believes that all agencies should gather this kind of infor-
mation. The Federal Advisory Committee Act (‘‘FACA’’) mandates that membership 
of advisory committees be ‘‘fairly balanced.’’ 5 U.S.C. App. §§ 5(b)(2) and (c). It is 
difficult for Congress and the public to monitor an agency’s compliance with this 
statutory requirement without the kind of data that the Department of Transpor-
tation gathers. We know of no privacy concerns that would prevent the collection 
of such information, particularly if it were used by the agency to generate statistical 
data that did not identify individual members by name. 

Question 2.: You have expressed some concerns that advisory committees 
merely ‘‘rubber-stamp’’ policies that the agency wants to implement and 
that Federal advisory committees are oftentimes only a ‘‘mouthpiece’’ for 
their agency. What specific safeguards would you recommend to prevent 
this kind of activity? 

The danger that advisory committees will serve merely as a ‘‘mouthpiece’’ for 
agencies that have pre-determined the outcome of the committees is particularly 
acute where the advisory committees lack balance, there is insufficient agency 
screening for conflicts of interest and the committees do not comply with the FACA’s 
open-meeting requirements. When an agency is allowed to co-opt the federal advi-
sory committee process by stacking advisory committees with members who share 
a single viewpoint the result too often is that the committee is inappropriately influ-
enced by the agency—a result that is directly contrary to the congressional intent 
behind the fair balance requirement of the FACA. 

The FACA itself has safeguards intended to prevent advisory committees from be-
coming mere mouthpieces, such as the fair balance requirement and the require-
ment that committee meetings be open to the public. Nevertheless, the problem still 
arises because agencies do not sufficiently enforce those requirements and the public 
is unaware of the problem until the agency acts on the committee’s recommenda-
tions, at which point it is often too late to effectively redress the problem. We there-
fore recommend that there be greater reporting requirements within agencies, in-
cluding the requirement to report with greater specificity and make public the fi-
nancial interests of each proposed committee member. We also recommend that 
each agency have a central office or individual responsible for ensuring agency-wide 
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compliance with the FACA, that this office or individual have responsibility for re-
sponding to public questions or concerns about any particular advisory committee 
and that this office or individual serve as a repository for committee documents, in-
cluding conflict-of-interest documentation. We also recommend that strict conflict-of- 
interest provisions be enacted that would prevent committees being staffed by mem-
bers who have financial interests in the outcome of the committee’s recommenda-
tions. The energy task force established by the president and chaired by the vice 
president represents a particularly egregious example of the harm that results when 
committees operate in the dark and get input only from industry representatives 
who stand to gain financially from the committee’s output. 

Question 3.: What specific changes to FACA would you recommend? 
Please explain. 

We recommend that the FACA be amended to provide that subcommittees and 
other working groups that are tasked by an advisory committee to do the work of 
or assist the committee are also subject to the requirements of the FACA. Currently 
subgroups are not considered to be subject to the FACA, meaning that they can 
meet in secret with no public access to their work. For example, regulations from 
the General Services Administration, the agency charged with providing govern-
ment-wide guidance on the FACA, provide that ‘‘[i]n general, the requirements of 
the Act and the policies of this Federal Advisory Committee Management part do 
not apply to subcommittees of advisory committees that report to a parent advisory 
committee and not directly to a Federal officer or agency.’’ 41 C.F.R. § 102–3.35. 
This is a huge loophole that agencies have exploited to the detriment of the public 
and contrary to the purpose of the intent of the FACA. Congress should plug this 
loophole by making clear that the FACA’s provisions apply to any committee or 
group that is charged not only with making recommendations directly to the agency, 
but also to those charged with assisting any advisory committee and providing input 
on the nature and substance of any committee recommendations. 

In addition, as discussed above, the FACA should be amended to add stringent 
conflict-of-interest screening requirements that ensure not only fair balance in an 
advisory committee’s membership, but also that no member of a committee or the 
employer of any committee member has a direct financial stake in the outcome of 
any committee recommendations. Such conflict-of interest requirements should ex-
tend to any member of a subcommittee tasked to do any work of or assist any advi-
sory committee. To the extent an agency cannot find advisory committee members 
that would meet the conflict-of-interest requirements because of the limited pool of 
experts in any given area, the Act could provide for exemptions on a case-by-case 
basis or, alternatively, provide that such members are to be treated as special gov-
ernment employees subject to the conflict-of-interest provisions found at 18 U.S.C. 
§ 208. 

A third change CREW recommends is that the FACA be amended to make clear 
that any interested member of the public who seeks access to the papers of an advi-
sory committee or seeks to attend any advisory committee meeting is within the 
zone of interests of the FACA’s requirement of fair balance and has standing to sue 
to challenge the lack of fair balance of any advisory committee. The fair balance re-
quirement of the Act, like the open-meeting and record disclosure provisions, is es-
sential to meet the FACA’s goal of making advisory committees accountable to the 
public. While courts have recognized the ability of a member of the public to sue 
to enforce the open-meeting and record-disclosure requirements, there is some doubt 
as to whether individuals can sue to enforce the fair balance requirement. In addi-
tion, the FACA should make clear that courts have jurisdiction not only to enjoin 
past agency violations of the FACA, but also to prevent future violations through 
appropriate injunctive or declaratory relief. 

Æ 
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