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INTEROPERABLE EMERGENCY COMMUNICA-
TIONS: DOES THE NATIONAL BROADBAND
PLAN MEET THE NEEDS OF FIRST RE-
SPONDERS?

Tuesday, July 27, 2010

U.S. HOUSE OF REPRESENTATIVES,
COMMITTEE ON HOMELAND SECURITY,
SUBCOMMITTEE ON EMERGENCY COMMUNICATIONS,
PREPAREDNESS, AND RESPONSE,
Washington, DC.

The subcommittee met, pursuant to call, at 10:03 a.m., in Room
311, Cannon House Office Building, Hon. Laura Richardson [Chair-
woman of the subcommittee] presiding.

Present: Representatives Richardson, Cleaver, and Rogers.

Ms. RICHARDSON [presiding]. Well, good morning to everyone.
Thank you for being here. The Subcommittee on the Emergency
Communications Preparedness and Response will come to order.
The subcommittee meeting today is to receive testimony on the
“Interoperable and Emergency Communications: Does the National
Broadband Plan Meet the Needs of First Responders?”

I will now recognize myself for an opening statement. Good
morning to all of you. I would like to welcome our witnesses here
today, and for those of you who serve this country we are very
grateful for the service that you provide.

Today we will be discussing the broadband’s plan and rec-
ommendation for building a Nation-wide, interoperable, public safe-
ty communications network.

Now, for the record I will disclose, as I said to the gentlemen who
serve this Nation, I served as a police cadet while I was going
through school, and I have family, ex-family who is very involved
from a public safety perspective. So this issue is very important.

It is important to ensure when we talk about safety we are actu-
ally talking about their lives, not only for the public but actually
for the men and women who serve us. So in that sense to me this
is a very strong priority.

This broadband network would be able to one, support and ex-
change large amounts of data, including photos and video. It would
allow first responders to easily communicate across agencies and
jurisdictions. Ultimately, it would usher in a new generation of
emergency response.

The need for a Nation-wide broadband network was first really
brought to, I think, an alarming point when we had the experience
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after 9/11 and also with our now soon-to-be 5-year anniversary of
Hurricane Katrina.

In both disasters, response operations were severely hampered
because public safety was unable to communicate effectively with
one other. But today, nearly 10 years later, after the worst terrorist
attack on U.S. soil, we are still waiting. I must say as Chairwoman
of this committee it is very disappointing.

The FCC’s National Broadband Plan provides for a strategy for
reaching this goal by auctioning the 10 megahertz of spectrum
known as D Block to commercial interests as establishing a public-
private partnership for its use.

The administration has also weighed in by their memorandum
dated on June 28, establishing a 10-year process to add 500 mega-
hertz to the commercial sector, and thereby hopefully providing
enough funding to establish an interoperable wireless broadband
network for public safety.

While we know much time and effort has gone into this plan, we
still have questions about whether it is the best solution for home-
land security. The plan contends that the public safety would be
able to leverage commercial innovation, economies of scale, and ad-
ditional spectrum via priority access and roaming agreements on
commercial networks.

These are promising attributes, but the subcommittee needs
more assurances, and I would say that the public safety community
does as well, needs more assurances that these features will pro-
vide adequate resources and capacity for public safety to meet its
mission critical needs.

The reality on the ground for first responders requires that they
have a dependable communications system that will work under
the worst circumstances every single time.

We look forward to hearing from all of our witnesses whether
you believe the National Broadband Plan would provide that de-
pendable communications network.

Additionally, there are several involvements that absolutely must
occur. No. 1, fully engage the Department of Homeland Security
and No. 2, full involvement by our public safety community.

Further, we want to know how the FCC analyzed public safety’s
spectrum use and they overall needs, because they have certainly
made it known that they require more spectrum.

With the large number of public safety organizations opposed to
the D Block auction, we are also interested in the efforts taken by
the FCC to work with the public safety during the development of
the proposed auction plan.

Clearly, there has been a disconnect, and public safety in some
respects seems to be out on the outside where normally we need
them with us on the inside. This is not a role that should be ig-
nored or avoided in any circumstance.

I believe DHS with its close interactions with the public safety
community could definitely help to bridge the gap. I look forward
to hearing how the Assistant Secretary Schaffer’s office will take
steps to engage first responders and to make sure that the emer-
gency communications is a larger priority at the department.
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We expect that the Office of Emergency Communications at DHS
and its Emergency Communications Preparedness Center to play a
more prominent role in developing interoperable communications.

In addition to the administration, we also wanted to make sure
that we heard directly from the public safety community itself. We
are grateful to have several representatives with us on the second
panel and we appreciate your on-going service.

We want to gain a better understanding of your proposal to re-
allocate the D Block to public safety and how you intend to fund
the build-out and the sustainment of this needed network.

Whether the D Block is auctioned or directly allocated to public
safety, there must be a plan in place to pay for the system, as well
as1 the new hardware that must be purchased by cash-strapped lo-
calities.

Oftentimes, rural communities have the most trouble finding re-
sources to roll out these initiatives, so we appreciate Mr. Graham
from the Rural Cellular Association being here to provide his per-
spective.

Ultimately, when we talk about pursuing a Nation-wide inter-
operable public safety network, no side can do it alone. There must
be a collaborative approach that leverages the expertise and the re-
sources of all involved, public safety, commercial providers, and the
government.

I look forward to hearing from all of our witnesses on how we
can finally achieve this requirement that was required of us 10
years ago.

The Chairwoman now recognizes the Ranking Member from the
subcommittee, the gentleman from Alabama, Mr. Rogers, for an
opening statement.

Mr. ROGERS. I would like to thank the Chairwoman, and I want
to thank the witnesses, both on our first panel and the second
panel for being here and for the time it took to prepare for this
hearing. It is a great help to us, and I really appreciate your efforts
and with that I will get started.

Let me first start by applauding the efforts of the FCC in
crafting a very detailed and comprehensive National Broadband
Plan. This plan is the blueprint for the future development of our
Nation’s high-speed internet, improved communications tools for
first responders, upgraded E911 public safety answering points and
a next generation alert and warning systems.

With that being said, I believe that more can be done in the plan
to support our Nation’s first responders. For example, in Chapter
16 of the plan, the FCC is called upon to “quickly license the D
Block for commercial use.” I believe that this is the wrong decision
anfgl instead the D Block spectrum should be reallocated to public
safety.

I am an original co-sponsor of the bipartisan bill H.R. 5081, the
Broadband First Responders Act of 2010, which was introduced by
the Ranking Member of the full committee, Mr. King. This legisla-
tion would reallocate the D Block currently set aside for auction to
public safety. This bill has over 60 co-sponsors here in the House
and that number continues to grow.

Last week Senators Lieberman and McCain introduced a Senate
companion bill. Their efforts should be applauded and supported so
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that we might enact this vital legislation and in turn continue to
provide public safety with the resources they require.

Finally, I would like to hear from today’s witnesses about any
updates to the National Emergency Communications Plan. The
NECP provides recommendations and milestones for emergency re-
sponders, relevant Government officials and Congress to approve
emergency communication capabilities. The first NECP was re-
leased in July 2008, and I understand that the Department is now
working on a 2.0 version.

I would like to hear from our witnesses on where we stand on
this updated version of the NECP and whether the FCC and DHS
cooperated with one another so that the objectives of the National
Broadband Plan match the goals of DHS NECP which is required
to set National goals and priorities for addressing deficiencies in
the National emergency communications posture.

With that, I would once again want to thank the witnesses for
being here, and I yield the balance of my time.

Ms. RICHARDSON. Other Members of the subcommittee are re-
minded that under the committee rules opening statements may be
submitted for the record. Thank you, Mr. Cleaver, for joining us
this morning.

I welcome our first panel of witnesses. Our first witness, Rear
Admiral, Retired James Arden Barnett, Jr., is the chief of Public
Safety and Homeland Security Bureau at the Federal Communica-
tions Commission.

He is responsible for overseeing the FCC’s activities pertaining
to public safety, homeland security, emergency management and
disaster preparedness, and represents the commission on these
issues before the Federal, State, and industry organizations. Admi-
ral Barnett served 32 years in the United States Navy and the
Navy Reserve, retiring in 2008.

Our second witness, Mr. Greg Schaffer, was appointed assistant
secretary for Cyber Security and Communications on June 1, 2009
by Secretary Napolitano. In this position, Mr. Schaffer is respon-
sible for enhancing the security, the resiliency, and the reliability
of the Nation’s fiber and communications infrastructure.

Prior to joining the Department of Homeland Security, Mr.
Schaffer served as senior vice president and chief risk officer for
Alltel Communications. We are pleased to have you both present
and greatly appreciate your testimony today.

Without objection, the witnesses’ full statements will be inserted
into the record, and I now ask each witness to summarize his state-
ment for 5 minutes, beginning with Admiral Barnett.

STATEMENT OF REAR ADMIRAL JAMES ARDEN BARNETT, JR.
(RET.), CHIEF, PUBLIC SAFETY AND HOMELAND SECURITY
BUREAU, FEDERAL COMMUNICATIONS COMMISSION

Admiral BARNETT. Good morning, Chairwoman Richardson,
Ranking Member Rogers and Members of the subcommittee. Thank
you for the opportunity to speak to you today about the implemen-
tation of the National Broadband Plans’ recommendations can pro-
vide a state-of-the-art, affordable, interoperable, wireless
broadband network for our Nation’s first responders.
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Such an interoperable network is not inevitable. To achieve
interoperability we must have a comprehensive, well-researched,
and affordable plan. Though there has been progress, every dis-
aster since 9/11 reminds us of the interoperability problems with
the current public safety voice networks, which are hamstrung by
outdated, by proprietary technologies.

However, today we have a technological clean slate for a very
brief period of time to ensure public safety has the Nation-wide
interoperable broadband network it requires. That technological
clean slate is the impending construction of the commercial 4G
broadband networks. We can afford it if we act now.

We can reach 99 percent of the population from densely popu-
lated cities to the most rural counties. After months of expert anal-
ysis, research, and public safety input, the National Broadband
Plan recommends an innovative approach to solve the 9/11 inter-
operability problem, an approach applauded by the former chair
and vice chair of the 9/11 Commission.

The core of the network is the 10 megahertz that Congress has
already dedicated to public safety, and it is the one that is located
immediately adjacent to the D Block. As a result of incredible ad-
vances in cellular architecture and LTE technology, 10 megahertz
can perform like 160 megahertz would on the current public safety
voice networks.

We have outlined these developments in a recently released
white paper which demonstrates that this will provide enough ca-
pacity for day-to-day public safety operations in most emergencies.
But we must plan for the worst emergencies, the next 9/11. In that
situation, even an additional 10 megahertz, like the D Block, will
likely not be enough.

The FCC plan calls for public safety to have the ability to have
priority access and roaming to commercial networks, so first-in-line
privileges on up to 60 or 70 additional megahertz.

This feature has an additional advantage that reallocating the D
Block alone does not. It can provide immediate resiliency and re-
dundancy if the public safety network goes down, such as happened
in the District of Columbia in March of this year.

We created an in-depth cost model which shows the way to afford
99 percent coverage, population coverage to the network, and to en-
sure technical interoperability we have already established the
Emergency Response Interoperability Center, or ERIC, with public
safety, the Department of Homeland Security, Department of Jus-
tice and other Federal partners to ensure that interoperability is
truly effective.

The FCC plan draws greatly on the input that we received from
public safety and on much of the plan we agree with public safety.
We agree on LTE technology, on the priority access and roaming,
on the interoperability center, on the need for public funding, on
parting the network, on coverage in rural areas and the need for
consumer priced ruggedized devices.

The one major area of disagreement is whether the D Block
should be reallocated. Reallocation is an option that the FCC exam-
ined thoroughly. Our research, however, raised several concerns if
the D Block is simply reallocated D Block. Our data suggests that
reallocation of the D Block could greatly increase the cost of con-
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struction of the network, perhaps by as much as $9 billion over a
10-year period.

Postponing a decision on D Block is not a good option either,
since missing the deployment of the commercial 4G network will
greatly increase the construction cost also. Simply reallocation of
the D Block is likely to increase the cost of operating, maintaining,
and upgrading the network.

Reallocation would prohibit economies of scale, making the de-
vices and equipment more expensive for public safety, just as it is
now with its voice networks. Without sufficient funding, realloca-
tion could impact the ability of rural areas and underfunded cities
and counties to afford to build and operate the network. If the net-
work is not Nation-wide it is not interoperable.

Clearly, the ultimate decision of how we proceed is in your
hands. The commission remains committed to working closely with
all stakeholders, with public safety, industry, and Members of Con-
gress to achieve our shared goal of a Nation-wide interoperable net-
work.

Our aim is to provide you with the FCC’s insight and expertise
and to present what we view as the greatest challenges to realizing
this essential network. We must not miss this crucial moment to
solve the 9/11 interoperability problem and provide public safety
broadband coverage to the entire Nation. Thank you.

[The statement of Admiral Barnett follows:]

PREPARED STATEMENT OF JAMES ARDEN BARNETT, JR.

JuLy 27, 2010

Good morning Chairwoman Richardson, Ranking Member Rogers, and Members
of the subcommittee. I appreciate this opportunity to appear before you today on
this issue of National importance.

Over the past decade, this Nation has endured man-made and natural disasters
that have tested our mettle, our resiliency, and our resolve. The attacks of Sep-
tember 11, 2001, were some of the most horrific events in our Nation’s history. Hur-
ricanes Katrina and Rita, the Midwest floods, the Kentucky ice storms, the Cali-
fornia wildfires and countless other natural disasters have taxed our resources, our
disaster planning and response, and our public safety personnel. The communica-
tions failures that occurred during and after these events cost the lives and liveli-
hoods of our citizens, and of many brave men and women in uniform.

In the wake of these events, we became smarter about why these communications
failures occurred, and what can be done to better prepare our physical communica-
tions networks and governance protocols to work more effectively during a crisis.
The Department of Homeland Security, the National Telecommunications and Infor-
mation Administration, the Department of Justice, the FCC and others have worked
hand-in-hand with the public safety community to examine our legacy public safety
networks, and to put in place the legal, regulatory, governance, and technical rules
that will facilitate interoperability and survivability.

The fact that we can look back on these events and show some progress speaks
to the dedication of our Nation’s emergency personnel, and of the agencies that work
to solve these problems. But make no mistake; this progress has been very slow,
and those on the front lines of America’s emergency response continue to lack access
to basic communications tools that many commercial consumers take for granted.
Our Nation’s legacy narrowband voice public safety communications networks re-
main hamstrung by outdated, proprietary technologies that were not designed to
work together, as well as a public safety network construction mindset that values
control over coordination, and relies on local projects and local funding, which are
often inconsistent or nonexistent.

But the communications landscape is undergoing a sea change—a shift to ad-
vanced 4G wireless broadband technologies like Long Term Evolution (LTE) that
have the potential to revolutionize the way public safety communicates and executes
its critical mission, from the big city cop on the beat to the small-town volunteer
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fire fighter to the suburban emergency medical technician. If, however, public safety
is going to ride the wave of this technological roll out, we have a limited opportunity
to act.

If we act at the very inception of 4G technology, and employ an inclusive, well-
reasoned, and achievable plan for deploying—and funding—a 4G public safety wire-
less broadband network, we can reach at least 99 percent of the population and
catch the technological wave as commercial 4G networks are built. Otherwise,
America runs the risk of not being able to afford a Nation-wide, interoperable public
safety network and it will never be deployed.

As the images of 9/11 fade from our everyday consciousness, I am concerned that
we may have lost the urgency to act. But as we approach the ninth anniversary of
those events, I am here today to explain why we must regain that urgency, that
drive to act, and why the FCC’s National Broadband Plan recommendations are a
comprehensive solution to the communications problems highlighted by all of this
and other recent National tragedies.

THE NATIONAL BROADBAND PLAN’S COMPREHENSIVE APPROACH

The approach that the FCC recommended in the National Broadband Plan, which
was developed with significant public input from all quarters, provides a realistic,
achievable roadmap to successful deployment and operation of this system. Indeed,
the vast majority of the plan enjoys broad support from across the public safety
community, industry, and others. For example, there is broad general agreement on
the need for:

e The adoption of new, common open-standard LTE technology;

o Priority access for public safety on commercial networks;

e The ability to roam onto commercial networks and other public safety networks;

e An emergency response interoperability center, to ensure interoperability across

the network; and

e Consumer-priced device components that “see” the relevant bands, are

“ruggedized” for public safety, and correspondingly priced network equipment.

We also all agree that the public safety network should not be an isolated techno-
logical island, so that it can continue to evolve, on a cost-effective basis, as commer-
cial technology improvements are made. Members of the public safety community
agree that there needs to be sufficient public funding for the network to ensure that
it is built, that it is hardened, and that it extends to rural areas.

The one area where we have witnessed disagreement is the amount of spectrum
that should be allocated to public safety to make the network fully functional. There
are many in the public safety community that would like the 10 MHz of the D Block
added to the 24 MHz of spectrum already dedicated to public safety in the
beachfront 700 MHz band. Others believe that auctioning the spectrum to commer-
cial licensees is the better approach. During the preparation of the Plan, we exam-
ined both sides, and sought the best advice from engineers, economists, policy-
makers, and a wide array of wireless providers and manufacturers seeking to part-
ner with public safety to bring 4G technologies to all parts of the country.

From this input, we were able to develop a list of attributes that the public safety
broadband network must include:

(1) Nation-wide.—The network must provide coverage for public safety to every-
where, with the eventual goal of 99% coverage of the population.

(2) Interoperable—The network must interoperate across all geographies and
public safety agencies.

(3) Capacity and Performance.—The network must have the capacity and per-
formance to reliably support public safety day-to-day and on an emergency
basis, as well as provide contingencies for operations during the worst disasters,
through hardening and opportunities for access to redundant networks.

(4) Cost-effective.—The network and its devices must be affordable to deploy, op-
erate, utilize, and upgrade.

(5) Technologically advanced.—The network must utilize the latest technology
and with cost-effective technological evolution built in. Public safety cannot be
trapped in expensive, out-dated old technologies that cannot be upgraded with-
out considerable expense and that threaten interoperability.

In the past, we have raised concerns about plans to simply reallocate the D Block
for public safety use. Taken by itself, such reallocation will likely fail to:

(1) Fund network build out and operations;

(2) Make it affordable for public safety to use, maintain, and upgrade, allowing
public safety to benefit from continued innovation;

(3) Provide operability and coverage in all parts of the country;

(4) Promote interoperability;
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(5) Provide sufficient capacity for the worst emergencies; and
(6) Provide for build out in the near term.
Therefore, regardless of how much spectrum the public safety network employs,
there are vital issues that need to be considered apart from the basic question of
reallocation. I will address each of these considerations in turn.

FUNDING NETWORK BUILD OUT THROUGHOUT THE COUNTRY

The National Broadband Plan recognizes that without a comprehensive public
funding mechanism for both capital and operating expenses, an interoperable
broadband network will be unaffordable for significant portions of the country, and
particularly for rural America. Our cost model demonstrates under an incentive-
based partnership approach, which fully leverages commercial technologies and in-
frastructure and covers 99 percent of the U.S. population, capital expenses for a
fully hardened network will cost approximately $6.5 billion over 10 years. Operating
expenses for this network will cost for the same 10-year period between $6 and $10
billion. With this funding in place and based on the FCC’s roadmap, nearly all
Americans, regardless of where they live, will be covered by a Nation-wide, inter-
operable public safety broadband network when an emergency strikes.

Conversely, simply reallocating the D Block to public safety will not provide fund-
ing for network deployment or operations. It has been suggested that public safety
could “self fund” network build out, either through traditional local funding methods
or by leasing excess spectrum capacity to others. With respect to the former, as we
have seen, traditional local funding methods are unreliable, inconsistent, and sub-
ject to tremendous variation depending on the relative resources of the local commu-
nity. This approach threatens to create a patchwork of “haves” and “have nots,”
with many small and rural communities left out. And when times get tough, as we
have seen from the diversion of funds in the E-9-1-1 context, local monies slated
for public safety can be diverted or eliminated in order to meet budgeting con-
straints. In an environment where local communities must lay off or furlough public
safety personnel, the prospect of identifying local funding for broadband network
construction is grim.

With respect to the prospect of public safety becoming a spectrum broker for sec-
ondary access, nothing in our record demonstrates that enough revenue could be
generated to meet capital and operating expenses of the network. The likely result
is that public safety would have no choice but to build fewer towers in rural areas
to save money, or simply would not build at all. Moreover, when the FCC attempted
to broker a mandatory partnership with significant public safety obligations on the
designated commercial provider, there were no buyers. Thus, if the D Block were
to be reallocated to public safety, we have no assurance that any potential buyers
would be willing to pay sufficient leasing fees to fund a viable Nation-wide network.
Sufficient public funding, with appropriate spending safeguards, is therefore imper-
ative regardless of how much spectrum is involved.

THE NEED FOR NETWORK AFFORDABILITY AND KEEPING PACE WITH INNOVATION

The National Broadband Plan and supporting FCC White Papers demonstrate
that capitalizing on the 4G deployment schedules of commercial carriers will be sig-
nificantly less expensive than building a stand-alone public safety system. Under
the FCC’s plan public safety will have its own spectrum, its own network, and con-
trol over key operational components, but in most areas public safety can share in-
frastructure that already exists or is being supplemented by commercial service pro-
viders now. In this way, public safety will save approximately $9 billion for network
construction and save potentially tens of billions in operating costs.

Reallocating D Block will make it more difficult for public safety to enter into
commercial partnerships that capture the economies of scale that commercial car-
riers enjoy by virtue of their larger customer bases. If public safety is unable to le-
verage the commercial marketplace, the cost of the public safety network could eas-
ily rise from approximately $6.5 billion for construction costs and approximately $8—
10 billion in operating costs to an estimated combined total of $35-$48 billion over
10 years, a three to four times increase.!

Reallocating the D Block therefore threatens to come at a price that may put the
network out of reach for many communities. Moreover, if the D Block is reallocated,
instead of taking 10 years it is more likely that Nation-wide network deployment

1Federal Communications Commission, A Broadband Network Cost Model: A Basis for Public
Funding Essential to Bringing Nationwide Interoperable Communications to America’s First Re-
sponders, OBI Technical Paper No. 2, at 4-6 (May 2010), available at hétp:/ /www.fec.gov /pshs/
docs [ ps-bb-cost-model.pdf (Cost Model).
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will take 20 to 25 years, if it happens at all. Delaying deployment may also damage
any ability to leverage commercial deployments now or in the future, and it will be
more likely that Nation-wide interoperability will not be achieved in any reasonable
amount of time. Further, the D Block and the public safety broadband spectrum
make up what is called “Band 14” in the 700 MHz band. Without a commercial car-
rier in Band 14, the pool of potential users in Band 14 is reduced dramatically, pro-
viding less incentive for equipment manufacturers to develop or upgrade products.
Without the ability to capitalize on commercial research and development, and
choose from a broad array of commercial equipment manufacturers, public safety
users will be saddled with disproportionately high costs for communications equip-
ment and handsets that are rapidly outdated and not readily replaceable. Once
again, public safety will be left behind and simply providing more spectrum alone
does not solve this concern.

GUARANTEEING COVERAGE IN URBAN, SUBURBAN, AND RURAL AREAS

Under the National Broadband Plan, the FCC proposes a comprehensive cost and
leveraged deployment strategy that will economically and expeditiously reach 99
percent of the population.

If the D Block is reallocated, the increased expense of the network and user de-
vices will make it more difficult to achieve Nation-wide coverage, and could leave
portions of the country without access to these critical public safety communications
services. In essence, these areas will be left behind with the vestiges of legacy,
narrowband fragmented networks which encumber our Nation today. And it is most
likely the rural and economically challenged areas of the country that will be stuck
on the sidelines.

GUARANTEEING INTEROPERABILITY

Another critical requirement for this network is to ensure that it is interoperable.
This means that no matter the jurisdiction or the uniform, when a first responder
picks up a radio he should be able to communicate with the right people and have
the right information instantaneously.

In April of this year the FCC took a dramatic step forward to ensure interoper-
ability when we established the Emergency Response Interoperability Center or
ERIC. ERIC’s mission, with the help of experts from the Department of Homeland
Security and our other Federal partners, is to develop technical requirements to en-
sure that the 700 MHz public safety broadband wireless network will be fully oper-
able and interoperable on a Nation-wide basis, both day-to-day and during times of
emergency. The impact of ERIC is already being seen. This May, the FCC condi-
tionally granted 21 waiver petitions for early deployment of regional, State, and
local public safety broadband networks.?2 In these initial grants, the FCC adopted
baseline requirements as a first step towards to ensure Day 1 interoperability for
the network. In June, we appointed twenty experienced, public safety practitioners
to be members of ERIC’s Technical Advisory Committee, and we are in the process
of developing an additional advisory body with broader participation. Together with
input from the public safety community and our Federal partners, the experience
we gain with these initial deployments will be instrumental as the FCC adopts its
final technical rules. As our recent actions demonstrate, the FCC is committed to
ensuring that as deployment begins on this network, interoperability is fully
achieved.

And this work must continue, regardless of the amount of spectrum the public
safety network uses. However, reallocating the D Block to public safety may make
this work even more complex for several reasons. First, if the network is not Nation-
wide, significant portions of the country would not be able to interoperate with each
other. Second, without the ability to capitalize on a robust commercial equipment
market using open standards, the potential for proprietary solutions and applica-
tions may also endanger interoperability. The use of proprietary equipment and
standard are part of the reason interoperability has been elusive with our current

2These include the City of Boston; the City and County of San Francisco, City of Oakland,
City of San Jose, CA; State of New Jersey; City of New York; City of San Antonio, TX on behalf
of the San Antonio Urban Area Security Initiative Region; City of Chesapeake, VA; State of New
Mexico; City of Charlotte, NC; State of New York; District of Colombia; County of Maui, County
of Hawaii, County of Kauai, City and County of Honolulu, and the State of Hawaii; City of Se-
attle, WA; Adams County, CO Communications Center; City of Pembroke Pines, FL; Los Ange-
les Regional Interoperable Communications System; Iowa Statewide Interop. Comms. System
Bd.; Calumet, Outagamie and Winnebago Counties, WI; Mississippi Wireless Communications
Commission; City of Mesa, AZ and the TOPAZ Regional Wireless Cooperative; State of Oregon;
and State of Alabama.
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narrowband public safety systems. So, regardless of how much spectrum is allocated
to public safety, it is imperative that the FCC, with its Federal partners, continue
our work through ERIC to ensure the public safety network does not begin on a
flawed foundation.

ENSURING SUFFICIENT CAPACITY ON THE WORST DAYS

FCC engineers, experts, and technical staff have spent hundreds of hours per-
forming engineering analysis to determine whether the 10 MHz of dedicated spec-
trum allocated to public safety will provide more than adequate capacity and per-
formance for day-to-day and emergency communications. We have shown that a
public safety network built on the 10 MHz of dedicated spectrum supports these
critical communications requirements.

Network capacity and performance are affected by spectrum, but other important
factors include the type of architecture employed, the number of cell sites in oper-
ation, the number of sectors per cell, sound network and spectrum management,
and the specific technology that the network utilizes.3 By deploying advanced, 4G
wireless technologies and cellular network architectures, public safety can achieve
much greater capacity than they have achieved in the past. Indeed, moving from
today’s Land Mobile Radio (LMR) technology to LTE or even pre-LTE technologies
could increase capacity per megahertz by a factor of 16.4 In fact, 10 megahertz of
capacity on a cellular network would be the equivalent of 160 megahertz on an
LMR-type network.5

But we must also plan for the major disasters and emergencies that may chal-
lenge the public safety spectrum. To that end, the Plan recommended considering
requiring commercial operators across the 700 MHz band, and possibly other bands,
to provide public safety with roaming and priority access on their networks at rea-
sonable rates in times of critical need. In this respect, advanced 4G technologies like
LTE employ more than a dozen levels of priority, which will allow public safety
“packets” to bypass other packets of information. Like an ambulance with its sirens
on, priority access will allow public safety to speed ahead of everyone else, who must
slow down and pull to the side to provide public safety with the right of way. And
under the FCC’s proposal public safety would have access to nearly 70 MHz of addi-
tional spectrum in the 700 MHz band—far more than 10 MHz or 20 MHz, either
of which would be inadequate in the worst emergencies. Moreover, as technology
evolves to allow priority roaming in other commercial bands, public safety could po-
tentially have access to hundreds of megahertz—orders of magnitude greater than
the alternative that has been proposed.

Further, roaming and priority access will provide public safety with access to re-
dundant networks in case their network is unavailable. If the FCC concept is em-
ployed, if necessary police, fire, and emergency medical communications could sim-
ply roam over onto public safety’s choice of one or more commercial networks, with
priority, and still continue their public safety work. This level of resiliency and re-
dundancy has important benefits for public safety and for homeland security. Sim-
ply reallocating spectrum does not provide this level of redundancy; roaming and
priority access are vital no matter what.

There are additional pieces to ensure adequate capacity and performance rec-
ommended by the Plan. Our cost model recognizes and captures the need for
deployable caches of communications equipments, such as cell towers on wheels, to
supplement the network during the worst emergencies. We have also recommended
that States and localities should include in their building codes requirements for the
installation of in-building transmitters. This will ensure that communications is ex-
tended to deep within buildings.

In our expert opinion, many these elements could be at risk if the D Block is sim-
ply reallocated to public safety. Ten megahertz of additional spectrum cannot pro-
vide public safety with the capacity it may require in the worst emergencies, or the
redundancy and dependability of roaming and priority access on multiple commer-
cial networks. Accordingly, pursuing roaming and priority access remain vital con-
siderations for disaster planning irrespective of whether the core public safety net-
work employs 10 or 20 megahertz.

3The Public Safety Nationwide Interoperable Broadband Network: A New Model for Capacity,
Performance and Cost, at 5 (June 15, 2010), available at http:/ /fjallfoss.fcc.gov /edocs public/
attachmatch | DOC-298799A1.pdf (Capacity White Paper).

41d. at 8.

5J.M. Peha, “How America’s Fragmented Approach to Public Safety Wastes Money and Spec-
trum,” Telecommunications Policy, Vol. 31, No. 10-11, 2007, p. 605-618.
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PROVIDING OPPORTUNITIES FOR IMMEDIATE DEPLOYMENT

Finally, let me end where I began—urgency. Regardless of whether or not the D
Block is reallocated, if we delay too long in taking action, we lose the chance to cap-
italize on commercial 4G deployments; we lose the chance to save the country tens
of billions of dollars; we lose the chance to bring this network to rural parts of the
country; and we lose the chance to make this network a reality in the near term.
These opportunities are available to us now, if we can muster the courage and the
urgency to act.

CONCLUSION

Our mission is to ensure that public safety agencies in all areas of the country
have the can successfully access an advanced, wireless broadband network. We have
a singular opportunity to ensure that public safety has a Nation-wide interoperable
broadband network. Our Plan carefully balances the input of all stakeholders, and
takes advantage of this opportunity by offering a sustainable, long-term, cost-effi-
cient model that provides first responders with the state-of-the-art, affordable, and
interoperable broadband communications networks they deserve. We have one
chance to solve the 9/11 interoperability problem and we must seize the opportunity
while we can.

Thank you for your time and attention. I am very happy to take any questions
you may have.

Ms. RICHARDSON. Mr. Greg? I am sorry, Schaffer.

STATEMENT OF GREGORY SCHAFFER, ASSISTANT SEC-
RETARY, OFFICE OF CYBER SECURITY AND COMMUNICA-
TIONS, DEPARTMENT OF HOMELAND SECURITY

Mr. SCHAFFER. That is all right. Chairwoman Richardson, Rank-
ing Member Rogers and distinguished Members of the sub-
committee, it is a pleasure to appear before you. As the assistant
secretary for Cyber Security and Communications at DHS, I would
like to lay out how my office supports the interoperable emergency
communications needs of the Nation, including our role to date in
moving forward regarding the FCC’s National Broadband Plan.

CS&C plays a central role in continuing the process of advancing
emergency communications, including by actively participating and
engaging with the FCC on issues surrounding the National public
safety broadband network, and working with the Department of
Justice as administration representatives to the Emergency Re-
sponse Interoperability Center.

DHS’ goal is to make certain that all emergency responders have
the capabilities needed to perform their essential missions, whether
using today’s communications infrastructures or emerging
broadband technologies.

Let me expand on that. Much of the debate that is going on right
now revolves around the allocation of 10 megahertz of spectrum
known as the D Block. However, the merits of building a National
public safety broadband network are more complex than simply
whether the D Block spectrum is allocated to public safety or auc-
tioned to the private sector.

In fact, the vast majority of what needs to be done in order to
ensure that public safety has what it needs moving forward must
be done regardless of the outcome of the D Block debate.

We must begin to work on public safety standards for broadband
networks, including known and anticipated data requirements. We
must determine the technical and legal capabilities for priority ac-
cess and roaming across the full range of the 700 megahertz spec-
trum. These efforts must be undertaken now, regardless of how the
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D Block issue is resolved. They are fundamental elements to suc-
cessfully building the network.

The Nation is at a critical juncture regarding the future of emer-
gency communications. Broadband technologies have greatly ex-
panded our expectations of what communications can deliver, with
millions of Americans now routinely using text messaging, e-mail,
location-based services and mobile video via smart phones and
other devices, a trend that will only continue with the emerging
technologies such as the 4G networks.

These new technologies can be used to augment the existing land
mobile radio solutions that public safety currently relies on to per-
form its vital mission, supporting rural jurisdictions and urban
areas alike. The administration strongly supports the building of a
National public safety broadband network, capable of meeting the
mission requirements of public safety.

Moreover, the administration is committed to helping fund this
network through a dedicated funding stream. Of course, the FCC
has been working on its plan for such a network for some time, and
the administration is carefully evaluating their proposals. We are
focused on a number of guiding principles as we go through that
process.

First, interoperability must be built into any network architec-
ture proposal from the outset. We must avoid developing systems
that are unable to interoperate without substantial investment in
expensive add-on components as has often been necessary with
land mobile radios.

Second, coverage in both urban and rural areas and across the
full range of the public safety mission space is essential. Fire-
fighters, law enforcement officials, and EMTs must all benefit from
broadband.

Third, the solution must leverage commercial technologies. If
public safety and commercial providers can leverage common infra-
structure, chipsets, and base station technologies which also meet
public safety requirements, all will benefit.

Let me emphasize this point. The best solutions will leverage
commercial technologies today and allow continued evolution of ca-
pabilities over time, ensuring access to cutting-edge solutions for
the long term.

The arguments for and against reallocation of the D Block are
extremely complex, and any proposal must meet the needs of public
safety and these three guiding principles.

Before any decision on the FCC’s proposal to auction the D Block
and allow public safety priority access to roam on commercial net-
works in cases of emergency, several aspects need additional clar-
ity.

First, both the technical and legal aspects of the framework for
priority access and roaming must be evaluated to ensure that pri-
ority can actually be given to public safety communications in a
time of emergency at a price tag that they can afford.

Second, the FCC’s plan will necessitate sufficient funding to
build out the infrastructure required for the network, and these
costs must also be well-understood.

Third, while any use of wireless broadband technology as a re-
placement for existing public safety mission critical voice traffic
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systems is years away, it is essential that significant efforts be
taken now to solve critical technical challenges associated with
public safety use of commercial networks.

We need to gain clarity quickly on these important matters. One
step toward doing so is the establishment of a public safety inter-
operability task force, including representatives from DHS, DOJ,
and other Federal agencies, set up to better understand and iden-
tify public safety requirements and test assumptions.

This is a once-in-a-generation opportunity to enhance public safe-
ty capabilities and save lives. We must get it right. I thank you for
the opportunity to testify, and I would be happy to answer any
questions you may have.

[The statement of Mr. Schaffer follows:]

PREPARED STATEMENT OF GREGORY SCHAFFER

JULY 27, 2010
INTRODUCTION

Chairwoman Richardson, Ranking Member Rogers, and distinguished Members of
the subcommittee, it is a pleasure to appear before you today to discuss the Depart-
ment of Homeland Security’s (DHS) emergency communications mission. Today I
will outline DHS’s responsibilities in emergency communications. I will also discuss
our position on the development and deployment of a Nation-wide public safety
broadband network including the allocation of the Upper 700 MHz Band D Block
radio spectrum. Finally, I will outline the steps that DHS, in coordination with the
Federal Communications Commission (FCC) and other Federal departments and
agencies, has taken and plans to take to ensure that our Nation’s emergency re-
sponders have the ability to communicate as needed, on demand, and as authorized
at all levels of Government and across all disciplines.

The Nation is at a critical juncture regarding the future of emergency communica-
tions. We have an opportunity to change the trajectory of how the United States
responds to emergency events. Today, the needs of public safety users are being met
by Land Mobile Radio (LMR) technologies, which are used across the Nation by Fed-
eral, State, local, and Tribal governments to provide the mission-critical voice capa-
bilities used every day by firefighters, law enforcement officers, emergency medical
technicians, and other first responders to protect and save lives. In a broadband
world in which voice, video, and data are available to every smartphone user, voice
communications—while essential—are no longer sufficient to meet the needs of
emergency responders. Public Safety also needs the data capabilities and efficiencies
that newer technologies can provide.

The planned deployment of new fourth generation, or 4G, mobile technologies by
many commercial carriers over the next several years presents a historic window
of opportunity to secure a range of high-speed, cutting-edge, inherently interoper-
able capabilities for our Nation’s public safety and emergency response community.
These new technologies can be leveraged to augment the existing LMR solutions
that the public safety community currently uses to perform its vital mission: Deliv-
ering a robust, operable, and interoperable Nation-wide public safety network. This
improved network would support rural jurisdictions and urban areas alike, ensuring
that all emergency responders have access to the new capabilities. If employed effec-
tively, it will facilitate the development of new technologies tailored to public safety
which could mean faster response times for ambulances and fire engines, as traffic-
aware mapping systems guide responders around obstructions and along obscure
roads and side streets, avoiding congested areas. Real-time video analysis could im-
prove situational awareness and reduce risks to civilians. High-speed imaging trans-
missions could enhance the effectiveness of emergency medical treatment in remote
locations, saving more lives. The possibilities, not unlike the demand for and use
i)f appcl{ications on smartphones, for new life-saving solutions and inventions are un-
imited.

We support the vision of a National public safety broadband network, which
leverages commercial technologies and applications, to meet public safety and emer-
gency response requirements. Among the capabilities public safety needs are:

(1) An infrastructure built to handle natural hazards;
(2) Nation-wide interoperable coverage for all public safety agencies;
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(3) Public safety-grade voice capability;
(4) Robust data services;
(5) Public Switched Telephone Network access;
(6) Satellite services.
These services raise complex issues, but we are committed to ensuring strong ca-
pabilities for vital public safety communications.

OVERVIEW OF DHS EMERGENCY COMMUNICATIONS RESPONSIBILITIES

Within the Office of Cybersecurity and Communications, I manage two organiza-
tions that focus on different but converging areas of telecommunications: The Office
of Emergency Communications (OEC) and the National Communications System
(NCS). OEC was established as part of the Congressional response to the commu-
nications challenges faced during the September 11, 2001 terrorist attacks and Hur-
ricane Katrina in 2005. Created by Congress in 2006, OEC coordinates policy and
assists in the development and implementation of interoperable and operable emer-
gency communications capabilities for emergency responders at all levels of govern-
ment—Federal, State, local, Tribal, and territorial. OEC provides more than 100
technical assistance visits to State and local partners each year and coordinates
Federal interagency emergency communications activities across 14 partner agen-
cies through the Emergency Communications Preparedness Center, and across all
levels of government through the SAFECOM Executive Committee and Emergency
Response Council. OEC also led the development of the National Emergency Com-
munications Plan (NECP).

The NCS, transferred from the Department of Defense to DHS in 2003, was cre-
ated by Executive Order to support the telecommunications functions of the Execu-
tive Office of the President and all Federal departments and agencies for Continuity
of Government, Enduring Constitutional Government, and Continuity of Operations.
The NCS is an interagency system comprised of the telecommunications assets of
24 Federal departments and agencies, each with significant operational, policy, reg-
ulatory, and enforcement responsibilities. The NCS coordinates telecommunications
preparedness, response, and restoration activities across its 24 member agencies
through the NCS Committee of Principals, which consists of senior Government offi-
cials from each of the 24 member agencies, ensuring a diverse representation across
the NCS that includes the full range of Federal telecommunications assets. The
NCS developed, manages, and administers priority communications services that
take advantage of existing capabilities provided by the privately owned public
switched network (PSN), yielding a cost-effective emergency communications solu-
tion for Government and critical infrastructure emergency responders.

If the PSN is damaged, degraded, or congested during times of emergency, crisis,
or war, the NCS priority services allow senior Federal officials and first responders
to complete their calls. These priority services are maintained in a constant state
of readiness through the NCS’s unique public/private partnership with the PSN pro-
viders. The NCS also administers an FCC mandate that prioritizes restoration of
critical National security and emergency preparedness circuits if they are damaged
or destroyed during disasters or emergencies. Under the National Response Frame-
work, the NCS is the lead agency responsible for executing Emergency Support
Function No. 2 Communications. To ensure that effective and reliable communica-
tions exist to provide Continuity of Government, Enduring Constitutional Govern-
ment, and Continuity of Operations, the NCS identified the minimum continuity
communications requirements for all Federal departments and agencies, and tests
the operational readiness of those capabilities every month.

Both the OEC and the NCS are critical to shaping National policy, improving
technological capabilities, and securing Federal Government support for a Nation-
wide public safety broadband network. They work across DHS, Federal departments
and agencies, multiple levels of government, and private industry to improve com-
munications capabilities and achieve their mission requirements.

In July 2008, OEC—working closely with our partners from all levels of govern-
ment and the private sector—published the first National Emergency Communica-
tions Plan (NECP). The NECP established a clear operational vision for our Nation’s
emergency communications efforts—that emergency responders can communicate as
needed, on demand, and as authorized, at all levels of government and across all
disciplines. This vision is not technology-specific but encompasses all the wide range
of different means and methods that emergency responders use to communicate.
The NECP established three measurable goals, the first of which we are currently
in the process of evaluating:

e Goal 1.—By 2010, 90 percent of all high-risk urban areas designated within the

Urban Areas Security Initiative (UASI) are able to demonstrate response-level
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emergency communications within 1 hour for routine events involving multiple
jurisdictions and agencies.

e Goal 2.—By 2011, 75 percent of non-UASI jurisdictions are able to demonstrate
response-level emergency communications within 1 hour for routine events in-
volving multiple jurisdictions and agencies.

e Goal 3.—By 2013, 75 percent of all jurisdictions are able to demonstrate re-
sponse-level emergency communications within 3 hours, in the event of a sig-
nificant incident as outlined in National planning scenarios.

This month we held 10 evaluations of Goal 1 progress. By the end of October of
this year, we will have evaluated the communications capabilities of the Nation’s
largest urban areas. Next year, we will expand upon this effort and evaluate Goal
2, coordinating with States to collect information at the county level and providing
DHS with detailed performance and capability data from more than 3,000 local ju-
risdictions.

Through OEC, DHS has placed heavy emphasis on communications capacity
building at the State and local level. At the center of this effort has been support
for the development of extensive governance structures—including strategic plans,
governance bodies, and the identification of State-wide leadership—in order to stra-
tegically guide emergency communications investments in States and localities.
Interoperability is not just about enabling technologies—it is as much about the peo-
ple and processes necessary to use technology in an interoperable way.

The investments we have made over the past several years in governance can be
fully leveraged as new broadband technologies are integrated into the suite of solu-
tions that will be used by the public safety community in the future. Today each
of the Nation’s 56 States and territories has Statewide Communications Interoper-
ability Plans and Statewide Interoperability Governing Bodies to guide their efforts
to improve emergency communications capabilities across their States. In addition,
44 States have hired full-time Statewide Interoperability Coordinators to lead the
effort to build interoperable emergency communications networks. These planning
structures, people, and processes, are the crucial building blocks necessary to suc-
cessfully integrate broadband communications networks into the overarching emer-
gency communications enterprise. In many ways, the emergency response commu-
nity is poised to take this next step.

These organizational efforts are complemented by the priority services programs
managed by the NCS. The Nation’s telecommunications providers are transitioning
from the current circuit switched technology to next generation network (NGN)
Internet protocol (IP) packet-switched technology. The NCS is working closely with
private industry, National, and international standards bodies to ensure that cur-
rent priority service capabilities continue. The NCS’ NGN program is intended to
ensure that all National security and emergency preparedness users continue to
have priority service capabilities in the next-generation network environment. These
capabilities, and NCS’s expertise, provide vital support to public safety communica-
tions as the Nation migrates towards an IP-based communications environment.

DUAL PATH MODEL

As broadband communications capabilities are layered into the emergency com-
munications enterprise, it is essential that we leverage the strategies, policy, gov-
ernance structures, and coordination groups that support current emergency com-
munications capabilities to address the challenges and opportunities of the
broadband world. We are not starting from scratch, and we cannot forget the impor-
tance of continuing to support and improve current day-to-day mission critical com-
munications capabilities. Based on everything we know today about both the state
of the technology and the resources of the community, we believe that it is unlikely
that public safety would transition away from LMR in fewer than 10 years. As the
first broadband systems are built, they will primarily come in the form of broadband
wireless cards for laptops, not ruggedized public safety handsets that handle both
data and voice transmissions. While a single unified broadband solution for both
data transmission and mission critical voice should ultimately be possible, only with
future refinement of standards, significant research and development, and rigorous
testing and evaluation will we be able to begin moving forward with the transition
from mission-critical voice communications to broadband networks.

As we concentrate and unify our efforts on building broadband communications
capabilities, we will continue to partner with public safety to ensure continued, ro-
bust interoperability alongside full broadband implementation. Our goal is to make
certain that all emergency responders have the capabilities needed to perform their
essential missions, with respect to both today’s communications infrastructure and
emerging broadband technologies.
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BROADBAND NETWORK POLICY REQUIREMENTS

As DHS evaluates any potential plan to develop and deploy a Nation-wide public
safety broadband network, we are focused on a number of guiding principles. First
and foremost, interoperability must be built into any network architecture proposal
from the outset. We must use lessons learned from the creation of the LMR environ-
ment and avoid developing systems that are unable to interoperate with each other
without substantial investment in expensive add-on components.

Second, coverage in both urban and rural areas is mission-essential. Emergency
responders across the entire range of response official—from metropolitan police de-
partments to rural county volunteer fire departments—must benefit from broadband
communications capabilities to meet their mission requirements. This network must
be able to address earthquakes in San Francisco as well as wild fires in Montana.
It needs to provide coverage for potential terrorist events in New York City and hur-
ricanes in rural Louisiana. This effort is about connecting everyone, no matter
where in the United States they live.

Third, the solution must allow public safety devices to heavily leverage commer-
cial technology. Within the current LMR environment, public safety handset costs
can range from hundreds to several thousands of dollars per unit, largely because
they are not able to leverage the economies of scale from which commercial cus-
tomers benefit. The same generally holds true for infrastructure components—tow-
ers, base stations, switching equipment, antennae, and backhaul facilities. If public
safety and commercial providers can leverage common infrastructure, chipsets, and
base station technologies which also meet public safety requirements, both sides will
benefit.

Finally, any solution must provide a path for the network to evolve and grow, pro-
gressively adding greater capability and providing better mission support.

The release of the FCC’s National Broadband Plan (NBP) has focused much-need-
ed attention on developing a Nation-wide public safety broadband network. While
reactions have been strong both for and against elements of the plan, DHS believes
that the increased attention to this challenge, and ensuring transparency in meeting
it, will result in stronger solutions. The NBP’s key public safety recommendations
are far-reaching and the administration is currently examining the NBP as part of
the National Science and Technology Council’s subcommittee on broadband. DHS is
working closely with the administration on the Public Safety portions of the plan.

The administration strongly supports building a National public safety broadband
network capable of meeting the mission requirements of public safety. Moreover, the
administration is committed to a dedicated funding stream to help fund the network
using revenues derived from spectrum initiatives.

The administration recently provided the opportunity for funding a portion of the
Nation-wide public safety broadband network when the Department of Commerce
reopened the second round of the Broadband Technology Opportunities Program
(BTOP) to allow 21 jurisdictions to compete with other applications for Federal
grant funding. If a public safety applicant is successful, they may use those funds
to begin building out systems that make use of public safety broadband spectrum.
We support the FCC’s decision to grant waivers to these 21 jurisdictions for condi-
tional use of currently allocated spectrum to promote the development of techno-
logical solutions, processes, and procedures that can inform the deployment of other
jurisdictions throughout the United States. We are hopeful that these applicants
will submit competitive, well-thought-out applications. Successful public safety ap-
plicants could help lead the way and accelerate the development and deployment
of broadband communications capabilities across the United States. At the same
time, we note that it is critically important that these jurisdictions build to a single
consistent standard so that the resulting system of systems is both operable and
interoperable.

The Department of Commerce is also sponsoring a significant initiative—the Pub-
lic Safety Broadband Demonstration Network—at its Boulder, Colorado labs, where
Federal agencies, public safety, and industry will come together to promote public
safety broadband technologies and evaluate equipment. This initiative will help en-
sure that objective data can be provided to public safety on the capabilities and limi-
tations of broadband devices as they become available. Earlier this month I visited
the Boulder labs as part of DHS’s on-going efforts to ensure that public safety’s
technical questions and needs are being addressed. Among other efforts, DHS is fa-
cilitating direct public safety community participation in the evaluation process and
looks forward to continuing to partner with the Department of Commerce to ensure
that emergency responders can participate in these efforts.
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THE D BLOCK

At the Department, our efforts are focused on ensuring that public safety has the
capabilities to communicate as needed, on demand, and as authorized at all levels
of government and across all disciplines. The arguments for and against reallocation
of the D Block are extremely complex, and we believe that any proposal must meet
the needs of public safety and adhere to the guiding principles I laid out earlier.
Under the FCC’s proposal, public safety communications would transition into a
commercial environment characterized by increased infrastructure to maximize
spectrum reuse and the utilization of commercial chipsets and base station tech-
nology to achieve significant cost and capability advantages for public safety users
and the Nation. We believe that the FCC’s proposal has merit, with a number of
significant caveats.

First, the FCC’s proposal relies on development of a new generation of technical
capabilities and additional legal authorities, which are intended to allow public safe-
ty to roam onto commercial spectrum with priority access in emergency events. Both
the technical and legal frameworks for this type of plan must be evaluated, and ca-
pacity and capability outcomes understood, before any decision can be made regard-
ing the spectrum requirements for public safety.

Second, the FCC’s plan will necessitate sufficient funding to build out the infra-
structure required for the network. Effective network operations require that suffi-
cient cell sites and base stations be built out and that the network be hardened as
appropriate. One significant advantage of the FCC’s plan is that network costs are
expected to be significantly less than other alternatives, and costs are of course an
important factor for public safety.

Third, the FCC expects that commercial networks can ultimately be enabled to
handle not only mission-enhancing public safety data communications traffic but
eventually, mission-critical public safety voice traffic as well. While the use of Long
Term Evolution wireless broadband technology as a replacement for existing public
safety voice-traffic systems is years away, it is essential that significant efforts be
undertaken now to solve the following critical technical challenges associated with
public safety use of commercial networks:

(1) The networks and associated equipment must be able to operate in a one-
to-many mode, as LMR systems do today, in addition to the one-to-one mode
of typical commercial cellular phone systems.

(2) The networks and associated equipment must be able to operate peer-to-peer
(or handset-to-handset) in the event of network outages;

(3) The networks must be able to provide clear understandable voice commu-
nications in high-noise environments like burning buildings, and with minimal
voice delay; and

(4) The networks must be able to penetrate to and from the interior of large
buildings without significant degradation of capability.

THE PATH FORWARD

To move forward, working in close partnership with the public safety and emer-
gency response community, and with support from the FCC, the administration,
through the Department of Homeland Security and the Department of Justice is es-
tablishing a joint task force on public safety interoperability to better understand
and identify public safety requirements, test assumptions and approaches associated
with meeting those requirements, recommend technical, policy, process, and govern-
ance solutions, and coordinate with the FCC. This task force will allow personnel
from several of the departments and agencies with major interoperability com-
petencies to work in partnership with the public safety community.

The administration also plans to convene a forum this fall to discuss funding,
spectrum requirements, technology issues, and governance models necessary to sup-
port the development of a next generation network for public safety communica-
tions.

DHS SUPPORT

DHS is committed to supporting public safety and pursuing a dual path strategy
that steadily improves mission-critical voice communications capabilities while in-
vesting in the deployment of a Nation-wide public safety broadband network. We
will continue to provide technical assistance and governance support, share best
practices and lessons learned, and provide venues for coordination for our Nation’s
emergency responders as they maintain and improve their day-to-day mission-crit-
ical communications networks, procedures, and protocols.
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We will support the 21 waiver jurisdictions as they begin their efforts to deploy
the Nation’s first public safety broadband systems in 700 MHz public safety spec-
trum. We will work with these jurisdictions to ensure that their efforts create an
interoperable system of systems that allows users from all jurisdictions to converge
and operate seamlessly in the event of an incident of National significance. We will
leverage the best practices and lessons learned from these efforts to encourage their
integration into broadband communications capabilities.

Within the next year, we will release a revised version of the NECP, which will
lay out the policy and strategic direction for integration of public safety communica-
tions across all technology platforms and more explicitly integrate the dual path
model. We will also apply our IP packet prioritization and standards expertise to
the challenges facing the public safety community.

We look forward to working with other Federal departments and agencies and
Congress to explore additional opportunities for Federal partnerships with a new
Nation-wide public safety broadband network.

CONCLUSION

We must seize the opportunity to build a Nation-wide public safety broadband
network that will provide cutting-edge capabilities to our first responders. We will
aggressively work to support public safety agencies as they integrate broadband
data capabilities into their emergency communications systems, protocols, and gov-
ernance structures. This is a once-in-a-generation opportunity, and we must get it
right.

Thank you for this opportunity to testify, and I would be happy to answer your
questions.

Ms. RICHARDSON. I thank all the witnesses for your testimony.
I will remind each Member that he or she will have 5 minutes to
question the panel, and I will recognize myself first for questions.

You know, I am going to do something that staff will always
tremor when a Member does, and I am going to divert a little bit
from my questions and ask you one that I have for myself.

In many industries, whether it is alcohol and tobacco, whether
it is oil companies or even networks, in those industries there is
a small fee that oftentimes the various providers will pay that will
contribute to an overall good that an agency would provide.

Has there been any discussions about why the networks them-
selves, the companies that benefit from the megahertz, why we
wouldn’t just have a small fee based upon X amount to be able to
pay for a public safety network that benefits them as well as the
entire public?

Admiral BARNETT. Congresswoman, we looked at some 27 dif-
ferent permutations of ways to be able to make the network work.
If what you are talking about is the actual public safety spectrum
that is public safety’s.

They can only exist in that and so actually they would be con-
tracting, they can even build it themselves under our plan or they
can contract with a carrier or somebody else. But it is their spec-
trum so—

Ms. RICHARDSON. No, sir, what I am asking is, and let me give
you an example. When I worked in the State legislature I was on
government operations, which included alcohol, tobacco, and gam-
ing.

The alcohol and tobacco companies paid a certain amount of fees,
some might call it a tax, whatever you might call it, they paid a
general fee for per bottle or per whatever it was, and that went
into, for example, the education of, you know, Alcoholics Anony-
mous and so on.
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My question is, why wouldn’t we be talking to AT&T, Qualcomm,
Verizon, and many of these other providers and say, okay, by hav-
ing them participating in the 700 megahertz band, that you would
pay X amount of fee and that those funds would be utilized to build
our public safety network?

Admiral BARNETT. Now I understand what you are asking,
Chairwoman.

Ms. RICHARDSON. Yes.

Admiral BARNETT. Actually, so one of the things we looked at,
and while we leave to Congress the general concepts of funding the
network, one of the things we wanted to put forward is operation
of the network.

That we looked at, in essence, the FCC being able to, as one sug-
gestion, to levy some type of, you know, fee I guess you could say
against the various carriers that would go into a fund that would
help the various public safety agencies operate their network,
maintain their network, and this is very important, upgrade their
network.

Because we want, as Assistant Secretary Schaffer said, we want
to make sure that public safety keeps up with its commercial tech-
nologies it develops rather than locked in to 20 years as we had
in the past.

Ms. RICHARDSON. Admiral, with all due respect, I am sorry. 1
have only got 2 minutes left. So my question is, I heard everything
that the Secretary said and, in fact, I read all of your testimony
last night at about midnight. So I get that. My question is has
there been a discussion about assessing a fee, and if there was
what were the thoughts of that discussion?

Admiral BARNETT. Yes, ma’am. There have been thoughts about
that, and one of the recommendations in the plan is to assess a fee
that would go into funding public safety’s operation and mainte-
nance of the network.

Ms. RICHARDSON. Okay. Could you supply that information to
this committee?

Admiral BARNETT. Yes, ma’am. I will be glad to.

Ms. RicHARDSON. Thank you very much. Okay, also Admiral, as
you know, a majority of the public safety organizations oppose the
NBP’s auction recommendation while a few groups support this
auction. I would like to submit for the record a statement from the
Fraternal Order of Police supporting the National Broadband Plan.
Seeing no objection it is submitted into the record.

[The information follows:]
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. NATIONAL
FRATERNAL ORDER OF POLICE®

330 MASEACHUSETTE NE., NE.

WASHINGTON, DG 20002
FMINE 20245478188 + FA 125470180

CHUCK CANTERBURY JAMES 0, PASCO, JR.
HATICAL FRESICERT EXECLTIVE DRSO
17 June 2010

The Honorable Fredericl: C. Boucher The Honorsble Clifford B. Stearnsg, Sr.

Chairman Ranking Member

Subcommities on Commumications, Subcommitiee on Communicalions,
Technology and the Internet Technology and the Internet

Committee on Energy and Commerce Commitlee on Energy and Commence

1.5, House of Representatives 11.5. House of Representatives

Washington, 1D.C. 20515 Washington [,C, 20515

Dear Mr, Chairman and Representative Sleams,

1 am writing on behalf of the members of the Fratermal Order of Police to provide the
Subcommittes on Communications, Technology and the Internet with our views on national
efforts to establizh a national public safety broadband network.

Reliable communication is an essential law enforcement tool—critical not only to the safely of the
officer but the overall sufety mission, The old adage that no one con outrun o radio is true, Law
enforeement relies on communications from simple traffic enforcement o complex response
operations to an incident covering multiple jurisdictions and public safety agencies. Without
relinble and effective communications, the safety of the officer and the mission is jeopardized,

The FOP supports the National Broadband Plan recently rolled out by the Federal
Communication Commission (FCC), and its strategic cutline for the creation of & fully
interoperable national networs for public safety. We further support and appreciate the fine work
heing done by Chairman Julivs Genachowski, and the FCCs chicf of the Public SBafity and
Homelard Security Bureau, Rear Admiral Tames A. Barnett, Jr. 'We have enjoyed a constant and
regular dinlogee with these two men and other key staff at the FCC and sincerely appreciate their
cutreach and responsiveness on public safety communications isaues.

Broadband technology is the most recent fechnological jump for the public sector, We share the
FCCs belief that using this new technology will make comnmunicaticns networks more reliable
and more interoperable. The FOP agrees with the most recent conclusions of the FCC*s white
paper, entitled, “The Public Safety Nationwide Interoperable Brosdband Network, A New Modal
For Capacity, Performance and Cost,” which shows that the current spectrom dedicated to the:
Public Safety Broadband Licenses (PSBL) will provide the capacity and performance necessary
for duy-to-day commuynications end serious emergeney situations, The FCC's plan includes
funding for capital and operating expenses, which are eritical to ensuring that the network is both

=BUILDING ON A PROUD TRADITION —
. wlifie
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naﬁgnwide and interoperable, We are also heartened by the FCC's commitment to ensure thet all
public safety agencies, not just those in major mefropolitan areas, but also those in rural, more
isolated arens, will have their interoperability issnes addressed.

There are organizations in the public safety community who believe that the only way o achieve
this goal is to allocate the I Block, which is mandated by law to be sold at avetion, to the PSRL.
But do not mistake the loudest voices for unanimity, The two largest public safely organizations,
the FOP and pur colleagues at the International Association of Fire Fighters, which represent the
rank-and-file—the men and women who are in the field and whose lives depend on reliable
cominnications—do not believe that the FCC*s vision or the overarching goal of cstablishing a
national public sefety broadband netwerk depends on the D-Block being added to fhe PSBL.

P the ranle-and-file, the isme is not just one of capecity, but cost and utility, Doubling the size
of the spectrum dedicated to public safety will not mean very much if Federal funds are not made
available to build out the network. CGuaranteed Federal funding to establish and reslize a national
broadband network for public safety on the existing speetrum is prioity one,

This existing spectium, along with the FOC's plan to use of enhanced roaming on the
commercial networlks that we anticipate would be established on the 13 Block after its auction,
would allow public safety agencies to operate across jurisdictional boundaries during
emergencies in which greater capacities were needed. The FCC's white paper, released carlier
this week, demonstrates how public safety agencies can maximize capacity, performance,
reliability and resiliency of public safety brosdband communications even in the most
extraordinary emergencies when communications demands are at their peak. In addition to
addressing capacity issues during  large-scale national response to a critienl incident, it also
provides public safety with dependability and back up support, which dowes not exist with a purely
dedicated network. The FOP supports the conclusions of the FCC's white paper on this point.

‘That having been said, if the Federal government will commit to guaranteed, mendated fonding
to build out the existing 10 MHz of dedicated public spectrum and the additional 10 MHz from
the D Block, as well as shoulder some of the burden for purchasing the equipment necded to
utilize all of thig spectrum, then it is an idea worth exploring. Without guaranteed funding
atreams, however, public safety ia better served by building 4 national and relisble network on the
existing spectrum and leveraging the commercial spectrum during times of national emergencies.

Capacity is not the only isswe—an honest assessment of the needs and the cost to use that capacity
effectively are equally importent, Having stote-o Cthe-art body armor will not help the officer
who does not put on the vest before he hegins his shift, Having 20 MHz of spectrum without the
funding to build end maintain the communications networle or by devices and equipment that
can teke advantage of that network does very litthe to help an officer requesting assistance from
the field.

In elosing T would like to thank both of you for your leadership and for your consideration of the
views of the members of the Fraternal Order of Police on thiz matter. "W are prepared to .
continue to work with Congress and the Administration to improwve public safety
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communications nationwicde, g0 please feel free to contact e or Executive Director Jim Pesco in
my Washinglon office if we can be of any further ssistance,

maﬁd

Chwek Canterbury
National President

Ms. RICHARDSON. In general, most of the public safety commu-
nity has said that the FCC has not been willing to work in a col-
laborative way with them in the development of the rollout of the
NBP’s planned D Block recommendation.

Please describe in detail what efforts have been taken to work
with public safety to discuss their concerns prior to the D Block
recommendation being made. Specifically, how many stakeholder
meetings have occurred to hear their concerns?

Admiral BARNETT. Chairwoman, I actually went back and looked
at this. We have had literally hundreds of meetings, telephone
calls, conference calls, workshops, forums, technical forums where
we bring people in. I think the witnesses that you will have on
your second panel will be able to tell you I have never refused a
meeting with anyone who requests it. Often I will call to request
it.

So we took a great deal of input and the National Broadband
Plan benefitted greatly by it. I would have loved to have been able
to agree with them on the D Block. It is just that the data did not
show that, and we feel like we had a responsibility to Congress to
tell you exactly what we found.

Ms. RICHARDSON. Would you supply that list to this committee?

Admiral BARNETT. I would be glad to. Yes, ma’am.

Ms. RICHARDSON. Then my last question before I defer to the
Ranking Member, did public safety actually participate in assisting
with the drafting of the recommendation?

Admiral BARNETT. No, ma’am. At that point the actual rec-
ommendations after we took all the input we analyzed it and put
it into the broadband plan as the FCC does with its other decisions
and even in its rulemakings.

Ms. RICHARDSON. Are you opposed to working with them to dis-
cuss your current recommendations and to maybe consider a com-
promise?

Admiral BARNETT. I am always open to working with and talking
to public safety.

Ms. RICHARDSON. Thank you.

With that I will defer to our Ranking Member from Alabama,
Mr. Rogers, for 5 minutes.

Mr. ROGERS. Thank you. First let me say it is pleasant to hear
somebody with an accent like mine in this town.

[Laughter.]

Admiral BARNETT. We don’t have accents.
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Mr. ROGERS. We don’t, but all these Yankees do.

[Laughter.]

Mr. ROGERS. Admiral, in your opening statement you made the
point that we have an outdated equipment in our communications.
Why is it—and I have been on this committee 7 years—we have
spent a fortune trying to make sure that our public safety folks can
communicate with one another. But yet we still have these inter-
operable problems?

I would like for you to tell me why you think that is and I would
like for Mr. Schaffer to tell me his thoughts on that.

Admiral BARNETT. You know, in a very brief statement I think
the reason is because it is so expensive. The public safety agencies
have to invest in, in essence, amortize it over 20 and 30 years. So
as technological advances occur for interoperability it is very hard
to get everybody on the same page at the same time.

That is why this technological clean slate is so important. It is
not going to last long. We really have to act quickly on it, but that
is one of the reasons and one of the major reasons, I think, that
we cannot—we spent $8 billion of Federal money alone in the last
5 years.

Mr. ROGERS. I know.

Mr. Schaffer.

Mr. SCHAFFER. Congressman, I think one of the key issues that
we have discovered over the last couple of years in particular, is
that it is not just about the technology. It is about the governance
structures, the training, the opportunities to have standard-based
solutions.

What we have done in the last 2 years since the National Emer-
gency Communications Plan was first published, is put in place a
National structure that has cascaded into State structures and
local structures. We have State interoperability plans at this point.

We have individuals at the State level who have responsibility
for managing interoperability for all of the local and State re-
sources. That was something that started 2 years ago when the Na-
tional plan was published and, as mentioned, the plan will be up-
dated to focus on some of the interoperability issues around the
broadband solutions as well as we go forward.

But having those structures in place is critically important to
make sure that the technology that we are using is able to deliver
the kind of interoperability that is needed.

So it is good that we have a clean slate with technology and
there is tremendous opportunity on broadband for the data solu-
tions there in the mission critical voice areas the use of systems
that are used today by public safety to do their day-to-day job.

We need to continue doing what we have been doing as well. So
both are equally important I believe.

Mr. ROGERS. Do you require in that plan that local governments
or State governments have to buy equipment or use equipment
that will network in exchange for the Federal funds to pay for it?

Mr. SCHAFFER. There is grant guidance in a variety of different
ways. One of the things that is happening now is that there is a
move to make all of the various grants, whether it is the Depart-
ment of Justice grants, the Department of Homeland Security
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grants and other places through the ECPC we are working to have
all the grant guidance aligned.

So the Emergency Communication Preparedness Center—that is
one of the work streams that they are engaged in to try to get
grant guidance all aligned in a way that will lead to greater inter-
operability.

There have been a number of moves within the plan to drive
interoperability and to have all of those pieces line up in a way
that will now need to coordinate what the broadband pieces as
well.

Mr. ROGERS. Great. Admiral—oh, wait, I am sorry, Mr. Schaffer.
In your testimony you discussed the creation of a task force that
includes FCC, NTIA, and the Department of Justice on the issue
of public safety broadband initiative.

However, Congress also established the Emergency Communica-
tions Preparedness Center in 2006. Now, the ECPC was specifically
established to avoid duplication, hindrances, and counteractive ef-
forts among the participating Federal agencies. Could you please
explain the purpose of this task force and how would you respond
to the accusation that this is simply another layer of bureaucracy?

Mr. SCHAFFER. Yes, Congressman. The ECPC has a very broad
mandate. It is focused across the Federal enterprise. Right now
membership with 14 departments and agencies that are most heav-
ily involved in emergency communications, to address communica-
tions issues across that Federal enterprise to try to coordinate, cre-
ate better leverage, do things like focus on the grant guidance, find
ways to leverage across the Federal departments and agencies.

They are focused on things well beyond the broadband plan and
the very specific issues around the deployment of a single network
within the 700 megahertz space and the issues that that brings up.

The administration has created this task force to focus on that
very narrow issue with respect to the broadband plan and its im-
plementation and whether or not the current proposals are the
ones that are best suited to bring things forward.

So it is a task force designed to focus on what the FCC has done
and bring some additional analysis, ensure that public safety’s con-
cerns, questions, and issues are being looked at by the administra-
tion as well as the FCC.

The FCC has spent a year preparing their plan and focusing on
it. The administration is trying to put some focus on it as well, and
that is what the task force is really about.

Mr. ROGERS. Good. Thank you, Mr. Schaffer. My time has ex-
pired.

Ms. RICHARDSON. You asked my third question.

Mr. RoGERs. Okay. Glad to help.

Ms. RICHARDSON. The National Broadband Plan will provide
safety with additional capacity by requiring commercial carriers to
support roaming and priority access on commercial networks as
you testified, Mr. Schaffer.

As I understand it, priority access merely means putting public
safety at the head of the line, but does not guarantee that they can
get on a system that is already clogged with consumer traffic, a sit-
uation that routinely occurs at the scene of an emergency.
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What happens if commercial carriers are unable to provide the
priority access because their own systems are already overloaded?
Who is liable if the system is not available when the public safety
needs it most? Finally, how would commercial providers prioritize
spectrum use among fire and police in one or multiple jurisdictions
or among State and Federal officials?

Mr. Schaffer.

Mr. SCHAFFER. Chairwoman, there are key in our approach from
DHS perspective is making sure that our public safety resources
have what they need in order to execute in their mission space. So
we are very interested in how the priority and roaming access will
actually operate.

The good news is that the technology that has been selected by
the FCC has been endorsed by the public safety resources has a lot
of capability with respect to priority that did not exist in prior
iterations of the technology.

There are questions, however, in terms of both how that tech-
nology will work in practice as opposed to in the standards and
what the legal regimes will need to be in order to ensure that that
roaming and priority access is instantiated and capable to move
forward in a way that actually works.

So until some of those questions are resolved, it is very hard to
know exactly how that will work and how you will prioritize, for
example, as you asked, between police and fire and other resources.

But those are the kinds of questions that we are looking at with
respect to the task force and trying to work with the FCC to under-
stand what their plan is in terms of how to execute in those spaces.

Ms. RICHARDSON. Well, let me put it this way, Mr. Schaffer, just
like real Americans. Okay, if I am on a plane and I have priority
access, let us say, to upgrade. I have half a million miles, and I
have priority access to be able to upgrade to first class.

But if there are no seats, I don’t get upgraded. So in my opinion,
priority access means nothing in terms of emergencies because if
there is an emergency, we don’t need priority. We need to be in.

So, my question would be how is it that the FCC could propose
a plan that the administration and you would be supporting when
we don’t even have the answer to that question? Because priority
access is not adequate, as you said, we don’t even have the answer
to the question yet, if in the event an emergency occurs.

Mr. SCHAFFER. Ma’am, I want to be very clear that we are ana-
lyzing and raising questions with respect to exactly how that roam-
ing and priority access would work in just the way that you are.

We don’t have the details yet of exactly how that function will
work. There are various ratings and methodologies with which one
could implement priority access, preemptive access. There are var-
ious ways that this could be done. Of course——

Ms. RICHARDSON. How could you support an auction going on if
you don’t have the answer to that question?

Mr. SCHAFFER. Again, we at this point are saying that we believe
that a decision on an auction needs to await some of these tech-
nical answers being worked out.

Ms. RICHARDSON. So is it your testimony that the administration
and your department is not supporting the continuation of the auc-
tion until these questions are answered?
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Mr. SCHAFFER. We are indeed at this point analyzing these ques-
tions and looking to resolve some of the issues before an auction
final decision is made, yes.

Ms. RICHARDSON. Okay. We already—Mr. Rogers brought up the
question about the duplication of effort and lack of coordination. I
guess I didn’t clearly understand though in a clear answer why is
it that the current centers still can’t do it? Why is it the insistence
on another commission? I mean, I work 18 hours a day.

[Laughter.]

Mr. SCHAFFER. I believe we are all putting our time in. As a
practical matter, I think it is a question of focus. ECPC is made
up of resources that primarily handle emergency communications
for the Federal departments and agencies.

The questions at issue here are 700 megahertz spectrum ques-
tions which is public safety, State, local, Tribal government spec-
trum being used, and so it is a slight disconnect there. There is a
desire to have some aggressive focus on the FCC’s proposal and
reaching some conclusions on the kinds of questions that you have
been asking this morning.

So, I think the goal here has just been to make sure that we
have got focused resources looking into those questions, and the
ECPC is moving forward with several issues at the Federal level
for Federal spectrum use, reuse, coordination, leverage, et cetera,
so just an effort to move as quickly as we can.

Ms. RICHARDSON. Mr. Rogers, did you have any follow-up ques-
tions?

Mr. ROGERS. Thank you.

Ms. RICHARDSON. Okay.

Mr. ROGERS. Chief Barnett, could you go into some detail about
ERIC which was established as a result of the National Broadband
Plan?

Admiral BARNETT. Yes, sir. The Emergency Response and Inter-
operability Center was conceived to make sure that we have inter-
operability from the very beginning and on an on-going basis. So
this is a technological center.

Basically the engineers and technicians working closely with
public safety and we are moving forward on basically a—I am
sorry, a factor committee for public safety to advise us on that.

It is basically to ensure that we are adopting the right standards,
that encryption, that authentication, that all the technical aspects
of interoperability are begun and continued as we move forward.

Mr. ROGERS. Great. Mr. Schaffer, the goals of the Office of Emer-
gency Communications and Emergency Response and Interoper-
ability Center at the FCC seem to be in conflict with one another.
Have OEC and FCC discussed potential conflict, and is there a
plan in place to ensure the role of ERIC does not encroach on OEC?

Mr. SCHAFFER. Yes, sir. I believe that there is actually com-
plementary opportunity with respect to what OEC is trying to do
and what the ERIC is trying to do. As the Admiral notes, ERIC is
focused on some of the technology-specific issues around the new
network.

OEC has as its mission coordination of interoperability goals
across Federal, State, local, and Tribal governments. Their respon-
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sibilities are mostly in the policy area, governance spaces, pro-
motion of appropriate solutions across all of that space.

OEC has been and continues to work with the FCC, with ERIC,
in order to ensure that we are coordinating between the National
Emergency Communications Plan, the State-wide plans and the
other pieces, and what the FCC has in mind for ERIC and the
broadband capabilities.

Because as a practical matter, as we said in our testimony, it will
be important that those be coordinated over the long term and that
as we move from the narrow band solutions that we have today,
as we continue to use those systems for mission critical voice and
start to use the new systems for the data solutions and maybe
think about, as the FCC has proposed, using some voice over those
systems, that we are coordinated in the way we are trying to do
interoperability between the two networks.

So there is a lot of opportunity to leverage what OEC has done
historically into some of the new spaces and make sure that we
have consistent interoperability over an extended period of time in
both the land mobile radio space, which will be important for a
long time, and the new broadband data networks which are just
coming on.

Mr. ROGERS. Great. Thank you very much. That is all I have.

Ms. RICHARDSON. Thank you, Mr. Rogers. Admiral Barnett, in
addition to concerns about the lack of involvement of public safety
in this whole entire process and continuing with the recommenda-
tions, it is also our understanding that the Department of Home-
land Security, at least visibly of what we know, has not been as
largely visible or making a statement of their stand in support of
what the public safety organizations are saying. To what degree
has the Department of Homeland Security been involved?

Admiral BARNETT. Well, from our side, ma’am, we have consulted
with DHS and Secretary Schaffer, with OEC from the very begin-
ning. I came into the FCC in July. I think my first meeting with
DH(? was in August. So we have tried to keep them up as we devel-
oped.

Of course, that beginning part we developed were ideas, the 27
things we visited with them then. We visited with them on how it
would be funded. So I think there is a pretty good level of inter-
action between DHS and FCC on this question.

Ms. RICHARDSON. So would you also supply that to this com-
mittee your involvement with DHS and

Admiral BARNETT. I would be glad to, ma’am.

Ms. RICHARDSON [continuing]. How many and how often and
what was in fact communicated?

Admiral BARNETT. I would be glad to.*

Ms. RICHARDSON. Thank you. Then for you, Mr. Schaffer, you
know, you engage a very positive relationship with public safety in
nature due to the committee’s role. What do you think that you can
do to assist in this impasse that currently does in fact exist?

Mr. SCcHAFFER. Well, I think it is incumbent upon DHS and the
administration to make sure that public safety’s concerns are being
heard and that they are being examined and explored in order to

*The information is included in Appendix I.
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reach some ground truth about what can and can’t be accomplished
with the various solutions that are coming forward.

One of the challenges for everyone here is that the technology
that is being recommended by the FCC, it is a great opportunity
because it is brand new, but it is also a challenge because it is
brand new.

This technology has not been deployed anywhere in the United
States. Indeed, it has been deployed almost nowhere in the world
yet, and so the standards, the solutions, the methodologies to bring
that set of capabilities forward, it is not absolutely clear what it is
capable of.

So NIST, for example, is setting up a network out in Colorado
that will give an opportunity to test some of these solutions and
proposals. We have been very heavily engaged with the Depart-
menl‘i of Commerce and that demonstration network for the last 2
weeks.

I have been out to Colorado to work with NIST and to make sure
that we understand what is coming forward through that process
and how we can help to examine what the real capabilities will be
when the technology is available to be tested and deployed, so

Ms. RICHARDSON. So are you committed to working with the pub-
lic safety community and with the FCC to find a solution to this
impasse?

Mr. SCHAFFER. We absolutely are, yes.

Ms. RICHARDSON. Okay. I had a follow-up question. You know, it
seems to me, and unfortunately sometimes the way hearings are,
it is like we hear from you and then you leave, and then our next
panel will come up and say some things we would love to ask you.
So that is why for the record, the committee will be able to ask
subsequent questions to you and ask you to provide them in writ-
ing.

But my question is, you know, I heard both of you in your initial
testimony and you talked about, you know, one of the concerns of
just allocating the D Block to public safety would be a concern of,
you know, archaic system and it not working together and all of
that.

You know, it does not behoove the public safety community to
have a system that would not connect and wouldn’t be able to be
interchangeable. So in what I have read of their testimony, I don’t
understand or I don’t get that the objection is that they want to
create some separate, completely different system.

It is that they want to be involved in the design of it. They want
to make sure that the system, in fact, meets the demands of what
public safety has, which is very different from a commercial sys-
tem. What is the big objection to figuring that out?

Admiral BARNETT. We would agree that this should be a public
safety system, that they should design it. They should say what op-
erates on it. That is why, in examining all the various options, we
rejected a purely commercial system.

We said that 10 megahertz should be public safety’s and they
should decide how they are going to deploy it. It is only when it
roams that we suggested that it is able to roam over to the com-
mercial networks. So we really do believe that it should be a dedi-
cated public safety system.
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Ms. RICHARDSON. So what is the roaming issue?

Admiral BARNETT. The roaming issue is simply—and I don’t
think that they disagree that they want to have it. It is a question
of whether it roams over on from 10 or 20 megahertz. But the
roaming issue—and if I could mention also the priority access that
goes right with it, you mentioned an airplane with first class and
the economy class.

Actually with the new technologies, if you are first in line, you
actually get to go to first class and somebody else moves back to
economy class. So as soon as your—that are playing video games,
all of a sudden their performance shuts down or at least slows
down a good bit.

But the public safety, the police officer or the firefighter, they go
to the first of the line, and that is the new technology. That is why
we can’t rely on thinking about the old wireless priority system or
old way.

As soon as they punch the button, packets start flowing because
an internet protocol system and LTE. It is a vastly different sys-
tem. We need to design it with that in mind.

Ms. RICHARDSON. Well, with all due respect, sir, I have been in
Congress now, it will be just under 3 years, and unfortunately
what I have experienced in some of the disasters and emergencies
that have occurred is sometimes what we think will work in a sys-
tem doesn’t always work, especially in an emergency.

So, I would be of the mind, and I look forward as this discussion
continues, but I don’t think we need public safety to push a button
and then they get in line. If we have an emergency, we may not
have time for them to push the button. They have already got to
be first in line. So we have got to figure out how to get a solution
to get us there.

Mr. Rogers, did you have any further questions? Okay, so to
wrap up the things that you are going to provide to this committee,
No. 1 is a list of the meetings and the attendees for both the meet-
ings that included public safety as well as the Department of
Homeland Security.

No. 2, the FCC you are going to provide us information on the
discussions that took place about levying a fee within the industry
to be able to assist in the payment of a public safety system.

No. 4, Mr. Schaffer, you are going to give us more of a further
understanding prior to an auction going forward of how we are
going to ensure that priority access does in fact include not priority
access but immediate access to public safety.

Okay, any further things, Mr. Rogers? All right. So I thank the
witnesses for being here for your valuable testimony and at this
time we ask the clerk to prepare the room for the next panel.

Thank you very much.

Our first witness that we have is Chief Jeff Johnson. He is the
president and chairman of the Board for the International Associa-
tion of Fire Chiefs.

That organization represents the leadership of over 1.2 million
firefighters and emergency responders. Chief Johnson also serves
as fire chief and administrator of the Tualatin Valley Fire and Res-
cue in Oregon, which is a beautiful area.
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Our second witness, Deputy Chief Charles Dowd, is the com-
manding officer for the Communications Division of the New York
City Police Department. In this capacity, Chief Dowd is responsible
for the world’s busiest 911 system, receiving over 11 million calls
per year.

The New York Police Department’s radio operations, dispatching
4.9 million radio runs annually. Chief Dowd is a 30-year veteran
of the New York Police Department and is a much respected guest
of our Ranking Member, Mr. King.

Our third witness, Mr. Robert A. LeGrande, II, is the founder of
the Digital Decision, formerly known as LeGrande Technical and
Social Services.

Previously, Mr. LeGrande was the chief technology officer for the
District of Columbia, where he provided leadership for the city’s
wireless network operations, human services modernization pro-
gram and the National Capitals Region Interoperable Communica-
tions program.

Our fourth witness, Mr. Eric Graham, serves as the vice presi-
dent for the Strategic and Government Relations for Cellular
South, which provides wireless services in all of Mississippi as well
as portions of Tennessee. Here we have another accent of Alabama
and Florida.

Mr. Graham directs the Cellular South policy agenda and is re-
sponsible for the company’s overall advocacy and efforts with spe-
cific focus on Federal issues. Mr. Graham is testifying on behalf of
the Rural Cellular Association today.

Without objection, the witnesses’ full statements will be inserted
into the record, and I now ask that Chief Johnson summarize his
statement for 5 minutes.

STATEMENT OF CHIEF JEFFREY D. JOHNSON, PRESIDENT
AND CHAIRMAN OF THE BOARD, INTERNATIONAL ASSOCIA-
TION OF FIRE CHIEFS

Chief JOHNSON. Thank you, Chairwoman Richardson and Rank-
ing Member Rogers. I am Jeff Johnson, president of the Inter-
national Association of Fire Chiefs and fire chief in Tualatin Val-
ley, Oregon. I thank you for the opportunity to discuss H.R. 5081,
which allocates the D Block of spectrum directly to public safety.
This is a top priority for America’s fire service leadership.

On behalf of the IFC and the partners of the Public Safety Alli-
ance, I thank Representatives Peter King and Yvette Clarke as
well as over 50 co-sponsors, who clearly understand public safety’s
need for this unique slice of spectrum.

As you are aware, the U.S. Senate has also introduced legislation
which will accomplish this goal. We are grateful for this response
from Congress for what is public safety’s most important issue.

Over the past 50 years, the Federal Communications Commis-
sion has allocated thin slices of spectrum to public safety as the
need for more communications capability arose. Currently 55,000
public safety agencies operate mission critical radio systems, each
with their own FCC license, over six or more different bands.

Our goal of interoperability is difficult and it is expensive. This
is no criticism of the FCC. This is just the way it has always been
done. After the events of 9/11, Katrina, and other major disasters,
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it is clear that a new model is necessary, a National architecture
for public safety wireless communications.

To achieve a Nation-wide public safety wireless, interoperable
broadband network, a single licensee and a single technology is re-
quired, operating on a network with sufficient capacity to handle
to day-to-day operations, as well as the capability to manage major
incidents. This network needs to be mission-critical from the out-
set.

In the beginning, this system will handle only data and video
and at some future time, years away, we envision a possible transi-
tion to mission-critical voice, namely radio over internet protocol.

We all need to take a long-term view to start out with sufficient
spectrum so that we have the ability to migrate to mission-critical
voice if the technology is developed and public safety gains con-
fidence in it.

The following elements of mission-critical are key to a successful
public safety network. The network must be hardened to public
safety standards, which means that the towers must withstand ele-
ments that might otherwise disable a lesser system.

Two, public safety must have control over it. We cannot have
commercial providers deciding what is or is not an emergency, at
the end of the day, public safety must have their hand on the
joystick.

Third, the public safety mission-critical voice network must have
the ability to broadcast and receive one-to-one and one-to-many
without changes to the network. This so-called talkaround capa-
bility is also known as simplex and from a commander’s perspec-
tive, this is an imperative in a system design.

Fourth, the network must have backup capabilities in the event
of network loss. There are many critical needs that can be met with
broadband data and video in the fire service, building diagrams
available to commanders, hazmat inventories, wild land fire situa-
tion awareness, video feeds from trauma patients directly into the
emergency room, and the list is endless. Law enforcement also has
a list of needs.

The point is in order to achieve a Nation-wide public safety
broadband network we need the 10 megahertz of the D Block spec-
trum. Currently it is slated for FCC auction to be added to our cur-
rent 10 megahertz of spectrum known as the public safety
broadband, which is currently allocated to public safety.

As you can see from the spectrum chart, this spectrum, the D
Block, is perfect for public safety. This is yours and our one-time
opportunity to get this right. The public safety community urges a
prompt and timely passage of H.R. 5081.

Madam Chairwoman and Ranking Member Rogers, we want to
assure you and your colleague that we are working tirelessly with
Members of Congress, the FCC, and the Department of Homeland
Security and anyone else in the administration that will hear our
issue to achieve this important public safety goal.

Thank you for the opportunity to be here, and I look forward to
answering your questions.

[The statement of Chief Johnson follows:]
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PREPARED STATEMENT OF JEFFREY D. JOHNSON

May 27, 2010

Mr. Chairman: I am Jeffrey Johnson, president of the International Association
of Fire Chiefs (IAFC) and chief of the Tualatin Valley Fire Department in Bea-
verton, Oregon. I thank you for the opportunity to discuss H.R. 5081 which allocates
the D Block of spectrum directly to public safety. This is a top priority for America’s
fire service leadership and the only one for the Public Safety Alliance. (PSA mem-
bership list attached)

On behalf of the IAFC and the partners of the Public Safety Alliance, I thank
Representatives Peter King and Yvette Clark as well as over 50 cosponsors—and
the number is growing—who clearly understand public safety’s need for this unique
slice of spectrum. As you are aware, the U.S. Senate has also introduced legislation
which will accomplish this goal. We are grateful for this response from Congress for
what is public safety’s most important issue.

Over the past 50 years, the Federal Communications Commission (FCC) has allo-
cated thin slices of spectrum to public safety as the need for more communications
capability arose. Currently, 55,000 public safety agencies operate mission-critical
radio systems—each with their own FCC license—over 6 or more different bands.
Our goal of interoperability is difficult; it is expensive. This is no criticism of the
FCC; this is just the way it has always been done. After the events of 9/11, Katrina
and other major disasters, it is clear that a new model is necessary: That is a Na-
tional architecture for public safety wireless communications.

To achieve a Nation-wide, public safety, wireless, interoperable, broadband net-
work, a single licensee and a single technology is required operating on a network
with sufficient capacity to handle day-to-day operations as well as the capability to
manage major incidents. This network needs to be mission-critical at the outset. In
the beginning, this system will handle only data and video. At some future time—
years away—we envision a possible transition to mission-critical voice, namely
Radio over IP. We all need to take a long-term view—to start out with sufficient
spectrum so that we will have the ability to migrate to mission-critical voice if tech-
nology eventually supports it. This will happen when the technology is developed
and public safety has confidence in it.

Tlﬁe following elements of mission-critical are key to a successful public safety net-
work:

e The network must be hardened to public safety standards.—This means towers
must be able to withstand the elements that might disable them. Towers in
hurricane-prone areas and tornado alleys must be designed accordingly. Back
up electrical power must be available 24/7.

e Public safety must have control over it.—We cannot have commercial providers
deciding what is or is not an emergency and what is the priority. Public safety
transmissions have to go through at the moment—without delay. The lives of
fire fighters, the lives of medics, the lives of law enforcement officers depend
on this. This is our responsibility.

e The public safety mission critical voice network must have the ability to broad-
cast and receive one-to-one and one-to-many and the ability to broadcast and re-
ceive without the network infrastructure being operative.—This is called “talk
around” capability—also known as simplex. This is a command-and-control im-
perative. You know that we operate under extremely hazardous conditions. If
the network, for any reason, cannot provide connectivity, then we need the ca-
pability to communicate without the network. This means communicating in the
simplex mode. And, that is the heart of public safety communications.

o The network must have back-up capabilities in the event of network loss.—We
envision satellite capability for the network to be available when a tower is dis-
abled. Satellite can also cover remote areas that don’t have towers. Our mission
is geography-oriented whereas commercial carriers are concerned with popu-
lation.

Here are some of the critical needs that can be met with broadband data and
video in the fire service: Building diagrams, hydrant locations, haz-mat inventories,
traffic controls that clear the response routes, real-time video to improve situational
awareness, wildland fire thermal and weather imaging, video feed of trauma pa-
tients directly to the ER, freeway traffic cameras streamed to responders so that the
precise location and severity of an incident can be accurately determined. The list
is endless. And I can tell you that law enforcement has its own long list.

The point is, in order to achieve a Nation-wide public safety broadband network
to provide connectivity coast to coast, border to border, we need the 10 MHz of D
Block of spectrum, currently slated for FCC auction, to be added to the current 10
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MHz of spectrum licensed to the Public Safety Broadband Licensee to build out a
20 MHz network. You can see on the spectrum chart, below, that this is the ideal
spectrum. The public safety block abuts the D Block. This is perfect for public safe-
ty.

New Upper 700 MHz Band Plan - Adopted by FCC on July 31, 2007
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Only with this particular spectrum configuration, and none other, can public safe-
ty be assured that it will have the ability to build the network it needs now and
into the future. This is yours and our one-time opportunity to get this right.

We urge prompt and timely passage of HR 5081.

Mr. Chairman, we want to assure you and your colleagues that we are working
tirelessly with Members of Congress, the FCC, Department of Homeland Security
and l;)thers in the administration to achieve this public safety communications land-
mark.

Thank you for the opportunity to be here this morning. Now I am available to
respond to any questions you may have.

ATTACHMENT.—THE PUBLIC SAFETY ALLIANCE

The Public Safety Alliance is a partnership with the Nation’s leading public safety
associations, which includes International Association of Chiefs of Police, Inter-
national Association of Fire Chiefs, National Sheriffs Association, Major Cities
Chiefs Association, Major County Sheriffs Association, Metropolitan Fire Chiefs As-
sociation, International, National Emergency Management Association, and APCO.
The partnership is operated as a program of the Association of Public-Safety Com-
munications Officials (APCO) International.

The purpose of the Public Safety Alliance’s is to ensure law enforcement, fire, and
EMS agencies are able to use the most technologically advanced communications ca-
pability that meets the difficult, life-threatening challenges they face every day as
they protect America.

The goal of the Public Safety Alliance is to raise awareness in Congress and the
White House about what our Nation’s law enforcement, fire, and emergency medical
services need to build out a Nation-wide, interoperable, 4G, wireless communica-
tions network to protect America.

International Association of Chiefs of Police; International Association of Fire
Chiefs; National Sheriffs Association; Major Cities Chiefs Association; Major County
Sheriffs Association; Metropolitan Fire Chiefs Association; Association of Public-
iafety Communications Officials International; National Emergency Management

ssociation.

Ms. RICHARDSON. Thank you for your testimony.

I now recognize Chief Dowd to summarize to his statement for
5 minutes.

STATEMENT OF DEPUTY CHIEF CHARLES F. DOWD, COMMU-
NICATIONS DIVISION, NEW YORK CITY POLICE DEPART-
MENT

Chief DowD. Good morning, Madam Chairwoman Richardson,
Ranking Member Rogers. I am Deputy Chief Charles Dowd, com-
manding officer of the New York City Police Department’s Commu-
nication Division.

On behalf of Police Commissioner Ray Kelly, I want to thank you
for the opportunity to discuss with you today the critical need for
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Congress to act to ensure that public safety agencies will be able
to communicate effectively now and in the future.

I speak today not only for the NYPD and the City of New York
but also on behalf of my colleagues in law enforcement who are
part of the Public Safety Alliance, whose member organizations in-
clude the International Association of Chiefs of Police, the National
Sheriffs Association, the Major Cities Police Chiefs, The Major
County Sheriffs’ Association, the Association of Public Safety Com-
munications Officials, and the National Emergency Management
Association.

We are also gratified by the continued support of the Big Seven
and a host of organizations too numerous to mention.

We are greatly encouraged by the widening support in the House
for the bipartisan bill introduced in April by Representatives Peter
King and Yvette Clarke.

This legislation, H.R. 5081, Broadband for First Responders Act
of 2010 currently co-sponsored by—I had 55, I think we are up to
57 now, Members of the House—calls for the reallocation of the D
Block directly to public safety.

We would like to take this opportunity to applaud Senator Jo-
seph Lieberman, Senator John McCain, and Senator John D.
Rockefeller for their recent commitment to support allocation of the
10 megahertz of spectrum known as the D Block to public safety
for the creation of a Nation-wide public safety interoperable
broadband mobile network which will assist public safety to con-
tinue to protect the communities Nation-wide.

Senator Lieberman and Senator McCain announced last week
the introduction of the First Responders Protection Act of 2010 in
the U.S. Senate. This bill would not only allocate the D Block to
the public safety community, but would ensure that funding is
available for a Nation-wide public safety interoperable mobile
broadband network.

We are also pleased by the recent announcement by Senator
Rockefeller that he intends to introduce the Public Safety Spectrum
and Wireless Innovation Act. This legislation would allocate the D
Block to public safety and provide the funding to create and imple-
ment a public safety interoperable broadband network.

The President’s recently-issued executive memorandum directing
a study to identify 500 megahertz of additional spectrum for com-
mercial broadband services over the next 10 years is very encour-
aging.

The plan calls for the initial proceeds from the sale of this spec-
trum to be allocated to the build-out of the Nation-wide public safe-
ty broadband network. Since the D Block accounts for less than 2
percent of the total spectrum to be identified, we see this action as
an action that could potentially solve both problems of funding and
spectrum.

Sales of some of the other 500 megahertz of spectrum would sup-
port public safety build out while still allowing for the reallocation
of the D Block. Many of us in public safety have previously stated
that broadband technology would create a paradigm shift in public
safety communications.

The recent event in Times Square confirms the need for informa-
tion sharing capabilities that will allow first responders to be effec-
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tive in preventing such an attack. The ability to share information
in real time on a local, State, and Federal level is critical to that
goal.

We have heard recently that allocation of the D Block to public
safety has been referred to as a gift. This is an inaccurate charac-
terization. It is an investment in our National security that is des-
perately needed.

In 1932, the NYPD took an historic step that changed forever
how the department responded to emergencies. It invested in its
first radio communications network. This created a paradigm shift
in policing.

Its importance was such that the NYPD changed the name patrol
car to RMP or radio motor patrol car, a term still used some 78
years later. That technology has remained virtually unchanged for
80 years.

Broadband is the technology that will create the next paradigm
shift for public safety communications and ultimately solve the
problem of interruptibility that was so tragically apparent on 9/11.

Allocating the D Block to public safety will provide first respond-
ers with the bandwidth required for the eventual migration of mis-
sion-critical voice to 700 LTE as envisioned in the National
Broadband Plan.

The Public Safety Alliance shares this vision and looks forward
to a day in the not-too-distant future when public safety users can
share a Nation-wide network that supports voice, video, data on an
integrated wireless network and abandon the web of disparate leg-
acy networks that impede interoperability today.

The recent FCC white paper on broadband spectrum require-
ments for the public safety is unfortunately not based in fact. The
main source cited in that paper, NPSTC, has already filed notice
with the FCC indicating that its data was not properly applied and
has urged the FCC to use the actual data supplied from the only
existing public safety broadband system, New York City’s
NYCWIN, which we contend proves the need for more spectrum.

Some have suggested that public safety’s objectives are to exclu-
sively hold the D Block for our own use. This is simply not the
case. We have always supported the idea of a public-private part-
nership for the use of the D Block.

Our position is that the best way to accomplish this is through
competitive, negotiated contracts or more commonly referred to as
RFPs. This process of using RFPs has been endorsed in many of
the wireless carriers.

We feel that such an approach is completely consistent with the
FCC’s broadband plan. We believe that the RFPs should be devel-
oped in concert with the FCC to ensure consistency and competi-
tiveness.

Like Congress and the FCC, public safety wants to maximize and
efficiently use its spectrum, but we must be able to manage and
control the networks so our data traffic has absolute priority.

Our experience with commercial network failures tells us we
need network control to ensure guaranteed access and security.
The RFP process will allow carriers, private wireless, data pro-
viders, new businesses to access this spectrum for common good.
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The benefits of this process is that it doesn’t exclude anyone, al-
lows for competition, provides access for new companies seeking to
provide wireless commercial broadband data service. It also allows
for mechanisms not only to share development and deployment
costs, but it can also provide an on-going funding stream to local
government for the use of the shared spectrum.

Most importantly, it would provide public safety a highly effi-
cient LTE network that public safety controls would control and
manage, ensuring access for our first responders.

In closing, the organizations that comprise the Public Safety Alli-
ance are unified in the goal of establishing for the first time a Na-
tion-wide interoperable mission critical voice and data public safety
broadband network.

They are not motivated by profit or politics. Our sole motivation
is the desire to serve the public we are sworn to protect. I thank
you for your attention to this important issue and I will be happy
to answer any questions from the subcommittee.

[The statement of Chief Dowd follows:]

PREPARED STATEMENT OF DEPUTY CHIEF CHARLES F. DowD

JuLy 27, 2010

Good morning Chairwoman Richardson, Ranking Member Rogers, and Members
of the subcommittee. I am Deputy Chief Charles Dowd, Commanding Officer of the
New York City Police Department’s Communications Division. On behalf of Police
Commissioner Raymond Kelly, I want to thank you for the opportunity to discuss
with you today the critical need for Congress to act to ensure that public safety
agencies will be able to communicate effectively, now and in the future.

I speak today not only for the NYPD and the city of New York, but also on behalf
of my colleagues in law enforcement who are part of the Public Safety Alliance,
whose member organizations include the International Association of Chiefs of Po-
lice, the National Sheriffs’ Association, the Major Cities Police Chiefs, the Major
County Sheriffs’ Association, the Association of Public Safety Communications Offi-
cials, and the National Emergency Management Association. We are also gratified
by the continued support of the Big Seven, and a host of other organizations too
numerous to mention.

We are greatly encouraged by the widening support in the House for the bi-par-
tisan bill introduced in April by Representatives Peter King and Yvette Clarke. This
legislation, H.R. 5081, Broadband for First Responders Act of 2010, currently co-
sponsored by fifty-five Members of the House, calls for the re-allocation of the D
Block directly to public safety.

We would like to take this opportunity to applaud Senator Joseph Lieberman,
Senator John McCain, and Senator John D. Rockefeller for their recent commitment
to support allocation of the 10MHz of spectrum, known as the D Block, to public
safety for the creation of a Nation-wide public safety interoperable mobile
broadband network, which will assist public safety to continue to protect their com-
munities Nation-wide.

Senator Lieberman and Senator McCain announced last week the introduction of
the First Responders Protection Act of 2010 in the U.S. Senate. This bill, would not
only allocate the D Block to the public safety community, but would ensure that
funding is available for a Nation-wide public safety interoperable mobile broadband
network.

We are also pleased by the recent announcement by Senator Rockefeller that he
intends to introduce the Public Safety Spectrum and Wireless Innovation Act. This
legislation would allocate the D Block to public safety and provide the funding to
create and implement a public safety interoperable broadband network.

The President’s recently-issued Executive Memorandum directing a study to iden-
tify 500 MHz of additional spectrum for broadband services over the next 10 years
is very encouraging. The plan calls for the initial proceeds from the sale of this spec-
trum to be allocated to the build-out of the Nation-wide public safety broadband net-
work. Since the D Block accounts for less than 2 percent of the total spectrum to
be identified we see this as an action that could potentially solve the problems of
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funding and spectrum. Sale of some of the other 500 MHz of spectrum would sup-
port a public safety build while re-allocating the D Block.

Many of us in public safety have previously stated that broadband technology will
create a paradigm shift in public safety communications. The recent event in Times
Square confirms the need for information-sharing capabilities that will allow first
responders to be effective in preventing such an attack. The ability to share infor-
mation in real time on a local, State, and Federal level is critical to that goal.

We have heard recently the allocation of the D Block to public safety referred to
as a “gift”. This is an inaccurate characterization. It is an investment in our Na-
tional security that is desperately needed. In 1932 the NYPD took an historic step
that changed forever how the Department responded to emergencies. It invested in
its first radio communications network. This created a paradigm shift in policing.
Its importance was such that the NYPD changed the name Patrol Car to RMP, or
Radio Motor Patrol car, a term still in use some 78 years later. That technology has
remained virtually unchanged for 80 years. Broadband is the technology that will
create the next paradigm shift for public safety communications, and ultimately
solve the problem of interoperability that was so tragically apparent on September
11, 2001.

Allocating the D Block to public safety will provide first responders with the band-
width required for the eventual migration of mission-critical voice to 700 LTE as
envisioned in the National Broadband Plan. The Public Safety Alliance shares this
vision and looks forward to a day in the not-too-distant future when public safety
users can share a Nation-wide network that supports voice, video, and data on an
integrated wireless network, and abandon the web of disparate legacy networks that
impedes interoperability today. The recent FCC white paper on broadband spectrum
requirements for public safety is unfortunately not based on fact. The main source
cited in that paper, NPSTC, has already filed with the FCC indicating that its data
was not properly applied, and has urged the FCC to use the actual data supplied
to it from the only existing public safety broadband system, New York City’s
NYCWIN, which we contend proves the need for more spectrum.

Some have suggested that Public Safety’s objectives are to exclusively hold the D
Block for our own use. This is simply not the case. We have always supported the
idea of a public-private partnership for the use of the D Block. Our position is that
the best way to accomplish this is through competitive negotiated contracts or what
is more commonly referred to as a Request For Proposal or RFP. This process of
using RFP’s has been endorsed by many of the wireless carriers. We feel that such
an approach is completely consistent with the FCC’s broadband plan.

We believe that these RFP’s should be developed in concert with the FCC to en-
sure consistency and competitiveness. Like Congress and the FCC, public safety
wants to maximize the efficient use of spectrum but we must be able to manage and
control the network so that our data traffic has absolute priority. Our experience
with commercial network failures tells us we need network control to ensure guar-
anteed access and security. The RFP process will allow all carriers, private wireless
data providers, and new businesses to access this spectrum for the common good.
The benefit to this process is that it doesn’t exclude anyone, allows for competition,
and provides access for new companies seeking to provide wireless commercial
broadband data service. It also allows for a mechanism to not only share develop-
ment and deployment cost, but it also can provide an on-going funding stream to
local government for the use of the shared spectrum. Most importantly, it would
provide public safety a highly efficient LTE network that public safety controls and
manages, ensuring access for our first responders.

The organizations that comprise the Public Safety Alliance are unified in the goal
of establishing for the first time a Nation-wide interoperable mission critical voice
and data public safety broadband network. They are not motivated by profit or poli-
tics. Our sole motivation is a desire to serve the public we are sworn to protect. I
thank you for your attention to this important issue, and I will be happy to answer
any questions from the subcommittee.

Ms. RICHARDSON. Thank you for your testimony.
I now recognize Mr. LeGrande for his statement for 5 minutes.

STATEMENT OF ROBERT A. LEGRANDE, II, FOUNDER, THE
DIGITAL DECISION, LLC

Mr. LEGRANDE. Well, good morning, Ms. Chairwoman, and the
Members of the subcommittee. My name is Robert LeGrande, and
I am a former chief technology officer with the District of Columbia
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government and former program executive for the National Capital
Region’s Interoperability Program.

I led the district’s land mobile radio network upgrade, and I also
led the development of the Nation’s first 700 megahertz wireless
broadband network for first responders. This pilot network is con-
sidered as a model for the Nation and in recent years has served
as a test bed on how broadband applications can be shared securely
among public safety agencies.

First, please allow me to acknowledge the outstanding efforts of
this committee, APCO, the Public Safety Alliance and all its mem-
ber organizations, as well as the FCC. In short, we are closer to
providing next generation communications to our first responders
than we have ever been.

I appreciate the committee’s on-going efforts to address this crit-
ical issue and thank you for the opportunity to present my views
on the “Interoperable Emergency Communications, Does the Na-
tional Broadband Plan Meet the Needs of the First Responders?”

Now, given the complexity issue, I will keep my comments brief
and focused on three key areas. Where the National Broadband
Plan meets first responders’ needs, where the National Broadband
Plan does not meet the first responders’ needs and why, and what
I recommend we do about it.

Please reference Figure 1. As the slide indicates, the FCC’s Na-
tional Broadband Plan meets the public safety needs in far more
areas than it does not.

The FCC has made substantial progress in moving this from a
fractured and disjointed approach to a National interoperable wire-
less broadband network design that is flexible, interoperable, and
with some changes referenced later in my testimony, it is capable
of meeting all of first responders’ needs today, tomorrow, and into
the future.

The plan successfully addresses the need for technical and oper-
ational standards, National interoperability, funding, public safety
devices and most importantly, it gives the day-to-day control of the
network to the people who need it most—our first responders.

The plan has successfully influenced commercial carrier’s Na-
tional broadband strategies resulting in both AT&T and Verizon
committing to share network infrastructure with public safety.

This portion of the plan combined with public safety and the
FCC’s committed to long-term evolution technology, sets the stage
for a highly competitive, low-cost, efficient network deployment,
while achieving private and commercial network redundancies,
which is essential to ensuring Nation-wide coverage.

Now, while a National Broadband Plan makes great strides to-
wards public safety National interoperable broadband communica-
tion, it has one key deficiency—sufficient spectrum to get the job
done. Now, historically, public safety has been allocated spectrum
in non-contiguous chunks, which has contributed to the land mobile
radio interoperability problems we have today.

The FCC has repeatedly stated that public safety has 20 to 25
times more spectrum per user than commercial providers. How-
ever, 50 megahertz of this calculation is from the 4.9 gigahertz
spectrum which is unusable for wide area broadband network use.
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All but the current 10 megahertz of broadband spectrum can be
used for broadband network deployment.

The FCC has itself acknowledged that public safety will need ad-
ditional spectrum in the future and suggested the best approach
would be to begin with the 10 megahertz of spectrum already allo-
cated to public safety use then allocate additional spectrum later.

Now, this sounds familiar and based on past results, that is not
a good thing. Further, when will we allocate the spectrum and how
will it be allocated? Will this new spectrum cause technical prob-
lems and force the commercial industry to establish a special sepa-
rate standard for public safety?

This is a worst-case scenario in the making as we will be repeat-
ing the past LMR approach and this will result in monopolistic in-
novation and pricing.

Public safety needs the D Block spectrum as it will stabilize pub-
lic safety’s technological path and will result in efficient spectrum
uses. We would be able to plan a smooth transition from com-
prehensive voice to comprehensive voice, video, and data commu-
nication.

Now, the good news is, is once public safety has transitioned all
communications to the new network, public safety’s holdings can be
evaluated and determined if unused spectrum can be returned for
commercial use.

In the FCC’s recently released white paper, “The Public Safety
Nationwide Interoperable Broadband Network, A New Model for
Capacity and Performance and Cost”—I didn’t come up with the
title—the commission concludes that public safety has sufficient
spectrum based on three emergency incidents.

Now, given the number of users and uses identified in the docu-
ment, the author is correct. However, based on my experience de-
ploying the Nation’s first and only public safety 700 megahertz
wireless broadband network here in Washington, DC, the scenarios
referenced in the document don’t accurately represent the antici-
pated number of users or uses.

Government users will be super-users because they will need to
consistently optimize government operations to lower costs while
being driven to improve service delivery to citizens. Private wire-
less broadband networks provide a low-cost alternative for this.

Our next generation networks must have sufficient spectrum and
be designed to support comprehensive government communications
for the entire State and local government enterprise as well as Fed-
eral public safety users.

The National Broadband Plan seeks to offset the spectrum needs
by leveraging commercial roaming. Now everyone, everyone, sup-
ports public safety have interoperability with the commercial car-
riers.

However, we should never rely on commercial carriers but for a
last resort. We should not depend on commercial carriers. An ex-
ample with the difficulty we will face can be seen today with the
recent release of the iPhone 4, network outages due to capacity
shortages and some technical glitches that caused lapses in com-
munications.

If public safety communications fail people could die. More re-
cently, the FCC has been suggesting that auctioning the D Block
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in 2011 with an anticipated deployment date starting in 2012, will
speed network deployments and lower costs.

This means that public safety should wait for an eventual D
Block winner to start network deployments in 2 years from now.
Now, this actually delays the opportunities of network deployment
starting today and creates a worst case dependency on a single D
Block commercial carrier. Commercial carriers are deploying LTE
networks today.

So this highly competitive network window of opportunity will
close before the D Block winner can be leveraged. Now, this portion
in the National Broadband Plan will be great for a D Block winner
but very bad for public safety.

So in summary, the FCC has done an outstanding job with the
public safety portion of the National Broadband Plan. Additionally,
the commission’s recent waiver approvals and coordination with
NTIA to help fund network deployment starting today are great
first steps towards getting the ball rolling.

However, in order to fully meet first responders’ communications
needs the National Broadband Plan needs to do these four things.
It needs to reallocate the D Block spectrum to public safety. It
needs a comprehensive long-term spectrum plan for public safety.

It needs a National broadband network deployment plan and
schedule. Probably as important as the D Block, it needs a public
safety land mobile radio to broadband migration plan. So our first
responders they are certainly our last line of defense and they de-
serve the best available tools and resources to protect us all.

Ms. RICHARDSON. Please summarize.

Mr. LEGRANDE. Yes, ma’am. I sincerely appreciate the oppor-
tunity to share my recommendations and the committee’s contin-
ued work on addressing this issue. I am happy to answer any of
your questions.

[The statement of Mr. LeGrande follows:]

PREPARED STATEMENT OF ROBERT A. LEGRANDE, I

JuLy 27, 2010

Good afternoon Ms. Chairwoman and Members of the subcommittee. My name is
Robert LeGrande and I am the former Chief Technology Officer of the District of
Columbia Government and former Program Executive for the National Capitol Re-
gion’s Interoperability Program. In this role, I led the District’s Land Mobile Radio
(LMR) network upgrade and I also led the development of the Nation’s first city-
wide 700 MHz broadband wireless network for First Responders. This pilot network
is considered a model for the Nation (http://www.ntia.doc.gov/ntiahome/press/
2007/ WARN 060807.html) and in recent years served as a test bed for how
broadband applications can be shared securely among Public Safety Agencies.

I resigned from the District of Columbia in 2007 and formed LeGrande Technical
and Social Services, LLC, which has been recently renamed to “The Digital Deci-
sion”. My firm leverages lessons learned in the District’s successful LMR and
700MHz wireless broadband network deployments to help other State and local gov-
ernments prepare for and deploy Public Safety communications networks.

First, please allow me to acknowledge the outstanding efforts of this committee,
APCO, the Public Safety Alliance (PSA) and all member organizations, as well as
FCC. In short, we are closer to providing next generation communications to our
First Responders than we have ever been.

I appreciate the committee’s on-going efforts to address this critical issue and
thank you for the opportunity to present my views on “Interoperable Emergency
Communications: Does the National Broadband Plan meet the needs of First Re-
sponders?” Given the complexity of this issue and time allotted, I will keep my com-
ments brief and focused on three key areas: Where the National Broadband Plan
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(NBP) meets First Responder’s needs; Where the NBP does not meet First Respond-
er’s needs and why; and, What I recommend we do about it. Please reference Figure
I below:

Figure I
Public Safety Communications Vision:
The MNational Broadband Plan meets the needs of First Responders (FR) in
many cases but there are a few Significant Exceptions
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Where the National Broadband Plan (NBP) meets First Responder’s Needs

As the slide indicates the FCC’s National Broadband plan meets Public Safety’s
needs in far more areas than it does not. The FCC has made substantial progress
in moving us from a fractured and disjointed approach to a National interoperable
wireless broadband network design that is flexible, interoperable, and with some
changes suggested later in my testimony, is capable of meeting all First Responder
needs today, tomorrow, and well into the future.

The plan successfully addresses the need for technical and operational standards,
National interoperability, funding, Public Safety broadband devices and most impor-
tantly, it gives day-to-day control of the network to the people who need it most;
our First Responders. The plan has successfully influenced commercial carrier Na-
tional broadband strategies resulting in both AT&T and Verizon wireless commit-
ting to share network infrastructure with Public Safety. This portion of the plan
combined with PS’ and the FCC’s commitment to Long Term Evolution (LTE) 4G
technology sets the stage for a highly competitive, low cost, efficient network deploy-
ments; while achieving private and commercial network redundancy which is essen-
tial to ensuring Nation-wide coverage.

Where the NBP Does Not Meet First Responder’s Needs and Why

While the NBP makes great strides towards PS Nation-wide interoperable
broadband communications, it has one key deficiency . . . sufficient spectrum to
get the job done. Historically PS has been allocated spectrum in non-contiguous
chunks which has contributed to the Land Mobile Radio (LMR) interoperability
problems we have today. The FCC has repeatedly stated that PS has 20 to 25 times
more spectrum per user than commercial providers.

However, 50MHz of this calculation is from 4.9G spectrum which is unusable for
wide-area broadband network use and all but the current 10MHz of broadband spec-
trum can be used for broadband network deployment.

The FCC has acknowledged that PS will need additional spectrum in the future
and suggests that the best approach would be to begin with 10MHz of spectrum al-
ready allocated for PS broadband use, then allocate additional spectrum later. This
sounds familiar and based on past results would just exacerbate the interoperability
problems we already have . . . Further, what spectrum would we allocate and
when? Will this new spectrum cause technical problems and force the commercial
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industry to establish a special separate standard for PS? This is a worst case sce-
nario in the making as we will be repeating our past LMR approach and this will
result in monopolistic innovation and pricing.

PS needs the 700MHz D Block spectrum as it will stabilize PS’ technological path
and will result in efficient spectrum use as we will be able to plan a smooth transi-
tion to comprehensive voice, video, and data communications. The good news is that
once PS has transitioned all communications to our new network of networks, PS’
spectrum holdings can be evaluated to determine if un-used spectrum can be re-
turned for commercial use.

In the FCC’s recently released white paper; “The Public Safety Nationwide Inter-
operable Broadband Network: A New Model for Capacity, Performance, and Cost”
the Commission concludes that PS has sufficient spectrum based on three emer-
gency incidents. Given the number of users and uses identified in the document, the
author is correct. However, based on my experience deploying the Nation’s first and
only PS 700MHz wireless broadband network here in Washington, DC, the scenarios
referenced in the document do not accurately represent the anticipated number of
network users or uses. Government users will be “super-users” because they need
to consistently optimize Government operations to lower costs while being driven to
improve service delivery to citizens. Private wireless broadband networks provide a
low-cost alternative to achieve this result. Our next generation networks must have
sufficient spectrum and be designed to support comprehensive Government commu-
nications for the entire State and Local Government Enterprise, as well as Federal
PS users.

The NBP seeks to offset PS spectrum needs by leveraging commercial roaming.
Everyone supports PS having interoperability with commercial carriers; however PS
should rely on commercial carriers as a last resort and not have to depend on them
for everyday mission-critical communications. An example of the difficulty we will
face can be seen today with the recent release of the IPHONE 4.

Network outages due to capacity shortages and some technical glitches have been
causing lapses in communications. If PS communications fail, people could die. More
recently the FCC has been suggesting that auctioning the D Block in 2011 with an
anticipated deployment date starting in 2012 will speed network deployments and
lower costs. This means that PS should wait for an eventual D Block winner to start
network deployments 2 years from now. This actually delays the opportunities to
deploy networks starting today and creates a “worst case” dependency on a single
D Block commercial carrier. Commercial carriers are deploying LTE networks now.
This highly-competitive network deployment window of opportunity will close before
a D Block winner can be fully leveraged. This portion of the NBP would be great
for the D Block winner but very bad for PS.

What I Recommend We Do Ab