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EXAMINING SOLUTIONS TO CLOSE THE $106
BILLION IMPROPER PAYMENTS GAP

Wednesday, July 9, 2014

HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON GOVERNMENT OPERATIONS,
COMMITTEE ON OVERSIGHT AND GOVERNMENT REFORM,
Washington, D.C.

The subcommittee met, pursuant to call, at 1:39 p.m., in Room
2154, Rayburn House Office Building, Hon. John Mica [chairman
of the subcommittee] presiding.

Present: Representatives Mica, Meadows, Massie, Issa, and
Connolly.

Also Present: Representatives Jordan, DeSantis, and Clay.

Staff Present: Ali Ahmad, Professional Staff Member; Melissa
Beaumont, Assistant Clerk; Molly Boyl, Deputy General Counsel
and Parliamentarian; David Brewer, Senior Counsel; Caitlin Car-
roll, Press Secretary; Katelyn E. Christ, Professional Staff Member;
Drew Colliatie, Professional Staff Member; John Cuaderes, Deputy
Staff Director; Adam P. Fromm, Director of Member Services and
Committee Operations; Linda Good, Chief Clerk; Tyler Grimm,
Senior Professional Staff Member; Jennifer Hemingway, Deputy
Policy Director; Christopher Hixon, Chief Counsel for Oversight;
Michael R. Kiko, Legislative Assistant; Mark D. Marin, Deputy
Staff Director for Oversight; Jeffrey Post, Senior Professional Staff
Member; Laura L. Rush, Deputy Chief Clerk; Jessica Seale, Digital
Director; Andrew Shult, Deputy Digital Director; Katy Summerlin,
Press Assistant; Peter Warren, Legislative Policy Director; Rebecca
Watkins, Communications Director; Eric Cho, Detailee; Tamara Al-
exander, Minority Counsel; Meghan Berroya, Minority Deputy
Chief Counsel; Jaron Bourke, Minority Director of Administration;
Aryele Bradford, Minority Press Secretary; Portia Brown, Minority
Counsel; Devon Hill, Minority Research Assistant; Jennifer Hoft-
man, Minority Communications Director; and Cecelia Thomas, Mi-
nority Counsel.

Mr. MicA. Good afternoon. I'd like to welcome everyone to the
Subcommittee on Government Operations, a subcommittee of the
House Government Oversight and Reform Committee. Pleased to
welcome Members.

And the title of today’s hearing is “Examining Solutions to Close
the $106 Billion Improper Payments Gap.”

The order of business will be today that we’ll have opening state-
ments by Members, and we have one panel of witnesses. We'll rec-
ognize them, swear them in, and they will provide the committee
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with their statements. And then we’ll go to questions after we've
completed hearing from the witnesses assembled today.

Again, I thank everyone for participating and attending. This is
an important topic and actually part of the oversight committee’s
mission, and that’s to accomplish two fundamental responsibilities.
A lot of hardworking Americans send their taxpayer dollars here
to Washington. They deserve to know how that money is spent.
They need to make certain that our government operates effi-
ciently, economically. And our responsibility in this committee and
its predecessors back to their early 1800s is to protect those citizen
rights and hold folks accountable in the Federal Government.

So that’s the reason we’re here today. And the purpose of this
hearing is one in a series of hearings that we’ve had on improper
payments, and this is an update hearing.

I'll start by yielding to myself, and I have some opening com-
ments. Then we’ll go to, as I said, the other Members.

First of all, again, we’re going to discuss the very serious and,
unfortunately, a very persistent problem of improper payments
across the Federal Government.

Now, listen to this. The amounts here are absolutely staggering.
But just in fiscal year 2013, agencies reported over $100 billion in
improper payments. I asked the staff to go back and see how con-
sistent this has been, has it changed much. And, actually, it’s over
$100 billion each of the last 5 years. That’s a staggering half-a-tril-
lion dollars in improper payments at a time when we’re running
trillions of dollars of deficit and that we’re scrambling to try to do
the best we can to make, again, Federal fiscal ends meet. It’s an
incredible amount of money that has been misappropriated and
mispaid with improper payments.

Let me take just a minute and review some of the staggering sta-
tistics. The sheer number award has to go to CMS, the Centers for
Medicare and Medicaid Services, which paid out, again, a huge
amount of money. I think about $60 billion of the $100 billion is
just an—Ilet’s put this little chart that we’ve got up here.

This chart says it all, and the chart shows Medicare Advantage
and Medicaid. You add them up, and you have about $60 billion
total improper payments out of about $100 billion. So, in sheer dol-
lars alone, one of the areas that concerns me and every American
is health care and the staggering cost of health care. And here we
have improper payments to the tune of over $60 billion in just
those programs.

Now, that sets the dollar record. However, one of my major con-
cerns is the improper-payment error rate. And the chart here, the
red shows the error rate. And soaring off the charts is the error
rate for Earned Income Tax Credit, and that is overseen by IRS.
So it’s about 25 percent error rate in the Earned Income Tax Credit
area. That’s astounding.

A quarter of these improper payments are done through, again,
error. The error rate is less than in the health care. That’s the only
thing, I guess, we could say good about, again, the huge amount
of dollars going out from that area.

So IRS—and we’ve asked them to join us today, talk about their
progress, or lack of progress, where they are in trying to get this
huge error rate under control.
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There are many examples, and I'll put some of them in the
record. I won’t cover all of them today. But, for example, if you
want to go back to health care, CMS has paid individuals who are
incarcerated in correctional facilities, so individuals in prison, be-
hind bars, who are generally not eligible for healthcare benefits,
they paid some $33 million between 2009 and 2011 to people be-
hind bars. That’s just the Medicare program.

If we look at some of the other areas where money is going out
the door, in my State, a mother of three with a sixth-grade edu-
cation defrauded the Federal Government out of at least $3 million
with an identity-theft tax fraud scheme. She was caught because
she announced on her Facebook page that she was, “the queen of
IRS tax fraud.” And I've also conducted hearings on the issue of
identity theft and tax fraud that occurs through that scheme.

Improper payments are one of the most important areas in our
committee’s jurisdiction and one of which Congress has been very
active. It’s not like Congress hasn’t acted on the issue of improper
payments.

Now, listen to this. Twelve years ago, we passed the Improper
Payments Information Act, which requires agencies to do basic re-
porting to the White House Office of Management and Budget to
address the so-called improper payments, which included overpay-
ments, underpayments, payments to the wrong individuals, and
payments where there’s no documentation. That’s 12 years ago.

Four years ago, we passed the Improper Payments Elimination
and Recovery Act, which requires agencies to produce plans to re-
gucg the payment errors and attempt to recoup improper paid
unds.

Two years ago, we passed the Improper Payments Elimination
and Recovery Improvement Act, which created a Do Not Pay initia-
tive to prevent fraud and payments to deceased individuals and
strengthen agencies’ abilities to recover improperly paid taxpayer
dollars.

In fiscal year 2013, the total estimated improper payments were
over $105 billion, according to the GAO’s review of agency reports.
So, today, we’re going to hear from GAO and OMB. Unfortunately,
the picture hasn’t gotten much better, even with the passage of a
number of laws that I cited.

The Department of Defense, let’s talk about them for a second.
While DOD does a report and they have found that a relatively
small number of improper payments are made, it’s important to
note that GAO’s total improper-payments figure does not include
the Department of Defense. GAO has grave reservations even
about DOD’s ability to track and accurately report its improper
payments.

Now, back to Medicare and Medicaid and CMS, which is respon-
sible, also, for many high-error programs, including the program
with the highest amount of improper payments, and that’s Medi-
care Fee-for-Service. In fiscal year 2013, roughly 10 percent, or $36
billion, of payments were made by Medicare Fee-for-Service, and
those were improper payments that were made.

The IRS, again, administers the Earned Income Tax Credit. They
do have one of the highest rates, as I said, about 25 percent, and
the second-highest number of improper payments in total dollars—
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again, a smaller number of dollars but a higher error rate. Their
improper payments were $14.5 billion in last fiscal year.

IRS also faces the grappling problem with increased identity
theft, and I mentioned that before. And, again, the estimates we
have from IRS indicate that that could run as high as $21 billion
in fraudulent tax returns through 2017.

Finally, I am pleased to see all of our witnesses, particularly
pleased to see IRS Commissioner Koskinen. I had actually invited
Debra Holland, the head of IRS Wage and Investment Division, to
testify today. Mr. Koskinen, who heads IRS, has agreed to come at
his own volition, and pleased to have him here.

I may, in fact, call Debra Holland back; want to put her and the
agency on notice. And while I'm glad he’s here, we’ll have an oppor-
tunity to question him, but I may, again, continue this hearing
with her at a future date. And given the Commissioner’s broad re-
sponsibility, he does open himself to questions not only about this
but a whole host of IRS issues that have been before this com-
mittee.

So I look forward to hearing from IRS, CMS, GAO, OMB on how
best we can tackle this problem that seems to be eliminating reso-
lution and not getting better. In fact, the dollars are very con-
cerning.

So, with that opening comment, I'll yield to the gentleman from
Virginia, Mr. Connolly.

Mr. ConNoOLLY. I thank my friend.

Before I start, if the chairman of the full committee has an open-
ing statement, I would certainly defer to him.

Mr. MicA. He does. And we can, with your permission——

Mr. ConNoOLLY. I would defer to the chairman.

Mr. MicA. He came in late. And we’re going to recognize Mr.
Issa, the chairman of the full committee.

Mr. IssA. Well, thank you, Mr. Connolly.

Commissioner, welcome.

Ms. Davis, I want to signal you out for an excellent report, that
I know these take time and they’re hard to put together.

What I got out of your report, what I hope the Commissioner is
prepared to talk about today, is an amount of money that the
American people cannot begin to understand. More than 100 years
of giving away a million dollars a day, somehow, you know, causes
people—or more than 1,000 years of giving away a million dollars
a day, it represents such a large amount of money that nobody can
really understood what it would be like to just stack up those bills
that long.

But normally when we have these kinds of hearings, everyone
comes in and everyone says, if you just gave us more money, we
could fix that. Commissioner, consider it said that if we gave you
lots more money in addition to the $11 billion budget, $1.8 billion
for IT, and 90,000 employees, with more people, you could, in fact,
reduce some of this.

One of the challenges is, ultimately, that slide that Chairman
Mica put up represents self-inflicted wounds in addition to fraud.
There is no reason that earned income credit—basically, people
with relatively small—have such a huge amount of fraud. That is
a system failure.
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CMS and Medicare, which sadly or happily fall under your pur-
view, have, in fact, built a system that is rampant with fraud.

And Tl just briefly remind the committee of something that our
committee was very proud of. During the spending of the stimulus,
we had authorized the RAT Board and the oversight that went on.
And what we discovered was that it wasn’t very expensive, a few
million dollars, to set up a team that, in fact, was able to find, for
example, doctors in Kansas who suddenly made new applications
to have offices in Los Angeles and then proceeded to send large
amounts of billing to Medicare.

The system that they put in place looked through the data, saw
it as a red flag. Discovering that it was an improbability that so
many doctors would suddenly be in L.A., they did two things. They
called the doctors’ offices, and before they got past the receptionist,
they were very quickly put to the doctor, who was immediately
a}\lrailable to say, “Heck, no, I don’t go to California, and I'm not
there.”

They did the second thing, which is they went to Google Earth
and they looked at the building that was being applied for, and
they quickly saw that it was a strip mall with no appropriate space
for medical offices. They flagged it in realtime and very quickly
were able to get to a fraud before large disbursements went out.

That is proven technology that cost a fraction of what the portion
of the budget that deals with fraud at the IRS spends. With the
passage of the DATA Act, with the help of the ranking member,
many of the procedures are in place and sit at Treasury today.
These are leverageable technologies that are not about how much
money; they’re about a willingness to employ them. Money may be
needed to scale, but that money certainly would be easy to justify
if, in fact, the tools were used.

So what I'm hoping to hear today is not a request for more
money, but it’s a statement, hopefully by both DOD and IRS, about
how you can use modern technology to work smarter, not harder.
If there are systems that need to be in place or changes, hopefully
you’ll be proactive in suggesting them.

But I think, Ms. Davis, you've done a few of these before, so this
isn’t new work for you. Doing these reports year after year and see-
ing the numbers substantially similar—$100 billion, $100 billion,
$100 billion, and pretty soon it’s heading toward a trillion—tells us
that they have a system failure.

And, Commissioner, I know you understand that it takes system
changes to make large changes, tens or twenties of billions of dol-
lars in changes. Simply plussing up the number of people to do the
same work will get you, at best, an incremental increase and very
hard to quantify as worth the taxpayers’ money.

So, again, I've used my 5 minutes. I've used it to say that I'm
hoping this hearing will very much be about the proactive system
changes that the largest single areas of improper payments in our
government are sitting before us today, the Department of Defense
and the IRS, under their offices.

So, Mr. Connolly, I want to thank you.

This is an important hearing. This is one of those hearings that
the committee does that is always the same no matter which party
sits in the chair.



6

And I thank the chairman and yield back.

Mr. MicA. I thank you, Chairman Issa.

I now recognize Ranking Member Connolly.

Mr. ConNoOLLY. I thank you, both chairmen.

And Chairman Issa makes a good point; this can’t be all about
money. Money isn’t everything when it comes to resources for, you
know, fulfilling our missions.

On the other hand, money is not nothing. And this Congress has
certainly take the precept that money isn’t everything to a very log-
ical but harmful conclusion, especially when it comes to resources
for the IRS.

But I remember Ms. Davis, the head of GAO, testifying about the
lack of resources at GAO and how there’s a return on investment.
You know, when we invest in investigative and audit functions, the
recovery rate is fairly high. Likewise, when we invest in collection
rates and investigative resources for the IRS, there is a return on
that investment, which I will return to in just a little bit.

I think it’s important to keep both in mind. Money is not the so-
lution to everything, but that isn’t the argument for stripping bare
the resources so that we can’t really do or can’t perform our mis-
sion and our function.

I want to thank Chairman Mica, especially, for holding the hear-
ing. As Chairman Issa has said, actually, this subject has been,
sort of, the purview of this committee for a long time. And we did
some really, I thought, thoughtful and groundbreaking work under
Todd Platts, who was a previous subcommittee chairman of this
committee. Because this is something where it seems to me we can
find bipartisan common ground. We’re not going to agree on every-
thing, but I think, actually, we might agree certainly on the goals
we want to set for ourselves.

It’s important to know the Federal Government has reduced the
reported government-wide improper-payment rate by 35 percent
over the last 4 years, down from 5.42 percent in fiscal 2009 to 3.53
percent in fiscal 2013. That tells me the Federal Government is
taking this issue seriously, and I think this committee can take
some credit for that.

However, Federal agency improper-payment estimates still add
up to at least $106 billion a year as of last year, which is, as the
chairman said and the chairman of the subcommittee said, unac-
ceptable by any standard.

And when I think about the magnitude of that, when we talk
about numbers involving sequestration over a 10-year period or
debt-reduction plans or the big deal, this one item is over a trillion
dollars in a 10-year time period and probably more. So the payoff
for whittling it down is really important, and it’s something I'm
glad the Federal Government is taking seriously, but we need to
make more progress.

Despite the imposing magnitude of the problem, I'm confident we
can bring the figure under control, because, as the chairman
showed in that chart, five programs account for $82.9 billion or 78
percent of the amount we’re talking about. So it’s not something so
scattered over thousands of agencies and divisions that it’s going
to be hard to get our arms around it.
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Actually, the chart the subcommittee chairman put up there real-
ly kind of gives us the scope of the problem, which means it is
something manageable. While no silver bullet exists, a targeted ap-
proach, to me, on those concentrated areas, I think, could have
high payoff.

Further, having examined the issue in depth, I'm also convinced
that when it comes to combating improper payments, we’d be wise
to take heed of Ben Franklin, “An ounce of prevention is worth a
pound of cure.” Antiquated pay-and-chase approaches that seek to
recover improper overpayments after the fact are labor-intensive,
time-consuming, and they're going to have diminishing returns.

And, finally, successfully bolstering the Federal Government’s
ability to prevent improper payments requires two to tango, and
Congress itself is not off the hook. As Deputy Director Cobert’s
written testimony notes, there is compelling evidence that invest-
ments in administrative resources can significantly decrease the
rate of improper payments.

From the Social Security Administration saving taxpayers an es-
timated $9 in avoided improper payments for every dollar spent on
disability review, to the Health Care Fraud and Abuse Control Pro-
gram recovering $8.10 for every dollar spent on healthcare fraud
and abuse investigations over the past 3 years, it’s indisputable to
me that investing taxpayer dollars wisely, maybe even modestly,
into administrative resources can significantly reduce this deficit
and yield to much better rules.

And yet, when Members seek to offset amendments in appropria-
tions acts, it’s invariably these same valuable administrative tools
that are the first in line for the guillotine.

As Commissioner Koskinen can attest, Congress’ pennywise and
pound-foolish approach sometimes to management is not limited to
improper payments. Consider the independent National Taxpayer
Advocate 2013 annual report that said, for every dollar appro-
priated to the IRS in fiscal year 2013, the IRS collected an astound-
ing $255 in legally owed taxes. In fact, the amount of tax money
probably left on the table every year uncollected but properly owed
far exceeds the dollar amount ascribed to improper payments.

If the chief executive officer of a Fortune 500 company were told
that each dollar he or she allocated to his or her company’s ac-
counts receivable department could generate many multiples of dol-
lars in return, it’s awfully difficult to see how a corporate board
would allow that CEO to escape that investment.

However, the revulsion sometimes expressed for the IRS here in
Congress is so deeply engrained culturally that, since 2010, we’ve
relinquished a golden opportunity to strengthen enforcement of our
laws to catch tax cheats and reduce the deficit by a substantial
amount of money. By my rough back-of-the-envelope calculation,
we're talking well over $3 trillion, potentially, on the table over a
10-year period. That’s a very significant chunk of money. So I be-
lieve that investments make a difference.

And I'd also add one other thing, Mr. Chairman, that sometimes
gets overlooked because we focus so much on the IRS, but one of
the partners here for CMS and the IRS, when we look at Medicare
and Medicaid fraud, is the U.S. Attorneys’ Office. Last year, for ex-
ample, the Boston U.S. Attorney’s office, if I got my numbers right,
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helped identify and recover $3.5 billion in Medicare fraud. That’s
one U.S. Attorney office; there are 99.

So working with the Department of Justice is also important. We
need the U.S. attorney in every office across the United States to
take this issue of fraud and waste seriously and make it a priority.
Because when we have their support and their active machinery at
work, Commissioner Koskinen has a very powerful ally in trying to
undertake his mission. So I think that’s an important part of this,
too, that we want to keep in mind.

With that, Mr. Chairman, I look forward to the testimony of our
friends at the panel, and I thank you so much for holding this
hearing.

Mr. Mica. Mr. Meadows?

Mr. MEADOWS. Thank you, Mr. Chairman. And I'll keep my re-
marks very brief.

I'm looking forward to hearing from each one of you, but to give
your staff, really, some prep time, what I would ask each of you
s, you can satisfy the ranking member, Mr. Connolly, and myself
if you can quantitatively give, if we invest more money, where it’s
actually going to provide a return.

Now, Mr. Koskinen, I've read your testimony, and I've got your
return on investment. And as a business guy, that’s what I look for,
is a return on investment. But I can tell you that I looked at the
details, in terms of money spent, number of employees, with re-
gards to the Earned Income Tax Credit, and I see no correlation
between employees and money in terms of recoupment.

And so I look forward to you answering in a quantitative—and
that’s what I'm looking for, each one of you, really a matrix, if we
invest another billions dollars, what will we see, in terms of reduc-
ing this number.

Because it is systemic; it is not a new problem. And, honestly,
as Mr. Connolly said, when we're dealing with these kind of num-
bers, $106 billion, eventually it adds up to real money.

And so I look forward to hearing from each one of you, and I'll
yield the balance of my time back to the chairman.

Mr. MicA. Well, thank you.

Mr. Mica. And thank you for yielding to me for just a second to
just put a couple of things in the record.

Now, first of all, this is one of the smallest subcommittees in
Congress. We have a very limited, just

over——

Mr. MEADOWS. Mr. Chairman, I would say most efficient.

Mr. MicA. Yeah, but—well, it’s smallest in numbers, but let me
just say that the savings from this subcommittee are substantial.

I just, you know, I heard this about—this commentary that, just
give us more money, that Chairman Issa talked about that. I asked
them to pull the report that we did in January of this year on just
conference spending. This is on IRS. And I just don’t tell these
agencies to come in here and give them a hard time and not expect
some results.

But in conference spending alone, and through the work of our
subcommittee, we reduced expenditures in IRS, from 2010 to 2012,
87 percent in conference spending. They went from $37.6 million
in fiscal year 2010 to $4.9 million after we hammered them, again,
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about—I have no problem with people going to conferences. I rep-
resent one of the best conference areas in the world, Orlando, and
some great deals. But the spending was out of control, and you can
save money.

So whether it’s improper payments, then—and I just pulled the
improper payments. Now, something’s rotten in Denmark, and
something sure as hell is rotten in Washington. If you go from 2008
back to 2004, you've got totals of improper payments, $38 billion,
up to 2008, $73. Most of them in the $30s, low $40s. And then you
jump from 2009 to last year, $106, $116—these are billion dollars.
I just was doing quick math when I finished that. Again, over half
a trillion in 5 years, and a relatively small amount.

So something has got to be done to get this under control, period.
And we passed laws, and something is not happening. I cited at
least four laws that we passed. So this hearing, or as many hear-
ings as we have, we're going to figure out a way to stem this.

And the ranking member just said, over a 10-year period, tril-
lifonﬁ of dollars. You could balance the Federal budget just by some
of this.

Excuse me for getting a little bit intense about this, but this is
serious, and we’re going to follow it through.

Okay——

Mr. ConNOLLY. Mr. Chairman?

Mr. MicA. Yes.

Mr. CoNNOLLY. Could I also just ask unanimous——

Mr. MicA. And, oh, I ask unanimous——

Mr. CONNOLLY. Yeah.

Mr. MicA. —consent to put—that was what I started with—both
this little chart—it’s not identified, but it’s the rate from 2013 to
2009 and then 2004 to 2008 on improper payments.

Without objection, so ordered.

Mr. MicA. And the improper-payments 2013 chart in the record,
without objection.

Mr. CoNNOLLY. And, Mr. Chairman, I'd just—to be fair to the
IRS, I want to note, the four primary legislative requests are not
for money. They’re actually for expanded authorities, and they list
them here. And I would just ask that we enter that into the record.

Mr. MicA. Yes.

Mr. ConNoOLLY. I want to be fair. I was talking about more re-
sources, not the IRS.

Mr. Mica. All right.

Mr. ConNoLLY. Thank you, Mr. Chairman.

Mr. MicA. Thank you.

And, without objection, those items will also be noted in the
record at this point.

Okay. There being no further opening statements—and Members
will have 7 days to submit opening statements for the record, Mem-
bers that are not here.

And we may be joined by some other members. There’s, I think,
at least one classified, or possibly two, Member briefings going on
simultaneously.

So, without objection, so ordered.

Now, I would like to first introduce our panel of witnesses. We
have first, Ms. Beryl Davis is the Director for Financial Manage-
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ment and Assurance at the Government Accountability Office; Ms.
Beth Cobert is Deputy Director for Management at the Office of
Management and Budget; Mr. Mark Easton is Deputy Chief Finan-
cial Officer at the Department of State; Mr. Shantanu Agrawal is
Deputy Administrator and Director of the Centers for Medicare and
Medicaid Services’ Center for Program Integrity; and Mr. John
Koskinen is the Commissioner of the Internal Revenue Service.

Some of you have been here before; some of you have not. This
is an investigative panel. We do swear in all of our witnesses. If
you’ll stand, please. Raise your right hand.

Do you solemnly swear or affirm that the testimony you’re about
to give before this subcommittee of Congress is the whole truth and
nothing but the truth?

And all of the witnesses, the record will reflect, have answered
in the affirmative.

Have a seat. Again, you’re welcome.

And, first, I will recognize—and, again, those who haven’t been
here, we try to limit you not exactly, but we try to keep it close
to 5 minutes. If you have written testimony, additional data,
through the request of the chair, it will be included in the record.

So, with that, let’s recognize and start off with Ms. Beryl Davis,
Director of Financial Management and Assurance at the Govern-
ment Accountability Office.

Welcome, and you're recognized.

WITNESS STATEMENTS

STATEMENT OF BERYL DAVIS

Ms. Davis. Chairman Mica, Ranking Member Connolly, Chair-
man Issa, and Mr. Meadows, I am pleased to be here today to dis-
cuss the issue of improper payments in Federal programs.

My testimony will focus on Federal agencies’ reported estimates
of improper payments, remaining challenges in meeting require-
ments to estimate and report improper payments, and strategies
for reducing improper payments.

In fiscal year 2013, Federal agency estimated improper payments
totaled nearly $106 billion. This estimate was attributable to 84
programs spread among 18 agencies. The five programs with the
highest dollar amounts accounted for almost $83 billion or 78 per-
cent of the government-wide total.

This same year, OMB reported a government-wide improper-pay-
ment error rate of 3.5 percent of total program outlays when in-
cluding DOD’s Defense Finance and Accounting Service Commer-
cial Pay program. However, in May 2013, GAO reported major defi-
ciencies in DOD’s process for estimating improper payments for
this program in fiscal year 2012. Consequently, the 2013 estimate
may not be reliable. When excluding the DFAS Commercial Pay
program, the reported government-wide error rate was 4 percent in
2013, compared to a revised estimate of 4.3 percent the year before.

In fiscal year 2013, Federal agencies reported improper-payment
error rates for seven risk-susceptible programs that exceeded 10
percent. These seven programs accounted for more than 50 percent
of the government-wide estimate.
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Federal agencies have continued to identify new programs as
risk-susceptible and report improper-payment amounts. A net of 10
additional programs were added by OMB in the 2013 government-
wide estimate when compared to the prior year. The most notable
addition was the Department of Education’s Direct Loan Program,
with an estimate of approximately $1.1 billion.

Despite progress in reporting improper payments, in GAQO’s fiscal
year 2013 audit of the Financial Report of the United States Gov-
ernment, we reported the issue of improper payments as a material
weakness in internal control because the Federal Government is
unable to determine the full extent to which improper payments
occur and reasonably assure that appropriate actions are taken to
reduce them.

We found that four Federal agencies have not yet reported esti-
mates for four risk-susceptible programs. For example, HHS has
cited statutory limitations for its State-administered Temporary
Assistance for Needy Families program which kept it from requir-
ing State assistance in developing an improper-payment estimate.
In addition, two programs that did report estimates were not in-
cluded in the government-wide total because their estimation meth-
odologies were not approved by OMB.

As GAO has previously reported, there are a number of strate-
gies that can help agencies to reduce improper payments, including
analyzing the root causes of improper payments and designing and
implementing effective preventive and detective controls.

Regarding root causes, identifying and analyzing the root causes
of improper payments is key to developing corrective actions. While
some agencies reported the causes of improper payments last year
in three general categories, as required by OMB, more robust root-
cause analysis may help to identify needed corrective actions and
thus assist in developing and implementing effective preventive
controls.

Regarding preventive controls, strong preventive controls serve
as the frontline defense against improper payments. This can in-
crease public confidence and avoid the pay-and-chase aspects of re-
covering improper payments.

Preventive controls involve a variety of activities, such as upfront
validation of eligibility through data shared among agencies. One
example of such data-sharing is agencies’ use of the Do Not Pay
initiative. Other preventive controls include predictive analytic
technologies to identify patterns of high risk for fraudulent activi-
ties, program design reviews and refinements, and training pro-
grams for providers, staff, and beneficiaries.

Finally, regarding detective controls, agencies need effective de-
tection techniques to quickly identify and recover improper pay-
ments that do occur. Detection techniques include data mining and
recovery auditing. For example, in fiscal year 2013, the Medicare
Eeﬂe-for-Service Recovery Audit Program reported recovering $3.7

illion.

Another area for further exploration is a broader use of incen-
tives for States to implement effective preventive and detection
controls in State-administered programs. Designed and imple-
mented effectively, these strategies could help advance the Federal
Government’s efforts to reduce improper payments.
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Chairman Mica, Ranking Member Connolly, Chairman Issa, and
Mr. Meadows, thank you very much for the opportunity to be here.
This completes my prepared statement, and I'd be happy to answer
any questions.

Mr. MicA. Thank you.

[Prepared statement of Ms. Davis follows:]
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What GAO Found

Federal agencies reported an estimated $105.8 billion in improper payments in
fiscal year 2013, a decrease from the prior year revised estimate of

$107.1 billion. The fiscal year 2013 estimate was attributable to 84 programs
spread among 18 agencies. The specific programs included in the government-
wide estimate may change from year to year. For example, with Office of
Management and Budget (OMB) approval, an agency can obtain relief from
estimating improper payments if the agency has reported improper payments
under a certain threshold for at least 2 consecutive years. A net of 10 additional
programs were added to the government-wide estimate by OMB in fiscal year
2013 when compared to fiscal year 2012.

For fiscal year 2013, GAQ identified the federal government's inability to
determine the full extent to which improper paymenis occur and reasonably
assure that appropriate actions are taken to reduce them as a material weakness
in internal control. In addition, existing internal control weaknesses at the agency
level continued to increase the risk of improper payments occurring. In fiscal year
2013, four agencies did not report estimates for four risk-susceptible programs,
including the Department of Health and Human Services’ (HHS) Temporary
Assistance for Needy Families (TANF) program. HHS cited a statutory barrier
that prevents it from requiring states to estimate improper payments for TANF,
Estimates reported for two programs were aiso not included in the government-
wide total because their estimation methodologies were not approved by OMB.
Further, inspectors general reported deficiencies related to compliance with
criteria listed in the Improper Payments Elimination and Recovery Act of 2010 for
fiscal year 2013, such as the use of estimation methodologies that were not
statistically valid.

As GAOQ has previously found, a number of strategies across government, some
of which are currently under way, could help to reduce improper paymenis. For
example

« Analysis of the root causes of improper payments can help agencies target
effective corrective actions. Some agencies reported root causes of improper
paymenis using three error categories required by OMB (documentation and
administrative, authentication and medical necessity, and verification).
However, because the three categories are general, more detailed analysis
to understand the root causes could help agencies identify and implement
more effective corrective actions.

« Designing and implementing strong preventive controls can help defend
against improper payments, increasing public confidence and avoiding the
difficult “pay and chase” aspects of recovering improper payments,
Preventive controls involve activities such as up-front validation of eligibility
through data sharing, predictive analytic tests, and training programs.

« Implementing effective detection techniques to quickly identify and recover
improper payments after they have been made is also importantto a
successful reduction strategy. Detection activities include data mining and
recovery audits. Another area for further exploration is the broader use of
incentives to encourage and support states in efforts to implement effective
preventive and detective controls in state-administered programs.

United States Government Accountability Office
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Chairman Mica, Ranking Member Connolly, and Members of the
Subcommittee:

Thank you for the opportunity to be here today to discuss the issue of
improper payments in federal programs and activities, including efforts by
federal agencies to identify and reduce improper payments.’ As the
steward of taxpayer dollars, the federal government is accountable for
how its agencies and grantees spend hundreds of billions of taxpayer
dollars annually, including safeguarding those expenditures against
improper payments and establishing mechanisms to recover those funds
when overpayments occur. it is important to note that reported improper
payment estimates may or may not represent a loss to the government.
For example, errors consisting of insufficient or lack of documentation for
a payment are included in the improper payment estimates. Over the past
decade, we have issued numerous reports and testimonies highlighting
improper payment issues across the federal government as well as at
specific agencies.?

My testimony today will focus on

« federal agencies’ reported estimates of improper payments,

« remaining challenges in meeting current requirements to estimate and
report improper payments, and

« strategies for reducing improper payments.

In preparing this statement, we primarily drew upon our February 2014

report on the fiscal year 2013 audit of the Financial Report of the United
States Government,® as well as our other products dealing with improper

An improper payment is defined by statute as any payment that should not have been
made or that was made in an incorrect amount {including overpayments and
underpayments) under statutory, contractual, administrative, or other iegally applicable
requirements. It includes any payment to an ineligible recipient, any payment for an
ineligible good or service, any duplicate payment, any payment for a good or service not
received (except for such payments where authorized by law), and any payment that does
not account for credit for applicable discounts. Office of Management and Budget
guidance also instructs agencies to report as improper payments any payments for which
insufficient or no documentation was found.

2See the Related GAD Products fist at the end of this statement for a selection of the
products related to these issues.

3GAO, Financial Audit: U.S. Government’s Fiscal Years 2013 and 2012 Consolidated
Financial Statements, GAO-14-318R (Washington, D.C.: Feb. 27, 2014).

Page 1 GAO-14-737T



16

payments issued over the last 3 years. We are also including improper
payment information recently presented in federal agencies’ fiscal year
2013 performance and accountability reports (PAR) and agency financial
reports (AFR).# The GAO reports cited in this statement each provide
detailed information on our scope and methodology. The work we
performed upon which this statement is based was conducted in
accordance with generally accepted government auditing standards.
Those standards require that we plan and perform the audit to obtain
sufficient, appropriate evidence to provide a reasonable basis for our
findings and conclusions based on our audit objectives. We believe that
the evidence obtained provides a reasonable basis for our findings and
conclusions based on our audit objectives.

The Improper Payments Information Act of 2002 (IPIA)—as amended by
BaCkg round the Improper Payments Elimination and Recovery Act of 2010 (IPERA)
and the Improper Payments Elimination and Recovery improvement Act
of 2012 (IPERIA)>—requires federal executive branch agencies to
(1) review all programs and activities, (2) identify those that may be
susceptible to significant improper payments,® (3) estimate the annual
amount of improper payments for those programs and activities,
(4) implement actions to reduce improper payments and set reduction
targets, and (5) report on the results of addressing the foregoing
requirements. |PERA also established a requirement for agency
inspectors general (IG) to report annually on agencies’ compliance with
criteria listed in IPERA. Under Office of Management and Budget (OMB)
implementing guidance, these reports should be completed within 120

“An AFR s 2 report on an agency's end of fiscal year financial position that includes, but
is not fimited to, financial statements, notes on the financial statements, and a report of the
independent auditors. A PAR is an AFR combined with an annual performance report,
which inciudes information on an agency’s efforts te achieve goals during the past fiscal
year.

SIPIA, Pub. L. No. 107-300, 116 Stat. 2350 (Nov. 26, 2002), as amended by IPERA, Pub.
L. No. 111-204, 124 Stat. 2224 (July 22, 2010), and IPERIA, Pub. L. No. 112-248, 126
Stat. 2390 (Jan. 10, 2013), and codified as amended at 31 U.S.C. § 3321 note.

SFor fiscal year 2014 and beyond, "significant improper payments” is defined as gross
annual improper payments in the program exceeding (1) both 1.5 percent of program
outlays and $10 million of all program or activity payments during the fiscal year reported
or (2) $100 miltion (regardiess of the improper payrment error rate).

Page 2 GAC-14-737T
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days of the publication of the federal agencies’ annual PARs or AFRs.”
IPERIA also enacted into law a Do Not Pay (DNP) initiative, elements of
which were already being developed under executive branch authority.
DNP is a web-based, centralized data-matching service that allows
agencies to review multiple databases to determine a recipient's award or
payment eligibility prior to making payments. In addition to the laws and
guidance noted above, the Disaster Relief Appropriations Act of 2013
requires that all funding received under the act be deemed susceptible to
significant improper payments and consequently requires agencies to
estimate improper payments, implement corrective actions, and report on
their results for these funds.®

OMB continues to play a key role in the oversight of government-wide
improper payments. OMB has set a goal of reaching a government-wide
improper payment error rate of 3 percent or less by the end of fiscal year
2016. Further, OMB has established guidance for federal agencies on
reporting, reducing, and recovering improper payments as required by
IPIA and IPERA and on protecting privacy while reducing improper
payments with the DNP initiative.® IPERIA requires that OMB issue
guidance to agencies for improving estimates of improper payments.
OMB has reported that it plans to revise its guidance related to improper
payments.

7Generalty, agencies are required to issue thelr PARs or AFRs by November 15. Fiscal
year 2013 marked the third year for which 1Gs were required to issue an annual report on
agencies’ compliance with criteria listed in IPERA.

BPyb. L. No. 113-2, div. A, § B04(b) 127 Stat. 4 (Jan, 29, 2013),

0ffice of Management and Budget, Revised, Financial Reporting Requirements, OMB
Circutar No. A-136 (Oct. 21, 2013); Protecting Privacy while Reducing improper Payments
with the Do Not Pay Initiative, OMB Memorandum M-13-20 (Washington, D.C.: Aug. 16,
2013); Jssuance of Revised Parts | and I to Appendix C of OMB Circular A-123, OMB
Memorandum M-11-18 (Washington, D.C.: Apr. 14, 2011}, Increasing Efforts to Recapture
Improper Payments by intensifying and Expanding Payment Recapture Audits, OMB
Memorandum M-11-04 (Washington, D.C.. Nov. 16, 2010); and /ssuance of Part il to
OMB Circular A-123, Appendix C, OMB Memorandum M-10-13 (Washington, D.C..

Mar. 22, 2010},

Page 3 GAQ-14-737T
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OMB and Agencies
Reported Estimates

of Improper
Payments

Federal agency improper payment estimates totaled $105.8 billion in
fiscal year 2013, a decrease of $1.3 billion from the prior year's revised
estimate of $107.1 billion." The decrease in the fiscal year 2013 estimate
is attributed primarily to a decrease in program outlays for the Department
of Labor’s (DOL) Unemployment Insurance program and decreases in
reported error rates for fiscal year 2013 for the Department of Health and
Human Services’ (HHS) Medicaid and Medicare Advantage (Part C)
programs. The $105.8 billion in estimated federal improper payments
reported for fiscal year 2013 was attributable to 84 programs spread
among 18 agencies. Five of these 84 programs account for most of the
$105.8 billion of reported improper payments. Specifically, these five
programs accounted for about $82.9 billion or 78 percent of the total
estimated improper payments agencies reported for fiscal year 2013.
Table 1 lists the five programs with the highest reported improper
payment estimates for fiscal year 2013.

Table 1: improper Payment Dollar Estimates: Five Programs with the Highest
Reported Amounts in Fiscal Year 2013

Fiscal year 2013 reported improper
payment estimates

Dolfars Error rate
Program Agency {in billions)  (percentage of outlays)
Medicare Fee-for-Service HHS $36.0 10.1
Earned Income Tax Credit Department of 14.5 24.0

the Treasury

Medicaid HHS 14.4 58
Medicare Advantage (Part C) HHS 1.8 a5
Unemployment Insurance DOL 8.2 a3

Source: GAO summary of agencies’ data. | GAO-14-737T

OThis $105.8 billion estimate does not include the Department of Defense's Defense
Finance and Accounting Service Commercial Pay program because of concerns regarding
the reliability of its improper payment estimate, which we discuss later in this statement.
The government-wide improper payment estimate for fiscal year 2013 including this
program is $105.9 billion.

i their fiscal year 2013 PARs and AFRs, three federal agencies updated their fiscal
year 2012 improper payment estimates to reflect changes since issuance of their fiscal
year 2012 PARs and AFRs. These updates decreased the government-wide improper
payment estimate for fiscal year 2012 from $107.7 biflion to $107.1 billion and from 4.4
percent of program outlays o 4.3 percent.

Page 4 GAO-14-737T
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OMB reported a government-wide improper payment error rate of 3.5
percent of program outlays in fiscal year 2013 when including the
Department of Defense’s (DOD) Defense Finance and Accounting
Service (DFAS) Commercial Pay program,? a decrease from 3.7 percent
in fiscal year 2012. When excluding the DFAS Commercial Pay program,
the reported government-wide error rate was 4.0 percent of program
outlays in fiscal year 2013 compared to the revised 4.3 percent reported
in fiscal year 2012. In May 2013, we reported on major deficiencies in
DOD’s process for estimating fiscal year 2012 improper payments in the
DFAS Commercial Pay program and recommended that DOD (1) develop
key quality assurance procedures to ensure the completeness and
accuracy of sampled populations and (2) revise its sampling procedures
to meet OMB guidance and generally accepted statistical standards and
produce a statistically valid error rate and dollar estimate with appropriate
confidence intervals. " According to its fiscal year 2013 AFR, DOD is
reevaluating its sampling methodology for fiscal year 2014 for the DFAS
Commercial Pay program based on our recommendations. Consequently,
the fiscal year 2013 improper payment estimate for the DFAS
Commercial Pay program may not be reliable.

Additionally, in fiscal year 2013, federal agencies reported improper
payment error rates for seven risk-susceptible pregrams—accounting for
more than 50 percent of the government-wide improper payment
estimate—that exceeded 10 percent. As shown in table 2, the seven
programs with error rates exceeding 10 percent ranged from 10.1 percent
to 25.3 percent. Under IPERA, an agency reporting an improper payment
rate of 10 percent or greater for any risk-susceptible program or activity
must submit a plan to Congress describing the actions that the agency
will take to reduce improper payment rates below 10 percent.

2DFAS is responsibie for providing professional, financial, and accounting services to
DOD and other federal agencies. it delivers mission-essential payroll, contract and vendor
pay, and accounting services. For fiscal year 2013, DOD reported outlays of
approximately $353 billion for the DFAS Commercial Pay program.

BGAO, DOD Financial Management: Significant Improvements Needed in Efforts to
Address Improper Payment Requirements, GAC-13-227 (Washington, D.C.: May 13,
2013).

Page§ GAC-14-737T
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Table 2: Improper Payment Error Rates: Seven Programs with Error Rates
Exceeding 10 Percent in Fiscal Year 2013

Fiscat year 2013 reported improper
payment estimates

Error rate Dollars
Program Agency {percentage of outiays) (in millions)
Bchool Breakfast Department of 253 $831.0

Agriculture (USDA)

Earned Income Tax  Department of the 24.0 14,500.0
Credit Treasury
Disaster Assistance  Small Business 18.4 121.1
Loans Administration {SBA)
State Home Per Department of 15.9 135.2
Diem Grants Veterans Affairs
School Lunch USDA 16.7 1,774.0
Contract SBA 11.6 14.1
Disbursements
Medicare Fee-for- HHS 101 36,033.0

Service

Source: GAO summary of agencies’ data. | GAO-14-737T

Since the implementation of IPIA in 2004, federal agencies have

continued to identify new programs or activities as risk susceptible and to
report estimated improper payment amounts. Federal agencies have also
identified programs or activities that they have determined to no longer be
risk susceptible and therefore did not report improper payment estimates
for these programs. For example, with OMB approval an agency can
obtain relief from estimating improper payments if the agency has
reported improper payments under the threshold for significant improper
payments at least 2 consecutive years. Consequently, the specific
programs included in the government-wide improper payment estimate
may change from year to year. For example, a net of 10 additional
programs were added to the government-wide estimate by OMB in fiscal
year 2013 when compared to fiscal year 2012." Most notably, the
Department of Education’s improper payment estimate for the Direct Loan
program, approximately $1.1 billion, was included in the government-wide
improper payment estimate for the first time in fiscal year 2013. We view

"This total includes DOD's DFAS Commercial Pay program.

Page 6 GAC-14-737T
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these agencies’ efforts as a positive step toward increasing the
transparency of the magnitude of improper payments.

In addition, agencies have continued efforts to recover improper
payments, for example through recovery audits. '® OMB reported that
government-wide, agencies recovered over $22 billion in overpayments
through recovery audits and other methods in fiscal year 2013.

Challenges in
Achieving Complete
and Accurate
Reporting of Improper
Payments

tn our fiscal year 2013 audit of the Financial Report of the United States
Government, we reported the issue of improper payments as a material
weakness in internal control because the federal government is unable to
determine the full extent to which improper payments occur and
reasonably assure that appropriate actions are taken fo reduce them.® At
the agency level, we also found that existing internal control
weaknesses—such as financial system limitations and information system
control weaknesses—heighten the risk of improper payments occurring.

We found that not all agencies have developed improper payment
estimates for all of the programs and activities they identified as
susceptible to significant improper payments. Specifically, four federal
agencies did not report fiscal year 2013 estimated improper payment
amounts for four risk-susceptible programs. ' For example, HHS's fiscal
year 2013 reporting cited statutory limitations for its state-administered
Temporary Assistance for Needy Families (TANF) program, ® which
prohibited it from requiring states to participate in developing an improper
payment estimate for the TANF program. Despite these limitations, HHS

15A(:cording to OMB guidance, a recovery audit is a review and analysis of an agency’s or
program's accounting and financial records, supporting documentation, and other
pertinent information supporting its payments that is specifically designed to identify
overpayments.

18GA0-14-310R.

""The four risk-susceptible programs that did not report a required improper payments
estimate for fiscal year 2013 were HHS’s Temporary Assistance for Needy Families
program, the Department of Agriculture’s (USDA) Loan Deficiency Payments, the Federal
Communications Commission's Universal Service Fund — Lifeline program, and the
National Science Foundation's Research and Related Activities and Education and
Human Resources program.

% The term state-administered refers to federal programs that are managed on a day-to-
day basis at the state level to carry out program objectives.

Page 7 GAO-14-737T
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reported that the agency has taken actions to assist states in reducing
improper payments, such as providing guidance related to appropriate
uses of TANF program funds. For fiscal year 2013, the TANF program
reported outlays of about $16.5 billion.

In addition, two programs that reported estimates in fiscal year 2013 were
not included in the government-wide totals because their estimation
methodologies were not approved by OMB. The two excluded programs
were the Department of Transportation’s High-Speed Intercity Passenger
Rail program, with fiscal year 2013 outlays of $2.3 billion, and the
Railroad Retirement Board’s Railroad Unemployment Insurance program,
with fiscal year 2013 outlays of $119.2 million.

Compliance with statutory requirements is another challenge for some
federal agencies. For fiscal year 2013, two agency auditors reported on
compliance issues with IPIA and IPERA as part of their 2013 financial
statement audits. Specifically, auditors of the Department of Agriculture
(USDA) reported noncompliance with the requirements of IPERA
regarding the design of program internal controls related to improper
payments. HHS auditors reported that, as previously noted, HHS did not
report an improper payment estimate for its TANF program for fiscal year
2013. In addition to noncompliance reported in financial statement audits,
various Gs reported deficiencies related to compliance with the criteria
listed in IPERA for fiscal year 2013 at their respective federal agencies,
including risk-susceptible programs that did not have reported improper
payment estimates, estimation methodologies that were not statistically
valid, and risk assessments that may not accurately assess the risk of
improper payment.

As reported in our March 2014 update to items identified in our annual
reports on fragmentation, overlap, and duplication, to determine the full
extent of improper payments government-wide and to more effectively
recover and reduce them, continued agency attention is needed to

(1) identify programs susceptible to improper payments, (2) develop
reliable improper payment estimation methodologies, (3) report on
improper payments as required, and (4) implement effective corrective
actions based on root cause analysis. ™

®GAO, General Government: Governmentwide Improper Payments, accessed June 28,
2014, hitpi//gac.gov/duplication/action_tracker/Governmentwide_improper_Payments.
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Strategies to Reduce
Improper Payments

As previously reported, there are a number of strategies that can help
agencies in reducing improper payments, including analyzing the roct
causes of improper payments and implementing effective preventive and
detective controls.? Designed and implemented effectively, these
strategies could help advance the federal government's efforts to reduce
improper payments,

ldentifying and Analyzing
Root Causes of Improper
Payments

Agencies cited a number of causes for the estimated $105.8 billion in
reported improper payment estimates for fiscal year 2013, including
insufficient documentation, incorrect calculations, and duplicate
payments. According to OMB guidance,?' agencies are required to
classify the root causes of estimated improper payments into three
general categories for reporting purposes: (1) documentation and
administrative errors, (2) authentication and medical necessity errors, and
(3) verification errors, % While some agencies reported the causes of
improper payments for their respective programs in their fiscal year 2013
financial reports using these categories, a more detailed analysis beyond
these general categories regarding the root causes can help agencies to
identify and implement more effective preventive, detective, and
corrective actions in the various programs. For example, in its fiscal year
2013 AFR, HHS reported diagnosis coding errors as a root cause of
improper payments in its Medicaid program and cited corrective actions

Bea0, Improper Payments: Moving Forward with Governmentwide Reduction Strategies.
GAO-12-405T {(Washington, D.C.: Feb. 7, 2012).

210ffice of Management and Budget, Financial Reporting Requirements, Ciroular No, A-
136 Revised (Oct. 21, 2013), and issuance of Part Iif to OMB Circular A-123, Appendix C,
OMB Memorandum M-10-13 (Washington, D.C.: Mar. 22, 2010}

220MB defines these error types as: Documentation and Administrative Errors - Errors
caused by the absence of supporting documentation necessary to verify the accuracy ofa
payment or errors caused by incorrect inputting, classifying, or processing of applications
or payments by a relevant Federal agency, State agency, or third party who is not the
beneficiary; Authentication and Medical Necessity Errors - Errors caused by an inability to
authenticate eligibility criterfa through third-party databases or other resources because no
databases or other resources exist, or providing a setvice that was not medicaily
necessary given the patient's condition; and Verification Etrors - Errors caused by the
failure or inability to verify recipient information, including earnings, income, assets, or
work status, even though verifying information does exist in third-party databases or other
resources (in this situation, as contrasted with “authentication” errors, the “inability” to
verify may arise due to legal or other restrictions that effectively deny access to an existing
database or resource), or errors due fo beneficiaries failing to report correct information to
an agency.
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related to provider communication and education. OMB has reported
plans to develop more granular categories of improper payments in an
upcoming revision to its guidance.

Designing and
Implementing Effective
Preventive Controls to
Avoid improper Payments

Implementing strong preventive controls can serve as the frontline
defense against improper payments. Proactively preventing improper
payments increases public confidence in the administration of benefit
programs and avoids the difficulties associated with the “pay and chase”
aspects of recovering overpayments.?® Many agencies and programs are
in the process of implementing preventive controls to avoid improper
payments, including overpayments and underpayments.?# Preventive
controls may involve a variety of activities such as up-front validation of
eligibility, predictive analytic tests, and training programs. Further,
addressing program design issues that are a factor in causing improper
payments is an effective preventive strategy to be considered. The
following are examples of preventive strategies, some of which are
currently under way.

Up-front eligibility validation through data sharing. Data sharing
allows entities that make payments—to contractors, vendors, participants
in benefit programs, and others—to compare information from different
sources to help ensure that payments are appropriate. When effectively
implemented, data sharing can be particularly useful in confirming initial
or continuing eligibility of participants in benefit programs and in
identifying improper payments that have already been made. Analyses
and reporting on the extent to which agencies are participating in data-
sharing activities, and additional data-sharing efforts that agencies are
currently pursuing or would like to pursue can help to advance the federal
government’s efforts to reduce improper payments.

23“Pay and chase” refers to the labor-intensive and time-consuming practice of trying to
recover overpayments once they have already been made rather than preventing
improper payments in the first place.

24Underpayments are also included in the total improper payment estimates because,
according to OMB guidance, the portion of ali amounts paid improperly shouid be included
when calculating a program’s annual improper payment amount. For example, according
to the guidance, if a $100 payment was owed, but the agency erroneously paid $90, then
$10 should be considered an improper payment.

Page 10 GAC-14-737T
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One example of data sharing is agencies’ use of the Do Not Pay (DNP)
initiative. DNP is a web-based, centralized data-matching service that
allows agencies to review multiple databases to determine a recipient’s
award or payment eligibility prior to making payments. IPERIA requires
entities to review prepayment and preaward procedures and ensure a
thorough review of available databases to determine program or award
eligibility before the release of any federal funds. {PERIA lists five
databases that should be included in the DNP initiative and allows for the
inclusion of other databases designated by OMB in consultation with the
appropriate agencies.? In August 2013, the Director of OMB issued
Memorandum No. M-13-20 (M-13-20), Protecting Privacy while Reducing
Improper Payments with the Do Not Pay Initiative. As required by IPERIA,
M-13-20 sets forth implementation guidance for the DNP initiative to help
ensure that the federal government’s efforts to reduce improper payments
comply with privacy laws and policies.

Predictive analytic technologies. The analytic technologies used by
HHS's Centers for Medicare & Medicaid Services (CMS) are examples of
preventive techniques that may be useful for other programs to consider.
The Small Business Jobs Act of 2010 requires CMS to use predictive
modeling and other analytic techniques—known as predictive analytic
technologies—both to identify and to prevent improper payments under
the Medicare Fee-for-Service program.® These predictive analytic
technologies are to be used to analyze and identify Medicare provider
networks, billing patterns, and beneficiary utilization patterns and detect
those that represent a high risk of fraudulent activity. Through such
analysis, unusual or suspicious patterns or abnormalities can be identified
and used to prioritize additional review of suspicious transactions before
payment is made.

Training programs for providers, staff, and beneficiaries. Training
can be a key element in any effort to prevent improper payments from
occurring. This can include both training staff on how to prevent and

The five databases specifically tisted in IPERIA are (1) Social Security Administration’s
Death Master File, (2) General Services Administration’s Excluded Parties List System,
(3) Department of the Treasury's Debt Check Database, (4) HHS IG's List of Excluded
Individuais/Entities, and {5) Department of Housing and Urban Development’s (HUD)
Credit Alert System or Credit Alert interactive Voice Response System. According to the
DNP website, only the first four of these databases are currently available.

pyb, 1. No. 111-240, § 4241 (Sept. 27, 2010),
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detect improper payments and training providers or beneficiaries on
program requirements. For example, in its fiscal year 2013 AFR, HHS
reported that it has offered training through its Medicaid Integrity Institute
to over 4,000 state employees and officials from fiscal years 2008 through
2013.

Program design review and refinement. To the extent that provider
enroliment and eligibility verification problems are identified as a
significant root cause in a specific program, agencies may look to
establish enhanced controls in this area. For example, CMS has taken
steps to strengthen standards and procedures for Medicare provider
enroliment to help reduce the risk of providers intent on defrauding or
abusing the program.?’ Further, exploring whether certain complex or
inconsistent program requirements—such as eligibility criteria and
requirements for provider enroliment—contribute to improper payments
may lend insight to developing effective strategies for enhancing
compliance and may identify opportunities for streamlining or changing
eligibility or other program requirements.

Implementing Effective
Detective Controls to
Identify and Recover
Overpayments

Although strong preventive controls remain the frontline defense against
improper payments, effective detection techniques can help to quickly
identify and recover those overpayments that do occur. Detection
activities play a significant role not only in identifying improper payments
but also in providing data on why these payments were made and, in turn,
highlighting areas that need strengthened prevention controls. The
following are examples of key detection techniques.

Data mining. Data mining is a computer-based control activity that
analyzes diverse data for relationships that have not previously been
discovered. The central repository of data commonly used to perform
data mining is called a data warehouse. Data warehouses store tables of
historical and current information that are logically grouped. As a tool in
managing improper payments, applying data mining to a data warehouse
allows an organization to efficiently query the system to identify potential
improper payments, such as multipie payments for an individual invoice to
an individual recipient on a certain date, or to the same address. For

Y'GAC, Medicare: Further Action Could Improve Improper Payment Prevention and
Recoupment Efforts. GAC-14-819T {Washington, D.C.; May 20, 2014}
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example, CMS has established One Program integrity, a web-based
portal intended to provide CMS staff and contractors with a single source
of access to Medicare and other data needed to help detect improper
payments as well as tools for analyzing those data.

Recovery auditing. While internal control should be maintained to help
prevent improper payments, recovery auditing is used to identify and
recover overpayments. {PERA requires agencies to conduct recovery
audits, if cost effective, for each program or activity that expends

$1 million or more annually. In its fiscal year 2013 AFR, HHS reported
that the Medicare Fee-for-Service recovery audit program identified
approximately $4.2 billion and recovered $3.7 billion in overpayments by
the end of the fiscal year. Medicare recovery audit contractors are paid a
contingency fee based on both the percentage of overpayments collected
and underpayments identified.

It is important to note that some agencies have reported statutory or
regulatory barriers that affect their ability to pursue recovery auditing. For
example, in its fiscal year 2013 AFR, USDA reported that Section 281 of
the Department of Agriculture Reorganization Act of 1994 precluded the
use of recovery auditing techniques because Section 281 provides that
90 days after the decision of a state, a county, or an area committee is
final, no action may be taken to recover the amounts found to have been
erroneously disbursed as a result of the decision unless the participant
had reason to believe that the decision was erroneous.? This statute is
commonly referred to as the Finality Rule, and according to USDA, it
affects the Commodity Credit Corporation’s ability to recover improper
payments.

Federal-state incentives. Another area for further exploration is the
broader use of incentives for states to implement effective preventive and
detective controls.?® Agencies have applied limited incentives and
penalties for encouraging improved state administration to reduce

Bpyb, L. No. 103-354, § 281, 108 Stat. 3178, 3233 {QOct. 13, 1994}, classified, as
amended, at 7 U.S.C. § 7001.

2PERA allows agencies to use up to 25 percent of funds recovered, net of recovery

costs, under a payment recapture audit program, including providing a portion of funding
to state and local governments,
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improper payments. Incentives and penalties can be helpful to create
management reform and to ensure adherence to performance standards.

Chairman Mica, Ranking Member Connolly, and Members of the
Subcommittee, this completes my prepared statement. | would be
pleased to respond to any questions that you or other members of the
subcommittee may have at this time.
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Mr. MicA. And we’ll have questions when we've heard from all
the witnesses.

We recognize now Ms. Beth Cobert, and she is the Deputy Direc-
tor for Management at OMB.

Welcome, and you're recognized.

STATEMENT OF BETH COBERT

Ms. CoBERT. Thank you. Thank you, Chairman Mica, Ranking
Member Connolly, Mr. Meadows, for inviting me today to discuss
the Federal Government’s efforts to stop improper payments. I ap-
preciate the opportunity to update the subcommittee on this topic.

When the President took office in 2009, improper-payment rates
were on the rise, with the fiscal year 2009 rate coming in at 5.42
percent, the highest figure to date. We are pleased to report that,
since 2009, the administration, working together with Congress,
has significantly reduced improper payments.

As a result of this concerted effort, the government-wide im-
proper-payment rate has dropped steadily for 4 consecutive years,
from 5.42 percent in fiscal year 2009 to 3.53 percent in fiscal year
2013. And, as noted, the fiscal year 2013 measure does include
DOD commercial payments.

Over the past year, we reduced improper-payment rates in major
program areas, including Medicaid, Medicare Advantage Part C,
unemployment insurance, the Supplemental Nutrition Assistance
Program, Pell grants, and the Social Security Supplemental Secu-
rity Income program and the Retirement, Survivors, and Disability
Income program. Furthermore, agencies recovered more than $22
billion in overpayments through payment recapture audits and
other methods.

In programs administered at the State and at the local level, the
Federal Government has been working directly with States to en-
sure that appropriate corrective actions are put in place to reduce
improper payments.

In other instances, Federal agencies have implemented innova-
tive techniques to ensure that benefit payments are accurate. For
example, the Supplemental Security Income program has been in-
tegrating the Access to Financial Institutions, AFI, bank
verification process. AFI electronically verifies bank account bal-
ances with financial institutions so SSI can ensure that bene-
ficiaries do not exceed program asset thresholds.

While we are pleased to see progress, we acknowledge that more
work needs to be done. There are areas where we did not see
progress in fiscal year 2013. For these and for all areas, we will
continue to work closely with agencies to find the root causes of im-
proper payments and address them.

To build on our progress, we are working on a number of fronts.
We are conducting a careful analysis of program-specific corrective
actions to identify those with the highest return on investment or
potential for substantially reducing improper payments.

We are also focused on leveraging technology and sharing data
to address improper payments, as exemplified by the Do Not Pay
initiative. Do Not Pay uses data-matching and predictive analytics
to prevent improper payments before they occur.
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The budget includes proposals to build on congressional and ad-
ministrative action to further reduce improper payments. The fiscal
year 2015 budget includes a number of program integrity proposals
aimed at improving government efficiency, which is a core focus of
the overall President’s management agenda.

For example, the budget strengthens Medicare, Medicaid, and
the Children’s Health Insurance Program by providing tools and
funding to fight fraud, waste, and abuse. It also supports the Inter-
nal Revenue Service efforts aimed at improving enforcement of cur-
rent tax laws and reducing the tax gap.

These proposals will provide additional savings for the govern-
ment and taxpayers and will support government-wide efforts to
improve the management and oversight of Federal resources.

There is compelling evidence that investments in program integ-
rity can significantly decrease the rate of improper payments and
recoup many times their initial investments. As was noted earlier,
for every dollar spent by the SSA on disability reviews, the govern-
ment saves an estimated $9 in avoided benefit payments.

To help bolster the value of the Do Not Pay system, the Presi-
dent’s fiscal year 2015 budget reproposes providing the Treasury
Do Not Pay system access to the SSA full Death Master File, which
includes the most timely information available on death informa-
tion received from State sources.

We look forward to continuing to work with Congress on other
matters, including the Improper Payments Agency Cooperation En-
hancement Act, IPACE, which includes many administration prior-
ities on sharing data to prevent improper payments.

I'd like to close by emphasizing that stopping improper payments
remains a priority for this administration. We have taken an ag-
gressive approach to attacking waste, fraud, and abuse within Fed-
eral agencies, and we will continue to seek out new and innovative
tools to help us in this fight. While we are proud of the progress
we have made, we know there is much more work to be done to
improve the accuracy and integrity of Federal payments.

I look forward to continuing to work with this subcommittee and
other committees, as well as the GAO, the inspectors general com-
munity, and agencies, to make more strides in reducing improper
payments. All of these stakeholders are our partners in this en-
deavor, and they all play a critical role in holding the Federal Gov-
ernment accountable for reducing improper payments.

Thank you for inviting me to testify. I look forward to answering
your questions.

Mr. MicA. Thank you.

[Prepared statement of Ms. Cobert follows:]
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Introduction

Thank you Chairman Mica, Ranking Member Connolly, and distinguished members of the
Subcommittee, for inviting me to discuss the Federal Government’s efforts to stop improper
payments. I appreciate the opportunity to update the Subcommittee on this important topic.

While not all improper payments are fraudulent, and not all improper payments represent a loss
to the Government—some improper payments reflect a lack of documentation or even an
underpayment—the loss to the Federal Government is significant.

When the President took office in 2009, improper payment rates were on the rise, with the Fiscal
Year (FY) 2009 rate coming in at 5.42 percent, the highest figure to date. We are proud to report
that since 2009, the Administration, working together with the Congress, has significantly
reduced improper payments. By using tools like annual Inspector General reviews, cutting edge
technology, and expanding requirements for high priority programs, we have strengthened
accountability and transparency - saving the American people money while improving the fiscal
responsibility of Federal programs. While we are pleased with this progress, we are very much
aware that we have a lot more work to do in this area.

Results

As a result of this concerted effort, the government-wide improper payment rate has dropped
steadily for four consecutive years, from 5.42 percent in FY 2009 to 3.53 percent in FY

2013 when factoring in DOD commercial payments (for more details, please refer to the graph
below). This reduction did not just happen by chance—it was the product of hard work done at
Federal agencies, and with our partners in the Congress. Over the past year, we reduced
improper payment rates in major programs across the Government, including Medicaid,
Medicare Advantage (Part C), Unemployment Insurance, the Supplemental Nutrition Assistance
Program (SNAP), Pell Grants, and two Social Security programs—Supplemental Security
Income and Retirement, Survivors, and Disability Insurance. Furthermore, agencies recovered
more than $22 billion in overpayments through payment recapture audits and other methods in
FY 2013.
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Government-Wide Improper Payment {IP) Rates: 2009-2013

6.00%
5.42%
5-50% 5.29%
5.00%
4.69% g [P Rate

4.50% 4:35%
4.00%
3.50% “£30,
3.00%

o o - o ]

& < = o a

S =1 = o =)

& & & & R

> > > > -

It Rhe 25 I5N [N

Note: The FY 2013 rate includes Department of Defense Commercial Payments, which
was not included in previous years.

In programs administered at the local level, the Federal Government has been working directly
with States to ensure that appropriate corrective actions are put in place to reduce improper
payments. For instance, through the Medicaid Integrity Program, Federal employees
specializing in program integrity provide support to States in their efforts to combat Medicaid
provider waste, fraud, and abuse. In other instances, Federal agencies have implemented
innovative techniques to ensure that benefit payments are accurate. For example, the
Supplemental Security Income program has been integrating, over the last several years, the
Access to Financial Institutions (AFI) bank verification process with its program systems. AFIis
an electronic process that verifies bank account balances with financial institutions to identify
excess resources and ensure that beneficiaries meet program asset thresholds.

While we are happy to see progress in reducing improper payments, however, we must also
acknowledge more work needs to be done. For example, a few areas where we did not see
improvements in FY 2013 were in the Medicare Part D program and the Earned income Tax
Credit program. For these and other areas that are not showing improvement, we will continue to
work closely with agencies to find the root causes of the improper payments and will do
everything we can to find ways to do better.
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Ongoing Efforts to Sustain Success

In an effort to build on our recent progress in driving down improper payments, we are working
on a number of fronts. For example:

Improper Payments Guidance Overhaul

The Improper Payments Elimination and Recovery Improvement Act of 2012 (IPERIA) required
OMB to issue implementing guidance to agencies on new requirements, which also provided us
with an opportunity to update existing guidance~—namely, Appendix C to OMB Circular A-123.

Our goal is not only to provide guidance to agencies on the new IPERIA requirements, but also
to transform the improper payment compliance framework so that it creates a more unified,
comprehensive, and less burdensome set of requirements for agencies and Inspectors General. In
addition, the new guidance will provide a more detailed categorization of improper payments and
a more useful taxonomy of root causes. These new categories will help agencies better present
the different types of improper payments that occur within their programs and will provide more
granularity on improper payment estimates—thus leading to more effective corrective actions at
the program level and more focused strategies for reducing improper payments at the
government-wide level.

Deep Dive on Corrective Actions

Reducing the government-wide improper payment rate heavily depends on reductions at the
program level. And given the wide array of types of programs and improper payment root
causes, solutions often have to be tailored. Therefore, we are conducting a careful analysis of
program-specific corrective actions to identify programs with the highest return-on-investment or
potential for substantially reducing improper payments. A major part of this ongoing exercise
includes working closely with agencies to assess the following questions:

e Which current program-specific corrective actions are the most effective in reducing
improper payments?

s Is there something that programs are not already doing—but could realistically be
doing—that would lead to a significant decrease in improper payments?

* What are the barriers preventing agencies from further reducing improper payments, and
what would it take to overcome those barriers?

It is also important to pinpoint and understand the reasons which programs do not consistently
make progress in reducing improper payments and why (such as structural or program design
reasons) and develop appropriate strategies to help those programs.
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The President’s FY 2015 Budget

We will continue to use the Budget to build on congressional and Administration action to
reduce improper payments. For example, the President’s FY 2015 Budget includes a number of
program integrity proposals aimed at reducing improper payments and improving government
efficiency. Specifically, the FY 2015 budget strengthens Medicare, Medicaid, and the Children’s
Health Insurance Program by providing tools and funding to fight fraud, waste, and abuse. The
Budget proposes $403 million in additional mandatory and discretionary Health Care Fraud and
Abuse Control (HCFAC) investments in FY 2015 to stay ahead of the fraud curve. Starting in
FY 2016, the Budget proposes that all new HCFAC investments be mandatory and consistent
with the levels for discretionary spending on HCFAC set forth in the Budget Control Act. The
Budget also includes other program improvements aimed at improving efficiency and
effectiveness as States expand Medicaid.

Many of these proposals will provide additional savings for the Government and taxpayers, and
will support government-wide efforts to improve the management and oversight of Federal
resources. There is compelling evidence that investments in administrative resources can
significantly decrease the rate of improper payments and recoup many times their initial
investment. For example, for every dollar spent by the Social Security Administration on a
disability review, the Govermment saves an estimated nine dollars in avoided benefit payments.
Similarly, for every new dollar spent on HCFAC program integrity efforts, the Centers for
Medicare & Medicaid Services’ actuaries conservatively estimate approximately a dollar and a
half is saved or averted. Historically, for every dollar spent on health-care-related fraud and
abuse investigations through HCFAC and other programs in the last three years, the Government
recovered $8.10. This is the highest three-year average return on investment in the 17-year
history of the HCFAC program. The President’s FY 2015 Budget also supports the Internal
Revenue Service efforts aimed at improving enforcement of current tax laws and reducing the
tax gap. We will continue to identify areas—in addition to those outlined in the Budget—where
we can work with the Congress to further improve agency efforts.

The Do Not Pay Initiative

Under this Administration, the Federal Government has focused on leveraging technology and
sharing data to address improper payments, as exemplified by the Do Not Pay initiative. The
goal of this initiative is to use data matching and predictive analytics to prevent improper
payments before they occur. On January 10, 2013, the President signed into law IPERIA, which
requires increased use of technology to combat improper payments. IPERIA mandated five
databases to screen against. Additionally, the Congress passed and the President signed the
Bipartisan Budget Act of 2013, which expanded IPERIA to contain a sixth database: the SSA
Prisoner Updates Processing System (PUPS).

In order to fulfill the requirements of IPERIA and further prevent improper payments, OMB has
taken a number of actions. First, we have provided the Congress a plan for agencies to integrate
the required databases, and provided a plan for improving the data quality of death data
maintained by SSA. Second, as of June 1, 2013, we have established an initial Do Not Pay
working system to review payments that are centrally processed at Treasury. Third, we have
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issued Memorandum M-13-20 on Protecting Privacy while Reducing Improper Payments with
the Do Not Pay Initiative. Finally, we have established the Treasury Do Not Pay System as a
System of Record providing proper privacy protection and allowing “computer matching
agreements” with agencies.

OMB continues to work with agencies to achieve the full intent of IPERIA by verifying proper
payments pre-award, prepayment, and post payment across all six databases, as appropriate, and
is preparing the first report to the Congress on the implementation of the Do Not Pay initiative.
Furthermore, to help bolster Do Not Pay’s value and address other key Administration goals, the
President’s FY 2015 Budget re-proposes to further reduce improper payments by providing the
Treasury Do Not Pay system access to the SSA full Death Master File database, which includes
death information received from State sources. And we look forward to working with the
Congress on S.1360, the Improper Payments Agency Cooperation Enhancement Act (IPACE
Act), which includes many of the Administration priorities on sharing death data to prevent
improper payments.

Conclusion

I would like to close by emphasizing that stopping improper payments remains a priority for this
Administration. We have taken an aggressive approach to attacking waste, fraud, and abuse
within Federal agencies, and we will continue to seek out new and innovative tools to help us in
this fight.

While we are proud of the progress we have made so far, we know there is much more work to
be done to improve the accuracy and integrity of Federal payments. I look forward to continuing
to work with this subcommittee and other committees, as well as the Government Accountability
Office, the Inspectors General community, and agencies to make more strides in reducing
improper payments. All of these stakeholders are our partners in this endeavor, and they play a
critical role in holding the Federal Government accountable for reducing improper payments.

Thank you again for inviting me to testify. 1look forward to answering your questions.
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Mr. MicA. And I'll now recognize Mr. Mark Easton. He’s the Dep-
uty Chief Financial Officer at the Department of Defense.

STATEMENT OF MARK EASTON

Mr. EASTON. Thank you.

Chairman Mica, Ranking Member Connolly, Congressman Mead-
ows, thank you for the opportunity to discuss the actions the De-
partment of Defense is taking to reduce improper payments and
achieve full compliance with IPERIA.

b I fglubmitted a statement for the record and will summarize it
riefly.

As the Deputy Chief Financial Officer of DOD, I am responsible
for financial policy, systems compliance, internal controls governing
the financial and accounting aspects of all business operations
across the Department. I am proud to have served in the Depart-
ment for over 40 years, both in uniform and as a civilian.

I'm also very mindful of our stewardship responsibilities and am
keenly aware that the Department of Defense financial manage-
ment remains on the GAO’s high-risk list and that we are the only
Federal agency without a positive financial audit opinion. I'm also
convinced that this status will change over time, and remain com-
mitted to our broader improvements in financial management, in-
cluding the improper payments.

Most importantly, I should add that Secretary Hagel, Deputy
Secretary Work, my new boss, and the Chief Financial Officer,
Mike McCord, and other senior leaders throughout the Department
are equally committed.

In short, we feel we have a sound and active program in place
to identify, report, eliminate, and, if need be, recover improper pay-
ments. We estimate that less than 1 percent of all of our payments
meet the definition of “improper.” That is low compared to the gov-
ernment-wide rate of a little over 3—1/2 percent for fiscal year 2013.
And, moreover, the nature of many of our improper payments allow
us to resolve them quickly.

Our record of minimal improper payments is particularly note-
worthy considering the size and complexity of the Department’s
business operations. Consider that, last year, the Defense Finance
and Accounting Service, or DFAS, handled nearly 90 percent of our
total payments and disbursed nearly $580 billion, including 162
million pay transactions, 6 million travel payments, and nearly 10
million commercial invoices.

Of course, there is always room for improvement. We constantly
strive to reduce improper-payment rates where we can cost-effec-
tively do so. Our overall financial improvement and audit readiness
effort, more commonly known as the FIAR Plan, will continue to
provide increased confidence and credibility in the numbers we re-
port. These efforts, plus our collaboration with OMB, GAO, and the
Congress, help us to sustain this focus.

In my larger statement, I described five broad categories of pay-
ments that we used as reporting elements. These are commercial
payments to vendors, civilian and military payrolls, travel pay-
ments, retired annuitant pay, and the similar payments by other
organizations outside DFAS. I described our approach to controlling
improper payments for each of them and will be happy to provide
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additional details this morning if you wish; otherwise, they are
made a part of the record.

I have also provided an update on recent audit results from GAO
and the DOD Inspector General, who provides an annual compli-
ance assessment. Each report helps to identify additional opportu-
nities to strengthen financial management and improve on our im-
proper-payment reduction program.

Many of the issues and challenges highlighted in the reports are
the same ones that affect our financial reporting and audit capa-
bilities. We concur with those issues and recognize that, until
solved, they will continue to limit the confidence that you have in
our efforts to accurately report improper payments.

We also appreciate their recognition of the progress we are mak-
ing.

Mr. Chairman, in conclusion, I'd emphasize that we have a fun-
damentally sound improper-payment program at DOD that mini-
mizes improper payments to very small levels. Our more com-
prehensive efforts to improve financial information and meet finan-
cial reporting requirements and audit standards will also improve
the efficiency of our improper-payment efforts as well as reinforce
the completeness and credibility of our improper-payment rates re-
port. I will further—it will further improve our attempts to mini-
mize improper payments while also establishing an infrastructure
that will greatly improve efficiency.

Less than 2 weeks ago, Bob Hale, the DOD’s longest-serving
CFO, left office for a well-deserved retirement, but, most impor-
tantly, he left a legacy that assigned a high priority to improving
DOD financial management over the long term. Our current CFO,
Under Secretary Mike McCord, is equally committed to improving
the quality of our financial information and achieving auditability,
and that includes full compliance with IPERIA.

Elimination of improper payments is and will continue to be an
important and visible part of financial management stewardship at
DOD.

That completes my statement, and I welcome your questions.

Mr. MicA. Thank you. And, as I said, we’ll hold them.

[Prepared statement of Mr. Easton follows:]
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Mr, Chairman, Ranking Member Connolly, members of the subcommittee, thank you
for the opportunity to discuss the actions the Department of Defense (DoD) is taking to reduce
improper payments and to achieve sustained compliance with the Improper Payments
Elimination and Recovery Improvement Act (IPERIA) of 2012.

As the Deputy Chief Financial Officer for DoD, I am responsible to the Chief Financial
Officer for the financial policy, systems compliance, and associated internal controls that govern
the financial and accounting aspects of business operations across the Defense enterprise. 1am
proud to have served for over 40 years, taking on various roles in the Department to support our
warfighters—the men and women in uniform—as they ensure our nation’s security. Iam also
mindful of our public stewardship responsibility. And, I am keenly aware that DoD financial
management remains on the high risk list of the Government Accountability Office (GAO), and
that we are the only Federal agency without a positive financial audit opinion. I assure you that
this status will change and that I spend much of my time working to make that happen. Most
importantly, Secretary Hagel, Deputy Secretary Work, my new boss and Chief Financial Officer
Mike McCord, and other senior leaders throughout the Department are demanding those changes.
Reducing improper payments is a very visible and high priority element of our overall efforts to
strengthen DoD financial management — along with improving the quality of our financial
information for decision-making and achieving financial auditability. In this context, I am
pleased to join our interagency panel today to discuss our efforts to reduce improper payments.

OVERALL ASSESSMENT

I believe DoD has a fundamentally sound and active program in place to identify, report,
eliminate and, if needed, recover improper payments. Using the current definition, an improper
payment is any payment that is made to the wrong person or entity, is made in the wrong
amount, lacks the proper entitlement authorization, or is made without proper documentation.
Currently, we estimate that less than one percent of all of our payments meet the definition of
being improper. That is low compared with the government-wide rate of 3.53 percent for
Fiscal Year (FY) 2013. Moreover, many of our improper payments are quickly resolved.

Despite the kind of challenges associated with complex contract payments and the size
and world-wide operations of DoD, the nature and type of many of our payments involve a
recurring relationship that can usually be validated internally prior to payment. Our largest
challenges go beyond improper payments. They are the same ones that impact financial
reporting anditability across the DoD enterprise. For example, they include the ability to
reconcile and present universes of transactions so that we can conduct comprehensive sampling
to provide assurance that we have quality control over all payments, while also being able to
readily source documents to support those payments. As a result, many of our improvement
efforts are focused on making the Department’s financial statements auditable, while also
strengthening and increasing the credibility of the low improper payment numbers we report.

Our colleagues at the Office of Management and Budget (OMB) generally agree that
DoD has a strong program in place to control improper payments. It is important to note that
DoD improper payments are not on OMB’s list of high-priority (error) programs. In fact, OMB
has identified some of the techniques we use to combat improper payments as best practices that
other agencies should consider to strengthen their own programs.
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Our record of minimal improper payments is particularly noteworthy given the size and
complexity of the Department’s business operations. Last year the Defense Finance and
Accounting Service (DFAS) handled nearly 90 percent of our total payments and disbursed a
total of $579 billion. DFAS processed nearly 162 million pay transactions, 6 million travel
payments, and 10.3 million commercial invoices. It also handled 270 million General Ledger
account transactions and nearly $700 billion in military retirement and health benefits funds. We
are a highly complex organization. Despite the volume and complexity of our activities, DFAS
has worked hard and successfully to keep the incidence of improper payments in check.

Of course, there is always room for improvement. We constantly strive to reduce our
improper payment rates where we can cost-effectively do so. Our overall financial improvement
and audit readiness effort — known as the FIAR Plan —~ will continue to provide increased
confidence and credibility in the numbers we report. These efforts, plus our collaboration with
OMB, GAO, and Congress help to sustain this focus. As aresult, we are contributing to
government-wide improvements in financial management.

ASSESSMENT BY CATEGORY

Let me discuss five broad categories of payments that we use as reporting elements. I
include our approach to controlling improper payments for each of them and, where appropriate,
I will cite the improvements that we plan.

Commercial Payments

For commercial payments we make heavy use of prepayment screening, both automated
and manual, to prevent improper payments. Our total commercial payment outlay at the end of
Fiscal Year 2013 was $352.6 billion, yet our improper commercial pay rate was only 0.03
percent.

Several key controls help to keep our commercial improper payments low. For example,
we rely on a pre-payment review tool called Business Activity Monitoring, or BAM. Introduced
in 2008, BAM is an automated prepayment mechanism that uses business logic to flag, for
human review, payments that may be improper. For instance, BAM flags similar payments for
review if they involve matching dollar amounts within the same time frame. This helps us avoid
duplicate payments. Likewise, it flags an invoice number if it is very close to that of a recently
processed invoice. Over these past six years, when coupled with diligent work by DFAS
technicians and logic upgrades keyed to new and recurring problem areas, BAM has prevented
more than $8.2 billion in improper payments--money that can be used as intended and directed
toward priority missions.

Similarly, following a GAO recommendation from its 2013 program assessment, our
major improvement effort over the past two years has been the implementation of post-payment
stratified statistical sampling. With it, we have enhanced our initial statistical sampling
methodology, first devised in 2012, to provide a more rigorous and tiered approach based on
dollar value. This technique will help to pinpoint areas of concern, solve recurring issues, and
provide more accurate sampling statistics. We are confident that once fully implemented, these
results will confirm a very low rate of improper payments for our commercial pay program. You
should see this confirmation in our next Agency Financial Report which will be issued in
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November. And, as with all efforts related to financial improvement, we integrate activities
wherever possible with ongoing FIAR efforts to become audit ready. This is how we are
ensuring that our efforts to reduce improper payments contribute to a culture of improved
financial management stewardship

Civilian and Military Payroll

Statistical sampling is also used by DFAS to review the military Services’ and defense
components’ payrolls to estimate, identify, and report improper payments. Errors that are
identified are turned over to the relevant organizations for corrective action. For military and
civilian pay, we find that post-payment statistical sampling provides an effective supplement to,
and validation of, existing prepayment reviews. Likewise, pre-pay audits and a focus on
improved documentation have helped us to minimize under and over payments. As FY 2013
ended, our civilian pay outlay was $57 billion, with only 0.17 percent of it being improper. This
speaks to the value of key controls and measures that we have installed in our civilian pay
program.

Similarly, almost $100 billion in FY 2013 military pay outlays occurred, yet improper
payments to our Service members did not exceed 0.29 percent, despite the dynamic nature of
military operations that can drive changes in pay and allowances. A common root cause of
improper civilian and military pay is the untimely submission of personnel status changes to the
payroll systems. Automation that facilitates these changes in an integrated and timely fashion, as
well as supports a strong process and controls-oriented partnership with the personnel
community, continues to be an important solution. Suffice it to say, many military and civilian
pay errors are quickly identified and fixed during the subsequent pay period. Current efforts to
ensure that personnel documentation is readily available for review will also help to address this
very important payment category.

Travel Payments

Our Travel Pay is an area that has consistently missed annual goals and is receiving
increased visibility and emphasis. Poor training for approving officials is leading to a lack of
documentation. This is a known risk area for us. Consequently, our FY 2013 travel improper
payment rate was 6.5 percent, while our goal was half that rate. We subject our travel payments
to monthly statistical sampling to identify, minimize, and correct improper payments. We have
also begun using automated file matching among our travel systems to prevent duplicate
payments. The vast majority of temporary duty travel payments are made within the centralized
Defense Travel System. This has provided the opportunity to employ a data mining software
tool that provides a payment recapture audit looking for potential improper payments. It
automatically establishes the debt and contacts both the traveler and approving official to get a
problem fixed as soon as possible.

As with payroll disbursements, component financial managers are notified of the need for
corrective action on a quarterly basis. Corrective action includes any necessary recovery of
overpayments or additional payouts for underpayments. We have found that most improper
travel payments made using our centralized travel system are due to traveler input errors that are
missed by the approving officials. Components that make travel payments through systems other
than the Defense Travel System follow similar procedures and report their results,
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Retired and Annuitant Pay

In FY 2013, Retirement and Annuitant pay totaled $56.6 billion, with improper payment
errors accounting for only 0.035 percent of the payments made, or $19.9 million. Of that
amount, 96 percent was recovered within 60 days. To achieve this, we use post-payment
statistical sampling for retiree and annuitant pay, with specific emphasis on recapturing
payments to deceased retirees when death notifications have not been made in a timely manner.
In addition to random statistical samplings of retiree and annuitant pay records, an automated
search is conducted each month to identify and recapture any payments made to deceased
individuals for retired and annuitant benefits. Periodic special reviews are undertaken in
potential high risk areas such as Combat-Related Special Compensation, Concurrent Receipt of
Disability Payment, and new retiree and annuitant accounts.

Payments by Other Organizations

The payment categories that I have just discussed are the largest ones in DoD and are
handled primarily by DFAS. Other payment operations occur in multiple organizations across
the Department. Many of these organizations have implemented what we believe to be a strong
program to estimate, identify, report, eliminate, and recover improper payments.

Two noteworthy examples are the U.S. Army Corps of Engineers (USACE) and the
Defense Health Agency (DHA). The Corps conducts statistical sampling for all of its
commercial payments and a 100 percent review of all travel payments over $2,500, as well as a
statistical sampling of those below $2,500. It normally recaptures 99 to 100 percent of all
overpayments. It also has conducted an internal recovery audit program using its Oracle data
mining tool and has done so for the past several years.

At DHA, home of vital military health benefits programs, stringent contract performance
standards are employed that involve stratified statistical sampling based on dollar amounts and
payment types. The contractor actually making the payments is incentivized by contract terms to
minimize any improper payments and penalized when performance standards are not met. In
addition, the comprehensive annual post-payment audit by an external independent contractor
established an improper payment rate of 0.32 percent, as cited in our FY 2013 Agency Financial
Report.

RECENT AUDIT RESULTS

We welcome the feedback provided by our oversight organizations, both internal to DoD
and the GAO. Each of them, to include military service audit organizations, has helped to
identify areas for improvement that collectively will strengthen financial management and
address long standing weaknesses. As mentioned earlier, many of the issues or challenges
highlighted in relevant audit reports are the same as those that impact our financial reporting
capabilities. We concur with those issues and recognize that, until solved, they limit the
confidence you have in our efforts to reduce improper payments. All oversight organizations
acknowledged both our understanding and recent progress in addressing these weaknesses.

The 2013 GAO report is a comprehensive one that emphasizes several areas for
improvement. GAO recognized the progress we had made since its earlier 2009 report. It also
provided 10 recommendations to which the Department either fully or partially concurred. Three
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have already been implemented: One, DFAS Commercial Pay has modified its statistical
sampling methodology to include stratification by invoice dollar amount; two, required process
and sampling documentation has been maintained; and three, DFAS, USACE and DHA have
completed risk assessments for their respective payments. Many of the remaining
recommendations are associated with broader financial improvement efforts that we link to our
statute-driven, September 30, 2014, goal related to the audit readiness of our budget execution.
In addition, we are updating our internal regulations to be compliant with IPERIA and will be
issuing them concurrent with the issuance of OMB’s final implementing guidance.

The DoD Office of Inspector General (IG) also conducts an annual review of our
compliance with the Improper Payments Elimination and Recovery Act. DoD was considered
compliant in FY 2011. The DoD IG also acknowledged that we were aware of and making
progress on broader issues concerning documentation that would support our reporting process.
One area of non-compliance for the past two years, as recognized earlier, concerns our inability
to achieve established goals for reductions in travel improper payments. As required by the
statute, Travel Pay is currently under a closely monitored remediation plan to address these
deficiencies.

CONCLUSION

T'have discussed our specific approaches to control improper payments and how we are
complying with the IPERIA. More generally, we have a fundamentally sound improper payment
program at DoD that minimizes the incidents of improper payments to very small levels. Qur
more comprehensive efforts to improve financial information and meet financial reporting audit
standards will improve the efficiency of our improper payment efforts and reinforce confidence
in the completeness and credibility of our reporting. Tt will further improve our attempts to
minimize improper payments, while also establishing an infrastructure that allows us to do more
efficient and in-depth analysis of source documentation where appropriate. We also actively
participate in those government-wide efforts to improve financial management. For example,
and relating specifically to improper payments, our earlier experience with pre-payment checks
contributed to initial transaction testing conducted by OMB and Treasury for the Do Not Pay
(DNP) List Portal. Likewise, we are also collaborating with Treasury on debt collection
improvement, representative of our goal to leverage Treasury capabilities wherever possible, in
order to improve our capabilities, obtain efficiencies and reduce duplication.

Less than two weeks ago, Bob Hale, the DoD’s longest serving Chief Financial Officer
left office for a well-deserved retirement. He has left a legacy that assigned a high priority to
improved long term financial management. Our current CFO, Under Secretary Mike McCord, is
committed to these same goals, improving the quality of our financial information, and achieving
financial auditability. Iassure you that our efforts will continue to comply fully with the
IPERIA. Elimination of improper payments constitutes an important part of our financial
management stewardship.

I welcome your questions.
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Mr. MicA. Now let me introduce and welcome Dr. Shantanu
Agrawal, who’s the Deputy Administer and Director at the Centers
for Medicare and Medicaid Services’ Center for Program Integrity.

Welcome. You're recognized, sir.

STATEMENT OF SHANTANU AGRAWAL, M.D.

Dr. AGRAWAL. Thank you.

Chairman Mica, Ranking Member Connolly, Congressman Mead-
ows, thank you for the invitation to discuss the Centers for Medi-
care and Medicaid Services’ efforts to reduce improper payments.
CMS shares this subcommittee’s commitment to protecting the
Medicare Trust Fund and ensuring taxpayer dollars are spent on
claims that are accurately paid.

Each year, CMS estimates its Medicare Fee-for-Service improper-
payment rate using the Comprehensive Error Rate Testing, or
CERT, process. In fiscal year 2013, the Medicare Fee-for-Service
improper-payment rate was 10.1 percent.

It’s important to understand what improper payments are and
what they are not. Like other large and complex Federal programs,
Medicare, Medicaid, and CHIP are susceptible to payment, billing,
and coding errors. Improper payments do not always represent an
unnecessary loss of funds. They are not also necessarily fraudulent,
nor are they necessarily payments for services that should not have
been provided. Improper payments can also represent either over-
payments or underpayments on billed claims.

Medicare Fee-for-Service improper payments can result from a
variety of circumstances, including: first, services with no docu-
mentation; second, services with insufficient documentation; third,
incorrectly coded claims; fourth, services provided that were not
medically necessary; and, five, any other errors, such as payments
for noncovered services.

The vast majority, over 60 percent, of Medicare Fee-for-Service
improper payments are a result of insufficient documentation. For
example, if an end-stage renal disease facility submitted a claim for
1 month of dialysis services for a beneficiary but the submitted doc-
umentation did not include the physician’s order for dialysis and
medications, as required by Medicare policy, the CERT program
would score the claim as an improper payment.

Another example would be, if a physician submitted a claim for
an office visit with a Medicare beneficiary but the office visit note
lacked enough identifying information about the beneficiary, the
CERT program would score the claim as an improper payment.

The factors contributing to improper payments are complex and
vary from year to year. For example, the leading drivers of the im-
proper-payment rate in fiscal year 2013 were hospital outpatient
departments, skilled nursing facilities, and home health providers.

A contributing factor to the Fee-for-Service error rate was the
implementation of new home health policies requiring documenta-
tion of a face-to-face encounter prior to initiating home health serv-
ices. This policy change will ultimately strengthen the integrity of
the program. However, since it takes time for providers and sup-
pliers to fully implement new policies, especially those with new
documentation requirements, it’s not unusual to see increases in
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error rates following implementation of otherwise-warranted pro-
gram integrity policies.

CMS is committed to paying claims in an accurate and timely
manner and has a comprehensive strategy in place to address the
improper-payment rate.

First, CMS has put critical safeguards in place to make sure that
only legitimate providers are enrolling in the Medicare program to
make sure we do not allow bad actors to bill the program and gen-
erate improper payments.

The Affordable Care Act required CMS to screen all existing 1.5
million Medicare suppliers and providers under new risk-based pro-
cedures. Since March 25th, 2011, more than 930,000 providers and
suppliers have been subject to the new screening requirements. We
have deactivated over 350,000 providers and suppliers and revoked
over 20,000 providers and suppliers, meaning they are no longer
able to bill the Medicare program.

CMS has demonstrated that provider enrollment actions result in
cost avoidance. For example, by revoking just 48 providers identi-
fied by our advanced predictive analytics technology, CMS pre-
vented $81 million in improper payments.

Second, CMS has designed its claim-processing systems to detect
anomalies in claims—for example, preventing payments for serv-
ices such as a hysterectomy for a man or prostate exam for a
woman.

Medicare pays about $3.3 million Fee-for-Service claims each
day. Due to the volume of claims processed by Medicare each day,
CMS relies heavily on automated edits to identify inappropriate
claims. The National Correct Coding Initiative stops claims like
these that never should be paid in Medicare Part B and Medicaid.
This program saved the Medicare program over $500 million in fis-
cal year 2013 alone.

Third, CMS develops medical review strategies using the im-
proper-payment data to ensure that we target the areas of highest
risk and exposure. The review strategies range from issuing com-
parative billing reports that educate providers about their billing
practices by showing the provider in comparison to his or her State
and national peers, to targeted medical review of specific providers.
Medical review resulted in $5.6 billion in savings for fiscal year
2013.

As required by law, CMS also uses other contractors to perform
medical review on a primarily post-pay basis. These contractors
have returned $3.7 billion in the same time period.

Fourth, CMS is implementing prior authorization processes used
by the private sector to prevent potential improper payments before
they are made. To help address the high improper-payment rate for
power mobility devices, CMS implemented the Medicare Prior Au-
thorization of Power Mobility Device Demonstration in seven high-
risk States and has announced plans to expand the demonstration
to an additional 12 States. We are seeing real results from this
demonstration.

CMS is committed to paying claims in an accurate and timely
manner and has a comprehensive strategy in place to address the
improper-payment rate. I look forward to answering this sub-
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committee’s questions on how we can improve our commitment to
ensuring the accuracy of payments made by CMS’s programs.

Mr. MicA. Thank you.

[Prepared statement of Dr. Agrawal follows:]
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U.S. House Committee on Oversight & Government Reform
Subcommittee on Government Operations
Hearing on
CMS Efforts to Reduce Improper Payments in the Medicare Program

July 9, 2014
Chairman Mica, Ranking Member Connolly, and members of the Subcommittee, thank you for
the invitation to discuss the Centers for Medicare & Medicaid Services’ (CMS) efforts to reduce
improper payments. The Administration is committed to reducing waste and improper payments
across the government. On November 20, 2009, President Obama issued Executive Order 13520
calling on all Federal agéncies to reduce waste and improper payments across Federal programs
and CMS is working hard to carry out the Order. In addition, the President has issued a
memorandum on intensifying and expanding payment recapture audits on March 10, 2010;
issued a memorandum to enhance payment accuracy by creating a “Do Not Pay” initiative on
June 18, 2010, signed the Improper Payments Elimination and Recovery Act (IPERA) into law
on July 22, 2010, and signed the Improper Payments Elimination and Recovery
Improvement Act (IPERIA) into law on January 10, 2013.

Improper Payments in Medicare Fee-For-Service

Each year, CMS estimates the improper payment rate and a projected dollar amount of improper
payments for Medicare, Medicaid, and CHIP.! These rates are determined annually in an open
and transparent process required by the Improper Payments Information Act (IPIA), as amended
by IPERA and IPERIA. CMS uses the Comprehensive Error Rate Testing (CERT) process to
sample and review Medicare fee-for-service (FFS) claims to project an improper payment

rate. In FY 2013, the Medicare FFS improper payment rate was 10.1 percent, or a projected

$36 billion.

Improper payments are errors that are not necessarily fraudulent. The vast majority of Medicare
FFS improper payments fall into two categories: 1) inadequate documentation to support the
services billed and 2) the documentation as provided did not support that the services were
medically necessary. Payments deemed “improper” under these circumstances tend to be the

result of documentation and coding errors made by the provider as opposed to payments made

! bttpo/fwww hhs. gov/afr/201 3-hhs-agency-financial-report.pdf
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for inappropriate claims. The most common error providers make is the failure to properly
document the beneficiary’s need for the service and most improper payments are made when

information in the medical record did not support the services billed.

Medicare has been deemed a “high risk” program by the Government Accountability Office in
part due to the sheer size and complexity of the program. CMS pays 1.5 million providers for
health care for 54 million beneficiaries under the Medicare program. The Office of Management
and Budget has determined that Medicare is also a “high error” program due to its annual
estimated error amount. The factors contributing to improper payments are complex and vary
from year to year. For example, a contributing factor to the FY 2013 Medicare FFS error rate
was the implementation of new home health policies regarding documentation. Although the
policy change will ultimately strengthen the integrity of the program, there is a change-
management aspect to implementing new policies. Since it takes time for providers and
suppliers to fully implement new policies, especially those with new documentation
requirements, it is not unusual to see changes in error rates following implementation of new

policies.

CMS Efforts to Identify, Reduce, and Prevent Improper Payments

CMS is committed to paying claims in an accurate and timely manner and has a comprehensive
strategy in place to address the improper payment rate, including strengthening provider
enrollment to ensure only legitimate providers are enrolled, and preventing improper payments
by using edits to deny claims that should not be paid. CMS also develops targeted
demonstrations in areas with consistently high rates of improper payments, such as the prior
authorization demonstration for the power mobility device benefit, and plans to test prior
authorization with other high-risk items and services. CMS8 Medicare Administrative Contractors
(MAC:s) conduct provider education to help providers avoid documentation errors and other
sources of improper payments, in addition to their work reviewing claims. CMS also uses
Recovery Auditors, as required by law,” to identify and correct improper payments by reviewing

claims on a post payment basis.

* The Recovery Auditor demonstration project was required by section 306 of the Medicare Prescription Drug,
Improvement, and Modernization Act of 2003, and the Congress expanded the program in section 302 of the Tax
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Provider Enrollment

Provider enrollment is the gateway to billing the Medicare program, and CMS has put critical
safeguards in place to make sure that only legitimate providers are enrolling in the Medicare
program. The Affordable Care Act required CMS to revalidate all existing 1.5 million Medicare
suppliers and providers under new risk-based screening requirements. Since March 25, 2011,
more than 930,000 providers and suppliers have been subject to the new screening requirements
and over 350,000 provider and supplier practice locations had their billing privileges deactivated
for non-response as a result of revalidation and other screening efforts.® Since the
implementation of these requirements, CMS has also revoked 20.219 providers’ and suppliers’
ability to bill the Medicare program as a result of felony convictions, practice locations that were
determined to be non-operational at the address CMS had on file, or non-compliance with CMS
rules, such as licensure requirements. CMS has demonstrated that revocations result in cost
avoidance. For example, by revoking 48 providers identified by our advanced predictive

technology, CMS prevented $81 million in improper payments.*

The success of our provider enrollment and screening efforts has demonstrated the importance of
preventive actions to ensure that only legitimate providers are serving our beneficiaries. In

April 2013, CMS issued a proposed rule that would provide CMS with additional authority to
remove bad actors from the Medicare program. CMS proposed to permit denial of an enrollment
application of a provider affiliated with a defunct provider with an outstanding Medicare debt,
revocation of a provider for a pattern or practice of submitting claims for services that fail to
meet Medicare requirements, and clarifying the list of felony convictions that may result in a

denial or revocation enrollment.

Relief and Health Care Act of 2006, directing CMS to implement a permanent national recovery audit contractor
program by January 1, 2010.

Deactivated providers could reactivate over time with updated practice information or after showing evidence of
proper licensing.
* CMS, “Report to Congress: Fraud Prevention System Second Implementation Year,” June 2014. Access at
http://www stopmedicarefrand. gov/fraud-rtc06242014 pdf.
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Claims Edits and Medical Review

In keeping with statutory requirements to promptly pay claims in Medicare, our claims
processing systems were built to quickly process and pay the roughly 3.3 million Medicare FFS
claims that we receive each day, totaling approximately 1.2 billion Medicare FFS claims in
calendar year 2013. Due to the volume of claims processed by Medicare each day and the
significant cost associated with conducting medical review of an individual claim, CMS heavily
relies on automated edits to identify inappropriate claims. CMS has designed its systems to
detect anomalies on the face of the claims, and through these efforts, we are paying the claims
correctly as they are submitted nearly 100 percent of the time. For example, CMS is using the
National Correct Coding Initiative (NCCI) to stop claims that never should be paid in Medicare
Part B and Medicaid. This program prevents payments for services such as hysterectomy for a
man or prostate exam for a woman. The use of the NCCI procedure-to-procedure edits saved the

Medicare program $530 million in FY 2013.

The main challenge with improper payments is that detection relies on evaluating the medical
record — to identify whether the service was medically needed, for example — which is not
submitted with claims. CMS and its MACs develop medical review strategies using the improper
payment data to ensure that we target the areas of highest risk and exposure. The review
strategies range from issuing comparative billing reports that educate providers about their
billing practices by showing the provider in comparison to his or her state and national peers, to
encourage providers to conduct self-audits, to targeted medical review of specific providers. The

MACs reported that medical review resulted in $5.6 billion in savings for FY 2013.°

Prior Authorization

One area with high incidences of improper payments that CMS recently addressed was the
Power Mobility Device (PMD) benefit; CMS found that over 80 percent of claims for motorized
wheelchairs did not meet Medicare coverage requirements in 2011.% As result of these and other

findings showing very high improper payment rates for PMDs, CMS implemented the Medicare

? hitpi/fwww.hhs,gov/budget/fy2013/f201 3-other-information.pdf
® hitpy//cms.gov/Research-Statistics-Data-and-Systems/Monitoring-
Programs/CERT/Downloads/MedicareFFS20]1 1CER TReport.pdf
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Prior Authorization of PMDs Demonstration in seven high-risk states in September 2012.7 Since
implementation, CMS observed a decrease in expenditures for PMDs in the demonstration states
and non-demonstration states. Based on claims submitted as of April 4, 2014, monthly
expenditures for PMDs decreased from $20 million in September 2012 to $6 million in
December 2013 in non-demonstration states and from $12 million to $3 million in demonstration

states. 8

Based on this success, CMS announced plans to expand the demonstration to an additional 12
states.® CMS also proposed to establish a prior authorization process for certain durable medical
equipment, prosthetics, orthotics, and supplies items that are frequently subject to unnecessary
utilization. Through a proposed rule issued in May 2014, CMS solicited public comments on this
prior authorization process, as well as criteria for establishing a list of durable medical items that
are frequently subject to unnecessary utilization that may be subject to the new prior
authorization process.!” CMS will also launch two payment models to test prior authorization
for certain non-emergent services under Medicare.'! Information from these models will inform

future policy decisions on the use of prior authorization.

The President’s FY 2015 Budget also includes a proposal to give CMS the authority to require
prior authorization for all Medicare FFS items, particularly those items at the highest risk for
improper payment. By allowing prior authorization on additional items, CMS can ensure in
advance that the correct payment goes to the right provider for the appropriate service, and

preventing potential improper payments before they are made.

FFS Recovery Auditors
CMS uses Recovery Auditors to perform medical review to identify and correct Medicare

improper payments primarily on a post payment basis. The Recovery Audit Program identifies

7 The seven states are: CA, IL, MI, NY, NC, FL and TX

g http://cms.gov/Research-Statistics-Data-and-Systems/Monitoring-Programs/Medicare-FFS-Compliance-
Programs/Medical-
Review/Downloads/MedicarePriorAuthorizationofPowerMobilityDevicesDemonstration_05212014.pdf

° The twelve states are: AZ, GA, IN,KY, LA, MD, MO, NJ, OH, PA, TN, and WA

10 http://www .cms.gov/Newsroom/MediaReleaseDatabase/Press-releases/2014-Press-releases-items/2014-05-
22.htmi

" These services include hyperbaric oxygen therapy and repetitive scheduled non-emergent ambulance transport.




57

areas for potential improper payments and offers an opportunity to provide feedback to providers
on future improper payment prevention. CMS encourages collaboration between Recovery
Auditors and MACs to discuss improvements, areas for possible review, and corrective actions
that could prevent improper payments. Educational efforts include articles or bulletins providing
narrative descriptions of the claim errors identified and suggestions for their prevention, as well
as system edits for errors that can be automatically prevented at the onset. In addition, CMS uses
the vulnerabilities identified by the Recovery Auditors to implement actions that will prevent
future improper payments nationwide. In FY 2012, the Recovery Auditors identified and
corrected $2.4 billion in improper payments.'> Since full implementation in FY 2010 through
the first quarter of FY 2014, the Recovery Auditors have returned over $7.4 billion to the
Medicare Trust Fund.

CMS is currently in the procurement process for the next round of Recovery Audit Program
contracts and plans to award these contracts this year. In February 2014, CMS announced a
number of changes to the Recovery Audit Program that will take effect with the new contract
awards as a result of stakeholder feedback. CMS believes that improvements to the RAC
program will result in a more effective and efficient program, including improved accuracy, less

provider burden, and more program transparency.

Conclusion

CMS’s goal is to ensure our beneficiaries receive the right services, at the right time, in
appropriate levels of care and at the right price. While CMS has made progress in reducing
improper payments, more work remains. Reducing waste and errors in our programs will allow
us to target taxpayer funds to provide health care services for our beneficiaries, and the systems
controls and ongoing corrective actions that CMS is undertaking across our programs will
address CMS’s rate of improper payments. We share this Subcommittee’s commitment to
protecting taxpayer and trust fund dollars, while also protecting beneficiaries’ access to care, and

look forward to continuing this work.

“ http://www.cms.gov/Research-Statistics-Data-and-Svstems/Monitoring-Programs/Medicare-FFS-Compliance-
Programs/Recovery-Audit-Program/Downloads/Report-To-Congress-Recovery-Auditing-in-Medicare-and-
Medicaid-for-Fiscal-Year-2012_013114 pdf.




58

Mr. MicA. And we’ll hear from our last witness, Mr. John
Koskinen, and he is the IRS Commissioner.
Welcome back. And you’re recognized.

STATEMENT OF THE HON. JOHN KOSKINEN

Mr. KoOSKINEN. Thank you, Chairman Mica, Ranking Member
Connolly, and Congressman Meadows, for the opportunity to dis-
cuss the work being done by the IRS to reduce improper and erro-
neous payments in the programs we administer.

These are important issues to the IRS to which I have personally
devoted substantial time. The IRS views improper and erroneous
payments as a very serious problem and one where we continue to
devote a significant amount of time and resources.

One of our major areas of focus is refund fraud, especially fraud
caused by identity theft. I'm pleased to report that, in this area,
over the last couple of years, the IRS has made important progress.
In 2013, we suspended or rejected 5.7 million suspicious returns
worth more than $17.8 billion. Through the end of May of this
year, more than 3.7 million suspicious returns have been sus-
pended or rejected. We have also opened more than 800 new inves-
tigations into identity theft and refund fraud schemes thus far this
year, bringing the total number of active cases to more than 1,900.

Despite the progress, we realize that more needs to be done.
Fighting refund fraud caused by identity theft is an ongoing battle
for the IRS, as we must remain vigilant given the propensity of
identity thieves to develop new and more complicated schemes.

And even with the progress we've made so far, I've recently
asked our senior leadership team to reevaluate everything we’re
doing in this area and to consider additional steps we could take
related to refund fraud. For example, we are consolidating employ-
ees working on identity-theft victims assistance across the agency
into a single office. We will also be limiting to three the number
of refunds that can be electronically deposited into a single bank
account or debit card.

We're also working to reduce improper payments by improving
compliance with regard to refundable tax credits, particularly the
Earned Income Tax Credit Program. Our programs that focus on
EITC combine to protect approximately $4 billion annually, but we
are concerned that the improper-payment rate for the EITC re-
mains unacceptably high, along with the dollar volume of the pay-
ments that are made improperly.

As noted, this program—this problem has existed in a steady
state for several years, and when I began as Commissioner, I ad-
vised our senior team that we need to make improvements in these
rates.

We again have pulled together what I call everybody who knows
anything about EITC in the agency into a working group that is
assessing all of our past and current efforts in this area and explor-
ing new possibilities for improving the EITC. I view this as one of
the most important areas of our activities.

One thing we’ve already done is disaggregate the problem and
see where most of the noncompliance is. We found that EITC errors
fall under three main categories. The first involves claims for de-
pendent children that people are not entitled to claim. The second
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is misreporting of income. And the third is improperly claiming the
head of household or single filing status.

Mr. KOSKINEN. We believe having made this more detailed back-
ground study about EITC enforcement problems will help us de-
velop better compliance programs going forward.

But, as Congressman Connolly noted, we have advised that we
cannot do this alone. We need the help of Congress, which can
greatly assist our efforts both on the EITC and on refund fraud by
enacting several proposals in the administration’s fiscal 2015 budg-
et.

One would accelerate the due dates of third-party information re-
turns, which would allow us to match these documents against in-
come tax returns earlier in the filing process and allow us to more
quickly spot errors and potential fraud.

Another legislative proposal would provide the IRS with greater
flexibility to address what are called correctable errors, which
would allow us to automatically fix more areas on return—errors
on returns prior to paying the refund than we can do now.

Now, if we see an error, the only way we can correct it is through
an audit. We do on the average of 500,000 audits a year, but we
are not going to be able to audit our way out of this problem.

The administration has also proposed expanding IRS access to
information in the National Directory of New Hires to cover gen-
eral tax administration purposes, which would include such things
as data matching and verification of taxpayer claims during return
processing.

We would hope that Congress would enact these proposals to ex-
plicitly authorize us to regulate paid tax preparers as well. Given
that more than half of returns for EITC refunds are done by paid
preparers, this proposal would be an important addition to our ef-
forts to improve compliance in the area.

This is the first time we have pulled these legislative proposals
together as a package. Some of them have been out for some time.
But all of them would allow us to improve our ability to deal with
EITC refund fraud.

Even with those changes, which would be extremely helpful, a
major challenge to our efforts to reduce improper payments re-
mains our ongoing lack of resources. Without sufficient funding,
our ability to proceed with any new initiatives in the area will be
constrained.

I agree with Congressman Meadows. I am a believer, after 20
years in the private sector, in what do you get for what you pay.

We have noted that, with the President’s proposed budget and in-
crease in funding for the IRS of about $1.3 billion, we would
produce back to you over $2 billion in enforcement revenues.

Our estimate is that, with the legislative proposals and the re-
sources, we would protect an additional $4 billion in EITC im-
proper payments from going out and we would improve customer
service levels, which we think this year are going to fall to 53 per-
cent.

With the budget resources, we would improve our taxpayer serv-
ices to 80 percent. We stand behind those numbers and would be
willing to be held accountable for them.



60

I also have a prepared statement that I am happy to submit for
the record.

We will continue to look forward to working with Congress to
find a solution to the problems we face in the improper refund
area.

Thank you very much.

[The statement of Mr. Koskinen follows:]
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. INTRODUCTION

Chairman Mica, Ranking Member Connolly and Members of the Subcommittee,
thank you for the opportunity to appear before you today to discuss the IRS’
efforts to stop improper paymenits in a number of high-priority areas: refund fraud
caused by identity theft; the misuse of Individual Taxpayer Identification Numbers
(ITINs); and erroneous claims for refundable tax credits, particularly the Earned
Income Tax Credit (EITC).

Enforcement of the tax laws is a critical component of the U.S. tax system, as it
enhances voluntary compliance with these laws. The IRS carries out a robust
enforcement program that includes: a balanced examination program to help
ensure that taxpayers accurately report their income, deductions and credits; a
collection program, which seeks to collect assessed tax liabilities; and efforts to
reduce tax fraud, which involve detecting and stopping fraudulent schemes and
investigating these crimes. Taken together, the IRS’ enforcement activities
collected approximately $53.3 billion in taxes and penalties in Fiscal Year (FY)
2013. itis important to point out that for every dollar the IRS spends enterprise-
wide, the return on investment (ROI) is more than $4.

The IRS continuously seeks to enhance and improve its enforcement efforts,
particularly as they relate to improper payments. The IRS has made significant
progress in several key enforcement programs, as | will explain in greater detail
below. But in attempting to make further progress, we face several challenges.

One challenge is the sheer volume and complexity of tax fraud schemes. The
tactics employed by unscrupulous individuals who commit these crimes are
constantly evolving. This is particularly true in the case of refund fraud involving
identity theft. In this area, we are having success in stopping small-scale fraud,
but that means that we increasingly face sophisticated large-scale schemes
perpetrated by organized criminals. Another related challenge is the need to
further upgrade our technology. Criminals are hard at work reverse engineering
our fraud filters, and we need new tools and technology in order to develop more
sophisticated refund fraud filters and better taxpayer authentication procedures.
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Our most serious challenge is the difficult budget environment we find ourselves
in. The work we are already doing on reducing improper payments involves a
difficult balance of resources and staffing at a time when our budget has been
reduced significantly. Our funding for FY 2014 was set at $11.29 billion, which is
more than $850 million below our level in FY 2010. Over the same time period,
we lost almost 10,000 full-time permanent employees. It is important to note that
the IRS continues to operate at near sequestration levels.

The solution to the funding problem we face begins with the Administration’s FY
2015 budget request, which, with the inclusion of the program integrity cap
adjustment and the Opportunity, Growth and Security Initiative, totals $12.64
billion. This is approximately $1.35 billion above the FY 2014 enacted level. This
amount includes a $480 million program integrity cap adjustment to vitalize tax
compliance and a $165 million additional investment through the Opportunity,
Growth and Security Initiative to deliver performance enhancements that
taxpayers deserve.

In the absence of these additional resources, our ongoing funding shortfall has
major negative implications for taxpayers and the tax system in general and our
efforts to reduce improper payments in particular.

il. IRS EFFORTS TO REDUCE IMPROPER PAYMENTS
Making Progress on Identity Theft

The IRS has a comprehensive and aggressive identity theft strategy that focuses
on preventing refund fraud, investigating these crimes, and assisting taxpayers
victimized by identity thieves. Fighting refund fraud caused by identity theft is an
ongoing battle for the IRS, one where we have made significant progress in the
last couple of years. But we realize that more needs to be done, and we are
continuing to improve our processes to the extent that our funding situation will
allow.

It is important to point out that preventing refund fraud involves a delicate
balance because the IRS has a dual mission when it comes to issuing refunds.
We must balance the need to issue refunds in a timely manner with the need to
ensure that claims are proper and taxpayer rights are protected. Years ago,
taxpayers could expect to wait several weeks for a refund. Now, however, with
well over 80 percent of individuals filing their returns electronically and a large
portion of them requesting direct deposit of their refund, the vast majority of
taxpayers now receive their refund in 21 days or less from the time of filing. The
speed in refund issuance presents an enforcement challenge since we typically
receive the third-party information reporting needed to verify information reported
on returns long after the refund is issued. Our ability to identify mismatches
earlier in the process, and thus do a better job of stopping improper payments,
would be greatly helped by the enactment of a legislative proposal in the
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Administration’s FY 2015 budget that would accelerate the filing due date for
certain information returns. That proposal is discussed in greater detail later in
this testimony.

Refund fraud detection

The IRS stopped 5 million suspicious returns in Calendar Year (CY) 2012 - up
from 3 million suspicious returns stopped in CY 2011. This upward trend has
continued and in CY 2013 we stopped 5.7 million suspicious returns, worth more
than $17.8 billion. This year, through the end of May, about 3.7 million suspicious
returns have been stopped, and we expect the number for the full year to be
close to the total number stopped in CY 2013.

In 2008, we began placing an indicator on the accounts of taxpayers who had
experienced identity theft. These indicators initially served two primary purposes:
to speed up account reconciliation for the legitimate taxpayer and to reduce the
likelihood that a taxpayer’s information could be used for a fraudulent refund
claim in subsequent years.

In 2011, we launched a pilot program to test the |dentity Protection Personal
Identification Number (IP PIN). The IP PIN is a unique identifier that
authenticates a return filer as the legitimate taxpayer at the time the return is
filed. The IP PIN is sent to the taxpayer immediately before the filing season for
use on the return that will be filed during that filing season and is valid for only
one filing season. The growth in the use of the IP PIN has been significant, from
250,000 IP PiNs issued in filing season 2012 to more than 1.2 million IP PiNs
issued to victims of identity theft in the filing season just completed.

We also offered a limited pilot program for the 2014 filing season to test the idea
of issuing IP PINs to individuals who have not previously been identity theft
victims. Under the pilot, we offered certain taxpayers who filed a tax return last
year from Florida, Georgia, or the District of Columbia an opportunity to apply for
an IP PIN. We selected Florida, Georgia, and the District of Columbia for the pilot
because they have the highest per-capita percentage of tax-related identity theft.
Based on the results of this pilot, we will consider whether to expand issuing IP
PINs to taxpayers in other locations.

Over the last two fiscal years the IRS has made numerous improvements in our
efforts to protect identifying information, as well as catch fraud before refunds are
issued:

« We have implemented new identity theft screening filters to improve our
ability to spot false returns before we process them and issue refunds. We
have also accelerated, to the extent we can under present law, the use of
information returns in order to identify mismatches earlier.
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In cases where dozens or even hundreds of refunds go to a single bank
account or single address, we added identity theft filters that flag these
muitiple refund situations for further review. We are aiso limiting the
number of refunds that can be electronically deposited into a single
financial account. Starting in January, direct deposit will be limited to three
refunds into one account. Any subsequent refund will automatically be
converted to a paper check and mailed to the address on the tax return.
We will send out notices to those taxpayers informing them that their
refunds are being mailed and they should expect to receive them in about
four weeks from the date of the notice.

We have implemented a variety of mechanisms fo stop the growing use by
criminals of deceased individuals’ identity information to perpetrate tax
fraud. We routinely lock accounts of deceased taxpayers, and have locked
more than 25 million accounts to date. Also, the Bipartisan Budget Act of
2013 included the Administration’s proposal to limit public access to the
Death Master File, which should further help to reduce identity-theft
related tax fraud.

We have developed better procedures to use information about identity
theft victims received from law enforcement officials who discover this
information in the course of investigating identity theft schemes or other
criminal activity. We use the data to flag taxpayer accounts and block
returns filed by identity thieves.

Another important part of protecting taxpayers’ identities involves the IRS’
Social Security Number (SSN) Elimination and Reduction program. Under
that program, we eliminate or reduce the use of SSNs within our systems,
forms, notices and letters where the collection or the use of the SSN is not
necessary. To date, we have eliminated or reduced the use of SSNs on 70
different non-payment notices that we mail to taxpayers. Also, we recently
began to deploy SSN masking on eight additional notices with an annual
estimated volume of 36 million notices mailed to taxpayers who request
instaliment agreement payments.

The Treasury Department and the IRS are also in the process of finalizing
proposed regulations (REG-148873-09) allowing persons that are required
to furnish tax-related documents fo taxpayers to use a truncated taxpayer
identification number (TTIN) on the taxpayer’s copy of any tax-related
document. A TTIN includes the SSN and ITIN.

We have developed procedures to better stop the processing of fraudulent
returns from prisoners. In FY 2013, we stopped more than 163,000
fraudulent returns filed by prisoners, representing approximately $1.2
billion in refunds. We have been helped by a number of actions in this
area, including the Bipartisan Budget Act of 2013, which gives the
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Treasury Department the Social Security Administration (SSA) the
authority to share its Prisoner Update Processing System (PUPS) data
with Treasury. Additionally, the IRS has collaborated with the Federal
Bureau of Prisons, as well as Departments of Correction (DOC) in states
that choose fo pariner with us by establishing agreements for the IRS to
share information with these partners that helps to identify and address
non-compliant prisoner returns before any refunds are released and refer
certain prisoners for prosecution of refund fraud. Our authority o share
return information with prisons, made permanent in the American
Taxpayer Relief Act of 2012, helps us with these efforts.

+ We are collaborating with software developers, banks, and others to
determine how we can better address identity theft and prevent federal
monies from reaching the hands of identity thieves. For example, we
established the External Leads Program for receiving leads from financial
institutions that have agreed to participate in the program. In 2013, 286
institutions participated in the program, which resulted in 198,000 returned
erroneous tax refunds totaling $574 million.

o To combat the fraudulent use of prepaid debit cards, the IRS has also
established relationships with representatives of the prepaid access card
industry. This has enabled us to leverage their security protocols designed
to detect and prevent fraudulent use of prepaid cards. In many cases,
these companies can identify potentially fraudulent tax refunds and freeze
or cancel the cards.

The IRS’ current fraud detection capability is strong but limited by our current
funding levels. Our significantly improved refund fraud system, the Return
Review Program (RRP), has had its development delayed due to funding
constraints. If fully deployed, the program would make it much easier for us to
adjust our filters during the filing season as new schemes appear. Despite the
delay in developing RRP, we continue to use computer systems like the
Electronic Fraud Detection System (EFDS) to combat identity theft. EFDS
performs well in providing protections to taxpayers and the tax system, but it is a
rigid system that cannot be easily updated during filing season. We also use our
Dependent Database (DDb) system to identify identity theft returns. The DDb
system is flexible, and we are able to program new filters quickly as we identify
new schemes. So far this year, we have stopped more than 900,000 potential
identity theft returns through DDb.

We will continue to improve our identity theft identification and prevention
program in filing season 2015. Our budget request includes an initiative that
provides the staffing and advanced technologies required to support the
increased workload. The components of our initiative include assisting victims of
identity theft; expanding the criminal investigation identity theft clearinghouse that
processes identity theft leads; and investing in information technology projects
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that will protect taxpayer information, help verify potentially frauduient identity
theft tax returns, and reduce erroneous payments. Our plans include obtaining
the SSA’s PUPS data to help reduce prisoner-related tax fraud and continuing
development of RRP to the extent that our funding situation allows.

Even with the progress we have made and continue fo make in the battle against
refund fraud, | have asked our senior leadership team to reevaluate everything
we are doing and to consider additional steps we could take to reduce refund
fraud. As discussed later, this will require some assistance from the Congress
with regard to legislative changes.

Assisting victims

Being victimized by identity theft is a frustrating, complex situation. The IRS has
3,000 people working directly on identity theft-related cases — more than double
the number in late 2011. And we have trained 40,000 employees who regularly
work with taxpayers to help with identity theft situations when they arise.

Critical to the IRS’ efforts to assist identity theft victims is our Identity Protection
Specialized Unit, which provides taxpayers with a single point of contact at the
IRS via a special toll-free telephone line. We also have several identity theft
specialized groups to assist with processing identity theft cases.

During FY 2012, the IRS reengineered its identity theft process to close cases
more efficiently, accurately and in a less burdensome manner. in FY 2013,
taxpayers who became identity theft victims had their situations resolved in
roughly 120 days, far more quickly than in previous years when cases could take
over 300 days to resolve. While this marks a significant improvement, we are
continuing to work to find ways to shorten this time and ease the burden identity
theft places on these victims. In CY 2013, the IRS worked with victims to resolve
and close approximately 963,000 cases. So far in CY 2014, more than 368,000
cases have been closed and our backlog has been reduced from 204,000 cases
last year at this time to 121,000 cases now.

Investigating fraud-related crimes

The investigative work done by the IRS is a major component of our efforts to
combat tax-related identity theft. IRS Criminal Investigation (Cl) investigates and
detects tax and other financial fraud, including fraud related to identity theft. Ci
recommends prosecution of refund fraud cases, including cases involving identity
theft, to the Department of Justice.

So far in FY 2014, Cl has opened more than 821 new investigations into identity
theft and refund fraud schemes, bringing the total number of active cases to
more than 1,900. In addition, there have been 731 recommendations for
prosecution and 555 sentences so far this year, with an average time to be
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served of more than 43 months. Our intensified activity in the criminal
investigation area in relation to identity theft-related refund fraud follows a surge
in the number of investigations opened in the last two years — 900 in FY 2012
and 1,500 in FY 2013.

State and local law enforcement agencies also play a critical role in fighting
identity theft. Cl regularly collaborates with these agencies, and, in March 2013,
the IRS announced the nationwide expansion of the Law Enforcement
Assistance Program, which began as a pilot program in Florida in 2012. This
program provides for the disclosure of federal tax returns and return information
associated with the accounts of known and suspected victims of identity theft
when the victim provides express written consent for disclosure. To date, more
than 5,900 waivers have been provided in 47 states.

One excellent example of our collaborative work with state and local law
enforcement in the area of identity theft involves CI’s participation in the Tampa
Bay Identity Theft Alliance. Formed in July 2012, the Alliance comprises 20
federal, state and local law enforcement agencies and prosecutors in Florida’s
Tampa Bay area. As part of the Alliance, Cl has sworn in more than 30 state and
local law enforcement investigators as “Special Detailed IRS-Cl Criminal
Investigators,” commonty referred to as Task Force Officers. Cl has also
provided these investigators training and additional prosecutorial tools available
to federal law enforcement. In the Alliance’s first year alone, cooperation among
its members led to the arrest and subsequent indictment of numerous individuals
who were attempting to perpetrate identity theft-related tax fraud. For example,
the Tampa field office had more than 100 indictments in FY 2013 alone. Overall,
the Alliance has prevented millions of dollars from being diverted to these
criminals.

Many Florida law enforcement personnel have publicly noted the Alliance’s
accomplishments. For example, Jane Castor, the chief of the Tampa Police
Department, said the Alliance “has made tremendous progress in combating tax
fraud by fast-tracking the investigations and prosecution of cases,” which sends
“a strong message to offenders that committing tax fraud in Tampa will result in
lengthy federal prison sentences.” In addition, last year the Alliance was
recognized as the “2013 Task Force of the Year,” by the International Association
of Financial Crimes Investigators. This is a national award given for investigative
excellence and outstanding public service.

Improvements to the ITIN Program

ITINs may be used in the filing and collection of taxes from foreign nationals,
resident and non-resident aliens, and others who have filing or payment
obligations under U.S. law but who do not qualify for an SSN. The IRS has taken
steps to improve the process of issuing ITINs in order to verify the applicant's
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identity and foreign status. We will continue to sirengthen our efforts in this
critical and complex area.

Last week, the IRS announced that ITINs will expire if not used on a federal
income tax return for five consecutive years. The new, more uniform policy
applies to any ITIN, regardless of when it was issued. Only about a quarter of the
21 million ITINs issued since the program began in 1996 are being used on tax
returns. The new policy will ensure that anyone who legitimately uses an ITIN for
tax purposes can continue to do so, while at the same time resulting in the likely
eventual expiration of millions of unused ITiNs,

ITIN application process

Under procedures in place since last year, the IRS, with few exceptions, only
issues ITINs to taxpayers and dependents who provide original documentation,
such as passports and birth certificates, or copies of these documents certified
by the issuing agency, to verify their identity. These procedures also include
tighter requirements for becoming a Certifying Acceptance Agent (CAA) and
remaining in the CAA program. CAAs play an important role in the ITIN
application process as intermediaries who review identity documents of the
applicant. Under the tighter requirements, CAAs must certify to the IRS that they
have verified the authenticity of the original or issuing agency-certified
documents supporting the ITIN application. CAAs are also now required to
undergo forensics training, and the IRS has begun compliance reviews of CAAs.

The IRS has also begun flagging ITIN applications containing characteristics of
questionable traits at the time of input. This action, which is discussed in more
detail below, will provide greater assurance that fraudulent applications are
identified and stopped. We will prepare a risk assessment that, in addition to
determining the scope and costs of programming, will address other mitigating
controls that we can implement if the requested programming changes are not
funded.

Investigating and detecting ITIN fraud

Reducing refund fraud involving the misuse of ITiNs, in which individuals use
ITINs to file returns claiming tax credits to which they are not entitled, continues
to be a priority for the IRS, and we have made important progress in this area.
Our Ci division has increased investigative time spent on {TIN investigations by
approximately 400 percent since 2008. Between 2008 and June 15, 2014, Ci
identified approximately 2,733 ITIN schemes that encompassed more than
323,700 returns with ITINs. Several fraud detection filters are in place specifically
to help detect issues with the Child Tax Credit (CTC) and Additional Child Tax
Credit (ACTC).
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Notably, last year the IRS detected specific patterns indicating potential fraud in
returns with ITINs and was able to develop filters on a real-time basis during the
filing season to stop these refunds from being issued. in addition, we have
developed new methods of clustering suspicious returns together to catch large
numbers of returns that appear similar. These clusters include identifying multiple
returns using the same address or the same filing and refund patterns.

Strengthening Tax Compliance in Regard to Refundable Credits

Refundable tax credits play an important role in fulfilling Congressional policies,
but they are subject to a number of tax administration challenges. There are
numerous refundable credits currently administered by the IRS, including the
EITC, the CTC, and the American Opportunity Tax Credit (AOTC). As stated
above, the IRS has a dual mission when it comes to administering refundable
credits. We must balance the mandate to get refunds out as quickly as possible
to those who qualify with the need to ensure that the money goes only to
individuals who are eligible to receive it.

There are a number of factors that present challenges to our compliance efforts
as they relate to refundable credits. They include the following:

» Complexity. Complexity in the rules governing eligibility for and the
operation of certain refundable credits creates challenges for both
taxpayers and the IRS. Mistakes in the application of the law cause a
significant portion of claims that are made in error.

e Lack of Third-Party Data. In many cases, the IRS lacks third-party data
sources that could be used to verify taxpayers’ eligibility. Even if data
exists, the IRS is often in the position of having to process returns and
determine the validity of a refund claim before receiving the third-party
data that could be matched against the return to verify information on the
return. For example, Form 1099 information returns, which help the IRS
determine a taxpayer's compliance with federal tax obligations, are
generally due to the IRS by March 31 when filed electronically, which is
after the time most refunds are processed. This problem could be partially
addressed by enacting the Administration’s FY 2015 budget that would
accelerate the filing due date for certain information returns, as discussed
below.

* Cash Payments. Refundable credits allow for payments beyond income
tax liability. This makes refundable credits particularly enticing targets for
certain types of fraud.

Given these challenges, the IRS has dedicated significant attention and
resources to improving tax compliance in regard to claims made for refundable
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credits in order to reduce improper payments. One of the biggest enforcement
priorities for us in this area is the EITC.

Enforcing EITC rules

Congress created the EITC as part of the Tax Reduction Act of 1975, in part to
offset Social Security taxes. The credit has evolved into an important program
that now lifts millions of children and families above the poverty line each year.

To qualify to claim the EITC, individuals generally must: have earned income;
have a valid SSN for themselves and for each qualifying child they claim; meet
certain limits on filing status and income; have investment income of no more
than a certain amount; and be a U.S. citizen or resident alien for the entire year
for which the credit is claimed.

The amount of the EITC that an individual may claim varies based on whether
the individual has any qualifying children, and if so, the number of qualifying
children that the individual is able to claim. For a child to be considered a
qualifying child, the following tests must be met:

» Age: The child must be under age 19 at the end of the year (under age 24
in the case of a student) and younger than the taxpayer (or younger than
both the taxpayer and the taxpayer’'s spouse if filing a joint return), or the
child must be permanently and totally disabled at any time during the year
for which the EITC is claimed;

s Residency: The child must have lived with the taxpayer for more than half
of the year for which the credit is being claimed, although certain
exceptions to this rule apply; and

* Relationship: The child must be the taxpayer’'s son, daughter, stepchild,
eligible foster child, brother, sister, stepbrother, stepsister, or a
descendant of any of these individuals, such as a grandchild, niece, or
nephew. Adopted children also qualify, including those lawfully placed with
the taxpayer for legal adoption.

In addition, a taxpayer claiming the credit cannot be the qualifying child of
another taxpayer, and cannot use the “married filing separately” filing status.
Additional requirements apply for individuals who do not have qualifying children.
Given the complex nature of the rules governing eligibility, the IRS engages in
significant education and outreach efforts so that taxpayers are aware of their
potential eligibility for the credit.

Our research has determined that most of the errors made by individuals

claiming the EITC fall into three main categories. The largest group in terms of
erroneous dollars claimed involves instances where an individual claims as a
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gualifying child a person who fails to meet one or more of the requirements
described above. The second-largest group of errors, in terms of dollars claimed,
involves income misreporting, and the third largest group involves individuals
who incorrectly claim the “single” or “*head of household” filing status when they
should have used the “married filing jointly” or “married filing separately” filing
status.

The IRS’ EITC-focused enforcement programs currently protect approximately $4
billion annually. The following programs contribute to the broader strategy of
identifying improper EITC refund claims as early in the process as possible:

« Math error. This refers to an automated process in which the IRS has
been granted statutory authority to identify certain math or other
computational errors on the return and automatically adjust the return for a
taxpayer. For example, math error procedures can be used to disallow or
adjust EITC claims when there is a missing or incorrect SSN for a child
used to qualify for EITC.

» Document matching. This process involves comparing income information
provided by the taxpayer with information from third-party returns, such as
Form W-2 and Form 1099, to identify discrepancies. For example, through
document matching, the IRS may identify discrepancies in income
reporting, which can impact EITC eligibility. The IRS conducted almost
one million of these reviews in FY 2013, in addition to 500,000 audits.

s Examinations. The IRS identifies tax returns and amended returns for
examination and in most cases holds the EITC portion of the refund until
an audit can be completed. Of the approximately 500,000 EITC audits
conducted by the IRS each year, 70 percent are conducted before the
EITC portion of the refund is paid. The tax returns to be examined are
selected using an effective risk-based audit selection model, resulting in
changes to more than 90 percent of returns. Examinations protect aimost
$2.1 billion against improper EITC refund claims each year.

» Soft notices. The IRS uses what is commonly called a soft notice as a low-
cost alternative to audits and an inexpensive way of recovering payments.
Contrary to a statutory notice of deficiency, which provides the taxpayer
with the right to appeal to Tax Court when the IRS is making an
assessment to the taxpayer's account, soft notices are non-statutory
reminders to comply. They serve as notification to the taxpayer that the
IRS is reviewing their compliance, and they encourage the taxpayer to
seff-correct their tax return before an assessment is made by the IRS. In
FY 2013, the IRS sent more than 110,000 letters to alert taxpayers that an
exemption or qualifying child for the EITC claimed on their returns had
also been claimed by another person.

"
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s Two- and 10-year bans. Under section 32(k), the IRS is authorized to ban
taxpayers from claiming the EITC for two years if it determines during an
audit that they claimed the credit improperly due to reckless or intentional
disregard of the rules. The IRS can impose a 10-year ban in cases of
fraud. When a ban is imposed, taxpayers are provided their full appeal
rights to challenge the ban. Last year there were more than 67,000 two-
year bans and 45 10-year bans in effect.

The IRS continues working to improve and expand its existing compliance efforts
to stop improper EITC payments. Notably, our increased efforts in regard to
identity theft-related fraud detection have helped improve EITC enforcement
results,

In spite of these accomplishments, it is important to note the significant degree of
difficulty in enforcing compliance with the EITC, which derives in large part from
its eligibility requirements. EITC eligibility depends on complex rules that may be
difficult for taxpayers to understand and on items that the IRS cannot readily
verify through third-party information reporting, including marital status and the
relationship and residency of children. In addition, the eligible population for the
EITC shifts by approximately one third each year, making it difficult for the IRS to
use prior-year data to assist in validating compliance.

Given this situation, and given that approximately 57 percent of the returns
claiming the EITC in recent years are prepared by tax return preparers, we
believe that one of the keys to driving increased EITC compliance continues to
be strategic programs addressed to the return preparer community. Examples of
our preparer-related activities include: compliance and warning notices sent
before and during the filing season to preparers who prepare large numbers of
EITC returns to educate them on their responsibilities and the consequences of
noncompliance; preparer audits done by field examiners to make sure preparers
are complying with EITC due diligence rules; and “knock-and-talk” visits to
preparers by Cl agents and auditors, to educate them on EITC laws.

Additionally, the IRS has expanded its traditional treatment of EITC preparers to
test a new early-intervention program. Over the last few years, the {RS has
employed data analytics to significantly reduce improper payments associated
with the EITC, as well as the CTC. Using this approach, the IRS ran a small data-
driven pilot in 2012 to identify a group of tax return preparers with a history of
submitting incorrect or potentially fraudulent tax returns falsely claiming the EITC,
then designed and implemented interventions with these preparers to stop
improper claims. The interventions included letters, calls, and site visits to
selected preparers, both before and during tax filing season, to allow preparers to
immediately adjust their practices.

An expanded preparer pilot in 2013 included a broader set of randomly selected
preparers and a broader set of interventions, including the addition of preparer-
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focused taxpayer audits (for returns that otherwise would have qualified for audit
even absent the pilot). Many preparers whose error rates did not improve as a
result of interventions during the 2012 pilot did improve in 2013 after being
subject to additional intervention. Preparers who had improved due to IRS
interventions during the initial 2012 pilot generally maintained their improved
compliance with respect to EITC and related tax credits claimed on returns and
claims filed during 2013.

Use of interventions for preparers before and during the filing season continued
on an expanded basis in 2014, Since this approach has been used, improper
EITC payments have been reduced by more than $1.5 billion over three years for
returns prepared by preparers who received the interventions.

In addition to these specific preparer-related EITC programs, the IRS has looked
at return preparer compliance more broadly. Beginning in 2010, anyone who
prepares all, or a substantial portion of, a federal tax return for compensation
must register with the IRS, obtain a Preparer Tax Identification Number (PTIN)
which they include on returns they sign, and renew their registration each year.
Since 2010, more than a million individuals have registered with the IRS, and we
currently have more than 680,000 return preparers active in our PTIN database.

PTINs assist our enforcement efforts by allowing the IRS to collect more-
accurate data on who is preparing returns, the volume and types of returns being
prepared, and the qualifications of those doing return preparation. Additionally,
PTIN data is essential in determining where to direct compliance and educational
outreach efforts for erroneously prepared tax returns.

Basic competency for paid tax return preparers is also essential for accurate
return preparation. Currently, about 60 percent of tax retum preparers operate
without any type of oversight or education requirements. In the FY 2015 Budget,
the Administration proposed that Congress provide the Treasury Department and
the IRS with legislative authority to regulate tax return preparers, which is a
proposal discussed in more detail below. Until legislation is enacted, the
Treasury Department and the IRS have established an Annual Filing Season
Program designed to encourage tax return preparers who are not atiorneys,
certified public accountants (CPAs), or enrolled agents (EAs) (in other words, not
credentialed preparers) to improve their knowledge of federal tax law. An
unenrolled tax return preparer who successfully completes continuing education,
including a six hour federal tax law refresher course with a test, will receive an
Annual Filing Season Program — Record of Completion from the IRS. They will
also be included in g database with credentialed preparers on IRS.gov that will
be available by January 2015 to help taxpayers determine retumn preparer
qualifications during the 2015 filing season.

13
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This Annual Filing Season Program will be an interim step until legislation is
enacted to help protect taxpayers during the 2015 filing season and to help
ensure more accurate return preparation and improved tax compliance.

Despite all of the efforts described above, we continue to be concerned that the
improper payment rate for the EITC has remained unacceptably high throughout
the program’s history. (For FY 2013, the EITC improper payment rate was
between 22 and 26 percent.) Therefore, we recently initiated a major review of
our activities in this area. As part of this review we are assessing our many past
and current efforts and are exploring new possibilities, such as finding more-
efficient ways to distinguish valid claims from excessive claims. We also believe
that enactment of the legislative proposals presented next will play a critical role
in our effort to lower the EITC improper payment rate.

Administration’s Legislative Proposals

Congress can help us further enhance our efforts to reduce improper payments,
particularly those involving the EITC, by approving a number of legislative proposals
contained in the Administration’s FY 2015 Budget, including the following:

e Correctible error authority. As noted above, the IRS has limited statutory
authority, known as “math error authority,” to identify certain computation or
other irregularities on returns and automatically adjust the return for a
taxpayer. These upfront systemic processing checks protect approximately
$320 million in improper EITC payments annually. At various times, Congress
has expanded this limited authority on a case-by-case basis o cover specific
newly enacted tax code amendments. The Administration’s proposal would
replace the existing specific grants of this authority with more general
authority covering computational errors and incorrect use of IRS tables.
Further, the proposal would expand IRS' authority by creating a new category
of “correctible errors,” allowing the IRS to fix errors in several specific
situations, such as when a taxpayer’s information does not match the data in
government databases. Without correctible error authority, any obvious errors
in a return can only be fixed after an audit, which requires far more resources
than we presently have. The result is improper payments are not stopped or
collected.

+ Acceleration of information return filing due dates. Under current law,
most information returns, including Forms 1099 and 1098, must be filed with
the IRS by February 28 of the year following the year for which the
information is being reported, while Form W-2 must be filed with the SSA by
the last day of February. The due date for filing information returns with the
IRS or SSA is generally extended until March 31 if the returns are filed
electronically. The Administration’s proposal would require information returns
to be filed with the IRS (or SSA, in the case of Form W-2) by January 31,
except that Form 1099-B would have to be filed with the IRS by February 15.
The proposal would also eliminate the extended due date for electronically
filed returns.
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e Authority to regulate return preparers. In light of the recent court decision
striking down the IRS’ authority to regulate unenrolled and unlicensed paid
tax return preparers, the Administration’s proposal would expilicitly authorize
the IRS to regulate all paid preparers. The regulation of all paid preparers, in
conjunction with diligent enforcement, will help promote high quality services
from tax return preparers, improve voluntary compliance, and foster taxpayer
confidence in the fairness of the tax system. Significant harms to the tax
system are caused by incompetent and dishonest preparers, including
increased collection costs, reduced revenues, the burden placed on
taxpayers by the submission of incorrect returns on their behalf, and a
reduction in taxpayers’ confidence in the integrity of the tax system.

+ Due diligence. Return preparers who prepare tax returns on which the EITC
is claimed must meet certain due diligence requirements to ensure their
clients are in fact eligible to receive this credit. In addition o asking questions
designed to determine eligibility, the preparer must complete a due diligence
checklist (Form 8867) for each client and file the checklist with the client’s
return. The Administration’s propesal would extend the due diligence
requirements to all federal income tax returns claiming the CTC and the
ACTC. The existing checklist would be modified to take into account
differences between the EITC and CTC.

There are a number of other legisiative proposals in the Administration’s FY 2015
Budget request that would also assist the IRS in its efforts to combat identity theft.
One of the most significant would be to amend the Social Security Act to expand IRS
access {o information in the National Directory of New Hires for individual income tax
administration purposes, including data matching, verification of taxpayer claims
during return processing, preparation of substitute returns for non-compliant
taxpayers, and identification of levy sources.

Other legislative proposals in the Administration’s FY 2015 Budget request that
would assist the IRS in its efforts to combat identity theft include the following: giving
Treasury and the IRS authority to require or permit employers to mask a portion of
an employee’s SSN on W-2s, an additional tool that would make it more difficult for
identity thieves to steal SSNs; adding tax-related offenses to the list of crimes in the
Aggravated ldentity Theft Statute, which would subject criminals convicted of tax-
related identity theft crimes to longer sentences than those that apply under current
law; and adding a $5,000 civil penalty to the Internal Revenue Code for tax-related
identity theft cases, to provide an additional enforcement tool that could be used in
conjunction with criminal prosecutions.

1li. CONCLUSION
Chairman Mica, Ranking Member Connolly and members of the Subcommittee,

thank you again for the opportunity to discuss our efforts to reduce improper
payments, in particular as they relate to refund fraud, misuse of ITINs and
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erroneous claims for refundable tax credits. | remain concerned about our ability
to continue to make progress in all of these areas in light of our ongoing difficuit
budget environment. | believe it is vital that we find a solution to our budget
problem, so that the IRS can be on a path to a more stable and predictable level
of funding. | look forward to working with Congress and this Committee to do just
that. This concludes my statement, and | would be happy to take your questions.
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Mr. MicA. Thank you.

And, without objection, your entire statement will be made part
of the record.

We will now turn to questions. And, actually, I will start first
with the IRS Commissioner.

Right now about 25 percent of the Earned Income Tax Credit re-
quests that are put into IRS are improperly paid. It is 24-point-
something percent. Is that correct?

Mr. KOSKINEN. That is the number. Yes.

Mr. MicA. Yeah. You outline some measures of spending some
more money and, also, asking for some more authority.

In the improper payments that we are talking about, we are not
also including fraudulent returns.

Mr. KOSKINEN. They are included. No. They——

Mr. MicA. They are?

Mr. KoSKINEN. Part of the EITC problem are fraud, fraud by tax
preparers, fraud by applicants. As I noted, one of the reasons we
want to have authority to regulate tax preparers

Mr. Mica. Okay. Let me be a little bit more specific, then.

We didn’t include identity theft in that category. Right?

Mr. KOSKINEN. No. Identity theft and the refund fraud generally
are erroneous payments, but they are not categorized in the EITC
improper payment category. But within the EITC area, the im-
proper payments do include fraud as well as mistakes.

Mr. MicA. Have you had any outside consultants look at what is
going on? I mean, this is a staggering rate. Nearly a quarter of all
of these returns receive an improper payment, for billions of dol-
lars.

Has there been someone that has looked at this and analyzed
the—sort of the errors of your way or audited to come up with sug-
gestions? Is this an internal set of recommendations?

Mr. KOSKINEN. These are recommendations that are based on the
experience we have had over the 8 to 10 years thus far, not very
successfully dealing with this problem.

Mr. MicA. But, again, I come from the private sector and, when
you have got a—I couldn’t function. I would have to close down my
business if I had a 20—close to 25 percent error rate on payments.

Almost any business would go out of business. The difference
here is you have an unlimited resource, and that is taxpayer dol-
lars.

But has there been anyone outside that has been retained to look
at this problem, that you know of? And I know, John, you have
only been there since the beginning of the year.

Mr. KOSKINEN. No. We have had a series of audits by the Inspec-
tor General, reviews by GAO. We have not, to my knowledge,had
anyone outside of the Agency actually look at this. But we have
had, as I say, a lot of experience.

The legislative proposals being pulled together results from, as I
say, the working groups we have had over the last 6 months say-
ing, “If you needed”—“If you are a blank slate, what would it take
to actually begin to attack the problem?”

Mr. MicA. Let me ask you another question.
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Mr. Connolly and I have done a lot of work on IT. He has actu-
ally done a lot more. About half of this $84 billion they spend every
year is wasted.

Part of your detecting this fraud is also done through electronic
means. Is that not correct?

Mr. KOsSkINEN. That is correct.

Mr. MicA. Okay.

Mr. KOSKINEN. We have filters and analyses that we make.

Mr. MicA. Exactly.

Well, something isn’t catching a huge number. 25 percent is just
off the chart. And it is a pretty technical operation.

Again, you are looking at electronic review of these returns and
money going out and—Ilike water over Niagara Falls. But there is
something—some disconnect.

Mr. KOSKINEN. Yes. And part of it is we identify

Mr. MIcA. Are you asking for more money for personnel or more
money for technical equipment? And what——

Mr. KOSKINEN. As I say, we

Mr. MicA. What is the mix?

Mr. KOSKINEN. The mix is—the amount of money we need for
EITC fraud is relatively modest. We do need continued support, but
it is, you know, a couple hundred million dollars for the return re-
view program that we have been trying to get

Mr. MicA. But that is a tactic—that is a tactical improvement?

Mr. KOSKINEN. Yes.

Mr. MicA. Software

Mr. KOSKINEN. Technical improvement would allow us to im-
prove our thing.

But what we really need—we already:

Mr. MicA. See, again, I think—again, I just don’t believe that
this solution that you are bringing to us is really going to do it.

Mr. KOSKINEN. Well, let me explain a little more, if I could.

Mr. MicA. Yeah.

Mr. KOSKINEN. The correctable error authority would allow us
where we see an error in the refund, which is just legislative au-
thority——

Mr. MicA. This is just legislative language. That costs nothing.
We can pass that.

Mr. KOSKINEN. I understand. No. No. That is what my point is.

Mr. MicA. I don’t see a problem with those requests.

Mr. KOSKINEN. Right.

Mr. Mica. I am talking about personnel versus the technical
equipment that it is—I mean, you can’t possibly do these returns
and some guy, you know, with his spectacles looking at——

Mr. KOSKINEN. Exactly. Our view is exactly that, that there is
no way for us to audit our

Mr. MicA. And you are saying that is a couple-hundred-million-
dollar solution versus a multi-billion-dollar solution.

Mr. KOSKINEN. We already

Mr. MicA. And I don’t—I don’t have a problem there. But, again,
I don’t have the greatest faith, based on our most recent hearings,
in your technical capability as far as computers and data and all
of that and even retaining it.
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A simple question: How long do you keep the records—the elec-
tronic records on this data?

Mr. KOSKINEN. The electronic records for taxpayers are kept for
years. We have some records for States that go back 50 years.

Mr. Mica. Okay. And—well, again, we have had our issues with
emails and other communications. Records can go back to 50 years.
These you have pretty accurate information and it is entered elec-
tronically.

Mr. KOSKINEN. Yes. We save each exam file. Every taxpayer
record is saved separately. It is preserved. And those go back so
that we can audit 3 to 6 years’ worth of returns.

Mr. MicA. Uh-huh.

Again, I am very skeptical about spending billions. I think it may
take some money to upgrade software and the technical equipment
that will, you know, help us reveal these fraudulent and, also, im-
proper payments.

But, again, I have no problem. I think Mr. Connolly and I would
be glad to look at the other legislative remedies that we have.

Mr. KOSKINEN. Those are the significant part——

Mr. MicA. I don’t want to take too much time.

Quick question for DOD. DOD—most people don’t realize it, but
I landerstand it is not till 2017 that you’ll even be capable of an
audit.

Mr. EASTON. We will—the statutory requirement is to be audit-
ready by 2017. By the end of 2017, we intend to go into full finan-
cial statement audit——

Mr. MicA. So I would have every reason to believe that some of
the improper payment data that you are bringing forward is not to-
tally correct or valid.

Mr. EASTON. We stand behind the numbers that we report. The
fact that we don’t have a clean financial opinion—in the control en-
vironment that we have, we acknowledge why those numbers are
not believable, people are skeptical. We have gone to great lengths
to make sure that we have done as much as we can.

Mr. MicA. And your improper payments wouldn’t include—we
did a hearing here. I just about fell off the chair. The guy that got
the contract in Amsterdam. He wasn’t an American. Remember
that one?

$800-million contract to supply fresh fruits and vegetables in—
I think it was Afghanistan or one of the conflict areas. He milked
that into almost a $5-billion improper payment.

Is that included—that kind of thing included here?

Ml("1 EASTON. We—it depends on the circumstances. But I under-
stand——

Mr. MicA. But that is a specific one. You go back and look——

Mr. EASTON. Yes, sir.

Mr. MicA. —at that one. That one knocked me off my chair when
I heard that.

And there were questions raised about even his eligibility as a
proper vendor. I mean, it was just astounding how he milked the
taxpayer with an improper or fraudulent payment.

I would like a response from DOD on that one because I just
don’t—again, all the information I have is your—your auditing ca-
pability is very limited.
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The information you have, financially reporting to Congress is
not what we can put our faith and trust in. And we still have a
long way to go before we get the accurate information.

With that, I yield to Mr. Connolly.

Mr. CoNNOLLY. Thank you, Mr. Chairman. Actually, let me pick
up on where you just left off.

Mr. Easton, if you can’t provide an unqualified audit until 2017—
and we have reason—given the long history of the Pentagon that,
you know, you have got the biggest budget and often, therefore, you
have the biggest problems, but the idea that you stand by your
numbers makes many of us queasy on both sides of the aisle,
frankly.

I hope you won’t stand too strongly behind your numbers because
there is every reason to believe you are understating your improper
payments, not deliberately, but given the fact that you really can’t
provide an unqualified audit till 2017.

Do you want to comment?

Mr. EASTON. There is a—there is a lot of reasons that make a
financial audit difficult in DOD, and I am convinced that we are
doing a lot right. There is clearly exceptions.

The control environment, I think, will continue to improve. Next
year we will begin to conduct audits of our budgetary execution.

When we have made changes—for example, GAO pointed out the
statistical sampling for our commercial payments—and that has
been raised before—we were using a sampling methodology that
was not appropriate. We have made those adjustments.

I think that GAO’s review in 2013 identified our statistical sam-
pling has been accurate in other areas. And so we have reason to
believe that the numbers are sound, but we certainly understand
why the skepticism exists with the financial audit.

Mr. CoNNOLLY. Well, in 2012, that same GAO noted that two of
your programs were excluded from OMB’s estimation of improper
payments.

Those two programs, the Defense Finance and Accounting Serv-
ice commercial pay and the U.S. Army Corps of Engineers commer-
cial pay, combined were worth $400 billion.

Are they now included in the improper payments estimate?

Mr. EASTON. Yes. They are included. They were included. I think
that the decision GAO made is because of the statistical sampling
anomalies that they found, which have been corrected, that they
excluded them in their reporting calculation.

Mr. CoNNOLLY. Right.

But if we just simply applied—this is going back to Mr. Mica’s
point.

If we simply applied, you know, the rough rounded percentage of
improper payments of the total, 4 percent, and 400 billion was ex-
cluded for those reasons, perhaps we were understating improper
payments if it averaged out by $16 billion. You take the point.

Mr. EASTON. Understand.

Mr. ConNnoOLLY. Okay. So I just—I worry a little bit that we may
actually be understating, not deliberately—I am not one who’s con-
spiracy minded—but just because of the methodology and the lack
of qualified data and sometimes excluding it for those reasons—
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good reasons, but that means we are not actually getting the whole
picture of improper payments.

Dr. Agrawal, I mentioned in my opening statement about the
role of U.S. attorneys. And my impression has been that, when it
comes to Medi-—no.

We understand Medicare fraud is a subset of improper payments.
When we talk about improper payments, some of it is simple cler-
ical error.

Sometimes the data gets, you know, mixed up. “We thought you
were 66 1/2 and eligible for full Medicare or Social Security and,
whoops, you are actually only 65” or whatever it may be. So—but
given a big country and big numbers, that adds up.

But in the case of Medicare, there is a subset of very substantial
fraud. And I cited the Boston U.S. attorney’s Office, which I hap-
pen to know about, which I think was number 1 in the country last
year in uncovering fraud to the tune of—and prosecuting and pur-
suing about $3—1/2 billion.

Now, there are—I think there are 99 U.S. attorneys in the
United States. Is it your sense that every one of those U.S. attor-
neys is taking this issue seriously and is making it one of their pri-
orities? Because, if they are, our ability to whittle down this part
of the improper payment could be considerable.

Dr. AGRAWAL. Yeah. Thank you for the question.

I couldn’t comment on every U.S. Attorney’s Office. But I can tell
you that OIG and DOJ are extremely focused on healthcare fraud,
and we work very closely with them on investigating issues as well
as taking action, initially, administrative action on our end and
then law enforcement action on their end.

And I think, you know, for evidence of that, you just have to look
at the HCFAC numbers that show an 8 to 1 ROI for all the HCFAC
funding. That really is a combination of both the administrative ac-
tions that I mentioned and all the law enforcement work that is
conducted as well.

Mr. ConNoLLY. Okay. I would just plead with you, your office
and those in the position to exhort, continue to put the pressure
on the U.S. Attorneys.

Because, I mean, it is easy for somebody—I mean, they have a
lot of independent authority and they can set their own priorities.
This needs to be one of them.

And they are a powerful tool in helping us whittle down that
number and, frankly, putting perpetrators where they belong who
are defrauding the U.S. taxpayer.

With that, Commissioner Koskinen, first of all, I want to clarify
something because I think it was a little confusing.

Refund fraud that you cited, a subset of improper payments or
are you considering it a separate subject entirely?

Mr. KOSKINEN. It is a separate subject. We track it. We treat it
seriously. But it is not treated as an improper payment, per se.

Mr. ConNoOLLY. Okay. If I can just stay on that, even though it
is not actually the subject, then, of this hearing, given what you
just said.

But this committee has also dealt with this issue of refund fraud,
and I seem to recall a few years ago somebody from IRS talking
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abou‘ti the exponential growth in this category in just a brief 4-year
period.

And if T heard you correctly, we are not talking about you setting
aside suspicious returns to the tune of millions a year.

Mr. KOSKINEN. Yes. We stopped last year. Over $17 billion in
suspicious refund claims.

Mr. CONNOLLY. Is this a relatively recent phenomena?

Mr. KOSKINEN. It exploded, really, in 2009 to 2012. Started in
Florida, Georgia, and, oddly enough, the District of Columbia. But
Florida was really the epicenter of it, and it was overwhelming law
enforcement. It overwhelmed the IRS.

More recently, in the last couple of years, we have made signifi-
cant progress in dealing with it.

Mr. ConNOLLY. Yeah.

And, of course, if it happens—I have constituents this has hap-
pened to.

And trying to recover the money they are legitimately owed, once
the fraud occurs, is a very complicated process; is it not.

Mr. KOSKINEN. It is. We have made progress there. It used to
take almost a year to deal with an identity theft victim. We are
now down to about 120 days to resolve their accounts. And our
backlog is down to about 120,000.

Mr. ConNoLLY. If the Chairman will indulge me, one last ques-
tion?

Mr. MicA. If I might.

Mr. CoNNOLLY. Yeah.

Mr. MicA. If you would yield to me for a second.

Mr. CoNNOLLY. Of course.

Mr. MicA. I just—we were talking about the hearing that we
held August 2nd, 2013, identity theft tax fraud. And, actually, from
fiscal year 2011 to 2012, IRS saw a 78 percent increase in identity
theft cases.

Now, listen to this. Taxpayer Advocate—I am sorry—Taxpayer
Advocate Service, which provides assistance to victims, has seen a
650 percent increase in cases from 2008 to 2012. We will put that
in the record, as we cited that.

Mr. CoNNOLLY. I thank the chairman for his intervention.

And, as he knows, the—our committee in another category of bi-
partisan identification of problems I hope we can do something
about, this problem has been highlighted by this committee.

And I appreciate Commissioner Koskinen’s comment because I
can just tell you—and I know my colleagues, if you have had simi-
lar casework, it can—the impact of this can range from very incon-
venient to devastating, depending on the size and magnitude of the
refund we are talking about and the financial circumstances of the
family involved.

So a very important issue and, unfortunately, because of tech-
nology, just growing exponentially. Willie Horton once said, “I rob
banks because that is where the money is.” Well, today’s version
of that is

Mr. Mica. IRS.

Mr. CoNNoOLLY. —I go after refunds because——

Mr. KOSKINEN. Let me simply stress that, over the last 2 years,
with the assistance of U.S. attorneys, interestingly enough, we
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have begun to make serious inroads into this. We have, as I say,
cut the backlog down of identify theft.

Mr. CoNNOLLY. Good.

Mr. KOSKINEN. We are stopping more with technology. More fil-
ters are more effective. But we are basically—as somebody said, we
have drivenmost of the amateurs out. We are dealing with orga-
nized crime here and around the world.

Mr. ConNoOLLY. Yeah. Well, it is a growing problem, and I am
glad you highlighted it. Thank you.

Mr. Chairman, I don’t wish to impose. I just had one more ques-
tion.

Mr. MicA. Go right ahead. I have got extra time.

Mr. ConNoOLLY. Okay. I thank my chairman.

And my last question has to do with EITC. Mr. Koskinen, do you
know the genesis of the Earned Income Tax Credit program.

Mr. KOSKINEN. [——

Mr. ConNoLLY. That is to say, who thought it up.

Mr. KOSkINEN. Well, it has been historically supported by—on a
bipartisan basis, my understanding is that President Reagan, for
instance, maintained that it was his favorite job creation program,
poverty program.

Mr. CONNOLLY. Yeah.

Mr. KOSKINEN. It helps the working poor. It encourages people
to work.

Mr. ConNoOLLY. That is exactly right.

It was actually a conservative idea. It was not a liberal idea. And
it was a good one because it is not only well-intentioned, but it is
designed to end dependency and to get—but to help lift people out
of poverty.

But it 1s a complex program; is it not?

Mr. KOSKINEN. Yes. Part of the problem is every time somebody
tinkers with it, it gets more complex, in terms of which children
count, where they live, who has responsibility for them.

Mr. CoNNOLLY. Who qualifies.

Mr. KOSKINEN. Part of the error rate is it is very complicated for
preparers and tax preparers—taxpayers to even figure out what
they are entitled to.

Mr. CoNNOLLY. In fact—correct me if I am wrong—but my un-
derstanding is 57 percent of the returns—the EITC returns filed
are actually prepared by tax return preparers. Is that correct?

Mr. KOSKINEN. That is correct.

Mr. CoNNOLLY. Yeah.

That tells you a lot about the complexity. I mean, that wouldn’t
be happening if it were simple in determining eligibility.

Mr. KOSKINEN. And most of those preparers do a good job. But
there is a significant amount of error rate, and some of it inten-
tional on the part of preparers——

Mr. CoNNOLLY. Yeah.

Mr. KOSKINEN. —some of whom take the refunds for themselves.

Mr. ConNoOLLY. If we are worried about improper payments and
we hear that statistic, it requires a tax preparer in 57 percent of
the cases—or at least it is preferred or required—you have to ask
yourself, “Well, what could go wrong with that?” And, of course, the
error rate is going to be high——
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Mr. KOSKINEN. Right.

Mr. CONNOLLY. —even inadvertent.

Mr. KOSKINEN. Correct.

Mr. CoNNOLLY. And I just wanted to stress that because this is
a conservative idea that I think actually is—does work, but it is
full of complexity that leads to an unintended consequence, which
is improper payment.

Mr. KOSKINEN. As I said, when I started, I looked at the history
and advised people that it is an unacceptable rate of payment—im-
proper payments, an unacceptable rate of dollars out the door, and
we need to do whatever we can to make a dent in it.

Mr. ConNoLLY. Thank you.

And I thank you, Mr. Chairman.

And I thank my colleagues for their indulgence.

Mr. MicA. Thank you, Mr. Connolly.

Mr. Koskinen, I can assure you that the late President Reagan
will be doing back flips in his California tomb if he—if and when
he learns today of a 25 percent—well, nearly 25 percent error rate
ié‘l a&l IRS program which he championed, the Earned Income Tax

redit.

With that, the gentleman from California, the——

Mr. IssA. Thank you, Mr. Chairman.

Mr. MicA. —Chairman of the full committee.

Mr. Issa, I want you to check the tomb when you go out there.

Mr. Issa. Okay.

Mr. Commissioner——

Mr. CoNnNOLLY. I want to second that motion, Mr. Chairman.

Mr. MicA. That was a—I don’t know if you heard that. Were you
here, also?

Mr. IssA. I think you better read that one again. Once we——

Mr. MicA. Reagan is doing back flips in his tomb to find out that
the program that he championed, Earned Income Tax Credit, had
a 25 percent error rate.

And you weren’t here either to

Mr. IssA. Nixon isn’t that keen about what has happened with
the EPA and OSHA either. So it happens.

Mr. MicA. The Commissioner informed the committee today that
taxpayers will be happy to know they keep your records for as
muc}}ll as 50 years. They do have a little problem with 27 months
on the——

Mr. IssA. That part I heard. And——

Mr. CoNNOLLY. Although it is important to note Nixon had a lot
more experience with the IRS than did President Reagan.

Mr. Mica. Well, he’s probably doing some back flips, too, out
there in his tomb.

Mr. IssA. I would now ask unanimous consent my time be re-
stored.

Mr. Mica. All right.

Mr. Issa. Mr. Commissioner:

Mr. MicA. I yield to the chairman.

Mr. IssA. Oh, we are having too much fun for the subject being
so serious.

I think I covered what I wanted to cover in the opening state-
ment.




85

And I want to touch a few areas, Commissioner, since you are
here and it is an appropriate time.

The—we have had two large dumps from the IRS in the tar-
geting of conservatives that have occurred in the last few days, one
on the 3rd of July—I was in the air coming; so, I didn’t read them
that day—and then more yesterday.

Additionally, we have had a response from your office to my 15
or so questions with lots of subparts, and I want to just run
through a couple of quick questions.

Your letter, although was partially responsive, didn’t respond to
most of the specifics, including names of individuals and so on.

Are you going to be responding further to my interrogatory ques-
tions we gave you at the last hearing?

Mr. KOSKINEN. Yes. We will—we will respond to those as quickly
as we can. As I said in my letter to you, the Congress has asked
the IG to do an investigation of all of this.

He’s asked us to give that a priority. So we are providing as
much information to you as we can without interfering with that
investigation.

Mr. IssA. Right.

Mr. KOSKINEN. But as he winds that up, which I hope will be
soon, we plan to respond to all of those interrogatories.

Mr. Issa. Well, oddly enough, both of us have been working for
2 years. So concurrent working is part of it.

And that brings to a specific the producing of the backup tapes
and so on that, apparently, are at TIGTA. Backup tapes—and we
have experts in the audience from MIT and Ohio State that will
tell us that backup tapes can be duplicated.

We would ask that you go to TIGTA and essentially make
backup tapes and deliver them to us so that we can concurrently
work on them.

Things which are unique and can’t be moved, we would under-
stand why they can only be in one place, but the others certainly
we would expect.

You know, for example, the BlackBerry could be difficult, but you
can make a backup of a BlackBerry’s contents and it can be re-
stored to a new BlackBerry.

So if you would look into that, I would appreciate it.

The—I am going to be brief. You know, it is 2 years into an in-
vestigation. You are the third commissioner since this thing got
rolling, maybe fourth to a certain extent.

And we find it interesting that, on the 3rd of July, in the docu-
ments that were provided to us, we only learned of something—and
Mr. Jordan’s going to primarily ask some specific questions of
you—Dbut of the existence of a system called OCS.

Are you familiar with that?

Mr. KoskINEN. OTS, I may be, but I don’t recognize the initials.

Mr. Issa. “OCS.”

OCS is your internal communication. It is an IRS chat. Maybe
some of the people behind you could raise their hands and say they
know about how, in fact, you have a system that circumvents email
and allows you to talk to each other, sort of like an in-house text.

Are you familiar with it?



86

Mr. KOSKINEN. No. I have never used it. I didn’t know we had
that.

Mr. Issa. Well, I am going to let Mr. Jordan go through the se-
ries of question. I really think it should—deliver a time.

I am going to ask that the staff deliver the emails to you during
the intervening questions because I don’t want you to be
blindsided, but I want it to be very clear.

Lois Lerner knew about that system. Lois Lerner asked and
wanted to make sure that it wasn’t being tracked and traced.

And, most importantly, you have had—your Agency has had a
subpoena that would have covered the delivery—the preservation
and delivery of information on this alternate email system and, to
our knowledge, we have received no discovery from it.

So it is a serious concern. I am going to ask, for efficiency, that
they give you the documents. And then Mr. Jordan, after you have
had a chance to look at them, will—and maybe let the people that
are here with you be aware of them.

Because it is critical to us that we are only finding out on the
3rd of July, 2 years into an investigation, that, in fact, there is an
entire other way to communicate, that Lois Lerner very carefully
wanted to make sure, just after—just about the time that this
whole thing erupted, she wanted to make sure that it wasn’t track-
ing and that it was a way to talk between her colleagues.

Mr. KOSKINEN. As I say, I am not familiar with OCS. All I can
say is I have been assured numerous times that there has been a
search through every system in the IRS to make sure we provided
you all the Lois Lerner emails we can find.

Mr. IssA. It is not email. You have another communication sys-
tem, and it is one that is—the tracking is turned off even though
the default for the tracking is turned on.

It is a Microsoft system that you have within—within your com-
munication, and we are obviously opening a new track of wanting
to know more details about that.

Mr. KOSKINEN. We would be delighted to provide that.

Mr. Issa. Okay. I will close quickly. Because, like I say, I want
you to have full understanding. I want Mr. Jordan to actually cover
the point by point.

Since we last were together, Lois Lerner’s attorney has changed
his position on Lois Lerner’s compliance and basically said that she
printed out some, but not all, and that he was misunderstood in
the case—in the case of printing out emails related to the Presi-
dential Records Act.

And, again, this investigation is not about the President—or
the—I am sorry—about the Federal Records Act. It is about tar-
geting of conservatives.

To your knowledge, have you delivered the printed-out copies of
Lois Lerner’s emails? And, if so, how do we tell the difference be-
tween the ones she printed out that you took from a file and ones
you recovered from somewhere else?

Mr. KOSKINEN. To the first question, I have asked that question
myself some time ago as to whether there were hard copies.

And I was told there were hard copies and they were all pro-
duced to you in the ordinary course of our production. I can’t tell
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you whether all of her official records were printed out and are in-
cluded in that or not.

Your second question? I am sorry.

Mr. IssA. Well, the second question is, in fact, a favor.

In order for us to not look through what seemed to be identical
documents and we can’t tell which ones were printed out in hard
copy and you took them and scanned them in to give us tips and
which ones were, in fact, documents that you got from somewhere
else, can you have your people give us either the Bates numbers
or a duplicate copy of the files that were delivered that were spe-
cifically printed out by Lois Lerner in compliance with the Federal
Records Act so that we can separate ones gotten from one source,
which would have been Lois Lerner’s compliance, and the others?
Because we have no way of knowing where you got which papers
from.

Mr. KOSKINEN. That is fine. I don’t either, but we would be
happy to go back and determine that and send you up-to-date de-
tails so you will know which we were found—which were found as
hard copies and which were found as emails.

Mr. IssA. That would be very appreciated.

I thank the chairman, and I yield back.

Mr. MicA. Mr. Clay.

Mr. CrAY. Mr. Chairman, thank you.

Commissioner Koskinen, thank you for being here today.

Again, you just testified before this committee on June 23rd
about Lois Lerner’s computer crash. After that hearing, Chairman
Issa sent you a letter basically suggesting that you made false
statements about whether Lois Lerner printed out her emails to
comply with the Federal Records Act.

He wrote:“Ms. Lerner and the IRS are not being truthful about
her lost emails, in violation of federal law. Although accusations of
lying to Congress are common around here, they are very serious.”
And so I want to give you a chance to respond.

At a previous hearing, you testified: “My understanding is every
employee is supposed to print records that are official records on
hard copy and keep them.”

And, in fact, the Internal Revenue manual, which sets forth the
policies governing the Internal Revenue Service has a section enti-
tled “Emails as Possible Federal Records.”

That section states: “If you create or receive email messages dur-
ing the course of your daily work, you are responsible for ensuring
that you manage them properly. The department’s current email
policy requires emails and attachments that meet the definition of
a federal record be added to the organization’s files by printing
them.”

So according to the manual, IRS employees were required to
print out emails that qualified as federal records. Is that right?

Mr. KOSKINEN. That is correct. As I—go ahead.

Mr. CLAY. Okay. In your testimony at our last hearing, you also
said that Ms. Lerner: “printed hard-copy emails.”

Has the IRS provided those printed hard-copy emails to Con-
gress?

Mr. KOSKINEN. Yes, we have.
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Mr. Cray. Oh. You have provided those. I am curious as to why
we are still inquiring about them.

Today, Ms. Lerner’s attorney issued a statement informing the
committee that, during her tenure at the IRS, Ms. Lerner did print
some emails.

His statement continues, “The facts are that Ms. Lerner did not
destroy any records subject to the Federal Records Act. She did not
cause the computer assigned to her to fail, and she made every ef-
fort to recover the files on the computer.”

And, Mr. Chairman, I ask that this statement be placed in the
hearing record.

Mr. MicA. Without objection, so ordered.

Mr. CrAY. Thank you, Mr. Chairman.

Mr. MicA. Let me just do a quick housekeeping.

Mr. CrAY. Sure.

Mr. MicA. I am sorry, Mr. Clay, because I failed to do this at the
beginning.

I ask unanimous consent that Mr. Clay, the gentleman from Mis-
souri; Mr. Jordan, the gentleman from Ohio; Mr. DeSantis, the
gentleman from Florida, who are not on the subcommittee, be—
without objection, be allowed to participate fully in the sub-
committee proceedings. Without objection, so ordered.

I didn’t do that, and I apologize. And we have been joined by
other members of the full committee and we want to give them full
access.

Thank you.

Mr. CLAY. Thank you so much.

Commissioner, at our last hearing, when you discussed Ms.
Lerner’s computer crashing, you said this: “I don’t know whether
any‘{c}hing that was lost was an official record or not.” Is that cor-
rect?

Mr. KOSKINEN. That is correct.

Mr. CLAY. But in Chairman Issa’s letter to you, he claimed that
you testified to something different. He wrote that you testified
that Ms. Lerner fully maintained her official records pursuant to
the Federal Records Act. And I cannot seem to find that statement.

Was that your testimony.

Mr. KOSKINEN. No. As [ said in my letter to the chairman in re-
spon(clling yesterday, I appreciated the opportunity to review the
record.

There is nothing in my statement that I would change. But if I
can provide any clarification, I am happy to do that, but I have not
suggested any changes in my testimony in the record.

Mr. CLAY. Thank you for that response.

And before I conclude, I want to emphasize an important fact.
Lois Lerner’s hard drive crashed on June the 13th, 2011.

16 days later, on June the 29th, was the first time she was first
informed that the IRS employees in Cincinnati were using inappro-
priate search terms. And that is according to Inspector General
Russell George.

Is that correct, Mr. Commissioner?

Mr. KOSKINEN. That is my understanding.

Mr. CrAaY. And, with that, Mr. Chairman, I yield back. And I
thank you for your indulgence.
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Mr. CoNNOLLY. Mr. Chairman. Mr. Chairman.

Mr. MicA. Yes.

Mr. CONNOLLY. Just a unanimous consent request.

I propose this line of questioning. I would ask unanimous consent
that John Koskinen’s letter addressed to Chairman Issa dated July
8th be entered into the record.

Mr. MicA. Without objection, so ordered.

Mr. CoNNoOLLY. I also would request that the statement by Wil-
liam W. Taylor issued today, clarifying Ms. Lerner’s printing out of
emails, brief statement, be entered into the record.

Mr. MicA. Without objection, so ordered.

Mr. ConNoOLLY. I thank the Chairman.

Mr. MicA. Thank you.

Let me recognize Mr. Meadows, the gentleman from North Caro-
lina.

Mr. MEADOWS. Thank you, Mr. Chairman.

Ms. Cobert, I am going to come to you first because you were say-
ing that we have made great progress. I think you were saying you
had a lower percentage in this administration. You have been able
to cut this—improper payments way down. Is that correct?

Ms. CoBERT. We have. Yes.

Mr. MEADOWS. You went from 5.42 percent down to 3.53. Is that
your testimony?

Ms. CoBERT. That is correct.

Mr. MEADOWS. All right. I am a little troubled because it gives—
if we talk percentages, it sounds a whole lot better than reality.

And so I guess my question is: In terms of real dollars, I am
showing that we have really made no significant change, that, in
2009, your percentage was—it was $106 billion in improper pay-
ments. Would you agree with that?

Ms. COBERT. I believe that is correct.

Mr. MEADOWS. Okay. So the only reason the percentage came
down is because we are spending more. So 106, as it relates to a
higher number that we are spending, but we are still sending out
$106 billion in terms of improper payments. Is that correct?

Ms. COBERT. The figure last year was $106 billion in improper
payments. $97 billion of that was the overpayment portion. Yes.

Mr. MEADOWS. Okay. And so—and that is exactly the number
that it was in 2009, is that correct, in terms of total number?

Ms. COBERT. I believe that is correct.

Mr. MEADOWS. All right. So your testimony to say that we are
making good progress and all of us should be excited doesn’t really
do anything to go to what Mr. Connolly said about $106 billion
being real money?

Ms. COBERT. We believe $106—we take the responsibility to re-
duce both the percentage and the absolute dollars of improper pay-
ments very seriously.

Mr. MEADOWS. Okay.

Ms. COBERT. We believe that we need to continue to work on this
issue. We are doing that accurately. We want to be——

Mr. MEADOWS. But to say we are making progress when we still
are wasting $106 billion, don’t you think that that is an inaccurate
narrative?
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Ms. COBERT. We have made progress in reducing the percentage.
We think that is important. And we think we need to continue to
focus on both of these issues.

Mr. MEADOWS. All right. So I am a numbers guy. So let’s go back
to 2008.

What was the total in improper payments then?

Ms. COBERT. I don’t have the exact figure in front of me.

Mr. MEADOWS. Well, I do. And that is why I asked the question.
{)tﬁs $73 billion. And so we—we had an increase of some $26-, $27

illion.

In a very short period of time between 2008 and 2009, what—
what caused that, in terms of improper payments?

Ms. COBERT. So as you look at the improper payments, one of the
ways we look at it is look at it program by program.

Some programs, as we have discussed, have higher rates than
others. Unemployment insurance, for example, has a higher rate
than DOD commercial payments.

So some of that is due to the change in mix. That still means we
have to keep looking at each one of those program elements and
say, “What can we do to bring the level down and the percentage
down?”

Mr. MEADOWS. All right. So, in terms of level, in terms of real
numbers, most of these across—if you look at all the payments,
most of them haven’t really gone down other than unemployment
insurance.

It had a decrease—a significant decrease of improper payments
of about $6 billion. Some have suggested it is just because we have
made it more inclusive in terms of being able to get those benefits.

But how—how can we celebrate this in terms of improper pay-
ments when we are really not making any progress in terms of
payments going to different people?

Ms. CoBERT. What we are trying to do when we go through each
of these programs is to continue to say, as you said, how can we
take specific actions to reduce improper payments from all different
sources, to understand what is driving those, and to look at the un-
derlying root causes in conjunction with the GAQO, in conjunction
with the IG. As——

Mr. MEADOWS. So do we give out bonuses based on people mak-
ing progress on this?

Ms. CoBERT. We do hold senior account-—senior officials in agen-
cies—there is a senior accountable official for each program identi-
fied as the person responsible for making progress on improper
payments.

Mr. MEADOWS. So those officials in those agencies where we
didn’t make progress shouldn’t have gotten bonuses. Would you
agree with that?

Ms. COBERT. I believe that people need to be held accountable for
program performance.

Mr. MEADOWS. That is not the question I asked.

So should they have gotten a bonus if they didn’t perform, if this
was one of the matrix of performance?

Ms. COBERT. The performance—their bonuses are based on the
specifics of their performance plan.

Mr. MEADOWS. Right.
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And so, if they went the wrong way, do you think they should
have gotten bonuses? Your opinion. Nobody else’s. Just your opin-
ion. Should they have gotten a bonus?

Ms. COBERT. I think they all are accountable.

Mr. MEADOWS. “Yes” or “no.”

Ms. CoBERT. That is why they are there.

Mr. MEADOWS. Just a “yes” or “no.”

Ms. COBERT. You know, there is a——

Mr. MEADOWS. Well, obviously, you think they should. All right.
So let me—let me go on a little bit further.

Mr. Koskinen, what is your target this year for EITC in terms
of where you believe that we should be percentage-wise? What is
your target?

Mr. KOSKINEN. The target—pardon me.

Our target this year is to make an improvement. If you look
at—

Mr. MEADOWS. What is your number target?

Mr. KOSKINEN. Right now, on the basis of what we are doing, un-
less we can change the way we are doing it—my concern is, for the
last 6 to 8 years, it has been at an unacceptable level.

And one of the reasons we are asking for legislative support to
change the way we deal with it is that, if—as I told our executives,
if we keep doing the same thing the same way, we should expect
the same——

Mr. MEADOWS. So you don’t have a number?

Mr. KOSKINEN. So I do not have a better number.

Mr. MEADOWS. All right. So let me ask you this question.

If the Chair will indulge me, and I will close with this.

You have a law on the books passed in 2002, amended in 2010,
that says that you are required to have a target and you are re-
quired to publish it.

And the Inspector General’s report says that you haven’t done it
for the last 3 years and, obviously, still today you are not doing it.

So if you are not willing to follow the law in terms of what is
already passed, how will a new law help you accomplish that?

Mr. KOSKINEN. Well, as I said earlier to your target, I expect, if
we don’t have additional resources in terms of the legislative sup-
port, that our target will be—we are going to be right where we
are and where we have been.

Mr. MEADOWS. But that is not what the law says.

Mr. KOskINEN. Well, like I said, let’s have a target. I will say
that our target then has to assume

Mr. MEADOWS. So when can we expect you to publish it? Because
that is what the law says. So is there any justification for not fol-
lowing the law, Mr. Koskinen?

Mr. KOSKINEN. None at all. We will publish our target. You are
exactly right. There is no reason not to—not to do that.

Mr. MEADOWS. All right. I will yield back.

Mr. CoNNOLLY. Would my friend yield?

Mr. MEADOWS. I am out of time, but I would be glad to yield if
the chairman will—

Mr. CoNNOLLY. If we could operate under the Darrell Issa rules,
you get a lot of time. Could you yield?

Mr. MEADOWS. I would be glad to yield to the
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Mr. CoNNOLLY. I meant that in a loving way.

I just—I wonder if my friend would ask the same question of Ms.
Davis from GAO that he put to Ms. Cobert because I think he was
making a very good point.

We have reason to believe we are understating the actual
amount of improper payments. I just wonder if we could just give
GAO an opportunity, if my friend would ask that question, since
it is his time allotment.

Mr. MEADOWS. Consider it asked, Ms. Davis.

Ms. Davis. Thank you.

As I also mentioned in my testimony, the GAO, when it looked
at the consolidated financial statements of the United States Gov-
ernment, identified improper payments as material weakness in in-
ternal controls due to the fact that we at this point in time cannot
estimate the full extent of improper payments first and then assure
that there are actions—reasonable actions that are being taken to
reduce them.

I will make a point that, while the goal is, of course, to reduce
improper payments and we did put forward some strategies to do
that, there are instances, of course, where an addition to the im-
proper payment figure is a good thing.

To be specific, this past year a net of 10 programs were added
to the improper payment government-wide estimate. It was actu-
ally, I believe, about 12 programs that were added, and then 6
came off, and there were 4 that were split.

But, in total, there was a net increase of improper—a net in-
crease of 10 programs that were added to the estimate of improper
payment.

So to the extent—the first point, as I made earlier about hav-
irﬁg—knowing the extent of improper payments, that is a positive
thing.

Mr. MicA. Thank you.

Gentleman from Kentucky, Mr. Massie.

Mr. MAsSIE. Thank you, Mr. Chairman.

Mr. Koskinen, I have a—I think, a simple question about the
tape backups at the IRS.

I think you testified earlier that the tape backups are recycled
every 6 months

Mr. KOSKINEN. They are——

Mr. MASSIE. —at the time.

Mr. KOSKINEN. They are kept for 6 months and then the tapes
are put back into being recycled.

Mr. MASSIE. So the tapes are reused?

Mr. KOSKINEN. They are reused. Yes. They are reused until they
don’t work.

Mr. MASSIE. So how long of a period is that? How many times
can you reuse the tapes? And how long do they last?

Mr. KOSKINEN. I don’t know.

Mr. MAsSIE. Does the IRS still recycle tapes, overwrite them
every 6 months, as a policy?

Mr. KOSKINEN. No. Ever since the start of the investigation and
the release of the IG’s report, all backup tapes have been saved.
So we have the 6 months up to May of 2013 and everything since
then.




93

Mr. MASSIE. Here’s what confuses me, because I had a chance to
talk to an expert in tape backups.

These tapes hydrolyze after about 6 years. In fact, they are not
guaranteed. And the manufacturer doesn’t advise you to recycle
them.

In fact, their admirable qualities are their storage density, trans-
portability, and low cost, but not the length of time that you can
keep data on them.

So this expert was surprised that you are at the IRS recycling
what is something that is so cheap that it is actually cheaper to
use new material instead of recycling.

Can you confirm that these tapes were recycled and not de-
stroyed?

Mr. KOSKINEN. I can’t tell you that off the top of my head, but
I would be happy to be checked.

I have been told sometime ago when I first started being involved
with this that the tapes were used and recycled and they are recy-
cled until they are no longer useable and then they are disposed
of.

But with regard——

Mr. MASSIE. But when they are no longer useable, they fail, and
the purpose is to prevent failures. That is what confuses me.

Mr. KoskINEN. I will be happy to get you information about that.

Mr. MASSIE. So it is your understanding that these tapes were
recycled for reasons of economy.

Mr. KOSKINEN. That is my understanding.

Mr. MAssIE. Not to cover—to make sure that there were never
more than 6 months of data.

Mr. KOSKINEN. I never had any indication of that.

Mr. MAsSIE. All right. Thank you very much.

I am going to yield the balance of my time to the gentleman from

hio.

Mr. JORDAN. I thank the gentleman.

Commissioner Koskinen, 3 weeks ago in front of the Ways and
Means Committee you testified—we have actually got it on the
screen here—“Lois Lerner was not trying to destroy email. In fact,
she was working very hard to restore her emails.”

Do you stand by that statement?

Mr. KOSKINEN. As far as I know, yes.

Mr. JORDAN. Okay. Then, I want to—I want to show you a few
emails that you have had a chance to review now. We got these on
July 3rd, 4 o’clock. And I want to show you three emails out of
15,000 that you dumped on us on July 3rd.

Let’s go first to this one. This is to—Lois Lerner to Maria Hooke.
“I had a question today about OCS”—what the chairman was ask-
ing you about earlier—“I was cautioning folks about email and how
we have had several occasions where Congress has asked for
emails and there has been an electronic search for responsive
emails. So we need to be cautious about what we say in emails be-
cause Congress might get ahold of them and the American people
might actually find out what the IRS is doing.”

But then she quotes, “Someone asked if OCS conversations were
also searchable.”
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Now, your response to the chairman was you don’t know any-
thing about OCS. Is that—that true? You have no idea what this
system is?

Mr. KOSKINEN. Correct.

Mr. JORDAN. It is our understanding, after our staff did some
background work, that this is an intra-office instant messaging
chat-type system that you have in place at the Internal Revenue
Service.

And this was followed up by a response from Ms. Hope—or
Hooke—excuse me. So, remember, Ms. Lerner says, “I had a ques-
tion about OCS.”

And then Ms. Hooke responds—Ms. Hooke responds back, “OCS
messages are not set to automatically save as the standard.”

You follow me, Mr. Koskinen?

Mr. KOSKINEN. Right along with you.

Mr. JORDAN. I appreciate it.

And then, of course, the response from Ms. Lerner is, “Perfect.”
So now I want to show you one more timeline. I have one more
slide, and it is actually the timeline from the Inspector General.

March 28, 2013, discussion draft report was issued to the IRS.
And so here is what I see. Now, maybe—maybe you see something
different, but this is what I see, and my guess is the American peo-
ple see this.

At our last hearing, we learned that, on June 3rd, 2011, Chair-
man Camp sent a letter to the Internal Revenue Service saying,
“Hey, we are concerned about what we think may be targeting of
conservative groups.”

10 days later, June 13th, 2011, a bunch of computers mysteri-
ously crash, including Lois Lerner’s computer.

Now we jump forward. March 28th, 2013, the Inspector General
gives the Internal Revenue Service the discussion draft report, his
audit.

And you all learn—well, you weren’t there at the time, but the
IRS learns, and specifically Ms. Lerner learns, that you have been
caught with your hands in the cookie jar and that, in fact, tar-
geting was going on and now the Inspector General knows it.

And so 12 days later we get this email exchange that we just
went through where Ms. Lerner says, “Wow, I know I have gotten
rid of the emails”"—when the computer crashed 2 years earlier—
“but I better double-check on this intra-office instant messaging ca-
pability we have here at the Internal Revenue Service.” And she
says, “Perfect” when she learns that it is not traceable, not track-
able, not stored.

And so my question to you—I mean, we know Ms. Lerner is not
being square with the American people. Remember, it was just 31
days after this email exchange right here.

31 days later she went to a Bar Association speech here in town
and told the whole world Washington had nothing to with it.

Even though she’s trying to make sure her tracks are covered,
she told the whole world Washington didn’t have anything to do
with it, it is a couple rogue agents, a couple of line agents in Cin-
cinnati. So we know she can’t be trusted.
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But what I want to know is: Why did it take us this long to get
these emails? We have been after these for 6 months and you dump
them on us on July 3rd.

Mr. KOSKINEN. First of all

Mr. JORDAN. Have you ever seen this—have you ever seen this
stuff before?

Mr. KOSKINEN. No. And I don’t see anything in here where Lois
Lerner says, “Wow, I got rid of my earlier emails and now I have
got to check on them.”

Mr. JORDAN. I am not saying that. I am focusing on the pattern.

Mr. KOSKINEN. I am sorry:

Mr. JORDAN. I am focusing on the pattern.

Mr. KOSKINEN. I am sorry. You said, for the record, that Lois
Lerner had written

Mr. JORDAN. No, I didn’t.

I said Dave Camp sent her a letter. 10 days later her computer
mysteriously crashes and seven other important people at the IRS.
And then I am saying here’s the pattern again.

She learns that there is—oh, the Inspector General is going to
issue a report that says the IRS was, in fact, targeting conservative
groups and now, 12 days after that, she says, “We better make sure
this OCS system doesn’t track anything, is not traceable, and Con-
gress and, more importantly, the American people can’t get access
to what we were talking about.”

Mr. KOSKINEN. I understand you might——

Mr. MiCA. Let me just interrupt a second.

Mr. Massie’s time has expired. I am recognizing Mr. Jordan——

Mr. JORDAN. Thank you, Mr. Chairman.

Mr. MicA. —for his 5 minutes at this point.

Mr. JORDAN. Thank you, Mr. Chairman.

Mr. KOSKINEN. I don’t see anything in here about Congress—
using the OCS system or not helping Congress. It says, “The rec-
ommendation is to treat the conversation as if it is been saved
somewhere because it is possible”

Mr. JORDAN. Okay. Okay.

Mr. KOSKINEN. —“that somebody else did it.”

Mr. JORDAN. All right. Fair enough.

Let’s look at the first sentence in each email.

O(I)Jé)is Lerner says to Ms. Hooke, “I had a question today about

First sentence Ms. Hooke says, “OCS messages are not set to
automatically save as the standard.”

Lois Lerner’s response, “Perfect.”

That is what I see.

Mr. KOSKINEN. Well—

Mr. JORDAN. Now, here’s the point.

Mr. ConNoLLY. Would my friend yield?

1(\1/11‘. JORDAN. When I am—I will be happy to yield here in a sec-
ond.

Mr. ConNoOLLY. I thank you.

Mr. JORDAN. Have you made these emails—have you given these
emails to the FBI?

Mr. KoskKINEN. We provide all of the emails we provide to all the
investigators. So I am assuming this went to all six investigators.
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Mr. JOrRDAN. Well, now, just a couple of weeks ago, when I asked
you did you tell the FBI that you—when you knew that you had
lost Lois Lerner’s emails, you said you did not.

But now you are saying you have sent this—this information to
the FBI?

Mr. KOoSKINEN. We send all of the—for the tax-writing commit-
tees—and the FBI has 6103 for that—we have sent 960,000 docu-
ments, and we have sent those to everybody doing an investigation,
including the Justice Department.

Mr. JORDAN. Have you or anyone at the IRS sat down with the
FBI and talked to them about the lost emails of Lois Lerner and/
or this email chain that we just discussed?

Mr. KOSKINEN. I have no understand—not to my understanding.

Mr. JORDAN. You have not. You personally have not.

Mr. KOSKINEN. I have personally not.

Mr. JORDAN. The FBI has not talked to you about the lost emails
of Lois Lerner?

Mr. KOSKINEN. They have not.

Mr. JORDAN. Has anyone at the Justice Department talked with
you or anyone at the Internal Revenue Service about Lois Lerner’s
lost emails?

Mr. KOSKINEN. I don’t know.

Mr. JORDAN. So the FBI has not talked to you. And you don’t
know if they talked to anyone in your Agency about

Mr. KOSKINEN. I have no idea whether the Justice Department
has talked to anybody at the Agency. They have not talked to me.

Mr. JORDAN. The Justice Department—so, for the record, the FBI
and Justice Department have not talked to you about the lost Lois
Lerner emails?

Mr. KOsSkINEN. That is correct.

Mr. JORDAN. And they have not talked to you about this email
exchange right here?

Mr. KOSKINEN. That is correct.

Mr. JORDAN. Okay.

Mr. CoNNOLLY. Would my friend yield?

Mr. JORDAN. In just a second.

Let me go to one other thing—one other thing we noticed on this
email exchange between Ms. Lerner and Ms. Hooke.

It is—it is copied to Nanette Downing. Do you know who Nanette
Downing is?

Mr. KOSKINEN. I do not.

Mr. JORDAN. Do not? Well, we do. She’s the head of the exams
division at the Internal Revenue Service.

Any idea why the person who’s head of the exams division is get-
ting copied on email that says, “We want to make sure that intra-
office communications aren’t tracked?”

I mean, particularly in light of the fact we also just learned in
the past few weeks that Ms. Lerner was hoping Mr. Grassley, Sen-
ator Grassley, was going to be referred for an exam, any idea why
Nanette Downing is listed on this email exchange, Commissioner?

Mr. KOSKINEN. I have no idea why.

Mr. JORDAN. No idea?

Mr. KOSKINEN. None.
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Mr. JORDAN. Okay. Has the FBI talked to Nanette Downing? Do
you know that?

Mr. KOSKINEN. I do not know.

Mr. JORDAN. All right.

Mr. CoNNOLLY. Would my friend yield?

Mr. JORDAN. I would be happy to yield.

Mr. ConNoOLLY. I thank my friend.

I just want to point out, keeping that graphic up on the screen,
we have got to be real careful about not taking this out of context.

Lois Lerner’s answer, “Perfect” is not to this lower box in red. It
is to the last paragraph that says, “My general recommendation”—
this is from Maria Hooke—“is to treat the conversation as if it
could be”—or “is being saved somewhere, as it is possible for either
party of the conversation to review the information.”

Mr. JORDAN. You—after she said, “I have already cautioned peo-
ple about what they say in emails” after her computer’s crashed,
after—after she’s nervous about the OCS system and “what we are
going to say because it might be traceable and trackable,” you ex-
pect us and, more importantly, the American people to believe that,
“Oh, yeah. Perfect. Now we know we need to save these.”

That is the most ridiculous interpretation. There is no one with
any common sense who would reach that interpretation that my
colleague reached. No one would reach that—but if you want to
stick to it, God bless you.

Mr. ConNoLLY. Well, I would just say to my friend——

Mr. JORDAN. Notice the first line—this is what I said to the Com-
missioner.

Mr. ConNOLLY. I would just say to my——

Mr. JORDAN. I had a question today about OCS. Suddenly here
is—here’s how it plays out.

Mr. CONNOLLY. I would

Mr. JORDAN. It is my time. It is my time, Mr. Chairman.

So suddenly Lois Lerner learns——

Mr. CoNNOLLY. Mr. Chairman, as a matter of personal privi-
lege——

Mr. JORDAN. No. No. Wait.

Mr. CONNOLLY. —I would caution our colleague——

Mr. JORDAN. I will yield back. I will yield back.

Mr. CoNNOLLY. —that he not characterize another member as ri-
diculous. What is

Mr. JORDAN. I didn’t characterize you as ridiculous. I said it is
a ridiculous interpretation.

So notice the first sentence, “I had a question about OCS.” Here
is what happened. March 28th, the IRS gets a heads-up the Inspec-
tor General caught them. Because we asked the Inspector General
to do the audit, he caught them targeting conservative groups.

And now Lois Lerner says, “You know what? I better double-
check and make sure this intra-office instant messaging”—that
that can’t be traced, that can’t be tracked.

And all T want to know is why the Commissioner took 6 months
to get us this information.

We have been asking for this stuff forever and it is—Mr. Com-
missioner, is there anything—here’s a good question.
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This one email where Lois Lerner says, “Perfect,” is there any
6103 violation in that email? Why in the heck did it take us 6
months to get this email chain?

There is not one chance there is any 6103 information contained
in these three emails, and, yet, that is what you hide behind, “Oh,
we have got to check it off for 6103.”

There is no way. We could have had this 6 months ago, when we
first issued the subpoena when you took over. And we don’t. And
we are supposed to believe

Mr. KOSKINEN. We are working——

Mr. JORDAN. We are supposed to believe she’s saying, “Oh, per-
fect. We have”

Mr. KOSKINEN. We are working our way through and have com-
pleted the production for tax-writing committee——

Mr. JORDAN. Yeah. So you give us——

Mr. KOSKINEN. Sixty-three times

Mr. JORDAN. July 3rd, 4 o’clock, the day before a holiday, is when
you give us 15,000. We see them.
hMr. KOSKINEN. Right. And you're going to get more, because
the——

Mr. JORDAN. Well, let’s hope we——

Mr. KOSKINEN. This committee has got 40,000. You've got 23,000
more to go—27,000 more to go. And I'm sure in those 27,000 there
will be some other interesting email you’ll have to read, and it
won’t be because we didn’t give it to you in February. We're giving
them to you as fast as we can.

And it’s a significant volume of evidence. As I say, it’s almost a
million pages of documents that have gone to the tax-writing com-
mittee.

Mr. JORDAN. All I'm saying is there’s no 6103 problem with these
three, and we should’ve had them a long time ago. But because,
whoa—Lois Lerner is talking about, “Be careful what you say in
emails. Make sure this OCS system is not traceable.”

Mr. KOSKINEN. Remember

Mr. JORDAN. Six months, we get them on July 3rd at 4:00 p.m.
With 15,000 other documents.

Mr. KOSKINEN. If I could note for the record, our first request by
the investigators was to go through the custodians with search
terms that had to do with the determination process, not with the
email process. Therefore, when we went through, we pulled them
by subject matter, and the first email

Mr. JORDAN. That is simply not true. We asked clear back last
summer for everything. I asked Mr. Werfel in a committee hearing
just like this, “I want every single piece of correspondence Lois
Lerner sent to anybody. We want all of them.” So this has been
over a year that we’ve been asking for this.

Mr. KOSkKINEN. Right. And the prioritization was we would
produce to you all the emails that had a subject matter having any-
thing to do with the determination issue, which was the IG report.

Mr. JORDAN. Mr. Chairman?

Mr. KOSKINEN. Those are the first emails we produced. Then we
went back and searched to find all the other Lois Lerner emails,
and they’re coming forward. And you're going to get more. The tax
writers have all 67,000. You'll get another 24,000 or 27,000. And
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I'm sure some of those will be interesting to people, but it’s not be-
cause we delayed them, it’s because that’s the process we’ve had to
produce them.

Mr. MicA. I thank the gentleman.

And I think we have another Member waiting, Mr. DeSantis, the
gentleman from Florida.

Mr. DESANTIS. Thank you, Mr. Chairman.

I'll yield some time to the gentleman from Ohio.

Mr. JORDAN. I thank you.

Here’s the takeaway: Nine days after the IRS knows they’re in
trouble, Lois Lerner is trying to cover her tracks. That’s why we’ve
got the mail exchange here. She already knows her emails are gone
because the computer crashed back in 2011, 10 days after Dave
Camp asked about it. So 9 days after the IRS knows they’re in
trouble, she’s trying to cover her tracks.

Thirty-one days after this email happens, she goes to a Bar Asso-
ciation speech and blames some good public servants in Cincinnati,
says that’s where the problem is, lies to the American people. And
we don’t get that information after we’ve been asking for it for a
year.

And this guy tells us he hasn’t even talked to the FBI. What
kind of investigation is going on when the FBI won’t even talk to
the head of the agency that has this kind of stuff going on with
their email exchange and won’t talk to the agency that lost key evi-
dence in an investigation that’s about people’s First Amendment
rights being targeted?

And we get these flippant answers from the Commissioner.

Mr. KOSKINEN. I

Mr. JORDAN. That’s what just bothers

Mr. KOSKINEN. I wouldn’t——

Mr. JORDAN. —that’s what bothers every single American, Mr.
Chairman.

Mr. KOSKINEN. I wouldn’t say there——

Mr. JORDAN. With that, I would yield to my——

Mr. KOSKINEN. I wouldn’t say there——

Mr. JORDAN. —I'd yield to my colleague.

Mr. DESANTIS. Well, I thank the gentleman from Ohio.

And——

Mr. ConNNOLLY. Mr. Chairman, I must say——

Mr. DESANTIS. —these emails

Mr. CONNOLLY. —I object to this badgering of a witness. At least
the witness is entitled to respond after having his comments char-
acterized.

And this is not the standard of the subcommittee you and I've
set, Mr. Chairman.

Mr. MicA. Well—

Mr. CoNNoOLLY. Characterizing Members of Congress and abus-
ing and badgering witnesses, that is not the standard this sub-
committee has set.

Mr. JORDAN. Mr. Chairman, I did not mischaracterize

Mr. MicA. Okay.

Mr. JORDAN. —my colleague.

Mr. MicA. Okay.
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Mr. JORDAN. I characterized his interpretation as one that I don’t
think very many Americans are going to reach. I did not disparage
my colleague. I have a great deal of respect for my colleague.

Mr. MicA. I would rule that, again, I don’t think he disparaged
the witness, but I think he spoke to, again

Mr. KOSKINEN. I would just

Mr. MicA. —a situation.

And we do want all the Members to be respectful of the wit-
nesses. He is not under a subpoena, and he came here voluntarily.
And, again, there are differences of opinion as to what occurred,
and our job is to get to the facts.

Mr. KOSKINEN. Right. And——

Mr. CoNNOLLY. I thank the chairman.

Mr. KOSKINEN. —I appreciate that, but I would just——

Mr. MicA. Did you want to respond, Mr. Koskinen?

Mfl KOSKINEN. Yes, I would appreciate that. Thank you very
much.

My only response was to disagree with the characterization that
my responses have been flippant. I've tried to be responsive in any
way that I can, both in my previous hearings and now. I under-
stand these are important matters, and any information we can
provide we will. But

Mr. JORDAN. How is it responsive when you wait 2 months to tell
the United States Congress that you lost Lois Lerner’s emails? How
is that responsive? That’s what the American people want to know,
Mr. Commissioner.

Mr. KOSKINEN. Yes. And

Mr. JORDAN. And you did not tell the FBI you lost Lois Lerner’s
emails. How is that responsive? Tell me that.

Mr. KOSKINEN. Well, I can

11}/11". JORDAN. You waited till you knew in April, and you didn’t
tell us.

Mr. KOSKINEN. As I have testified to in two previous long hear-
ings, when we knew in April that there had been

Mr. JORDAN. You knew in April, and you told us in June.

Mr. KOSKINEN. And told you in June, and the reason was be-
cause——

Mr. JORDAN. Why’d you wait 2 months?

Mr. KOSKINEN. Can I answer this question?

Mr. MicA. Yes, you can. And go ahead.

Mr. KOSKINEN. Can [—thank you.

As T testified in two previous hearings, when I learned about the
situation in April and we began to collect the information on how
many other emails could we reproduce, my judgment was at the
time that we should produce and discover exactly what the full con-
text of the situation was and report it.

Mr. DESANTIS. Were you advised of that, Mr. Commissioner, ad-
vised to keep quiet?

Mr. KOSKINEN. I was absolutely not. Nobody

Mr. DESANTIS. Okay. Can we play your clip of your testimony in
front of this committee last——

[Video shown.]

Mr. DESANTIS. Okay. So you said you were advised, and now
you’re saying you were not advised.
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Mr. KOSKINEN. Sorry. It’s a good question. I was advised by the
people in the organization working on the production of documents.
And I was advised

Mr. DESANTIS. So you were advised.

Mr. KOSKINEN. You asked me if I was advised not to say any-
thing. I was not advised by anyone not to say anything. I was ad-
vised—in that clip, I noted I was at advised by our people doing
the research——

Mr. DESANTIS. Okay, but that’s——

Mr. KOSKINEN. —that there was a problem.

Mr. DESANTIS. —what we’re saying. Because, to us, that’s a dis-
tinction without a difference, because we’re looking for the truth.
And your organization has not provided us with the truth in a
timely fashion.

What I'm seeing with Lois Lerner’s emails is really a culture of
obstruction at the IRS. I mean, for her to be worried right on the
heels of this draft IG report that Congress may search her instant
messages, ooh, perfect that, you know, the settings aren’t like that,
that is very, very troubling. Because she wants to be able to con-
duct her operations according to her ideology without oversight
from the American people on behalf of the Congress. So that is
very, very troubling to me.

And, you know, she’s copying Nanette Downing, who is the head
of the Exams department, which is very much troubling.

So what you've told us—last hearing, you said the hard drive
crashed; well, these things happen. The odds of that happening in-
nocently right on the heels of Dave Camp’s letter are astronomical
based on the hard-drive failure rate you gave us, based on the fact
that it was those 10 days right after Camp, and based on the fact
that it was totally unrecoverable. They recovered data from the
Challenger explosion from 9/11. So somehow Lois Lerner’s emails
was totally unrecoverable.

So that is a coincidence of absolutely inexplicable proportions.
And I think that’s why the American people, 75 percent, do not be-
lieve the explanation that the IRS has provided.

Let me ask you this: Why are we just now hearing about this
OCS system? We've supposedly had the FBI investigating this for
a year. No one at the IRS ever told the FBI that there were com-
munications using this system?

Mr. KOSKINEN. I didn’t

Mr. DESANTIS. Why didn’t anyone at the IRS ever tell the Con-
gress——

Mr. KOSKINEN. I never——

Mr. DESANTIS.—that there were these? The subpoenas are writ-
ten very broadly, and they would absolutely have included this, not
simply the email. So what is the reason for withholding that from
Congress?

hMr. KoOskINEN. You asked a lot of questions. If I could answer
them.

I have no information as to whether anybody told the FBI or not
or who was interviewed by the FBI about the OCS system. So I
have no basis of saying one way or the other. So I don’t think it’s
fair to say nobody told them. We don’t know whether anybody told
them.
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Secondly, we’ve produced the information to you, and you now
have—the tax writers have all 67,000 Lois Lerner emails. You will
soon have

Mr. DESANTIS. With OCS, you’ve produced that?

Mr. KoskINEN. And OCS, as they noted, at this point—the first
I've heard about it; I'll look at this—says the OCS system, what-
ever it is, by itself does not get retained. But, as it’s noted, you
should assume—Lois Lerner is advised, you should assume that it’s
retained because it’s easy to turn it into an email.

And I would also note, I have no—I'm not here to defend Lois
Lerner. I've never met her. But in terms of getting rid of emails,
it should be noted there were 43,000 Lois Lerner emails from April
2011 until May of 2013 that have been produced. So, in terms of
getting rid of emails, there were 43,000 that she didn’t get rid of
after the hard-drive crash.

Mr. DESANTIS. Well, but that number is meaningless if there are
critical emails that have not been produced, that have: “been de-
stroyed.” That means the American people aren’t being given the
whole truth.

And I yield back.

Mr. MicA. Okay. Well, we’ve finished one round. I have some ad-
ditional questions; then I'll yield to other Members.

Well, we’ve gotten into a whole array of subjects. We started with
a 25 percent error-rate payments, which is, I guess, the highest in
government for Earned Income Tax Credits under IRS, and we've
come around to some of the issues relating to the IRS probe.

I just read this Wall Street Journal article. I'd heard about it just
a few minutes ago. It raises some questions with me. I guess the
FBI began investigating, or at least told Congress June 11th, over
a year ago, that they were conducting an IRS investigation.

Has this been going on over a year? Is that correct?

Mr. KOSKINEN. That’s my understanding.

Mr. MicA. Yeah. And you came the end of last year, John; is
that

Mr. KOSKINEN. I started on December 23rd.

Mr. MicA. Yeah. Okay. And it said in January the Justice De-
partment assigned the IRS probe to an Obama donor, Barbara
Bosserman, an attorney in the Civil Rights Division. So, since Jan-
uary, basically since the time you took over IRS, she took over the
investigation.

So you have not had any conversation with Ms. Bosserman?

Mr. KOSKINEN. I've had no conversation with anybody at Justice
about this investigation.

Mr. Mica. Or FBI?

Mr. KOSKINEN. Or the FBI. I've had, actually, no conversations
with any of the staff investigators or

Mr. MicA. You see, I mean, this raises a lot of questions. Maybe
some of them you don’t know the answer to. But it’s startling that
a supposed investigation that’s been going on for over a year, you're
the new IRS Commissioner sent in to clean up the mess, and, in
fact, you have not spoken to them.

Mr. KOSKINEN. Well—
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Mr. MicA. Is there any of your—have any of your folks that have
been involved in this—can you name someone who has talked to
the FBI?

Mr. KOSKINEN. I can’t, but if the FBI

Mr. MicA. Can you provide us with information as to who—I
mean, there must be some record of some contact. This investiga-
tion supposedly has been going on since June 11th. Congress noti-
fied over a year ago. You came in. They haven’t talked to you.

Mr. KOSKINEN. But they wouldn’t talk to me because this inves-
tigation goes from 2009 to 2013 and I wasn’t there.

Mr. MicA. Well, I know, but, again—and you don’t know who
th}sy’\;e talked to. But can you provide us with who they talked to
when?

We'’re trying to figure out who knew what when, to quote the late
Howard Baker, and some of the pieces to the puzzle dont fit.
Again, it raises a lot of questions.

Mr. KOSKINEN. To the extent I'm able, I'm happy to see if we can
provide you that information.

I do know, from having spent a lot of time with inspectors gen-
eral my last time around in the government in the 1990s, that in-
vestigators sometimes are very hesitant to have their witness list
known, the people that they’ve actually talked to who they’re inves-
tigating. But to the extent that that information is available, I'm
sure we can provide it to you.

Mr. MicA. Okay. It, again, raises some very serious questions.

Back to the payments, we'll look at your legislative suggestions,
Mr. Connolly and I. Maybe we can address those.

Tell me, physically, where do they process the Earned Income
Tax Credit returns? Is that done around the country? At——

Mr. KOSKINEN. Yes.

Mr. MicA. —one location?

Mr. KOSkKINEN. No. Basically, we have processing plants all
around the country, so it depends where you are.

Mr. Mica. Yeah.

Mr. KOSKINEN. And they are—they come in just like regular re-
turns.

Mr. MicA. And, again, John, you’ve been around a long time. I
just come from a business background. If I was losing 25 percent
in improper payments, I would have someone come in and give me
an analysis. There are a lot of good firms around you have the abil-
ity to contract. I think—and asking for billions just doesn’t cut it.
I think you’ve got a technical and a software, electronic evaluation
issue. And it’s astounding, the amount of money that’s involved
here and

Mr. KOSKINEN. Yes.

Mr. MiCcA. —again, the percentage of errors. But I think we need
to get someone in there immediately, if not sooner, and see if that
can’t be corrected.

Mr. KOSKINEN. It would be helpful. As I say, we’ve had several
GAO reviews, several inspector general reviews over time, inde-
pendently making recommendations.

Mr. MicA. And Mr. Connolly and I have discussed, we held one
hearing in August on identity-theft-related tax fraud issues. We
haven’t gotten into a lot of that. We put some things in the record,
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but that doesn’t seem to be clearing up the way it should. And
that’s a multi—

Mr. KoskKINEN. That one I think we’re making more progress on.

Mr. MicA. Well, again, the information we had last August—and
that’s why we’ll hold another hearing.

Mr. KOSKINEN. I'd be happy to come back and talk with you in
more detail about that.

Mr. MicA. And we will definitely have that.

Mr. KOSKINEN. As I've told our people, I think we have a good
story on identity theft and refund fraud. And I have been unhappy
and I don’t think we have a good story thus far on EITC improper
payments. I think it’s——

Mr. Mica. Well—

Mr. KOSKINEN. —been there too long at too high a level. And we
need to actually—so I've asked people to go back to the drawing
board and rethink everything we do in that area.

Mr. MicA. Well, I just came back from a week in the district, and
I can tell you, Mr. IRS Commissioner, that there is a canyon of dis-
belief and a lack of credibility the size of the Grand Canyon when
it comes to the general public and the IRS operations right now.
It’s huge. And people are not buying, again, some of the informa-
tion that’s been put out there.

Let me yield to Mr. Connolly.

Mr. ConNOLLY. Thank you, Mr. Chairman. I'm glad we’re return-
ing to the subject matter of the hearing.

Ms. Davis, 'm not sure I understood your answer to my question
through Mr. Meadows.

The suspicion up here is that probably the number we’re using
right now, $106 billion a year in improper payments, understates
the extent of the problem. Given the fact that DOD does not yet
have an unqualified audit, by definition, their numbers could be
squishy—hopefully they’re not, but they could be; given the fact
that Mr. Koskinen does not include refund fraud as an improper
payment, even though, in the case of Dr. Agrawal, Medicaid fraud
is a subset of improper payments.

So please elaborate. Because we kind of have the impression
we're understating the number, and I couldn’t quite understand
your answer, which seemed to be, no, it’s pretty accurate. Did I
misread you?

Ms. DAvis. We have stated in our audit of the financial state-
ments, the consolidated financial statements in the last fiscal year
that there’s material weaknesses in internal control government-
wide because of the inability, at this point in time, to actually get
a handle of the number, to actually determine the full extent of im-
proper payments and, of course, to ensure that appropriate actions
are taken to reduce them.

You know, there are so many facets in this. As you are aware,
this coming year, in 2014, the definition of “significant improper
payments” 1s actually going to change. The rate is going down from
2.5 percent to 1.5 percent, and $10 million and/or still, you know,
the “million” as being the criteria. We think that there is a possi-
bility, certainly, of additional programs being added as the require-
ments for addressing and assessing and identifying improper pay-
ments change.
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There are so many facets. As I mentioned just a few minutes ago,
the fact that additional programs are being recognized and are
coming onto the government-wide estimate, that’s positive, in the
respect that now additional estimates are being, you know, shown,
identified. And, therefore, one would assume programs can take ap-
propriate action, now that they have identified these additional,
you know, internal control issues related to improper payments and
take actions to reduce them.

So, you know, the bottom line is that we are—the Federal Gov-
ernment in total is unable to really identify the amount, and, as
time progresses, we will see changes in that amount.

It is important to note, I will say, that, you know—and this has
been mentioned before, but improper payments includes errors or
insufficient documentation of errors. So it doesn’t necessarily mean
that money has been inappropriately spent.

Mr. CoNNOLLY. That’s right.

Ms. DAvis. And, also, the total includes underpayments as well
as overpayments.

It’s a very complicated issue. It’s not simple.

Mr. ConNoLLY. Of course.

Ms. Davis. We'd like to see the numbers go down. We’d abso-
lutely like to see the rate go down. That’s a very positive aspect
of the program.

Mr. ConNoLLY. Is it GAO’s view that some infusion of targeted
strategic resources could make a big difference?

Ms. DAvis. You know, that’s a difficult question to answer, but
let me—Ilet me say that there are certain areas where—and I think
that, you know, as the subcommittee has noted, there are certain
areas that really need more attention. The healthcare areas, as was
mentioned, you know, looking at the two Medicare programs, the
Medicaid—and, actually, if you add the prescription drug program,
which is around $2.8 billion, close to $3 billion, you're talking about
$64 billion in improper payments, you know, compared to the gov-
ernment-wide total of $106 billion. So you're talking about over 60
percent of the government-wide total, you know, is attributable to
this area.

So, to the extent that we can focus on areas—as, you know,
learned through this discussion here today at the subcommittee,
EITC has a very high rate. And what is of concern, too, is the fact
that this rate has actually increased. It was a little under 23 per-
cent last year; it’s now 24 percent.

But, also, one of the big healthcare programs, Medicare Fee-for-
Service, that rate has gone up. It’s now 10.1 percent. It used to be,
I think, 8.5 percent the year before. So you're looking at, you know,
issues related to programs increasing their rates, you know, which
is something that needs to be addressed.

Mr. ConNOLLY. Well, but my question was not whether it needs
to be addressed. We agree on that. I'm actually asking you to go
out on a limb. Would targeted resources make a difference, in
GAO’s opinion? Or have you even looked at that? “We can solve
this problem without a dime extra”; is that your position?

Ms. Davis. I don’t think we’ve done any work that could specifi-
cally address your question, and——

Mr. ConNOLLY. Well
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Ms. DAvis. —I would be hesitant for that reason to answer it
specifically with a “yes” or “no.”

But, as you can see, because there are areas of concern, you
know, there needs to be attention. Now, whether that can be ac-
complished with existing resources or additional resources are
needed, I would turn to the agencies to address specifically those
questions.

Mr. ConNoLLY. Well, I would just respectfully say to you, Ms.
Davis, that once in a while Congress actually looks to GAO to give
recommendations, not just analysis of problems.

And your own agency has been before this committee and testi-
fied as to the efficacy of additional resources for it. So if we are to
assume that some more resources for some more investigators and
auditors at GAO can really save us money, can help uncover prob-
lems that, you know, could make us more efficient and less waste-
ful, it might follow that these other agencies could benefit from
that, too.

Not to say money is the answer, but, as I said in my opening
statement, you can’t take the position that money is never the an-
swer. I mean, sometimes targeted investments can really have big
payoffs. And that’s my point, and I look to the GAO someday to ac-
tually comment upon that in a meaningful way.

Thank you.

Mr. MicA. I thank the gentleman.

Mr. Meadows?

Mr. MEADOWS. Thank you, Mr. Chairman.

Let me follow up a little bit on that, in terms of numbers, Mr.
Koskinen, because I looked at the numbers. And I want to give you
the resources to do the job that you need to do to get this 30 per-
cent, 25 percent, whatever it is, under control.

Mr. KOSKINEN. Right.

Mr. MEADOWS. I’'m not convinced—and what I guess I need you
to respond to—I'm not convinced that people or dollars make a dif-
ference.

And the reason I say that is that, in fiscal year 2010, when your
budget was higher and your employees were higher, the improper
payments were also higher. Can you explain how that would hap-
pen?

Mr. KOSKINEN. Actually, you probably have the numbers. When
I looked at them, over the last 6 to 8 years, what concerned me was
the numbers have been more or less flat. So they’ve been the same,
as you say, whether we had more people or not.

And that’s why, when I asked people to go back to square one
and meet with me several times to figure out what is it that we
need to do, the focus came on the legislative issues, that we need
more authority to be able to stop refunds earlier, that we see that,
otherwise, to make those corrections, we have to go out and do an
audit, but each one is small enough that, as you say—my judgment
and ours is that we can’t audit our way out of this. We can’t be
tracking down each one. We've got to be able to, when we see the
error against our other databases, be able to correct it right then,
rather than send it out and then have to do an audit and track peo-
ple down.
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So I do think the legislative changes—I think the taxpayer regu-
lation will help. As noted, 57 percent of the returns are by tax pre-
parers

Mr. MEADOWS. Okay. And I knew you were going to go through
there, and so let me ask you—and I'm sorry to interrupt you.

Mr. KOSKINEN. No, that’s okay.

Mr. MEADOWS. I'm trying not to be rude. I know you get inter-
rupted a lot.

So let me just, since you're going there, how is regulating pre-
parers that want to abide by the law going to fix the fraud and
those who—really, 30 percent, some of it is error, but we’ve had
testimony from your predecessor that would indicate sometimes we
had a thousand payments going to one particular address, and you
know that’s accurate.

And so how would additional regulators on preparers, who are
well-intentioned, maybe make an error, actually substantially re-
duce this? Because I read your testimony, and that one was like
nails on a chalkboard to me.

Mr. KOSKINEN. It’s a good question. The regulation is relatively
straightforward. It requires basically passing a minimum com-
petency test and taking continuing education. So for preparers

Mr. MEADOWS. Yeah, but that just—I mean, listen, I was in the
real estate business, and you know what?

Mr. KoSkINEN. If you pass the basic course, youll be in there.
And what it'll do——

Mr. MEADOWS. But this is not about basics.

Mr. KOSKINEN. But what it will do, is our judgment, is we
won’t—the fraudsters, the people who are actually out keeping the
refunds——

Mr. MEADOWS. But that’s what this is really about, is fraudsters.

Mr. KOSKINEN. But it will allow—so the question is, if you're a
taxpayer, how will you be able to distinguish—if you’re in a mod-
erate-income community, an immigrant community, or any commu-
nity, what this will allow, you would get a certificate that said
you've registered with the IRS, you've taken the courses, you've
tried to become informed. And I suspect the fraudsters aren’t going
to do that.

And so what it will do is it will allow taxpayers to be able to
have a more

Mr. MEADOWS. So like a Good Housekeeping Seal of Approval.

Mr. KOSKINEN. A Good Housekeeping Seal of Approval.

Mr. MEADOWS. Okay. All right.

Let me go on. I'm limited on time, but I'll listen to further discus-
sion on that.

Dr. Agrawal, I know that in a May 20th hearing you were asked
for some information from Mr. Chaffetz and Mr. Lankford, and you
were given a time to respond by June 19th. And that was almost
3 weeks ago, and we've received nothing with regards to that re-
sponse.

Can we expect a response to their questions with regards to the
Medicare mismanagement by the end of the week? Are you working
on that?

Dr. AGRAWAL. We are working on it. And I'll check immediately
after this to make sure that you get a response as soon as possible.
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Mr. MicA. So what kind of timeframe do you need?

Dr. AGRAWAL. I think a week or 2 would be great.

Mr. MicA. Okay. So in 2 weeks, no later than 2 weeks, we can
have your response?

Dr. AGRAWAL. Sure.

Mr. MEADOWS. All right. Thank you.

I want to also go back, in my last remaining time, Mr. Koskinen,
since it’s been illuminated that we have this record problems with
this new system that we just found out about, that’s not news to
your staffers, is it, that they would have an internal communica-
tion that is not email?

That is probably not even news to you. You may not have known
the name, but you’ve certainly seen people communicating in your
agency via a messaging system that is not email; isn’t that correct?

Mr. KOSKINEN. No, I've actually never seen that.

Mr. MEADOWS. You've never seen that?

Mr. KOSKINEN. No, I have not seen that in operation.

Mr. MEADOWS. You've never seen anybody communicating in
your agency——

Mr. KOSKINEN. I've never gotten anything that was——

Mr. MEADOWS. Okay. Well, you've got a couple of staffers.

Have you guys seen that, behind—I mean, have they seen it?

Mr. KOSKINEN. I don’t know.

Mr. MEADOWS. Yeah.

}11\/111". KOSKINEN. They said they have. They’ve been doing it for a
while.
hMr. MeADOWS. It’s like instant messaging. I mean, I know
that

Mr. KOSKINEN. I don’t do instant messaging either, so I'm prob-
ably out of touch.

Mr. MEADOWS. Yeah, me either. But let me tell you my concern,
is the OMB—and we’ve got Ms. Cobert here today—gave guidance
in 2012 to have a senior official, a special person within each agen-
cy to make sure that we have compliance with regards to records.

Who's your senior person within the IRS or Treasury that you
would’ve appointed according to that guidance?

Mr. KOSKINEN. There’s a man, whose last name I don’t know,
who is in charge of the records. We have 2,000 information re-
source counselors——

Mr. MEADOWS. That’s not what I—it says that you’re to designate
a senior agency official. So who is that?

Mr. KOSKINEN. I don’t know his name, but there is one. Actually,
he just wrote a letter to NARA. Maybe I have a copy of the letter.
Hold on.

No, I don’t. But we just——

Mr. MEADOWS. But when you found out, the last hearing, that
you didn’t comply with the laws, the Federal records, did you go
back to that person and say, you know what, you messed up?

Mr. KOSKINEN. No, what I—actually, even before then, I've gone
back and said, we have to have a better

Mr. MEADOWS. So you've talked to him; you just don’t know his
name or her name.

Mr. KOSKINEN. I did not talk to him personally. But I do know
that, actually, ironically, I did go back and ask for more informa-
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tion. And it turned out, when NARA did a review in 2011, we got
a score of 93, and when they did a review of our record manage-
ment system in 2012, we got a score of 99. So I think it

Mr. MEADOWS. So did it include those instant messages in that
scoring?

Mr. KOsSkINEN. I have no idea.

Mr. MEADOWS. Can we find out?

Mr. KOSKINEN. I'm sure we can.

Mr. MEADOWS. Okay.

And I'll close with this, Mr. Chairman.

We have been denied access, the Oversight Committee, to your
senior official in terms of technology, the people that are providing
all these documents. I can’t imagine why, if you had nothing to
hide, we would be denied access to those types of people.

Can I have your commitment here today that you’re willing to
make them available for us to ask questions, both the majority and
the minority?

Mr. KOSKINEN. Yes. As I've said, we've told the IG we’re not
going to interfere with his

Mr. MEADOWS. But that wouldn’t interfere. Would you be willing
to commit to the committee today that we can have access to those
individuals to ask them questions? Yes or no?

Mr. KOSKINEN. Yes. We've already—actually, you've already had
a briefing from——

Mr. MEADOWS. So we can call them, you will identify them
today——

Mr. KOSKINEN. No——

Mr. MEADOWS. —and let us go ahead and start interviewing.

Mr. KOSKINEN. No. I should make it clear, and I thought I had
made it clear, that we’ve agreed to the IG’s request that we not do
anything to interfere with his investigation——

Mr. MEADOWS. Well, that’s not what the IG—the IG didn’t say
that.

Mr. KOSKINEN. IG has asked us——

Mr. MEADOWS. The IG asked you to cooperate. He didn’t say

Mr. KOSKINEN. No, that’s
4 (11\/111; %VIEADOWS. —to not provide information or cooperate with us,

id he?

Mr. KOskINEN. The IG asked us

Mr. MEADOWS. I mean, we have information that would indicate
he didn’t say that.

Mr. KoskINEN. What the IG asked us was to give priority to his
investigation and not do anything that would interfere with it, in-
cluding talking to anyone that he was going to be talking to.

So we have not pursued—we have told him, as soon as he fin-
ishes his investigation, we will provide—and you can have discus-
sions with anybody you would like. We will do that.

Mr. MEaDOWS. T'll

Mr. KOSKINEN. We’re committed to that.

Mr. MEaDowS. I'll yield back. I thank the patience of the chair.

Mr. MicA. Okay.

Mr. Clay, the gentleman from Missouri, is recognized.

Mr. CLAay. All right. It’s Mr. Clay of Missouri, Mr. Chairman. You
remember. You're thinking of Bill Gray, but
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Mr. Mica. I apologize. I did that

Mr. CLAY. You served with Bill Gray, I understand.

Mr. MicA. —twice today, and I know you very well.

Mr. CrAY. I know.

Mr. MicA. I had us in a different place. Thank you.

Mr. MEADOWS. He is looking at the ranking member’s hair as he
looks by you.

Mr. MicA. That’s the second time.

Mr. CrAy. It always helps to have levity in here.

Mr. Easton, according to a 2012 GAO report, two DOD programs
were excluded from OMB’s estimation of government-wide im-
proper-payments amount. These two programs, the Defense Fi-
nance and Accounting Service Commercial Pay and U.S. Army
Corps of Engineers Commercial Pay, spent nearly $400 billion in
2011.

The reason for the exclusion was that those programs were still
developing their estimating methodologies. In other words, they
didn’t know how bad their improper-payment problem was.

Mr. Easton, have they figured that out yet?

Mr. EASTON. They did. And, in fact, we did report both of the
numbers for the Commercial Pay program and for the Army Corps
of Engineers. The decision was apparently made to exclude the
numbers that we reported because of questions about the statistical
sampling estimation methodology. And there was one in place in
both of those programs.

Since then, at the recommendation of the GAO, we’ve gone back
and in both cases implemented an adequate—and we would wel-
come GAO to come back and validate that—program for both of
those.

Mr. CLAY. Okay. So are these programs’ expenditures able to be
included in the next OMB government-wide estimation?

Mr. EASTON. Yes, sir.

Mr. CrAY. Yeah. Okay.

And I do understand that the DOD’s estimating processes for
these programs is different from methodologies it uses for other
programs. Why is that the case?

Mr. EASTON. In the case of the Commercial Pay program—that
was the specific program that was identified by GAO—there was
some concern about the variability of the payments. We can make
very, very small payments to very, very large payments.

And we were using, when we initiated the methodology, more of
a simple statistical sampling methodology. And my understanding
is that they recommended, and we implemented, a stratified sam-
pling methodology. So that was the distinction.

Mr. CrAY. Okay.

And, Ms. Cobert, could you comment on the estimation meth-
odologies used for these two programs?

Ms. COBERT. We, in our oversight role, have worked with DOD
and incorporated the feedback from GAO and believe that the sam-
pling methodology, improved sampling methodology that Mr. Eas-
ton described is now a sound one. That’s why we’ve included those
numbers in this past year.

Mr. CLAY. Okay. Thank you.
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On another subject, my colleagues on the other side of the aisle
have spent a significant amount of time today focusing on whether
or not Lois Lerner has tried to hide information from Congress.
They have suggested that Ms. Lerner has done so by intentionally
crashing her hard drive and by using an intra-office chat system
at the IRS called “OSC” to avoid leaving records on email.

I have just a few follow-up questions relating to this topic. One,
Mr. Commissioner, does the IRS have a policy to withhold informa-
tion from emails in order to obstruct congressional information?

Mr. KOSKINEN. No.

Mr. CrAY. Is the IRS policy to comply fully with all congressional
document requests and subpoenas?

Mr. KOSKINEN. It is.

Mr. CLAay. Has the IRS been complying fully with all congres-
sional document requests and subpoenas that it has received to
date?

Mr. KOSKINEN. We are. It takes longer than people expect and
longer than we would like. We've spent about $18 million doing it.
But we are doing our very best to be totally compliant.

Mr. CLAY. And about how many documents have you supplied to
Congress to date since you got there?

Mr. KOSKINEN. Tax-writing committees overall have just a little
less than a million documents. Since I've been here, we’ve probably
provided 300,000 or 400,000 of those.

Mr. Cray. Do you think we’re going to read all of that, Mr.
Chairman?

Are you aware of any IRS employee intentionally withholding in-
formation in order to obstruct any congressional information?

Mr. KOSKINEN. I am not.

Mr. CLAY. And I thank you very much for——

Mr. CoNNOLLY. Would my friend yield?

Mr. CrAy. If the chairman would let me.

Mr. MicA. You have plenty of time. Go ahead.

Mr. CLAY. Yes, I yield.

Mr. CoNNOLLY. I thank the chair, and I thank my friend.

Is it my friend’s understanding, my friend from Missouri, that—
with respect to the issue of did somebody deliberately crash their
hard drive, maybe the inference to be drawn from that might be,
well, it’s otherwise a rare event in the IRS that a hard drive crash-
es.
And is it my friend’s understanding that at our previous full
committee hearing the statistic was 3,000 hard drives in the IRS
alone have crashed so far this year, with almost half the year still
to go?

Mr. CrAY. That is the testimony——

Mr. KOSKINEN. I think it’s actually 2,000.

Mr. ConNOLLY. I thought we heard 3,000 in the testimony, but
all right, 2,000. That means we’re kind of on track to get some-
where shy of 4,000; is that correct? Hardly an unusual event.

And was it further my friend’s understanding from the testimony
received that one of the reasons for that is that a lot of the com-
puters at IRS have not been updated according to industry stand-
ards, they’re kind of old by technology standards?
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Mr. CrAY. And my friend from Virginia, and we know why that
is: Because in the past 4 years there have been dramatic cuts to
the IRS budget, mostly initiated by this House and the appropri-
ators who are responsible for that budget.

Mr. CoNNOLLY. Right.

And let me finally ask my friend, much has been made of the fact
that apparently staffers of the IRS resorted to Gmail and Gchat
and they actually used those private vehicles for official business;
is that correct?

Mr. CrAY. Yes.

Mr. ConNoOLLY. Can you imagine if we applied the same stand-
ard here on Capitol Hill to our staff and ourselves? Perhaps it’d be
embarrassing information, but not necessarily—in fact, almost cer-
tainly not sinister. Would that be a fair characterization, my friend
from Missouri?

Mr. CrAY. That would be fair, but I'm glad we have a firewall.

Mr. ConNoOLLY. I thank my friend.

And I thank the chairman.

Mr. CrLAY. You're welcome.

And I yield back.

Mr. MicA. I thank the gentlemen for their little colloquy there.

I'll go back and tell my folks that they can—I tried to explain to
them that they keep their records for 50 years but they can’t keep
emails for 27 months. I talked about the credibility of—Mr. Jordan?

Mr. JORDAN. I thank the chairman.

I'll just pick up where Mr. Clay was. It seems to me that the IRS
had three duties here and they’ve breached all three.

First, they have a duty to preserve documents. We know they
didn’t do that. They didn’t do that right. They had some 6-month
tape that recycled, et cetera.

They had a duty to produce the documents that we actually sub-
poenaed. They can’t do that because they lost them; they didn’t
preserve them.

And then they had a duty to disclose once they knew that they
didn’t preserve and couldn’t produce. And they didn’t do that in a
timely fashion.

So they had three duties. They breached all three.

And Mr. Meadows, I think, asked an important question. We
want certain people to come in front of this committee and elabo-
rate on the fact that they’ve breached these three duties they had
to the American taxpayers, the American citizenry. And they’re
saying they can’t because the Inspector General told them they
couldn’t do it.

So my question to you, Commissioner, is, how is cooperating with
Congress’ investigation going to impede any Inspector General in-
vestigation?

Mr. KOSKINEN. My understanding, the concern of the Inspector
General is that he is actually talking to everybody who knows any-
thing about the email situation and the crash of the hard drive. He
has asked us not to talk to any of those people, asked us to give
priority to his investigation——

Mr. JORDAN. And you know what? We’d be happy to work around
his schedule. If the Inspector General wants to interview one of the
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witnesses we want to interview and he wants to interview them at
10:00, we’ll say, you know what, we’ll do it at 12:00.

Mr. KOSKINEN. The Inspector

Mr. JORDAN. You want to do it at 1:00, we’ll do it at 3:00.

Mr. KOSKINEN. My——

Mr. JORDAN. We'll do it the next day. We're happy to work.

What we want from you is a commitment for these people. The
committee sent you a letter 3 weeks ago. Thomas Kane, Acting
Deputy Associate Chief Counsel for Procurement and Administra-
tion, will you commit to letting Mr. Kane come and talk to this
committee and the American people?

Mr. KOSKINEN. I've said that when the Inspector General is
done

Mr. JORDAN. No, no, no, no. I mean soon. We want this to hap-
pen this month. We’re not—we want

Mr. KoSKINEN. I didn’t ask——

Mr. JORDAN. This has been a year investigation, Mr. Commis-
sioner. We want it to happen. You wait 2 months to tell us you lost
to the emails. We want to get to the truth as quickly as possible.

We've got key witnesses: Thomas Kane; Lillie Wilburn, Field Di-
rector, Information Technology Division. Will you commit to letting
her come talk to us this month?

Mr. KOSKINEN. I am sure she’s one of the people the Inspector
General is going to talk to. I have told and talked with the Inspec-
tor General. As soon as he’s done talking to a witness, we’re happy
to have them come

Mr. JORDAN. What does that—what is the big deal?

Mr. KOSKINEN. The big deal

Mr. JORDAN. If the Inspector General wants to talk to him Mon-
day, we'll talk to him Tuesday. If he wants to talk to him on Tues-
day, we’ll talk to him on Monday.

Mr. KOSKINEN. Because the big deal is everybody, at least——

Mr. JORDAN. How about John McDougal, Senior Trial Counsel,
Office of IRS Chief Counsel? Will you commit to letting us talk to
him?

Mr. KOSKINEN. My answer is the same. As soon as the Inspector
General completes his investigation

Mr. JORDAN. How convenient. How long is that going to take?
Two months?

Mr. KoSKINEN. I didn’t ask——

Mr. JORDAN. Three months? One year like the first audit took?

Mr. KOSKINEN. The Congress asked the Inspector General to do
this investigation. The Inspector General is committed to doing it
quickly. Everyone has been interested in an independent review,
which the Inspector General——

Mr. JORDAN. We're all fine with that, but there is no reason we
can’t run our investigation at the same time he’s running his.

Mr. KOSKINEN. The Inspector General has advised us he doesn’t
think that he can get an independent review of all of this if other
investigations are going on.

Mr. JORDAN. Let me switch subjects here. I'm actually going to
try to stay in my—I appreciate the chair’s leniency on the time ear-
lier.
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Let me ask you this. To your knowledge, have any of these in-
stant messages, any OSC messages been turned over to Congress
in the last year?

Mr. KOSKINEN. I assume any of them that is noted in the process
there that were preserved as emails have all been turned over.

Mr. JORDAN. Have any that weren’t preserved as emails been
turned over to Congress? Do you know?

Mr. KoSkINEN. All I know about the system is what I see in the
emails. And, apparently, if you don’t save them, they don’t exist.

Mr. JORDAN. That’s a question we need to find out. Well, I mean,
who knows? You're telling us there’s still thousands of emails you
have to get to us. So even if they’'ve been turned into emails, they
may not have been turned over to us.

I'm asking, do you know if any of the OCS messages, whether in
instant messaging form that are somehow preserved or put into
emails, have they been turned over to us? And your response is you
don’t know.

Mr. KOSKINEN. I don’t know. And we’ll be happy to let you
know——

Mr. JORDAN. And we’d like that information soon. Not based on
when the Inspector General tells you you can give to us, but soon.

Mr. KOSKINEN. That information we’ll give you soon.

Mr. JORDAN. Yeah, like tomorrow if you can get it. You've got the
guys back behind you who use it. Go find some folks at the IRS
who understand how quickly this works, and get that to us.

Mr. Chairman, a whole new system—a whole new system that
this committee didn’t know about, the American people didn’t know
about, we find out just a couple days ago exists, and we don’t know
whether we’ve got any of that information. That’s the key point.

And the fact that they also are saying we can’t talk to witnesses
is just unbelievable. But hopefully we can make that happen this
month, as well.

With that, I'd yield back, Mr. Chairman.

Mr. MicA. Let’s see. Mr. DeSantis?

Mr. DESANTIS. Thank you, Mr. Chairman.

Mr. Commissioner, when you see the email with Lois Lerner
when she writes that, “We need to be cautious about what we say
in emails” because Congress has asked for those emails, what is
your response to that? Does that bother you in any way?

Mr. KOSKINEN. I don’t know the background in which she wrote
that, so my sense is that she was not cautious. She said, I was cau-
tioning about them, and then we had several occasions where they
asked for them, and we need to be cautious because theyre actu-
ally going to be searchable. And so I'm

Mr. DESANTIS. Yeah. Right.

So, you know, we have a duty on behalf of the American people
to exercise oversight over the executive branch. And she does not
want to be subject to that oversight. So I think a lot of Americans
would look at that, I think they’d be concerned that she would try
to conduct her business in a way that was not on the up and up.

And so I'd just—as the Commissioner, you weren’t here at this
time; this doesn’t reflect on you, what she wrote. But I do want to
know now, is this something that you would be comfortable with,
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if this is how high officials underneath your command behave
themselves?

Mr. KOSKINEN. All I would note, as I say—you make a good
point. I'm not here to defend Lois Lerner, I have never met her,
she doesn’t work at the IRS anymore.

All T would note is that she composed 43,000 emails, all of which
at some point you will get very soon. All of them have already
been——

Mr. DESANTIS. I'm asking you, what does this make you feel? Are
you comfortable that high Federal officials are talking about this,
are conducting themselves in this way? Is that good or not?

Mr. KOSKINEN. My view is that records should be kept, email
conversations should be preserved. We need a better email retriev-
able system and a better system of record. That’s the view I have.

Mr. DESANTIS. So you don’t think the people who work for you
at the IRS should change the way they conduct their business for
the purpose of evading congressional oversight? Are you on the
record as saying you agree with that statement?

Mr. KOSKINEN. I am on the record of saying nobody in this orga-
nization, any Federal organization, should do anything to evade
oversight. I'm a big—I spent 4 years working in the Senate. The
Senator I worked with:

Mr. DESANTIS. No, I understand.

Mr. KOSKINEN. —was part of the Oversight Committee, so I'm a
big believer in oversight.

Mr. DESANTIS. Can I—I just want to clear up a couple inconsist-
encies in your testimony.

I had showed you your comment about being advised. You ini-
tially said you weren’t advised. Then I referred back to it. Then I
think you’ve clarified that to say you were not necessarily advised
by somebody in the administration; it was that the document pro-
ducers advised you that it would be better to turn it all over at
once.

So is that how you reconcile those statements?

Mr. KOSkKINEN. No. I'm sorry. No, no, no. I was not advised by
anyone. It was my decision that the best way to proceed, once we
knew there was a difficulty, was to find out the full context so we
could make a complete report. I was not advised by anyone to do
that inside the IRS or outside.

I think the question being——

Mr. DESANTIS. So you just misspoke in your testimony last——

Mr. KOSKINEN. Pardon?

Mr. DESANTIS. So you misspoke in the video clip we played when
you said you were advised?

Mr. KoSKINEN. No, I—I'd be happy to see the clip again. My
point was that was on a different issue.

My point has been all along it was my decision—and I remember
clearly, I think, testifying to that—it was my decision that we
should get to the bottom of the situation, collect all the emails we
could find, and give the Congress a full report of what the situation
was. And that’s what we did. We published that report and gave
it to you.
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Mr. DESANTIS. I think we can replay it at the appropriate time,
but Chairman Issa was asking you about this specific issue about
why you did not turn it over to Congress for 2 months.

Let me ask you this.

Mr. KOSKINEN. I'm sorry. My——

Mr. DESANTIS. If the person

Mr. KOSKINEN. My recollection of that is, I was—what I was say-
ing was I was advised about the difficulty. I was not advised about
delaying——

Mr. DESANTIS. In fairness, that clip, you did not say it was the
difficulty; you just said you were advised and that’s why you didn’t
do it. But we can deal with that some other—let me ask you this.

If the person who’s currently in Lois Lerner’s position wrote that
email saying that, look, Congress looks for these things, we need
to be careful what we say over email, let’s maybe use this other
system, would that be something that you would be comfortable
with, if that individual who is in charge of this division right now
were conducting themselves in that fashion?

Mr. KOSKINEN. My advice to anyone working for the IRS now is
that they should not do anything that would look—appear to be, let
alone be purposeful, to avoid oversight by the Congress.

Mr. DESANTIS. Do you think that you, as the IRS Commissioner,
if you come before Congress and you testify and you either make
factual statements that later appear not to be the entire truth or
maybe you just misspoke, do you believe that you, as a high Fed-
eral official, as a civil officer of the United States, have a duty of
candor to us to come back and correct the record?

Mr. KOSKINEN. I do. I don’t know of any misstatements I've
made, but I would agree totally with you, if there is an inconsist-
ency or misstatement, I should come back.

As I said, I appreciated the chairman’s letter to me giving me a
chance to reconsider, and I reconsidered and thought that my
statement was fine as stated.

But I don’t know of any problems. But I do think, in all candor,
if someone has found an issue, I'm happy to come back and explain
it or discuss it further. As I told the chairman, I would stand by
and I do stand by my testimony. But if I can provide clarification,
I'm happy to do that.

Mr. DESANTIS. I yield back. Thank you.

Mr. MEADOWS. Would the gentleman yield——

Mr. DESANTIS. Yeah.

Mr. MEADOWS. —for just one quick question?

Mr. DESANTIS. I yield to the gentleman from North Carolina.

Mr. MEADOWS. You know, you keep using one term. You say, I've
never met Ms. Lerner, you know, I don’t know her. Have you com-
municated, either directly or indirectly, with her or with her attor-
neys, directly or indirectly?

Mr. KOSKINEN. I've not directly or otherwise communicated with
her. I met her attorney on a tennis court. He played on the court
next to me in the middle of the wintertime. I've never talked to
him about the case. I've never communicated with Ms. Lerner. I
wouldn’t know how to communicate with Ms. Lerner.

Mr. MEADOWS. Okay. Thank you.

I yield back.
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Mr. Mica. We have—Chairman Issa has returned.

Did you seek time?

Mr. IssA. Thank you.

Mr. MicA. You're recognized.

Mr. IssA. Just briefly—and I apologize that I had to go to the
other committee—in light of this OCS development, do you have an
opinion, Commissioner, on how long before we’d be able to get an
understanding of the capabilities of how much of it is preserved on
tapes since you began preserving?

In other words, if you have 6 months of backup, I would presume
that this communication system would have 6 months, the last 6
months’ worth of the use of these communications, but perhaps not
further.

Are you aware of any of that since you became aware of this doc-
ument?

Mr. KOSKINEN. I'm not aware of any of it. All 'm aware is we've
produced every document we have of Lois Lerner’s emails, however
they were generated.

Mr. Issa. But OCS is not an email system. It is a communication
system that has capability of tracking. That’s what the email tells
us.

Mr. KOSKINEN. Right. I am happy to get you and the committee
full information about how the system runs, what its backup is,
what might exist wherever it might exist. And we’ll get that to you
promptly.

Mr. IssA. Additionally, we asked for the names and an oppor-
tunity to interview the individuals who supposedly were not able
to recover the data on Lois Lerner’s disk. The reason that that’s
critical is that expert after expert after expert has said to us in
very clear terms that there’s no such thing as a drive that there’s
no data recoverable on.

And I might mention that one of them had recovered the last 17
seconds from the Challenger’s disaster after the tape had been
under water for a year. The fact is, these drives are recoverable.

So it is critical that as you look at prioritizing the fairly simple
act in our interrogatories of giving us the names of the individuals
and making them available so we can go through that process.

It’s not our greatest desire to go down that road. Our greatest
desire, obviously, is to get to the bottom and the top of who Lois
Lerner worked with as she was targeting and deliberately treating
conservative groups because of their values in a different way, an
unfair way, to the way other entities were treated.

That has been a decision made by this committee, well-staffed.
And, ultimately, as you know, the Ways and Means Committee has
referred criminal prosecution against Lois Lerner. So that is the
primary target. And what we’re looking for primarily, of course, is
to find out who worked with Lois Lerner in her operation to target
conservative groups.

That’s our big feature, but, along the way, we certainly want to
know about the disk drive because it now has become a pretty un-
believable statement, that it was completely unrecoverable. It may
have been unrecoverable through the techniques that they were
using, but in your testimony you talked about extraordinary

Mr. KOSKINEN. Right.
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Mr. Issa. —efforts.

This email that Mr. Jordan went through with you shows that
she was very concerned with not being tracked. And that’s incon-
sistent with a disk drive that we now understand was on a note-
book computer, one that went in and out. And if I read the state-
ments that we received on the computer she was using at the time,
that was a computer she took home. So the so-called blue screen
she discovered was probably a blue screen that she came to work
with. It was a device that had these records on them and went in
and out of, you know, your possession.

So I guess the question is, can we have those names in a timely
fashion? It certainly doesn’t seem like a difficult or time-consuming
act to give us the names of the people in the interrogatories.

Mr. KOsSKINEN. Exactly. And as I've said, the Congress has asked
the IG to do an investigation. The IG has asked us to give it a pri-
ority and not to do anything that would interfere with their inves-
tigation of this very issue, which they hope to conclude promptly.

As T've said—and I've talked to the IG about it—as soon as they
are through talking with a witness they’re not going to have to talk
to again, they will let us know, and we’ll be happy to have that wit-
ness able to talk, and we’ll provide you that information. As soon
as the IG is done, we’re happy to provide you any information you
need and discussions you need.

Mr. IssAa. And, Commissioner, I want to be cooperative, and I
know you want to be cooperative. Names of people is a different
process from scheduling when we would work with them. And we
certainly would coordinate with the IG to make sure that, if you
will, that we deconflict any schedule of when we would talk to the
same witnesses. But I think it is important that we have an under-
standing of the window, how many people we’re going to be depos-
ing.

And, you know, if you prefer, we can work directly with TIGTA.
But, in the past, we’ve normally made the request to you and to
Treasury, rather than working with the IG on the specifics. Like
I say, we’ll work either way.

Mr. KOSKINEN. Fine. We can each have our discussions with
TIGTA.

Our discussion with TIGTA has been thus far that they didn’t
want us talking to anyone, they didn’t want anybody else talking
to them until they were through. Because, as they explained to me,
they talk to a person, they talk to somebody else, then they want
to come back and talk to the first person again, and if that person
has been out talking to others, it begins to muddy the waters.

And so we’ve said they can have—the field is open, they can have
anything they need, any documents they need. We’ve made sure
they’'ve always had documents because they’re doing an investiga-
tion anyway, but we’ve made sure they have all the documents
you've had. We've told them they can talk to anybody they like
anytime and that we will stay totally out of the way. And that’s
what we’re trying to do.

Mr. IssA. So I just want to understand one more time. Your posi-
tion is that it would be counter to the investigation being done by
TIGTA if we were to interview or even know the names of any of
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the individuals related to the disk and the other activities we’re
both investigating. Is that correct?

Mr. KOSKINEN. That’s correct. That’s my understanding.

Mr. IssA. Okay. We will talk to the IG, obviously, directly. I
think that would be appropriate
Mr. KOsSkINEN. That’s fine.

Mr. Issa. —that we hear it firsthand.

Mr. Chairman, Ranking Member, I'll take this opportunity to
mention one interesting thing. I'm often asked by the press, when
are we going to release all of our work product? When are we going
to let witnesses basically see what other witnesses have seen?

I think the Commissioner, on behalf of the IG, has made the
clear point that it is often selected information, limited information
that’s made available, but, clearly, you don’t make all of the infor-
mation available until you conclude your investigation.

And I note that because that has been the history of our com-
mittee, that most information remains unavailable to the public
even though both sides have it.

So I respect the need to make sure the IG does have what he
needs, and we’ll work to make sure that we find some common
middle ground. And I appreciate your willingness to take care of
the other questions on the interrogatory.

Thank you, Mr. Chairman, Mr. Ranking Member. I yield back.

Mr. ConNoOLLY. Mr. Chairman?

Mr. MicA. Mr. Connolly.

Mr. CoNNOLLY. Just a brief comment on the chairman’s—I really
appreciate the chairman’s line of inquiry here because we don’t
want to put the Commissioner in an impossible position, where
we're putting a set of interrogatories to him and the TIGTA has
sort of put them off-bounds pending the investigation.

So I welcome the chairman’s desire to get further clarification
from TIGTA so that we're not putting the Commissioner in an im-
possible position and we’re not unwittingly treading on ground that
needs to be protected.

So I thank the chairman for that clarification.

Mr. MicA. Well, I thank, first of all, the Members for their par-
ticipation.

Actually, Mr. Connolly, we've done, I think, 23 hearings. We
should count this as two.

Mr. ConNOLLY. You know, Mr. Chairman, I want to say this to
you and Chairman Issa.

Mr. MicA. We've covered a lot of territory.

Mr. CONNOLLY. I belong to two committees that apparently prac-
tice the belief, passionate belief, that no human problem cannot be
significantly improved with another hearing.

Mr. Mica. All right.

Well, again, an interesting, hopefully productive hearing. And we
covered a great deal of information.

Most importantly, back to the original purpose, is the half-a-tril-
lion dollars in improper payments, a whole host of other issues
about fraudulent activity, gaming the taxpayers, that need to be re-
solved. And we will hold hearings, as many as we need, as I said
before.
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And we did divert a bit to some of the current IRS issues, but
I appreciate everyone coming and participating. I thank our wit-
nesses.

We'll leave the record open for a period of 10 days. You may have
additional questions submitted from the committee to you, and we
ask you be respondent and let us include that material as part of
the record.

Mr. MicA. There being no further business before this Sub-
committee on Government Operations, this hearing is adjourned.

[Whereupon, at 4:38 p.m., the subcommittee was adjourned.]
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FY 1P (% of outlays) IP (amount)
2013 3.53% $106 billion
2012 4.35% $109 billion
2011 4.69% $116 billion
2010 5.29% $121 billion
2009 5.42% (highest) $106 billion
2008 3.95% $73 billion
2007 2.81% $42 billion
2006 2.91% $40 billion
2005 3.14% $38 billion
2004 4.35% $48 billion

Source: Office of Management and Budget,

http://www.paymentaccuracy.gov/improper-payment-amounts;
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July 29, 2013
REPUBLICAN GUIDANCE
“Examining the Skyrocketing Problem of Identity Theft Related Tax Fraud at the IRS”

Government Operations Subcommittee Hearing
August 2, 2013, 9:00 a.m. in 2247 RHOB

The Subcommittee on Government Operations will hold a hearing to examine the rapid growth
of identity theft related tax fraud at the Internal Revenue Service (IRS). Identity theft-related tax
fraud occurs when a fraudster uses a stolen name and Social Security Number to file a fraudulent
tax return in the victim’s name. If the victim has not filed a tax return yet, the fraudster can file a
return and end up receiving a tax refund from IRS. It will review the IRS’s inability to
adequately detect or prevent identity theft tax fraud.

¢ The amount of identity theft related tax fraud is skvrocketing.
o From FY 2011 to FY 2012, the IRS saw a 78 percent increase in identity theft cases.’

o The Taxpayer Advocate Service, which provides assistance to victims, has seen a 650
percent increase in cases from FY 2008 to FY 2012.°

o These are only known cases: No one knows how many cases of identity theft related
tax fraud go undetected.

e The cost of identity theft is over $5 billion per vear and could be much higher.

o The Treasury Inspector General for Tax Administration (TIGTA) reported that the
IRS could have paid out $5.2 billion in fraudulent claims in 2011.

o TIGTA estimates that the IRS could pay $21 billion in fraudulent tax refunds in the
next five years. TIGTA says that number “is conservative,” and the actual amount of
fraudulent payments could be much higher.®

o TIGTA's estimates only include fraudulent payments the IRS did not identify, not
payments the IRS made and later found to be fraudulent. The amount of known
fraudulent payments was $70 million in 2011.*

e The IRS is not adeguately helping victims of identity theft.

o The number of taxpayers who have been victims of identity theft-related tax fraud has
almost tripled in recent years. Fraudsters often target people who are unlikely to file
returns, such as children, retired people, or deceased individuals. Service members
who are igilled in action are sometimes the victims of identity theft,’ as are deceased
children.

i Taxpayer Advocate Service, “2012 Annual Report to Congress,” December 31, 2612,

“Id

* Treasury Inspector General for Tax Administration, Treasury Inspector General for Tax Administration (TIGTA),
“There Are Billions of Dollars in Undetected Tax Refund Fraud Resulting From Identity Theft,” July 19, 2012.

4 TIGTA, Testimony before the Committee on Oversi ght and Government Reform, November 29, 2012,

> Military.com, “Fallen Warriors Victims of ID Theft,” June 12, 2011.

¢ Gannett News Service, “Dead Children are Attractive Identity Theft Targets,” October 19, 2011.

1
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o It can take over a year before a victim can resolve a case of identity theft related tax
fraud. The average wait time is over 6 months.”

o As of September 2012, there were 650,000 cases of identity theft within the IRS that
remained unsolved.®

o Many victims have experienced rude or discourteous service from the IRS. In 2011, a
victim testified that when she called to ask about her case, the IRS representative
“proceeded to yell and scream at me,” and then hung up on her. The victim said,
“The way I feel I have been treated by the IRS system has made me a victim a second
time.”

+ There are not enough deterrents to stop people from committing this tvpe of fraud.

o Itis extremely easy to commit identity theft tax fraud. A thief only needs a name and
a Social Security number to file a fraudulent return. The IRS rarely investigates
identity theft related tax fraud, which makes it low risk for criminals.

o Many tax programs, like Turbo Tax, allow users to receive tax returns on a prepaid
debit card. This makes tax fraud even less risky, because debit cards do not have the
same level of protection or identification requirements needed to create a bank
account or cash a tax refund check.

o The IRS often does not stop potentially fraudulent returns even if they are detected.
The average amount of a fraudulent return is small, but many thieves file hundreds of
returns and collect millions of dollars.

o In Florida, former drug dealers now commit identity theft tax fraud instead, because
as one suspect told police, “Why would I take the risk to sell drugs and get busted
when 1 can put $10,000 on a card and do it all day long from home while the cartoons
are on?”

¢ The IRS is not using its resources effectively to combat identitv theft,
o The IRS has said it does not have enough resources to fully address identity theft.

However, watchdogs including TIGTA and the Taxpayer Advocate Service have all
made recommendations that could help prevent fraud without costing additional
money. The IRS has not implemented many of these recommendations.

o One recommendation is to consolidate the units working on identity theft within the
IRS, which would provide better customer assistance and reduce duplicative work.
There are currently 21 separate units that deal with identity theft at the IRS."!

o The Government Accountability Office (GAO) has also recommended that the IRS
use more information to stop fraud. The IRS has access to information that it does
not fully use.

o GAO has found that the IRS could save significant resources if it reprioritized its
enforcement costs and more effectively allocated its resources.'”

; Taxpayer Advocate Service, “2012 Annual Report to Congress.”
Id
° LaVonda Thompson, Testimony before the Committee on Oversight and Government Reform, June 2, 2011,
' Seminole Heights News, “Epic Tax Scam Uncovered in Tampa,” September 4, 2011,
' Taxpayer Advocate Service, “2012 Annual Report to Congress,” December 31, 2012,
2 Government Accountability Office, “IRS Could Significantly Increase Revenues by Better Targeting Enforcement
Resources,” December 2012.
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Executive Summary

This report is an examination of the impact of Congressional and Inspector General oversight of
federal decision-making and spending on conferences. In 2009, Congressman John Mica (FL-
07) began to look into irregularities in protocol and federal decision-making regarding
conference locations and spending. At that time, Department and Agency conference plarrers
contracted with little regard for budgetary considerations. As a result, taxpayers were forced to
pay for outrageous federal junkets. Some of these conferences included high-priced food and
entertainment as well as promotional items and improperly accepted gifts. Unfortunately,
wasteful spending on federal conferences is not unique to a specific agency.

The federal government bears significant responsibility for wasting taxpayer dollars on
unacceptable and unnecessary conferences. Congressional and Inspector General oversight has
led to the implementation of tighter controls over conference spending and the elimination of
frivolous and gratuitous expenditures. As a result of Congressional oversight, taxpayers have
saved hundreds of millions of dollars at IRS, GSA, VA and DOD since FY 2010. These reforms
and increased transparency have put Departments and Agencies on notice that wasteful spending
on conferences will no longer be tolerated.

Based on estimated savings from these four agencies over past years, government wide savings
from reductions in conference spending could reach as high as half-a-billion dollars annually.

Key Findings

For IRS, GSA, VA and DOD, Congressional and Inspector General (IG) oversight of
federal spending on conferences has resulted in an estimated savings to taxpayers of more
than $219 million since FY 2010.

» Prompted by Congressional and IG oversight, On November 9, 2011, President Obama
issued Executive Order 13589 that directed - “Each agency, agency component, and office of
inspector general should designate a senior level official to be responsible for developing and
implementing policies and controls to ensure efficient spending on travel and conference
related activities.”

> Asof FY2012, agencies are required to report annual spending on conferences in excess of
$100,000.

I. IRS Conference Spending

» IRS spending on conferences decreased from $37.6 million in FY2010 to $4.9 million
FY2012. This resulted in a net decrease of 87% from FY2010 to FY2012.
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» IRS’ reduction in conference spending equates to an estimated 364.1 million in savings to
taxpayers since FY2010.

% On June 6, 2013, the House Oversight and Government Reform Committee held a hearing on
the IRS SB/SE All Managers Conference in Anaheim, CA.

Hearing Findings:
» IRS hired 15 outside speakers to present at the conference at a total cost of $135,000.

> IRS spent $11,430 to have Shawn Anchor, a happiness expert, lead four 90-minute
workshops.

» Conference attendees received $64,000 in gifts, trinkets and swag. Some of these gifts
included goodie bags containing frames, clocks, lanyards, mugs and plastic squirting fish.

» IRS wasted $50,187 for two videos shown at the conference. The first was a Star
Trek spoof and the second was referred to as the “Cupid Shuffle”.

II.  GSA Conference Spending

> GSA spending on conferences decreased from $10.9 million in FY2010 to $1.3 million in
FY2012. This resulted in a net decrease of 88% from FY2010 to FY2012.

> GSA’s reduction in conference spending equates to an estimated $14 million in savings to
taxpayers since FY2010.

> On April 17, 2012, the House Transportation and Infrastructure Committee held a hearing on
GSA’s 2010 Western Regions Conference in Las Vegas, NV,

Hearing Findings:
> GSA spent $136,504 on eight separate pre-conference scouting trips.

> Conference attendees received gifts that cost of more than $23,000. These included
commemorative coins, canteens, carabineers and a yearbook.

> GSA spent $75,000 for a bicycle building team exercise.

HI. VA Conference Spending

» VA spending on conferences decreased from $86.5 million in FY2011 to $7.5 million
through the first nine months of FY2012. This resulted in an estimated decrease of 88%.

> VA’s reduction in conference spending equates to an estimated $76.5 million in savings to
taxpayers since FY2011.
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» On October 30, 2013, the House Oversight and Government Reform Committee held a
hearing on the VA’s 2011 Human Resources conferences in Orlando, FL.

Hearing Findings:

» VA spent approximately $98,000 on promotional items, including notebooks, water
bottles, fitness walking kits, giant teddy bears and hand sanitizers.

IV. DOD Conference Spending

» DOD spending on conferences that cost in excess of $100,000 decreased from $89 million in
FY2012 to $12.3 million through the first six months of FY2013.

» DOD’s reduction in conference spending equates to an estimated $64.4 million in savings
to taxpayers since FY2012.
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For information regarding this report:

Sean McMaster
Deputy Chief of Staff
Office of John L. Mica
Member of Congress
(202) 225-4035
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