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MEDICARE PROGRAM INTEGRITY: SCREEN-
ING OUT ERRORS, FRAUD, AND ABUSE

WEDNESDAY, JUNE 25, 2014

HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON OVERSIGHT AND INVESTIGATIONS,
COMMITTEE ON ENERGY AND COMMERCE,
Washington, DC.

The subcommittee met, pursuant to call, at 10:03 a.m., in room
2123 of the Rayburn House Office Building, Hon. Tim Murphy
(chairman of the subcommittee) presiding.

Members present: Murphy, Burgess, Blackburn, Olson, Griffith,
Johnson, Long, Ellmers, Upton (ex officio), DeGette, Braley,
Schakowsky, Tonko, Green, and Waxman (ex officio).

Staff present: Clay Alspach, Chief Counsel, Health; Gary Andres,
Staff Director; Matt Bravo, Professional Staff Member; Leighton
Brown, Press Assistant; Karen Christian, Chief Counsel, Oversight;
Noelle Clemente, Press Secretary; Brad Grantz, Policy Coordinator,
O&I; Brittany Havens, Legislative Clerk; Sean Hayes, Deputy
Chief Counsel, O&I; Robert Horne, Professional Staff Member,
Health; Emily Newman, Counsel, O&I; Macey Sevcik, Press Assist-
ant; Alan Slobodin, Deputy Chief Counsel, Oversight; Josh Trent,
Professional Staff Member, Health; Tom Wilbur, Digital Media Ad-
visor; Peter Bodner, Democratic Counsel; Brian Cohen, Democratic
Staff Director, Oversight and Investigations, Senior Policy Advisor;
Lisa Goldman, Democratic Counsel; Elizabeth Letter, Democratic
Press Secretary; and Stephen Salsbury, Democratic Investigator.

OPENING STATEMENT OF HON. TIM MURPHY, A REPRESENTA-
TIVE IN CONGRESS FROM THE COMMONWEALTH OF PENN-
SYLVANIA

Mr. MURPHY. Good morning. I convene this hearing of the Sub-
committee on Oversight and Investigations. Today we will be revis-
iting a subject that every member of this committee believes has
gone on for far too long: the fraud, waste, and abuse rampant in
our Medicare program.

Last year the Medicare program helped finance the medical serv-
ices of approximately 51 million individuals and in doing so spent
approximately $604 billion. Sadly, a budget that large makes the
program a high target for fraud and abuse. Last year the Centers
for Medicare and Medicaid Services estimated that improper pay-
ments were almost $50 billion. Outside news reports have also
pegged the amount lost to fraud as high as $60 billion. This is a
shocking amount of taxpayer money to lose every year, especially
considering that some experts tell us that we do not even know the
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full extent of the problem. These financial losses are simply unac-
ceptable.

To someone unfamiliar with the topic, some of the ways the gov-
ernment improperly pays out Medicare funding may seem com-
pletely unbelievable. For example, according to the Department of
Health and Human Services Office of Inspector General, just a few
years ago the Federal Government managed to pay out $23 million
in Medicare funding to dead people. One news story involved an
Ohio doctor learning that he was the CEO of a medical practice
only when a reporter called him to ask about it, and the practice
he was allegedly running. Just a mailbox. Earlier this month news
broke about an accusation that one doctor in California was able
to help facilitate approximately $22 million in inappropriate Medi-
care payments for wheelchairs. The economics of this also
incentivize abusing the Medicare program as well. Last year the
Department of Justice issued a release noting that an individual
was able to bill Medicare $6,000 for a wheelchair that cost $900
wholesale.

These are but a few of the more darkly humorous examples. But
this is no laughing matter. Quite frankly, it is a national outrage.

It is not only the stories or amounts of money that should shock
us all but also the length of time the government has allowed this
to continue. Since 1990, 24 years ago, the Government Account-
ability Office has designated the Medicare program as a high risk
for fraud and abuse, a quarter century of wasted taxpayer dollars.
When does it all stop? Think for a moment about a single company
in the private sector that could lose this much money, year after
year. How could they still be in business today?

We recognize that the administration is attempting to solve this
problem. In the past few years CMS has implemented new pro-
grams to provide enhanced screening for certain categories of pro-
viders. If a provider is servicing an area that typically is more sus-
ceptible to fraud, they may undergo additional scrutiny. I hope
today to hear about how this is working and the number of fraudu-
lent providers that have been stopped before they even entered the
Medicare system.

Meanwhile, the administration testified before the Committee on
Ways and Means earlier this year on new collaborations with state
governments on ways to combat fraudsters from moving their
Medicare or Medicaid schemes from one state to another. I hope to
also hear an update on this today.

One of the main problems in the past with Medicare fraud was
that those combatting it often relied on a pay-and-chase model,
that is, pay out claims for Medicare, learn of potential fraudulent
activity, and then try to stop the fraud. Our government simply
must do better. Today I hope to hear about ways the administra-
tion is using new methods to use analytics to stop fraud before it
happens. With the technological advances that the Medicare pro-
gram has seen in its lifetime it simply should be much more dif-
ficult for individuals to defraud the program.

And one of the easiest ways to prevent fraud on the system and
protect Medicare patients is by excluding the bad actors who have
committed crimes in the past, that is, make sure there’s a pre-ap-
proved list of providers. Yet, news reports indicate that doctors who
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should not be billing Medicare continue to do so. Earlier this year
one news outlet reported that several doctors who had a lost a
medical license were still able to bill the Medicare program for mil-
lions of dollars.

Committee staff has identified more problems as well. At least 14
individuals convicted of FDA-related crimes—health providers that
have been debarred by the FDA—do not appear to be excluded
from the Medicare program. Worse, 6 doctors debarred by the FDA
actually were paid over $1 million in Medicare payments in 2012.

Finally, today I hope we hear about the steps that can be taken
to further combat fraud. GAO has recommended some common
sense steps that would reduce fraud, such as removing social secu-
rity numbers from Medicare cards, but CMS has yet to implement
this recommendation.

I want to thank the witnesses for joining us. And by the way, I
also want to note that last night HHS and CMS finally released
their report to Congress on the second implementation of the fraud
prevention system. We are pleased we finally got this. We hope
that these new technologies can yield even greater returns in the
future. And I believe this is a committee that pushed for this, and
we are pleased we finally got that. Unfortunately, it was last night,
so we haven’t had a chance to review it fully. It is 9 months late,
and if we are truly serious about combatting Medicare fraud, we
can’t have these delays.

[The prepared statement of Mr. Murphy follows:]

PREPARED STATEMENT OF HON. TiIM MURPHY

I convene this hearing of the Subcommittee on Oversight and Investigations.
Today we will be revisiting a subject that I and every Member of this Committee
believe has gone on for far too long: the fraud, waste, and abuse rampant in our
Medicare program.

Last year the Medicare program helped finance the medical services of approxi-
mately 51 million individuals and in doing so spent approximately $604 billion.
Sadly, a budget that large makes the program a high target for fraud and abuse.
Last year the Centers for Medicare and Medicaid Services estimated that improper
payments were almost $50 billion. Outside news reports have also pegged the
amount lost to fraud as high as $60 billion. This is a shocking amount of taxpayer
money to lose every year, especially considering that some experts tell us that we
do not even know the full extent of the problem. These financial losses are simply
unacceptable.

To someone unfamiliar with the topic, some of the ways the government improp-
erly pays out Medicare funding may seem completely unbelievable. For example, ac-
cording to the Department of Health and Human Services Office of Inspector Gen-
eral, just a few years ago the federal government managed to pay out $23 million
in Medicare funding to dead people. One news story involved an Ohio doctor learn-
ing that he was the CEO of a medical practice only when a reporter called him to
ask about it; and the “practice” that he was allegedly running? Just a mailbox. Ear-
lier this month news broke about an accusation that one doctor in California was
able to help facilitate approximately $22 million in inappropriate Medicare pay-
ments for wheelchairs. The economics of this also incentivize abusing the Medicare
program as well-last year the Department of Justice issued a release noting that
an individual was able to bill Medicare $6,000 for a wheelchair that cost $900
wholesale. These are but a few of the more humorous examples. But this is no
laughing matter: it should be a national outrage.

It is not only the stories or amounts of money that should shock you, but also
the length of time the government has allowed this to continue. Since 1990—24
years ago-the Government Accountability Office has designated the Medicare pro-
gram as a high risk for fraud and abuse. A quarter century of wasted taxpayer dol-
lars—when does it stop? Think for a moment about a single company in the private
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sector that could lose this much money, year after year, and still be in business
today.

We recognize that the administration is attempting to solve this problem. In the
past few years CMS has implemented new programs to provide enhanced screening
for certain categories of providers. If a provider is servicing an area that typically
is more susceptible to fraud, they may undergo additional scrutiny. I hope today to
hear about how this is working and the number of fraudulent providers that have
been stopped before they even entered the Medicare system. Meanwhile, the admin-
istration testified before the Committee on Ways and Means earlier this year on
new collaborations with state governments on ways to combat fraudsters from mov-
ing their Medicare or Medicaid schemes from one state to another. I hope to also
hear an update on this today.

One of the main problems in the past with Medicare fraud was that those combat-
ting it often relied on a “pay and chase” model. That is: pay out claims for Medicare,
learn of potentially fraudulent activity, then try to stop the fraud. Our government
simply must do better. Today I hope to hear about ways the administration is using
new methods to use analytics to stop fraud before it happens—with the techno-
logical advances that the Medicare program has seen in its lifetime it simply should
be much more difficult for individuals to defraud the program.

And one of the easiest ways to prevent fraud on the system and protect Medicare
patients is by excluding the bad actors who have committed crimes in the past. Yet,
news reports indicate that doctors who should not be billing Medicare continue to
do so: Earlier this year one news outlet reported that several doctors who had lost
a medical license were still able to bill the Medicare program for millions of dollars.
Committee staff has identified more problems as well: at least 14 individuals con-
victed of FDA-related crimes—health providers that have been debarred by the
FDA—do not appear to be excluded from the Medicare program. Worse, 6 doctors
debarred by the FDA actually were paid over $1 million in Medicare payments in
2012.

Finally, today I hope we will hear about the steps that can be taken to further
combat fraud. GAO has recommended some common sense steps that would reduce
fraud, such as removing social security numbers from Medicare cards, but CMS has
yet to implement this recommendation. I would like to thank the witnesses joining
us today-you all have the ability to save the American taxpayer a massive amount
of money, and we hope to hear from you today on how you plan to do that.

Mr. MurPHY. But now I would like to recognize the ranking
member of this committee, Ms. DeGette, for 5 minutes.

OPENING STATEMENT OF HON. DIANA DEGETTE, A REP-
RESENTATIVE IN CONGRESS FROM THE STATE OF COLO-
RADO

Ms. DEGETTE. Thank you very much, Mr. Chairman. This is the
third hearing that the committee has had on Medicare fraud in the
last 3 years, and I think it is perfectly appropriate to do that.
Medicare fraud wastes money and endangers the care of seniors
and the disabled. That is why I think we can work in a bipartisan
way, and I am pleased.

We have witnesses today from CMS, the HHS Inspector General,
and the GAO with us. I appreciate all of you joining us and look
forward to hearing your perspective on where we stand and what
we need to do to further reduce Medicare fraud, waste, and abuse.

The administration has also made some important strides in this
area. The Healthcare Fraud Prevention and Enforcement Action, or
HEAT Teams, a joint effort between HHS and DOJ, have played
a critical role in these efforts. Medicare strike forces are a key com-
ponent of HEAT, interagency teams of analysts, investigators, and
prosecutors who can target emerging or migrating fraud schemes,
including fraud by criminals masking as healthcare providers or
suppliers. These efforts have produced immediate returns. In fiscal
year 2012, the government recovered $4.2 billion in fraud, and from
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2009 through 2012, it has returned a record-breaking $14.9 billion
to taxpayers, more than doubling returns compared to the previous
4 years. CMS has also implemented many of the new tools provided
to the agency under the Affordable Care Act. These new provisions
of law have marked a dramatic shift in the way CMS fights fraud,
moving from the old pay-and-chase model to the newer and much
more effective approach of keeping fraudulent providers out of the
Medicare system entirely.

New Medicare providers are screened before they are allowed
into the program. Providers in risky programs face additional scru-
tiny. CMS has embarked on an ambitious project to revalidate the
enrollments of all existing 1.5 million Medicare providers and sup-
pliers by 2015. This revalidation effort has deactivated or revoked
almost 200,000 providers so far.

The Affordable Care Act also limits the ability of fraudulent pro-
viders and suppliers to move from state to state or program to pro-
gram by requiring all states to terminate providers whose billing
privileges have been revoked by Medicare or have been terminated
by another state Medicaid program for costs. And the administra-
tion has invested in predictive analytic tools that use algorithms
and other sophisticated information technology to identify poten-
tially fraudulent behavior. This technology has resulted in leads for
more than 500 new fraud investigations and has provided new in-
formation for more than 500 existing investigations.

Mr. Chairman, this is good news, but we also have some unfin-
ished work for CMS that we are going to hear from the IG and
GAO about. I am particularly concerned about reports that Medi-
care Part C and D plans may not be doing enough to identify and
report fraud. The private Part C and D providers are popular with
many beneficiaries and have become a key and growing part of
Medicare, and that is why we need to make sure that they are
doing as much as traditional Medicare to fight fraud.

And finally, Mr. Chairman, Congress needs to do our part, espe-
cially when it comes to financial support for the fraud fighters. Se-
questration meant that the CMS program integrity funding de-
clined in the last 2 years, and the majority staff’s official hearing
memo describes how funding cuts for the OIG will limit the agen-
cy’s ability to carry out its mission, forcing staff reductions of over
200 people and forcing the IG to close over 2,000 investigative com-
plaints and cut Medicare and Medicaid oversight by 20 percent. So
at the same time we are trying to increase a robust program of
oversight, we are cutting the funding for investigations. Now, I
think we can all agree, this is penny-wise and pound-foolish. There
is bipartisan agreement that we need to do more to wipe out Medi-
care fraud, and there is bipartisan agreement that every dollar
spent to reduce fraud brings back more than a dollar in return.

So we should fix this problem. I know a number of members on
this and other committees have discussed bipartisan fraud preven-
tion legislation. We should work diligently on that to give the CMS
the tools they need to fight fraud, and we need to make sure that
all of the fraud fighters have the funding they need to do this im-
portant work. And I yield back, Mr. Chairman.

Mr. MurpHY. The gentlewoman yields back. I now recognize the
Chairman of the Full Committee, Mr. Upton, for 5 minutes.
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OPENING STATEMENT OF HON. FRED UPTON, A REPRESENTA-
TIVE IN CONGRESS FROM THE STATE OF MICHIGAN

Mr. UpTtON. Well, thank you, Mr. Chairman. I do share my col-
leagues’ frustration on this issue for sure. It was 24 years ago
when the GAO first announced the Medicare program was a big
high risk for fraud and abuse. The program’s financial sustain-
ability has also been under threat for years. This committee has
routinely, on a bipartisan basis, conducted oversight of the Medi-
care program in an effort to eliminate waste, fraud and abuse. Our
goal is to save taxpayer dollars and strengthen the program. While
rooting out waste, fraud, and abuse cannot alone keep the promise
of Medicare, it is an important step that has the potential to ben-
efit both seniors as well as taxpayers.

To our witnesses here today, we have got a simple question. How
can the government continue losing tens of billions of taxpayer dol-
lars every year?

For years, HHS has relied on a pay-and-chase model to recover
Medicare losses, learning far too late that fraudsters routinely
tricked the Federal Government into paying them. But today there
are some predictive methods that can help the government detect
the fraud before the payments go out the door.

Il};ope that today’s witnesses will do more to make these tools
work.

We should not pay potential fraudsters a dime, let alone the bil-
lions we actually do. All taxpayers, and those relying on Medicare,
deserve better.

Thank you for being here.

[The prepared statement of Mr. Upton follows:]

PREPARED STATEMENT OF HON. FRED UPTON

I share my colleagues’ frustration on this issue. It was 24 years ago when the
Government Accountability Office first announced the Medicare program was a high
risk for fraud and abuse. The program’s financial sustainability has also been under
threat for years. This committee has routinely conducted oversight of the Medicare
program in an effort to eliminate waste, fraud, and abuse. Our goal is to save tax-
payer dollars and strengthen the program. While rooting out waste, fraud, and
abuse cannot alone keep the promise of Medicare, it is an important step that has
the potential to benefit both seniors and taxpayers.

To our witnesses here today, we have a simple question: How can the government
continue losing tens of billions of taxpayer dollars every year?

For years, the Department of Health and Human Services has relied on a pay-
and-chase model to recover Medicare losses, learning far too late that fraudsters
routinely tricked the federal government into paying them. But today there are
some predictive methods that can help the government detect the fraud before the
payments go out the door. I hope that today’s witnesses will do more to make these
tools work. We should not pay potential fraudsters a dime, let alone the billions we
actually do. All taxpayers, and those relying on the Medicare program, deserve bet-
ter.

To our witnesses here today: thank you for being here. I realize that bad actors
will always be present. But we need to do better. I hope that today we can have
a productive discussion about how we can finally move to a fraud-free Medicare sys-
tem.

Mr. UpTON. I yield now to Dr. Burgess.

Mr. BURGESS. I thank the chairman for yielding and, too, want
to welcome our witnesses. I appreciate your being here.

Earlier this year, the CEO of a Texas hospital chain was indicted
for defrauding the government of $18 million. The money continued
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to flow from the Center for Medicare and Medicaid Services despite
the hospital’s long record of patient safety violations and billing
fraud. Conditions at these facilities were bad. Patients died. In
2012, regulators moved to cut off funds, but a few months later,
other officials at the Center for Medicare and Medicaid Services
provided well over $1 million to these hospitals.

This case in Texas raises broader questions about CMS’s ability
to prevent improper payments to fraudulent or even dangerous pro-
viders. Providers that are excluded from one federal program be-
cause of improper or illegal conduct can often continue to be paid
by other programs. It is my belief that providers that have been
banned from federal programs for wrongdoing should be excluded
from all federal programs. Period. The incident in Texas prompted
me to work with Chairman Upton and Mr. Barton. We sent a letter
to CMS and the Office of Inspector General. We asked about the
screening of providers receiving Medicare payments and other
types of federal funds. Dr. Agrawal was kind enough to come into
my office to brief me in response to these letters. They have been
very helpful and informative, but you still can’t help but be dis-
appointed to learn that little progress has been made in this area
over several decades.

Numerous audits have been performed. Recommendations have
been made in ways to improve the system. Through the miracle of
Google you can find these recommendations going back well over
20 years. But 2 decades later, these recommendations continue to
be ignored, and taxpayers continue to lose money. The fact is that
the Center for Medicare and Medicaid Services is not doing all they
can to prevent this type of fraud and abuse of the system. You have
the authority to implement tools to prevent abuse. Yet, you have
not done so. We are here today to find out why.

I look forward to hearing from our witnesses today and yield the
balance of the time to the vice chair of the Full Committee, Ms.
Blackburn.

Mrs. BLACKBURN. Thank you, Dr. Burgess, and I want to wel-
come all of you. You have heard us talk about Medicare fraud, and
we know that it is tens of billions of dollars. And it seems like it
continues despite RAC audits and ZPICS and CERTS and the addi-
tional authorities that you all at CMS have been given, and we still
have a permissive approach that allows providers with question-
able backgrounds to continue to bill taxpayers. We have heard
about doctors enrolled in Medicare who have been convicted of
crimes. We have heard about companies that have been found
guilty of fraud that are continuing to benefit. They rename them-
selves. They stay in the process.

People are sick of this. And what we want to hear from you today
is what are you going to do about it? If you can’t clean it up, let
me tell you what. We are going to clean it up. But this is some-
thing that just absolutely has to stop. It is not your money. It is
not the Federal Government’s money. It is the money of the tax-
payer and they are fed up with the inept attitudes and approaches
that are coming out of some of these agencies.

So we thank you for being here. We are concerned about the per-
sistence of this issue, and we look forward to solving it. I yield
back.
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Mr. MurpHY. The gentlelady yields back, and now I will recog-
nize the ranking member of the Full Committee, Mr. Waxman, for
5 minutes.

OPENING STATEMENT OF HON. HENRY A. WAXMAN, A REP-
RESENTATIVE IN CONGRESS FROM THE STATE OF CALI-
FORNIA

Mr. WAXMAN. Mr. Chairman, I appreciate your holding this hear-
ing today. I care passionately about the Medicare program, and I
want to make sure that we are doing everything we can to wipe
out fraud. When I was chairman of this committee, we held hear-
ings and passed legislation as part of the Affordable Care Act that
gave CMS new authorities, new resources and a whole new ap-
proach to reducing fraud.

We are going to hear today about some of the successes of that
new approach. We are also going to hear from Members of the Con-
gress’ outrage if there is any fraud. Well, it is outrageous to have
any fraud, but it is also outrageous for Members of Congress to say
this is outrageous, we are going to solve the problem, and then not
hear a solution.

We are seeing some progress. We have seen increases in enforce-
ment, recovery for the taxpayers of that money that has been taken
by fraud, and questionable providers have been kicked out of the
program. CMS is using new, predictive analytics to sniff out and
take action against fraud. And I know the IG and GAO will tell us
about the work that CMS still has left to do, and I expect the agen-
cy to take additional action to fully implement the Affordable Care
Act’s anti-fraud provisions and to address other concerns raised by
the experts of these two agencies.

I suppose one of the things the Republicans want to do to solve
this problem is repeal the Affordable Care Act anti-fraud provisions
which they would have done in over 50 times they have tried to
get the Congress to repeal the whole law, everything.

We should be working in a bipartisan way in Congress to address
anti-fraud funding shortfalls caused by the sequester and close
gaps in Medicare law identified by the administration and by GAO
and by the IG. There is no reason we can’t work together on these
issues, unless we just want to use them for talking points in an
election year or the year before the next election.

But Mr. Chairman, we need to address Medicare waste, fraud,
and abuse. We need to look at all three of these areas, and prob-
ably the biggest source of waste of taxpayer funds in Medicare are
the high prices that Medicare Part D plans pay for prescription
drugs.

Mr. Chairman, last week I wrote a letter to you and Chairman
Upton requesting that the committee hold a hearing on the impli-
cations of the high cost on the Medicare Part D program of Sovaldi,
the new Hepatitis C drug manufactured by Gilead Pharma-
ceuticals, and I hope we hold this hearing. Sovaldi has been hailed
as a breakthrough treatment for individuals suffering from Hepa-
titis C, but it is costly: $1,000 per pill, or $84,000 for the entire 12-
week course of treatment. And there are an estimated 350,000
Medicare Part D beneficiaries with Hepatitis C.
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As a result, a recent analysis was done by researchers from
Georgetown University and Kaiser Family Foundation that said
Medicare Part D will be spending $6.5 billion or 8 percent in 2015
for this one drug.

Mr. Chairman, this problem is exacerbated by the fact that Medi-
care Part D plans are not able to effectively negotiate for lower
prices for Sovaldi or any other drug. While Gilead provides sub-
stantial discounts on the drug in other countries, and for the VA
and the Medicaid program, these discounts are not available to
Medicare Part D plans.

The result of this inability of Medicare Part D plans to negotiate
for lower drug prices is the waste of hundreds of billions of tax-
payers’ dollars. This is a problem we should solve, at least exam-
ine. I hope this committee will hold a hearing, but I have written
a lot of letters asking for hearings and if it affects the fossil fuel
industry, forget about it. If it affects the pharmaceutical industry,
well, they are big campaign contributors. But we ought to look into
this issue.

We could save money, and we could be doing the Medicare pro-
gram a great service and we could be doing people who need this
drug a great service. At least we ought to look at the problem.

But today’s hearing on reducing Medicare fraud is useful. Let us
approach it in a constructive manner. I thank the witnesses for
being here today, and I yield back the balance of my time.

Mr. MURPHY. The gentleman yields back. And I would like to in-
troduce the witnesses on the panel for today’s hearing. Dr.
Shantanu Agrawal. Did I say that correctly?

Dr. AGRAWAL. That is correct.

Mr. MurpPHY. Thank you. The Deputy Administrator and Direc-
tor of the Center for Program Integrity of the Centers for Medicare
and Medicaid Services. Mr. Gary Cantrell is a Deputy Inspector
General for Investigations, the Office of Inspector General at the
Department of Health and Human Services. Today Mr. Cantrell is
accompanied by Ms. Gloria Jarmon. She is the Deputy Inspector
General for Audit Services in the Office of Inspector General at the
Department of Health and Human Services. Ms. Kathleen King is
glf% Director of Health Care at the U.S. Government Accountability

ice.

I will now swear in the witnesses. You are aware that the com-
mittee is holding and investigative hearing and when doing so has
the practice of taking testimony under oath. Do any of you have
any objections to testifying under oath?

None of the witnesses have indicated that. So the chair then ad-
vises you that under the rules of the House and the rules of the
committee, you are entitled to be advised by counsel. Do any of you
desire to be advised by counsel during your testimony today?

All the witnesses decline that. So in that case, would you all
please rise and raise your right hand and I will swear you in?

[Witnesses sworn.]

Mr. MurpHY. Thank you. All of the witnesses said yes, so you are
now under oath and subject to the penalties set forth in Title 18,
Section 1001 of United States Code.

I will ask all of you to give a 5-minute opening statement sum-
mary. Dr. Agrawal, we will begin with you.
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STATEMENT OF SHANTANU AGRAWAL, M.D., DEPUTY ADMINIS-
TRATOR AND DIRECTOR, CENTER FOR PROGRAM INTEG-
RITY, CENTERS FOR MEDICARE AND MEDICAID SERVICES;
GARY CANTRELL, DEPUTY INSPECTOR GENERAL, INVES-
TIGATIONS, OFFICE OF INSPECTOR GENERAL, DEPARTMENT
OF HEALTH AND HUMAN SERVICES; AND KATHLEEN M.
KING, DIRECTOR, HEALTH CARE, U.S. GOVERNMENT AC-
COUNTABILITY OFFICE

STATEMENT OF SHANTANU AGRAWAL

Dr. AGRAWAL. Thank you. Chairman Murphy, Ranking Member
DeGette, and members of the committee and subcommittee, thank
you for the invitation to discuss the Centers for Medicare & Med-
icaid Services’ program integrity efforts. Enhancing program integ-
rity is a top priority for the administration and an agency-wide ef-
fort at CMS. We share a commitment to protecting beneficiaries
and ensuring taxpayer dollars are spent on legitimate items and
services. I would like to make three major points in my oral re-
marks this morning. First, our work in implementing new provider
enrollment and screening standards at CMS has had significant,
tangible program integrity impacts and moved us firmly towards
prevention on these issues.

Second, we recognize that further work remains to improve our
safeguards, and we are taking specific, proactive steps toward
those improvements. And finally, one of our many tools is our ad-
vanced predictive analytic system, the fraud-prevention system,
which has continued to develop and deliver a positive return on in-
vestment in just the second year of operation. That ROI has been
certified by the Office of Inspector General.

Thanks in part to the authorities and resources provided by the
Affordable Care Act and the Small Business Jobs Act of 2010, CMS
is changing the program integrity paradigm toward a focus on pre-
vention to identify and combat waste, abuse, and fraud in our sys-
tem. Our enhanced screening requires certain categories of pro-
viders and suppliers that have historically posed the higher risk of
fraud to undergo greater scrutiny prior to their enrollment in Medi-
care.

The Affordable Care Act also required CMS to revalidate all ex-
isting 1.5 million Medicare suppliers and providers under the new
screening requirements. We have real, tangible results from these
efforts to share. Since March 25, 2011, more than 930,000 pro-
viders and suppliers have been subject to these new screening and
validation requirements. Over 350,000 providers and suppliers
have had their billing privileges deactivated as a result of revalida-
tion and other screening efforts, and over 20,000 providers and
suppliers have had their billing privileges entirely revoked. Just
since the start of this year, CMS has revoked over 800 providers
for lack of appropriate licensure. These deactivations and revoca-
tions mean these providers can no longer bill or be paid by Medi-
care.

Our experiences with provider screening tell us that there is
more work to be done to continue to enhance the screening process.
We already rely on over 200 databases in our current screening
processes, but challenges remain. For example, CMS has histori-
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cally relied on Medicare exclusion and GSA debarment data to
identify relevant felony convictions because there is not a central-
ized or automated means of obtaining felony conviction data. Using
these databases on an automated basis, CMS ensures that individ-
uals convicted of healthcare fraud, related crimes or other conduct
that bars them from contracting with the Federal Government are
denied enrollment to Medicare or swiftly removed from the pro-
gram as part of our routine screening and validation.

However, to address the lack of an off-the-shelf solution for all
criminal data, CMS is developing a process to match enrollment
data against numerous public and private data sources to ensure
receipt of timely conviction data. Additionally, in April 2014, CMS
announced that high-risk providers will now be subject to finger-
print-based background checks to gain or maintain billing privi-
leges for Medicare.

We are also applying our enrollment and screening processes
more broadly. Just a few weeks ago, CMS issued a final rule to ex-
tend enrollment requirements to Part D which prevents revoked or
excluded providers from prescribing to Medicare beneficiaries. The
same rule also allows us to use data from the Drug Enforcement
Agency to ensure prescribers are appropriately licensed to prescribe
certain drugs and enable CMS to remove them from Medicare
when the DEA has taken an action against an individual’s license.

In addition to enhanced provider screening procedures, CMS is
using private-sector tools and best practices to stop improper pay-
ments of all types. Since June 2012, the fraud prevention system
has applied advanced analytics on all Medicare fee-for-service
claims on a streaming national basis. In its second year of oper-
ations and through over 70 active models in the system, FPS iden-
tified or prevented more than $210 million in improper Medicare
payments, double the previous year, and resulted in CMS taking
action against 938 providers and suppliers. The tool is part of CMS
comprehensive program integrity strategy. For example, the FPS is
used as part of an agency focus on home health services in South
Florida which includes our screening processes, implementation of
an enrollment moratorium, on-the-ground investigations and col-
laboration with law enforcement.

CMS is expanding the use of FPS beyond the initial focus on
identifying potential fraud into the areas of waste and abuse which
we expect to increase future savings. While we have made signifi-
cant progress to address areas of vulnerability, we also know that
more work remains to further refine our efforts and prevent im-
proper payments and fraud in the first place.

I look forward to answering the subcommittee’s questions on how
we can improve our commitment to protecting taxpayer and trust
fund dollars while also protecting, I think very importantly, bene-
ficiaries’ access to safe, high-quality care. Thank you.

[The prepared statement of Dr. Agrawal follows:]
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U.S. House Committee on Energy & Commerce
Subcommittee on Oversight & Investigations
Hearing on
“Medicare Program Integrity: Screening Out Errors, Fraud and Abuse”
June 25,2014
Chairman Murphy, Ranking Member DeGette, Vice Chairman Burgess and members of the
Subcommittee, thank you for the invitation to discuss the Centers for Medicare & Medicaid
Services’ (CMS) program integrity efforts to strengthen provider enrollment. Enhancing
program integrity is a top priority for the administration and an agency-wide effort at CMS. We
share this Subcommittee’s commitment to protecting beneficiaries and ensuring taxpayer dollars
are spent on legitimate items and services, both of which are at the forefront of our program
integrity mission. We have made important strides in reducing waste, fraud and abuse across our
programs with the strong support of this Committee and the Congress, and I appreciate the

opportunity to detail the tangible results from these improvements.

CMS is using a multi-faceted strategy to target all causes of waste, abuse and fraud that result in
inappropriate payments by shifting towards prevention-oriented activities. Thanks in part to the
authorities and resources provided by the Affordable Care Act and the Small Business

Jobs Act of 2010, CMS has powerful tools to ensure that only legitimate providers are enrolled
in Medicare, Medicaid and the Children’s Health Insurance Program (CHIP). CMS has
enhanced the provider enrollment and screening process, which includes risk-based screening
that increases the level of scrutiny for providers designated to the moderate and high screening
levels. CMS is revalidating all of the Medicare program's existing providers to ensure that only
qualified and legitimate providers can provide health care items and services to Medicare
beneficiaries. As result of these efforts, over 20,218 providers and suppliers have had their

billing privileges revoked, preventing these entities from billing Medicare.

In 2014, as program integrity efforts mature, CMS is applying three key operational principles to
guide all of our initiatives. First, we aim to achieve operational excellence in addressing the full
spectrum of program integrity causes, in taking swift administrative actions, and in the
performance of audits, investigations and payment oversight, Second, CMS will provide
leadership and coordination in program integrity efforts across the healthcare system. Finally, we

1
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will focus on impacting the cost and appropriateness of care across healthcare programs. Fraud
can inflict real harm to Medicare patients. When fraudulent providers steal a beneficiary’s
identity and bill for services or goods never received, the beneficiary may later have difficulty
accessing needed and legitimate care. Medicare beneficiaries are at risk when fraudulent
providers perform medically unnecessary tests, treatments, procedures, or surgeries, or prescribe
dangerous drugs without thorough examinations or medical necessity. Our efforts are focused on
ensuring that beneficiaries receive appropriate health care services, protecting both beneficiaries
and taxpayers from unnecessary costs. In addition to CMS’s ongoing program integrity efforts,
the President’s Fiscal Year (FY) 2015 Budget reflects the Administration’s commitment to
strong program integrity initiatives, which includes investments that will yield $13.5 billion in

gross savings for Medicare and Medicaid over 10 years.

Strengthening provider enrollment
A critical component to preventing waste, fraud and abuse is to ensure that only legitimate

providers have the ability to bill Medicare in the first place. Provider enrollment is the gateway
to billing the Medicare program, and CMS has put critical safeguards in place to make sure that

only legitimate providers are enrolling in the Medicare program.

Risk-based screening of providers

The Affordable Care Act required CMS to implement risk-based screening of providers and
suppliers who want to participate in the Medicare and Medicaid programs, and CMS put these
additional requirements in place for newly enrolling and revalidating Medicare and Medicaid
providers and suppliers in March 2011. This enhanced screening requires certain categories of
providers and suppliers that have historically posed a higher risk of fraud to undergo greater
scrutiny prior to their enrollment or revalidation in Medicare. All Medicare providers undergo a
baseline screening, including confirmation of the provider’s Social Security Number through the
Social Security Administration, license and certification through the state licensing boards, as
well as searches in the System for Award Management, operated by the General Services
Administration (GSA), in terms of Government contracting exclusion (suspension and
debarments) and the HHS Office of Inspector General (OIG) exclusion list for all individuals

listed on the application.
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Under section 1128 of the Social Security Act, the Secretary, through HHS OIG, must exclude
individuals and entities from Federal health care programs based on felony or misdemeanor
convictions related to the Medicare or Medicaid programs, or related to the abuse or neglect of
patients, and has discretionary authority to exclude individuals on a number of grounds,
including misdemeanor convictions related to health care fraud. Once approved, enrolled
providers are systematically compared weekly to the Social Security Administration’s Death
Master File and the Medicare Exclusion Database (MED), CMS’s repository of information
contained in the OIG’s exclusion list, and CMS routinely revokes billing privileges based on this
information. Revocations are retroactive to the date of a provider’s respective plea or conviction,

and if the provider submitted claims after that date, CMS demands those payments be repaid.

CMS has historically relied on the MED and GSA list to identify relevant felony convictions
because there is not a centralized or automated means of obtaining felony convictions of
Medicare providers. CMS is currently working on a process to match enrollment data against
public and private databases to receive timely felony conviction data. Additionally, in

April 2014, CMS announced that upon notification, providers designated to the high screening
level will be required to submit fingerprint-based background checks to gain or maintain billing
privileges for Medicare. The requirement applies to individuals with a five percent or greater
ownership interest in a newly-enrolling durable medical equipment, prosthetics, orthotics and
supplies (DMEPQS) supplier or 2 newly-enrolling home health agency (HHA), as well as any
provider that has been subject to certain adverse actions, including prior revocation, payment

suspension, or licensure suspension or revocation.

State Medicaid agencies may rely on the screening done by CMS for dually-enrolling providers
to assist them in complying with the requirement to terminate any provider that has been
terminated by Medicare or another state Medicaid program for cause. Additionally, CMS has the
discretionary authority to revoke Medicare billing privileges where a state has terminated or

revoked a provider’s or supplier’s Medicaid billing privileges. ' CMS established a process for

' Note: This authority was created by: http://www.gpo.gov/fdsys/pke/FR-2011-02-02/pd/2011-1686.pdf
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states to report and share information about Medicaid termination. States have been instructed to
report all “for cause” Medicaid terminations, for which state appeal rights have been exhausted,
to CMS by submitting a copy of the original termination letter sent to the provider, along with
specific provider identifiers, and the reason for Medicaid termination. Over the past seven
months, CMS has reviewed 400 Medicaid terminations, and CMS has revoked nearly 50
Medicare providers based on this information. This prevents bad actors from jumping from

program to program.

Revalidation of existing Medicare providers

The Affordable Care Act also required CMS to revalidate all existing 1.5 million Medicare
suppliers and providers under the new screening requirements. Since March 25, 2011, more than
930,000 providers and suppliers have been subject to the new screening requirements and over
350,000 provider and supplier practice locations had their billing privileges deactivated for non-
response as a resuit of revalidation and other screening efforts.? As previously noted, since the
implementation of these requirements, CMS has revoked 20,219 providers’ and suppliers’ ability
to bill the Medicare program as a result of felony convictions, practice locations that were
determined to be non-operational at the address CMS had on file, or non-compliance with CMS

rules, such a licensure requirements.

Expanding and strengthening provider enrollment requirements

The success of our provider enrollment and screening efforts has demonstrated the importance of
preventive actions to ensure that only legitimate providers are serving our beneficiaries, In

April 2013, CMS issued a proposed rule that would provide CMS with additional authority to
remove bad actors from the Medicare program. CMS proposed to permit denial of an enrollment
application of a provider affiliated with a defunct provider with an outstanding Medicare debt,
revocation of a provider for a pattern or practice of submitting claims for services that fail to
meet Medicare requirements, and clarifying the list of felony convictions that may resultina

denial or revocation enroliment.

? Deactivated providers could reactivate over time with updated practice information or after showing evidence of
proper licensing.
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In May 2014, CMS issued a final rule that requires prescribers of Part D drugs to enroll in
Medicare or have a valid opt-out affidavit on file by June 2015. CMS also established a new
revocation authority for abusive prescribing patterns that will be effective in July 2014,
Additionally, Medicare enrollment could be revoked if a prescriber’s Drug Enforcement
Administration (DEA) Certificate of Registration is suspended or revoked or the applicable
licensing or administrative body for any State in which a physician or eligible professional
practices has suspended or revoked the physician or eligible professional’s ability to prescribe

drugs.?

Enrollment Moratoria

CMS has used the authority provided to the Secretary in the Affordable Care Act to temporarily
pause the enrollment of new Medicare, Medicaid, or CHIP providers and suppliers, including
categories of providers and suppliers, if the Secretary determines certain geographic areas face a
high risk of fraud. In July 2013, CMS announced temporary moratoria on the enrollment of new
HHAs and ambulance companies in Medicare, Medicaid, and CHIP in three “fraud hot spot”
metropolitan areas of the country: HHAs in and around Miami and Chicago, and ground-based
ambulances in and around Houston.® In January 2014, CMS announced new temporary
moratoria on the enrollment of HHAS in four metropolitan areas: Fort Lauderdale, Detroit,
Dallas, and Houston, and on ground ambulances in the metropolitan Philadelphia area.’ CMS
also extended for six months the existing moratoria for HHAs in and around Chicago and Miami,
and ground ambulance suppliers in the Houston area. CMS is required to re-evaluate the need for

such moratoria every six months.

In each moratorium area, CMS is taking administrative actions such as payment suspensions and
revocations of home health agencies and ambulance companies, as well as working with law
enforcement to support investigations and prosecutions. In Miami alone, CMS has revoked the

billing privileges of 101 HHAs in 2013, with 67 revocations occurring after the moratorium was

3 http:/oig hhs.govioei/reports/oei-02-09-00608. pdf

* https://www.cms.gov/Newsroon/MediaR eleaseDatabase/Press-Releases/2013-Press-Releases-Items/2013-07-
26.html

> hitp://cms.gov/Newsroom/MediaReleaseDatabase/Press-releases/2014-Press-releases-items/2014-01-30-2.html
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put into place. Additionally, law enforcement made arrests in a $48 million Miami home health
scheme, and secured guilty pleas against three home health recruiters in that scheme as well as
guilty pleas from the owners of a clinic involved in an eight million dollar fraud scheme. In
Texas, CMS has revoked the billing privileges of 179 ambulance companies in the last 12

months, and 92 revocations occusring after the moratorium was put into place in Houston.

Proper and Accurate Claims Payment

CMS performs education, prepayment, and post-payment activities to ensure that payments are
made properly and accurately. CMS has designed its claims processing systems to detect
anomalies on the face of the claims whenever possible. For example, CMS is using the National
Correct Coding Initiative (NCCI) to stop claims that never should be paid in Medicare Part B and
Medicaid. This program was first implemented with procedure-to-procedure edits to ensure
accurate coding and reporting of services by physicians. In addition to procedure-to-procedure
edits, CMS established the Medically Unlikely Edit (MUE) program to reduce the paid claims
error rate for Medicare Part B claims as part of the NCCI program. MUE edits prevent payments
for services such as hysterectomy for a man or prostate exam for a woman. NCCI edits are
updated quarterly and, prior to implementation, edits are reviewed by national healthcare
organizations and their recommendations are taken into consideration before implementation.
Since October 2008, all procedure-to-procedure edits and the majority of MUESs have been made
public and posted on the CMS website. The use of the NCCI procedure-to-procedure edits
saved the Medicare program $530 million in FY 2013, and the NCCI methodology procedure-to-
procedure edits applied to practitioner and outpatient hospital services have prevented the
improper payment by Medicare of over $7.5 billion since 1996 based on savings reports from

claims-processing contractors.

Prior Authorization
CMS also develops targeted demonstrations related to areas that have been consistently

problematic, such as the Powered Mobility Device (PMD) benefit, where CMS found that over
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80 percent of claims for PMDs did not meet Medicare coverage requirements.® CMS
implemented the Medicare Prior Authorization of PMDs Demonstration in seven high risk states
in September 2012.” Since implementation, CMS observed a decrease in expenditures for PMDs
in the demonstration states and non-demonstration states. Based on claims submitted as of

April 4, 2014, monthly expenditures for the PMDs included in the demonstration decreased from
$20 million in September 2012 to $6 million in December 2013 in the non-demonstration states

and from $12 million to $3 million in the demonstration states.®

Based on this success, CMS announced plans to expand the demonstration to an additional 12
states.” CMS also proposed to establish a prior authorization process for certain durable medical
equipment, prosthetics, orthotics, and supplies items that are frequently subject to unnecessary
utilization. Through a proposed rule issued in May 2014, CMS solicited public comments on this
prior authorization process, as well as criteria for establishing a list of durable medical items that
are frequently subject to unnecessary utilization that may be subject to the new prior
authorization process.'® CMS will also launch two payment models to test prior authorization
for certain non-emergent services under Medicare.'! Information from these models will inform

future policy decisions on the use of prior authorization.

The President’s FY 2015 Budget also includes a proposal to give CMS the authority to require
prior authorization for all Medicare fee-for-service items, particularly those items at the highest
risk for improper payment. By allowing prior authorization on additional items, CMS can ensure
in advance that the correct payment goes to the right provider for the appropriate service, and

preventing potential improper payments before they are made.

I rograms/CE RI/DmvnloadQIMed\care{ FS201 1CERTReport.pdf
"The seven states are: CA, 1L, MI, NY, NC, FL and TX

8 hitp://cms.gov/Research-Statistics-Data-and-Systems/Monitoring-Programs/Medicare-FFS-Compliance-
Programs/Medical-
RevnewlDownloads/McdxwlePnorAuthor!zatlonotPowerMobtl1tyDevmesDemonqtratmn 05212014.pdf

The twelve states are: AZ, GA, IN, KY, LA, MD, MO, NJ, OH, PA, TN, and WA
® hitpy/www.ems.gov/Newsroom/MediaReleaseDatabase/Press-releases/2014-Press-releases-items/2014-03-

22.htmt
"' These services include hyperbaric oxygen therapy and repetitive scheduled non-emergent ambulance transpori.
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Medical Review

The detection of improper payments can sometimes require an evaluation of the medical record —
to identify documentation errors for example — which is not submitted with claims. CMS and its
Medicare Administrative Contractors (MACs) develop medical review strategies using the
improper payment data to ensure that we target the areas of highest risk and exposure. The
review strategies range from issuing comparative billing reports to encouraging providers to
conduct self-audits or targeting medical review of specific providers. Comparative reports
educate providers about their billing practices by showing the provider in comparison to his or
her state and national peers. The MACs reported that medical review resulted in $5.6 billion in
savings for FY 2013.12

Fraud Prevention System

Under the Small Business Jobs Act of 2010, CMS is required to use predictive modeling and
other analytic technologies to identify and prevent fraud, waste, and abuse in our Medicare fee-
for-service program. Since June 2011, CMS has been using the Fraud Prevention System (FPS)
to apply advanced analytics on all Medicare fee-for-service claims on a streaming, national
basis. When FPS models identify egregious, suspect, or aberrant activity, the system
automatically generates and prioritizes leads for review and investigation by CMS’s Zone
Program Integrity Contractors (ZPICs). The ZPICs then identify administrative actions that can
be implemented swiftly, such as revocation, payment suspension, or prepayment review, as
appropriate. The FPS is also an important management tool, as it prioritizes leads for ZPICs to
review and investigate Medicare fraud in their designated region, making our program integrity

strategy more data-driven.

Results from the FPS demonstrate a positive return on CMS’s investment, and in its first
year of implementation, the FPS stopped, prevented, or identified an estimated
$115.4 million in improper payments.'” These savings are the outcome of activities such

as revocations of provider billing privileges, the implementation of payment edits, the

2 hitpy//www. hhs.sovibudget/fy2013/fv20 1 3-other-in formation pdf
3 httpy/www.stopmedicarefraud.govitraud-ric12142012 pdf
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suspension of payments, and changes in behavior that result from CMS actions. The
administrative actions and associated savings increased substantially in the second
implementation year, indicating the FPS is getting better at identifying fraud, waste, and

abuse.

CMS is also piloting the use of the tool with the MACs to see if they can change aberrant billing
behavior by directly contacting providers flagged in the FPS. Based on the small pilot, CMS has
seen changes in billing behavior in half of the providers contacted within one month, and of the

remaining, additional actions were taken, including self-audit and prepayment review.

Leadership and Coordination Across the Health Care System

CMS is coordinating a variety of efforts with Federal and state partners, as well as the private
sector to better share information to combat fraud. CMS issued new compliance program
guidelines to assist Medicare Advantage plans and prescription drug plans in designing and
implementing a comprehensive plan to detect, correct and prevent waste, abuse, and fraud. In
September 2013, CMS directed the Part C and D program integrity contractor to increase its
focus on proactive data analysis. As a result, the contractor performed analyses that identified
the following improper payments: $4.8 million from deceased provider payments, $21 million
for unallowable charges for medication during hospice stays, and $80 million for Transmucosal
Immediate Release Fentanyl drugs without a medically-acceptable indication. To increase the
impact of the proactive analysis, CMS issued a final rule that allows CMS, the OIG and the
Government Accountability Office to request and collect information directly from pharmacy

benefit managers, pharmacies and other downstream entities of Part D plans.

Collaborating with law enforcement and the private sector
Earlier this year, the Government announced that in FY 2013, its waste, abuse, and fraud
prevention and enforcement efforts in the Health Care Fraud and Abuse Control (HCFAC)

program resulted in the record-breaking recovery of $4.3 billion in taxpayer dollars from
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individuals trying to defraud Federal health care programs serving seniors and taxpayers." Over
the last five years, the Administration’s enforcement efforts have recovered $19.2 billion, up
from $9.4 billion over the prior five-year period. Over the last three years, the average return on
investment (RO¥) of the HCFAC program is $8.10 for every dollar spent, which is an increase of
$2.70 over the average ROI for the life of the HCFAC program since 1997, As a result of these
and other efforts, there has been a measurable decrease in Medicare payments for certain medical

services that have also been targeted by the Medicare Strike Force.

Healthcare Fraud Prevention Partnership

In July 2012, the Secretary of HHS and the Attorney General announced a ground-breaking
partnership with the private sector to fight fraud, waste, and abuse across the health care

system. The ultimate goal of the Healthcare Fraud Prevention Partnership (HFPP) is to exchange
facts and information to identify trends and patterns that will uncover fraud, waste and abuse that
could not otherwise be identified. The HFPP currently has 38 partner organizations from the
public and private sectors, law enforcement, and other organizations combatting fraud, waste,
and abuse. In 2013, the HFPP completed early proof-of-concept studies that have enabled

partners, including CMS, to take substantive actions to stop payments from going out the door.

Improving Data Transparency
CMS recently released new, privacy-protected data on services and procedures provided to

Medicare beneficiaries by physicians and other health care professionals. Release of physician-
identifiable payment information serves a significant public interest by increasing transparency
of Medicare payments to physicians, which are governed by statutory requirements, and shed
light on potential Medicare waste, fraud, and abuse. The new data also show payment and
submitted charges, or bills, for those services and procedures by provider. The new data set has
information for over 880,000 distinct health care providers who collectively received $77 billion
in Medicare payments in 2012, under the Medicare Part B fee-for-service program. With this

data, it is possible for the public to conduct a wide range of analyses that compare 6,000 different

" hup:/oig hhs.gov/publications/docs/hetac/FY 201 3-hefac pdf
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types of services and procedures provided, as well as payments received by individual health

care providers.

Later this year, CMS will release additional data to help consumers make informed choices
under the Open Payments program. As required by the Affordable Care Act, the data will
provide information about payments to physicians made by certain manufacturers of covered
drugs and devices. This program is a resource for beneficiaries, consumers, and providers to
better understand relationships between physicians, teaching hospitals, and industry.
Collaboration among physicians, teaching hospitals, and industry manufacturers can contribute
to the design and delivery of life-saving drugs and devices. However, while some collaboration
is beneficial, payments from manufacturers to physicians and teaching hospitals can also

introduce conflicts of interests.

Moving Forward
Our health care system should offer the highest quality and most appropriate care possible to

ensure the well-being of individuals and populations. CMS is committed to protecting taxpayer
dollars by preventing or recovering payments for wasteful, abusive, or fraudulent services. But
the importance of program integrity efforts extends beyond dollars and health care costs alone. It
is fundamentally about protecting our beneficiaries and ensuring we have the resources to
provide for their care. Although we have made significant progress by implementing important
policies to improve provider screening, we are continually refining our policies and processes.
We share this Subcommittee’s commitment to protecting taxpayer and Trust Fund dollars, while

also protecting beneficiaries’ access to care, and look forward to continuing this work.
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Mr. MurpHY. Thank you. Mr. Cantrell, you have 5 minutes.

STATEMENT OF GARY CANTRELL

Mr. CANTRELL. Good morning, Mr. Chairman, and other distin-
guished members of the committee. I am Gary Cantrell, Deputy IG
for Investigations, and I am joined today by my colleague, Gloria
Jarmon, who is Deputy IG for Audit Services.

Thank you for the opportunity to testify about OIG’s efforts to
fight fraud, waste and abuse in Medicare and Medicaid. OIG uti-
lizes a range of tools in this fight including audits, evaluations, in-
vestigations, enforcement authorities and educational outreach. We
focus our resources on areas most vulnerable to fraud so we obtain
the greatest impact from our work.

OIG works closely with the Department of Justice, CMS, and
other federal and state law enforcement partners to bring those
who commit fraud against our programs to justice. Our Medicare
fraud strike force teams, located in nine cities throughout the coun-
try, exemplify this approach. The OIG and our partners are com-
mitted to fighting and preventing fraud, waste, and abuse.

Our efforts have produced impressive results. In 2013, our work
resulted in record numbers of criminal convictions and civil actions,
and over the last 5 years, we have recovered more than $19 billion
from those defrauding federal healthcare programs, and our return
on investment is over $8 for every dollar spent. Perhaps even more
important, we are seeing strong indicators of a deterrent effect.
When we work together to shed light on program vulnerabilities,
put criminals behind bars and CMS takes appropriate administra-
tive actions, our efforts are most successful. We have seen signifi-
cant declines in Medicare payments across several program areas
in strike force cities where we focused our efforts.

For example, following federal enforcement and oversight activi-
ties, there have been sustained declines in Medicare payments for
DME, home health, ambulance, and community mental health cen-
ters, or CMHCs. Nationwide, Medicare payments for CMHCs have
decreased by approximately $250 million annually.

Total Medicare payments for ambulance services in Houston are
down approximately 50 percent. Miami area DME payments have
decreased by approximately $100 million annually since the launch
of the strike force. And since 2010, home health payments have de-
creased nationally more than $1 billion annually.

Despite these successes, more needs to be done. Fraud schemes
are constantly evolving and migrating, and some of the IG’s top
oversight priorities include the rise in prescription drug fraud and
schemes involving home base services.

Rarely are these schemes perpetrated by one provider operating
independently. There is often a network of individuals including
business owners, patient recruiters, healthcare practitioners, and
sometimes even the patients. Kickbacks in the form of cash or
drugs bind these networks together.

The federal forfeitures are a valuable tool to help defund and dis-
rupt illegal activities and can serve as a powerful deterrent. Em-
powering OIG to execute forfeiture warrants would help curb the
profitability of healthcare fraud and exert a deterrent effect. Re-
moving Social Security numbers from Medicare cards could also
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protect patient data and disrupt fraud schemes. The theft of pa-
tient and provider data underpins many of our cases. In a recent
case, criminals perpetrated a $100 million fraud scheme by stealing
the identities of doctors and thousands of patients.

In conclusion, I must note that OIG’s mission is challenged by
declining resources at a time when our oversight responsibilities
are growing. OIG is responsible for oversight of about 25 cents of
every federal dollar. However, since 2012, we have lost 200 employ-
ees and expect to reduce our Medicare and Medicaid oversight by
20 percent by the end of the fiscal year. Now is not the time to re-
duce oversight in the face of a growing and changing program, and
OIG is a proven investment. We would appreciate the committee’s
support in securing full funding of OIG’s 2015 budget request. And
thank you for the interest and opportunity to testify. We would be
happy to answer any questions.

[The prepared statement of Mr. Cantrell follows:]
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Testimony of:

Gary Cantrell

Deputy Inspector General for Investigations

Office of Inspector General

U.S. Department of Health and Human Services

Hearing Title: “Medicare Program Integrity: Screening Out Errors, Fraud, and Abuse”
House Committee on Energy and Commerce

Subcommittee on Oversight and Investigations

Good morning, Mr. Chairman and other distinguished Members of the Subcommittee. Thank
you for the opportunity to testify about the U.S. Department of Health and Human Services (the
Department) Office of Inspector General’s (OIG) efforts to improve Medicare oversight and
reduce waste, fraud and abuse. Fighting waste, fraud, and abuse in Medicare and other
Department programs is a top priority.

We have seen strong results from coordinated Federal and state enforcement efforts across the
country, including those of the Medicare Fraud Strike Force teams. Criminal prosecutions and
monetary recoveries have increased while we have seen a measurable decrease in payments for
certain health care services targeted by fraud schemes. Following targeted enforcement and
other oversight activities, payments for CMHCs nationally decreased from $70 million to under
$5 million per quarter.

Coordination between the Strike Force teams and the Centers for Medicare & Medicaid Services
(CMS) has also contributed to a dramatic decline in payment for home health care in Miami and
throughout Florida. After OIG uncovered billing schemes relating to home health outlier
payments, CMS put into effect a limit on the percentage of outlier payments that each home
health agency (HHA) can claim. Since 2010, Medicare payments for home health care
nationally decreased by more than $300 million per quarter, more than $1 billion annually.’

We have also seen sustained declines in Medicare payments for durable medical equipment
(DME) and ambulance services in targeted areas following Federal enforcement and oversight
action. Total Medicare payments for ambulance services in Houston are down approximately 50
percent from $32 million to $16 million per quarter since 2010.° Miami-arca DME payments
have decreased by approximately $100 million annually since launch of the Medicare Fraud
Strike Force in Miami in 2007.°

These successes are funded through the Health Care Fraud and Abuse Control Program (a joint
program of the Department, OIG, and the Department of Justice to fight waste, fraud, and abuse

} see Appendix 1, slide titled Outcomes: CMHC Payment Trends.

? see Appendix 1, slide titled Outcomes: HHA Payment Trends. See also Healthcare Fraud and Abuse Control
Program Annual Report for Fiscal Year 2013, p.13; available at http://oig.hhs gov/publications/docs/hefac/FY2013-
hefac.pdf.

®see Appendix 1, slide titled Outeomes: Ambulance Payment Trends.

*see Appendix 1, slide titled Outcomes: DME Payment Trends.
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in Medicare and Medicaid), which returns more than $8 for every $1 invested.” However, more
remains to be done. In March 2014, OIG issued its Compendium of Priority Recommendations,
which highlights additional opportunities for cost savings and program and quality
improvements.® Implementing these recommendations could result in billions of dollars saved
and more efficient and effective programs. My testimony today focuses on a selection of key
recommendations from the Compendium and other program integrity recommendations
consistent with OIG’s work, provides an overview of current fraud trends, and highlights
challenges that impede effective oversight of Medicare and Medicaid.

Current Trends in Health Care Fraud

Fraud schemes are constantly evolving. As enforcement efforts target certain schemes, new
permutations of those schemes arise. Not only are fraud schemes mutating, they are migrating —
geographically and even between parts of the Medicare program. Some of OIG’s highest
priorities and concerns involve the emergence of criminal networks in healthcare fraud, the rise
in prescription drug abuse and diversion, and the provision of illegitimate home-based care,

Criminal Networks

Over the past several years OIG has seen an increase in organized criminal elements committing
health care fraud. This may be attributed to the ease of entry into some sectors of the health care
industry, the lucrative nature of health care fraud, the belief that it is less violent than other types
of crime, or a perception of reduced criminal penalties. Criminal networks have become a
pervasive problem in DME, home health, outpatient clinics, and pharmacies. Schemes typically
involve kickbacks, nominee owners, recruiters, and money laundering. In one particular Strike
Force case, an organized criminal network used a fraudulent medical clinic to bill Medicare over
$77 million for services that were medically unnecessary and never provided. Co-conspirators
included clinic owners; a medical director who was rarely on site at the clinic; money laundering
operatives; and complicit Medicare beneficiaries, who accepted regular cash kickbacks. Over a
dozen co-conspirators have been sentenced to an aggregate total of more than 45 years in prison,
over $50 million in restitution, and millions more in asset forfeiture. The clinic owner and
criminal network leader was sentenced to 15 years in prison, excluded from all Federal health
care programs, and ordered to forfeit over $36 million. The medical director was sentenced to
over 12 years in prison and ordered to forfeit more than $500,000.

Federal forfeitures are a valuable tool to help defund and disrupt illegal activities and can serve
as a powerful fraud deterrent. However, OIG lacks the authority to execute warrants for seizure
of property for forfeiture. We must instead seek assistance from other law enforcement agencies
in securing and executing relevant warrants — this has resulted in administrative inefficiencies

® The $8 to $1 return on investment is a 3-year rolling average from fiscal year (FY) 2010-2013. For more details on
this and other HCFAC accomplishments, see the FY 2013 Health Care Fraud and Abuse Control Program Report,
available at http://oig.hhs.gov/reports-and-publications/hefac/index.asp.

¢ Office of inspector General's Compendium of Priority Recommendations, March 2014, available at

hitp://oig .hhs.gov/reports-and-publications/compendium/index.asp.

2 House Committee on Energy and omec
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and costly delays. In one recent case, OIG agents identified an account into which proceeds of
Medicare fraud were being deposited. By the time we enlisted another agency to obtain and
issue seizure warrants, the estimated $1.3 million in the account had been withdrawn. To ensure
that the Federal government and taxpayers are made whole for losses due to health care fraud, it
is important that Federal law enforcement move immediately after identifying assets that are the
proceeds or fruits of criminal activity. Empowering OIG to execute forfeiture warrants would be
a step in helping ensure this outcome.

Medical identity theft is a prevalent and increasing crime that is closely linked to Medicare fraud
schemes, especially those involving criminal networks. Although beneficiaries can be compticit
in criminal network operations, in one Strike Force case, subjects perpetrated a 100 million
dollar Medicare fraud scheme that involved stealing the identities of doctors and thousands of
Medicare beneficiaries for use in phony clinics around the country.

Key OIG recommendations include:
e Provide O1G with authority to execute Federal warrants for the seizure of assets for
forfeiture to curb the profitability of healthcare fraud, which will exert a deterrent effect,
e Remove Social Security numbers (SSN) from Medicare cards to help protect the
personally identifiable information of Medicare beneficiaries.

Prescription Drug Fraud

Medicare Part D, the prescription drug program, in calendar year 2012 cost $66.9 billion in
expenditures for 30 million enrolled beneficiaries. OIG has extensively examined CMS’s
monitoring and oversight of the Part D program and the effectiveness of controls to ensure
appropriate payment and patient safety. Our work has found limitations in program safeguards
that leave Part D vulnerable to improper payments and Medicare patients vulnerable to
potentially harmful prescribing. These include extreme outlier provider prescribing patterns and
questionable billings by numerous retail pharmacies nationwide.” The prescription fraud
schemes are complex crimes involving many co-conspirators, including health care
professionals, patient recruiters, pharmacies, and complicit beneficiaries. An increasing
percentage of OIG work involves prescription drug fraud.® In FY2013 alone, OIG opened 312
new Part D investigations; this is an 80 percent increase over FY2009.

Overprescribing of controlled substances can lead to patient harm. Of particular concern are
cases in which patient deaths occur as a result of prescription drug diversion or “doctor
shopping.” In one example, a physician was arrested for prescribing oxycodone-based products
to bogus patients who were complicit beneficiaries that received $150 cash per office visit for

" See, e.g., Medicare Inappropriately Paid for Drugs Ordered by individuals Without Prescribing Authority, OE-02-

08-00608, lune 2013, available at hitp://oig.hhs.gov/oei/reports/oei-02-09-00608.asp; Retail Pharmacies With
Questionable Part D Billing, OE1-02-09-00600, May 2012, available at http://oig.hhs.gov/oei/reports/oei-02-09-
00600.asp; Prescribers With Questionable Patterns in Medicare Part D, OEI-02-09-00603, june 2013, available at

http://oig.hhs gov/oeifreports/oei-02-09-00603.asp.
®see Spotlight on Drug Diversion, available at http://olg hhs gov/newsroom/spotlight/2013/diversion.asp,

3 House Committee on Energy and Commerce —
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their participation in the scheme. The complicit beneficiaries then used their Medicare,
Medicaid or private insurance cards and cash to pay for the filled prescriptions at various
pharmacies and then sold them for $300-$1000 to various drug-trafficking organizations, which
then resold the drugs on the street. This scheme resulted in the illegal distribution of more than
700,000 pills of oxycodone, including one patient death. The physician was sentenced to 20
years in prison and forfeited $10 million. A total of 61 defendants have been sentenced to a
combined 253 years in prison.

Prescription drug fraud involving non-controlied substances is becoming more common. The
billing but not dispensing of non-controlled medications presents a massive financial loss to the
Medicare program. Schemes typically involve brand-name, high-cost medications, including
respiratory, HIV/AIDS, and anti-psychotic medications, along with co-conspirator beneficiaries
who assist in obtaining the prescriptions in exchange for a kickback. In one south Fiorida case, a
pharmacy was found to be billing but not actually dispensing expensive non-controlled
medications. The pharmacy received fake invoices from a wholesaler to cover this shortage.
OIG special agents infiltrated the wholesale company and arrested the owner. During the
investigation it was discovered that the wholesaler had supplied fake invoices to 17 other local
pharmacies.

Key OIG recommendations include:
s Strengthen the Medicare contractor’s monitoring of pharmacies and its ability to identify
for further review of pharmacies with questionable billing patterns.
* Require Part D plans to verify that prescribers have the authority to prescribe.

CMS issued a proposed rule that would require all prescribers of Part D drugs to be enrolled in
the Medicare fee-for-service program (or officially opt out).” If implemented, this requirement
could help CMS, Part D plans, and the Medicare program integrity contractor enhance their
monitoring and better prevent and detect Part D improper payments and potential fraud.

Home-Based Services

Concerns with home-based services include fraud in home health, hospice, and the Personal Care
Services (PCS) program.

Enforcement efforts, the capping of outlier payments, and imposing moratoria have significantly
decreased illegal billing for home health services.'” Schemes nonetheless continue to evolve,
vulnerabilities persist, and home health remains a top oversight priority for OIG. Home health
schemes often involve patient recruiters, co-conspirator beneficiaries receiving kickbacks, and
HHA s billing but providing no care and/or unnecessary services. In one case, an HHA fraud
scheme included company owners, health care providers, and patient recruiters conspiring to bill
Medicare for services that were never rendered and that were for patients who were not

? Federal Register, Volume 79, Number 7, pages 1982-1987, published January 10, 2014, avaitable at
http://www.gpo.gov/fdsys/pke/FR-2014-01-10/pdf/2013-31457.pdf.
¥ gee Appendix 1, slide titled Outcomes: HHA Payment Trends.
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homebound. The egregious behavior also included kickbacks to patients that included cash and
the promise of prescriptions for narcotics. One of the HHA owners was sentenced to 10 years in
prison and ordered to pay more than $10 million in restitution with his co-conspirators. One
subject is still a fugitive at large.

OIG has also uncovered documentation errors and other vulnerabilities that are of concern in
home health. For example, physicians (or certain practitioners working with them) who certify
beneficiaries as eligible for Medicare home health services must document — as a condition of
payment for home health services — that face-to-face encounters with those beneficiaries
occurred. The face-to-face encounter alone does not satisfy the requirement; the certifying
physician must also complete documentation that is clearly titled, signed, and dated. A recent
OIG review reveals that for 32 percent of home health claims that required face-to-face
encounters, the documentation did not meet Medicare requirements, resulting in $2 billion in
payments that should not have been made."’

As of February 29, 2012, 2,004 HHAs s still owed CMS a total of approximately $408 million for
$590 million in overpayments that the agency identified for these HHAs between 2007 and 2011.
CMS could have recovered at least $39 million between 2007 and 2011 if it had required each
HHA to obtain a $50,000 surety bond.'?

Key OIG recommendations include:
¢ Increase monitoring of Medicare claims for home health services.
* Create a standardized form to ensure better compliance with the face-to-face encounter
documentation requirements.
» Implement the surety bond requirement for HHAs,"”

Medicare’s hospice benefit is designed for Part A patients who have been certified as terminally
ill. It covers palliative and support services including personal care, medical equipment,
therapy, and other services. Fraud in this area includes falsely certifying that patients are eligible
for hospice services when they are not, and upcoding. Continuous home care (CHC) is a higher
level of care meant for patients in crisis. Hospice fraud schemes involve billing CHC for
patients who do not need this level of care and do not receive it, even back-dating a deceased
patient’s file to include CHC that was never provided. In one case, a hospice company owner
billed Medicare over 16 million dollars for patients who were not hospice eligible, and for higher
level care services than were provided. Doctors were paid for referrals for ineligible patients
while nurses and other staff co-conspirators altered patient records to fabricate a decline in
patient medical conditions. Sometimes patients receive cash kickbacks and are complicit in
hospice fraud schemes, while other beneficiaries are unaware that they have been falsely

 Limited Compliance With Medicare's Home Health Face to Face Documentation Requirements, available at
htip://oig.hhs.gov/oei/reports/oei-01-12-00390.asp.

= Surety Bonds Remain an Unused Tool to Protect Medicare from Home Health Overpayments, available at
http://oig hhs.gov/oei/reports/oei-03-12-00070.asp.

in Janvary 1998, CMS promuigated a final rule requiring each HHA to obtain a surety bond in the amount of
$50,000 or 15 percent of the annual amount paid to the HHA by Medicare, whichever is greater. However, this
regulation remains unimplemented.

House Commitiee on Energy and Commerce
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categorized as hospice eligible. In another case, a hospice company owner conspired with an
individual who provided names and identifying information of Medicare beneficiaries in
exchange for cash; the signatures of referring physicians and Medicare beneficiaries were then
forged on medical documents. OIG reviews also suggest that Medicare’s hospice payment
methodolggy may lead some hospices to inappropriately seek out beneficiaries in nursing
facilities.

Key OIG recommendations include:
* Monitor hospices that depend heavily on nursing facility residents.
¢ Modify the payment system for hospice care in nursing facilities, seeking statutory
authority if necessary.

The Medicaid Personal Care Services (PCS) program assists the elderly, those with disabilities,
and those with chronic conditions with health care that they can receive while remaining in their
homes. The services are provided by a personal care attendant (PCA). In 2011 alone, the PCS
program spent $12.7 billion. Fraud in this program is increasing and includes schemes where
PCAs and beneficiaries act as co-conspirators and care isn’t needed or isn’t provided. As of the
first quarter of 2013, the State Medicaid Fraud Control Units had more than 1,000 such
investigations nationwide. This fraud is very difficult to detect, often coming to our attention
through whistleblowers. In one case, an individual who was on Medicaid disability herself,
fraudulently signed up as a PCA. To avoid losing her own Medicaid benefits, the individual first
misappropriated her daughter’s name, and then conspired with a neighbor to use his name to
obtain status as a PCA. The individual became the PCA to a family friend who was a Medicaid
beneficiary. The individual ignored the patient’s serious medical issues which should have led to
hospitalization and the patient died from malnutrition and sepsis because of neglect. The
individual was sentenced to 4 years of incarceration and the co-conspirator neighbor was
sentenced to six months in prison.

Key OIG recommendations include:
+ Consider whether additional controls are needed to ensure that the PCS are allowed under
the program rules and are provided.
¢ Take action to provide States with data suitable for identifying overpayments for PCS
claims when beneficiaries are receiving institutional care being paid for by Medicare or
Medicaid.

Oversight Challenges

Data challenges and resource constraints pose significant challenges for program integrity
efforts.

* Medicare Hospices That Focus on Nursing Facility Residents, available at http://oig.hhs gov/oei/reportsfoei-02-
10-00070.asp.
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Technology is Driving Changes in Program Integrity Efforts

Advances in data analysis and the proliferation of electronic health records (EHR) have changed
the way OIG detects and investigates health care fraud. With the proliferation of EHR systems,
we hope to see an increase in legibility and portability, more accurate billing, and improved
quality of care. However, health care fraud itself has become more sophisticated as criminals
use technology, including EHRSs, to facilitate fraud. This has already been observed in the
illegitimate use of cut-and-paste record cloning and over-documentation with false and irrelevant
material to justify upcoding.

Additionally, with the growing use of EHR systems, evidence collection is moving increasingly
away from paper files to an unprecedented amount of electronic evidence. As aresult, law
enforcement is developing new investigative techniques to supplement the traditional methods
used in examining the authenticity and accuracy of records. We confront additional challenges
relating to the collection and analysis of unprecedented amounts of electronic evidence. For
example, the amount of digital data collected by OIG’s Office of Investigations has grown ten-
fold since 2009. While such advances have the potential to provide OIG and its law enforcement
partners with more leads to investigate than ever before, the data deluge strains electronic server
capacity and staff resources.

Additional Safeguards Arve Needed to Protect Electronic Health Records

New digital environments also necessitate new safeguards for patient data. Yet through a survey
of hospitals that received EHR incentive payments, OIG learned that not all recommended fraud
safeguards have been implemented in hospital EHR technology.”® For example, nearly half of
hospitals indicated they could delete audit logs, and a third of hospitals indicated that they could
disable their audit logs. Audit functions, such as audit logs, track access and changes within a
record chronologically by capturing data elements, such as date, time, and user stamps, for each
update to an EHR. An audit log can be used to analyze historical patterns that can identify data
inconsistencies. To provide the most benefit in fraud protection, audit logs should always be
operational while the EHR is being used and be stored as long as clinical records. Users should
not be able to alter or delete the contents of the audit log. Deleting or disabling audit logs makes
it harder to prevent and detect fraud. Further, most hospitals did not analyze audit logs with the
intent to try to identify duplicate and fraudulent claims and inflated billing. In a separate review,
we discovered that CMS and its contractors had not adjusted their program integrity strategies
for electronic records versus paper records.’®

Key OIG recommendations include:
¢ Mandate the use of the audit log feature in all EHRs.

* Not All Recommended Fraud Safeguards Have Been Implemented in Hospitol EHR Technology, available at

http://oig hhs gov/oeifreports/oei-01-11-00570.asp.

8 CMS and Its Contractors Have Adopted Few Program Integrity Practices To Address Vulnerabilities in EHRs,
_available at http://oig.hhs gov/oei/reports/oei-01-11-00571 asp.
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s  Work with contractors to identify best practices and develop guidance and tools for
detecting fraud associated with EHRs, with specific guidance to address EHR
documentation and electronic signatures in EHRs.

Oversight of Medicare and Medicaid is Hampered By Lack of Accurate, Timely, Complete Data

Data challenges manifest not only with respect to EHRs, but in other parts of Medicare and
Medicaid. OIG is combining field intelligence with data mining, predictive analytics, and
modeling to more efficiently target oversight, support ongoing investigations, and pursue shifts
in health care fraud patterns. However, oversight of Medicare Part C (Medicare Advantage, or
MA) and Medicare Part D is hampered by a lack of accurate, timely, and complete data that
would facilitate oversight efforts. For example, MA and Part D plans’ efforts to identify and
address potential fraud and abuse are crucial to protecting the integrity of the Parts Cand D
programs. Since 2008, OIG has repeatedly recommended that CMS require mandatory reporting
of fraud and abuse data by MA and Part D plans. CMS has disagreed and therefore does not
require mandatory reporting of fraud and abuse by these plans. Under the current voluntary
reporting system, less than half of Part D plans reported fraud and abuse data to CMS. Twenty-
eight percent of plans that identified fraud reported initiating no inquiries or corrective actions
with regard to any of the incidents,'”

Further, barriers exist to obtaining Medicare Part C claims data. CMS contracts with private
organizations under Part C to provide private health plan managed care options. There is limited
data availability and there are difficulties with access to information. There is no centralized Part
C data repository, which hinders the ability to identify and investigate Part C fraud. Also the
Medicare Drug Integrity Contractor is unable to share specific information with other program
integrity contractors.

National-level oversight of Medicaid is similarly impeded by the lack of timely, accurate, and
complete Medicaid data. OIG has uncovered significant shortcomings in the data available to
conduct efficient, national Medicaid program integrity oversight through data analysis and data
mining. While CMS has taken steps to improve Medicaid data through the Transformed
Medicaid Statistical Information System, or T-MSIS, our review of early T-MSIS
implementation outcomes raised questions about the completeness and accuracy of T-MSIS data
upon national implementation.'®

Key OIG recommendations include:
* Amend regulations to require MA and Part D plans to report to CMS, or its designee,
their identification of and response to incidents of potential fraud and abuse.

v Testimony of Robert Vito, Regional inspector General for Evaluation and Inspections, before House Committee
on Energy and Commerce, March 4, 2014, available at

http://oig hhs gov/testimony/docs/2014/vito_testimony 03042014 pdf.

B Early Outcomes Show Limited Progress for the Transformed Medicaid Statistical Information System, available at

http://oig hhs gov/oei/reports/oei-05-12-00610 asp.
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« Establish a deadline for when complete, accurate, and timely T-MSIS data will be
available.

Improvements Are Needed to States’ Reporting to OIG of Adverse Actions Against Providers

One of the key administrative tools OIG utilizes is the authority to exclude individuals and
entities from participating in the Federal health care programs. Like debarment in government
procurement, the effect of an exclusion is that the excluded individual or entity cannot submit
claims for services provided to Federal health care program beneficiaries. OIG receives
important information from State licensing boards’ notices of adverse actions, which enable us to
identify numerous individuals who are subject to exclusion. However, we do not receive reports
of all adverse actions from all States. State licensing boards are not statutorily required to refer
adverse actions against providers to OIG. We currently receive this information on a voluntary
basis from the State boards, general public notices of board actions in various States, or working
relationships developed by OIG exclusions analysts with staff from various other agencies and
organizations. Furthermore, the manner and timing of the notices is entirely dependent on each
State licensing board. More reliable and standardized reporting from States would improve
OIG’s ability to exclude problematic providers.

Key OIG recommendations include:
s Explore requirements to increase and standardize State licensure boards’ reporting of
adverse actions to OIG.

Conclusion

OIG is responsible for oversight of about 25 cents of every Federal dollar. Our oversight
priorities extend not only to safeguarding Federal dollars but also to quality of care consequences
for the programs and patients. As noted throughout my testimony, health care fraud is not just
about dollars lost — health care fraud can also put patients® health at risk. Unfortunately OIG’s
mission is challenged by declining resources for Medicare and Medicaid oversight at a time
when these programs and our responsibilities are growing. Since 2012, we have closed over
2,200 investigative complaints because of lack of resources. We expect to reduce our Medicare
and Medicaid oversight by about 20 percent by the end of this FY. Yet the Department
estimated that Medicare and Medicaid outlays would grow by about 20 percent from 2012 to
2014. Full funding of our 2015 budget request would enable us to provide more robust oversight
and advance solutions to protect the Medicare and Medicaid programs, beneficiaries, and
taxpayers.

Thank you for your interest and support and for the opportunity to discuss some of our work. 1
am happy to answer any questions you may have.

3 House Commitiee on Energy and Commerce
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Outcomes: CMHC Payment Trends
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Mr. MurpHY. Thank you. Ms. Jarmon, I don’t think you have a
statement, do you?

Ms. JARMON. No.

Mr. MURrPHY. Ms. King, do you have a statement? Thank you.
You are recognized for 5 minutes.

STATEMENT OF KATHLEEN M. KING

Ms. KING. I do. Chairman Murphy, Ranking Member DeGett,e
and members of the subcommittee, thank you for inviting me to
talk about our work regarding Medicare fraud, waste, and abuse.
CMS has made progress in implementing several recommendations
we identified through our work to help protect Medicare from fraud
and improper payments. But there are additional actions they
should take.

I want to focus my remarks today on three areas: provider enroll-
ment, pre- and post-payment claims review and addressing
vulnerabilities to fraud.

With respect to provider enrollment, CMS has implemented pro-
visions of the Patient Protection and Affordable Care Act to
strengthen the enrollment process so that potentially fraudulent
providers are prevented from enrolling in Medicare and higher risk
providers undergo more scrutiny before being permitted to enroll.

CMS has recently imposed moratoria on the enrollment of cer-
tain types of providers in fraud hotspots and has contracted for fin-
gerprint-based background checks for high-risk providers. These
are positive steps.

However, CMS has not completed certain actions authorized in
PPACA which would also be helpful in fighting fraud. It has not
yet published regulations to require additional disclosures of infor-
mation regarding actions taken against providers such as payment
suspensions, and it has not published regulations establishing the
core elements of compliance programs or requirements for surety
bonds for certain types of at-risk providers, including home health
agencies.

With respect to review of claims for payment, Medicare uses pre-
payment review to deny payment for claims that should not be paid
and post-payment review to recover improperly paid claims. Pre-
payment reviews are typically automated edits in claims processing
systems that can prevent payment of improper claims. Post-pay-
ment reviews are those that are made after the fact and recover
payments. We have found some weaknesses in the use of pre-pay-
ment edits and have made a number of recommendations to CMS
to promote the implementation of effective edits regarding national
policies and to encourage more widespread use of local pre-payment
edits by Medicare administrative contractors.

With respect to post-payment claims review, we recently com-
pleted work that recommended greater consistency in the require-
ments under which four post-payment review contractors operate
when it can be done without reducing the efforts to reduce im-
proper payments. CMS agreed with our recommendations and is
taking steps to implement them.

We also recommended to CMS that they collect and evaluate how
quickly one type of post-payment review contractor, the Zone Pro-
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gram Integrity Contractors, or ZPICS, takes action against suspect
providers. CMS did not comment on this recommendation.

We also have further work underway on the post-payment review
contractors to examine whether CMS has strategies to coordinate
their work and whether these contractors comply with CMS’s re-
quirements regarding communications with providers.

With respect to vulnerabilities to fraud, we have made rec-
ommendations to CMS over the last several years, and CMS has
implemented several of them, including establishing a single vul-
nerability tracking process and requiring the MACs to report on
how they have addressed vulnerabilities. However, CMS has not
taken action to address our recommendations to remove Social Se-
curity numbers from Medicare cards because display of these num-
bers increases beneficiaries’ vulnerability to identity theft. We con-
tinue to believe that CMS should act on our recommendations, and
we are currently studying the use of electronic card technologies,
such as smart cards, for Medicare cards, including potential bene-
fits and limitations and barriers to implementation.

Because Medicare is such a large and complex program, it is vul-
nerable to fraud and abuse. Constant vigilance is required to pre-
vent, detect and deter fraud so that Medicare can continue to meet
the needs of its beneficiaries.

I would be happy to answer questions. Thank you.

[The prepared statement of Ms. King follows:]
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- What GAO Found

The Centers for Medicare & Medicaid Services (CMS)—the agency within the
ing = Department of Health and Human Services (HHS) that oversees Medicare—has
size and complexity make it " made progress in implementing several key strategies GAO identified or

2 10 fraud, waste, and abuse: " recommended in prior work as helpful in protecting Medicare from fraud;

care financed healthi care . nowever, implementing other important actions that GAO recommended could

approximately 51 million help CMS and its program integrity contractors combat fraud. These strategies
acostofabout: 0 are:

he deceptive natu

Provider and Supplier Enrollment: The Patient Protection and Affordable Care
Act (PPACA) authorized, and CMS has implemented, actions to strengthen
provider and supplier enroliment that address past weaknesses identified by
GAQ and HHS's Office of Inspector General. For example, CMS has hired
contractors to determine whether providers and suppliers have valid licenses and
are at legitimate locations. CMS could further strengthen enroliment screening by
issuing a rule to require additional provider and supplier disclosures of
information, such as any suspension of payments from a federal health care
program, and establishing core elements for provider and supplier compliance
programs, as authorized by PPACA.

Prepayment and Postpayment Claims Review: Medicare uses prepayment
review to deny claims that should not be paid and postpayment review to recover
improperly paid claims. GAO has found that increased use of prepayment edits
could help prevent improper Medicare payments. For example, prior GAO work
identified millions of dollars of payments that appeared to be inconsistent with
selected coverage and payment policies and therefore improper. Postpayment
reviews are also critical to identifying and recouping overpayments. GAC
recommended better oversight of both (1) the information systems analysts use
to identify claims for postpayment review, in a 2011 report, and (2) the
contractors responsible for these reviews, in a 2013 report. CMS has taken
action or has actions under way to address these recommendations.

timated that improper,
me of which may:be
iere alrmiost $50 billion:

Addressing ldentified Vulnerabilities: Having mechanisms in place to resoive
vuinerabilities that could lead to improper payments is critical to effective
program management and could help address fraud. However, prior GAO work
has shown weaknesses in CMS’s processes fo address such vulnerabilities. For
example, GAO has made muitiple recommendations to CMS to remove Social
Security numbers from beneficiaries’ Medicare cards to help prevent identity
theft. HHS agreed with these recommendations, but reported that CMS couid not
proceed with the changes for a variety of reasons, including funding limitations,
and therefore has not taken action.

GAO work under way addressing these key strategies includes examining:

(1) how well CMS’s information system can prevent and detect the continued
enroliment of ineligible or potentially fraudulent providers and suppliers in
Medicare, (2} the potential use of electronic-card technologies to help reduce
Medicare fraud, (3) CMS’s oversight of program integrity efforts for prescription
drugs, and (4) CMS’s oversight of some of the contractors that conduct reviews
of claims after payment. These studies could help CMS more systematically
reduce potential fraud in the Medicare program.

View GAO-14-742T. For more information,
. contact Kathlesn M. King at (202) 5127414 or
Kingk@gao:gov. Lk

United States Government Accountability Office




43

Chairman Murphy, Ranking Member DeGette, and Members of the
Subcommittee:

| am pleased to be here today to discuss our work examining fraud in the
Medicare program.’ We have designated Medicare as a high-risk
program since 1990, in part because we found the program’s size and
complexity make it vulnerable to fraud, waste, and abuse.? Although there
have been convictions for multimillion-dollar schemes that defrauded the
Medicare program, the extent of the problem is unknown.® There are no
reliable estimates of the extent of fraud in the Medicare program or for the
health care industry as a whole. By its very nature, fraud is difficult to
detect, as those involved are engaged in intentional deception. For
example, a provider submitting a fraudulent claim may include false
documentation fo substantiate a service not provided, and thus the claim
may appear valid on its face. Fraud may also involve payments made to
beneficiaries to obtain their Medicare number for fraudulent billing
purposes. Although the full extent of the problem is unknown, it is clear
that, as one of the largest programs in the federal government, the
Medicare program is vulnerable to fraud, contributing to its fiscal
problems.

In 2013, Medicare financed health care services for approximately

51 million individuals at a cost of about $604 billion and reported some of
the largest estimates of improper payments among federal programs—
payments that either were made in an incorrect amount or should not

"Medicare is the federally financed heaith insurance program for persons age 65 or over,
certain individuals with disabilities, and individuals with end-stage renal disease.

%in 1990, we began to report on government operations that we identified as “high risk” for
serious weaknesses in areas that involve substantial resources and provide critical
services {o the public. Medicare has been included among such programs since 1990,
See GAQ, High-Risk Series: An Updalte, GAO-13-283 (Washington, D.C.: February 2013).

3Fraud involves an intentional act or representation to deceive with the knowledge that the
action or representation could result in gain.

Page 1 GAO-14.712T
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have been made at all.* The Centers for Medicare & Medicaid Services
(CMS), the agency within the Department of Health and Human Services
(HHS) that oversees Medicare, has estimated that improper payments in
the Medicare program were aimost $50 billion in fiscal year 2013, about
$5 billion higher than in 2012.5 Improper payments may be a result of
fraud, waste, or abuse, but it is important to distinguish that the $50 billion
in estimated improper payments reported by CMS in fiscal year 2013 is
not an estimate of fraud in Medicare.® Reported improper payment
estimates include many types of payments that should not have been
made or were made in an incorrect amount such as overpayments,
underpayments, and payments that were not adequately documented.

Since its inception, Medicare has been administered fargely by
contractors with federal oversight, and these contractors have a
responsibility to help ensure Medicare program integrity.” CMS must
oversee their efforts to help ensure proper payments and address the
program’s many vulnerabilities, which include service- or system-specific
weaknesses that can lead to payment errors, including those due to

“mproper payments may be a result of fraud, waste, or abuse. They are any payments
that should not have been made or that were made in an incorrect amount {including
overpayments and underpayments) under statutory, contractual, administrative, or other
tegally applicable requirements. This definition includes any payment to an ineligible
recipient, any payment for an ineligible good or service, any duplicate payment, any
payment for a good or service not received (except where authorized by law), and any
payment that does not account for credit for applicable discounts. Improper Payments
Efimination and Recovery Act of 2010, Pub. L. No. 111-204, § 2(), 124 Stat. 2224, 2227
{codified at 31 1.5.C. § 3321 note).

54 list of abbreviations used in this statement is provided in app. i.

Syaste includes inaccurate payments for services, such as unintentional duplicate
payments. Abuse represents actions inconsistent with acceptable business or medical
practices.

"The Medicare program consists of four parts: A, B, C, and D. Medicare Parts A and B are
known as Medicare fee-for-service (FFS). Medicare Part A covers hospital and other
inpatient stays. Medicare Part B is optional, and covers hospital outpatient, physician, and
other services. Medicare beneficiaries have the option of abtaining coverage for Medicare
services from private health plans that participate in Medicare Advantage-—Medicare's
managed care program—also known as Part C. All Medicare beneficiaries may purchase
coverage for outpatient prescription drugs under Part D, either as a stand-alone benefit or
as part of a Medicare Advantage plan. Contractors are responsible for administering
Medicare FFS ciaims and conducting activities to reduce improper payments.

Page 2 GAD-14-7127
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fraud.® if CMS suspects that providers or suppliers are billing fraudulently,
it can take action through its contractors, including suspending claims
payment, revoking biliing privileges, or referring cases to law enforcement
for investigation.®

My statement today focuses on the progress made and important steps to
be taken by CMS to reduce fraud in Medicare. It is primarily based on our
Medicare program integrity products issued and recommendations made
from April 2004 through May 2014,% as well as selected updates on
actions CMS has taken, and will focus on progress related to three key
strategies we have identified as important to reducing fraud, waste, and
abuse, and ultimately improper payments:"!

« strengthening provider and supplier enroliment standards and
procedures,

« improving prepayment and postpayment review of claims, and
« addressing identified vulnerabilities.

In June 2014, we updated information based on new regulations

regarding enrofiment of certain providers in Medicare by examining public
documents. Our work for this statement and the products on which it was
based was conducted in accordance with generally accepted government
auditing standards. Those standards require that we plan and perform the

8CMS defines vulnerabilities to the Medicare program as issues that can lead to fraud,
waste, or abuse, which can be either specific, such as providers receiving multiple
paymenis as a result of incorrect coding for a service, or general and programwide, such
as weaknesses in online application processes. An example of a vulnerability that leads to
improper payments is providers billing for more than one blood transfusion in a hospital
outpatient setting for a Medicare beneficiary in a day, which Medicare policy does not
allow.

3in this testimony, the term provider includes entities such as hospitals or physicians, and
supplier means entities such as ambulance service providers, mammography centers, and
entities that supply Medicare beneficiaries with durable medical equipment, prosthetics,
orthotics, and supplies (DMEPOS), such as walkers and wheelchairs, This testimony will
use the term providers and suppliers when referring to all Medicare providers and
suppliers but will specify other suppliers, such as DMEPOS suppliers, when necessary.

The products listed at the end of this statement contain detailed information on the
various methodologies used in our work.

YSee GAO, Program Integrity: Further Action Needed to Address Vulnerabilities in
Medicaid and Medicare Programs, GAQO-12-803T (Washington, D.C.; June 7, 2012},

Page 3 GAO-14-7127
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audit to obtain sufficient, appropriate evidence to provide a reasonable
basis for our findings and conclusions based on our audit objectives. We
believe that the evidence obtained provides a reasonable basis for our
findings and conclusions based on our audit objectives.

Since 1996, Congress has taken important steps to increase Medicare

BaCkg round program integrity funding and oversight, including the establishment of
the Medicare Integrity Program. Table 1 summarizes several key
congressional actions.

Table 1: Key Cong t Actions to & Medicare Program Integrity Funding and Oversight
Year  Congressional action Statute
1996 Created the Medicare Integrity Program and established dedicated funding for activities to Health Insurance Portability
address fraud, waste, and abuse in federal heaith care programs, including Medicare® and };ccountability Act of
1996
2003 Directed CMS to conduct a 3-year demonstration project on the use of recovery audit Medicare Prescription Drug,

contractors (RAC) for identifying and recouping Medicare underpayments and overpayments  improvement, and
Modernization Act of 2003°

2008  Required CMS to implement a national RAC program by January 1, 2010 Tax Relief and Health Care
Act of 2006°
2010 Provided additional funding for program integrity activities and, among other things Patient Protection and ,
.+  established new provider enrollment requirements Affordable Care Act (PPACA)

«  required CMS to extend the Medicare RACs to Parts C and D of the Medicare program
« required CMS to develop core elements for provider compliance programs
« authorized surety bond requirements for certain Medicare providers®

2010 Requgired Medicare fee-for-service to begin using predictive analytics to identify and prevent SmalrlY Business Jobs Act of
fraud 2010

Source: GAD analysis of selacted federal faws. { GAO-14-7127
*The fund is known as the Health Care Fraud and Abuse Controf account.

*Pub. L. No. 104-191, §§ 201(b)-202, 110 Stat. 1936, 1993-98 (codified at 42 U.S. C. §§ 1395i(k),
1395ddd).

“Pub. L. No. 108-173, § 308, 117 Stat. 2066, 2256-57.
“Pub, L. No. 108-432, div B., titie !Il, § 302, 120 Stat, 2822, 2991-92 (codified at 42 U.S.C. § 1395
ddd(hy).
*A surety bond is a three-party agresment in which a company, known as a surety, agrees o
the if the bond p faits to keep a specified promise.

'Pub. L. No. 111-148, 124 Stat. 118 (2010), as amended by the Heaith Care and Education
Reconciliation Act of 2010, Pub. L. No. 111-152, 124 Stat, 1029,

SPredictive analytics include the use of algorithms and models to analyze claims before payment is
made in order to identify unusual or suspicious patterns or abnormalities in provider networks, claims
billing patterns, and beneficiary utilization.

"Pub. L. No. 111-240, § 4241, 124 Stat, 2504, 2598

Page 4 GAQ-14-T12T
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CMS Has
Strengthened
Provider and Supplier
Screening, but More
Can Be Done to
Improve Medicare
Program Integrity

CMS has made progress in strengthening provider and supplier
enroliment provisions, but needs to do more to identify and prevent
potentially fraudulent providers and suppliers from participating in
Medicare. Additional improvements to prepayment and postpayment
claims review would help prevent and recover improper payments.
Addressing payment vulnerabilities already identified could further help
prevent or reduce fraud.

CMS Has Strengthened
Certain Enroliment
Screening Procedures
since PPACA

Screening Provider and
Supplier Enrollment
Applications by Risk Level

PPACA authorized and CMS has impiemented new provider and supplier
enroliment procedures that address past weaknesses identified by GAC
and HHS’s Office of Inspector General (OIG) that allowed entities intent
on committing fraud to enroll in Medicare. CMS has also implemented
other measures intended to improve existing procedures. Specifically, to
strengthen the existing screening activities conducted by CMS
contractors, the agency added screenings of categories of provider and
supplier enroliment applications by risk level, contracted with new national
enroliment screening and site visit contractors, began imposing moratoria
on new enroliment of certain types of providers and suppliers, and issued
regulations requiring certain prescribers to enroll in Medicare.

CMS and OIG issued a final rule in February 2011 to implement many of
the new screening procedures required by PPACA."2 CMS designated
three levels of risk—high, moderate, and limited—with different screening
procedures for categories of Medicare providers and suppliers at each
level. Providers and suppliers in the high-risk leve!l are subject to the most
rigorous screening.® (See table 2.) Based in part on our work and that of
OIG, CMS designated newly enrolling home health agencies and

2pedicare, Medicaid, and Children’s Health Insurance Programs; Additional Screening
Requirements, Application Fees, Temporary Enroliment Moratoria, Payment Suspensions
and Compliance Plans for Providers and Suppfiers, 76 Fed. Reg. 5862 {Feb. 2, 2011). In
discussing the final rule, CMS noted that Medicare had already employed a number of the
screening practices described in PPACA to determine whether a provider is in compliance
with federal and state requirements to enroll or to maintain enroliment in the Medicare
program.

BPPACA specified that the enhanced screening procedures apply to new providers and

suppliers beginning 1 year after the date of enactment (March 23, 2010) and to currently
enrolled providers and suppliers 2 years after that date.

Page § GAO-14-712T7
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suppliers of durable medical equipment, prosthetics, orthotics, and
supplies (DMEPOS) as high risk, and designated other providers and
suppliers as lower risk fevels. Providers and suppliers at all risk levels are
screened to verify that they meet specific requirements established by
Medicare, such as having current licenses or accreditation and valid
Social Security numbers.™ High- and moderate-risk providers and
suppliers are also subject to unannounced site visits, Further, depending
on the risks presented, PPACA authorizes CMS to require fingerprint-
based criminal history checks. In March 2014, CMS awarded a contract
that is to enable the agency to access Federal Bureau of investigation
information to help conduct those checks of high-risk providers and
suppliers. PPACA also authorizes the posting of surety bonds for certain
providers and suppliers.*®

Table 2: Categories of Medicare Providers and Suppliers Designated by Risk Level for Enrollment Screening

Risk fevel C ies of Medi providers and liers

Limited Physician or nonphysician practitioners and medical groups or clinics, with the exception of physical therapists and
physical therapy groups. Ambulatory surgical centers, competitive acquisition programs/Part B vendors, end-stage
renal disease facilities, federally qualified health centers, histocompatibility laboratories,” hospitals including critical
access hospitals, indian Health Service facilities, mammography screening centers, mass immunization roster
billers,” organ procurement organizations, pharmacies newly entolling or revalidating, radiation therapy centers,
religious nonmedical heaith care institutions, rurat health clinics, and skifled nursing facilities.

Moderate Ambulance suppliers, community mental health centers, comprehensive outpatient rehabifitation facifities, hospice
organizations, independent diagnostic testing facilities, independent clinical laboratories, physical therapy including
physical therapy groups, portable X-ray suppliers, and currently enrolled (revalfidating) home health agencies.

High Prospective (newly enrolling) home heaith agencies and prospective (newly enrolling) suppliers of durable medical
equipment, prosthetics, orthotics, and supplies.

Source: GAQ analysis of CMS regulatiens. | GAO-14-712T
*The ibifity of the hi ibifity faboratory is to provide an evaluation of certain genetic
data and pertinent patient immunotogic risk factors that wilt allow the clinician and patient to decide
which approaches o transplanfation are in the patient’s best interest.

"Mass immunization roster biliers are providers and suppliers who enrolt in the Medicare program to
offer the influenza (flu} vaccinations to a farge number of individuals, and they must be properly
ficensed in the states in which they plan to operate influenza clinics.

*Screening may include verification of the following: Social Security number; Nationat
Provider Identifier (NP); National Practitioner Databank licensure; whether the provider
has been excluded from federal health care programs by OIG; taxpayer identification
number; and death of an individual practitioner, owner, authorized official, delegated
official, or supervising physician.

5a surety bond is a three-parly agreement in which a company, known as a surety,

agrees to compensate the bondholder if the bond purchaser fails to keep a specified
promise.

Page 6 GAO-14.712T
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CMS has indicated that the agency will continue to review the criteria for
its screening levels and will publish changes if the agency decides to
update the assignment of screening levels for categories of Medicare
providers and suppliers. Doing so could become important because the
Department of Justice (DOJ) and HHS reported multiple convictions,
judgments, settlements, or exclusions against types of providers and
suppliers not currently at the high-risk level, including community mental
health centers and ambutance suppliers.'® CMS's implementation of
accreditation for DMEPOS suppliers, and of a competitive bidding
program, including in geographic areas thought to have high fraud rates,
may be heiping to reduce the risk of DMEPOS fraud. " While continued
vigilance of DMEPOS supptiers is warranted, other types of providers
may become more problematic in the future. Specifically, in September
2012 we reported that a range of providers have been the subjects of
fraud investigations.'® According to 2010 data from OIG and DOJ, over
10,000 providers and suppliers that serve Medicare, Medicaid, and
Children's Health Insurance Program beneficiaries were involved in fraud
investigations, including not only home health agencies and DMEPOS
suppliers but also physicians, hospitals, and pharmacies. " in addition,
the provider type constituting the largest percentage of subjects in
criminal health care fraud investigations was medical facifities—including
medical centers, clinics, or practices—which constituted almost a quarter
of subjects in such investigations. DMEPOS suppliers made up a little
over 16 percent of subjects.

8Department of Health and Human Services and the Department of Justice, Health Care
Fraud and Abuse Control Program Annual Report for Fiscal Year 2013 (Washington, D.C..
February 2014).

17Competitive bidding is a process in which suppliers of medical equipment and supplies
compete for the right to provide their products on the basis of established criteria, such as
quality and price. See GAO, Medicare: Second Year Update for CMS’s Durable Medical
Equipment Competitive Bidding Program Round 1 Rebid, GAO-14-156 (Washington, D.C..
Mar. 7, 2014).

BGAQ, Heaith Care Fraud: Types of Providers Involved in Medicare, Medicaid, and the
Children’s Health Insurance Program Cases, GAQO-12-820 (Washington, D.C.: Sept. 7,
2012).

"®Medicaid is the federal-state program that covers acute health care, long-term care, and
other services for certain low-income people. It is also one of the largest components of
state budgets, Children’s Health Insurance Program is the joint federal-state program that
provides health coverage to children whose families have incomes that are low, but not
low enough to qualify for Medicaid.

Page 7 GAQ-14-712T
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Implementing National
Enroliment Screening and Site
Visit Contractors

Establishing Moratoria on
Enrollment of New Providers
and Suppliers in Certain Areas

We are currently examining the ability of CMS’s provider and suppiier
enroliment system to prevent and detect the continued enrollment of
ineligible or potentially fraudulent providers and suppliers in Medicare.
Specifically, we are assessing the process used fo enroll and verify the
eligibility of Medicare providers and suppliers in Medicare's Provider
Enroliment, Chain, and Ownership System (PECOS) and the extent to
which CMS’s controls are designed to prevent and detect the continued
enroliment of potentially ineligible or fraudulent providers and suppliers in
PECOS. We plan to issue a report this winter.

CMS contracted with two new types of entities at the end of 2011 to
assume centralized responsibility for two functions that had been the
responsibility of multiple contractors. One of the new contractors is
conducting automated screenings to check that existing and newly
enrolling providers and suppliers have valid licensure, accreditation, and
a National Provider Identifier (NP1), and are not on the OIG list of
providers and suppliers excluded from participating in federal heaith care
programs. The second contractor conducts site visits of providers and
suppliers, except for DMEPOS suppliers, to determine whether sites are
legitimate and the providers and suppliers meet certain Medicare
standards.?® A CMS official reported that, since the implementation of the
PPACA screening requirements, the agency had revoked over 17,000
suspect providers’ and suppliers’ ability to bill the Medicare program.?!

CMS has suspended enroliment of new home heaith providers and
ground ambulance suppliers in certain fraud "hot spots” and other
geographic areas. In July 2013, CMS first exercised its authority granted
by PPACA to establish temporary moratoria on enrolling new home health
agencies in Chicago and Miami, and new ambulance suppliers in
Houston.? in January 2014, CMS extended its first moratoria and added

Dsite visits for DMEPOS suppliers are to continue to be conducted by the contractor
responsible for their enroliment. in addition, CMS at times exercises its authority to
conduct a site visit or request its contractors to conduct a site visit for any Medicare
provider or supplier.

g, Agrawai, M.D., Deputy Administrator and Director, Center for Program integrity,
Centers for Medicare & Medicaid Services, Preventing Medicare Fraud: How Can We
Best Protect Seniors and Taxpayers?, testimony before the Senate Special Aging
Committee, 113" Cong., 2nd sess., March 26, 2014.

2nder the moratoria, existing providers and suppliers can continue to deliver and bill for

services, but no new provider and supplier applications will be approved in these areas.
CMS re-evaluates the need for such moratorta every € months.

Page 8 GAQ-14.712T
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Requiring Certain Prescribers
to Enroll in Medicare

enroliment moratoria for new home health agency providers in Fort
Lauderdale, Detroit, Dallas, and Houston, and new ambulance suppliers
in Philadelphia. These moratoria are scheduled to be in effect until July
2014, unless CMS extends or lifts them. CMS officials cited areas of
potential fraud risk, such as a disproportionate number of providers and
suppliers relative to beneficiaries and extremely high utilization as
rationales for suspending new enroliments of home health providers or
ground ambulance suppliers in these areas.

CMS recently issued a final rule requiring prescribers of drugs covered
within Medicare’s prescription drug program, Part D, to enroll in Medicare
by June 2015.% As a result of this rule, CMS is to screen these
prescribers to verify that they meet specific requirements, such as having
current licenses or accreditation and valid Social Security numbers. OIG
has identified concerns with CMS oversight of fraud, waste, and abuse in
Part D, inciuding the contractors tasked with this work. A June 2013 OIG
report found that the Part D program inappropriately paid for drugs
ordered by individuals who clearly did not have the authority to prescribe,
such as massage therapists, athletic trainers, home contractors, and
interpreters.?* OIG recommended, among other things, that there shouid
be verification of prescribers’ authority to prescribe drugs, and that CMS
should ensure that Medicare does not pay for prescriptions from
individuals without such authority. CMS agreed with OIG's
recommendations and, in discussing the final rule, stated that this new
enroliment requirement is to help ensure that Part D drugs are prescribed
only by qualified physicians and eligible professionals. To continue to help
address potential vulnerabilities in the Part D program, we are currently
examining practices for promoting prescription drug program integrity and
the extent to which CMS's oversight of Medicare Part D reflects those
practices. We plan to issue a report this fall.

Bpedicare Program: Contract Year 2015 Policy and Technical Changes lo the Medicare
Advantage and the Medicare Prescription Drug Benefit Programs. 79 Fed. Reg. 29,844
(May 23, 2014).

24Department of Health and Human Services, Office of Inspector General, Medicare

Inappropriately Paid for Drugs Ordered by individuals Without Prescribing Authority, OEl-
02-09-00608 (June 21, 2013),

Page & GAQO-14-7127
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Additional Enroliment
Screening Could Help
Ensure Potentially
Fraudulent Providers and
Suppliers Do Not
Participate in Medicare

Surety Bonds

Providers and Suppliers
Disclosure

Although CMS has taken many needed actions, we and OIG have found
that CMS has not fully implemented other enroliment screening actions
authorized by PPACA. 2 These actions could help further reduce the
enroliment of providers and suppliers intent on defrauding the Medicare
program, which is important because identifying and prosecuting
providers and suppliers engaged in potentially fraudulent activity is time
consuming, resource intensive, and costly. These actions include issuing
a rule to implement surety bonds for certain providers and suppliers,
issuing a rule on provider and supplier disclosure requirements, and
establishing the core elements for provider and supplier compliance
programs.

PPACA authorized CMS to require a surety bond for certain types of at-
risk providers and suppliers. Surety bonds may serve as a source for
recoupment of erroneous payments. DMEPOS suppliers are currently
required to post a surety bond at the time of enroliment.? CMS reported
in April 2014 that it had not yet scheduled for publication a proposed rule
to implement the PPACA surety bond requirement for other types of at-
risk providers and suppliers—such as home health agencies and
independent diagnostic testing facilities. In light of the moratoria that CMS
has placed on enrollment of home health agencies in fraud “hot spots,”
implementation of this rule could help the agency address potential
concerns for these at-risk providers across the Medicare program.

CMS has not yet scheduied a proposed rule for publication for increased
disclosures of prior actions taken against providers and suppliers
enrolling or revalidating enrollment in Medicare, as authorized by PPACA,
such as whether the provider or supplier has been subject to a payment

2GAO, Medicare Program Integrity: CMS Continues Efforts to Strengthen the Screening
of Providers and Suppliers, GAO-12-351 (Washington, D.C.: Apr. 10, 2012).

2642 U.S.C. § 1395m(a)(16)(B). A DMEPOS surety bond is a bond issued by an entity
guaranteeing that a DMEPOS supplier wilt fulfill its obligation to Medicare. If the obligation
is not met, the surety bond is paid to Medicare. Medicare Program; Surety Bond
Requirement for Suppliers of Durable Medical Equipment, Prosthetics, Orthotics, and
Supplies (DMEPOS), 74 Fed. Reg, 166 (Jan. 2, 2009).
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Compliance Program

suspension from a federal health care program.?” Agency officials had
indicated that developing the additional disclosure requirements has been
complicated by provider and supplier concerns about what types of
information will be collected, what CMS will do with it, and how the
privacy and security of this information will be maintained.

CMS has not established the core elements of compliance programs for
providers and suppliers, as required by PPACA. We previously reported
that agency officials indicated that they had sought public comments on
the core elements, which they were considering, and were also studying
criteria found in OIG model plans for possible inclusion.? As of April
2014, CMS reported that it had not yet scheduled a proposed rule for
publication.

Further Improvements to
Prepayment and
Postpayment Claims
Review May Better Identify
or Recover improper
Payments

Medicare uses prepayment review to deny claims that should not be paid
and postpayment review to recover improperly paid claims. As claims go
through Medicare’s electronic claims payment systems, they are
subjected to prepayment controls called “edits,” most of which are fully
automated; if a claim does not meet the criteria of the edit, tis
automatically denied.?® Other prepayment edits are manual; they flag a
claim for individual review by trained staff who determine whether it
should be paid. Due to the volume of claims, CMS has reported that less

27t the time of initial enrofiment or revalidation of enrollment, PPACA requires providers
and suppliers to disclose, in a form and manner and at such time as determined by the
Secretary, any current or previous affiliation with another provider or supplier that has
uncoliected debt; has baen or is subject to 2 payment suspension under a federal health
care program; has been excluded from participation under Medicare, Medicaid, or State
Chiidren’s Health Insurance Program; or has had its billing privileges denied or revoked.
Pub. L. No. 111-148, § 6401(a), 124 Stat. 119, 750 (2010).

28p compliance program is an internal set of policies, processes, and procedures that a
pravider organization implements to help it act ethically and lawfully. In this context, a
compliance pregram is intended {0 help provider and supplier organizations prevent and
detect violations of Medicare laws and regulations. OIG has developed a series of
voluntary compliance program guidance documents directed at various segments of the
health care industry, such as hospitals, nursing homes, third-party billers, and durable
medical equipment suppliers, to encourage the development and use of internal controls
to monitor adherence to applicable statutes, regulations, and program requirements.

2Edits are instructions programmed in the systems to prevent payment of incomplete or

incorrect claims. Some edits use provider enrollment information, while others use
information on coverage or payment policies, to determine whether ctaims should be paid.
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than 1 percent of Medicare claims are subject to manual medical record
review by trained personnel,

Increased use of prepayment edits could help prevent improper Medicare
payments. Our prior work found that, while use of prepayment edits saved
Medicare at least $1.76 biflion in fiscal year 2010, the savings could have
been greater had prepayment edits been used more widely.*® Based on
an analysis of a limited number of national policies and local coverage
determinations (LCD), we identified $14.7 million in payments in fiscal
year 2010 that appeared to be inconsistent with four national policies and
therefore improper.®' We also found more than $100 million in payments
that were inconsistent with three selected LCDs that could have been
identified using automated edits. Thus, we concluded that more
widespread impiementation of effective automated edits developed by
individual MACs in other MAC jurisdictions could also result in savings to
Medicare. CMS has taken steps to improve the development of other
types of prepayment edits that are implemented nationwide, as we
recommended. For example, the agency has centralized the development
and implementation of automated edits based on a type of national policy
called national coverage determinations.® CMS has also modified its
processes for identifying provider billing of services that are medically

3See GAO, Medicare Program integrity: Greater Prepayment Control Efforts Could
Increase Savings and Betler Ensure Proper Payment, GAO-13-102 (Washington, D.C.:
Nov. 13, 2012},

3'Each Medicare administrative contractor (MAC) has the authority to develop L.CDs that
delineate the circumstances under which services are considered reasonable and
necessary and are therefore covered in the geographic area where that MAC processes
claims. These local policies cannot conflict with national coverage and payment policies
established by CMS or by faw. MACs' authority to develop LCDs leads to differences in
Medicare coverage policy in different areas of the country. MACs may create prepayment
edits either to implement their LCDs or to implement national Medicare policies set by
CMS, although not every LCD or national policy is structured in a way that makes edit
development feasible. CMS has responsibility for providing information and oversight to
MACs with respect to their use of prepayment edits to promote effective stewardship of
Medicare funds.

2ems typically develops national coverage determinations for services that have the
potential to affect a large number of beneficiaries and that have the greatest effect on the
Medicare program. Development of national coverage determinations is a lengthy
process, which requires review of clinical evidence and alfows for public comment,
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uniikely to prevent circumvention of automated edits designed to identify
an unusually large quantity of services provided to the same patient.®

We also evaluated the implementation of CMS’s Fraud Prevention
System (FPS), which uses predictive analytic technologies as required by
the Small Business Jobs Act of 2010 to analyze Medicare fee-for-service
(FFS) claims on a prepayment basis. FPS identifies investigative leads for
CMS’s Zone Program Integrity Contractors (ZPIC), the confractors
responsible for detecting and investigating potential fraud.> Implemented
in July 2011, FPS is intended to help facilitate the agency’s shift from
focusing on recovering potentially fraudulent payments after they have
been made, to detecting aberrant bifling patterns as quickly as possible,
with the goal of preventing these payments from being made. However, in
October 2012, we found that, while FPS generated leads for
investigators, it was not integrated with Medicare’s payment-processing
system to allow the prevention of payments until suspect claims can be
determined to be valid. As of April 2014, CMS reported that while the FPS
functionality to deny claims before payment had been integrated with the
Medicare payment processing system in October 2013, the system did
not have the ability to suspend payment until suspect claims could be
investigated. In addition, while CMS directed the ZPICs to prioritize alerts
generated by the system, in our work examining the sources of new ZPIC
investigations in 2012, we found that FPS accounted for about 5 percent
of ZPIC investigations in that year.%> A CMS official reported in March
2014 that ZPICs are now using FPS as a primary source of leads for
fraud investigations, though the official did not provide details on how
much of ZPICs' work is initiated through the system.®

3BCMS refers to these as Medically Unlikely Edits. These edits are designed to deny
payment for services where the number of units billed exceeds the maximum number a
provider would bill under most circumstances for a beneficiary on a single date of service.

%4GAO, Medicare Fraud Prevention; CMS Has Implemented a Predictive Analytics
System, but Needs to Define Meastures to Determine its Effectivensss, GAQ-13-104
{Washington, D.C.: Oct. 15, 2012).

35GAO, Medicars Program Integrity: Contractors Reported Generating Savings, but CMS
Could Improve its Oversight, GAO-14-111 (Washington, D.C.: Oct. 25, 2013).

385 Agrawal, Preventing Medicare Fraud, testimony before the Senate Special Aging
Committee, March 26, 2014, Additionally, CMS has not published a report detailing the
results of the second year of implementation of the FPS system, as required by the Smalf
Business Jobs Act of 2010, The report was due in 2013,
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Our prior work found that postpayment reviews are critical to identifying
and recouping overpayments.*” The use of national recovery audit
contractors (RAC)* in the Medicare program is helping to identify
underpayments and overpayments on a postpayment basis,*® CMS
began the program in March 2009 for Medicare FFS.4® CMS reported
that, as of the end of 2013, RACs collected $816 million for fiscal year
2014.41 PPACA required the expansion of Medicare RACs to Parts C and
D. CMS has implemented a RAC for Part D, and CMS said it plans to
award a contract for a Part C RAC by the end of 2014. Moreover, in
February 2014, CMS announced a "pause” in the RAC program as the
agency makes changes to the program and starts a new procurement
process for the next round of recovery audit contracts for Medicare FFS
claims. CMS stated it anticipates awarding all five of these new Medicare
FFS recovery audit contracts by the end of summer 2014.

Other contractors help CMS investigate potentially fraudulent FFS
payments, but CMS could improve its oversight of their work. CMS
contracts with ZPICs in specific geographic zones covering the nation. In
October 2013, we found that the ZPICs reported that their actions, such
as stopping payments on suspect claims, resulted in more than $250
million in savings to Medicare in calendar year 2012.%2 However, CMS
lacks information on the timeliness of ZPICs’ actions——such as the time it
takes between identifying a suspect provider and taking actions to stop

See GAD, Medicare Fraud, Waste, and Abuse: Challenges and Strategies for
Preventing improper Payments, GAD-10-844T (Washington, D.C.: June 15, 2010).

3B These contractors are also referred to as Recovery Auditors.

39Rer:overy auditing has been used in various industries, including health care, to identify
and collect overpayments for about 40 years.

40The Medicare Prescription Drug, improvement, and Modernization Act of 2003 directed
CMS to conduct a demonstration of the use of RACs in identifying underpayments and
overpayments, and recouping overpayments in Medicare. Pub. L. No. 108-173, § 306,
117 Stat. 2068, 2256-57. Subsequently, the Tax Relief and Health Care Act of 2006
required CMS to implement a national RAG program by January 1, 2010. Pub. L. No. 109-
432, div. 8, title lli, § 302, 120 Stat. 2922, 2091 (codified at 42 U.S.C. § 1395ddd(h)).

#15ee Centers for Medicare & Medicaid Services, Medicare Fee for Service, National
Recovery Audit Program, Quarterly Newsletter, accessed Apr. 17, 2014,
http:/iwww.cms.gov/Research istics-Data-and-Sy 1s/Monitoring-
Programs/Medicare-FF S-Compliance-Programs/Recovery-Audit-
Program/Downloads/Medicare-FFS-Recovery-Audit-Program-1st-gir-2014.pdf.

“GA0-14-111.
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that provider from receiving potentially fraudulent Medicare payments—
and would benefit from knowing whether ZPICs could save more money
by acting more quickly. Thus we recommended that CMS collect and
evaluate information on the timeliness of ZPICs' investigative and
administrative actions. CMS did not provide comments on our
recommendation. We are currently examining the activities of the CMS
contractors, including ZPICs, that conduct postpayment claims reviews,
and anticipate issuing a report later this summer. Our work is reviewing,
among other things, whether CMS has a strategy for coordinating these
contractors’ postpayment claims review activities.

CMS has taken steps to improve use of two CMS information technology
systems that couid help analysts identify fraud after claims have been
paid, but further action is needed. in 2011, we found that the Integrated
Data Repository (IDR)—a central data store of Medicare and other data
needed to help CMS program integrity staff and contractors detect
improper payments of claims—did not include all the data that were
planned to be incorporated by fiscal year 2010, because of technical
obstacles and delays in funding.*® As of March 2014, the agency had not
addressed our recommendation, to develop reliable schedules to
incorporate all types of IDR data, which could lead to additional delays in
making available all of the data that are needed to support enhanced
program integrity efforts and achieve the expected financial benefits.
However, One Program Integrity (One Pl)—a web-based portal intended
to provide CMS staff and contractors with a single source of access to
data contained in IDR, as well as tools for analyzing those data—is
operational, and CMS has established plans and schedules for training all
intended One P1 users, as we also recommended in 2011. However, as of
March 2014, CMS had not established deadlines for program integrity
contractors to begin using One Pl, as we recommended in 2011. Without
these deadlines, program integrity contractors will not be required to use
the system, and as a result, CMS may fall short in its efforts to ensure the
widespread use and to measure the benefits of One PI for program
integrity purposes.

“3GAO, Fraud Detection Systems: Centers for Medicare and Medicaid Services Needs to
Ensure More Widespread Use, GAO-11-475 (Washington, D.C.. June 30, 2011),
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Addressing ldentified
Vulnerabilities Could Help
Reduce Fraud

Having mechanisms in place to resolve vulnerabilities that could lead to
improper payments, some of which are potentially fraudulent, is critical to
effective program management, but our work has shown weaknesses in
CMS's processes to address such vulnerabilities.* Both we and OIG
have made recommendations to CMS to improve the tracking of
vulnerabilities. In our March 2010 report on the RAC demonstration
program, we found that CMS had not established an adequate process
during the demonstration or in planning for the national program to ensure
prompt resolution of vulnerabilities that could lead to improper payments
in Medicare; further, the majority of the most significant vuinerabilities
identified during the demonstration were not addressed.* In December
2011, OIG found that CMS had not resolved or taken significant action to
resolve 48 of 62 vuinerabilities reported in 2009 by CMS contractors
specifically charged with addressing fraud.“® We and OIG recommended
that CMS have written procedures and time frames to ensure that
vulnerabilities were resolved. CMS has indicated that it is now tracking
vulnerabilities identified from several types of contractors through a single
vulnerability tracking process, and the agency has developed some
written guidance on the process. In 2012, we examined that process and
found that, while CMS informs Medicare administrative contractors (MAC)
about vulnerabilities that could be addressed through prepayment edits,
the agency does not systematically compile and disseminate information
about effective local edits to address such vulnerabilities.”” Specifically,

“reederal internal controf standards state that an agency should have policies and
procedures to ensure that (1) the findings of all audits and reviews are promptly evajuated,
(2) decisions are made about the appropriate response to these findings, and (3) actions
are taken to correct or resolve the issues promptly. These are all aspects of internal
control, which is the component of an organization's management that provides
reasonabie assurance that the organization achieves effective and efficient operations,
reliable financial reporting, and compliance with applicable laws and regulations. Internal
control standards provide a framework for identifying and addressing major performance
challenges and areas at greatest risk for mismanagement, See GAQ, Infemal Contro/
Standards: Intemal Control Management and Evaluation Tool, GAC-01-1008G
(Washington, D.C.: August 2001).

“5GAQ, Medicare Recovery Audit Contracting: Weaknesses Remain in Addressing
Vulnerabilities to Improper Payments, Although Improvements Made to Contractor
Oversight, GAO-10-143 (Washington, D.C.: Mar. 31, 2010).

“Spepartment of Health and Human Services, Office of inspector General, Addressing
Vulnerabitities Reported by Medicare Benefit integrity Contractors, OEI-03-10-00500
(December 2011).

“GAO-13-102.
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we recommended that CMS require MACs to share information about the
underlying policies and savings related to their most effective edits, and
CMS generally agreed to do so. In addition, in 2011 CMS began requiring
MACs to report on how they had addressed certain vulnerabilities to
improper payment, some of which could be addressed through edits.

We also made recommendations to CMS to address the miltions of
Medicare cards that display beneficiaries’ Social Security numbers, which
increases beneficiaries’ vuinerability to identity theft.*® In August 2012, we
recommended that CMS (1) select an approach for removing Social
Security numbers from Medicare cards that best protects beneficiaries
from identity theft and minimizes burdens for providers, beneficiaries, and
CMS; and (2) develop an accurate, well-documented cost estimate for
such an option. In September 2013, we further recommended that CMS
(1) initiate an information technology project for identifying, developing,
and implementing changes for the removal of Social Security numbers;,
and (2) incorporate such a project into other information technology
initiatives. HHS concurred with our recommendations and agreed that
removing the numbers from Medicare cards is an appropriate step toward
reducing the risk of identity theft. However, the department also stated
that CM$S could not proceed with changes without agreement from other
agencies, such as the Social Security Administration, and that funding
was also a consideration. Thus, CMS has not yet taken action to address
these recommendations. We are currently examining other options for
updating and securing Medicare cards, including the potential use of
electronic-card technologies, and expect to issue a report early next year.

In conclusion, although CMS has taken some important steps to identify
and prevent fraud through increased provider and supplier screening and
other actions, the agency must continue to improve its efforts to reduce
fraud, waste, and abuse in the Medicare program. identifying the nature,
extent, and underlying causes of improper payments, and developing
adequate corrective action processes to address vuinerabilities, are
essential prerequisites to reducing them. As CMS continues its
implementation of PPACA and Small Business Jobs Act provisions,

“8GAO, Medicare Information Technology: Centers for Medicare and Medicaid Services
Needs to Pursue a Solution for Removing Social Security Numbers from Cards,
GAO-13-761 (Washington, D.C.: Sept. 10, 2013) and GAO, CMS Needs an Approach and
a Reliable Cost Estimate for Removing Social Security Numbers from Medicare Cards,
GAO-12-831 {(Washington, D.C.: Aug. 1, 2012).
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additional evaluation and oversight will help determine whether
implementation of these provisions has been effective in reducing
improper payments. We are investing resources in a body of work that
assesses CMS's efforts to refine and improve its fraud detection and
prevention abilities. Notably, we are currently assessing potential use of
electronic-card technologies, which can help reduce Medicare fraud. We
are also examining the extent to which CMS’s information system can
help prevent and detect the continued enroliment of ineligible or
potentially fraudulent providers and suppliers in Medicare. Additionally,
we have a study under way examining CMS's oversight of fraud, waste,
and abuse in Medicare Part D to determine whether the agency has
adopted certain practices for ensuring the integrity of that program. We
are also examining CMS’s oversight of some of the contractors that
conduct reviews of claims after payment. These studies are focused on
additional actions for CMS that could help the agency more systematically
reduce potential fraud in the Medicare program.

Chairman Murphy, Ranking Member DeGette, and Members of the
Subcommittee, this concludes my prepared remarks. | would be pleased
to respond to any questions you may have at this time.
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Appendix |: Abbreviations

CMS Centers for Medicare & Medicaid Services

DMEPOS durable medical equipment, prosthetics, orthotics, and
supplies

DOJ Department of Justice

FFS fee-for-service

FPS Fraud Prevention System

HHS Department of Health and Human Services

IDR Integrated Data Repository

LCD local coverage determination

MAC Medicare administrative contractor

NP} National Provider Identifier

QG Office of Inspector General

One PI One Program Integtity

PECOS Provider Enrofiment, Chain, and Ownership System

PPACA Patient Protection and Affordable Care Act

RAC recovery audit contractor

ZPIC Zone Program Integrity Contractor
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Mr. MURrPHY. Thank you. I thank all the witnesses. I will now
begin some questions for 5 minutes. Dr. Agrawal, you need to know
whether the agency’s actions have been successful in reducing
fraud and abuse, and one way that the agencies examine the effect
on this is by measuring performance as required by the Govern-
ment Performance and Results Act of 1993 as amended by the
GPRA Modernization Act. One of CMS’s goals is to fight fraud and
work when they’ve made improper payment. Isn’t that right?

Dr. AGRAWAL. We are absolutely focused on the improper pay-
ment rate and working to reduce that rate.

Mr. MURPHY. And isn’t it correct that CMS’s target improper
payment rate for Medicare fee for service for fiscal year 2013 was
8.3 percent? Is that about what the target was?

Dr. AGRAWAL. Yes.

Mr. MURPHY. Now, that translates to about $36 billion in losses.
So what I don’t understand is why is it acceptable to have about
a $36 billion loss rate that is acceptable?

Dr. AGRAWAL. I don’t think it is about acceptability, sir. We are
focused on the improper payment rate and reducing that rate as
much as feasible.

I will say just two points on the improper payment rate. One is
it is not equivalent to the fraud rate. Improper payments do not
measure the amount of criminal behavior that is in the Medicare
program. That is often an area of confusion I find among stake-
holders. Second, what it really does I think show, demonstrate, is
the ability of providers to follow our strict payment guidelines and
requirements, namely and most particularly, documentation re-
quirements. So we see for example areas where the improper pay-
ment rate continues to rise, like certain institutional providers,
DME suppliers, home health services, and we do think——

Mr. MURPHY. It went up for 2013 for you to 10.7 percent, I think.

Dr. AGRAWAL. Well, I think what we have done is institute a lot
more specific requirements in those areas in order to reduce fraud,
waste and abuse. Those requirements can take time for providers
to catch up with, and what we see is documentation lags and the
improper payment rate goes up.

Mr. MuURPHY. I guess I am concerned about that you went from
8.5 percent to 10.7 percent which says it is getting worse.

Dr. AGRAWAL. Again, I think it is an outcome of our more strin-
gent requirements. I think this shows the balancing act between
trying to be very strong on program integrity which is really en-
forced by strong rules and regulations and then those rules and
regulations being difficult for providers to follow.

Mr. MuUrPHY. The bottom line up front, though, is you didn’t
meet your goals and it is getting worse.

Dr. AGRAWAL. Correct. Well, we did not meet our goal, and we
have taken proactive steps to help reverse that trend. One is we
work very closely with providers to help educate them on our rules
to make sure that they are able to follow our rules, follow our docu-
mentation requirements. We have instituted point audits that
allow us to look at specific

Mr. MURPHY. I get all that. I am just saying bottom line for tax-
payers is the amount of money that has been done in improper
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payments is greater than the entire budget of the State of Pennsyl-
vania. So I hope you will improve that.

Let me ask this. I am trying to find ways that can facilitate you
on this because you are probably familiar with that old quote from
the bank robber Willie Sutton why he robbed banks, and he says
because that is where the money is. So with $600 billion in Medi-
care spending, that looks like a ripe target for a lot of people. But
the fact that he was convicted as a bank robber, I believe the way
the laws and regulations are written right now, those types of
criminal convictions wouldn’t prevent you from giving someone
Medicare payments, am I correct? They could still slip through the
system?

Dr. AGRAWAL. Certain convictions we can revoke from the Medi-
care program for

Mr. MurpPHY. Would bank robbery be one of them?

Dr. AGRAWAL. Felony convictions? So I am no lawyer. I assume
bank robbery is a felony conviction.

Mr. MURPHY. A felony conviction.

Dr. AGRAWAL. If it is a felony conviction, then yes, we can kick
people out of the Medicare program.

Mr. MurPHY. I just want to be sure. Mr. Cantrell, would you
know if someone with some felony conviction—we are trying to im-
prove this. So if it is not there, I would like to know. Insurance
fraud, auto insurance fraud, tax fraud. I believe tax fraud is still
acceptable, that they wouldn’t be kicked out of the program. Do ei-
ther of you know that?

Mr. CANTRELL. As it relates to our exclusion authority?

Mr. MURPHY. Yes.

Mr. CANTRELL. There are requirements that link it to in connec-
tion with the delivery of a healthcare item or service.

Mr. MURPHY. But if it is not healthcare. So if someone was in-
volved with auto insurance fraud or assault or convicted of clinical
research fraud, if it is not health, right, they can still be a Medi-
care provider, am I correct

Dr. AGRAWAL. We have

Mr. MURPHY [continuing]. The way the law is currently written?

Dr. AGRAWAL. We have very proscribed guidelines for what we
can revoke for. They are four types of felony convictions.

Mr. MURPHY. I am trying to help you so——

Dr. AGRAWAL. These are not——

Mr. MurpPHY. If you would like it stricter, we need to know this.
So if someone has a history of criminal fraud, criminal felony be-
havior, and you can’t exclude them, I think one of the best predic-
tors of future problems is past. And if someone has a pattern of
this, can they still slip through and be a provider for Medicare?

Dr. AGRAWAL. Yes, I think the agency agrees with you, sir. In
fact, we have taken steps in the last year to put out a proposed
rule that would actually expand our use of this felony conviction.

Mr. MurpPHY. Well, we would like to work with you on that. Let
me ask one other thing. Can someone with a foreign address or just
a box number also be a Medicare provider? Do you go through and
check those records?
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Dr. AGRAWAL. We do check records. We have automated checks
for addresses as well as the ability to conduct on-site visits to make
sure that these are legitimate places of business.

Mr. MUrPHY. Can someone with a foreign address be a Medicare
provider?

Dr. AGRAWAL. I would have to check specifically on that, but I
believe the answer is no.

Mr. MurpHY. OK. We will find out. Ms. DeGette, you are recog-
nized for 5 minutes.

Ms. DEGETTE. Dr. Agrawal, in your testimony you discussed how
taxpayers get a significant return on investments to reduce Medi-
care fraud, is that right?

Dr. AGRAWAL. Yes.

Ms. DEGETTE. And I have been told for each dollar we spend, we
save more than a dollar. Is that right?

Dr. AGRAWAL. Yes.

Ms. DEGETTE. Why is that true?

Dr. AGRAWAL. Our activities are having impact. I think we have
clearly

Ms. DEGETTE. But why for each dollar that we spend do we save
more than a dollar?

Dr. AGRAWAL. I think our activities have a cumulative effect, so
they can actually prevent dollars from going out the door in the
first place. They have sentinel effects where we see impact beyond
just the specific providers and suppliers that we are looking at. I
think all those things cumulatively lead to that higher ROI.

Ms. DEGETTE. It is a systemic issue?

Dr. AGRAWAL. Correct.

Ms. DEGETTE. OK. And what are the sources of funds for CMS
program integrity efforts?

Dr. AGRAWAL. We have a variety of funds. We have both Medi-
care and Medicaid funds. We have Small Business Jobs Act funds
that are connected, for example, to the FPS, HCFAC funds.

Ms. DEGETTE. How much will CMS spend this year on Medicare
and Medicaid program integrity efforts?

Dr. AGRAWAL. I would have to come back to you with a specific
number. I am not sure about——

Ms. DEGETTE. I would appreciate it

Dr. AGRAWAL [continuing]. The total application——

Ms. DEGETTE [continuing]. If you would supplement your re-
sponse.

Dr. AGRAWAL. Absolutely.

Ms. DEGETTE. Do you remember how much you spent in 20127

Dr. AGRAWAL. No, ma’am.

Ms. DEGETTE. OK. Do you know if there has been an increase
or a reduction in funding for fighting fraud over the last 2 years?

Dr. AGRAWAL. Well, we have experienced between the sequester
and then sort of flat-funding is a general flattening out of our fund-
ing and that has forced us to make certain budgetary decisions
about what programs and tools to focus on.

Ms. DEGETTE. Now, you mentioned the layoffs, and I talked
about that in my opening statement. What other programmatic ad-
justments have you made?
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Dr. AGRAWAL. Well, I might just point out that the layoffs most
significantly impacted the Office of Inspector General——

Ms. DEGETTE. OK.

]ﬁr. AGRAWAL [continuing]. Which we take seriously obviously as
well.

Ms. DEGETTE. So Mr. Cantrell, maybe you can answer that.

Mr. CANTRELL. Sure. Our budget is primarily funded—our
healthcare oversight is primarily funded by the Healthcare Fraud
and Abuse Control Act, and that fund is—we get about $300 mil-
lion a year. But with sequestration, it takes about $14 million out
of that healthcare oversight fund. We have another funding stream
that we call our discretionary fund that funds all of our other activ-
ity related to the Department of Health and Human Services but
not the Medicare and Medicaid programs.

Ms. DEGETTE. Have you made programmatic adjustments to ac-
count for the budget cuts or have you just laid people off?

Mr. CANTRELL. We haven’t laid people off. We have lost people
through attrition.

Ms. DEGETTE. OK.

Mr. CANTRELL. We have reduced investments in things like
training, equipment

Ms. DEGETTE. Now you have fewer people doing the job.

Mr. CANTRELL. That is correct.

Ms. DEGETTE. Right?

Mr. CANTRELL. That is correct.

Ms. DEGETTE. So are you trying to make them figure out how
to do the job more efficiently?

Mr. CANTRELL. We do. We are trying to focus our work on the
areas where we can have the greatest impact. So the biggest thing
we are doing is picking our work. There is much more work in this
program than we have the ability to do. So we are being very stra-
tegic about the work that we select, and placing our resources in
areas where they can have the greatest impact is our strategy here.

Ms. DEGETTE. So this is really a situation. If we adequately
funded you, then you could actually do more investigations and
pick more cases, correct?

Mr. CANTRELL. Absolutely.

Ms. DEGETTE. Now, for either one of you who knows the answer
to this, while we have been having a slight reduction in the fund-
ing, at the same time, the Medicare population has increased and
Medicare expenditures have increased. Is that correct, Dr.
Agrawal?

Dr. AGRAWAL. That is correct.

Ms. DEGETTE. You know, Mr. Chairman, I think that there are
some things you can do by efficiencies and by being smart and so
on. But when you cut $30 million from CMS’s integrity efforts, I
am not sure how much you can make up for that.

Dr. Agrawal, the administration has asked for significant in-
crease in program integrity funding for fiscal year 2015, over $400
million. Is that correct?

Dr. AGRAWAL. Yes.

Ms. DEGETTE. And what would you do with that funding?

Dr. AGrawAL. That funding would really allow us to expand pro-
grams that we know have impact. As an example, our prior author-
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ization demo could be expanded nationally into program areas that
it doesn’t currently cover. We know that that could have impact.

Ms. DEGETTE. Do you think that would assist you?

Dr. AGRAWAL. Absolutely.

Ms. DEGETTE. Perhaps you can also add to your supplement, to
your testimony, some of the things, some of your plans for this
money if Congress appropriates the money.

Dr. AGRAWAL. I will do that.

Ms. DEGETTE. OK. Thanks. Mr. Cantrell, let us see, what would
you be able to do with the funding if we adequately funded your
agency?

Mr. CANTRELL. Well, first we would hire more investigators,
auditors, evaluators, attorneys to support the work that we are
doing and actually have more boots on the grounds performing this
type of oversight work. We also need investments in technology. As
we deploy electronic health record systems throughout the country
and that becomes a greater adoption of EHR, that creates digital
evidence that we have to collect, store, maintain and sort through.
So we need investments in technology to maintain, to kind of stay
above water here in this area that continues to evolve.

b N{{s. DEGETTE. Thank you. Thank you, Mr. Chairman. I yield
ack.

Mr. MurPHY. Thank you. Now I recognize Mr. Burgess, or Dr.
Burgess, for 5 minutes.

Mr. BURGESS. Thank you, Mr. Chairman. So again, I appreciate
everyone being here this morning. If I understood your testimony
correct, we are doing a great job. If you just give us a little bit more
money, we will do a better job, and yet the problem continues. Year
after year after year we are here having these same hearings.

Let me just ask—I have got questions that I must ask, but at the
same time, I feel obligated to make the statement that, yes, I sup-
ported the sequester. It was a policy that I supported, but it was
the President who signed it into law. Now, we all knew after the
President signed it into law that it was going to affect the Depart-
ment of Health and Human Services significantly at a time when
the President’s healthcare law was being implemented. So I had
asked repeatedly for someone, the Secretary of HHS, to come to
this committee and talk about how you were going to deal with an
8- to 10-percent reduction in across-the-board funding, how were
you going to prioritize. I would think, Mr. Cantrell, you would
prioritize your department. I don’t know why you would prioritize
money going to build an exchange that you then had to reinvest
when they didn’t build the exchange the right way. But I am not
the head of HHS, so I don’t make those decisions. So please forgive
me if I am a little bit circumspect about people coming in here and
saying more money for my agency, more money for my agency,
when my God, you have wasted so much money in that agency in
the last 4 years that it is just absolutely astounding.

Now, let us get to the reason why we are here. Mr. Cantrell, do
you have recommendations, your office, the Office of Inspector Gen-
eral, have recommendations and have you made recommendations
to the Centers for Medicare and Medicaid Services relating to im-
provements in the screening of providers that have not been adopt-
ed?



72

Ms. JARMON. I can answer that question. We have several rec-
ommendations. In fact, we posted in March 2014 a compendium of
priority recommendations that are unimplemented, and that has
over 100 recommendations to CMS, many related to Medicare and
Medicaid payment and process issues and some related to quality
of care. So we do have several recommendations that we have been
working with CMS, and they have been unimplemented but——

Mr. BURGESS. Let me just ask

Ms. JARMON [continuing]. We are still working with them.

Mr. BURGESS [continuing]. The question, Dr. Agrawal or Mr.
Cantrell. What is the status of the implementations of those rec-
ommendations from the Office of Inspector General?

Dr. AGRAWAL. You know, we have appreciated the recommenda-
tions that are provided to us, both by the OIG as well as GAO. We
work diligently to implement those recommendations based on our
ability to do so, and budgetary and other resource constraints.

Since January 2013, we have completed or closed out over 60 rec-
ommendations provided to us by GAO and OIG. We continue to
work through the remaining recommendations in order of priority
based on their potential impact on our program. But we do appre-
ciate those recommendations.

Mr. BURrGESS. Will you provide to the committee a list of those
recommendations that have been made which have not yet been
implemented? Are you able to do that?

Dr. AGRAWAL. I can do that.

Mr. BURGESS. And the committee would appreciate that informa-
tion.

There was an article in Bloomberg not too terribly long ago talk-
ing about doctors who have lost their licenses and continued to get
paid by Medicare. I mean, I always lived in fear—as a practicing
physician, I always lived in fear of getting a bad mark at the Na-
tional Practitioner Data Bank. I would assume that all of these
doctors have recorded activity in the National Practitioner Data
Banks. Dr. Agrawal, do you query the National Practitioner Data
Bank when you authorize or when you permit someone to bill the
Medicare system?

Dr. AGRAWAL. Yes. And I share your feelings about my medical
license as well, Dr. Burgess. It is something that I guard very care-
fully and want to make sure is untarnished.

We access a lot of different data sources including the NPDB and
over 200 other data sources to check things like licensure. As I said
in my opening remarks, we revoked over 800 providers just since
the beginning of this year for licensure issues. This was an area
of vulnerability for us, even a couple of years ago, that we have
really worked hard to close by getting access to all the right data
at the state level so that we can do automated checks on licenses
literally every week and revoke any providers that don’t have ap-
propriate licensure.

Mr. BURGESS. You know, a lot of the substance of this hearing
came about because of the local article in the newspaper back home
where you had a doctor, a CEO of a hospital chain, who had re-
ceived $17 million from the stimulus to improve medical records in
his system. And then it was found that the medical records were
boxed up and sitting in the basement being eaten by rodents. So
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I guess you would classify that as meaningless use of health infor-
mation technology. But yet, at the same time, with this bad and
egregious an offense, he continues to get paid by CMS. Is this just
a one-off or are there other such stories out there in the country?

Dr. AGRAWAL. I think it is a notable case. It is one that I know
well personally. I can tell you that we have a lot of checks in place
to ensure that that kind of thing does not happen both before pay-
ments are made and after.

Mr. BURGESS. But it did happen.

Dr. AGRAWAL. I agree that it did. I think in part this person was
providing misleading information to the agency, and we were also
made aware about law enforcement concerns well into their proc-
ess. And I think OIG would agree here that early collaboration be-
tween our agencies is very helpful. That allows us to take the ac-
tions that we can take very quickly, and we can work with law en-
forcement to facilitate their actions as well.

Mr. BURGESS. Then do it.

Mr. MUrPHY. Thank you.

Mr. BURGESS. Early collaboration is the key. I yield back, Mr.
Chairman.

Mr. MURPHY. Just a quick question. When you are getting that
clarifying data for the committee with regard to recommendations
you have made that have not been implemented, if they have not
been implemented, could you let us, with each one, explain some
reason of why that is, if it is some federal action, if there is any
state action, if states are not sending you data. That is extremely
important. We want to help you, but we need to have that thorough
report.

I now recognize the gentleman from Texas, Mr. Green, for 5 min-
utes.

Mr. GREEN. Thank you, Mr. Chairman, and ranking member. Dr.
Agrawal, can you tell me more about how the Affordable Care Act
helps CMS in fighting Medicare fraud? Specifically, can you expand
a little on CMS’s provider enrollment and screening process?

Dr. AGRAWAL. Absolutely, and thank you for the question. The
Affordable Care Act has had significant impact on our ability to
safeguard the program and particularly in the area of provider en-
rollment and screening. The ACA really required us to, for the first
time, categorize providers based on the risk of fraud and subject
higher risk providers to greater levels of scrutiny. That includes
automated checks, site visits, fingerprinting. All of that was made
possible by the Affordable Care Act.

In addition, our moratorium authority, our requirement to revali-
date all providers on a cyclic basis, again, comes out of the ACA.

Mr. GREEN. OK. I appreciate it because some of the savings from
the ACA was actually giving CMS the tools to go after the fraud.
We would prefer not to read it on the front page of the papers be-
fore we can get to you.

The health reform bill includes the authority for CMS enact mor-
atorium on enrolling new providers. Has CMS used this new tool
yet?

Dr. AGRAWAL. We have. So we implemented the first moratoria
last summer in July. We have moratoria in two different provider
categories, ambulance services, and home health services in seven
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different metropolitan areas and are closely monitoring the impact
of that moratorium.

I should also say while the moratorium is in place, we have real-
ly stepped up our activities to make sure that we are taking action
on the providers that are already in the moratoria area.

Mr. GREEN. OK. Good. Because I represent the Houston area,
and it seems like we are ground zero for some of the fraud, and
I appreciate that. How does the moratorium help fight the fraud?

Dr. AGRAWAL. Well, what the moratoria really allows us to do is
essentially close the door for enrollment, in this case, for new am-
bulance services as in Houston or home health agencies in other
parts of the country. That gives us an opportunity to clean up the
providers or suppliers that are already there and work very closely
with law enforcement. We actually work very closely with them in
identifying these areas for the moratoria and then in the stepped-
up activities to make sure that we are cleaning up those areas be-
fore eliminating the moratoria.

Mr. GREEN. OK. The Affordable Care Act required Medicare pro-
viders to report and return overpayments once they are identified.
Failing to do so would constitute a federal crime under the False
Claims Act. Was this requirement necessary and have you seen evi-
dence of providers complying with this requirement and is it being
enforced?

Dr. AGRAWAL. I am sorry, Mr. Congressman. I missed the begin-
ning part of your question.

Mr. GREEN. The Affordable Care Act required Medicare providers
to report and return overpayments once they are identified, and
failing to return those payments would constitute a federal crime
under the False Claims Act. I was wondering if this is being en-
forced and how it is working.

Dr. AGRAWAL. Yes, we published a proposed rule on this, and we
are looking to finalize that. We do see providers actually taking
just the statutory authority seriously itself and actually returning
overpayments voluntarily. We have also promulgated another pro-
posed rule that would actually have overpayments follow providers
if they try to close down one location and open up another one.
They will have to pay the overpayment before they can get into the
program again.

Mr. GREEN. OK. Ms. King, do you have a view on how CMS is
doing at implementing the broad range of new Affordable Care Act
anti-fraud positions? And after you, I would like to give Dr.
Agrawal a chance to respond.

Ms. KING. Yes, we view the new provisions in the Affordable
Care Act as a positive step because we are in favor of keeping peo-
ple out of the program who shouldn’t be in the program, and right
now our investigative team has work under way to determine
whether people are being kept out of the program as they should
be and whether people who have committed bad acts and should
be thrown out of the program are being thrown out. And we should
be able to report on that by the end of the year.

Mr. GREEN. OK. Thank you. Dr. Agrawal, do you have a com-
ment on that, how CMS is doing with the GAO?

Dr. AGRAWAL. Sure. And again, I appreciate Ms. King’s com-
ments and agree that their recommendations are very important.
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We have done a lot based on their recommendations to strengthen
our program in Part D, in basic provider enrollment and screening.
There are other recommendations that we continue to work
through, but they are very helpful to us.

Mr. GREEN. OK. Thank you, Mr. Chairman. I yield back.

Mr. MurpPHY. Thank you. Now I recognize Ms. Blackburn for 5
minutes.

Mrs. BLACKBURN. Thank you, Mr. Chairman. Dr. Agrawal, I
want to come to you. You mentioned in your testimony that since
2011, 20,000 providers and suppliers had their participation in
Medicare revoked and some from felony convictions and some from
administrative actions. And also, you mentioned that CMS has
issued a proposed rule that would clarify the list of felony convic-
tions that may result in a denial of participation. And yet, I have
heard from constituents that some of these bad actors that are out
there continue to do business because they change their names and
they start a new business. But it is the same bad group of people.
And we have seen this time and again, and I know the chairman,
a couple of years ago, had a piece of legislation that went through
judiciary, didn’t get very far at the time. We need to bring it back.
It would say if you have ever been convicted, you can in no way
participate and benefit.

GAO has recommended that CMS could potentially thwart this
type of behavior by strengthening enrollment procedures as is cur-
rently authorized, and CMS could require additional disclosure in-
formation on the front end. And yet, according to GAO, it hasn’t
been done. My question to you is this. After 20 years after being
on a fraud high-risk list, when can the taxpayers expect to see re-
sults from some common-sense activity in this arena?

Dr. AGRAwAL. Well, I think we clearly are seeing results, and 1
think you saw that in the testimony that I provided to the com-
mittee this morning that there are clear results of our activities.
Now, I, too, am frustrated by the kind of case that you are identi-
fying. If there are cases like that specific ones that we can work
on with your office, I would be happy to do that.

Let me just say that we are working toward strengthening disclo-
sure requirements. We actually have a proposed rule that would re-
quire far more disclosure to resolve issues just like that so that we
can actually prevent people from entering the program that are
just changing names and switching from company to company. I
think that kind of approach is indeed very frustrating, and we are
working to expand our authorities to get greater clarity.

Mrs. BLACKBURN. Well, you are not giving me the granular level
that I am seeking. Tell me specifically what you are going to do be-
cause when I talk to my constituents, they say we want to know
specifically what is going to be done about this. It is our money,
and you are wasting it.

Dr. AGRaAWAL. Well, beyond the overall approach that I have de-
scribed, there are two things that I think will affect the situation.
One is we are expanding our ability to actually revoke or deny en-
rollment for a broader list of felony convictions than we currently
are authorized to do, and second, we are requiring greater trans-
parency at the time of attempted enrollment so that if there are
overpayments from other enrollments that that provider had, we
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can actually deny enrollment until those overpayments are recov-
ered. Those are two very specific things that I think will go directly
at the cases that you are talking about.

Mrs. BLACKBURN. But why did we let them in the program in the
first place?

Dr. AGRAWAL. Well, again, historically, I think Medicare has had
a more open enrollment process than it has had since the passage
of the Affordable Care Act. So we are working very diligently every
day to clean up those records and hence, the numbers that you
have seen of over 300,000 deactivations and over 20,000 revoca-
tions

Mrs. BLACKBURN. OK. Does CMS give bonuses?

Dr. AGRAWAL. Pardon me?

Mrs. BLACKBURN. Does CMS give performance bonuses to em-
ployees?

Dr. AGRAWAL. I am not sure. I don’t really manage our HR func-
tion. I don’t know what kind of bonuses——

Mrs. BLACKBURN. Do you get a performance bonus?

Dr. AGRAWAL [continuing]. That we do. I joined the agency in
this role 3 2 months ago.

Mrs. BLACKBURN. OK.

Dr. AGRAWAL. I haven’t qualified for bonuses.

Mrs. BLACKBURN. Mr. Cantrell, did you get a performance bonus?

Mr. CANTRELL. We do pay performance bonuses in OIG based on
our ranking of record.

Mrs. BLACKBURN. OK. Ms. Jarmon, HHS, do they do performance
bonuses?

Ms. JARMON. I am in the same office with Mr. Cantrell. There
are performance bonuses based on performance.

Mrs. BLACKBURN. OK. All right. Let me come back, Mr. Cantrell
and then also—let me talk to you about this issue. I have got a
prop back here.

[Chart shown.]

Mrs. BLACKBURN. Identity theft and privacy is a huge issue, and
this is something we have tried repeatedly to get cleaned up. This
is a copy of a Medicare card. Now, what we have that is a problem
with identity theft, you have got the program, the health insurance
program it is in, Medicare. You have got the name. And this Medi-
care claim number is the Social Security number. When are you
going to delink these and make certain that a Social Security and
a name do not appear on this card? When are you going to change
that?

Dr. AGrRAWAL. I think you are probably asking me, not Mr.
Cantrell. So we have

Mrs. BLACKBURN. I am sorry. I thought I called for you and then
I would like to know from Ms. King, has GAO recommended doing
this?

Ms. KiNG. We have.

Mrs. BLACKBURN. OK. Back to you, Doctor.

Dr. AGRAWAL. So this is an area——

Mrs. BLACKBURN. Why not?

Dr. AGRAWAL [continuing]. We have looked at. We have appre-
ciated the recommendations. We are not, as an agency, opposed to
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the idea. It is, however, a challenging idea that requires a lot of
sort of rigor to implement——

Mrs. BLACKBURN. Do something. Take an action. Be brave.

Dr. AGRAWAL. I think we need to be adequately resourced

Mrs. BLACKBURN. I yield back.

Dr. AGRAWAL [continuing]. By the Congress to be able to do that.
But yes, we appreciate the ability.

Mr. MurpHY. Dr. Agrawal, do you have the authority to make
thact1 f)lecision to eliminate the Social Security number from the
cards?

Dr. AGRAWAL. I think we as an agency could do that. Again, how-
ever, as we have discussed this with the GAO, making this change
would require changes to over 70 systems that CMS has. It would
also require changes to state Medicaid agency systems, private in-
surers that deal with us in Part C and D as well as even poten-
tially on the provider side. So there is quite a bit of burden across
the healthcare community to make this change. Again, we are not
opposed to it. I think as an agency we just need to be adequately
resourced to be able to take on that challenge.

Mr. MURPHY. Just don’t hire the same company that did the
Obamacare rollout. You can do better. Ms. Schakowsky first.

Ms. SCHAKOWSKY. I would like to talk a little bit about fraud and
the Medicare Part D program. Dr. Agrawal, CNS released a Medi-
care Part D proposed rule in January of 2005. What steps did that
rule take to reduce fraud in Medicare Part D?

Dr. AGRAWAL. So just to clarify, this is the rule that we finalized
now 3 weeks ago, or roughly 3 weeks ago, is that correct?

Ms. SCHAKOWSKY. Yes.

Dr. AGRAWAL. Yes. I think that rule is going to have really im-
portant impact for us in Part D. One thing is it extends our con-
trols and safeguards in Parts A and B to Part D. It will actually
require an enrollment of providers in the Medicare program to—
even if all they do is prescribe in the Part D program. So we will
have much more transparency into who those providers are, and I
think importantly, we can keep revoked and excluded providers out
of the Part D program so they can no longer prescribe.

A second big impact is that it will allow us for the first time to
go after abusive prescribing. So this will be not just those pre-
scribers that have actually committed fraud but will allow us to go
upstream of the problem and actually be much more preventive to
make sure that prescribers that are endangering the safety and
health of our beneficiaries, for example, can be taken action against
and we can actually kick them out of the program.

Ms. SCHAKOWSKY. So it is a financial issue, but also a health
issue for a patient?

Dr. AGRAWAL. Absolutely.

Ms. ScHAKOWSKY. OK. So I appreciate these steps. Fraud in Part
D appears to be a problem that is increasing, and it is important
that CMS act quickly to nip this fraud in the bud.

Mr. Chairman, fraud is not the only problem with Medicare Part
D. Waste and abuse is also a problem. In particular, taxpayers and
beneficiaries are forced to pay too much for prescription drugs be-
cause Medicare Part D plans are not able to negotiate for lower
prices. The poster child for high Medicare Part D prices will soon
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be Sovaldi, which Mr. Waxman was talking about, the Hepatitis C
drug manufactured by Gilead. The company charges $84,000 for a
course of treatment. A recent analysis by researchers from George-
town University and the Kaiser Family Foundation found that
Medicare Part D coverage for Sovaldi alone would increase Medi-
care drug spending by $6.5 billion, or 8 percent, in 2015 which is
an astounding amount of money for one drug. While Gilead pro-
vides substantial discounts on this same drug in other countries
and for the VA and the Medicaid program, these discounts are not
available to Medicare Part D plans. According to the studies’ au-
thors, “It is likely to be hard for Part D plans to have an impact
on the price in the case of Sovaldi. Part D sponsors have little ne-
gotiating power.”

Mr. Chairman, Sovaldi is not unique. Part D plans are not able
to obtain significant discounts on many expensive drugs. So Mr.
Cantrell, the Inspector General has conducted analyses of Part D
drug prices and compared prices charged for the same drugs on
Medicaid. Can you tell us what those investigations have found?

Mr. CANTRELL. I can tell you that Part D drug prices are higher.
We are paying more in Medicare than we are in Medicaid, and our
work has come out of the Office of Evaluation and Inspections and
somewhat from the Office of Audit Services. So I will pass on to
Ms. Jarmon.

Ms. ScHAKOWSKY. OK.

Ms. JARMON. One of the things we have looked at are rebates—
the Part D drug prices were higher than Medicaid prices because
Medicaid received higher rebates. Average rebates for Medicaid
drugs were 45 percent of the cost while average rebates from Part
D drugs were only 19 percent of cost. And in the Compendium of
Unimplemented Recommendations, we actually have several rec-
ommendations related to payment policies, looking at lab costs, and
the differences between Medicare and Medicaid prices for these
same services.

Ms. SCHAKOWSKY. And how much would the—so you are saying
that there is an administration proposal that would end the waste
and require higher rebates for Part D drugs, is that right?

Ms. JARMON. I am not sure if there is a proposal.

Ms. SCHAKOWSKY. Dr. Agrawal?

Dr. AGRAWAL. There is. There is an item in the President’s budg-
gt that would put Medicare payments on par with the Medicaid re-

ates.

Ms. SCHAKOWSKY. And how much would that proposal save tax-
payers?

Dr. AGRAWAL. I would have to look back at the O Act estimation.
I can get back to you about that.

Ms. SCHAKOWSKY. OK. The number I have heard, and you can
confirm it, is about $150 billion would be saved by that one change.

Dr. AGRAWAL. Right.

Ms. SCHAKOWSKY. And I would certainly support that change.
Thank you, and I yield back.

Mr. MurpHY. Thank you. Now I recognize Mr. Olson for 5 min-
utes.

Mr. OLSON. I thank the chair for having this hearing that is re-
quired by our rules. Welcome to all the witnesses. Before I get to
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my questions, I want to tell you about what Medicare fraud looks
like back home in Texas 22, in Houston in particular. These are
some stories that have been in local papers. January 24, 2014,
“Houston medical device supplier charged with $3.4 million in
Medicare fraud.” February 2, 2 weeks later, Houston psychiatrist
indicted for $158 million in Medicare fraud. February 29, Houston
physician arrested in healthcare fraud conspiracy. In that case,
CMS missed the fact that one person had been tested 1,000 times
and billed those tests over a 3-year period. April 3 of 2014: “Hous-
ton businesswoman convicted of $1.5 million in Medicare fraud.”
April 24, 3 weeks later: “470 million alleged healthcare scam bust-
ed in Texas.” And finally, June 4 of 2014: “Houston physician and
four others indicted for $2.9 million in healthcare fraud in state
and federal case.” That is 6 months and $200 million in fraud in
Houston. And that is what we have known. That is what has been
charged, what has been put in the press. We know that it is much,
much worse in Houston and all across America.

One area of abuse is billing Medicare for ambulance services that
aren’t given or provided or needed. As was mentioned by some of
our witnesses, Houston is one of seven cities in America that have
a moratorium on new ambulance services under Medicare. And I
believe, Mr. Cantrell, in your testimony you said that because of
the moratorium, Houston’s costs have gone down 50 percent since
2010. Is that correct?

Mr. CANTRELL. I am not linking it directly to the moratorium,
sir, but based on our collective efforts, yes, our enforcement efforts
and administrative efforts.

Mr. OLSON. You anticipate my question. So it is not due to mora-
torium. It may be due to putting people in jail as opposed to some
sort of combination thereof?

Mr. CANTRELL. Absolutely. We think putting people in jail who
commit these crimes is paramount to success in this area.

Mr. OLsON. Can you get us that data, separate the moratorium
from actually putting people in jail? Is that possible?

Mr. CANTRELL. We haven’t studied that, the impact of the mora-
toria. I don’t know if Dr. Agrawal

M;" OLSON. Dr. Agrawal, any possibility of having that informa-
tion?

Dr. AGRAWAL. Well, we are monitoring the certain measures like
utilization and cost in the moratoria area. I think statistically it is
very hard to desegregate all the work that we are doing from the
moratorium alone. In fact, we bring a package of activities between
us and the Office of Inspector General that allow us to attack these
problems head on. The moratorium is one component. We also
have, as you saw the report, the fraud prevention system enroll-
ment requirements. So I think all of those things together clearly
have impact. It is very hard to desegregate and say that this is the
impact of one of those things.

Mr. OLSON. Do you plan to expand the moratorium?

Dr. AGRAWAL. Pardon me?

Mr. OLSON. Do you—expand the moratorium with the seven cit-
ies, make it go longer?

Dr. AGRAWAL. Well, what we are doing currently, since this is a
new authority and the first time that CMS has really implemented
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it, is that we are studying it to see what impact it does have, mak-
ing sure that it plays a useful role in our toolbox and that it allows
us to take action against providers that are already in those areas.

So until we know the answers to those questions I think, given
that it has a real impact on even potentially legitimate providers,
we want to be careful about expanding that authority until we real-
ly have a sense of what it does for us.

Mr. OLSON. Any idea of when that timeframe will come out and
when you can tell us this is working, we will expand it in a year,
2 years, 3 years, 4 years?

Dr. AGRAWAL. Well, we are required by the statute to publish a
federal register notice every 6 months in order to continue the mor-
atorium or eliminate it or implement new ones. So we will be look-
ing forward to publishing a notice within the next month with that
decision.

Mr. OLSON. So if you expand it to the seven cities currently in-
volved in the moratorium that you will take more cities, 12, 14, 15,
20, 25 to see if it is working? It seems to be working. Costs have
gone down 50 percent since 2010. Let us go forward.

Dr. AGRAWAL. Yes, again, I think we are very open to using this
authority more. I think we just want to be able to know what its
impact is and make sure that we are not negatively impacting le-
gitimate providers or beneficiary access to care. I think that is real-
ly paramount for us as an agency.

Mr. OLsON. Thank you, and I have 47 seconds left. Mr. Burgess,
would you like my time or

Mr. BURGESS. Yes, let me just ask a question on the predictive
modeling issue. Prior to the passage of the Affordable Care Act,
was there any prohibition on using predictive modeling?

Dr. AGRAWAL. Well, sir, in fact the predictive modeling became
a requirement from the Small Business Jobs Act which preceded
the ACA. There was no prohibition. I think what the Small Busi-
ness Jobs act really gave us was the necessary funding to be able
to implement this kind of advanced technology.

Mr. BURGESS. But predictive modeling has long been known, par-
ticularly among the credit card agencies. I mean, I don’t know how
many years they have used this, but it has been some time. It is
a reliable way to cut down on fraud. One of the things I have never
EndlertOOd is why CMS has been so slow to embrace it. I will yield

ack.

Mr. MurpHY. Thank you. I now recognize Mr. Tonko for 5 min-
utes.

Mr. ToNKO. Thank you, Mr. Chair, and welcome to our panelists.
Yesterday the Second Annual Fraud Prevention System Report to
Congress was released which detailed some of the accomplishments
of CMS in the fiscal year 2013 to identify bad actors and again pro-
tect Medicare. If we could just visit those report findings for a mo-
ment, for starters, Dr. Agrawal, can you just give us a basic de-
scription of what the fraud prevention system is and just how it
works?

Dr. AGRAWAL. Sure. So the fraud prevention system is an ad-
vanced piece of technology. It allows us to perform predictive ana-
Iytics and other kinds of analytics on claims in Medicare as they
are streaming through the system in real time. So the Medicare




81

program sees about 4.5 million claims per day. This allows us to
more quickly and specifically identify those claims that need to be
evaluated by our investigators, and further develop to see if they
represent aberrancies or even fraud.

Mr. ToNKO. And beyond that, are there other things that enable
your office to do that that was not previously available? Are there
new opportunities here with that system?

Dr. AGRAWAL. Yes. I think the system itself is a great piece of
technology that allows us to, again it would be impossible for a
human being to lay eyes on all 4.5 million claims per day. The fact
that we have an automated system to pull out those claims and
those providers that are really problematic is an amazing step for-
ward for us.

In addition to that, it allows us to do certain things as well, like
simply deny claims that don’t meet payment requirements, which
is an ability that the agency had before but the FPS allows us to
do it more flexibly and quickly.

Mr. ToNKO. And what kind of investment has been made by
CMS in the prevention system?

Dr. AGRAWAL. The Small Business Jobs Act came with about
$100 million of funding for the fraud prevention system that we
have been utilizing in its implementation. You know, as I think we
have pointed out earlier, we implemented the system on a very
rapid timeframe and actually exceeded the expectations of the stat-
ute by going to a national view as opposed to a regional view which
the statute required initially. We have also shown good progress in
the implementation, going from a 3-to-1 ROI to now this year a 5-
to-1 ROI that I would point out has actually been certified by the
Office of Inspector General.

Mr. TONKO. So any expanded opportunities there in terms of fis-
cal impact? You see it improving even beyond that?

Dr. AGRAWAL. Yes. We have undertaken various measures to in-
crease the value and return of the FPS. We are, for example, apply-
ing it against a wider spectrum of program integrity issues, actu-
ally using it to identify providers for medical review, as one exam-
ple, being able to implement those automated edits as another ex-
ample. We do look forward to the value of this program increasing.

Mr. Tonko. OK. Thank you. And Mr. Cantrell, are you familiar
with the FPS system and with the results that were released yes-
terday?

Mr. CANTRELL. I think Ms. Jarmon is the person to answer that
question, if you don’t mind.

Mr. ToNKO. Ms. Jarmon?

Ms. JARMON. Yes. It is not a part of the Office of Investigations—
the OIG office of Audit Services actually did that work looking at
the fraud prevention system the second year. The first year we
weren’t able to certify the information because of inconsistencies,
and the second year we were able to certify both the unadjusted
number, the number before adjustments, and the adjusted number
to reflect what actually gets returned to the Medicare trust fund.
We were able to certify both numbers in the report that went out
late yesterday, the larger number being $210 million of unadjusted

rojected actual and projected savings, and the adjusted number of
54.2 million is a 1.34-to-1 return on investment.
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Mr. ?TONKO. And basically what is the significance of the certifi-
cation?

Ms. JARMON. The significance is that the auditors actually looked
at supporting documentation. They actually did work similar to fi-
nancial audit work to determine the reasonableness of the num-
bers. So the numbers actually started out as the larger number,
and we worked closely with CMS on any concerns we had if we
couldn’t directly associate these savings to the fraud prevention
system so we really got comfortable with the unadjusted number.
Like I said, it started out as a larger number. So it was the audit
work that was done to make us feel comfortable that we could cer-
tify the numbers this year.

Mr. ToNKO. Thank you. And earlier you were quizzed as a panel
about the legislative recommendations for further improvements in
anti-fraud. Could any of you highlight which of those recommenda-
tions would be your top priority?

Mr. CANTRELL. From a law enforcement perspective, our ability
to have asset seizure authority is important to OIG, but also re-
moving the Social Security number from the Medicare beneficiary
card is important from an identity theft perspective, preventing
identity theft.

Mr. ToNKO. Do you all share that same priority?

Ms. KING. Yes. I think from our perspective the removal of the
Social Security number from the cards is a very high priority.

Mr. ToNKo. OK, and Dr. Agrawal?

Dr. AGRaAwWAL. Well, being from the agency that I am, I don’t get
to make the recommendations. I get to implement them. So, again,
we look at all of them. There are others that I think have very high
priority because of their impact on our enrollment and screening
work. The SSN issue is one that we have looked at specifically.
Again, we are open to that recommendation, but need to be
resourced appropriately to meet its requirements.

Mr. TonKO. Thank you very much. I yield back.

Mr. MurpHY. Thank you, Mr. Tonko. I would like to get some
clarification on something the gentleman asked you. On page II of
the Executive Summary of this document you released last night,
the Report to Congress, Fraud Prevention, you indeed say in this
little blue box, “The results are a 5-to-1 return on investment al-
most double the value of the FPS in the first implementation year.”
But then when we get into the meat of the text on—it also says
in here, what we found, it says Medicare fee for service program
and return on investment on—it is only $1.34 for every dollar spent
on the FPS. Can you justify for us what that distinction is?

Dr. AGRAWAL. Sure. So number one, let me just say, either num-
ber, both numbers, demonstrates that the fraud prevention system
has had a positive ROIL. The two numbers are something that Ms.
Jarmon alluded to. There is an unadjusted savings number and
then an adjusted savings number. We believe in the agency that
the unadjusted savings number most directly measures the impact
of the fraud prevention system.

Mr. MURPHY. In which one of those, the $5 or the $1.34?

Dr. AGRAWAL. The 5-to-1 ROI. And the reason for that is because
the FPS is a piece of technology, again, as I have pointed out ear-
lier that points to those claims and those providers that need fur-
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ther investigation. What the adjusted number gives you is the
downstream impact of all of a series of work. So not only the out-
comes of the investigation, the outcomes of any administrative
processes, any recovery processes and the work of law enforcement
referrals.

So it reflects dollars returned to the trust fund, but the FPS was
not designed to impact the entire downstream process.

Mr. MURPHY. Ms. Jarmon and Mr. Cantrell, then he is saying
your numbers aren’t accurate. Is it $1.34 or is it 5-to-1?

Ms. JARMON. Well, both numbers show again the positive effect
of the fraud prevention system.

Mr. MURPHY. Sure.

Ms. JARMON. But in Office of Inspector General, we feel more
comfortable with the adjusted number which shows the return on
invest of 1.34-to-1 because that reflects the actual amount that is
expected to be returned to the Medicare trust fund. The larger
number is the number before adjustments. In some cases assets
were not there to be collected. So the larger number—while it was
identified by the Medicare contractors, what actually is going to
come in is the adjusted number with the expected return of invest-
ment of 1.34-to-1.

Mr. MURPHY. Thank you. I appreciate that. I now recognize Mr.
Johnson of Ohio for 5 minutes.

Mr. JOHNSON. Thank you, Mr. Chairman, and I thank the panel
for being with us today. You know, one of the ways that has been
suggested to fight fraud is increase disclosure of prior actions
against providers and suppliers that were enrolling or revalidating
their Medicare enrollment. So Dr. Agrawal, has CMS issued a rule
on increasing disclosure of prior actions?

Dr. AGRAWAL. Yes, we have actually put out a proposed rule that
will allow for more disclosure. But one thing I would point out is,
again, disclosure is one aspect of a program integrity approach. If
these are really criminals, then they probably won’t have much of
a problem lying on an application. So we have a lot of other re-
sources at our disposal that include data checks that go beyond
anything that somebody puts on an application. And those I think
data checks have had significant impact on our ability to keep peo-
ple out of the program or remove them if necessary.

Mr. JoHNSON. OK. Mr. Cantrell, Ms. Jarmon, would, in your
opinion, would such disclosure help fight fraud, for instance? Would
contractors that CMS currently works with, say Medicare Advan-
tage and drug plan sponsors, be better able to identify fraudulent
providers up front if they had access to such information?

Mr. CANTRELL. Well, I think for one thing, if they lied on the ap-
plication, it would be a means for us to charge them with that ac-
tual crime. So we like that attestation by the provider or whoever
is attesting to the facts on the application so that we, or in this
case, someone might withhold some information, to use against
them as evidence if you will of intent to commit fraud. So I think
it would help our efforts on the prosecution and enforcement side.

Mr. JOHNSON. OK. Ms. Jarmon, any comment?

Ms. JARMON. Yes, and it is in line with what we have also been
recommending that the Part C and Part D contractors report fraud
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also so that they can use that information to try to make sure the
bad actors are not in the program.

Mr. JoHNSON. OK. Ms. King, are Medicare contractors able to
share such information with each other? For instance, if a patient
or provider is suspected of fraud and they change plans during
open enrollment, would a plan a beneficiary is leaving be able to
;:‘omrél‘;micate with a plan they are joining about the suspected
raud?

Ms. KiING. T am not sure of the answer on that. Let me get back
to you.

Mr. JOHNSON. Can you take that for the record and get back——

Ms. KING. I don’t believe they can, but I am not positive.

Mr. JoHNSON. OK. All right. Well, certainly it would be good if
they could, right? OK. Also for Ms. King, Medicare administrative
contractors known as MACs, MACs were created about a decade
ago. Today they serve as the primary bill payers for Medicare
claims. Given that the bulk of Medicare reimbursements are proc-
essed by MACs, the bulk of improper payments are also made by
MAGCs. I know GAO is currently wrapping up work examining the
work of the MACs. Do you have any early observations on your
work that you can share with our committee?

Ms. KiNG. Not from the work that is ongoing, but we did release
some work recently that looked at a lot of their requirements.
There are different types of contractors that do post-payment re-
view for fee-for-service claims, and we found a lot of variety among
the requirements that they are subject to which is a source of con-
fusion for providers. And we recommended that the CMS take
steps to align those requirements where it wouldn’t hurt program
integrity efforts.

Mr. JouNSON. OK.

Ms. KING. So streamlining—not streamlining but making the re-
quirements more consistent across contractors—we think would be
helpful.

Mr. JOHNSON. OK. And then a follow-up, Ms. King. GAO has con-
ducted work looking at CMS’s management of all program integrity
contractors. GAO made several interesting findings including the
fact that CMS did not standardize its requirements for all contrac-
tors. One of the consistent findings from GAQO’s work over the years
is that CMS will often sign a contract for a program integrity func-
tion but either fail to measure the right functionality and activities
from the contractor or failed to assess progress as the contractor
conducts the work.

So in what ways do you think the current contracting mechanism
that CMS uses, which is subject to the federal acquisition rules or
theu(}?AR, might hinder CMS’s flexibility to manage the program
well?

Ms. KING. Are you referring to the MAC’s or the program integ-
rity contractors’, if I might ask a clarifying question?

Mr. JoHNSON. I think we are talking about management of all
program integrity contractors.

Ms. KiNG. OK. We did some work recently that evaluated the
program integrity contractors that are called ZPICs, and we did
find that they had a positive return on their investment. And they
are FAR contracts subject to the FAR and they are cost plus award
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fee contracts. We made some recommendations to CMS that they
could further link the program integrity contracts with the agency’s
higher goals in the GPRA Act so that the goals from the top of the
agency flow down through the program integrity contractors.

Mr. JOHNSON. OK. So do you think that the current contracting
mechanism that CMS uses would hinder their flexibility to manage
the program well?

Ms. KING. I don’t have reason to believe that it does.

Mr. JOHNSON. I yield back, Mr. Chairman.

Mr. MurpPHY. Thank you. I now recognize Mr. Long for 5 min-
utes.

Mr. LoNGg. Thank you, Mr. Chairman, and thank you all for
being here today. Ms. King, I want to direct my questioning toward
you, and in my questioning I would like to focus on the issue of
post-payment audits within the Medicare program and the effect
they are having on hospitals and small businesses across the State
of Missouri.

In the Dallas airport last Friday I ran into a fellow that hap-
pened to be one of my constituents. We both happen to be flying
back to Springfield, and he owns a prosthetics and orthotics com-
pany. If you go to Google and look that up, O&P, it is the evalua-
tion, fabrication, and custom fitting of artificial limbs and ortho-
pedic braces. I am sure you know that—but custom fitting. He sat
and told me that Medicare is sitting on a quarter million dollars
or better in these RAC audits. And so as I go through this little
line of questioning that I have here, I want you to keep in mind
that fellow. It is him and his wife and his son. They own a little
O&P business in my district, and think about a small businessman
that is sitting around waiting for a quarter million dollars and
when he might see that money.

But as you know, Medicare currently contracts with private ven-
dors referred to as recovery audit contractors, RACs, to perform
these payment audits. These contractors are paid on a contingency
fee basis receiving a share of the improper payments they identify,
and they are not penalized if the alleged improper payments are
overturned on appeal. So they are going to hold this money and try
and prove—because they are going to benefit if they are going to
make money by proving that these were paid when they shouldn’t
have been paid. But if they are wrong and they hold this guy’s
money forever and put him out of business, if it is overturned on
appeal, there is no penalty for those companies. As a result, the de-
mands with the contractor for medical and billing records have
nearly doubled since 2012. Ultimately this has resulted in adminis-
trative quagmire where the Office of Medicare Hearings and Ap-
peals has suspended the ability for providers to appeal their deci-
sions due to the backlog of almost 357,000 cases they are back-
logged. So they have suspended it.

I recognize that the post-payment audits are an appropriate tool
for HHS to employ and have also successfully recovered millions
from genuine bad actors in the system. But there are a lot of small
business people just like my constituent that are out there waiting
for this money. Now it has been suspended. The people that are
doing the audits are getting paid for what they find, and even if
it is overturned on appeal there is no penalty for those people.
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So one question I have is do you believe that the current struc-
ture of the system is designed in such a way that it incentivizes
quantity over quality of these audits?

Ms. KING. Let me answer your question in several parts. You are
correct that the RACs are paid on a contingency fee basis, and they
are paid differently from all of the other post-payment review audi-
tors who are paid on a cost basis. And initially, the RACs were not
penalized if payments were overturned on appeal, but now they
are. So if they lose on appeal, they have to

Mr. LoNG. OK. I

Ms. KING. There is a penalty there.

Mr. LONG. I had incorrect information on that, ma’am.

Ms. KING. It was initially correct. The volume of audits done by
the RACs has increased substantially over the last several years,
and they do by far——

Mr. LoNG. Have they doubled since 2012?

Ms. KING. Oh, more than that. Well, not since 2012 but probably
since 2010 or 2011. And for example
Mr. LoNG. My information says 2012, but OK.

Ms. KING. They have gone up a lot and your——

Mr. LONG. Are there 357,000?

Ms. KING. Yes, they are out of the

Mr. LoNG. Backlogged?

Ms. KING. Of the §2.3 million of—2.3 million post-pay audits in
2012, about 2.1——

Mr. LONG. Those are audits, not dollars, right?

Ms. KING. Audits, yes.

Mr. LoNG. OK.

Ms. KING. 2.1 million of them were done by the RACs. You are
also correct that there is a huge backlog in appeals, and we
have

Mr. LoNG. What do you do for a small business guy like mine?
He and his wife and his son are trying to make a living in a cus-
tom-fit part that is not returnable. Nobody else can use that. If
they say, oh, you shouldn’t have got that part, we should not reim-
burse you for that part, what do you do in that situation? I mean,
what can we do?

Ms. KING. Well, I think there are a few things. One is that I
would be curious to know what the reason is for the payment being
declared improper. If it is a documentation error

Mr. LoNG. But the company that is declaring it is going to get
compensated if they can prove that it is, whether it is or not.

Ms. KING. No. But there——

Mr. LONG. Maybe you can correct me on this, too.

Ms. KING. There——

Mr. LONG. Excuse me, ma’am.

Ms. KING. Oh, I am sorry.

Mr. LONG. It is my understanding that like it is 93 and above,
maybe 97—93, 97, somewhere in that range of these 357,000 cases
are going to be adjudicated have been fine in the first place, and
the small business guy should have been paid his money. Is that
correct? Is it over 90-some percent that were

Ms. KiING. I don’t know the numbers on that.
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Mr. LONG [continuing]. Proper in the first place and they were
holding this money?

b Ms. KiNG. I don’t know. I don’t know the numbers on that
ut

Mr. LoNG. OK. Well, can you find out for me and see if that is
accurate, if it is above 90-some percent that they say, oh, yes, we
should have paid you months and months and months ago, maybe
after he’s out of business?

Ms. KiNG. Well, I have been asked to look at the appeals process
and look at the backlog and determine what some of the underlying
reasons are and to figure out whether we have any recommenda-
tions for solutions.

Mr. LoNG. Has the GAO ever made any recommendations and
more efficiently reviewed claims after payments were made?

Ms. KiNG. We have made some recommendations to improve the
consistency of the requirements that the post-payment review audit
contractors are subject to, and we have further work under way
that is looking at the post-payment review process, and that should
be out later this summer.

Mr. LoNG. OK.

Mr. MURPHY. Gentleman’s time has expired.

Mr. LONG. Thank you. I yield back.

Mr. MurpPHY. Now I recognize Ms. Ellmers for 5 minutes.

Mrs. ELLMERS. Thank you, Mr. Chairman, and thank you to our
panel. I have a number of questions, so I would really like to get
right into my questioning. And I just want to start by saying, just
as my colleague, Mr. Long—I also, as we all do, have constituents
who are very, very concerned about this issue. They are small busi-
ness owners. They are medium-sized business owners. They are
taking care of our patients. They are taking care of Medicare pa-
tients.

Now, I just want to outline for you just how ridiculous this proc-
e?s is in relation to the MAC, both RAC and MAC, absolutely ridic-
ulous.

Oxygen, CPAP, hospital beds. They outline for me over a year’s
time—we are talking about 2,600 of those filled. Of those, they
have 1,228 audits. That is 46 percent. Why would any business
have to be audited 46 percent? Dr. Agrawal?

Dr. AGRAWAL. Thank you for the question. I think you highlight
a really important and complex topic, so I think what this high-
lights is—and we try to achieve a balance every day between not
being burdensome on providers, making sure that beneficiaries can
get access to the services that they need, and yet being fiscal stew-
ards of the trust fund as required by law.

Mrs. ELLMERS. And——

Dr. AGRAWAL. And these are areas—just to complete the thought,
if you don’t mind. DME supplies, orthotics and prosthetics are
areas that the OIG has identified as being very high for improper
payment rates.

Mrs. ELLMERS. OK. I am going to stop you right there

Dr. AGRAWAL. Seventy percent of DME alone.

Mrs. ELLMERS [continuing]. And reclaim my time because the
issue here is they are not getting paid. The product has gone out
to the patients, to the family that is taking—the caregivers who are
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taking care of this patient. This patient has oxygen, this patient
has a hospital bed. But they have not been paid. And the timeline,
the ridiculous timeline. You know, we are talking about the process
of the audit, and then we have the redetermination period. Then
we have the reconsideration period, and now the Administrative
Law Judge, they are coming in and saying, you know what? We
can’t even take anymore new appeals. You know, there is going to
be a 2-year waiting list just to get a hearing. How can anyone run
a business if they are not going to get paid for some of the most
basic—I am a nurse. These are basic items that our seniors need
and use every day. How can these gentlemen that run this busi-
ness in my district continue to keep their doors open when they are
not getting paid? Can you please just tell me how that can be pos-
sibly addressed?

Let me back up also. One of the issues in talking about the
fraud—and this is what I see here. There is fraud. We all know
that there is fraud and abuse of the system. But you are going
after the good guys to make up the dollar difference. You are not
addressing the real fraud issues that are there. You are not taking
recommendations and applying them. Your own recommenda-
tions—let me ask a question, Dr. Agrawal. As far as the audit sys-
tem, if the provider is found to, you know, have a low denial rate,
why are we not rewarding them? Why are we not saying, look, you
are in this category, whether you want to score them, grade them.
Why are we not rewarding them?

Dr. AGRAWAL. I think that is a great point and idea. In fact, that
is something that we got from the provider community and we are
actually implementing in the next round of RAC contracts.

Mrs. ELLMERS. And when will that round be?

Dr. AGRAWAL. Well, we have been engaged in that procurement
for a while now, but the procurement itself has come under protest.
So we would have looked forward to actually having it completed
by now. But it is currently in that protest process.

Mrs. ELLMERS. And who is protesting it?

Dr. AGRAWAL. Other contractors.

Mrs. ELLMERS. So these folks, my constituents and every other
provider is just left in limbo right now, not getting paid?

Dr. AGRAWAL. Well, I would point out——

Mrs. ELLMERS. You know, being good actors, playing by the
rules, doing everything they can. They are not getting paid, and we
are waiting because someone is protesting?

Dr. AGRAWAL. Let me just say that these audits are required by
law. The contingency fee structure was set up in statute. This is
not typically the way that—most of our other contractors are not
paid that way, either. They also post-pay audit, so they did in fact
get paid. These are—and just to differentiate sort of improper pay-
ments from fraud, these are tools that we actually utilize to lower
the improper payment rate, which this committee has identified as
a priority, I think we can agree. And you know, the areas that the
RACs have gone after are areas where there is high cost and high
improper payments. The DME supplies I just pointed out——

Mrs. ELLMERS. Well, how is it

Dr. AGRAWAL [continuing]. Are those areas——
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Mrs. ELLMERS. How does the RAC auditor—how do they deter-
mine—what is it that makes them, that puts the red flag up that
they need to go in and audit? What is it?

Dr. AGRAWAL. I think one of the best early indicators is where
the improper payments are based on our CERT audits that are also
required by law. So the CERT audits pointed out for example that
the improper payment rate in DME is about 70 percent so

Mrs. ELLMERS. OK. But why—OK. So XYZ provider now has
auditors, and what is it that they did that alerted the RAC auditor
to come in?

Dr. AGRAWAL. Oftentimes it is the area in which they operate.
Again, the areas of high——

Mrs. ELLMERS. What do you mean the area?

Dr. AGRAWAL. So if they are a DME supplier and 70 percent of
DME payments are improper, then you are obviously going to
go—

Mrs. ELLMERS. So DME provider is just subject to a random
audit at any given time?

Dr. AGRAWAL. It is not typically random. It is based on real ana-
Iytical work to see where improper payments could reside among
the specific suppliers. In addition, as I mentioned to you, we are
very interested in rewarding those that have low denial rates so
that they get audited less frequently and at less volume.

Mrs. ELLMERS. But we don’t know when that will happen be-
cause we are in a protest.

Dr. AGRAWAL. We want to get the RACs up and running as
quickly as anybody else.

Mrs. ELLMERS. OK. Thank you, Mr. Chairman, for indulging me.
I am over my time, but I would like to submit for the record and
ask unanimous consent, there is a memorandum to OMHA Medi-
care appellants on the time, the length of time for the Administra-
tive Law Judge hearings on the claims and entitlement appeals.

Mr. MURPHY. Thank you. Any objections?

Ms. DEGETTE. Let me see that document.

Mr. MURPHY. Could you send that document over here for a sec-
ond. Thank you. While that is being looked over, let me just ask
a question here that I think is important, too. When people get
caught for Medicare fraud—is that acceptable? That is acceptable
for the record.

[The information appears at the conclusion of the hearing.]

Mr. MurPHY. When people get caught for Medicare fraud, are
they going to jail? Are you fining them? What kind of examples can
they be made of, if I can end with a preposition there? So are there
current penalties that are incurred upon folks who are involved
with Medicare fraud? Mr. Cantrell?

Mr. CANTRELL. They are going to jail more and more. The DOJ
reported in strike force cases over 2013, the average length of sen-
tence was 52 months. And that is a fairly substantial time for this
kind of crime, and that is an average from 2013. Over the last sev-
eral years the average has been since the implementation of the
strike force, 47 months. So they are going to jail. There are crimi-
nal fines. There are criminal forfeitures that are applied, and that
is the work that results in the recoveries that the government has
received.
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Mr. MURPHY. So can I ask then, of those who are—when you
catch someone, the likelihood that they will serve time, they will
pay a fine, any idea what those numbers are like?

Mr. CANTRELL. I don’t have the percentage, sir.

Mr. MurpPHY. That would be important if we get those——

Ms. KING. I believe that we have some information on that, sir.

Mr. MURPHY. Yes? You do, Ms. King? If you can get that to
us

Ms. KiNG. We do.

Mr. MURPHY. Do you know anything offhand or can you get those
to us?

Ms. KING. I don’t remember off the top, but I can tell you that
most of the people—we did some work on 2010 data that came out
I think in 2012—most of the people who are investigated for fraud,
both criminally and civilly, those actions do not go forward. On the
criminal side, only about 15 percent of the investigations actually
result in the action going forward.

Mr. MURPHY. What is that percent?

Ms. KING. 15 percent.

Mr. MURPHY. 15 percent? Only 15 percent actually go forward to
some criminal prosecution?

Ms. KING. Yes.

Mr. MURPHY. Are the rest somehow settled or does that mean
you have an 85 percent chance of getting away with it?

Ms. KING. No, that is the settlements. You know, some investiga-
tions just do not go forward for a host of reasons.

Mr. MURPHY. OK. So for example, they are not really guilty of
fraud or if there is no fraud charges there. Is that what that is—
am I correct in that?

Ms. KING. Well, there are no fraud charges finally brought or
there is no settlement.

Mr. MURPHY. I guess what we want to know, if someone is—
there is a fraud charge, what is the likelihood they are going to see
the inside of a prison cell or pay a fine? The rate of success?

Ms. KING. I believe we have some high-level data on what the
results are not bound to the length of the sentence but the types
of penalties imposed.

Mr. MurpHY. We would like to—Ms. DeGette, do you have a
quick question?

Ms. DEGETTE. I just have a follow-up. Mr. Cantrell, the IG iden-
tified problems with Medicare C and D plans not reporting data
and recommended that the CMS make the reporting mandatory. Is
that correct?

Mr. CANTRELL. That is correct.

Ms. DEGETTE. And Dr. Agrawal, has CMS done that?

Dr. AGRAWAL. Well, we have taken a number of steps to better
align Medicare C, D and you know, the fee-for-service programs. I
talked earlier about the Part D rule that was going to allow us to
require provider enrollment in Part D.

We are also working on other activities like the healthcare fraud
prevention partnership that actually allows us to exchange data
and best practices directly with the private sector so that we can
jointly, you know, work to detect and prevent fraud.
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Ms. DEGETTE. Right. So I am going to take that answer as a no,
you have not made it mandatory, is that right?

Dr. AGRAWAL. We have currently not yet made it mandatory.

Ms. DEGETTE. Yes. Thanks. I think frankly, Mr. Chairman, I
think CMS needs to do that because we know there is a lot of fraud
in those Part C and Part D programs. I appreciate the efforts that
the agency has made on those other ends, but I think making it
mandatory would really help. And I appreciate your indulgence,
Mr. Chairman.

Mr. MurpPHY. Thank you. Mr. Long and Ms. Ellmers have each
asked for 1 minute.

Mr. LONG. Just a quick follow-up, Dr. Agrawal. When you were
answering Congresswoman Ellmers’ questions, you said 70 percent.
Are you talking about O&P or are talking about prosthetics? That
business? 70 percent of them are not correct on their billing?

Dr. AGRAWAL. No, what I was identifying was that there is a
high improper payment rate for DME, but there is also a high im-
proper payment rate in orthotics and prosthetics.

Mr. LoNG. OK.

Dr. AGRAWAL. Those are reports that the OIG has also published.

Mr. LoNG. OK, because if what my constituent is telling me is
accurate, isn’t it 93 or 97 percent they go ahead and pay eventu-
ally, some time, a couple years from now. The 70 percent didn’t
match. So I just wanted a clarification on that.

Dr. AGRAWAL. Well, if I could clarify on that point, sir, so of all
of the RAC overpayment determinations, only 7 percent are actu-
ally overturned on appeal. That is 7. So of all the overpayments
that the RACs actually get from providers, 7 percent go onto appeal
and at any level of appeal

Mr. LONG. Yes, but we are talking apples and oranges. We are
talking about how many were not improper in the first place is
what my question is, not how many were overturned on appeal.

Dr. AGRAWAL. OK. Got you, sir.

Mr. MURPHY. Thank you. Ms. Ellmers, 1 minute.

Mrs. ELLMERS. Thank you, Mr. Chairman. Dr. Agrawal, I have
a question, too, about what is the period of time—a provider has
an audit and maybe they haven’t been educated. I know that you
said that there is an effort to educate. Is there a grace period? Is
there a time? What time limit from a change that is made to the
time that the auditor goes in are we looking at? If something is
flagged to, you know, for an audit?

Dr. AGRAWAL. So if I am understanding the question, a change
in payment policy that would then

Mrs. ELLMERS. Right.

Dr. AGRAWAL [continuing]. Downstream be enforced?

Mrs. ELLMERS. Yes. So a change is made. The provider may or
may not have had time to—what does CMS consider a reasonable
time that that provider should know that a change has occurred?

Dr. AGRAWAL. Sure. So I don’t think there is a set time period,
the kind of set time period that you are identifying. I will point out
that a lot of the audits

Mrs. ELLMERS. So the change could be made and the next day
the auditor can be in the office?
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Dr. AGRAWAL. It is typically not like that. The majority of audits
that we conduct are around rules and policies that are very well
known by the provider community. So the high improper payment
rates in DME for example are based on documentation require-
ments that have been around for a while.

Mrs. ELLMERS. OK. So that is not what I am hearing from my
constituents. My constituents are looking at the situation. They are
saying, look, we weren’t even aware of that change. Ms. King, is
that something GAO has recommended, that there be a grace pe-
riod time or anything like that?

Ms. KING. It is not an issue that we have looked at.

Mrs. ELLMERS. OK.

Ms. KING. But you raise an interesting question about education
of providers about the documentation requirements and the rules.

Mrs. ELLMERS. One last question, Dr. Agrawal. You did say that
one of the things that you are suggesting in the change in the next
RAC audit time period is the idea that those are rewarded. What
would you say the percentage, if you have got a low denial rate?
Throw out a number.

Dr. AGRAWAL. I don’t have a specific number. You know, we can
actually get that for you based on the

Mrs. ELLMERS. Well, I would like to work with you——

Mr. MURPHY. Thank you.

Mrs. ELLMERS [continuing]. On that. Thank you so much, and
thank you, Mr. Chairman.

Mr. MuUrPHY. Dr. Burgess, you have some concluding questions?

Mr. BURGESS. Thank you, Mr. Chairman. OK. Well, I want to go
back for a minute to the article, the Bloomberg article, that I ref-
erenced that was published on April 28th of this year. Doctors get
millions from Medicare after losing their licenses. And this article
goes through sometimes in rather painful detail of how a doctor
would lose their license in one state and then be able to bill Medi-
care in another state. I realize that states have a responsibility
here as well. But you as the payer for Center for Medicare and
Medicaid Services, you ultimately have the responsibility about
those dollars going out, and even though New Mexico may have
erred in not checking a database for someone who lost their license
in Ohio, which was the case of one of the doctors that was ref-
erenced here, Medicare paid that doctor an additional $660,000 for
that doctor to treat patients in New Mexico. You know, the ques-
tion is, why won’t CMS at least do the basics on checking with the
National Practitioner Data Bank to see if there is a problem with
this doctor’s license?

Dr. AgGrawaL. Congressman, it is not a question of will, it is a
question of authorities. So loss of licensure is one of the best trig-
gers that we have for removing somebody from the Medicare pro-
gram. If a provider loses their license in one state, however, and
they have a license that is active in another state, we are bound
by limits of authority about, you know, whether or not we can re-
voke that person across the entire Medicare program. We can cer-
tainly revoke or eliminate any enrollment in the state in which
they lost their license. But loss of licensure in one state is not in
and of itself a basis for losing enrollment nationally.

Now, if there was something underlying the licensure loss——
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Mr. BURGESS. I have to stop you there. I find that absolutely in-
credulous. A guy loses his license, and some of these doctors were
charged with fairly serious crimes. And because they had good law-
yers, they were able to keep their license in another state. But I
mean, does that at least not trigger some sort of basic curiosity on
the part of CMS as to why the doctor lost their license in a given
state, what was the crime of which they were accused and should
we keep sending them checks for $660,000?

Dr. AGRaAwWAL. Of course, and I, again, as a physician am very
frustrated when loss of licensure in one state is not followed by loss
of licensure in all states. We do look at those providers to inves-
tigate or understand what they have done. But again, this comes
down to due process. If there is just not an authority that we can
trigger to cause the revocation, then we simply can’t do it. These
are the constraints that are placed on us rightfully by taxpayers to
make sure we don’t go too far.

Mr. BURGESS. I don’t want you to go too far, and we have cer-
tainly heard from other members about some of the problems when
you go too far. But should this at the very least, should this not
trigger some type of heightened scrutiny on the bills that are com-
ing in from a doctor who has lost their license in another state be-
cause of the death of a patient or because they are charged with
a serious crime?

Dr. AGRAWAL. It can absolutely be a risk factor. I don’t think that
that is what is under contention. I think the real issue is whether
we can just revoke summarily across the country for loss of licen-
sure in one state, and that is where there are significant restric-
tions or limitations in our authority.

Mr. BURGESS. Do you not have the authority for heightened scru-
tiny? I mean, you paid this guy $660,000. Apparently we weren’t
scrutinizing very highly.

Dr. AGRAWAL. That may or may not be true. I don’t know about
the data on that particular case or what the report was. But we
can subject providers to medical review based on a multitude of
factors. We can certainly do that in these kinds of cases. But again,
providers can—as you know as well as I do, providers can lose their
licenses for a variety of reasons, some of them having nothing to
do with healthcare fraud or the extent of our authorities and con-
cern.

Mr. BURGESS. Yes, but it just raises or begs the question, should
the Medicare system be paying those doctors? I mean, should they
even be taking care of Medicare patients? The fundamental ques-
tion, is there a way that you have of debarring someone who has
been accused of or been convicted of a fairly serious allegation and
lost their license as a consequence?

Dr. AGRAWAL. So we have a specific revocation authority that we
utilize on a consistent basis. The OIG has an exclusion authority.
GSA has a debarment authority. We utilize as triggers for our ac-
tions the GSA debarment list as well as the OIG exclusion list.

Mr. BURGESS. Is that the exclusion list here?

Dr. AGRAWAL. Yes.

Mr. BURGESS. I mean, one of the permissive exclusions is license
revocation or suspension. One of the mandatory is conviction on
three or more occasions of mandatory exclusion offenses. I mean,
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what have you got to do? What have you got to do to lose your abil-
ity to bill Medicare and have you guys pay?

Dr. AGRawAL. Well, I would have to defer exclusion questions to
the OIG since we don’t put people on the exclusion list.

Mr. MURPHY. The gentleman’s time is expired.

Mr. BURGESS. Can we let Mr. Cantrell answer the question?

Mr. MurpHY. Mr. Cantrell?

Mr. CANTRELL. We also have a variety of limitations to our exclu-
sions authority. There are situations—often it is the underlying
crime or offense that resulted in the loss of license. But the real
vulnerability that we face is we don’t have 100 percent of the data
that we would need to implement exclusions in 100 percent of the
cases where we would have the opportunity and the authority. We
have a voluntary reporting system to the OIG from the state
boards, from other federal agencies, and so that is an area where
we know we have incomplete information. But we get—we cur-
rently have 57,000-plus entities and individuals who are excluded,
and we exclude over 3,000 every year. So there is a lack of com-
plete data that we have access to, but there is still a great number
of exclusions that occur.

Mr. BURGESS. I just have to ask you. Can you not query the Na-
tional Practitioner Data Bank? Can you?

Mr. CANTRELL. I believe that we can. There were some restric-
tions on law enforcement access to the National Practitioner Data
Bank. I can’t speak to whether that is actually a continuing con-
cern or not.

Mr. MURPHY. Let me

Mr. BURGESS. Can you find out and get me that information,
please?

Mr. CANTRELL. Certainly.

Mr. MURPHY. Let me ask in general for that for this committee
if Dr. Agrawal, Mr. Cantrell and Ms. King, to the extent you can,
you have heard a number of things there. We recognize also that
you are aware that there is more information that would be valu-
able to you to help prescreen out people who have some tendency
towards crime. The example I gave before, if someone has robbed
a bank or involved with some other fraud that is not Medicare
fraud, they can still be involved in this I think raises all of our
guestions, and Mr. Cantrell, you just said you don’t have a lot of

ata.

If you would please in a timely manner get that data back to the
committee, as I was talking to Ms. DeGette, too, as I think this is
something I think this committee would be interested in moving
forward on some legislation to assist you in that rather than just
pay and chase moving forward.

I am going to ask unanimous consent that the members’ written
opening statements be introduced in the record, and without objec-
tion, the documents will be there. Also, in conclusion, I thank all
the witnesses and members who participated in today’s hearing. I
remind members, I am sure many people have some other follow-
up questions for you. They have 10 business days to get them to
you, and I do ask that you do all agree to respond promptly to the
questions. So with that, this committee is adjourned. Thank you.

[Whereupon, at 12:00 p.m., the subcommittee was adjourned.]




95

[Material submitted for inclusion in the record follows:]
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THE COMMITTEE ON ENERGY AND COMMERCE
Memorandum

June 23,2014

TO: Members, Subcommittee on Oversight and Investigations

FROM: Subcommittee on Oversight and Investigations Staff

RE: Hearing on “Medicare Program Integrity: Screening Out Errors, Fraud, and
Abuse”

On Wednesday, June 25, 2014, at 10:00 a.m. in 2123 Rayburn House Office Building, the
Subcommittee on Oversight and Investigations will hold a hearing entitled “Medicare Program
Integrity: Screening Out Errors, Fraud, and Abuse.”

The Subcommittee is following up on recent laws and reports that either authorize or
recommend further actions that could be taken to protect Medicare from errors, fraud, and abuse.
The U.S. Department of Health and Human Services (HHS), Centers for Medicare and Medicaid
Services (CMS) has also intensified efforts to address Medicare fraud, waste, and abuse. The

purpose of the hearing is to review key recommendations, assess ongoing efforts, and identify
additional actions that could be taken or expedited.

L WITNESSES
One panel of witnesses will testify at the hearing:

o Shantanu Agrawal, M.D., Deputy Administrator and Director, Center for Program Integrity,
Centers for Medicare and Medicaid Services;

¢ Gary Cantrell, Deputy Inspector General for Investigations, Office of Inspector General,
Department of Health and Human Services;

o Accompanied by Gloria L. Jarmon, Deputy Inspector General for Audit Services, Office
of Inspector General, Department of Health and Human Services; and,

e Kathleen M. King, Director, Health Care, U.S. Government Accountability Office.

1L BACKGROUND
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Since 1990, the Government Accountability Office (GAO) has designated Medicare as a
Federal program at high risk for fraud and abuse.! As noted by GAO and others, Medicare’s
vulnerability to fraud and abuse arises from the program’s size, complexity, decentralization, and
administrative requirements. Other emerging trends, such as the expansion of electronic medical
records, also increase the vulnerability.”

In 2013, Medicare financed heaith care services for approximately 51 million individuals
at a cost of about $604 billion, and reported some of the largest improper payments among
Federal programs.3 The Centers for Medicare and Medicaid Services has estimated that
improper payments in the Medicare program were almost $50 billion in fiscal year (FY) 2013,
about $5 billion higher than in 2012.* In its FY 2013 Agency Financial Report, the HHS
reported $36 billion in improper payments for Medicare Fee-for-Service, $11.8 billion for
Medicare Advantage (Part C), and $2.1 billion for Medicare Prescription Drug Benefits Program
(Part D).> While the Department reported reductions in improper payment rates for 5 of the
programs (including Part C), there also were reported increases in gross improper payment rates
for Fee-for-Service (from 8.5 percent in FY 2012 to 10.1 percent in FY 2013) and Part D (from
3.1 percent in FY 2012 to 3.7 percent in FY 2013).5 By having a Fee-for-Service improper
payment rate that exceeded 10 percent, HHS did not comply with one of the requirements of the
Improper Payments Information Act of 2002, as amended.”

Although estimates of the dollar amount lost to health care fraud can vary greatly, the full
extent of the problem is unknown.! However, several analysts agree that tens of billions of
dollars are lost every year.” The most common types of fraud include: billing for services that
were not performed or billing for a higher level of service than was performed; billing for
equipment that was not delivered; the use of another individual’s Medicare card to obtain care,
supplies, or equipment; and billing for home medical equipment after it was returned.

! Testimony of Kathleen M. King, GAO, before the House Committee on Ways and Means, Subcommittee on
Health, April 30, 2014. See also, GAO, High-Risk Series: An Update, GAQO-13-283, (February 2013).
% Fred Schulte, “Growth of electronic medical records eases path to inflated bills,” Center for Public Integrity,
September 19, 2012, Reed Abelson, Julic Creswell, and Griff Palmer,“Medicare Bills Rise as Records Turn
Electronic,” New York Times, September 21, 2012, JASON, The MITRE Corporation, “A Robust Health Data
Infrastructure,” prepared for Agency for Healthcare Research and Quality, AHRQ Publication No. 14-0041-EF,
April 2014, at 56: “Paradoxically, initial launches of local and regional EHR systems have generally been met with
increases in health care costs, rather than the decreases one might expect if fraudulent activity were more
transparent.” JASON is an independent scientific advisory group run through the MITRE Corporation, and the name
is sometimes explained as an acronym for “July August September October November.”
i King-GAO testimony, supra note 1 at 1-2.

Id.
5 Testimony of Gloria L. Jarmon, Deputy Inspector General for Audit Services, Office of Inspector General, U.S.
Department of Health and Human Services, before the House Committee on Ways and Means, Subcommittee on
Health, April 30, 2014,
°1d, at2.
Tid. at 3.
¥ King-GAO testimony, supra note 1 at 1,
® The Federal Bureau of Investigation (FBI) refers to estimates of 3-10% of all health care billings as potentially
fraudulent. See Annual Financial Crimes Report available at
htp://www. fbi.gov/publications/financial/fes_report2008/financial_crime 2008 him#health.
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Fraud also may involve payments made to beneficiaries who obtain their Medicare
number for fraudulent billing purposes. According to the HHS Office of Inspector General
(OIG), between 2009 and 2011, CMS mistakenly paid $190 million in health care payments,
including: $23 million to dead people;'® $92 million to “unlawfully present” persons;'’ $34
million to service providers for beneficiaries who were in jail, even though prisons typically
provide for the medical care of inmates;'* and $40 million on prescription drug subsidies for
undeserving beneficiaries.”

CMS recently has intensified its efforts to combat fraud, waste, and abuse in the
Medicare program. Pursuant to the Patient Protection and Affordable Care Act (PPACA), CMS
implemented categorical risk-based screening of Providers and suppliers who want to participate
in the Medicare program starting in March 2011." The enhanced screening requires certain
categories of providers and suppliers that historically have a higher risk of fraud to undergo
greater scrutiny prior to their enrollment or revalidation in Medicare.”” The existing 1.5 million
Medicare suppliers and providers have been subjected to new screening requirements since
March 2011, CMS also is collaborating with States “to ensure that those caught defrauding
Medicare will not be able to defraud Medicaid, and those identified as fraudsters in one State
will not be able to replicate their scams in another State’s Medicaid program.”'®

Under the PPACA, the Secretary has authority to impose a temporary moratorium on the
enrollment of Medicare, Medicaid, or Children’s Health Insurance Program (CHIP) providers
and suppliers, if the Secretary determines the moratorium is necessary to prevent or combat
fraud, waste, or abuse under these programs, During the last year, CMS has used this authority

' Medicare Payments Made on Behalf of Deceased Beneficiaries in 2011, OEI-04-12-00130, October 30, 2013,
available at http://oig,hhs.gov/oei/reports/oei-04-12-00130.asp.

""'Medicare Improperly Paid Providers Millions of Dollars for Unlawfully Present Beneficiaries Who Received
Services During 2009 ~ Through 2011, A-07-12-01116, January 23, 2013, available at
https://oig.hhs.gov/oas/reparts/region7/71201116.asp. OIG identified more than $26 million in improper payments
under Part C to unlawfully present beneficiaries. See Medicare Improperly Paid Medicare Advantage Organizations
Millions of Dollars for Unlawfully Present Beneficiaries for 2010 Through 2012, A-07-13-01125, April 23, 2013,
available at hitp://oig.hhs.gov/oas/reportsfregion7/71301125 asp. OIG identified more than $29 million in gross drug
costs related to unlawfully present Part D beneficiaries. Medicare Improperly Paid Millions of Dollars for
Prescription Drugs Provided to Unlawfully Present Beneficiaries During 2009 Through 2011, A-07-12-06038,
October 30, 2013, available at http://oig, hhs. gov/oas/reports/region?/71206038.asp.

2 Medicare Improperly Paid Providers Millions of Dollars for Incarcerated Beneficiaries Who Received Services
During 2009 Through 2014, A-07-12-01113, January 23, 2013, available at
htip://oig.hhs.govioas/reports/region?/71201113 asp.

" For example, OIG found Medicare paid almost $12 million for prescription drug costs for incarcerated
beneficiaries. Medicare Improperly Paid Providers Millions of Dollars For Prescription Drugs Provided To
Incarcerated Beneficiaries During 2006 Through 2010, A-07-12-06035, January 2014, available at
htip://oig.hhs.gov/oas/reports/region?/71206035 asp. OIG also identified more than $29 million in gross drug costs
related to unlawfully present Part D beneficiaries. Medicare Improperly Paid Millions of Dollars for Prescription
Drugs Provided to Unlawfully Present Beneficiaries During 2009 Through 2011, A-07-12-06038, October 30, 2013,
available at hitp://oig.hhs.govioas/reports/region?/71206038.asp.

* Statement of Shantanu Agrawal, M.D., Deputy Administrator and Director, Center for Program Integrity, Centers
{'?r Medicare & Medicaid Services before the House Ways and Means Subcommittee on Health, April 30, 2014,
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to impose temporary moratoria on the enrollment of new home health agencies and ambulance
companies in several “fraud hot spot” metropolitan areas of the country.'’

Pursuant to the Small Business Jobs Act of 2010, CMS has been using the Fraud
Prevention System (FPS) to apply advanced analytics on all Medicare fee-for-service claims on a
streaming, national basis. CMS reports that the models in the FPS have led to administrative
actions, such as the use of revocation authority to remove bad actors from the Medicare program.
In calendar year (CY) 2012, CMS revoked 11,279 providers from Medicare, a significant spike
from the 2,783 revocations in CY 2011. In CY 2013, CMS revoked 3,807 providers.’8 As
reported in the FPS FY 2012 Report to Congress,'? in its first year of implementation, the FPS
stopped, prevented, or identified an estimated $115.4 million in improper payments. CMS has
touted the Fraud Prevention System as a way of ending “pay and chase.” However, the CMS
report to Congress on the second year of implementation of FPS was due October 1, 2013, and
still has not been issued.

Notwithstanding these efforts, concerns continue to be raised about a permissive
approach that aliows providers with questionable backgrounds to keep billing taxpayers. For
example, Bloomberg reported that at least 7 doctors who had lost a medical license because of
misconduct collected a total of $6.5 million from Medicare in 2012.%° Another analysis found
that doctors who had been charged with Medicare fraud over the last 16 months were paid $17
million of taxpayer money in 2012.%' In a November 4, 2013 letter to CMS, Chairman Thomas
R. Carper and Ranking Member Tom Coburn of the Senate Homeland Security and
Governmental Affairs Committee said that their committee staff identified 16 physicians who
were enrolled in the Medicare program and who have been convicted of a crime that requires
CMS to exclude the individual from participation in Medicare.”* The Senate Committee found 5
more such doctors days after the letter.> As of last week, Majority staff for the House Energy
and Commerce Committee found that 11 of the 21 physicians on the Senate Committee list still
were not excluded.

Finally, Majority Committee staff identified at least 14 individuals convicted of FDA-
related crimes currently debarred by the FDA, but do not appear to be excluded from Medicare.”

7 Id at 4, These areas are: Miami, Chicago, Houston, Fort Lauderdale, Detroit, Dallas, and Philadelphia (on ground
ambulances).

' April 30, 2014 letter from Shantanu Agrawal, MD, CMS to House Energy and Commerce Committee requestors.
' http:/fwww.stopmedicarefraud.gov/fraud-rtc12142012.pdf,

* David Armstrong and Caroline Chen, “Doctors Get Millions From Medicare After Losing Their Licenses,”
Bloomberg, April 28, 2014,

? Jonathan Easley and Elise Viebeck, “Indicted does got Medicare millions,” The Hill, April 10, 2014,

2 Letter from Chairman Thomas R. Carper and Ranking Member Tom A. Coburn, M.D., Senate Committee on
Homeland Security and Governmental Affairs, to The Honorable Marilyn Tavenner, Adminstrator, CMS, November
4,2013,

% Dan Mangan, “Senators: Medicare felons on ‘OK-to-pay’ list despite ban,” cnbc.com, December 16, 2013,
available at http//www.enbe.com/id/101276154.

* The OIG exclusion database does not show past exclusions and reinstatements. The database also does not list the
length of time of the exclusion. There is no public record of the exclusion length because many people do not get
reinstated right away and remain excluded, According to the OIG, the list would be ambiguous if it listed the term;
people would assume the exclusion is lifted after the period of years.
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In one case, a doctor who pled guilty to injecting more than 800 victims with unapproved
Botulinum toxin was both excluded and debarred. However, the co-defendant nurse who also
pled guilty, with a one-year prison sentence and a FDA debarment, is not excluded under either
her FDA-debarred name or alias.” In addition, staff identified a doctor who pled guilty to an
FDA-related mail fraud felony in 2007, was permanently debarred by FDA in 2009, but is not
excluded from Medicare and received over $86,000 in Medicare payments in 2012.%° Staff also
identified 4 other doctors who entered guilty pleas in the 2006-08 period, were debarred by FDA
before or during 2012, but who received over $900,000 in Medicare payments in 2012. Another
doctor who entered a guilty plea in 2002, whose FDA debarment was in effect during 2012,
received over $38,000 in Medicare payments in 2012. All told, staff identified from the FDA
debarment list that there were 6 doctors with guilty pleas entered before 2009, and debarred by
FDA, who received over $1 million in Medicare payments in 2012.%

According to OIG staff, the Medicare exclusion database contains about 57,000 names,
adds about 3,200 — 3,500 names each year, and reinstates about 600 names each year.”®
Although the exclusion program was established more than three decades ago, OIG staff
members were not aware of any recent audits or evaluations of the program.” The exclusion
database receives information from required, direct referrals from OIG investigations and
Medicare Fraud control units, and voluntary information from Federal (FBI, DEA, VA), State,
and local law enforcement,*

The OIG announced that in FY 2013, its fraud, waste, and abuse prevention and
enforcement efforts in the Health Care Fraud and Abuse Control (HCFAC) program resulted in a
record-breaking recovery of $4.3 billion in taxpayer dollars from individuals trying to defraud
Federal health care programs serving seniors and taxpayers ! Over the last 5 years, these
enforcement efforts have recovered $19.2 billion, up from $9.4 billion over the prior five-year
period. Over the last 3 years, the average investment of the HCFAC program is $8.10 for every
dollar spent, which is an increase of $2.70 over the average ROI for the life of the HCFAC
program since 1997.%* However, due to reduced funding, OIG is currently in a hiring freeze and
has lost over 200 people over the past two years. As a result, OIG has fewer resources available
to fight Medicare and Medicaid fraud. Due to lack of resources, OIG has closed over 2,200
investigative complaints, and by the end of FY 2014, the OIG expects to reduce Medicare and
Medicaid oversight by 20 percent.** OIG already has lost 20 percent of its Strike Force agents.
An independent report noted that this reduction in OIG fraud detection staff, corresponds to
about one fourth of its employees in this area, and is in opposition to the intended goal of an

 OIG reported to staff that this individual had been excluded for seven months, and then was reinstated.

# OIG confirmed to staff that there was no record of an exclusion under the name of this doctor.

7 OIG confirmed to staff that there was no record of an exclusion under each of the names of these individuals.
: OIG staff briefing for House Energy and Commerce Committee bipartisan staff, June 19, 2014,

# Agrawal CMS supra note 14 at 1.

2 d.
3 Joe Carlson, “HHS inspector general’s funding cuts will hurt fraud probes,” Modern Healthcare, July 26, 2013,
available at http://www.modernheaitheare.com/article/20130726/NEWS/307269996.
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HHS initiative to prevent health care fraud.>® The report also found that “[t]his reduction in staff
is likely to reduce actions taken by CMS in response to their existing predictive analytics
software that is designed to spot patterns of fraud.”¢ ’

While CMS has taken many actions, the GAO and the OIG have found that CMS has not
fully implemented other actions authorized by the PPACA.”” These unimplemented actions
include:

e Surety Bonds: PPACA authorized CMS to require a surety bond for certain types of at-risk
providers and suppliers. The bonds also could serve as a source for recoupment of erroneous
payments. CMS reported in April 2014 that it had not scheduled for publication a proposed
rule to implement the surety bond requirement.

s Providers and Suppliers Disclosure: CMS has not scheduled a proposed rule for publication
for increased disclosures of prior actions taken against providers and suppliers enrolling or
revalidating enrollment in Medicare, as authorized under the PPACA, such as whether the
provider or supplier has been subject to a payment suspension from a Federal health care
program.

e Compliance Program: CMS has not established the core elements of compliance programs
for providers and suppliers.

GAO also recommended that CMS increase its use of automated prepayment edits to
prevent improper payments and strengthen post-payment review to identify and recoup improper
payments.”® GAO noted in April 2014 that CMS had addressed “some” of these
recommendations.”® GAO has made multiple recommendations to CMS to remove Social
Security numbers from beneficiaries’ Medicare cards to help prevent identify theft, but CMS has
not taken action on these recommendations.”” HHS has agreed with the recommendations, but
reported CMS could not proceed for several reasons, including funding limitations.

In reports and in testimony, the OIG has issued numerous recommendations to improve
CMS’s Medicare oversight. Among the key recommendations are:

o Implement policies and procedures to detect and recoup improper payments made to
unlawfully present and incarcerated beneficiaries.

¢ Identify and recoup improper payments made on behalf of entitlement-terminated
beneficiaries and establish policies and procedures to prevent additional improper payments.

» Improve existing safeguards to prevent payments to deceased beneficiaries.

* JASON report, supra note 2 at 56,
*id.
%7 See GAO testimony, supra note 1, and HHS OIG testimony, supra note 5.
¥ GAO testimony, supra note 1.
39
ld.
“ Id. at16.
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» Require mandatory reporting by Part C and Part D plans of potential fraud and abuse
incidents, and use the data from the reporting for monitoring or oversight purposes.

The OIG testified in April 2014 that more action is needed from CMS."!

The April 2014 JASON Report, prepared for the Agency for Healthcare Research and
Quality, found that “[e]lectronic access to health data will make it easier to identify fraudulent
activity, but at present there is little effort to do so using EHRs.”* The report recommended:
“Large-scale data mining techniques and predictive analytics should be employed to uncover
signatures of fraud. A data enclave should be established to support the ongoing development

and validation of fraud detection tools to maintain their effectiveness as fraud strategies
evolve

L  ISSUES
The following issues will be examined at the hearing:

e Is CMS implementing the outstanding GAOQ, OIG, and JASON Report recommendations to
strengthen Medicare oversight? What is the status of implementation?

e What additional sets of data can be made available and shared to prevent Medicare fraud,
waste, and abuse?

e [Is CMS using all the tools at its disposal to mitigate vulnerabilities to the Medicare program?
s How is CMS using State data captured by the Federation of State Medical Boards that could
be used as an early-warning system to flag bad providers?
IV. CONTACTS

If you have any questions about this hearing, please contact Alan Slobodin, Sean Hayes,
or Emily Newman at (202) 225-2927.

" HHS-OIG testimony, supra note 5.
“ JASON Report, supra note 2 at 57.
43 [d
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Memorandum to OMHA Medicare Appellants

Re: Administrative Law Judge Hearings for Medicare Claim and Entitlement Appeals

Based on a number of recent inquiries regarding delays in the processing of Medicare claim and
entitlement appeals, 1 want to apprise you of some recent operational changes that may impact
your interaction with the Office of Medicare Hearings and Appeals (OMHA). You have been
chosen to receive this letter because you have a significant number of Medicare appeals currently
pending before OMHA.

Due to the rapid and overwhelming increase in claim appeals, effective July 15, 2013, OMHA
temporarily suspended the assignment of most new requests for an Administrative Law Judge
hearing to allow OMHA to adjudicate appeals involving almost 357,000 claims for Medicare
services and entitlements already assigned to its 65 Administrative Law Judges. This temporary
measure was necessitated by a dramatic increase in the number of decisions being appealed to
OMHA, the third level of administrative review in the Medicare claim and entitlement appeals
process.

From 2010 to 2013, OMHA’s claims and entitlement workload grew by 184% while the
resources to adjudicate the appeals remained relatively constant, and more recently were reduced
due to budgetary sequestration. Even with increased productivity from our dedicated
Administrative Law Judges and their support staff, we have been unable to keep pace with the
exponential growth in requests for hearing. Consequently, a substantial backlog in the number of
cases pending an ALJ hearing, as well as cases pending assignment has resulted.

In just under two years, the OMHA backlog has grown from pending appeals involving 92,000
claims for services and entitlement to appeals involving over 460,000 claims for services and
entitlement, and the receipt level of new appeals is continuing to rise. In January 2012, the
number of weekly receipts in our Central Operations Division averaged around 1,250. This past
month, the number of receipts was over 15,000 per week. Due to this rapidly increasing
workload, OMHA’s average wait time for a hearing before an Administrative Law Judge has
risen to 16 months and is expected to continue to increase as the backlog grows.

Although assignment of most new requests for hearing will be temporarily suspended, OMHA
will continue to assign and process requests filed directly by Medicare beneficiaries, to ensure
their health and safety is protected. Assignment of all other new requests for hearing will
resume as Administrative Law Judges are able to accommodate additional workload on their
dockets. However, with the current backlog we do not expect general assignments to resume for
at least 24 months and we expect post-assignment hearing walt times will continue to exceed 6
months.

Pagelof2
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‘We remain committed to providing a forum for the fair and timely adjudication of Medicare
claim and entitlement appeals; however, we are facing significant challenges which reduce our
ability to meet the timeliness component of our mission. To address this challenge, OMHA is
working closely with our colleagues within the Centers for Medicare and Medicaid Services
(CMS) and the Departmental Appeals Board (DAB). We are committed to finding new ways to
work smartly and more efficiently, in order to better utilize resources to address the increased
demand for hearings.

In order 1o keep you apprised concerning our workload and to facilitate your interaction with
OMHA, we will host an OMHA Medicare Appellant Forum on February 12, 2014, from 10:00
am to 5:00 pm. The event will take place in the Wilbur J. Cohen building located at 330
Independence Ave. SW, Washington DC 20024. The purpose of this event is to provide further
information to OMHA appeliants and providers on a number of initiatives underway and to
provide information on measures we can take to make the appeals process work more efficiently.
You can obtain further information and register for the event by visiting the OMHA website;
http://www.hhs.gov/omha/index.html. We are pleased to offer this opportunity and hope you
will be able to join us.

Although we know that this information will not alleviate your concerns with regard to delays in
processing appeals, we hope that we have at least provided a backdrop for the environment in
which OMHA currently processes appeals. We ask for your indulgence as we work to address
these challenges and thank you in advance for your patience as we continue our efforts to serve
the Medicare appellant and beneficiary communities, For additional information and updates on
OMHA's adjudication timeframes, ot to register for our OMHA Medicare Appellant Forum,
please visit the OMHA website at: hitp:/www.hhs.gov/omha/index html.

Sincerely,

s Y ) ‘
Ao j/ \Gwiterh Q'/
Naney J .:jér swold

Chief Administrative Law Judge

Page 2 0f2
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FRED UPTON, RHCHIGAN HENRY AL WARKMAN, CALIFORNIA
CHA §

BANKING MEMBES
ONE HUNDRED THIRTEENTH CONGRESS
Congress of the United States
Hrouse of Representalives
COMMITTEE ON ENERGY AND COMMERCE

2125 Raveura House Oemice Bunome
Wasniaron, DT 20815-6T115

July 18,2014

Dr. Shantanu Agrawal

Deputy Administrator and Director

Center for Program Integrity

Centers for Medicare and Medicaid Services
7500 Security Boulevard

Raltimore, MD 21244

Dear Dr. Agrawal:

‘Thank you for appearing before the Subcommittee on Qversight and Investigations on Wednesday, June
25, 2014, to testify at the hearing entitled “Medicare Program Integrity: Screening Out Errors, Fraud, and
Abuse.”

Pursuant to the Rules of the Committee on Energy and Commerce, the hearing record remains open for
ten business days to permit Members to submit additional questions for the record, which are attached. The
format of your responses to these questions should be as follows: (1) the name of the Member whose question
you are addressing, {2) the complete text of the question you are addressing in bold, and (3) your answer to that
question in plain text.

Also attached are Member requests made during the hearing, The format of your responses to these
requests should follow the same format as your responses to the additional questions for the record.

To facilitate the printing of the hearing record, please respond to these questions and requests with a
transmittal letter by the close of business on Friday, August 1, 2014, Your responses should be mailed to
Brittany Havens, Legistative Clerk, Committee on Energy and Commerce, 2125 Rayburn House Office
Building, Washington, D.C. 20515 and e-mailed in Word format to brittany havens@mail. house.g0y.

Thank you again for your time and cffort preparing and delivering testimony before the Subcommittee.
Sincerely,
w L ¥
Tim Murphy
Chairman
Subcommittee on Oversight and Investigations

cc: Diana DeGette, Ranking Member, Subcommittee on Oversight and investigations

Attachments
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Shantanu Agrawal, M.D.
Deputy Administrator and Director,
Center For Program Integrity
Centers For Medicare & Medicaid Services
“Provider Screening”
United States House Committee On Energy & Commerce
Subcommittee On Oversight & Investigations
June 25, 2014

Attachment 1—Additional Questions for the Record

The Honorable Tim Murpby

1. What percentage of Recovery Audit Contractors (RAC) appeal cases in FY 2013 were
decided on the record?

2. Who are the top ten administrative law judges that are deciding RAC cases on the
record?

3. What is being done to implement Office Inspector General (O1G) recommendations to
improve the Administrative Law Judge (ALJ) process, including better training and
clarification of Medicare policies, so ALJ RAC rulings are more in line with those made
at the two earlier levels of appeal, the Medicare Administrative Contractors (MAC) and
the Qualified Independent Contractors (QIC)?

4. What plans are in place to hire additional judges at the ALJ level to deal with the Office
of Medicare Hearings and Appeals (OMHA) appeal backlog?

Answer to #1 - #4: The Office of Medicare Hearings and Appeals (OMHA) is independent
from CMS, so CMS cannot speak to these issues.

5. Dr. Agrawal said “We want to get the RACs up and running as quickly as
possible.” What is delaying the award of new RAC contracts that are not under
protest?

Answer: Recovery Audit Regions 1, 2, and 4 are subject to a bid protest in the Court of Federal
Claims. Recovery Audit Regions 3 and 5 are based on the same statement of work. Therefore,
we believe it is prudent to receive the Judge’s decision prior to moving forward on the
procurement.

6. What is being done to monitor the quality of the Administrative Law Judges' decisions
and ensure they consistently adhere to current Medicare policy?

Answer: Because OMHA is independent from CMS, 1 cannot speak to their efforts to monitor
decisions made by ALJs.
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7. What is being done to insure the RACs are notified of the ALJ hearings?

Answer: In accordance with the regulation in 42 CFR 405.1020(c), Notice of Hearing,
Administrative Law Judges issue a Notice of Hearing to all the parties to the initial determination
and the Qualified Independent Contractor (QIC) that issued the reconsideration decision if a
hearing is held. The QICs are contractually required to forward the Notice of Hearing to the
Medicare Administrative Contractors, Recovery Auditors, and Zone Program Integrity
Contractors. The current Joint Operating Agreements between the QICs and these entities
establish timeframes and transmission mechanisms.

When issues arise, such as delays or non-receipt of Notices of Hearings, CMS brings them to
OMHA’s attention during a regularly scheduled bi-weekly meeting.

8. CMS is expanding the savings for the FPS to include savings associated with payment
suspensions and savings associated with revocations. CMS’ traditional Medicare
Integrity Program (MIP) Return On Investment (ROI) does not include these types of
savings. Why is CMS making a change with this methodology?

Answer: The Small Business Jobs Act of 2010 requires the Secretary of HHS to submit reports
for each of the first three years of Fraud Prevention System (FPS) implementation. The law also
requires the Office of Inspector General (OIG) to certify the actual and adjusted savings with
respect to improper payments recovered and avoided and the return on investment related to the
Department’s use of the FPS for each of its first three implementation years. Including payment
suspensions and savings associated with revocations was the result of consultation with the OIG
on the actual and adjusted savings resulting from the FPS. This methodology currently only
applies to the FPS, and has not been expanded to the Medicare Integrity Program return on
investment methodology.

9. The Small Business Jobs Act of 2010 provided CMS with $100 million to implement the
Fraud Prevention System (FPS). If I recall correctly, the initial contract with option
years was $70 M. Based on the information in the first report and in this report, CMS
has or is about to spend the initial $100 million. What is the burn rate and the funding
plan moving forward? Please provide a detailed chart with all costs (technology,
manpower, legal, actual savings return based on enhanced edits, etc.).

Answer: CMS implemented the FPS on June 30, 2011. In the first implementation year, the FPS
stopped, prevented, or identified an estimated $115.4 million in improper payments. In the
second implementation year, the FPS identified or prevented more than $210 million in improper
Medicare fee-for-service (FFS) payments, double the previous year.

The funding for FPS is associated with two main contractors, Northrup Grumman (Development
Contractor) and IBM (Modeling Contractor). In addition to these contractors, National
Government Services (NGS) and Verizon are actively involved as sub-contractors. The table
below represents funding amounts associated with development and modeling efforts:
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07/13 -07/14 $35,213,285
07/14 - 07/15 $22,700,383
Total Funding: 05/11 - 07/15 $123,254,046

The funding includes the following categories:

Type of Contractor | Category Included

Development Hardware/Software/System | Hardware infrastructure, Hardware
hosting,
Software Licenses, System Patches,
Software Development/Implementation

Development User/Business Oversight Model Development, Vulnerability
Identification, Testing, Training, Help
Desk Support

Development Monitoring Model/Edit Monitoring, System
Performance

Modeling User/Business Oversight Mode! Development, Testing,
Vulnerability Identifications, and Model
Monitoring

Modeling Monitoring Model Monitoring, System Performance

The costs above the initial $100 million appropriated for the Fraud Prevention System are
funded through Medicare Integrity Program resources,

10. The Small Business Jobs Act says that “the Secretary shall expand the use of predictive
analytics technologies, beginning April 1, 2015, to apply to Medicaid and CHIP. To the
extent the Secretary determines appropriate, such expansion may be made on a phased-
in basis.” Will you commit to keep this Committee updated on what CMS is thinking as
that date approaches?

Answer: CMS is happy to work with the Committee to provide updates on the progress of the
FPS. The Small Business Jobs Act requires that CMS include in the Third Implementation Year
Report an analysis of the cost-effectiveness and feasibility of expanding the use of predictive
analytics technologies to Medicaid and CHIP. Section 4241(c)(5) of the Small Business

Jobs Act does refer to expanding the use of predictive analytics technologies to Medicaid and
CHIP, but only “[blased on the results of the report and recommendation required under
subsection ()(3).”

Although Medicaid is administered and organized in a distinctly different way than Medicare,
CMS anticipates that there are opportunities to transfer the knowledge and lessons learned about
Medicare through the FPS to states for uses applicable to Medicaid. CMS will report to the
Congress as required by section 4241(e)(3) on the cost-effectiveness and feasibility of expanding

3
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use of predictive analytics technologies to Medicaid and CHIP. However, data provided to CMS
on Medicaid payments are post-payment, so it will be important to consider whether prepayment
analytics may best be implemented by the states.

11. CMS has said “the Fraud Prevention System now has the capability to stop payment of
certain improper claims, without human intervention, by communicating a denial
message to the claims payment system.” This sounds promising. Has CMS actually used
this capability yet? If so, how many claim denials has it resulted in?

Answer: CMS launched an Ambulatory Surgical Center edit in one state as a proof of concept to
test the functionality of rejecting claims directly through the Fraud Prevention System. CMS
successfully rejected 125 claims for 52 providers during the proof of concept, totaling over
$40,000. While the savings may be small for this single edit in one state, CMS intends to expand
the number of edits in the third implementation year.

12. CMS said it “has pilot projects underway evaluating the expansion of programs that
provide waste, fraud and abuse leads to Medicare Administrative Contractors for early
intervention.” Two questions on this:

a. Please explain the duration of the pilot, the evaluation process, and the
timeframe in which this Committee can expect to know from you what
actions you may take as a pilot.

b. How would this effort to work with MACs duplicate — or not duplicate — the
work of the other program integrity contractors?

Answer: CMS completed the pilot during the second implementation year, and CMS has
begun additional pilot testing, and results will be included in the report to Congress on the third
implementation year. The purpose of the pilot was to determine whether providers identified in
the FPS that were not currently in the workload of the Zone Program Integrity Contractors were
submitting a high number of likely improper payments. The first phase that was completed
during the second implementation year had positive results.

CMS identified eight providers and suppliers (“providers™) for the pilot, and the Medicare
Administrative Contractors (MACs) implemented a two-phase intervention. First, the MAC
contacted individual providers to discuss their billing data. If the provider did not have a
satisfactory explanation for their aberrant billing pattern or did not change their billing pattern,
the provider’s claims were placed on prepayment review, Four of the eight providers the MAC
contacted changed their billing within one month. Two others were instructed to complete a self-
audit, and the remaining two did not change their billing patterns. One of those providers is now
on prepayment review, and the other is subject to post pay review.

The MACs cited the speed with which the billing behavior was changed and the low cost of the
intervention as positive outcomes of the pilot. The cost of the intervention is reduced because
there were no additional costs for the analysis and 4 providers changed their behaviors based on
a conversation rather than the traditional approach of reviewing medical records first, which
must be completed by clinical staff. Since this was a small, short-term project the long-term
impact cannot be quantified, however the initial results are promising.

4
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Another value of expanding the use of the FPS tool is that the MAC and Zone Program Integrity
Contractor (ZPIC) may be able to better coordinate audit activity on a specific provider, rather
than duplicating work. This will reduce burden on providers and provide a forum for
collaboration across contractors,

13. CMS said the FPS “resulted in CMS taking action against 938 providers and
suppliers.” Can you give us a breakdown of the types of actions taken against different
types of providers?

Answer:
Number of Providers
Administrative action Unduplicated
Oct 2012 — Sept 2013
Prepayment Review Denials 423
Denials from Auto-Denial Edits 254
Payment Suspension 35*

Overpayments Referred to the MAC

235

for Recovery
Referred to Law Enforcement 75
Revocation 48
Total 938

* These 35 providers were on active payment suspension as of the last day of the reporting period. An additional 20
providers were on payment suspension during the reporting period but were terminated from payment suspension
prior to the end of the reporting period.

14. In tallying the adjusted ($54 million) or unadjusted (3210 million) Medicare dollars,
how did CMS account for the role of its ZPICs, PSCs, or other program integrity
contractors? Were the findings of the contractors counted toward the dollar amount
identified? If so, how was the PSC’s normal work disaggregated from its work for the
FPS?

Answer: CMS accounted for the role of the contractors in the methodology certified by the
HHS Office of Inspector General. CMS requires its contractors to track the recoveries that result
from FPS leads, and OIG then determined that our methodology for tracking was reasonable, and
certified those savings. In addition to identifying new leads and new issues, FPS information
may corroborate, augment or expedite investigations. CMS identified or prevented an additional
$39.4 million using information in the FPS to corroborate, augment, or expedite existing
investigations but for which documentation was insufficient to be included by the OIG in the
certified savings.

An estimated portion of the contractor time is included since a portion of time is spent acting on
FPS leads. These costs are estimated by calculating the percentage of total investigation created
from FPS leads, including the new leads in the second year, new leads in the first year that were
also worked in the second year and existing investigations where administrative action was taken
due to FPS, and multiplying that percentage by their total investigator costs.
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15. Before the creation of the FPS that Congress mandated CMS adopt, CMS was reluctant
to adopt more forward leaning, predictive tools. I am not asking you to agree with this
characterization, but it was the perception of many in Congress that CMS did not think
they needed the FPS, and resisted being told how to do this program. However,
Congress mandated it, and here you are today explaining the achievements of FPS. Do
you think the FPS has been a positive step for CMS and taxpayers? Mr. Chairman, I
would note the role of former Florida Republican Senator George LeMieux, who, as
author of the provision creating FPS, deserves credit for helping nudge CMS’s fraud-
fighting efforts forward to adopt the FPS.

Answer: Yes, [ agree that the FPS has been a positive step. It’s part of CMS's comprehensive
program integrity strategy and its implementation has resulted in a positive return on investment
for Medicare and taxpayers. For example, the FPS is used as part of an agency focus on home
health services in South Florida. CMS identified this type of service in South Florida as an area
of high risk to our programs. The FPS led to investigations and administrative actions, which
ultimately led to the revocation of the billing privileges of home health agencies, with potential
savings worth more than $26 million. CMS expects that future activities will substantially
increase savings by expanding the use of the innovative technology beyond the initial focus on
identifying fraud into areas of waste and abuse.

16. What number of full-time-equivalent (FTE) personnel are at CMS or its contractors,
who are charged with identifying, reducing, or recovering improper payments
attributable to fraud, waste, or abuse? Could you please provide the Committee with
this number? Please include the personnel at Office of Financial Management who
oversee the Recovery Audit Contractors, the contract staff of program integrity
contractors, the FTE at the Center for Program Integrity, and any other relevant
personnel.

Answer: CMS has 512 full-time employees whose work includes identifying, reducing, or
recovering improper payments. Additionally, CMS contractors employ 1,265 full-time
employees for this work.

17. Almost two years ago exactly, with a press release, HHS and DOJ announced a public
private partnership to help prevent health care fraud. I think collaboration with
industry and the private sector is the kind of initiative most members would support.
However, it’s been twe years, and what we have heard from many in the industry is
that CMS has been moving, but moving siowly. Can you please outline for the
Committee what the partnership has accomplished to date, and what are the metrics for
success? Could you please provide the Committee —in as much detail as possible—
with the following:

a. The number of cases shared between plans and CMS

b. The number of trends shared between plans and CMS

¢. What types of corrective actions CMS may have taken as a result of the
parinership?

d. Has CMS identified any real or perceived legal barriers to plans and CMS
sharing information?
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e. In your view, are there any outstanding legal barriers to plans and CMS
sharing needed information to prevent fraud, waste, or abuse?

Answer: The Healthcare Fraud Prevention Partnership (HFPP) is a ground-breaking initiative
that is designed to work with the private sector to fight fraud, waste, and abuse across the health
care system. The HFPP’s ultimate goal is to exchange facts and information to identify trends
and patterns that will uncover fraud, waste and abuse that could not otherwise be identified.
CMS is working through the legal requirements for data sharing with private health plans, and
has made significant progress in the development of the HFPP.

Until CMS receives approval for its new information collection effort under the HFPP from the
Office of Management and Budget, the data sharing has been limited to nine participants.
Current information collection activities are limited to a specified number of participants per
pilot study under Paperwork Reduction Act requirements. In addition, because claims data
contains both personally identifiable information and protected health information subject to
many constraints on sharing, these early HFPP proof of concept pilots have used non identifiable
data such as payment codes which may be associated with fraud, waste or abuse, or information
about known non-operational group practices and other organizational data. Once the legal
agreements are put in place to allow for the maximum legally allowable data sharing, the
partnership will be able to share provider-level information that should result in joint
investigations and sharing of active and past cases.

That said, the HFPP currently has 38 partner organizations from the public and private sectors,
law enforcement, and other organizations combatting fraud, waste, and abuse. The HFPP has
conducted 4 data and information sharing studies over the past two years. Several studies are
still being analyzed by the partners and they will report cutcomes in the future. CMS has
established over 150 payment edits to address improper billing identified through the information
shared within the partnership. We have also put several providers on payment suspension,
revoked several providers, as well as revoked provider practice locations that we have identified
as false store fronts.

18. What do you believe are the top five vulnerabilities with regard to the integrity of
Medicaid payments?

Answer: CMS measures Medicaid and CHIP improper payments annually through the Payment
Error Rate Measurement (PERM) program, using a 17-state three-year rotation so that CMS
measures each state once every three years. Through PERM, CMS samples state Medicaid FFS
and managed care payments, collects documentation from providers, conducts a data processing
review on sampled FFS and managed care payments, and performs a medical record review on
sampled FFS claims.

Based on a compilation of Medicaid improper payments identified in Fiscal Years (FYs) 2011,
2012, and 2013, the PERM program reported FFS payment errors by service type. The top five
service areas for FY's 2011-2013, based on projected dollar amount, were found to be in the
following services (in decreasing order of dollars in error):

s Habilitation and Waiver Programs

o Nursing Facility/Intermediate Care Facilities

7
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* Prescribed Drug
* Personal Support Services
« ICF for the Mentally Retarded and Group Homes'

Through PERM, the identification of service types and other predictors of high payment errors
inform corrective actions by CMS and states. CMS works closely with states to review their
error rates, determine root causes of errors, and develop corrective actions to address the major
causes of errors.

19. Please provide the Committee with an update on the status of using RACs in Medicaid,
as required by the ACA.

Answer: State Medicaid agencies contract with Medicaid Recovery Audit Contractors (RACs),
to identify and recover overpayments, and identify underpayments made to Medicaid providers.
CMS implemented section 6411(a) of the Affordable Care Act in a Final Rule published on
September 16, 2011 requiring states to implement Medicaid RAC programs by January 1, 2012,
unless granted an exception.

By the end of FY 2013, 45 states and the District of Columbia had implemented Medicaid RAC
programs, and CMS had granted five U.S. Territories complete exceptions from implementing
RAC programs, Additionally, CMS granted five states time-limited exceptions from
implementing Medicaid RAC programs during FY 2013, due to either high rates of Medicaid
managed care penetration (two states), small Medicaid beneficiary population and low Medicaid
payment error rate (one state), or re-procurement of new State Medicaid RACs (two states). For
FY 2013, 19 states reported recoveries totaling $124.3 million in the Federal and state share
combined amount (Total Computable) and returned a total of $74.5 million (Federal share).?

! 2013 PERM Report Appendix 2, Figure $12, available at: http://www.cms.gov/Research-Statistics-Data-and-
Systems/Monitoring-Programs/Medicaid-and-CHIP-
Compliance/PERM/Downloads/2013PERMREPORTAPPPENDICES pdf.

2 RAC recoveries include overpayments collected, adjusted, and refunded to CMS, as reported by states on the
CMS-64.

8
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The Honorable Michael C. Burgess

1. CMS has not adopted all of the recommendations from HHS OIG to prevent and detect
fraud. What recommendations have and have not been adopted? Why have these
recommendations not been adopted? What is the timeline for implementing these
provisions?

Answer:
OIG Recommendation Status

i Remove Social Security Numbers | Unimplemented
from Medicare cards to help
protect personally identifiable CMS has performed a cost analysis of options
information of Medicare to remove the Social Security number from
beneficiaries the Medicare card.

2 Strengthen the Medicare Implemented
contractor’s monitoring of
pharmacies and its ability to In June 2013, CMS sent its first pharmacy risk
identify for further review of assessment to Part D plans, and CMS has
pharmacies with questionable released two other assessments in December
billing patterns 2013 and April 2014 to seek industry

comments about the methodology used to help
identify high risk pharmacies.

On May 19, 2014, CMS issued a Final Rule
that permits CMS to direct access to Part D
sponsors’ downstream entities: This provision
will provide CMS, its antifraud contractors,
and other oversight agencies the ability to
request and collect information directly from
pharmacy benefit managers, pharmacies and
other entities that contract or subcontract with
Part D Sponsors to administer the Medicare
prescription drug benefit. The provision will
streamline CMS’ and its anti-fraud
contractors’ investigative processes.
Currently, it can take a long time for CMS’
contractors who are often assisting law
enforcement to obtain important documents
like invoices and prescriptions directly from
pharmacies, because they must work through
the Part D plan sponsor to obtain this
information. This provision is designed to
provide more timely access to records,
including for investigations of Part D fraud
and abuse, and responds to recommendations
from the Department of Health and Human

9
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Services (HHS) Office of Inspector General.

Require Part D plans to verify
that prescribers have the authority
to prescribe

Implemented

Through rulemaking finalized in 2012, CMS
required Part D sponsors to submit
Prescription Drug Events (PDEs — Part D
claims data) with active and valid individual
prescriber National Provider Identifiers (NPIs)
beginning January 1, 2013. CMS began to
apply edits to any PDE without an active and
valid individual NPI on May 6, 2013.

On May 19, 2014, CMS issued a Final Rule
that requires prescribers of Part D drugs to
enroll in Medicare to help ensure CMS that
Part D drugs are only prescribed by qualified
individuals. CMS also finalized authority to
revoke Medicare enrollment if CMS
determines there is a pattern or practice of
prescribing Part D drugs that is abusive, ifa
Drug Enforcement Administration (DEA)
certificate of registration is suspended or
revoked, or if the applicable licensing or
administrative body for any state in which a
physician or eligible professional practices has
suspended or revoked the provider’s ability to
prescribe drugs.

Increase monitoring of Medicare
claims for home health services

Implemented

CMS has implemented the FPS, which runs
predictive algorithms and other sophisticated
analytics nationwide against all Medicare fee-
for-service (FFS) claims prior to payment,
including home health claims. For example,
FPS is used as part of an agency focus on
home health services, particularly in Florida.
CMS identified this type of service in South
Florida as an area of high risk to our
programs. CMS is monitoring the activity of
home health agencies across Florida through
the FPS to identify changes in billing patterns
and the potential migration of fraud schemes
to other parts of the state or Nation.

Create a standardized form to
ensure better compliance with the
face-to-face encounter
documentation requirements

Unimplemented

CMS is evaluating whether or not a form will

help resolve the issues identified in OIG’s

10
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report. However, a standardized form would
eliminate some of the current flexibilities that
providers are afforded. Providers are allowed
to use existing information in the medical
record, rather than completing a separate
form, to document a face to face encounter,

Implement the surety bond
requirement for HHAs

Unimplemented

CMS has not scheduled for publication new
regulations under this authority.

CMS does currently require DMEPOS
suppliers to post a surety bond at the time of
enrollment, and has collected about $1.6
million directly from surety companies, and
has collected an additional $18.5 million
directly from suppliers immediately after
their debts were referred to their respective
sureties for payment for the same time frame.

Monitor hospices that depend
heavily on nursing facility
residents

Implemented

CMS has provided this information to the
Recovery Auditors and to the Medicare
Administrative Contractors, emphasizing the
importance of this issue when prioritizing
medical review strategies and other
interventions.

Modify the payment system for
hospice care in nursing facilities,
seeking statutory authority if
necessary

Ongoing

Section 3132 of the Affordable Care Act
requires CMS to revise Medicare’s payments
system for hospice care no earlier than
October 1, 2013, and allows CMS to collect
additional data and information as the
Secretary determines appropriate to revise
payments for hospice care.

In May 2014, CMS released additional
analysis to inform hospice payment reforms,

Consider whether additional
controls are needed are needed to
ensure that Personal Care
Services are allowed under the
program rules and are provided.

CMS will conduct an analysis of personal
care services’ requirements and identify
potential risks and vulnerabilities relating to
the delivery of personal care services. CMS
will gather additional data on best practices to
better inform states. This information will be
used to address the recommendations,

11

Take action to provide states with

After the information in # 10 above is

11
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data suitable for identifying
payments for PCS claims when
beneficiaries are receiving
institutional care paid for by
Medicare or Medicaid.

gathered and reviewed, CMS will determine
the appropriate policy and evaluate the best
vehicle to communicate the information.

12

Amend regulations to require MA
and Part D plans to report to
CMS, or its designee, their
identification of and response to
potential fraud and abuse.

Unimplemented

CMS does not concur with this
recommendation. Part D sponsors are held
accountable for detecting and preventing fraud
and abuse. Amending the regulation to
require reporting directly to CMS itself could
be considered a duplication that would require
Part D sponsors to expend unnecessary
additional resources and would have the
potential to inundate the agency and our
contractors with an unwieldy amount of
information that would not necessarily yield a
better outcome in terms of stopping Part D
fraud.

Plan sponsors report and share information
related to potential fraud, waste and abuse
(FWA) through several means which includes
the FWA Work Group meetings where
information is shared with CMS, law
enforcement and other plan sponsors; directly
contacting the National Benefit Integrity
(NBI) Medicare Drug Integrity Contractor
(MEDIC); and by contacting 1-800-
MEDICARE which will refer the case to the
NBI MEDIC.

i3

Establish a deadline for when
complete, accurate and timely T-
MSIS data will be available.

Implemented

In August 2013, CMS issued a State Medicaid
Director letter that established a compliance
date of July 1, 2014.

2. What databases is CMS currently using to screen provider or fund recipients or to

detect other types of fraud in the system? What other databases could CMS be using?

Answer: The Affordable Care Act required CMS to implement risk-based screening of
providers and suppliers who want to participate in the Medicare and Medicaid programs and

CHIP, and CMS put these additional requirements in place for newly enrolling and revalidating

Medicare and Medicaid and CHIP providers and suppliers in March 2011. This enhanced

12
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screening requires certain categories of providers and suppliers that have historically posed a
higher risk of fraud to undergo greater scrutiny prior to their enrollment or revalidation in
Medicare. All Medicare providers and suppliers undergo a baseline screening, including
confirmation of the provider’s or supplier’s Social Security Number through the Social Security
Administration, license and certification through the state licensing boards, as well as searches in
the System for Award Management, operated by the General Services Administration (GSA), in
terms of Government contracting exclusion (suspension and debarments) and the HHS OIG
exclusion list for all individuals listed on the application.

Under section 1128 of the Social Security Act, HHS OIG must exclude individuals and entities
from Federal health care programs based on felony or misdemeanor convictions related to the
Medicare or Medicaid programs, or related to the abuse or neglect of patients, and has
discretionary authority to exclude individuals on a number of grounds, including misdemeanor
convictions related to health care fraud. Once approved, enrolled providers are systematically
compared weekly to the Social Security Administration’s complete file of death information and
the Medicare Exclusion Database (MED), CMS’s repository of information contained in the
OIG’s exclusion list, and CMS routinely revokes billing privileges based on this information.
Revocations are retroactive to the date of a provider’s or supplier’s respective plea or conviction,
and if the provider or supplier submitted claims after that date, CMS demands those payments be
repaid.

CMS has historically relied on the MED and GSA list to identify relevant felony convictions
because there is not a centralized or automated means of obtaining felony convictions of
Medicare providers and suppliers. CMS is currently working on a process to match enrollment
data against public and private databases to receive timely felony conviction data. Additionally,
in April 2014, CMS announced that upon notification, providers and suppliers designated to the
high screening level will be required to submit fingerprint-based background checks to gain or
maintain billing privileges for Medicare. The requirement applies to individuals with a five
percent or greater ownership interest in a newly-enrolling durable medical equipment,
prosthetics, orthotics and supplies (DMEPOS) supplier or a newly-enrolling home health
agency (HHA), as well as any provider and supplier that has been subject to certain adverse
actions, including prior revocation, payment suspension, or licensure suspension or revocation.

3. Through the Sunshine Act, CMS is required to include “background information on
industry-physician relationships.” While access to information about physician-
industry relationships is important, the proper context is needed to understand these
legitimate interactions between physicians and industry, Will CMS be putting out draft
context proposals for public comment? If so, when? If not, why net?

Answer: CMS agrees that both context and access to information about physician-industry
relationships is important to help the consumer understand the information presented. In the
preamble to the February 2013 Final Rule implementing the Open Payments program, CMS
provided extensive background information on industry-physician relationships. This
information discussed how the financial relationships can be beneficial to the advancement of
medicine and innovation, however they can also create the opportunity for conflicts of interest.
The preamble and the Final Rule discussed that CMS will remain neutral in its representation
and presentation of the data, and will not label any reported interactions as legitimate or

13
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inappropriate. CMS solicited and addressed comments to the Final Rule, including the request
that CMS allow applicable manufacturers to voluntary report contextual information about each
payment or other transfer of value and make the information publicly available. CMS has
provided manufacturers with the opportunity to report such information, but they are not required
to do so. CMS also requested and received comments on the structure of the public website in
the Final Rule. CMS is not formally issuing additional material for public comments but will
continue to consider any stakeholder feedback it receives upon the launch of the site.
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The Honorable Renee Ellmers

1. Please describe in detail the proposals from CMS to reform MAC and RAC audits to
ensure they are not unduly burdensome on medical equipment suppliers and providers.

Answer: CMS is committed to reducing improper payments but must be mindful of provider
and supplier burden because medical review is a resource-intensive process for both the
healthcare provider and the Medicare review contractor. In many cases, the only way to identify
improper payments is to request medical records from providers and suppliers and review the
records along with the claim. This requires providers and suppliers to fax, mail or electronically
send many pages of documentation to CMS contractors which can be time consuming and
burdensome. The CMS hopes to lessen provider burden by instituting changes that will help
providers and suppliers better comply with Medicare policies and documentation requests.

Recent Initiatives
» Require Medicare Administrative Contractors (MACs) to issue “ne findings” letters at
the conclusion of postpayment review. Previously, CMS only required that MACs send
results letters when an overpayment was identified. Now, providers and suppliers will
receive a letter at the conclusion of review even if no overpayments are identified.
Effective Date: January 28, 2014

e Require contractors to aceept documentation from providers via fax, CD/DVD and
Electronic Submission of Medical Documentation system. Previously, CMS only
required MACs to accept hard copy documentation.

Effective Date: October 21, 2013

o Post a review contractor directory on CMS’ website so that providers and suppliers
can easily identify all Medicare review contractors in their state. This interactive map can
be found at the link to the left called “Review Contractor Directory — Interactive Map”.
Effective Date: August 1, 2012

Planned Initiatives
o Require MACs to post issues selected for focused review to their websites. Currently, it
is optional for MACs to post what they are reviewing to their websites.
Estimated timeframe: Summer 2014

Recovery Audit Program Improvements
The CMS announced a number of changes to the Recovery Audit program in response to

industry feedback. The CMS is confident that these changes will result in a more effective and
efficient program, including improved accuracy, less provider and supplier burden, and more
program transparency. These changes will be effective with the next Recovery Audit program
contract awards.

e More time for providers and suppliers to engage with the Recovery Auditors.
Recovery Auditors will be required to wait 30 days (to allow for a discussion period)
before sending the claim to the MAC for adjustment. Today, in some cases, providers and
suppliers must delay filing an appeal in order to initiate a discussion period with the
RAC.

15
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e TImproved customer service. Recovery Auditors will be required to confirm receipt of a
discussion request within three days.

* More time before Recovery Auditors receive contingency fee if there is an appeal.
Recovery Auditors will be required to wait until the 2nd level appeal is exhausted before
the CMS will pay them any contingency fee.

e More claim diversity across a facility (e.g., inpatient, outpatient). CMS is establishing
revised additional document request limits, so that they can be diversified across claim
types.

e Number of additional document requested during Recovery Auditors review
proportional to denial rates, CMS will require Recovery Auditors to adjust the ADR
limits in accordance with a provider’s or supplier’s denial rate. Providers and suppliers
with low denial rates will have lower additional document request limits while providers
and suppliers with high denial rates will have higher additional document request limits.

e Central point of contact for complaints/concerns about claim reviews. CMS has
established a Provider Relations Coordinator that can assist with Recovery Auditor
review process concerns/suggestions and other contractor review process
concerns/suggestions

2. D’ve heard from several Durable Medical Equipment, Prosthetics, Orthotics and
Suppliers (DMEPOS) providers in my district about CMS changing the auditing rules
and penalizing a company before they were aware of the change. Will CMS set a real
guideline for a grace period for changes to the audit rules before auditors can penalize
company?

Answer: CMS agrees that providers should have current information regarding payment and
audit policies. Every Local Coverage Determination (LCD) has a public comment period and an
effective date. In addition, policy changes that go into a CMS manual have an implementation
date that is at least 30 days beyond the publication date allowing for public notice. When an
audit is conducted, the payment and coverage policy that was in place at the time the service was
delivered is used to make audit determinations.

3. What specific metrics does CMS use to target entities for audits? In particular, what
metrics does CMS use to target DMEPOS companies for audits?

Answer: The MACs and the RACs analyze claims to determine provider and supplier
compliance with Medicare coverage, coding, and billing rules and take appropriate corrective
action when providers are found to be non-compliant. The goal of MAC and RAC administrative
actions is to correct the behavior in need of change and prevent future inappropriate billing.

When improper behavior is detected, the priority for MACs is to minimize potential future losses
to the Medicare Trust Funds through targeted claims review and education while using resources
efficiently and treating providers, suppliers, and beneficiaries fairly.

The CMS provides instructions to it contractors through the Program Integrity Manual. The
following is an excerpt from the Program Integrity Manual 3.2.1 — Setting Priorities and
Targeting Reviews:
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The MACs have the authority to review any claim at any time, however, the claims
volume of the Medicare Program doesn’t allow for review of every claim. The MACs
shall target their efforts at error prevention to those services and items that pose the
greatest financial risk to the Medicare program and that represent the best investment of
resources. This requires establishing a priority setting process to assure MR focuses on
areas with the greatest potential for improper payment.

The MACs shall develop a problem-focused, outcome-based MR strategy and Strategy
Analysis Report (SAR) that defines what risks to the Medicare trust fund the MAC’s MR
programs will address and the interventions that will be implemented during the
fiscal/option year as addressed in PIM chapter 7.

The MAC:s shall focus their edits where the services billed have significant potential to be
non-covered or incorrectly coded. Medical review staff may decide to focus review on
problem areas that demonstrate significant risk to the Medicare program as a result of
inappropriate billing or improper payments. The MACs shall have in place a program of
systematic and ongoing analysis of claims and data from Recovery Auditors and CERT,
among other sources, in order to focus intervention efforts on the most significant errors.

The MACs shall initiate a targeted provider-specific prepayment review only when there
is the likelihood of sustained or high level of payment error. MACs are encouraged to
initiate targeted service-specific prepayment review to prevent improper payments for
services identified by CERT or Recovery Auditors as problem areas, as well as, problem
areas identified by their own data analysis.

The MACs have the discretion to select target areas because of:
* High volume of services;
* High cost;
* Dramatic change in frequency of use;
« High risk problem-prone areas; and/or,
» Recovery Auditor, CERT, Office of Inspector General (OIG) or Government
Accounting Office (GAO) data demonstrating vulnerability. Probe reviews are not
required when targeted areas are based on data from these entities.

In an effort to identify the claims most likely to contain improper billing, MACs are
encouraged to use prepayment and postpayment screening tools or natural language
coding software. MACs shall not deny a payment for a service simply because the claim
fails a single screening tool criterion. Instead, the reviewer shall make an individual
determination on each claim. MACs have the discretion to post the screening tools in use
to their Web site or otherwise disclose to the provider community. Recovery Auditors
shall use screening tools and disclose their use to the provider community consistent with
the requirements in their statements of work (SOWs).

MACs and Recovery Auditors shall NOT target a provider for review solely based on the
provider’s preferred method of maintaining or submitting documentation. For example, a
MAC or Recovery Auditor shall NOT choose a provider for review based only on the
fact that the provider uses an electronic health record or responds to documentation
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requests using the Electronic Submission of Medical Documentation mechanism. (More
information about esMD can be found in Section 3.2.3.5
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Attachment 2—Member Requests for the Record

During the hearing, Members asked you to provide additional information for the record, and
you indicated that you would provide that information. For your convenience, descriptions of
the requested information are provided below.

The Honorable Tim Murphy

1. Can someone with a foreign address be a Medicare provider?

Answer: A provider or supplier must have a practice location within the United States;
however, an owner may have an address outside the United States.

2. With each recommendation made by the Government Accountability Office (GAO) and
the HHS Office of the Inspector General (OIG) that has not been implemented, please
explain the reason they have not been implemented.

Answer:
GAO recommendation Status
1 Implement Surety Bonds Unimplemented

CMS has not scheduled for publication new
regulations under this authority.

CMS does currently require DMEPOS suppliers to
post a surety bond at the time of enroliment, and has
collected about $1.6 million directly from surety
companies, and has collected an additional $18.5
million directly from suppliers immediately after
their debts were referred to their respective sureties
for payment for the same time frame.

2 Implement providers and Unimplemented
suppliers disclosure
On April 24, 2013, CMS issued a proposed rule that
would implement a piece of this provision. The
proposal would permit CMS to deny Medicare
enrollment if the provider, supplier or current owner
thereof was the owner of another provider or
supplier that had a Medicare debt when the latter’s
enrollment was voluntarily or involuntarily
terminated or revoked.

CMS is considering potential provider burden in the
development of additional disclosure requirements
under this section.
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Implement compliance plans

Unimplemented

CMS solicited comments on compliance plans in the
September 2010 proposed rule (CMS 6028-P). CMS
analyzed comments and is studying issues associated
with implementation of compliance plan
requirements,

The Office of Inspector General conducted
compliance training around the country and posted
video and audio podcasts of the Health Care Fraud
Prevention and Enforcement Action Team (HEAT)
Provider Compliance Training Initiative on its
website.

Collect and evaluate information
on the timeliness of ZPICs’
investigative and administrative
actions.

Ongoing

CMS has instituted an enhanced evaluation process
for its contractors, but has not yet fully integrated it
into the process.

Develop reliable schedules to
incorporate all types of data into
the Integrated Data Repository.

Ongoing

Establish deadlines for program
integrity contractors to begin
using One PL.

Ongoing

Select an approach for removing
Social Security numbers from
Medicare cards that best protects
beneficiaries from identity theft
and minimizes burdens for

providers, beneficiaries and CMS.

Unimplemented

CMS has performed a cost analysis of options to
remove the Social Security number from the
Medicare card.

OIG Recommendation

Status

Remove Social Security Numbers
from Medicare cards to help
protect personally identifiable
information of Medicare
beneficiaries

Unimplemented

CMS has performed a cost analysis of options
to remove the Social Security number from
the Medicare card.

Strengthen the Medicare
contractor’s monitoring of
pharmacies and its ability to
identify for further review of
pharmacies with questionable
billing patterns

Implemented

In June 2013, CMS sent its first pharmacy risk
assessment to Part D plans, and CMS has
released two other assessments in December
2013 and April 2014 to seek industry
comments about the methodology used to help
identify high risk pharmacies.
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On May 19, 2014, CMS issued a Final Rule
that permits CMS to direct access to Part D
sponsors’ downstream entities: This provision
will provide CMS, its antifraud contractors,
and other oversight agencies the ability to
request and collect information directly from
pharmacy benefit managers, pharmacies and
other entities that contract or subcontract with
Part D Sponsors to administer the Medicare
prescription drug benefit. The provision will
streamline CMS’ and its anti-fraud
contractors’ investigative processes.
Currently, it can take a long time for CMS’
contractors who are often assisting law
enforcement to obtain important documents
like invoices and prescriptions directly from
pharmacies, because they must work through
the Part D plan sponsor to obtain this
information. This provision is designed to
provide more timely access to records,
including for investigations of Part D fraud
and abuse, and responds to recommendations
from the Department of Health and Human
Services (HHS) Office of Inspector General,

Require Part D plans to verify
that prescribers have the authority
to prescribe

Implemented

Through rulemaking finalized in 2012, CMS
required Part D sponsors to submit
Prescription Drug Events (PDEs — Part D
claims data) with active and valid individual
prescriber National Provider Identifiers (NPIs)
beginning January 1, 2013. CMS began to
apply edits to any PDE without an active and
valid individual NPI on May 6, 2013.

On May 19, 2014, CMS issued a Final Rule
that requires prescribers of Part D drugs to
enroll in Medicare to help ensure CMS that
Part D drugs are only prescribed by qualified
individuals. CMS also finalized authority to
revoke Medicare enrollment if CMS
determines there is a pattern or practice of
prescribing Part D drugs that is abusive, is a
Drug Enforcement Administration (DEA)
certificate of registration is suspended or
revoked, or if the applicable licensing or
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administrative body for any state in which a
physician or eligible professional practices has
suspended or revoked the provider’s ability to
prescribe drugs.

Increase monitoring of Medicare
claims for home health services

Implemented

CMS has implemented the FPS, which runs
predictive algorithms and other sophisticated
analytics nationwide against all Medicare fee-
for-service (FFS) claims prior to payment,
including home health claims. For example,
FPS is used as part of an agency focus on
home health services, particularly in Florida.
CMS identified this type of service in South
Florida as an area of high risk to our
programs. CMS is monitoring the activity of
home health agencies across Florida through
the FPS to identify changes in billing patterns
and the potential migration of fraud schemes
to other parts of the state or Nation.

Create a standardized form to
ensure better compliance with the
face-to-face encounter
documentation requirements

Unimplemented

CMS is evalvating whether or not a form will
help resolve the issues identified in OIG’s
report. However, a standardized form would
eliminate some of the current flexibilities that
providers are afforded. Providers are allowed
to use existing information in the medical
record, rather than completing a separate
form, to document a face to face encounter.

Implement the surety bond
requirement for HHAs

Unimplemented

CMS has not scheduled for publication new
regulations under this authority.

CMS does currently require DMEPOS
suppliers to post a surety bond at the time of
enrollment, and has collected about $1.6
million directly from surety companies, and
has collected an additional $18.5 million
directly from suppliers immediately after
their debts were referred to their respective
sureties for payment for the same time frame

Monitor hospices that depend
heavily on nursing facility
residents

Implemented

CMS has provided this information to the

Recovery Auditors and to the Medicare
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Administrative Contractors, emphasizing the
importance of this issue when prioritizing
medical review strategies and other
interventions.

9 Modify the payment system for Ongoing
hospice care in nursing facilities,
seeking statutory authority if Section 3132 of the Affordable Care Act
necessary requires CMS to revise Medicare’s payments
system for hospice care no earlier than
October 1, 2013, and allows CMS to collect
additional data and information as the
Secretary determines appropriate to revise
payments for hospice care.
In May 2014, CMS released additional
analysis to inform hospice payment reforms.
10 Consider whether additional CMS will conduct an analysis of personal
controls are needed are needed to | care services’ requirements and identify
ensure that Personal Care potential risks and vulnerabilities relating to
Services are allowed under the the delivery of personal care services. CMS
program rules and are provided. | will gather additional data on best practices to
better inform states. This information will be
used to address the recommendations.
11 Take action to provide states with | After the information in # 10 above is
data suitable for identifying gathered and reviewed, CMS will determine
payments for PCS claims when the appropriate policy and evaluate the best
beneficiaries are receiving vehicle to communicate the information.
institutional care paid for by
Medicare or Medicaid.
12 Amend regulations to require MA | Unimplemented

and Part D plans to report to
CMS, or its designee, their
identification of and response to
potential fraud and abuse.

CMS does not concur with this
recommendation, Part D sponsors are held
accountable for detecting and preventing fraud
and abuse. Amending the regulation to
require reporting directly to CMS itself could
be considered a duplication that would require
Part D sponsors to expend unnecessary
additional resources and would have the
potential to inundate the agency and our
contractors with an unwieldy amount of
information that would not necessarily yield a
better outcome in terms of stopping Part D
fraud.

Plan sponsors report and share information
related to potential fraud, waste and abuse

23




129

(FWA) through several means which includes
the FWA Work Group meetings where
information is shared with CMS, law
enforcement and other plan sponsors; directly
contacting the National Benefit Integrity
(NBI) Medicare Drug Integrity Contractor
(MEDIC); and by contacting 1-800-
MEDICARE which will refer the case to the
NBI MEDIC.

13 Establish a deadline for when
complete, accurate and timely T-
MSIS data will be available.

Implemented

In August 2013, CMS issued a State Medicaid
Director letter that established a compliance
date of July 1, 2014,

3. What additional data would be valuable to help you prescreen for Medicare fraud?

Answer: CMS is currently in the process of procuring a contractor to perform fingerprint-based
criminal history record checks of the Federal Bureau of Investigation databases. CMS believes

this new data source will provide information about providers, suppliers and their direct or

indirect owners that would permit CMS to take action when appropriate on the requirement that

such individuals be free of certain federal and state felony convictions.
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The Honorable Michael C. Burgess

1. Please provide the Committee with a list of the recommendations made by GAO and
the OIG that have not been implemented yet.

Answer:

OIG Recommendation Status

1 Remove Social Security Numbers | Unimplemented
from Medicare cards to help
protect personally identifiable CMS has performed a cost analysis of options
information of Medicare to remove the Social Security number from
beneficiaries the Medicare card,

2 Strengthen the Medicare Implemented
contractor’s monitoring of
pharmacies and its ability to In June 2013, CMS sent its first pharmacy risk
identify for further review of assessment to Part D plans, and CMS has
pharmacies with questionable released two other assessments in December
billing patterns 2013 and April 2014 to seek industry
comments about the methodology used to help
identify high risk pharmacies.

On May 19, 2014, CMS issued a Final Rule
that permits CMS to direct access to Part D
sponsors’ downstream entities: This provision
will provide CMS, its antifraud contractors,
and other oversight agencies the ability to
request and collect information directly from
pharmacy benefit managers, pharmacies and
other entities that contract or subcontract with
Part D Sponsors to administer the Medicare
prescription drug benefit. The provision will
streamline CMS” and its anti-fraud
contractors’ investigative processes.
Currently, it can take a long time for CMS’
contractors who are often assisting law
enforcement to obtain important documents
like invoices and prescriptions directly from
pharmacies, because they must work through
the Part D plan sponsor to obtain this
information. This provision is designed to
provide more timely access to records,
including for investigations of Part D fraud
and abuse, and responds to recommendations
from the Department of Health and Human
Services (HHS) Office of Inspector General.

3 Require Part D plans to verify Implemented
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that prescribers have the authority
to prescribe

Through rulemaking finalized in 2012, CMS
required Part D sponsors to submit
Prescription Drug Events (PDEs — Part D
claims data) with active and valid individual
prescriber National Provider Identifiers (NPIs)
beginning January 1, 2013. CMS began to
apply edits to any PDE without an active and
valid individual NPI on May 6, 2013.

On May 19, 2014, CMS issued a Final Rule
that requires prescribers of Part D drugs to
enroll in Medicare to help ensure CMS that
Part D drugs are only prescribed by qualified
individuals, CMS also finalized authority to
revoke Medicare enrollment if CMS
determines there is a pattern or practice of
prescribing Part D drugs that is abusive, is a
Drug Enforcement Administration certificate
of registration is suspended or revoked, or if
the applicable licensing or administrative
body for any state in which a physician or
eligible professional practices has suspended
or revoked the provider’s ability to prescribe
drugs.

Increase monitoring of Medicare
claims for home health services

Implemented

CMS has implemented the FPS, which runs
predictive algorithms and other sophisticated
analytics nationwide against all Medicare fee-
for-service (FFS) claims prior to payment,
including home health claims. For example,
FPS is used as part of an agency focus on
home health services, particularly in Florida.
CMS identified this type of service in South
Florida as an area of high risk to our
programs. CMS is monitoring the activity of
home health agencies across Florida through
the FPS to identify changes in billing patterns
and the potential migration of fraud schemes
to other parts of the state or Nation.

Create a standardized form to
ensure better compliance with the
face-to-face encounter
documentation requirements

Unimplemented

CMS is evaluating whether or not a form will
help resolve the issues identified in OIG’s
report. However, a standardized form would
eliminate some of the current flexibilities that
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providers are afforded. Providers are allowed
to use existing information in the medical
record, rather than completing a separate
form, to document a face to face encounter.

Implement the surety bond
requirement for HHAs

Unimplemented

CMS has not scheduled for publication new
regulations under this authority.

CMS does currently require DMEPOS
suppliers to post a surety bond at the time of
enrollment, and has collected about

$1.6 million directly from surety companies,
and has collected an additional $18.5 million
directly from suppliers immediately after
their debts were referred to their respective
sureties for payment for the same time frame

Monitor hospices that depend
heavily on nursing facility
residents

Implemented

CMS has provided this information to the
RACSs and MACs, emphasizing the
importance of this issue when prioritizing
medical review strategies and other
interventions.

Modify the payment system for
hospice care in nursing facilities,
seeking statutory authority if
necessary

Ongoing

Section 3132 of the Affordable Care Act
requires CMS to revise Medicare’s payments
system for hospice care no earlier than
October 1, 2013, and allows CMS to collect
additional data and information as the
Secretary determines appropriate to revise
payments for hospice care.

In May 2014, CMS released additional
analysis to inform hospice payment reforms.

10

Consider whether additional
controls are needed are needed to
ensure that Personal Care
Services are allowed under the
program rules and are provided.

CMS will conduct an analysis of personal
care services’ requirements and identify
potential risks and vulnerabilities relating to
the delivery of personal care services. CMS
will gather additional data on best practices to
better inform states. This information will be
used to address the recommendations.

11

Take action to provide states with
data suitable for identifying
payments for PCS claims when
beneficiaries are receiving

After the information in #10 above is
gathered and reviewed, CMS will determine
the appropriate policy and evaluate the best
vehicle to communicate the information.
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institutional care paid for by
Medicare or Medicaid.

Amend regulations to require MA
and Part D plans to report to
CMS, or its designee, their
identification of and response to
potential fraud and abuse.

Unimplemented

CMS does not concur with this
recommendation. Part D sponsors are held
accountable for detecting and preventing fraud
and abuse. Amending the regulation to
require reporting directly to CMS itself could
be considered a duplication that would require
Part D sponsors to expend unnecessary
additional resources and would have the
potential to inundate the agency and our
contractors with an unwieldy amount of
information that would not necessarily yield a
better outcome in terms of stopping Part D
fraud.

Plan sponsors report and share information
related to potential fraud, waste and abuse
(FWA) through several means which includes
the FWA Work Group meetings where
information is shared with CMS, law
enforcement and other plan sponsors; directly
contacting the National Benefit Integrity
(NBI) Medicare Drug Integrity Contractor
(MEDIC); and by contacting 1-800-
MEDICARE which will refer the case to the
NBI MEDIC.

Establish a deadline for when
complete, accurate and timely T-
MSIS data will be available.

Implemented

In August 2013, CMS issued a State Medicaid
Director letter that established a compliance
date of July 1, 2014.

GAOQ recommendation

Status

Implement Surety Bonds

Unimplemented

CMS has not scheduled for publication new
regulations under this authority.

CMS does currently require DMEPOS suppliers to
post a surety bond at the time of enrollment, and has

collected about $1.6 million directly from surety
companies, and has collected an additional

$18.5 million directly from suppliers immediately
after their debts were referred to their respective
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sureties for payment for the same time frame.

Implement providers and
suppliers disclosure

Unimplemented

On April 24, 2013, CMS issued a proposed rule that
would implement a piece of this provision. The
proposal would permit CMS to deny Medicare
enrollment if the provider, supplier or current owner
thereof was the owner of another provider or
supplier that had a Medicare debt when the latter’s
enrollment was voluntarily or involuntarily
terminated or revoked.

CMS is considering potential provider burden in the
development of additional disclosure requirements
under this section,

Implement compliance plans

Unimplemented

CMS solicited comments on compliance plans in the
September 2010 proposed rule (CMS 6028-P). CMS
analyzed comments and is studying issues associated
with implementation of compliance plan
requirements.

HHS OIG conducted compliance training around the
country and posted video and audio podcasts of the
Health Care Fraud Prevention and Enforcement
Action Team (HEAT) Provider Compliance Training
Initiative on its website.

Collect and evaluate information
on the timeliness of ZPICs’
investigative and administrative
actions.

Ongoing

CMS has instituted an enhanced evaluation process
for its contractors, but has not yet fully integrated it
into the process.

Develop reliable schedules to Ongoing
incorporate all types of data into

the Integrated Data Repository.

Establish deadlines for program Ongoing

integrity contractors to begin
using One PL

Select an approach for removing
Social Security numbers from
Medicare cards that best protects
beneficiaries from identity theft
and minimizes burdens for

providers, beneficiaries and CMS.

Unimplemented

CMS has performed a cost analysis of options to
remove the Social Security number from the
Medicare card.
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The Honorable Renee Ellmers

1. You suggested CMS is making changes in the next RAC audit time period so that
providers who have a low denial rate are rewarded. What is the percentage of
providers who are rewarded, if they have a low denial rate?

Answer: CMS plans to require RACs to adjust the Additional Documentation Request limits in
accordance with a provider’s denial rate, under the new Recovery Audit contracts. Providers
with low denial rates will have lower additional document request limits while providers with
high denial rates will have higher additional document request limits. More information will be
available when the next contract procurement is finalized.

The Honorable Diana DeGette

1. How much will CMS spend this year on Medicare and Medicaid program integrity
efforts?

Answer: CMS has available funding for program integrity in FY 2014 of

approximately $1.4 billion after sequestration, including funds from the following sources:
Healthcare Fraud and Abuse Control (HCFAC) accounts, user fees for Medicare provider
enrollment and oversight, and the Medicaid Integrity Program under section 1936 of the Social
Security Act. Of this amount, approximately $176.6 million is for Medicaid program integrity.

2. Please explain your plans for the money if Congress appropriates the requested funding
for your agency.

Answer: The President's FY 2015 Budget proposes to build on recent progress by increasing
support for the HCFAC program through both mandatory and discretionary funding streams. The
HCFAC investment supports efforts to reduce the Medicare FFS improper payment rate and
initiatives of the joint HHS-DOJ HEAT task force, including Strike Force teams in cities where
intelligence and data analysis indicate high levels of fraud, and the HFPP between the Federal
Government, private insurers, and other stakeholders. CMS will also make further investments in
innovative prevention initiatives, such as the FPS that analyzes all Medicare FFS claims using
sophisticated algorithms to identify suspicious behavior. In FY 2015 and beyond, CMS will
continuously refine these technologies to better combat fraud, waste, and abuse in Medicare,
Medicaid, and CHIP. Finally, these funds will support more rigorous data analysis and an
increased focus on civil fraud, such as off-label marketing and pharmaceutical fraud. A complete
breakdown of allocations for the FY 2015 HCFAC Budget proposal is attached.

30



136

FY 2015 CMS HCFAC Funding Request
(Dollars in Thousands)

FY 2015 FY 2015 FY 2015
Base Request

Project or Activity Additional Total

Funding Request

s

S kSR = £ e 2 S
Medicare Drug Integrity Contractors (MEDICs) $25,300 $0 $25,300
Part C & D Contract/Plan Oversight $28,314 $0 $28,314
Monitoring, Performance A it, and Surveillance $55,117 $0 $85,117
Program Audit $39,283 $0 $39,283
Compliance and Enforcement $21,377 $0 $21,377

Total $169,391 $0 $169,391
Field Offices/Rapid Response/and Qversight Staffing $10,726 $23473 $34,199
Total $23,473 $34,199

$10,726

Automated Provider Screening $3,519 $6,481 $10,000

1-800 Medicare Integration $0 $3.200 $3,200
Case Management System 30 $5,000 $5,000
Technology and Strategic Decision Support $0 $2,000 $2,000
Beneficiary Fraud Outreach $0 $4,000 $4.000
Joint Hospice Project $2,000 $2,000
Southern California Rapid Response $2,000 $2,000

Total - $24,681 $28,200
Fraud Prevention System $24,000 $0 $24,000
Fraud System Enhancements $0 $2,000 $2,000
Command Center $0 $2,000 $2,000
Benefits Integrity $0 $28,880 $28 880
Medical Review 30 $17,250 $17,250

$24,000

AL R

Qverpayment/P,

3 Lo

ayment Suspension $0 $5,000 $5,000
Compromised Numbers Checklist $0 $1,400 $1,400
National Supplier Clearinghouse $0 $27 822 $27,822
One Pl Data Analysis $0 $18,869 $18,869
HEAT Support / Strike Force $0 $2,000 $2,000
Appeals Initiatives $0 $4,654 $4,654
Healthcare Fraud Prevention Partnership $0 $29,500 $29,500
Probable Fraud Study Database & Analysis $0 $3,500 $3,500

Total $0 $92,745 $92,745
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(Dollars in Thousands)

Project or Activity

FY 2015
Base Request

FY 2015
Additional
Funding

FY 2015
Total
Request

<

Private Insurance Pi

$25,000

 Payment Error Rate Measurement (PERM) $21,000 $0 $21,000
Carrect Coding Initiative $0 $1,500 $1,500
State Readiness, Enroliment and Eligibility $0 $4,000 $4,000

Medicaid and CHIP Business Information Solutions
(MACBIS) $0 $7,236 $7,236
Physician Transparency $4,000 $0 $4.000
Healthcare Fraud Prevention Partnership $0 $4,500 $4,500
IT Shared Services $4,708 $4,730 $9,438
Total $29,708 $21,966 $51,674

$25,000

$26,000

$26,000 |

Tatal Medicare Integrity $207,636 $192,029 $399,666
Total Medicaid Integrity $29,708 $21,966 $61,674
Total Private Insurance Integrity $0 $25,000 $25,000
Total CMS Funding Request $237,344 $238,995 $476,339
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July 18,2014

Mr. Gary Cantrell

Deputy Inspector General for Investigations
Office of Inspector General

Department of Health and Human Services
330 Independence Avenue, S.W.
Washington, D.C. 26201

Dear Mr. Cantrell:

Thank you for appearing before the Subcommittee on Oversight and Investigations on Wednesday, June
25,2014, to testity at the hearing entitled “Medicare Program Integrity: Screening Qut Errors, Fraud, and
Abuse.”

Pursuant to the Rules of the Committee on Energy and Commerce, the hearing record remains open for
ten business days to permit Members to submit additional questions for the record, which are attached. The
format of your responses to these questions should be as follows: (1) the name of the Member whose question
you are addressing, (2) the complete text of the question you are addressing in bold, and (3) your answer to that
qticstion in plain text,

Also attached are Member requests made during the hearing. The format of your responses to these
requests should follow the same format as your responses to the additional questions for the record.

To facilitate the printing of the hearing record, please respond to these questions and requests with a
transmittal letter by the close of business on Friday, Angust 1, 2014, Your responses should be mailed to
Brittany Havens, Legisiative Clerk, Committee on Energy and Commerce, 21235 Rayburn House Office
Building, Washington, D.C. 20513 and e-mailed in Word format to brittany. havens@mail house.gov.

Thank you again for your time and cffort preparing and delivering testimony before the Subcommittee,
Sincerely,
o I
it
Tim Murphy
Chairman
Subcommittee on Oversight and Investigations

ce: Diana DeGette, Ranking Member, Subcommittee on Oversight and Investigations

Attachments
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Committee on Energy & Commerce
Subcommittee on Oversight and Investigations
“Medicare Program Integrity: Screening Out Errors, Fraud, and Abuse”
6/25/14

HHS OIG QFR Responses — submitted 8/1/14
The Honorable Tim Murphy

1. CMS says the Fraud Prevention System (FPS) "prevented more than $210 million in improper
Medicare fee-for-service payments, double the previous year." But according to the OIG's
comments in the repott, OIG only certified $54.2 million of actual savings in the Medicare program.
Can you please explain why CMS is claiming higher numbers than OIG says may be verifiable?

Answer:

Both the identified amount of $210.7 million and the adjusted savings amount of $54.2
million are verifiable. The $210.7 million represents how much the FPS identified through
administrative actions. However, the $210.7 million does not represent funds actually
returned to, or prevented from leaving, the Medicare Trust Fund. CMS determined its FPS
estimate on the basis of how much the FPS identified regardless of whether that full amount
will be returned to, or prevented from leaving, the Trust fund. However, our adjusted
savings amount provides a more accurate estimate of the dollars that the Department of
Health and Human Services (the Department) has already returned, or is likely to return in
the future, from the identified or unadjusted savings.

For example, the FPS may have targeted providers for investigations that resulted in the
Zone Program Integrity Contractors and Program Safeguard Contractors (contractors)
calculating overpayments of $10 million. However, we would only certify the portion of
that overpayment that can reasonably be expected to be recovered based on historical data
for the collection of overpayments when identified by the contractors. We define “certify”
to mean a determination that the Departrent reported actual and projected savings and its
return on investment that were reasonably estimated.

2. Atthe end of the OIG's report on the FPS, there is some extended discussion between CMS and
OIG regarding two issues: (1) contractors being given written instructions to determine when
savings from an administrative action should be attributed to the FPS, and (2) requiring contractors
to maintain documentation supporting the claim that an FPS lead contributes to an administrative
action. Can you briefly outline your recommendations, CMS's perspective, and what you think
should happen now? OAS

Answer:

Summary of Recommendations
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We recommended that the Department (1) provide its contractors with written instructions
on how to determine when savings from an administrative action should be attributed to the
FPS and (2) require contractors to maintain documentation to support how the FPS lead
contributes to an administrative action. That is, we wanted CMS to issue written instructions
to the contractors clearly delineating how the contractors should document the contribution
of the FPS lead to the investigation and achievement of the administrative action.

CMS’ Perspective and OIG's Position

Despite the extended discussion in the comments section of our report, CMS concurred with
both of our recommendations in its comments and stated that it “will issue a Technical
Direction Letter” to the contractors that would provide “written instruction on how to
determine whether an investigation initiated a new investigation or corroborated, augmented,
and/or expedited an existing investigation.” CMS also stated it “will issue a Technical
Direction Letter” to the contractors that would provide “written instructions on maintaining
documentation when an FPS lead initiated a new investigation or corroborated, augmented,
and/or expedited an existing investigation.” CMS, however, also mentioned in its comments
(1) the significance of identified savings versus adjusted savings and (2) the $39 million that
we did not certify.

Identified Savings Versus Adjusted Savings
CMS” Perspective

According to CMS’ second year report to Congress, the adjusted savings number is an
attempt to estimate the dollars that CMS has or is likely to return to the Treasury from the
larger category of identified savings. CMS also reports that the concept of adjusted savings
is important for a financial audit but is of limited utility for determining the overall impact of
the FPS and the purpose of the FPS which is to detect potential fraud. Thus, CMS believes
that identified savings is a more meaningful measure of the impact of the FPS.

OlG’s Position

The Small Business Jobs Act of 2010 requires that OlG certify actual and projected savings
with respect to improper payments recovered and avoided. In this regard, the OIG reported
that identified savings does not always result in the collection of overpayments or the
avoidance of payments. In order to estimate how much of the identified savings would
actually be collected or avoided, CMS applied its adjustment factors to the identified savings
to determine the adjusted savings. Thus, the adjusted savings is a more accurate measure of
the savings and return on investment for the Department’s use of the FPS, As stated on page
8 of our report, “Identified savings does not represent a true return on investment because
only a portion of those savings are returned to, or prevented from leaving, the Medicare
Trust Funds.”
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The $39 Million That OIG Did Not Certify
CMS’ Perspective

CMS asserts that outcomes resulting from existing investigations that were corroborated,
augmented, and/or expedited by the FPS should be counted in the full value of savings and
therefore, the OIG should have recognized and certified the $39 million in question.
OIG’s Position

For our second year report, we did not recognize the $39 million as identified savings
because, although there may have been an FPS lead related to the investigation, the
contractors reported to us that the lead made no contribution to achievement of the
administrative action. If the contractors demonstrated and documented that the FPS made an
actual contribution to the investigation and the achievement of the administrative action then
we would have attributed 100 percent of these savings to the FPS.

The OIG understands and agrees with CMS that investigations are fluid and dynamic and
that investigators need to work a case using all available information. If investigators are
required to allocate the results of an investigation back to each piece of information in
decision making, it would be extremely time consuming, completely subjective, and highly
disruptive for the investigators. Therefore, we counted those administrative actions in the
full value of identified savings.

However, if the FPS lead is said to “corroborate, augment, and/or expedite” an investigation,
but the contractor could not demonstrate or document that the FPS lead actually contributed

to the investigation or the contractor stated that the FPS lead had no impact on achieving the
administrative action, we did not attribute these savings to the FPS.

NEXT STEPS

We have already begun contacting the contractors to discuss any written instructions that
CMS provided to them to address our recommendations and how the contractors are
documenting the contribution of the FPS in achieving any reportable savings.

For the third-year report, we will separately report the savings for which the FPS lead was
able fo “corroborate, augment, and/or expedite” an investigation if the investigators can
document a contribution from the FPS lead in achieving the savings. These savings will be
combined with savings from investigations initiated by FPS in calculating the certified ROL
However, OIG will continue 1o not recognize as identitied savings administrative actions
that result from an FPS lead that is said to corroborate, augment, and/or expedite an
investigation if the contractors cannot demonstrate and document that the FPS made an
actual contribution to achieving the administrative actions.
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3. Some reports have noted that CMS has not published a proposed rule that would permit more
disclosure of prior actions against providers and suppliers that were enrolling or revalidating their
Medicare enroliment. How would such disclosure help fight fraud? For instance, would contractors
that CMS currently works with- including Medicare Advantage and drug plan sponsors- be better
able to identify fraudulent providers up front if they had access to such information?

Revised Question Received from Commititee:

GAOQ has noted that CMS has not published a proposed rule that would permit more disclosure of
prior actions against providers and suppliers that were enrolling or revalidating their Medicare
enrollment (see Medicare: Further Action Could Improve Improper Payment Prevention and
Recoupment Efforts, GAO-14-619T). These disclosures would include whether or not the providers
or suppliers had been subject to previous federal health care program suspensions. That’s because §
6401(a) of the ACA requires providers and suppliers to disclose at initial enrollment or enroliment
revalidation any current or previous affifiations with other providers or suppliers that have
uncollected debt; has been subject to a federal health care program payment suspension; has been
excluded from Medicare, Medicaid, or CHIP; or has had its billing privileges revoked. In OIG’s
opinion, would CMS’s publishing a final rule and using (and allowing their contractors to use) the
disclosure of prior actions against providers and suppliers be a useful step to reduce program
vulnerabilities and fraud? For instance, would contractors that CMS currently works with—
including Medicare Advantage and drug plan sponsors—be better positioned to identify improper
payments or potentially fraudulent providers sooner if they had access to such information?

Answer:

1t"s possible, but there would be a number of factors to consider, such as the reliability of
disclosures (e.g., entities intent on committing fraud might not adhere to a self-disclosure
requirement and could enroll under an alias or name not associated with prior adverse
actions) and how contractors and plans currently identify fraud. OIG has work underway,
“Review of Enhanced Enrollment Screening Process for Medicare Providers,” that might
further inform this discussion, and would be happy to brief the Committee upon completion
of the review.

4. The Centers for Medicare & Medicaid Services has agreed (o postpone awarding the new round
of Recovery Auditor Contractor (RAC) contracts until at feast Aug. 15 because of pending litigation.
This delay comes after numerous administrative changes and delays to the statutorily mandated
program. Given the RACs record of recovering hundreds of millions, even billions, of doliars for the
Medicare Trust Fund, does GAO have any concerns regarding the impact further administrative or
legal delays may have on the effectiveness of the recoveries for the Medicare Trust Fund from this
statutorily mandated program?

Answer:
OIG does not have a basis on which to opine on this question.

5. Do you believe the Medicare program would be more protected than it currently is if HHS OIG
were given the authority to exclude a suppliet/provider from federal health care programs once that
individual has been convicted, instead of waiting for sentencing?
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Answer:

By statute, the O1G has the authority to exclude an individual or entity from participation in
federal health care programs at the time of conviction. At section 1128(i) of the Social
Security Act defines a conviction for exclusion purposes as:

(i) Convicted Defined.—For purposes of subsections (&) and (b), an individual or entity is
considered to have been “convicted™ of a criminal offense—

(1) when a judgment of conviction has been entered against the individual or entity by a
Federal, State, or local court, regardless of whether there is an appeal pending or whether the
judgment of conviction or other record relating to criminal conduct has been expunged;

(2) when there has been a finding of guilt against the individual or entity by a Federal, State,
or local court;

(3) when a plea of guilty or nolo contendere by the individual or entity has been accepted by
a Federal, State, or local court; or

(4) when the individual or entity has entered into participation in a first offender, deferred
adjudication, or other arrangement or program where judgment of conviction has been
withheld.

Based on this definition, a subject could be excluded at the point a court accepts a plea
agreement, accepts a verdict, or finds guilt. Historically, the OIG has excluded after
sentencing as a matter of policy for two reasons:

« Many of the factors used to determine a reasonable period of exclusion are established
only after sentencing. The majority of exclusion actions are derivative actions based on
findings of a court or a state entity. The most significant factors to be considered in
determining a reasonable period of exclusion, as listed in the OIG’s regulations, are
based on facts discovered at sentencing. Aggravating factors such as loss to the
programs and incarceration, as well as the mitigating factors of mental incapacity and
cooperation, factors common to most conviction-based exclusions, are more often than
not determined only at the time of sentencing. These are important factors used in the
determination of an appropriate period of exclusion.

Documentation of action by various courts has, in many cases, not clearly indicated that
a plea or verdict has been accepted by the court. For an exclusion action to be legally
sufficient, the OIG must obtain documentation that clearly shows that the court accepted
a plea or verdict or found the subject guilty. This documentation is usually not available,
and sometimes not created, until sentencing.

.

6. Do you think it makes sense, from a program integrity perspective, for Congress to give HHS
OIG or CMS more latitude to suspend, terminate, or otherwise exclude a supplier/provider from
federal health care programs if that individual has been convicted of a felony?

Answer:
CMS may revoke a currently enrolled provider or supplier’s Medicare billing privileges

based on conviction of a Federal or State felony offense that CMS has determined to be
detrimental to the best interests of the program and its beneficiaries. The examples set forth
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in the relevant regulations, 42 CFR 424.535(a)(3), could provide a useful analogue in
developing a proposal to expand OIG’s exclusion authorities.

However, exclusion has a very broad effect, and requiring that the conviction or underlying
conduct be tied to the delivery of a health care item or service could be viewed as a
reasonable conscription of the exclusion authority. It also important to note that expansion
of the exclusion statute in this way might not necessarily afford more protection to the
programs, and could result in OIG needing to expend significant additional resources
focusing on non-health care-related crimes and referrals.

OIG would welcome the opportunity to further discuss this and other proposals that would
enhance OIG’s enforcement authorities. Via separate technical assistance documents, OIG
has provided recommendations to the Committee for improvements to the Civil Monetary
Penalty Law and various exclusions authorities.

7. What do you believe are the top five vulnerabilities with regard to the integrity of Medicaid
payments?

Answer:

OIG has identified Protecting the Integrity of an Expanding Medicaid Program as a Top
Management Challenge for the Department.' One of the most significant vulnerabilities
relating to ensuring the integrity of Medicaid payments is the lack of timely, accurate,
complete national Medicaid data.” We have also uncovered significant problems when
States game the system to artificially inflate their share of Federal matching funds and CMS
does not act quickly to stop it. Additional arcas of vulnerability include personal care
services, Medicaid drug pricing, and Medicaid managed care. A fuller discussion of priority
recommendations and related program vulnerabilities can be found in OIG’s Compendium of
Priarity Recommendations.

The Honorable Michael C. Burgess
1. What recommendations has the OIG made to CMS relating to improvements in the screening of
providers or fund recipients that have not been adopted? Which ones have not been adopted? Has
CMS given reasons for not adopting certain recommendations? What are those reasons?

Answer:

Report: Retail Pharmacies With Questionable Part D Billing, OE1-02-09-00600

' 2013 Top Management & Performance Challenges, available at http://oig hhs.gov/reports-and-publications/top-
challenges/2013/challenge04.asp.

* Early Outcomes Show Limited Progress for the Transformed Medicaid Statistical Information System, available at
hitp://oig.hhs.gov/oei/reports/oei-03-12-00610.asp.

¥ Available at hitp://oig.hhs.govireports-and-publications/compendium/index.asp.
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Recommendation:

CMS Should Strengthen the MEDIC’s Monitoring of Pharmacies and Ability To Identify
Pharmacies for Further Review

CMS Response:

CMS stated that it and the MEDIC would continue to refine data analysis on emerging
trends and best available data. It also stated that it would consider the methodology used by
OIG and explore approaches that could improve that methodology. In addition, CMS stated
that the use of the pharmacy risk scores that the MEDIC is developing would strengthen the
MEDIC’s monitoring of pharmacies and ability to identify pharmacies for further review.
Lastly, CMS stated that it reviews MEDIC data analysis at a weekly data analysis meeting to
ensure the MEDIC monitors fraud at the pharmacy level. We believe that CMS’s completed
and planned actions would address the recommendation, when fully implemented.

However, more documentation is needed. In its notification of final action, we request that
CMS provide documentation explaining the analysis the MEDIC is conducting and the steps
CMS has taken to strengthen this analysis, such as the weekly meeting.

Recommendation:

CMS Should Develop Risk Scores for Pharmacies

CMS Response:

CMS stated that a potential fraud risk assessment for pharmacies was completed on April 3,
2013. CMS also stated that it sent a Health Plan Management System (HPMS) memo to
sponsors on June 21, 2013 that included a list of high risk pharmacies to assist plan sponsors
in targeting pharmacies for audits and further analysis. The HPMS memo further stated that
CMS plans to release a list of high risk pharmacies on a quarterly basis. We are supportive
of the steps that CMS has taken to implement this recommendation. We believe this
recommendation will be fully implemented when CMS begins to release the lists of high risk
pharmacies on a routine or quarterly basis. We recommend that in its next release, CMS
provide information to sponsors about why each pharmacy was identified as high risk. Inits
notification of final action, we request that CMS provide documentation that it is routinely
providing these lists to sponsors.

Report: Prescribers with Questionable Patterns in Medicare Part D, OEI-02-09-00603
Recommendation:

CMS should instruct the MEDIC to expand its analysis of prescribers.

CMS Response:
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CMS stated that it works continuously with the MEDIC to monitor prescribers and that the
MEDIC has completed data analysis projects that make connections among the prescribers,
pharmacies and beneficiaries. For example, the MEDIC completed a Health Care Fraud
Prevention and Enforcement Action Team (HEAT) analysis. CMS stated that it will
continue to work with the MEDIC to expand its analysis of prescribers. Additionally, CMS
has increased its monitoring of prescribers through the Part D Recovery Audit Contractor.
OIG does not believe that actions CMS described above fully address this recommendation.
However, at the Medicare Parts C & D Fraud Work Group Webinar on January 9, 2014,
CMS and the MEDIC announced that they are developing prescriber risk scores that take
into account the prescriber’s specialty and that they will provide lists of high risk prescribers
to sponsors on an ongoing basis. We believe these actions would address the
recommendation, when fully implemented. In its Notification of Final Action, we request
that CMS provide documentation showing that the Part D sponsors have received a list of
high risk prescribers.

Recommendation:
CMS should provide sponsors with additional guidance on monitoring prescribing patterns.
CMS Response:

CMS stated it conducted a virtual Fraud Waste and Abuse Work Group on June 18, 2013 for
Part D plan sponsors in which drug overutilization was one topic on the agenda. CMS also
stated that it will provide general guidance “red flags™ to sponsors concerning aberrant and
abusive prescribing patterns that it deteets. In addition, CMS stated that it issued guidance
to sponsors reiterating that their opioid overutilization programs are expected to include
policies and procedures for referrals to appropriate agencies. CMS believes it is too early to
implement additional guidance. We believe the actions described above do not fully address
the recommendation. To fully implement this recommendation, CMS should issue
additional guidance to sponsors about how to effectively monitor prescribers. For example,
guidance on how sponsors should monitor the prescribers that CMS identifies as having a
high risk score could implement this recommendation.

Report: Medicare Inappropriately Paid for Drugs Ordered by Individuals Withowt
Prescribing Authority, OE1-02-09-00608

Recommendation:
CMS should increase the MEDIC's monitoring of prescribers.
CMS Response:

CMS stated that the MEDIC is conducting proactive analysis to identify prescribers who do
not have the authority to prescribe drugs and that the MEDIC will continue to monitor
prescribers. In addition, CMS stated that it has increased its monitoring of prescribers
through the Part D Recovery Audit Contractor (RAC). Further, CMS noted that the MEDIC
completed an analysis of deceased prescribers and the RAC completed an analysis of
excluded providers. We do not believe that the analyses of deceased and excluded
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prescribers fully implement this recommendation. In its notification of final action, CMS
should provide documentation of the results of the MEDIC’s proactive analysis to identify
prescribers who do not have authority to prescribe drugs.

Report: Surety Bonds Remain an Underutilized Tool to Protect Medicare from Supplier
Overpayments, OEI-03-11-00350

Recommendation:
Improve oversight of supplier data to ensure accurate and consistent information.
CMS Response:

CMS implemented enhancements to the Provider Enrollment, Chain and Ownership System
(PECOS) in January 2013 and July 2013. These enhancements include validation checks for
dates and surety bond amounts entered in PECOS. In addition, contractors will now collect
surety bond information at the associate and enrollment level. CMS did not concur with part
of OIG’s recommendation that it review all surety bond data within PECOS to identify other
discrepancies or errors resulting from the transition from the Provider Information
Management System to PECOS. CMS indicated that reviewing all PECOS fields was
unnecessary because it and the National Supplier Clearinghouse conducted a thorough
review of all currently enrolied DMEPOS suppliers and have verified that each entity, not
otherwise exempt, is appropriately covered by a valid surety bond. OIG believes CMS’s
actions partially implement this recommendation. CMS’s actions to enhance the PECOS
system validation checks address part of this recommendation. However, because CMS does
not plan to review all surety bond data within PECOS to identify discrepancies, as
recommended, OIG will continue to consider this recommendation unimplemented. While
OIG acknowledges CMS’s efforts to ensure that DMEPOS suppliers are covered by valid
surety bonds, this effort does not mean that the data discrepancies and errors we observed in
the PECOS system have been addressed. OIG found numerous errors in PECOS as a result
of the data system transition and continues to recommend that CMS conduct a quality check
of the PECOS data to ensure that it is accurate, consistent, and accessible. OIG would
consider this recommendation implemented when CMS provides additional documentation
showing that quality checks of the PECOS data have been performed.

Report: Vulnerabilities in CMS's and Contractors’ Activities To Detect and Deter Fraud in
Community Mental Health Centers, OE1-04-11-00101
Recommendation:

CMS should develop a system to track revocation recommendations and improve revocation
communication with contractors.

CMS Response:
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In its final management decision, CMS stated that it established a set of guidelines for Zone
Program Integrity Contractors (ZPICs) and Medicare Administrative Contractors (MACs) to
ensure that revocation recommendations are addressed in a timely manner. These require
ZPICs and MACs to submit revocation requests to a designated CMS revocation email
mailbox. Additionally, CMS stated that it has developed and implemented a tracking system
used by the revocation team which delineates revocation-specific duties, dates, and statuses.
OIG believes that CMS’s guidelines and tracking system are positive steps towards
implementing this recommendation. For OIG to consider this recommendation fully
implemented, we request that CMS provide documentation of ZPIC and MAC responses to
the guidelines in its notification of final action. We also request that CMS provide further
information about the revocation tracking system, such as standard operating procedures,
and documentation of the functionality of the revocation email mailbox and the revocation
tracking system.

Report: Medicare Inappropriately Paid for Drugs Ordered By Individuals Without
Prescribing Authority, OEI-05-09-00608

Recommendation:
CMS should increase the MEDIC's monitoring of prescribers.
CMS Response:

CMS stated that the MEDIC is conducting proactive analysis to identify prescribers who do
not have the authority to prescribe drugs and that the MEDIC will continue to monitor
prescribers. In addition, CMS stated that it has increased its monitoring of prescribers
through the Part D Recovery Audit Contractor (RAC). Further, CMS noted that the MEDIC
completed an analysis of deceased prescribers and the RAC completed an analysis of
excluded providers. We do not believe that the analyses of deceased and excluded
prescribers fully implement this recommendation. In its notification of final action, CMS
should provide documentation of the results of the MEDIC’s proactive analysis to identify
prescribers who do not have authority to prescribe drugs.

Recommendation:

CMS should ensure that Medicare does not pay for prescriptions from individuals without
prescribing authority.

CMS Response:

CMS stated that current Prescription Drug Event (PDE) guidance provides Part D sponsors
with a process to delete PDEs that are fraudulent. PDEs from prescribers confirmed by the
MEDIC as not having prescribing authority would be communicated back to sponsors who
would then delete the PDEs and implement point of sale edits to reject claims from these
prescribers. CMS also cited a memorandum to sponsors entitled, Clarification of Recovery
of Part D Payment for Pain Medications for Beneficiaries Enrolled in Hospice. We do not
believe that the memorandum related to hospices addresses this recommendation. To fully
implement this recommendation, CMS should issue guidance that requires sponsors to: 1)

10
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review PDE records to verify that the prescriber is associated with a type of prescriber that
has the authority to prescribe and 2) to submit adjustments and deletions when appropriate.
CMS should also monitor sponsors’ performance to make sure they are appropriately
adjusting the PDE records.

Report: Program Iniegrity Problems with Newly Enrolied Medicare Equipment Suppliers,
OEI-06-09-00230

Recommendation:

Apply investigative techniques and tools to identify any owners or managers of DMEPOS
suppliers who are not reported on supplier applications as required.

CMS Response:

CMS stated it will implement measures to identify individuals affiliated with companies but
not reported on enrollment documents. CMS will have its new screening contractor alert
Medicare Administrative Contractors (MAC), including the National Supplier Clearinghouse
(NSC) MAC, when individuals are identified through external referential data sources as
having a managerial or ownership association with a supplier but not reported in the
enrollment documents. OIG believes that CMS’s planned actions, when fully implemented,
will be sufficient to address this recommendation. In its notification of final action to the
OIG, we request that CMS provide documentation of the new contractor actually conducting
activities to identify owners and managers, the nature and results of those activities,
transmissions of owner/manager information to the NSC-MAC, and enforcement/corrective
actions, when appropriate.

Recommendation:

Take appropriate action regarding DMEPOS suppliers identified in the report that omit
information from their applications.

CMS Response:

CMS stated that it was researching the list of 27 suppliers and would take action, if
appropriate. As of June 11, 2012, CMS had determined 17 of the 27 suppliers were no
longer in an approved status and 1 supplier had disclosed the missing information. For the
remaining nine suppliers, CMS indicated that the NSC would either start the revalidation
process or develop the missing information and take further administrative action as deemed
appropriate. CMS indicated that it will also continue to refer to law enforcement for action at
their discretion any additional individuals and suppliers identified as having inappropriately
omitted required information on the enrollment application. OIG believes that the planned
actions CMS described in its 2012 final management decision, when fully completed, would
implement OlG's recommendation. In its notification of final action to the OIG, we request
CMS provide evidence concerning the status of the remaining nine suppliers.

11
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Report: Inaccurate, Incomplete, and Inconsistent Provider Enumeration and Medicare
Enrollment Data, OE1-07-09-00440

Recommendation:

Require MACs to implement program integrity safeguards for Medicare provider enrollment
as established in the PIM.

CMS Response:

CMS states that MACs must adhere to the processing guidelines established in the PIM.
However, MACs reported to OIG that supplemental guidance waived their responsibility to
verify data required by the PIM. It is not clear to OIG that MACs understand that they must
verify all enrollment application data. CMS should remind MACs that they must verify all
enrollment application data, and rescind supplemental gnidance issued to expedite the
processing of enrollment applications by verifying only select application data. In its
notification of final action, CMS should provide evidence that they have informed MACs of
their duty to verify all enrollment application data as required by the PIM.

Recommendation:
Require more verification of NPPES enumeration and PECOS enroliment data.
CMS Response:

CMS states that they are more rapidly deactivating National Provider Identifiers (NPIs) for
deceased providers, and working to rapidly deactivate NPIs for invalid practice locations.
OIG does not believe that either of these actions demonstrates more verification of NPPES
or PECOS data at the time of application. CMS could use the new PECOS automated
provider-screening tool to verify provider application data in NPPES, monitor NPPES
applications by geographic area to detect potential fraud, and/or determine whether
providers’ locations are legitimate at the time they enroll in PECOS. In its notification of
final action, CMS should provide documentation of additional verification of NPPES and
PECOS application data.

Recommendation:

Detect and correct inaccurate and incomplete provider enumeration and enroliment data for
new and established records.
CMS Response:

CMS states that changes to PECOS have increased the number of applications submitted
online, and that recent system enhancements will decrease inaccurate and incomplete data.
CMS plans to match enrollment data against public and private databases to minimize
inaccurate and incomplete data, and encourage providers to update their records through an
ongoing revalidation effort. We believe that CMS’s planned actions, when completed
subject to the clarifications below, will implement this recommendation. In its notification of
final action, CMS should provide evidence of the success of the measures implemented to

12
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decrease inaccurate and incomplete data. CMS should also provide documentation of the
planned process to match enroliment data against various databases.

Attachment 2-Mcmber Requests for the Record

During the hearing, Members asked you to provide additional information for the record, and you
indicated that you would provide that information. For your convenience, descriptions of the
requested information are provided below.

The Honorable Tim Murphy
1. What additional data would be valuable to help you prescreen for Medicare fraud?

The Honorable Michael C. Burgess
1. Do you have the ability to get a query of the National Practitioner Data Bank

Answer:

Gaining or modifying access to two data sources would assist OIG in pursuing exclusion
actions. Gaining access to the National Crime Information Center for assistance in exclusion
investigations, and modifying access to the National Practitioner Data Bank for investigation
support would enhance OIG’s exclusion operations.

National Crime Information Center (NCIC)

In April 2012, the Federal Bureau of Investigation terminated access to the National Crime
Information Center (NCIC) for OIG’s Exclusion Program. This decision was based upon
DOJ/CHS policy that does not allow an agency to run criminal history queries except for the
express purpose of the “administration of Criminal Justice.” As such, administrative
processes, such as the investigation of exclusion matters, were deemed a disallowed purpose
to run NCIC queries. However, there is legislative precedent for administrative access. For
example, section 6201 of the Affordable Care Act authorized the use of background checks
on prospective direct patient access employees — an administrative action related to the
provision of health care.

Criminal history information is used in support of the exclusion process in a number of
areas:

1. Determination of previous convictions related to health care that could form the
basis for an exclusion period enhancement under 1128(c)(3)(g) of the Social Security
Act.

Support for the aggravating factors found at 42 CFR 1001.102(b):
i. (6) The convicted individual or entity has a prior criminal, civil or
administrative sanction record;

‘t\)
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ii. (8) The individual or entity has previously been convicted of a
criminal offense involving the same or similar circumstances; and

iii. (9) Whether the individual or entity was convicted of other offenses
besides those which formed the basis for the exclusion, or has been
the subject of any other adverse action by any Federal, State or local
government agency or board, if the adverse action is based on the
same set of circumstances that serves as the basis for imposition of
the exclusion.

National Practitioner’s Data Bank (NPDB)

Initially, OIG used the Health Integrity and Protection Data Bank (HIPDB) as a source of
information in support of exclusion actions. HIPDB contained final adverse actions taken
against health care providers, suppliers, and practitioners such as civil judgments, criminal
convictions, licensing actions, exclusions from Federal and State health care programs and
other adjudicated actions. The OlG maintained access to HIPDB at no cost to the agency.
HIPDB information was available to certain federal and state agencies (mostly law
enforcement agencies) and health plans. In May 2013, under Section 6403 of the Affordable
Care Act, the HIPDB became part of the NPDB in an effort to eliminate a duplication of
information in both the HIPDB and NPDB. The information OIG accessed in HIPDB is now
accessed (at a fee) from NPDB.

The NPDB is a confidential information clearinghouse created by Congress with the primary
goals of improving health care quality, protecting the public, and reducing health care fraud
and abuse in the U.S. The NPDB is administered by the Health Resources and Services
Administration within the Department of Health and Human Services. Per the NPDB’s
website:

The NPDB is primarily an alert or flagging system intended to facilitate a
comprehensive review of the professional credentials of health care practitioners,
health care entities, providers, and suppliers: the information from the Data Bank
should be used in conjunction with, not in replacement of, information from other
sources.

Prior to the consolidation of NPDB and HIPDB, NPDB contained only medical malpractice
payments made on behalf of physicians, and adverse actions relating to physicians and
dentists such as licensure, clinical privilege, professional society membership actions and
exclusions from Medicare and Medicaid. This information was available to hospitals and
health care entities with formal peer review procedures. Adverse licensing information on
health care providers, practitioners and entities was added to NPDB when Social Security
Act section 1921 was implemented. The section 1921 information essentially duplicated the
adverse licensure information in HIPDB and was the impetus for combining the two
databanks.

Information currently collected and disclosed as permitted by the NPDB includes
information on medical malpractice payments, state licensure and certification actions
against health care practitioners, entities, providers and suppliers; negative actions or
findings by peer review organizations and private accreditation organizations; as well as

14



153

certain final adverse actions taken by state law enforcement agencies, State Medicaid Fraud
Control Units, and state agencies administering or supervising the administration of state
health care programs. These final adverse actions include exclusions from a state health care
program, health care-related criminal convictions and civil judgments in state court, and
other adjudicated actions or decisions specified in regulations. Access to information did
not change with the consolidation. Basically, queriers have access to whatever information
they had access to prior to the consolidation.

Though the NPDB does not have the ability to refer potential subjects to OIG for exclusion
consideration, it does provide information that could be helpful in the furtherance of
exclusion investigations gained through other sources. To assist with our exclusion
program, OIG would find it helpful in addition to our current access level, to gain access to
all information available under Title IV of Public Law 99-660, the Health Care Quality
Improvement Act of 1986, as amended., Additionally, the OIG would seek a waiving of the
per query fee for search in the NPDB.

Access to Enhanced Data

The NPDB was originally established by Title IV of the Health Care Quality Improvement
Act of 1986, Public Law 99-660. The intent of Title IV was to improve the quality of health
care by encouraging State Licensing Boards, professional societies, hospitals, and other
health care entities to restrict the ability of incompetent physicians, dentists, and other health
care practitioners to move from state to state without disclosure or discovery of previous
medical malpractice payment and adverse action history. These adverse actions against
physicians and dentists include medical malpractice payments, certain licensure actions (to
which OIG had access via HIPDB and continues to have access in the consolidated NPDB),
clinical privileges, and professional society membership actions, as well as Drug
Enforcement Agency controlled substance registration actions and exclusions from
participation in Medicare, Medicaid, and other Federal health care programs (OIG had
access to exclusions information via HIPDB and continues to have access to this information
in the consolidated NPDB). Historically, OIG has been barred from the NPDB information
that was not duplicated in HIPDB because the statutory and regulatory wording limits access
to the original NPDB information to hospitals, professional societies with formal peer
review, state licensing boards and the subject(s) of the adverse reports. Gaining information
related to adverse actions would assist the OIG in identifying potential factors in support of
an exclusion investigation.

15
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RANKING MEMBER
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Congress of the United States
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COMMITTEE ON ENERGY AND COMMERCE
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July 18,2014

Ms. Kathieen M. King

Director, Health Care

U.S. Government Accountability Office
441 € Street, N.W.

Washington, D.C. 20548

Dear Ms, King:

‘Thank you for appeariag before the Subcommittee on Oversight and Investigations on Wednesday, June
25, 2014, to testify at the hearing entitled “Medicare Program Integrity: Sercening Out Errors, Fraud, and
Abuse.”

Pursuant to the Rules of the Committee on Energy and Commerce, the hearing record remains open for
ten business days o permit Members to submit additional questions for the record, which are attached. The
format of your responses to these questions should be as follows: (1) the name of the Member whose question
you are addressing, (2) the complete text of the question you are addressing in bold, and (3) your answer to that
question in plain text.

Also attached are Member requests made during the hearing. The format of your responses to these
requests should follow the same format as your responses to the additional questions for the record.

o facilitate the printing of the hearing record, please respond to these questions and requests with a
transmittal letter by the close of business on Friday, August !, 2014, Your responses should be mailed to
Brittany Havens, Leisiative Clerk, Committee on Energy and Commerce, 2125 Rayburm House Office
Building, Washington, D.C. 20515 and e-mailed in Word format to brittany.havens@mail.house.gov.

Thank you again for your time and cffort preparing and delivering testimony before the Subcommittee.

Sincerely,

Tita Murphy

Chairman
Subcommittee on Oversight and Investigations

ce: Diana DeGette, Ranking Member, Subcommittee on Oversight and Investigations

Attachments
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GA@ U.S. GOVERNMENT ACCOUNTABILITY OFFICE

441 G St. N.W,

Washington, DC 20548

August 1, 2014

The Honorable Tim Murphy

Chairman

Subcommittee on Oversight and Investigations
Committee on Energy and Commerce

House of Representatives

Response to Questions for the Record from June 25, 2014 hearing “Medicare Program
Integrity: Screening Out Errors, Fraud, and Abuse”

Dear Mr. Chairman:

Enclosed please find our response to the questions you asked us regarding your June 25, 2014
hearing, “Medicare Program Integrity: Screening Out Errors, Fraud, and Abuse.” If you or your
staff have any questions about this response, please contact me at (202) 512-7114 or
kingk@gao.gov.

Sincerely yours,

liite M~/C/?§

Kathleen M. King
Director, Health Care

Enclosure - |

cc: The Honorable Diana DeGette
Ranking Member

Page 1
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Enclosure |

The Honorable Tim Murphy

1. Are Medicare contractors able to share such information with each other? For
instance, if a patient or provider is suspected of fraud and they change plans during
open enroliment would the plan a beneficiary is leaving be able to communicate with a
plan they are joining about the suspected fraud?

In prior GAO work examining instances of questionable access to prescription drugs in the
Medicare program,! CMS officials indicated that Medicare Part D plan sponsors are not allowed
to share beneficiary information with other plans. GAO is unaware whether CMS applies this
policy to Part C health plans.

CMS officials have reported that health plans receive fraud alerts from the agency describing
information about reported fraud schemes, and representatives from the health plans are able to
meet with CMS, NBI MEDIC, and law enforcement officials in quarterly Medicare Parts C and D
Fraud Work Group meetings to share information about specific fraud schemes.

2. Medicare Administrative Contractors, known as “MACs” were created about a decade
ago. Today they serve as the primary bill-payers for Medicare claims. Given that the bulk
of Medicare reimbursements are processed by MACs, the bulk of improper payments are
made by MACs. | know GAO is currently wrapping up work examining the work of the
MACs. Do you have any early observations on your work that you can share with the
Committee?

We have three research objectives for our current work on MACs: (1) How have the MAC
contract costs and scope of responsibilities changed since the implementation of contractor
reform?; (2) What alternative or additional contract incentives, if any, could CMS use to improve
the operational efficiency and effectiveness of the MACs?; (3) What lessons learned, if any,
since CMS implemented contractor reform could be used to increase MAC effectiveness and
efficiency or to inform CMS’s management of the MACs? We do not have early obsetvations at
this point, but expect to issue a report covering these objectives later this year.

3. GAO has conducted work looking at CMS’s management of all program integrity
contractors. GAO made several interesting findings, including the fact that CMS did not
standardize its requirements for all contractors. One of the consistent findings from
GAOQ’s work over the years is that CMS will often sign a contract for a program integrity
function, but either fail to measure the right functionality and activities from the
contractor, or fail to assess progress as the contractor conducts the work. In what ways
do you think the current contracting mechanism that CMS uses (which is subject to
Federal Acquisition Rules), might hinder CMS’s flexibility to manage the program weli?

As noted in our work, CMS’s requirements for certain contractors and its oversight activities
could be improved, providing opportunities for CMS within its current contracting mechanism to
improve its management of these contractors. As we reported in July 2013,2 the differences in

'GAQ, Medicare Part D: Instances of Questionable Access to Prescription Drugs, GAO-11-699 (Washington, D.C.:
Sept. 6, 2011).

2GAQ, Medicare Program integrity. Increasing Consistenicy of Contractor Requirements May Improve Administrative
Efficiency, GAD-13-522 (Washington, D.C.: July 23, 2013).
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CMS's postpayment claims review requirements for four types of contractors may reduce the
efficiency and effectiveness of claims reviews by complicating providers’ compliance with the
requirements. We recommended that CMS examine all postpayment review requirements for
contractors to determine whether they could be made more consistent without negative effects
on program integrity. We also recommended that CMS reduce differences in those
requirements where it can be done without impeding the efficiency of its efforts to reduce
improper payments. In our opinion, these recommendations can be implemented in a manner
consistent with the Federal Acquisition Regulation, which provides agencies with the flexibility to
develop contract requirements that best suit their needs. In commenting on that report, CMS
agreed with our recommendations and stated that the agency was beginning to review its
requirements for postpayment claims reviews. We are following up on this work with a study
reviewing, among other things, whether CMS has strategies for coordinating postpayment
review contractors’ claims review activities. That report will be issued this summer.

Additionally, in October 2013,% GAO reported that CMS lacks information on the timeliness of
Zone Program Integrity Contractors’ (ZPIC) actions~—such as the time it takes between
identifying a suspect provider and taking actions to stop that provider from receiving potentially
fraudulent Medicare payments—and would benefit from knowing if ZPICs could save more
money by acting more quickly. Also, GAO found that CMS's evaluation of measures relating to
the quality of ZPIC work, while a best practice, does not connect ZPIC work to agency
performance measures. For example, CMS aims to increase the percentage of actions taken
against certain high risk Medicare providers—work central to ZPICs—but does not explicitly link
ZPICs’ work to the agency’s progress toward that goal, another best practice that would allow
the agency to better assess the ZPICs’ support of CMS8's fraud prevention efforts.
Consequently, GAO recommended that CMS collect and evaluate information on the timeliness
of ZPICs' investigative and administrative actions, and develop ZPIC performance measures
that explicitly fink ZPICs’ work to Medicare program integrity performance measures and goals.

4. In other work conducted for Congress, GAQ has found two models for managing some
offices within HHS (not at CMS, but at FDA). In one approach, individual employees
received a portion of their bonuses based on that employee’s individual contribution
toward stated agency goals. In the other approach, the office had a general commitment
to achieving stated agency goals, but the individual employees’ contribution toward
those goals was not assessed. GAO also found that the latter office significantly failed to
advance agency goals in a meaningful way.

In 2012, we issued a descriptive report that provided information on the standards that FDA
considers when assessing the performance of its employees.* We found that timeliness goals
for reviewing medical product applications—including applications to market a new drug or
device in the United States—are one aspect that FDA may consider in assessing employee
performance. We found that the extent to which these goals are reflected as explicit
expectations in employee performance standards varies by an employee’s duties, level of
responsibility, and organizational component. However, we did not examine the relationship
between bonus payments to employees and their contributions to agency goals. In addition, we
did not compare different management approaches in determining employees’ bonuses or

3GAQ, Medicare Program Integrity: Contractors Reported Generating Savings, but CMS Could Improve Ifs Oversight,
GAO-14-111 (Washington, D.C.: Oct. 25, 2013).

“GAO, Food and Drug Administration: Empioyee Performance Standards for the Timely Review of Medical Product
Applications, GAC-12-650R (Washington, D.C.: Apr 18, 2012).
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assessing employee performance. Accordingly, we did not report on the success or failure of
such approaches.

a. Do you think there are any lessons in this management model for CMS’s
program integrity staff?

We have not conducted relevant work {o answer this question.

b. Should the individuals who write or manage the contracts for program integrity
contractors at CMS have some portion of their bonus held in reserve to be paid
out based on the successfulness of the contractor actually reducing waste, fraud,
and abuse?

Members of the CMS acquisition workforce who develop, award, and manage contracts —
including program integrity contracts — seek to ensure that the agency obtains the goods and
services it needs in a timely manner and at a fair price. They use a number of approaches to
achieve that outcome, such as drafting clear requirements, seeking competition, and selecting
reliable contractors. Through the use of these approaches, combined with informed contract
monitoring, the agency expects that the selected contractor will perform as promised in the
contract. For a contract to be successful, both the contractor and the agency do their part.
Therefore, because success of a contract depends at least in part on factors outside the control
of the agency, we believe it would not be appropriate to assess a monetary penalty against
agency personnel merely because a contract within their purview is less than fully successful.

5. The CMS has agreed to postpone awarding the new round of Recovery Audit
Contractor contracts until at least Aug. 15 because of pending litigation. This delay
comes after numerous administrative changes and delays to the statutorily mandated
program. Given the RACs record of recovering hundreds of millions, even billions, of
dollars for the Medicare Trust Fund, does GAO have any concerns regarding the impact
further administrative or legal delays may have on the effectiveness of the recoveries for
the Medicare Trust Fund from the statutorily mandated program?

CMS has instituted a hiatus of the Medicare Fee-For-Service (FFS) Recovery Audit program for
the current recovery audit contractors (RAC) as of June 1, 2014. The effect of the hiatus on the
Medicare Trust Fund is unknown at this point. CMS has not made an announcement about new
contractors. Under the current contractors, the RACs could review claims paid within the prior 3
years. Assuming CMS institutes the same look-back period under the new contracts, the new
RACs will be able to review claims during the hiatus period.

6. What do you believe are the top 5 vulnerabilities with regard to the integrity of
Medicaid payments?

While not exhaustive, GAO’s work on Medicaid program integrity suggests several areas where
additional actions could improve oversight of Medicaid payments. These areas include

+ holding states accountable for, and providing updated guidance on, effective program
integrity practices in Medicaid managed care;®

5GAO, Medicaid Program Integrity: Increased Oversight Needed to Ensure Integrity of Growing Managed Care
Expenditures, GAO-14-341 (Washington, D.C.: May 19, 2014).
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o ensuring that states correctly report overpayments identified by federal audits;®

« making use of knowledge gained from CMS reviews of states program integrity efforts to
better target CMS audit resources towards states that have structural or data-analysis
vulnerabilities;” and

« taking steps to integrate claims information and improve CMS'’s ability to detect fraud, waste,
and abuse.®

The Honorable Tim Murphy

1. What is the likelihood of someone charged with Medicare fraud serving time in prison?
What is the likelihood of someone charged with Medicare fraud paying a fine?

2. What is the success rate of Medicare fraud investigations?

We can’t answer these questions specifically with respect to Medicare, but a recent GAO report
provided some relevant information regarding fraud in Medicare, Medicaid and the Children’s
Health insurance Program.?

« For criminal health fraud cases, we found that about 85 percent of subjects whose
investigations were closed in 2010 were not referred for prosecution. Among those who
were pursued by the Department of Justice, over 85 percent were convicted, pled guilty
or pled no contest to some or all of the criminal charges against them. Among those
found guilty, or who pled guilty or no contest, 60 percent were sentenced to incarceration
and 48 percent were required to pay a fine.

« For civil fraud cases, we found that 47 percent of subjects whose investigations were
closed in 2010 were pursued by the Department of Justice. The government obtained a
favorabie judgment or settlement against 55 percent of the subjects who were pursued.
Finally, for those subjects with a judgment or settlement, 15 percent were required to
pay a fine.

3. What additional data would be valuable to help you prescreen for Medicare fraud?

We think this question was intended for CMS, not GAQO, since CMS is responsible for screening
through enroliment for Medicare fraud.

8GAO, Medicaid: CMS Should Ensure That States Clearly Report Overpayments, GAQ-14-25 (Washington, D.C.:
Dec. 6, 2013).

"GAO, Medicaid Program Integrity: CMS Should Take Steps to Eliminate Duplication and Improve Efficiency, GAO-
13-50 (Washington, D.C.: Nov. 13, 2012).

8GAO, Fraud Detection Systems: Centers for Medicare and Medicaid Services Needs fo Ensure More Widespread
Use, GAO-11-475 (Washington, D.C.: June 30, 2011).

SGAOQ, Health Care Fraud: Types of Providers Involved in Medicare, Medicaid, and the Children’s Health Insurance
Program Cases, GAQ-12-820 (Washington, D.C.: Sept. 7, 2012),
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The Honorable Bill Johnson

1. Are Medicare contractors able to share information with each other? For instance, if a
patient or provider is suspected of fraud and they change plans during open enroliment
would the plan a beneficiary is leaving be able to communicate with a plan they are
joining about the suspected fraud?

in prior GAO work examining instances of questionable access to prescription drugs in the
Medicare program,’® CMS officials indicated that Medicare Part D plan sponsors are not
allowed to share beneficiary information with other plans. GAO is unaware whether CMS
applies this policy to Part C health plans.

CMS officials have reported that health plans receive fraud alerts from the agency describing
information about reported fraud schemes, and representatives from the health plans are able to
meet with CMS, NBI MEDIC, and law enforcement officials in quarterly Medicare Parts C and D
Fraud Work Group meetings to share information about specific fraud schemes.

The Honorable Billy Long

1. What percentage of the 350,000 cases that will be adjudicated were initially correct and
holding the money?

Until those appeals are adjudicated, information will not be available to determine whether the
underlying determinations were upheld or overturned.

(291231}

°GAQ, Medicare Part D: Instances of Questionable Access to Prescription Drugs, GAO-11-699 (Washington, D.C.:
Sept, 6, 2011).
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