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The subcommittee met, pursuant to call, at 2:03 p.m., in Room 2154, Rayburn House Office Building, Hon. Will Hurd [chairman of the subcommittee] presiding.

Present: Representatives Hurd, Blum, Gosar, Cummings, Kelly, Connolly, and Lieu.

Also Present: Representatives Carter and Hice.

Mr. HURD. The Subcommittee on Information Technology will come to order and, without objection, the chair is authorized to declare a recess at any time. I’d like to inform everybody, we will probably be interrupted by votes sometime between 2:30 and 3:00. So we’ll get through as much of this hearing as we can and then likely reconvene after that vote series, which I think is a short series.

Thank you all for being here and good afternoon. We’re here to talk about voting. Voting is the cornerstone of American democracy and a fundamental right of all Americans. Our existence as a democratic republic is only made possible and legitimate through free and fair elections. Each American’s voice should be heard, but to ensure that, we must protect the ballot box. Like everything else in the digital age, however, voting can be vulnerable to hacking. There are about 10,000 election jurisdictions nationwide that administer elections, and even within States, counties use different systems and different technologies to conduct elections.

While no longer on the table for this election cycle, State and local election officials, including Secretary Kemp, who is here today, have expressed concern that classifying the election system as critical infrastructure would effectively be a Federal takeover of what has always been a local process. The purpose of this hearing is to examine the threats posed by the entities seeking to disrupt, undermine, or in any way alter the results of this election. But I also hope to initiate and foster discussion about what designating the election system as critical infrastructure would entail.

I thank the witnesses for being here today and for their efforts as fellow citizens to ensure that November’s elections are free and fair.

I would like to now recognize the ranking member of the full committee, Mr. Cummings, for opening remarks.
Mr. CUMMINGS. Thank you very much, Mr. Chairman, and I thank you for your courtesy. And I thank you and Ms. Kelly for this hearing.

I want to thank all of the witnesses that are here today.

The focus today on the risk of election integrity posed by cyber threats is a very important one, but that is only a fraction of the risk to our elections. Efforts to hinder eligible voters’ access to the ballot box also pose an urgent threat to our elections, to voter rights, and to our very democracy.

In January, Election Assistance Commission Executive Director Brian Newby, who I see sitting in the audience today, wrote to Alabama, Georgia, and Kansas, giving the appearance that he had the unilateral authority to allow these States to change the Federal voter registration form to require proof of citizenship. Mr. Newby’s invalid act led to the disenfranchisement of at least, Mr. Chairman, tens of thousands of Kansas voters alone and who knows how many more in other States.

Chairman Hicks, as the vice chairman at the time, you stated that Mr. Newby acted unilaterally and that the Commission has, quote, “affirmed that agency staff does not have the authority to make policy decisions,” end of quote. I simply could not agree more. This is why I have been investigating this matter with Ranking Member Robert Brady of the Committee on House Administration, and Assistant Democratic Leader Jim Clyburn. Thankfully, a Federal Court has issued an injunction halting and reversing Mr. Newby’s invalid action. However, that litigation is ongoing, and I worry about the voters who have already been turned away, perhaps never to be able to vote in this election. Chairman Hicks, Mr. Newby, Mr. Tatum, we are sending you another letter today that outlines our findings thus far.

I ask unanimous consent that the letter be entered into the record, Mr. Chairman.

Mr. HURD. Without objection, so ordered.

Mr. CUMMINGS. Thank you very much.

We learned that Mr. Newby conducted no written analysis regarding the impact of his decision on the ability of eligible voters to register to vote. He also conducted no cost-benefit analysis to compare the potential for voter fraud with the potential for eligible voter disenfranchisement. He also claimed that he had been unaware until recently that proof of citizenship laws could have a disproportionate impact on people of color. I would invite him to read the case of John Doe v. North Carolina. While a lengthy decision, it makes it clear that it is a major problem with regard to people of color not being able to vote.

In light of these findings, we seek additional information, but we also requested that Mr. Newby rescind his unilateral and invalid decision. Mr. Newby, I find your action to be shameful, and I hope you will swiftly rescind it.

But this is not the only threat to our right to vote. In 2013, the Supreme Court in Shelby County v. Holder struck down a crucial part of the Voting Rights Act that required some States to seek preclearance from the Department of Justice before changing their election laws.
Mr. Norden, your organization, the Brennan Center, has been tracking the voting restriction laws passed since Shelby. In fact, 14 States will have new voting restrictions in place this fall for the first time in a Presidential election, literally stopping American citizens from voting. These include photo ID requirements, which have been shown time and time again to unduly burden young voters, women, the elderly, people with disabilities, low-income voters, and the homeless. Passed almost exclusively by Republican legislatures, these laws have been proven to have racially discriminatory intent.

I am almost finished, Mr. Chairman.

In July, a Federal appeals court struck down the voter restrictions in North Carolina, finding that they, and I quote, listen to this, “target African Americans with almost surgical precision” and, quote, “were enacted with racially discriminatory intent in violation of the Equal Protection Clause,” end of quote.

We can fix this harmful lapse in our democracy by updating the Voting Rights Act in bills with bipartisan support and have proposed that we do so immediately. However, Republicans in Congress refuse to bring any of these bills to the floor for a vote. It is truly shameful, and as a Nation, we are better than that. I urge my colleagues to move this crucial legislation. The integrity of our democracy is at stake.

And, with that, Mr. Chairman, I thank you for your courtesy, and I yield back.

Mr. HURD. I thank the ranking member.

And now I would like to recognize the gentlelady from Illinois and my friend, Ms. Kelly, the ranking member of the Subcommittee on Information Technology, for her opening remarks.

Ms. KELLY. Thank you, Mr. Chairman.

Last week, after receiving classified briefings on threats to the upcoming election, Senator Dianne Feinstein and Representative Adam Schiff accused Russia of, and I quote, “making a serious and concerted effort to influence the U.S. election.”

Recently, Director of National Intelligence James Clapper also cited a long history of Russia’s efforts to influence elections abroad. The Director said that Russia’s apparent efforts to compromise U.S. elections, quote, “shouldn’t come as a big shock to people,” but attempts to influence the outcome of our election are not just limited to foreign government.

According to law enforcement and the FBI, cyber attacks in August against voter registration databases in my State of Illinois and Arizona were most likely criminally motivated, possibly targeting voters’ personally identifiable information. To know that my own State suffered this attack is extremely troubling, not only because of the threat of identity theft, but because of what hackers do once they have access to those databases. For example, perhaps they could change a voter’s listed party affiliation in a way that affects primary elections, or they perhaps modify voter addresses to invalidate registration. We must address these questions and do absolutely everything we can to defend against future attacks. In today’s hearing, we will be addressing the crucial question: How secure is the electoral infrastructure from any cyber attacks, regardless of the source?
According to security experts, a massive attack against the infrastructure as a whole is not the biggest cyber vulnerability in our election process. Rather, it is the individual voting machines that pose some of the greatest risk. According to a 2015 report from the Brennan Center for Justice, many voting machines were designed and engineered in the 1990s or early 2000s. These machines were designed before the Internet base of sorts of advanced cyber risks that now are all too common in our current threat environment.

For example, in 2015, Virginia’s Board of Elections decertified a voting system used in 24 percent of precincts after finding that an external party could access the machine’s wireless feature to, quote, “record voting data or inject malicious data.”

But beyond cyber attacks, these machines are also vulnerable to operational failures like crashes and glitches. As one security expert at Rice University put it, and I quote: “These machines, they barely work in a friendly environment.”

As we examine this upcoming election and beyond, we must consider what sorts of investment we must make to our voting infrastructure. Today’s hearing will provide us with an opportunity to learn just how vulnerable our elections might be to hackers and what our local, State, and Federal Government can do to protect our electoral processes.

But I must also add that I hope that we have more hearings on the topic of the right to vote and the access of the ballot box. Far too many States across this country have enacted troubling voter suppression laws since the Supreme Court decision in Shelby County v. Holder, and I have been deeply disappointed at the lack of interest across the aisle in addressing this issue. We must repair the damage done to the Voting Rights Act with legislation, and that must be a top priority. To preserve the integrity of our ballot box, we must also protect citizens’ access to it.

Mr. Chairman, thank you again for holding this important hearing.

Mr. HURD. Thank you.

And I will hold the record open for 5 legislative days for any members who would like to submit a written statement.

And the chair notes the presence of our colleague Congressman Buddy Carter of Georgia. We appreciate your interest in this topic and welcome your participation today.

I ask unanimous consent that Congressman Carter be allowed to fully participate in today’s hearing.

Without objection, so ordered.

We will now recognize our panel of witnesses. I am pleased to welcome Dr. Andy Ozment, Assistant Secretary for Cybersecurity and Communications at the U.S. Department of Homeland Security; Commissioner Thomas Hicks, Chairman of the U.S. Election Assistance Commission; Dr. Andrew Appel, the Eugene Higgins Professor of Computer Science at Princeton University; and Mr. Lawrence Norden, deputy director of the Democracy Program at the Brennan Center for Justice at the New York University School of Law.

I am now pleased to recognize my colleague, the gentleman from Georgia, Mr. Carter, to introduce our remaining distinguished witness.
Mr. CARTER. Well, thank you, Mr. Chairman.

It is definitely an honor today to welcome the secretary of state from the State of Georgia, my friend Brian Kemp, who preceded me in Georgia’s State Senate. And I served in the house while he served in the senate, and then I moved over to the senate to try to clean up the mess that he and Tom Price left. But, nevertheless, we got that done.

Brian Kemp was elected the 27th secretary of state of Georgia in January of 2010. He has done an outstanding job in cutting wasteful spending and implementing zero-based budgeting. He currently serves as co-chair of the National Association of Secretaries of State Elections Committee and is a member of the DHS Election Infrastructure Cybersecurity Working Group. He is a native of Athens, Georgia—Go Dogs—and he and his lovely wife Marty have three beautiful daughters. And we are just glad to have him here and proud to have him representing us as our secretary of state in Georgia.

Mr. HURD. Thank you, Mr. Carter.

Welcome to you all.

And pursuant to committee rules, all witnesses will be sworn in before you testify. So please rise and raise your right hands.

Do you solemnly swear or affirm that the testimony you are about to give will be the truth, the whole truth, and nothing but the truth? Thank you and please be seated.

Let the record reflect the witnesses answered in the affirmative.

In order to allow time for discussion, please limit your testimony to 5 minutes, and your entire written statement will be made part of the record.

I would now like to recognize Dr. Ozment for his opening remarks.

WITNESS STATEMENTS

STATEMENT OF ANDY OZMENT

Mr. OZMENT. Thank you. Chairman Hurd, Ranking Member Kelly, Ranking Member Cummings, members of this committee, thank you for today’s opportunity to discuss cybersecurity and our election infrastructure.

At the core of our American values is the fundamental right of all citizens to make their voice heard by having their vote counted. Ensuring the integrity of our electoral process is of vital national interest and one of our highest priorities as citizens in a democratic society. Increasingly, some parts of the Nation’s election infrastructure leverage information technology for efficiency and convenience.

Like other systems, reliance on digital technologies could introduce new cybersecurity risks. However, the dispersed and diverse nature of our election infrastructure provides inherent resilience and presents real challenges to attempts at affecting the integrity of election results.

Our election system is run by State and local governments in thousands of jurisdictions across the country. Importantly, State and local officials have already been working, individually and collectively, to reduce risks and ensure the integrity of their elections.
Consistent with our longstanding work with State and local governments, we at DHS are partnering with election officials to share information about cybersecurity risks and to provide voluntary resources from the Department upon request. Addressing cybersecurity challenges such as these is not new for our Department. Our National Cybersecurity and Communications Integration Center, or NCCIC, provides support to State and local customers, such as election officials, as part of its daily operations.

In August, Secretary Johnson hosted a phone call with election officials from across the country that included representatives from other Federal agencies to discuss the cybersecurity of election infrastructure. The Secretary offered assistance from DHS' NCCIC to assist State and local election officials in securing their systems. The NCCIC provides the same assistance on an ongoing basis to public and private sector partners upon request. The assistance is voluntary and does not entail regulation, binding directives, or any kind of Federal takeover. The DHS role is limited to support only.

Through engagements with State and local officials, we are offering three types of assistance: best practices, information sharing, and incident response. In support of best practices, DHS has offered two different types of risk assessments to State and local government officials:

First, cyber hygiene scans on Internet-facing systems provide State and local officials with recurring reports that identify any vulnerabilities and provide mitigation recommendations.

Second, our cybersecurity experts can go on site to conduct risk and vulnerability assessments. These assessments are more thorough, and DHS provides the customer with a full report of vulnerabilities and recommended mitigations following the testing. DHS will continue to share relevant information on cyber incidents through multiple avenues. For example, DHS has published best practices for securing voter registration databases and addressing potential threats to election systems. More broadly, the NCCIC works with the Multi-State Information Sharing and Analysis Center, or MS–ISAC. The MS–ISAC provides threat and vulnerability information to State and local government officials. It was created by DHS to support State, local, tribal, and territorial governments and is partially grant-funded by DHS. The MS–ISAC has a representative colocated with the NCCIC to enable regular collaboration and access to information and services for State chief information officers.

During this election season, DHS' NCCIC is prepared to provide incident response assistance to help State and local officials identify and remediate any possible cyber incidents. In the case of an attempted compromise affecting election infrastructure, the NCCIC will share technical information with other States, to assist their ability to defend their own systems from similar malicious activity.

Moving forward, we must recognize that the nature of risk facing our electoral infrastructure will continue to evolve. DHS has, therefore, established an experts group comprised of academics, independent researchers, and Federal partners. This group will continually evaluate emerging risks and ensure that State and local officials have the information and assistance needed to secure the infrastructure in their jurisdiction.
Before closing, I want to reiterate that we have confidence in the overall integrity of our electoral system, because our voting infrastructure is fundamentally resilient. It is diverse, subject to local control, and has many checks and balances built in. As the risk environment evolves, the Department will continue to support State and local partners by providing information, assistance with best practices, and tools upon request.

Thank you for the opportunity to testify, and I look forward to any questions.

[Prepared statement of Mr. Ozment follows:]
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Chairman Hurd, Ranking Member Kelly, members of this Committee, thank you for the opportunity to testify. Citizens in several states and the District of Columbia have already begun voting in the 2016 general election. A majority of states and the District of Columbia allow early voting prior to November. By November 8, eligible residents of every state and territory, from every precinct, will be able to cast their votes for President, members of Congress, their local leaders, and ballot initiatives. At the core of our American values is the fundamental right of all citizens to make their voices heard by having their vote counted. Ensuring the integrity of our electoral process is a vital national interest and one of our highest priorities as citizens in a democratic society.

Our election system is funded and governed by state and local governments in thousands of jurisdictions across the country and administered by the dedicated local officials residing in those places. It is local citizens—often dedicated volunteers—who staff polling locations in their precincts and transmit the results to their election officials. Importantly, state and local officials across the country have already been working individually and collectively to reduce risks and ensure the integrity of their elections. Through existing and ongoing engagements we look forward to partnering with them to continue the work they have already started.

Increasingly, the nation’s election infrastructure leverages information technology for efficiency and convenience. And like other systems, reliance on digital technologies introduces new cybersecurity risks. However, the diverse and dispersed nature of our election infrastructure provides inherent resilience and presents real challenges to a coordinated, significant incident having an impact on election results. Our National Cybersecurity and Communications Integration Center (NCCIC) helps stakeholders in federal departments and agencies, state and local governments, and the private sector to manage their cybersecurity risks. Consistent with our long-standing partnerships with state and local governments, we are working with election officials to share information about cybersecurity risks and to provide voluntary resources from the Department upon request.

Recent news reports have mentioned cyber incidents in several states this year related to election infrastructure, specifically voter registration databases. Our NCCIC has shared actionable information through direct outreach to state and local governments and through the Multi-State Information Sharing and Analysis Center (MS-ISAC), to enhance situational awareness and provide election officials with the information needed to protect themselves from similar incidents. Importantly, none of the reported incidents contain indications of malicious activity that would impact the ability of voters to cast their ballots.

Addressing cybersecurity challenges such as these is not new for our Department. At the NCCIC, we have three sets of cybersecurity customers: federal civilian agencies; state local, tribal, and territorial governments; and the private sector. The NCCIC has three lines of business to support these customers: information sharing, best practices, and incident response. Support to state and local customers, such as election officials, is part of the NCCIC’s daily operations.

In August 2016, Secretary Johnson hosted a phone call with election officials from across the country that included representatives from the U.S. Election Assistance Commission, the National Institute of Standards and Technology, and the Department of Justice to discuss the
cybersecurity of election infrastructure. The Secretary offered assistance from the NCCIC to assist state and local election officials in securing their systems. The NCCIC provides this same assistance on an ongoing basis to public and private sector partners upon request. Such assistance is voluntary and does not entail regulation, binding directives, or any kind of federal “takeover,” as has been suggested by some in public discussion. No state or local election official should hesitate to request our assistance based on that misperception. DHS is only providing assistance in support of state and local authorities when they request it.

Through engagements with state and local officials, we are actively promoting a range of available services to include:

**Cyber hygiene scans on Internet-facing systems.** These scans are conducted remotely, after which we can provide state and local officials with a report identifying vulnerabilities and mitigation recommendations to improve the cybersecurity of systems connected to the Internet, such as online voter registration systems, election night reporting systems, and other Internet-connected election management systems. Once an agreement to provide these services is reached, DHS can complete this scan and provide the report within one week. This can be followed by weekly reports on an ongoing basis.

**Risk and vulnerability assessments.** These assessments are more thorough and done on-site by DHS cybersecurity experts. They typically require two to three weeks and include a wide range of vulnerability testing services, focused on both internal and external systems. When DHS conducts these assessments, we provide a full report of vulnerabilities and recommended mitigations following the testing. Given resource and time constraints, we can only conduct these assessments on a limited, first-come, first-served basis.

**Incident Response Assistance.** We encourage state and local election officials to report suspected malicious cyber activity to the NCCIC. On request, the NCCIC can provide on-site assistance in identifying and remediating a cyber incident. Information reported to the NCCIC is also critical to the federal government’s ability to broadly assess malicious attempts to infiltrate election systems. This technical information will also be shared with other states to assist their ability to defend their own systems from similar malicious activity.

**Information sharing.** DHS will continue to share relevant information on cyber incidents through multiple means. The NCCIC works with the Multi-State Information Sharing and Analysis Center (MS-ISAC) to provide threat and vulnerability information to state and local officials. The MS-ISAC was created by DHS over a decade ago and is grant funded by DHS. The MS-ISAC role is restricted to state and local government entities. It has representatives co-located with the NCCIC to enable regular collaboration and access to information and services for state chief information officers. All states are members of the MS-ISAC. Election officials can connect with their state CIO as one way to benefit from this partnership and rapidly receive information they can use to protect their systems. State election officials may also receive incident information directly from the NCCIC.

**Classified information sharing.** Upon request, and subject to resource constraints, DHS is able to provide classified briefings to cleared state officials as appropriate and necessary.
Sharing of best practices. DHS is publishing best practices for securing voter registration databases and addressing potential threats to election systems from ransomware.

Field-based cybersecurity advisors and protective security advisors. DHS has personnel available in the field who can provide actionable information and connect election officials to a range of tools and resources available to improve the cybersecurity preparedness of election systems and the physical site security of voting machine storage and polling places. These advisors are also available to assist with planning and incident management assistance for both cyber and physical incidents.

Physical and protective security tools, training, and resources. DHS provides advice and tools to improve the security of polling sites and other physical election infrastructure. This guidance can be found at www.dhs.gov/hometown-security. This guidance helps to train administrative and volunteer staff on identifying and reporting suspicious activities, active shooter scenarios, and what to do if they suspect an improvised explosive device. Officials can also contact a local DHS Protective Security Advisor for access to DHS resources.

Finally, DHS is working to raise the level of cybersecurity in our electoral infrastructure over the long term. To help develop this plan, DHS has established an experts group comprised of academics, independent cybersecurity researchers, and federal partners.

Before closing, I want to reiterate that we have confidence in the overall integrity of our electoral system. Our voting infrastructure is diverse, subject to local control, and has many checks and balances built in. As the threat environment evolves, the Department will continue to work with state and local partners to make essential physical and cybersecurity tools and resources available to the public and private sectors.

Thank you for the opportunity to testify, and I look forward to any questions.
STATEMENT OF THOMAS HICKS

Mr. HICKS. Good afternoon, Mr. Chairman, and members of the Subcommittee on Information Technology and Committee on Oversight and Government Reform.

My name is Thomas Hicks, and I am Chairman of the United States Election Assistance Commission, or EAC. The EAC is a four-member bipartisan commission. The EAC’s mission is to guide, assist, and direct the effective administration of Federal elections, through funding, innovation, guidance, and information. The EAC was charged with three duties: one, develop and administer a voting machine testing and certification program; two, develop and administer a national clearinghouse for election administration information; and three, distribute HAVA grants to States to allow them to purchase new, more secure voting machines and systems.

Since our inception, the EAC has carried its charge. Forty-seven of 50 States use EAC’s voluntary voting machine testing and certification program in part or in whole. We produce the most comprehensive election administration survey in the country, and we produce volumes of materials designed to help election administrators run their elections more effectively and efficiently. Among other things, these materials help the States understand and react to the current cybersecurity threats against their voting systems. State and local election officials run the elections, and we support them.

I am here today to testify on three items: First and foremost, our elections are secure. The American election administration system inherently protects our elections and its vast size and complexity. Voters should have confidence that their voices will be counted accurately when they cast them. Second, there may be headlines related to cyber attacks and data breaches, but these headlines are not representative of our voting machines. Unlike the systems in the headlines, our voting machines are not connected to the Internet. Third, the EAC works every day to help ensure the security of our elections.

First, the security that is inherent in our election system because our system is vast and complex. Since States and territories run elections, the American election administration system is actually compiled of more than 50 administrative systems. Each State has developed its own processes for conducting Federal, State and local elections. These States and territories are made up of thousands of election jurisdictions. Often, these jurisdictions operate autonomously but report to the States.

What is important to identify in today’s hearing is that there is no single or uniform national election administration system that manages elections. This means that there is no national system that a hacker or bad actor can infiltrate to affect the American elections as a whole.

The complexity of our American election assistance system both deters attacks and allows election officials to ensure the integrity of the election in the event of an attack. The complexity deters po-
potential attackers from attempting to access American elections, because the number of resources that one would need to complete such an attack may be prohibitively high. There are thousands of individuals operating, often autonomously. A bad actor would have to figure out how to successfully access a significant portion of these parts. Additionally and perhaps most importantly, voting machines are not connected to the Internet. So a bad actor would have to access these systems in person. The amount of resources required to carry out this attack would be immense.

That is not to say that no one will ever try to access American elections. Recent events in Arizona and Illinois remind us that this is not true. The breaches in Arizona and Illinois exemplify another strength in our election system. Because the State administers its own elections, the breaches in these States did not compromise the system in other States. Instead of causing a national crisis, the breaches notified election officials across the country that they should be on high alert.

With this new information, election officials across the country started administering system security checks and doublechecked in their places and procedures. The EAC took action as well. Upon learning of these attacks, we sent a security system, testing guides, and other voting machine security information to election officials. At the EAC, we have been focused on election security since our inception as an agency, and we reacted quickly, and we realize that the current events demand our help. Both our voluntary voting system guidelines and our best practices focus is on ensuring the security of our elections.

This year, we have also created a new initiative to help election administrators better administer their elections this fall. It's called Be Ready 16. Through Be Ready 16, we distributed voting training material, current information, and guides to election officials throughout the country. We also integrated topics, such as election security, into our public meetings and roundtables. We are proud of our Be Ready 16, but it is just one example of many ways we support election officials.

In conclusion, I am here to communicate one message. That message is that our elections are secure. They are secure because the American election administration system inherently protects them. There are threats to our elections, but the voters have confidence that their votes will be counted accurately and recorded accurately when they cast them.

I thank you for your time, Mr. Chairman, Ranking Member, and other members of this committee, and I look forward to your questions.

[Prepared statement of Mr. Hicks follows:]
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Introduction

Good afternoon Mr. Chairman and Members of the Subcommittee on Information Technology of the Committee on Oversight and Government Reform.

I am pleased to be here this afternoon on behalf of the U.S. Election Assistance Commission (EAC) to discuss cybersecurity and ensuring the integrity of the ballot box.

The EAC is a bipartisan commission consisting of four members; currently there are three members actively serving on the Commission. The EAC’s mission is to guide, assist, and direct the effective administration of Federal elections through funding, innovation, guidance, information and regulation. The Election Assistance Commission ("the EAC") was created by the Help America Vote Act of 2002 (HAVA). HAVA was enacted after the 2000 presidential election highlighted a number of election administration concerns related to voting systems throughout the nation. The EAC was charged with three duties: (1) develop and administer a voting machine testing and certification program, (2) develop and administer a national clearing house for election administration information, and (3) distribute HAVA grants to states to allow them to purchase new, more secure voting machines and systems.

Since its inception, the EAC has and continues to carry its charge. 47 of 50 states use the EAC’s voluntary voting machine Testing and Certification Program in part or as a whole; we produce the most comprehensive election administration survey in the country; and we produce volumes of materials designed to help Election Administrators run their elections more efficiently and efficaciously. These materials help the better states understand and react to the current cyber security threats against their voting systems. States and local election officials run the elections, and we support them.

Scope of My Testimony

This testimony discusses election security through three topics: (1) an overview of the American election administration system’s inherent security (2) the breaches of two states’ voter registration databases and how they exemplify the strength of the American election administration system, and (3) the EAC’s support regarding the security of the American election administration system. Election security may only recently have been brought to many citizens’ minds, but we at the EAC and election officials around the country have been focusing on the security of American elections for many years.

1. Overview of the American Election Administration System

The American election administration system is comprised of 50 states and territories. These states and territories are made up of thousands of county and local election jurisdictions. Each of these states, territories and local jurisdictions has developed their own processes and procedures for conducting federal, state and local elections. Each state’s election systems are uniquely designed and autonomous from one another. There is not a single or uniform national system that manages the federal elections. Because of the decentralized nature of the American election administration system, there is no single, uniform national system that would affect the outcome of election results for the November 2016 Presidential Election. The complexity of our American election system both deters potential attacks and allows election officials to ensure the integrity of elections in the event of an attack. This complexity protects both national and state-level elections.
These many autonomous components allow states to secure their election with many layers of security. These layers start at the ballot collection process. Citizens cast their votes at a voting machine that is not connected to the internet. Physical security measures ensure that potential bad actors cannot access the voting machines without being noticed. Local election administrators collect the votes from the voting machines and physically transport, not electronically transmit, them to the election headquarters where they are tallied. This physical transportation ensures that a hacker cannot alter the tally during transportation. These results are subsequently reported to the state election official, who then reports those results to the public. States use standards of care and security procedures during this process to further ensure security. Each of these layers includes its own security processes and procedures, and each is capable of operating autonomously. These security measures are both abundant and redundant.

(a) Decentralized Election System

The American election administration system is a vast, decentralized, and non-uniform system comprised of thousands of local jurisdictions and moving parts. This decentralization establishes an inherent level of security in that it is not a uniform system with a single point of access. These attributes also allow election officials to ensure the integrity of their elections in the event of an attack by allowing election officials to monitor and audit the election process at many levels throughout the process.

First, a large amount of resources and time would be required to develop and execute an attack on the American election system because of the decentralized and non-uniform nature of the system as a whole. Because voting machines are not connected to the internet, a bad actor would need to physically access hundreds of voting machines that collect the votes. As stated above, a vast array of differing security systems and protocols protects each of these voting machines. This makes it incredibly complex to attempt to affect an election because a potential bad actor would need to learn and then access each of these systems. A bad actor would also need the man-power necessary to physically access each of these systems. Not only would a bad actor need to physically access each system, but that access would need to be done without being detected because of auditing and monitoring procedures discussed below. The resources required to complete either of these steps is immense.

To put this in perspective, consider Wisconsin, which has over one thousand four hundred (1400) local jurisdictions. Many of these jurisdictions have more than one polling place, and each of these polling places has multiple voting machines. Additionally, each one of these jurisdictions may have its own, unique security practices and protocols. So, if someone were to attempt to attack Wisconsin's elections, they would have to gain information about and successfully breach a significant portion of the voting machines in a significant portion of the 1400 jurisdictions without being detected. From a national perspective, there are more than 114,000 active polling places on Election Day. The required number of people needed to access this many different points is immense, and this surely is a deterrent against attack.

Second, the many layers of the American election system allow for monitoring and auditing of the system at each layer. The system allows election officials to be able to monitor for problems at multiple stages and incrementally verify the results of the election as not being the result of tampering.

Starting at the voting machine and progressing sequentially to the reporting of results, vote tallies and results can be and are audited in a layered, sequential format which allows for isolation and examination in the event of an error or anomaly. First, each individual voting
machine can be audited. Second, the polling location’s votes can be audited as a whole. Third, the jurisdiction’s results can be audited. Fourth the state’s results can be audited. These many audit points are a result of the decentralized design of the system, and they also provide a method by which state election officials can detect tampering or anomalies.

It is important to note that audits are different from recounts and can identify anomalies and errors within the system. Recounts are methods by which vote tallies are verified. Recounts only ensure that votes were counted correctly. However, audits are methods by which the integrity of the system is verified. Audits ensure that the system collected votes correctly and was not compromised. As an example, some touch-screen voting machines, direct-recording electronic voting machines, store votes on memory cards, and these memory cards are used to tally votes. Many of these machines also produce a paper document that records the votes. This paper trail can then be used to verify the electronic tallies aggregated from the memory cards. This is just one of many ways voting systems are able to be audited, and auditing allows election administrators to identify and isolate attempts to tamper with the system.

The American election administration system is secure. It is secure because, by nature, it deters potential attackers with its complexity and lack of central access point. It is also secure because its design allows it to be audited; this allows election officials to isolate potential breaches, tampering, and anomalies.

2. The Recent Breaches of Voter Registration Databases in Arizona and Illinois

American Elections are secure, but this does not always prevent bad actors from attempting to affect them. This year, hackers accessed a number of computer systems related to the election, not voting systems. Breaches of these computer systems that are germane to this hearing include: (1) Arizona’s voter registration list, (2) Illinois’s voter registration list, and (3) the Democratic National Committee’s email system. These breaches are important because they exemplify two important attributes of the American election administration system. First, while the voter registration systems were attacked, they demonstrate that the system was able to detect the hacks and the election officials were able to determine whether any data was lost or changed. Even though hackers breached the first level of security in Arizona and Illinois, the security monitoring and redundancy programs worked and election operations were not adversely affected. Second, the attacks on the voter registration databases differ in both form and potential effect from the breach of the Democratic National Convention’s email system. These breaches can be used as a way to examine the security of the American election administration system and demonstrate its strength.

Based on the information we have, the breaches of the voter registration databases and the breaches of the DNC’s email systems differ from each other in both form and potential effect. They differ in form because the attacks on the voter registration databases were attacks on government protected databases, while the attack on the DNC’s system was on the email system. They differ in potential effect because attacks on a voter registration database do have the potential to directly affect actual election operations, i.e. interfere with voters’ ability to obtain a ballot at the polling place, but attacks on a private committee’s email servers affect only election political operations tangentially by interfering with the private committee’s ability to advocate. It is important to remember that these two types of breaches are not commensurate and need to be examined separately.

When examining the breaches in Arizona and Illinois, it is important to remember that their security and redundancy systems worked. Using the above discussed layers of security, state and local election officials worked with state and federal law enforcement to quickly
identify the issue, evaluate potential impacts of the breaches, and ensure that the data was in the same condition as it was before the breach. In both cases there were processes in place to identify the intrusion, mitigate the damage, and audit the records to ensure accuracy. Had there been changes to data, election officials would have been able to identify those changes and use backup data, which they create on a regular basis as part of the system redundancy. Also, because America does not have one singular election administration system, an attack and breach of one state’s voter registration system does not compromise the entire country. So, other states were not adversely affected by the breaches in Arizona and Illinois. Instead, other states were able to use these incidents as learning opportunities and able to take steps to ensure their systems remain secure.

This type of security preparedness and responsiveness is what helps keep American elections secure, even when they may be the target of some bad actors. This is why one of the many ways the EAC supports and furthers the security of the American election administration system is by helping states develop and share best practices.

3. EAC’s Support of the American Election Administration System

The American election administration system is a complex system with many inherent security features. The EAC believes that every American’s vote is important and should be safeguarded. That is why, since its inception, the EAC has incorporated both physical and cyber security of elections into its work. There are four areas which the EAC focuses its security efforts: (a) the EAC’s Voluntary Voting System Guidelines; (b) testing; (c) monitoring; and (d) best practices, training, and guides.

(a) The EAC’s Voluntary Voting System Guidelines

The Voluntary Voting System Guidelines (VVSG) are a comprehensive set of voting machine requirements. The EAC drafts, maintains, and monitors compliance with the VVSG. The VVSG include more than 1000 requirements including requirements for security, software, hardware, functionality, usability and accessibility. Within security, the VVSG focuses on general data security and more specifically data transmission. Within the topic of security, the VVSG focuses on general data security and more specifically data transmission.

Each state determines how to certify voting machines as acceptable for use in its elections. 47 out of 50 states have incorporated either the entirety or part of the VVSG system into their certification process. Some states require EAC certification of systems before the voting system may be used in the state. Other states use the VVSG to draft their own certification procedures. Still others require that EAC labs test voting systems before they may be used in the state.

What is truly innovative about the VVSG is the way in which they are drafted. Last year my fellow commissioners and I worked to update our drafting process. Alongside the National Institute of Standards and Technology (NIST), we created a system that leverages working groups and combines the expertise of government entities, private sector businesses, and private citizens to continually remain apprised of new innovations in the field. Cyber security is no exception. When redesigning the drafting structure in 2015, we made sure to include a security working group that represents the security community in the drafting process of all areas of the guidelines.

The security group is an active working group that provides up-to-date information on cyber security throughout the drafting process. For example, the electronic transmission of vote
tallies presents the potential for vulnerabilities in cyber security if the transmission system is not properly designed. However, electronic transmission of vote tallies is a desirable option for some election administrators because it saves time and resources. Techniques like our drafting structure allow us to stay ahead of these developments and their potential vulnerabilities. While the VVSG allow for electronic transmission of tallies, they only allow for this type of transmission if the voting system contains the proper security protocols. The VVSG allow election officials to develop their systems with new technologies while simultaneously ensuring that security is maintained. We are already working on the next set of guidelines.

(b) Testing and Certification

A critical part of our Testing and Certification Program is our voting system test laboratories. The EAC tests voting machines against VVSG requirements in EAC labs. When a machine meets the requirements, the EAC certifies the machine as conforming to the VVSG. In states that require EAC certification before a machine may be used in that state, completion of this process is a requirement that must be met before the machine may be procured by state officials. In all states, certification gives state officials confidence that the machines that are purchased are of the highest quality.

In the testing process, voting machines are tested against physical and cyber security requirements found in the VVSG. Regarding cyber security, machines are tested and assessed against requirements for: passwords, user roles, access controls, audit logs, vulnerabilities, and source code. Test laboratories also review system documentation for all aspects of the voting system being tested. This includes all functional models, settings, and user manuals. All testing information including test plans and test reports are available on our website for anyone to review.

These labs test voting systems against the requirements contained in the VVSG. Approval by one of these laboratories is required before our testing and certification program will certify a system. Before a laboratory can test a system under the EAC’s program it must undergo a thorough accreditation process. In order to be accredited, the National Voluntary Laboratory Accreditation Program (NVLAP) must inspect the lab. Based on this inspection the Director of NIST must recommend the lab to the EAC. The EAC then conducts its own accreditation assessment to ensure full compliance with all EAC programmatic requirements. If the lab passes the EAC assessment, then the EAC may accredit the lab. Once a lab is approved and becomes operational, it is subjected to an audit conducted by the EAC or NIST to ensure the lab remains in compliance with the approval standards. Last year, the commissioners of the EAC accredited a new test laboratory for the first time in five years to allow for a more efficient and effective certification process.

Use of the Testing and Certification Program provides an additional level of security in the electoral system and gives state officials an additional level of confidence when making a purchasing decision or working to maintain their voting system.

(c) Monitoring

The EAC conducts a quality monitoring program for all EAC certified systems. Monitoring occurs throughout the entire election process, not just on Election Day. This monitoring includes: manufacturing facility audits; review and testing of operational machines; field anomaly reporting; investigation into reported field anomalies and dissemination of product advisories. All reports, system advisory notices and investigations are available to election officials and the public. Our monitoring program has successfully worked with state and local
election officials as well as voting system vendors to identify operational issues with EAC certified voting systems before the election, resolve these issues, test and certify the resolutions, and deploy the improved system before Election Day. To the EAC, monitoring is about ensuring quality of elections, and ensuring the quality of American elections is our highest priority.

(d) Best Practices, Training, and Guides

The EAC's work in security goes beyond voting machines. The EAC helps election officials focus on their elections by providing them with best practices and industry trends from around the country. We prepare and distribute best practices, training, and guides to election officials in an effort to arm election administrators with the best and most up-to-date information. These resources are in an easy-to-digest and actionable format.

Specifically regarding security, we prepare, maintain, and distribute Election Management Guidelines and Quick tips. To help ensure that the American election administration system is ready for contemporary threats and protected against potential vulnerabilities, we publish materials and training guides related to current events. For example, after learning about the hacks in Arizona and Illinois, we re-distributed our election security preparedness resources which includes a checklist for securing voter registration data. Regarding implementation, we continually publish and update our Managing Election Technology resources. These help election administrators to better implement election systems.

Ever aware of the broader community and our charge to act as the national clearing house of election administration information, we also host roundtables on a variety of topics related to voting system security, co-host symposiums with NIST about security and the Future of Voting, and ensure the topic of cyber security is present in our public meetings and other events. At the last EAC public meeting, we hosted a discussion of states' best practices concerning contingency planning and system security. Experts in the field, such as Secretaries of State and testing lab directors, led a robust discussion of modern and cutting edge techniques. We invite you to attend our future meetings and watch the videos of our previous meetings which you can find online.

Conclusion

The American election administration system inherently deters bad actors who may want to adversely affect the election process, and the system allows the front line of dedicated election officials to audit and monitor the system in a way that allows them to solve problems as they arise. There will always be threats to American elections. The attacks on Arizona's and Illinois's systems reminded the country of this. The EAC, however, works everyday to ensure that local officials are best prepared to prevent these threats from coming to fruition.

Voters should have confidence in the elections. I was recently in Arizona when I was approached by a gentleman who told me that he knew American elections were secure because he had worked as a poll worker. Working as a poll worker allowed the voter to see exactly how elections work and all of the security measures that are in place in every election cycle. He was confident in our elections because he had seen them for himself. Any and all Americans who might have questions or concerns about our electoral system should volunteer as poll workers or speak to their local election officials. The time commitment of volunteering is low, and you will be providing a valuable public service.
Mr. HURD. Thank you, Mr. Hicks.

Secretary Kemp, you are now recognized for 5 minutes for your opening remarks.

STATEMENT OF BRIAN P. KEMP

Mr. KEMP. Good afternoon. And I want to thank Representative Carter for that fine introduction, and thank the committee and Chairman Hurd for inviting me to discuss election security, the safeguards on our elections, and then my perspective as the top elections official in Georgia, the eighth largest State in the Union.

As Georgia's secretary of state, I currently serve as co-chair of the National Association of Secretaries of State Elections Committee. And within the last 3 weeks, I have agreed to serve on the Department of Homeland Security's elections infrastructure cyber working group organized by Secretary Jeh Johnson.

Recent events, including the hack of the DNC database as well as successful cyber attacks against voter registration databases in Arizona and Illinois, have rightfully caused great alarm among the public as well as elections officials. However, it is imperative that we as a Nation respond the correct way to these attacks. Administering elections is a great but unique responsibility. The foundation of our republic rests on the trust that Americans have in the way that we elect representatives in our government. If that trust is eroded, our enemies know that they will create fissures in the bedrock of American democracy. We cannot allow this to happen.

The D.C. response to these attacks has been to take steps toward federalizing aspects of elections, election systems, and standardizing security measures. There is a better way to face these attacks and future potential threats than what has currently been proposed by DHS with designating election systems critical infrastructure.

In discussing election security, it is important to understand the difference between the components of an election. The system is comprised of campaign systems, registration and reporting systems, as well as voting systems. Campaign systems are databases not held by the States, such as databases held by national parties. Attacks on these systems don't disrupt activities in the State's jurisdictions, although they can cause harm, as recently seen by the attack on the DNC.

Registration and reporting systems are held by the States, but they do not impact the true canvass results in an election. These systems manage the voter registration rolls and report unofficial results on election night. Although these systems are more prone to attack than the voting system, because many are Web-based platforms, attacks on these systems cannot change the votes that are cast. These systems are also tested regularly, have redundancies, failsafes, and backups.

Finally, voting systems are the actual equipment used on election day. They are nonnetwork pieces of hardware that do not connect to the Internet. They are tested by vendors, by States, and by the EAC. Even before they are deployed, they are tested again by local technicians to ensure their security and accuracy.

In looking toward November, it is important for us to address the types of threats that may come against the Nation's elections. I
view these threats in three different categories: First, there are threats that undermine the confidence in the outcome of the election. This has already started among conspiracy theorists, campaigns, and members of the media. Senator Feinstein was mentioned earlier about Russia's influence. This narrative will likely continue through canvassing and beyond. Although elections officials must be cognizant of these narratives and respond to them as needed, this threat cannot create actual harm to the system or the results of the election.

Second, there are threats that disrupt elections. These threats could be cyber attacks on Web-based systems, but they more commonly occur with threats of physical violence, verbal altercations, or misinformation distributed at polling locations. In my view, this is far more likely to occur than a coordinated hacking of each individual voting unit in the United States. This type of threat is also not only more probable to occur but also would have a greater chilling effect on election participation.

The third type of threat is altering the outcome of the election. This requires an attack on the voting system itself. However, the voting system is layered with combinations of physical and technical security to address these concerns. The voting system is the most secure system in the election space. It is not networked. It's not on the Internet. And it's tested many times in many different ways as well as having overlapping physical security features to defeat cyber attacks as well as physical attacks. This threat would require far too much coordination, planning, and ability to physically manipulate thousands of machines at thousands of locations across the United States. Although it is possible, it is not probable, and there is no evidence it has ever occurred in a U.S. election.

As I stated moments ago, Secretary Johnson responded to this threat of cyber attack when he publicly began considering designating the election system critical infrastructure. This, as you can be made aware or you could suggest, caught many elections officials by surprise, and rightfully so. The suggestion from the agency, completely regarding—unfamiliar with the election space raised the level of public concern beyond what was necessary. This decision has been criticized by elections officials and cybersecurity experts alike and really addresses one of my main concerns and is why I am so glad to be here today to answer your questions as we proceed. Thank you.
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Good afternoon. I would like to thank the Committee and Chairman Hurd for inviting me to discuss election security, the safeguards on our elections, and my perspective as the top election official in Georgia, the eighth largest state in our union.

As Georgia’s Secretary of State, I currently serve as co-chair of the National Association of Secretaries of State Elections Committee, and within the last three weeks, I have agreed to serve on the Department of Homeland Security’s Election Infrastructure Cyber Security Working Group, organized by Secretary Jeh Johnson.

Recent events including the hack of the DNC database, as well as successful cyber-attacks against voter registration databases in Arizona and Illinois, have rightfully caused great alarm among the public as well as election officials; however, it is imperative that we as a nation respond the correct way to these attacks.

Administering elections is a great, but unique responsibility. The foundation of our Republic rests on the trust that Americans have in the way we elect representatives in our government. If that trust is eroded, our enemies know that will create fissures in the bedrock of American democracy. We cannot allow this to happen.

The D.C. response to these attacks has been to take steps towards federalizing aspects of elections, election systems, and standardizing security measures. There is a better way to face these attacks and future potential threats than what has currently been proposed by DHS with designating elections systems critical infrastructure.
POTENTIAL THREATS AND SECURITY SAFEGUARDS

In discussing election security, it is important to understand the difference between the components of the election system. This system is actually comprised of campaign systems, registration and reporting systems, as well as voting systems.

Campaign systems are databases not held by the states, such as the databases held by national parties. Attacks on these systems do not disrupt activities within the states' jurisdiction, although they can cause harm, as seen recently by the attack on the DNC.

Registration and reporting systems are held by the states, but they do not impact the true canvassed results of an election. These systems manage the voter registration rolls and report unofficial results on election night. Although these systems are more prone to attack than the voting system because many are web-based platforms, attacks on these systems cannot change votes that are cast. These systems are also tested regularly, have redundancies, fail-safes, and backups.

Finally, voting systems are the actual equipment used on Election Day. They are non-networked pieces of hardware that do not connect to the internet. They are tested by vendors, by states, and by the EAC. Even before they are deployed they are tested again by local technicians to ensure their security and accuracy.

In looking toward November, it is important for us to address the types of threats that may come against the nation's elections. I view the threats in three different categories.

First, there are threats that undermine the confidence in the outcome of the election. This has already started among conspiracy theorists, campaigns, and members of the media. Just last week Senator Dianne Feinstein of California accused Russia of "making a serious and concerted effort to influence the U.S. election." This narrative will likely continue through canvassing and beyond. Although election officials must be cognizant of these narratives and respond to them as needed, this threat cannot create actual harm to the system or the results of the election.

Second, there are threats that disrupt elections. These threats could be cyber-attacks on web-based systems, but they more commonly occur with threats of physical violence, verbal altercations, or misinformation distributed at polling locations. In my view this is far more likely to occur than a coordinated hacking of each individual voting unit in the United States. This type of threat is also not only more probable to occur, but would also have a far greater chilling effect on election participation.

The third type of threat is altering the outcome of the election. This requires an attack on the voting system itself. However, the voting system is layered with combinations of physical and technical security to address these concerns. The voting system is the most secure system in the election space. It is not networked. It is not on the internet. It is tested many times in many different ways. It has overlapping physical security features to defeat cyber-attacks and physical attacks. This threat requires far too much coordination, planning, and ability to physically manipulate thousands of machines at thousands of locations across the United States. Although it is possible, it is not probable and there is no evidence that it has ever occurred in a U.S. election.
APPONIATE FEDERAL GOVERNMENT RESPONSE

As I stated a moment ago, DHS Secretary Jeh Johnson responded to this threat of cyber-attack when he publicly began considering designating the election system “Critical Infrastructure.” This suggestion caught many elections officials by surprise and rightfully so. The administration of elections is a state responsibility. Moreover, this suggestion came from an agency completely unfamiliar with the elections space and raised the level of public concern beyond what was necessary. This decision has been criticized by election officials and cyber-security experts alike. DHS has yet to outline any practical benefits or make any compelling arguments on why this designation is necessary. I agree with EAC Commissioner Christy McCormick that this designation may be the first step towards creating a new federal security standard that could create legal liabilities for states. In addition, this action may open up state databases to the federal government as well as create new avenues where previously protected documents and information may become accessible to the general public, ultimately undermining the security of our elections.

I encourage the Federal government to respect the Constitutional lines our founders created, leaving the administration of elections to the states. This arrangement, as noted by the FBI as well as the White House, makes cyber-attacks and vote tampering far more difficult as election systems are decentralized among 9000 election jurisdictions. There are certainly ways for the federal government to provide assistance while working within this framework.

For instance, best practices, cyber security research, as well certain types of cyber tools provided by DHS can be useful in election preparation. Likewise, it is useful for states to receive security bulletins from federal agencies about known or potential attacks to safely guard their systems. These limited measures are useful and beneficial as they do not compel state officials, but allow them to make informed decisions about the best interest of their state.

The risks posed by foreign government hackers, cyber criminals and everyday hacktivists are not a new concept for election officials. In fact, states are always evaluating and adapting security measures to protect the integrity of our elections as part of emergency preparedness planning.

I think I speak for all state elections officials when I say we are committed to working with national security agencies and regular federal partners to solicit input on cyber threat response and risk mitigation in our elections. However, designating voting systems or any other election system as critical infrastructure would be a federal overreach, the cost of which would not equally improve the security of elections in the United States.

LOOKING TOWARDS NOVEMBER AND BEYOND

Please keep in mind that timing is critical right now. Elections are not one-day events. Ballots have been printed, and many ballots have already been mailed to voters. Early in-person voting will begin in the next couple weeks, if not days in some states.
This is an important time for elections officials to finalize preparations for November. It is not the time for inexperienced federal agencies to guess at changes that should be made. Therefore I encourage you, as policy-makers, to listen to your Secretaries of State and elections officials.

Our elections are secure, and we are working around the clock to ensure they stay that way. We are open to federal assistance, but not in designating the elections system critical infrastructure. Uncertainty, fear mongering, and empty rhetoric during this critical time can damage Americans’ trust in the election process and undermine the vote we will have in November.

Elections are the cornerstone of our republic, and defending them is an honor and a duty that I and my colleagues take very seriously. We will continue working with law enforcement agencies and stakeholders to prevent attacks on our system while preparing for November and ensuring every American has a voice in electing our nation’s leaders as well as the next President of the United States.

Thank you for the opportunity to provide comment.
Mr. HURD. Thank you, Secretary Kemp.

Votes have been called, and what we’ll do is we’ll get to Dr. Appel’s, get through your opening statement, and then we will adjourn for votes and then come back and finish with Mr. Norden and the questions.

So, Dr. Appel, you are recognized for 5 minutes.

STATEMENT OF ANDREW W. APPEL

Mr. APPEL. My name is Andrew Appel. I am professor of computer science at Princeton University. In this testimony, I don't represent my employer. I am here to give my own professional opinions as a scientist but also as an American citizen who cares deeply about protecting our democracy.

My research is in software verification, computer security, technology policy and election machinery. As I will explain, I strongly recommend that, at a minimum, the Congress seek to ensure the elimination of direct-recording electronic voting machines, sometimes called touchscreen machines, immediately after this November’s election and that the Congress require that all elections be subject to sensible auditing after every election to ensure that systems are functioning properly and to prove to the American people that their votes are counted as cast.

There are cybersecurity issues in all parts of our election system: before the election, voter registration databases; during the election, voting machines; after the election, vote-tabulation/canvassing/precinct-aggregation computers. In my opening statement, I will focus on voting machines. The other topics are addressed in a recent report I have coauthored entitled “10 Things Election Officials Can Do to Help Secure and Inspire Confidence in This Fall’s Elections.”

In the U.S., we use two kinds primarily of voting machines: optical scanners that count paper ballots and touchscreen voting machines, also called direct-recording electronic. Each voting machine is a computer running a computer program. Whether that computer counts the votes accurately or makes mistakes or cheats by shifting votes from one candidate to another depends on what software is installed in the computer.

We all use computers, and we’ve all had occasion to install new software. Sometimes it’s an app we purchase and install on purpose. Sometimes it’s a software upgrade sent by the company that made our operating system. Installing new software in a voting machine is not really much different from installing new software in any other kind of computer. Installing new software is how you hack a voting machine to cheat.

In 2009, in the courtroom of the Superior Court of New Jersey, I demonstrated how to hack a voting machine. I wrote a vote-stealing computer program that shifts votes from one candidate to another. Installing that vote-stealing program in a voting machine takes 7 minutes per machine with a screwdriver. I did this in a secure facility, and I am confident my program has not leaked out to affect real elections. But, really, the software I built was not rocket science. Any computer programmer could write the same code. Once it’s installed, it could steal elections without detection for years to come. Voting machines are often delivered to polling
places several days before the election, to elementary schools, churches, firehouses. In these locations, anyone could gain access to a voting machine for 10 minutes. Between elections, the machines are routinely opened up for maintenance by county employees or private contractors. Let’s assume they have the utmost integrity, but still in the U.S. we try to run our elections so that we can trust the election results without relying on any one individual.

Other computer scientists have demonstrated similar hacks on many models of machine. This is not just one glitch in one manufacturer’s machine; it’s the very nature of computers.

So how can we trust our elections when it’s so easy to make the computers cheat? Forty States already know the answer. Vote on optical scan paper ballots. The voter fills in the bubble next to the name of their preferred candidate, then takes this paper ballot to the scanner right there in the precinct and feeds it in. That opscan voting machine has a computer in it, and we can’t 100 percent prevent that computer from being hacked, but that very paper ballot marked by the voter drops into a sealed ballot box under the opscan machine. Those ballots can be recounted by hand in a way we can trust. Unfortunately, there’s still about 10 States that primarily use paperless touchscreen voting computers. There’s no paper ballot to recount. After the voter touches the screen, we have to rely on the computer; that is, we have to rely on whatever program is installed in the computer that day to print out the true totals when the polls close.

So what must we do? In the near term, we must not connect the voting machines to the Internet. The same goes for those computers used to prepare the electronic ballot definition files before each election that are used to program the voting machines; that is, we must not connect the voting machines, even indirectly, to the Internet. Many able and competent election administrators already follow this best practice. I hope that all 9,000 or 10,000 counties and States that run elections follow this practice and other security best practices, but it’s hard to tell whether they do consistently.

These and other best practices can help protect against hacking of voting machines by people in other countries through the Internet, but they can’t protect us from mistakes, software bugs, miscalibration, insider hacking, or against local criminals with access to the machines before or after elections. So what we must do as soon as possible after November is to adopt nationwide what 40 States have already done, paper ballots marked by the voter, countable by computer, but recountable by hand.

In 2000, we saw what a disastrously unreliable technology those punch-card ballots were. So, in 2002, the Congress outlawed punch-card ballots, and that was very appropriate. I strongly recommend that the Congress seek to ensure the elimination of paperless touchscreen voting machines immediately after this November’s election.

[Prepared statement of Mr. Appel follows:]
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My name is Andrew Appel. I am Professor of Computer Science at Princeton University, where I have been on the faculty for 30 years and served 6 years as Chair of the Computer Science Department. In this testimony I do not represent my employer. I’m here to give my own professional opinions as a scientist and a technologist, but also as an American citizen who cares deeply about protecting our democracy.

My research and expertise is in software verification, applied computer security, and technology policy.

As I will explain, I strongly recommend that, at a minimum, the Congress seek to ensure the elimination of “touchscreen” voting machines, immediately after this November’s election; and that it require that all elections be subject to sensible auditing after every election to ensure that systems are functioning properly and to prove to the American people that their votes are counted as cast.

Since 2003 a significant part of my research has been on the technology and security of the equipment we Americans use for elections: voting machines and election administration computers. On the topic of election machinery, I have written 5 scientific papers and 37 short articles, taught two courses at Princeton; and done expert forensic examinations and given sworn testimony in two court cases in New Jersey. In 2009 I demonstrated in open court, in the Superior Court of New Jersey, how to hack a voting machine.

There are cybersecurity issues in all parts of our election system: before the election, voter-registration databases; during the election, voting machines; after the election, vote-tabulation / canvassing / precinct-aggregation computers.

Let me start with a general principle: When we elect our government officials, sometimes we are voting for or against the very person or political party who is in office right now, running that very election! How can we trust that this person is running the election fairly? The answer is, we organize our elections so we don’t have to trust any single person or party. That’s why, when you go to the polls in most places, there are typically two pollworkers there, often (by law) from different political parties; and there are pollwatchers, representing the parties to make sure everything is done right. That’s why recounts are done in the presence of witnesses from both parties. We run our elections transparently so the parties can watch each other, and the result is that even the losing candidate can trust that the election was run fairly.
In the U.S. we use two general kinds of voting machines: optical-scanners, and direct-recording machines (usually called "touchscreen" voting machines). In each voting machine is a computer, running a computer program. Whether that computer counts the votes accurately, makes mistakes, or cheats by shifting votes from one candidate to another, depends on what software is installed in the computer. Everyone in this room uses computers in their daily lives, and we have all had occasion to install new software. Sometimes it's an app we purchase and install on purpose, sometimes it's a software upgrade sent by the company that made our operating system, or word-processor program, or whatever. Installing new software in a voting machine is not really much different from installing new software in any other kind of computer.

In New Jersey I demonstrated exactly how to craft a fraudulent, vote-stealing computer program that would shift votes from one candidate to another. I did this in a secure facility and I'm confident that it has not leaked out to affect real elections, but really the software I built was not rocket science—any competent computer programmer could write the same code. Installing that vote-stealing program in a voting machine takes about 7 minutes, per machine, with a screwdriver. Once it's installed, it could steal elections for years to come.

Voting machines in New Jersey (and many states) are delivered to polling places several days before the election—to elementary school gymnasiums, churches, firehouses. These are not secure facilities, and anyone could gain access to a voting machine for 10 minutes. Also, the machines are stored in county warehouses: Let's assume that these county employees or private contractors have the utmost integrity, but still, in the U.S. we try to run our elections so that we can trust the election results without relying on any one individual.

I'm not the only one who's demonstrated how to hack a voting machine. Colleagues and students and Princeton University and elsewhere have demonstrated the same principle on several different models. This is not just one glitch in one manufacturer's machine, it's the very nature of computers. And some voting machines can be hacked without ever touching them, by means of computer viruses transmitted on ballot cartridges.

So how can we trust our elections when it's so easy to make the computers cheat? Forty states already know the answer: vote on optical-scan paper ballots. The voter fills in the bubble next to the name of their preferred candidate, then takes this paper ballot to the scanner—right there in the precinct—and feeds it in. That opscan voting machine has a computer in it, and we can't 100% prevent the computer from being hacked, but that very paper ballot marked by the voter drops into a sealed ballot box under the opscan machine. That's the ballot of record, and it can be recounted by hand, in a way we can trust.

1 Actually, in a few of these 40 states, they use “DRE with VVPAT,” touchscreen machines equipped with a ballot printer so the voter can see that the paper record of their vote matches the selections they made on the touchscreen. This technology is not as good as optical-scan paper ballots, but I consider it adequate. DRE with VVPAT stands for “Direct Recording Electronic [voting machine] with Voter-Verified Paper Audit Trail.” Overall, my count of 40 states is approximate—the reason is that many states use different equipment in different counties. If a state uses op-scans in almost all its counties, then I just count it as an op-scan state, and so on.
Paper ballots are even better protection against fraud with systematic auditing to make sure the computers aren’t cheating. You don’t have to recount every ballot box, just spot-check a statistical sample. There are 12 states that do this, by law; it’s a good idea, and all states should do it.

It’s not just malicious hacking or deliberate cheating that this protects against. Sometimes the machines are accidentally miscalibrated, or there’s an unintentional software bug; these audits catch those problems too.

Even so, in most of those 12 states, the sampling methods are weak: newer auditing methods would give higher assurance that the results are accurate, and actually be cheaper and less labor-intensive to implement. And in many of those states, the rules are unclear for “how much discrepancy is enough to trigger a wider audit, or trigger a full recount?”

All states should pay attention to ballot chain-of-custody (who’s had access to those ballot boxes between the close of the polls and an audit or recount?) and ballot accounting (how many votes were cast in each precinct? Does that match the number of ballots? — but there’s more to ballot accounting when early voting and vote centers are used).

Unfortunately, there are still about 10 states that primarily use touchscreen voting computers. There’s no paper ballot to recount. After the voter touches the screen, we have to rely on the computer—that is, we have to rely on whatever program is installed in the computer that day—to print out the true totals that night when the polls close.

So what must we do? In the near term, we must remember not to connect the voting machines directly to the Internet. The reason is that almost all computer software has security vulnerabilities—software bugs that can be exploited by attackers. It takes enormous expertise and skill to run a secure computer network, and even then one cannot achieve perfect security in the face of a determined attacker. It’s unrealistic to demand perfect cybersecurity from state and county election administrators.

And don’t connect the election-administration computers to the Internet, either: those computers used to prepare the electronic ballot definition files before each election, that are used to program the voting machines. That is, we must not connect the voting machines even indirectly to the Internet. There are many able and competent election administrators across the country who already know this, who already follow this “best practice.” I hope that all 9000 counties and states that run elections follow this practice, but of course it’s hard to tell whether they all do.

This best practice can help to protect against hacking of voting machines by people in other countries through the Internet. But it can’t really protect us from insider hacking, or against local criminals with access to the machines before or after elections. So what we must do as soon as possible after November is to adopt nationwide what 40 states have already done: paper ballots, marked by the voter, countable by computer if you like but recountable by hand.
In 2000 we all saw what a disastrously unreliable technology those punch-card ballots were. So in 2002 the Congress outlawed punch-card ballots, and that was very appropriate. I strongly recommend that the Congress seek to ensure the elimination of Direct-Recording Electronic, that is, “touchscreen” voting machines, immediately after this November’s election.

Other recommendations:

Now let me turn briefly to before the election: voter registration databases; and after the election, canvassing/aggregation computers.

This month the EAC distributed to State election directors these memos:

- **Ransomware and what to do about it** [and related memos], from DHS / DOJ / HHS, etc.
  [https://www.us-cert.gov/ncas/tips/ST16-001](https://www.us-cert.gov/ncas/tips/ST16-001)

The information in these documents is generally accurate, expert, informative, and useful. I expect it will be helpful to election administrators. In fact, those election administrators who have not been “up to speed” on these best practices will have a lot of work to do! But all of these manuals are generic cybersecurity-administration advice, none of it specific to elections.

Therefore, I suggest these recommendations as an election-specific supplement to the DHS’s advice:


We focus not on pure cybersecurity, but on how to achieve trustworthy elections even with fallible computers. I attach this document to my testimony, and here I’ll mention just one or two points.

We can’t just disconnect voter-registration computers from the Internet; there’s a legitimate role for the Internet in serving voters this way, following appropriate state laws. But on the other hand it’s very difficult to make any computer perfectly secure against hackers on the Internet. If voters are removed from the registration list by hackers, that can cause disenfranchisement. I’m particularly concerned about pollbooks. When you show up to vote, the pollworker checks your name, address, and signature in a pollbook. In those jurisdictions where the pollbooks are electronic (running on laptop or tablet computers), I’m
particularly concerned that hacks could disable these on election day, causing chaos. So election administrators must follow best practices, such as the ones cited above, to make sure they have backups and contingency plans.

When the polls close on election night, the vote totals in each voting machine—in each precinct—are transmitted to some central computer—let’s call it “county central”—where all the precincts can be added together. It’s a best practice not to do this through the Internet; in New Jersey I believe they have one Democratic pollworker and one Republican pollworker transport the electronic ballot cartridge, along with a paper printout from the voting machine signed by witnesses in the polling place, to county central. But how can we trust that the electronic ballot cartridges are not hacked, or the county central computers?

The answer is that we set up our elections so that these computers don’t need to be trusted; of course we protect them from hacking as best we can, but even if they are hacked, the citizens and candidates can be sure of the election results. We do this—already—as follows: in each precinct when the polls close, the vote totals in that precinct are announced right there, to all witnesses present: pollworkers, party pollwatchers, and citizens. That’s the law in most states, and that’s actually the practice in most states. These pollwatchers can take these numbers back to their party’s victory party, or whatever, and compare the per-precinct numbers to the table reported by the County Clerk. And they can add up all the precincts themselves, and compare with the county-central computer. I recommend that this admirable practice, already the law in most places, should be encouraged and supported by election administrators, who have nothing to hide in the way that they run our elections.
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Ten Things Election Officials Can Do to Help Secure and Inspire Confidence in This Fall’s Elections

Recent high-profile cyber-attacks have drawn public attention to the security of U.S. election systems. Keeping election systems reliable and safe is an evolving challenge, as it is for any computer system. Security experts recommend the following for all computer systems, from laptops to mainframe software:

- Secure systems as well as possible and make security updates regularly.
- Assume that an attacker will breach even the best security.
- Be vigilant for signs of a breach.
- Prepare contingency plans.

Election systems have additional requirements for transparency and accuracy so the public can have confidence in election outcomes.

As computer security expert Bruce Schneier has noted, “We tend to underestimate threats that haven’t happened – we discount them as theoretical.... Russian attacks against our voting system have happened. And they will happen again, unless we take action.”

The ten recommendations below address these concerns by providing specific steps election officials and individuals can take during the next few weeks to reduce risk and improve public confidence in the upcoming elections. Because of local laws and regulations, not every suggestion will be appropriate to every election jurisdiction.

Many state and local election officials have already taken a number of the steps outlined below, and other groups have suggested similar actions that can be taken to increase election integrity and public confidence. But much still remains to be done.

The following list is limited to actions that can be taken in the next few weeks preceding and immediately following the election. We look forward to working with election officials and others on longer-term improvements that will increase public confidence in future elections.

Members of the Election Verification Network compiled this list in response to a recent invitation from Election Assistance Commission (EAC) Chairman Thomas Hicks. For further information, please contact the Election Verification Network.

Editors (with affiliations for identification purposes only):
John McCarthy, Verified Voting Foundation
Stephanie Singer, former Chair of the Philadelphia County Board of Election
Lawrence Norden, Democracy Program, Brennan Center for Justice at NYU School of Law
Whitney Quesenbery, Center for Civic Design
Mark Lindeman, Professor of Political Science, Bard College
Andrew Appel, Professor of Computer Science, Princeton University
Kim Alexander, President and Founder, California Voter Foundation
Joe Kiniry, Galois and Free & Fair
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1. Document and review security fundamentals
   - List all equipment, including USB drives and memory cards. Note when each piece of equipment might be connected to the Internet (even briefly), and which systems have wireless capabilities.
   - Manage access controls. For each system, list everyone who can access the system, including elections staff and third-party vendor staff. Require strong passwords for all users.
   - Ensure background checks are completed for both permanent and temporary staff with access to sensitive systems, and disable access when staff leave the organization.
   - Limit physical access and regularly audit sensitive and critical election systems.
   - Ensure that all PC and server operating systems and software have the latest security patches.
   - Train all staff on fundamental security practices.

2. Test all election systems for security vulnerabilities and ability to detect attacks
   - Include voter registration, ballot delivery, voting machines and election management systems.
   - Document and update pre-election testing protocols and conduct pre-election testing.
   - Review and document compliance with the recommendations and security checklists prepared by the US Department of Homeland Security on best practices for security, penetration testing, network scanning, how to detect and deal with potential cyber-attacks, etc.
   - Review and track FBI security alerts, such as the alert “Targeting Activity Against State Board of Election Systems” recently reported in Yahoo News.
   - Identify resources employed to review and assess security protocols. Where feasible, ask for third-party review of those protocols (for example, county and state IT staff with security expertise).
   - Excellent resources for robust pre-election testing can be found at Washburn Research.
   - Contact the Election Verification Network to find credentialed volunteer experts.

3. Reduce risks created through voting systems’ connections to the Internet
   - For those states allowing transmission of voted ballots over networks outside the control of election officials, each voter should be warned on the website and as part of the voting process: “Returning ballots by Internet, fax or email should only be used as a last resort. Voting in person or with a mailed in absentee ballot is more secure and preserves the secrecy of the ballot.”
   - Assume that ballots submitted over the Internet contain malware. Print them out for official tally and retention. Carefully document and authenticate any ballots returned over the Internet.
   - Document and review protocols in place for confirming and verifying online registration transactions, especially changes to registrations.
   - Remind staff how to detect and report unusual system malfunctions and abnormal audit results.
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4. Plan for electricity, telephone, computer or communications disruptions
   - For each system, detail contingency procedures (in writing) in case of failure of electricity, telephone, computer or communications systems for both voting places and central facilities.
   - Create paper backups for all electronic systems such as poll books, electronic ballots, etc. and create contingency distribution plans for these paper backups.
   - Develop and distribute written plans for contingencies; what will you do if
     - Your voter registration database becomes corrupted?
     - Pollbooks in some locations appear to be corrupted?
     - Too many voters require provisional ballots?
     - Wait times for voting become excessive in certain locations?
     - Many electronic voting systems refuse to turn on?

5. Train election staff and poll workers how to detect and respond to problems.
   - See specific recommendations for Election Day checklists, security, etc. in “Security insights and issues for poll workers” from the Center for Civic Design.
   - Create and promote a forum (such as a Facebook page) for poll workers to ask and answer questions about procedures.
   - Review and update documentation about how to handle challenging and unexpected situations at the polls: long lines, unauthorized observers, equipment failures, inaccurate poll books, etc.

6. Provide clear guidance on reporting election security issues and other problems
   - Create an online form and a toll-free hot-line number for reporting election security issues or other problems, or add this feature to existing reporting systems. Monitor online forms and hotlines frequently before, during, and after the election.
   - Encourage everyone to report suspicious behavior by anyone with access to the election systems.
   - Contact state agencies, Election Assistance Commission, and Department of Homeland Security to plan real-time reporting to these agencies in case of unfamiliar voting system problems.
   - Provide opportunities for anonymous reporting and protection from retaliation.

7. Encourage public participation and observation of all election procedures allowed by law
   - Post information prominently on your website and send press releases to local reporters, community groups and political parties inviting the public to observe.
   - Publicize dates, times and locations of procedures beyond what is required by law.
   - Publicize a calendar of steps leading to the election (with locations if open to the public): deadlines for voter registration and absentee, military, and overseas ballot applications, ballot
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- design and printing deadlines; pre-election testing; election training sessions; poll opening and closing; precinct and central vote counting, and all canvassing and auditing dates and sites.
- On your web site, post copies of manuals for all procedures the public is permitted to observe, and post descriptions of procedures that the public is not permitted to observe.
- Publicize the procedures for citizens or citizens’ groups to obtain permission to access records, observe procedures and verify integrity.
- For each kind of ballot (such as absentee, early voting, in-precinct, provisional), document the chain of custody of the ballot from the time the blank ballot leaves the central office to the time the voted ballot is canvassed.

8. Conduct post-election audits before certification of final results

- Without voter-verified paper ballots, effective audits are impossible.
- Compare statistical samples of voting system totals to hand counts of matched paper ballot sets.
- Recruit technical experts to assist with tests and audits. Resources for finding experts, many of whom may provide pro bono services, include the Election Verification Network, professional societies such as the American Statistical Association, and academic institutions.
- Prominently publicize all testing and audit results.

9. Report and publicize ballot accounting and final results in detail before certification

- Create ballot accounting reports by jurisdiction, broken down by vote location (including vote centers) and ballot type (regular, provisional, absentee, etc.).
- Include the total number of ballots cast, not just results of contests.
- Reconcile number of ballots created, number voted and number returned with counts of voters.
- If counting procedures mingle ballots from different categories (for example, if ballots cast at a vote center are mingled with precinct election-day ballots), create and distribute an explanatory document to help outside observers verify that the numbers make sense.

10. Document problems and note procedures that will require additional resources to implement

- Work with the EAC and other election jurisdictions to suggest areas for future improvement.
- Note what worked well and what needs improvement to help write best practices for the future.
- Contact the Election Verification Network if you would like to work with other election experts on improving future elections.
Mr. HURD. Thank you, Dr. Appel. The committee stands in recess until immediately following votes.
[Recess.]
Mr. HURD. The Subcommittee on Information Technology will come to order.
Thank you all for the indulgence. I think we have one more opening remark, and then we'll get to the question and answer.
Mr. Norden, bring us back in. You're recognized for 5 minutes for your opening statement.

STATEMENT OF LAWRENCE NORDEN

Mr. NORDEN. Thank you, Chairman Hurd, Ranking Member Kelly, and members of the subcommittee, for inviting me to testify today. For those who don't know, the Brennan Center at NYU Law School is a think tank and public advocacy group, a nonprofit, that works on issues of democracy and justice. And I have led the Brennan Center's work on election technology and security for over a decade.

There are two points I want to convey today. The first is that real threats to our election integrity needs to be treated with the utmost seriousness. Among other things, that means that we need to distinguish between genuine threats and sensationalistic rhetoric. Second, the biggest danger, I believe, to the integrity of our election this November are attempts to undermine public confidence in the election. Specifically, as we have heard from others, attempted attacks against voting machines are highly unlikely to have widespread impact on vote totals this November. However, attacks or malfunctions that could undermine public confidence are much easier.

I want to echo what some of the other witnesses said today. It's important when we talk, when we have public discussions about election systems and security that we distinguish between the different kinds of systems that there are. Campaign email servers are obviously very different than voter registration databases, which are very different than voting machines.

On the topic of voter registration databases, Mr. Ozment and Secretary Kemp I think did a very good job talking about the kinds of steps that are being taken to make them secure. The good news is, when it comes to the integrity of our elections, there are relatively straightforward steps to ensure that any attack or hack against voter registration databases should not prevent people from voting. Most importantly, regular backups of these systems should allow us to reconstruct lists, if—and I should emphasize this has not happened anywhere as far as I know—if data is changed on those registration databases. And as far as I know, every State does this.

On the issue of voting machines, a lot of ground has already been covered about why they are different than registration databases; that voting machines should never be connected to the Internet, that we have a decentralized system with 10,000 election jurisdictions using different machines, having different rules. And I agree with all that. The one thing I would add is, that was not noted, is the vast majority of people this November will vote either on a paper ballot that is read by a scanner or will vote on a machine
that has a paper trail that they can review, and by my estimates about 80 percent of Americans will do so. And that can serve as an important deterrent and should provide voters with confidence that there is a check to ensure that their votes have been accurately recorded. These facts and others that are detailed in my testimony and that others have mentioned make it highly unlikely that there could be a successful widespread attack to change vote totals.

Having said this, I want to talk about the problem of aging equipment in the United States. I do believe that if this is not addressed, it can do real damage to voter confidence and, therefore, the integrity of our elections. And this is particularly true now when there are discussions of Russian hacks and rigged elections so much in the public discourse.

In 2015, I oversaw a yearlong study that looked at this. We found that 42 States are using voting machines that are over a decade old this November, and that’s perilously close to the end of projected lifespans for these machines, particularly those designed and engineered in the 1990s. I want to be clear that that’s a rather blunt tool to measure when systems need to be replaced. I’m not saying that every machine, when it reaches 10 years old or 15 years old, is suddenly going to stop working.

Before I came into this hearing today, I saw a 1965 Ford Mustang running, and it looked like it was running perfectly; and obviously the kind of maintenance and investment that is put into machinery can allow it to work much longer. And Georgia is a great example of this. They have a project with Kennesaw State where they really invest in their equipment, and they’re using machines that most other jurisdictions have had to replace, because they put that investment into them.

But the interviews that we conducted with election officials in all 50 States make it clear that there are real challenges and they’re growing with aging equipment. Failures of systems during voting lead to long lines and lost votes. Outdated hardware and software means that election officials struggle to find replacement parts. We talked to a number of officials who have to go to eBay to find critical parts, like dot-matrix printer ribbons, decades-old storage devices, analog modems. And more than one official described their system as essentially jerry-rigged to hold it together. And, of course, these older systems that I’m talking about did not go through the kind of more rigorous Federal certification system that we have now for security, and as Dr. Appel noted, are disproportionately paperless.

Replacing this equipment is a major issue. In 32 States, we spoke to election officials who said they wanted to replace their equipment before the next Presidential election of 2020. In 21 States, election officials told us they didn’t know where they would get their money. More recently, we interviewed about 250 local election officials, and about a clear majority said they either needed to or should replace their equipment before 2020, and 80 percent of those said that they didn’t know where they would get the money for that.

So I will close on that point. Thank you.

[Prepared statement of Mr. Norden follows:]
On behalf of the Brennan Center for Justice, I thank the Subcommittee on Information and Technology for holding this hearing. We appreciate the opportunity to share with you the results of our extensive studies to ensure our nation's voting systems are more secure and reliable. The Brennan Center for Justice is a nonpartisan think tank and advocacy organization that focuses on democracy and justice. We are deeply involved in the effort to ensure accurate and fair voting, improve voter registration, and to promote policies that maximize participation of eligible citizens in elections.

For the last decade, I have led the Brennan Center’s extensive work on voting technology and security. In 2005, in response to growing public concern over the security of new electronic voting systems, I chaired a task force (the "Security Task Force") of the nation's leading technologists, election experts, and security professionals assembled by the Brennan Center to analyze the security and reliability of the nation's electronic voting machines. 1 In the decade since, I have authored or co-authored numerous studies on election system security, usability, cost and design. 2 Most recently, with my colleague Chris Famighetti, I co-authored America’s Voting Machines at Risk, a nearly year-long study that combined data from various public documents with surveys of more than 100 specialists familiar with voting technology, including voting machine vendors, independent technology experts and election officials in all 50 states. 3 The report details the security and reliability risks associated with continuing to use equipment around the country that is rapidly approaching the end of its projected lifespan.

Recent high profile hacks, particularly those related to the election, have raised public fears about the integrity of our voting system. I hope to convey four points in my testimony today:

A. Any attempt to interfere with the integrity of American elections must be treated with extreme seriousness. Among other things, this means that it is essential to distinguish between genuine threats from sensationalistic and heated rhetoric;

B. The biggest threats to the integrity of this November’s election and our democratic system are attempts to undermine public confidence in the reliability of that system. Attacks against the voting machines upon which Americans cast their ballots are highly unlikely to have a widespread impact. By contrast, attacks or malfunctions that can undermine public confidence are much easier;

C. There are important steps that election officials and the public have taken and should take to secure this November’s election against attack or malfunctions that could impact election outcomes or public confidence in those outcomes;

D. Longer term, we must invest in our nation’s election technology infrastructure and replace the oldest machines and equipment that over time will become less reliable and less secure. An election with integrity will ensure that all eligible citizens have the opportunity and ability to vote, and have confidence that their votes will be counted.

I. Distinguishing genuine threats from sensationalistic rhetoric

To address and combat potential threats to the integrity of our elections, we must honestly assess the risks and distinguish between what is probable, possible, and conceivable but highly unlikely. In recent weeks, various sources in the media and elsewhere have raised fears of widespread hacking and fraud that could change the outcome of this November’s national election. These fears are generally supported by speculation and partial information.

This is harmful to our democracy, which critically depends on the confidence of the people. Hyperbolic or inaccurate rhetoric undermines the hard work election officials are doing to ensure our elections run smoothly and shifts attention away from addressing the very real problems our election system faces.

It can be especially harmful in the event of a close national election. As I will discuss below, any attempt to attack our voting systems is far more likely to sow doubt about results than it is to change a large numbers of votes. At the same time, as equipment ages, malfunctions—such as calibration problems on touch screen machines, or freezes that result in machines being taken out of service—can become more common and further compound this mistrust.\(^4\)

\(^4\) \textit{Norden & Famighetti, supra note 3, at 12-14.}
II. Assessing the relative risks of attacks against our election system, and steps to secure them.

When voters hear of “hacks” against our election systems, many are unlikely to distinguish between campaign e-mail servers, voter registration databases and the voting machines on which they cast their votes. Not surprisingly, after hacks against the DNC e-mail server and state registration databases were revealed, many media reports immediately jumped to the question of whether our voting machines could be hacked. 5

For this reason, it is critical to distinguish between campaign email servers and registration databases, which are connected to the internet, and voting machines, which should never be connected to the internet. For obvious reasons, it is far easier to attack a system remotely if it is connected to the internet than if it is not. 6

A. Threats to Voter Registration Systems and Steps to Protect Them

In the last month, we learned of attempted intrusions into the Illinois and Arizona voter registration databases. It appears that in Arizona, the state detected the attempted hack before records could be accessed. 7 In Illinois, hackers accessed personal data from several thousand voter records, but it does not appear that any voter data was changed and the full voter registration list remained unaffected. 8

There are evident reasons to be concerned about hackers accessing voter registration databases. The first is related to accessing of personal information. Depending on how that personal information is stored, by successfully accessing a state’s registration database, hackers may be able to obtain enough information to use it for identity theft. For this reason alone, it is critical that election officials run frequent scans to monitor and alert them for potentially abnormal activity, and otherwise employ best practices to protect against hacking. The Election Assistance Commission has provided useful guidance for securing voter registration data. 9 Both the FBI and DHS have expertise in this area, and my understanding from several election officials around

---


the country is that they are working closely with both departments to ensure they are doing all they can to prevent future attacks.

A second reason for concern about hacking of voter registration databases is related to the integrity of the election itself. If a hacker were able to delete or change voter information, this could conceivably prevent someone from voting or having their vote counted, depending on the voting rules in the affected jurisdiction. The good news is that there are relatively straightforward steps that election officials can take to ensure that such attacks are thwarted or do not impact the ability of registered voters to vote.

Perhaps most importantly, election officials should create regular backups, including paper copies, of their registration databases. As long as this is done, no manipulation of computer registration databases should prevent legitimate voters from casting a ballot, or having their votes counted. Backup lists can be reconstructed and ensure that no voter is prevented from casting a ballot on Election Day.10

Voters can also help thwart attacks against voter registration databases. They should be encouraged to check their registration on-line before the registration deadline in their state, and before going to vote, and to inform election officials if their information has been changed or deleted.

B. Threats to Voting Machines

There are over 10,000 election jurisdictions in the United States.11 This means in a federal election, there are essentially more than 10,000 separate elections being run, with different voting machines, ballots, rules and security measures. While there are security benefits and weaknesses associated with such a decentralized system, one clear benefit is that it is not possible to attack the nation’s voting machines in one location, as might be possible with a statewide voter registration database or campaign e-mail server.12 Similarly, because voting is not done on machines connected to the internet, remotely attacking these machines becomes difficult if not impossible.

Still, as I will discuss below, there is much more we should do to promote the security and accuracy of our voting systems. Computer scientists have demonstrated that older equipment, in particular, can be very insecure.13 It is also more difficult to maintain, and more likely to fail

---

10 For more detail on steps that jurisdictions can take to protect their registration databases see Appendix A, Voting System Security and Reliability Risks.
(even without interference from an attacker) on Election Day. While small-scale attacks or failures of individual machines might not have a widespread impact on national vote totals, they can severely damage voter confidence, and would be particularly troubling in very close contests.

In the short run, we should do everything we can to minimize the impact of such attacks or failures. In the long run, we must treat our election infrastructure with the importance it deserves, with regular investments and upgrades.

1. Recent Improvements to Voting Machine Security

Before detailing how election security and reliability can be improved, it is important to understand the significant steps taken over the last several years to protect the integrity of our elections.

While recent hacks deserve our attention, the overwhelming majority of voting is not done over the internet. In recent years, voting machines that had their own wireless networks and could be accessed remotely have been taken out of service, making remote attacks much more difficult.

Just as importantly, since the Help America Vote Act was passed in 2002, the Election Assistance Commission developed standards for federal certification of voting systems, which were passed in 2005, and updated in 2015. Today, 47 of 50 states rely on the Election Assistance Commission’s (EAC) federal certification process when purchasing voting machines. This process includes much more rigorous security testing than previously existed.

Finally, in the last few years, many jurisdictions have replaced their paperless computerized voting machines with systems that scan paper ballots filled out by voters, or produce a paper trail that can be reviewed by the voter. The Brennan Center estimates that this November, at least 80 percent of registered voters will make selections on a paper ballot, or vote on an electronic
machine that produces a paper trail. This extra “software independent” record provides another important security redundancy that should act as a deterrent to attack, and should provide voters with more confidence that their votes have been counted accurately. A public post-election audit of the voting machines can be used to confirm that the electronic record reported by the machine is correct.

All systems that include a software independent record that can be reviewed by the voter and checked against the electronic total should be fully accessible to all voters with disabilities. The good news is that there has been significant progress to make sure this is possible in new voting systems.

2. Outdated Voting Machines Pose Integrity Risks

Despite these advances, there is still more work to do to ensure that all voting machines are as secure and reliable as possible. In our 2015 report, America’s Voting Machines at Risk, the Brennan Center found that this November, 42 states will use voting machines that are at least 10 years old. This is perilously close to the end of most machines’ projected lifespan, particularly machines designed and engineered in the late 1990s and early 2000s. Such machines make up the bulk of system purchased in the years following the passage of the Help America Vote Act. Using aging voting equipment increases the risk of failures and crashes — which can lead to long lines and lost votes.

The vast majority of paperless computerized voting machines were purchased at least a decade ago. In November, some voters in 14 states will vote on these paperless machines. Such machines do not produce record that can be reviewed by the voter, and allow election officials and the public to confirm electronic vote totals with a record that was produced independently of the software.

Aging voting systems also use outdated hardware and software. For this reason, replacement parts for older voting systems can be difficult, if not impossible, to find. Election officials reported to us that they struggle to find replacement parts for these systems (many of which are no longer manufactured) to keep them running. In several cases, officials have had to turn to eBay to find critical components like dot-matrix printer ribbons, decades old memory storage.


Delaware, Georgia, Louisiana, New Jersey and South Carolina use paperless electronic voting machines as their primary polling place equipment statewide. In Arkansas, Indiana, Kansas, Kentucky, Mississippi, Pennsylvania, Tennessee, Texas, and Virginia, some portion of polling places use such paperless machines as the primary equipment. See The Verifier—Polling Place Equipment—Current, Verified Voter, https://www.verifiedvoting.org/ verifier.
devices, and analog modems.\textsuperscript{25} Aging systems also frequently rely on unsupported software, like Windows XP and 2000, which does not receive regular security patches and is more vulnerable to the latest methods of cyberattack.\textsuperscript{26}

Finally, while nearly all of today’s new voting machines go through a federal certification and testing program, many jurisdictions purchased voting machines before this process was in place. Older machines can have serious security flaws, including hacking vulnerabilities, which would be unacceptable by today’s standards.

3. Steps Before November to Increase Security and Public Confidence

Americans should be comforted by the fact that while most of the public discussion of cybersecurity risks to our voting systems has happened only in the last few months, security experts and election officials have been in dialogue about this subject for years.\textsuperscript{27} Long before there were stories in the media about Russian hacks into campaign e-mail servers or registration databases, these officials were working with federal, state and local officials to do everything possible to ensure our systems are secure and reliable. I know from personal conversations with election officials that many are in regular contact with the Department of Homeland Security, Federal Bureau of Investigation and the Election Assistance Commission about what they can do to redouble their efforts to ahead of November’s election to help secure and inspire confidence in this year’s election.

This year, working with election officials and others I have co-authored or edited \textit{Voting System Security and Reliability Risks, Ten Things Election Officials Can Do to Help Secure and Inspire Confidence in This Fall’s Elections}, and \textit{Guidance for Election Officials with Aging Voting Equipment}.\textsuperscript{28} The key steps recommended in these documents are already being taken by many election officials, including:

- Documenting and reviewing security fundamentals, including physical security and chain of custody practices;

\textsuperscript{25} Telephone Interview with Mark Earley, Voting Sys. Manager, Leon Cnty., Fla. (Jan. 26, 2015); Telephone Interview with Paul Ziriax, Secretary, Okla. Board of Elections, and Pam Slater, Assistant Secretary, Okla. Board of Elections (Mar. 16, 2015); Telephone Interview with Kristin Mavromatis, Public Information Manager, Mecklenburg Cnty., N.C. (Apr. 9, 2015).

\textsuperscript{26} Telephone Interview with Merle King, Exec. Dir., Ctr. for Election Sys., Kennesaw State Univ. (Feb. 5, 2015); Telephone Interview with Joe Rozell, Dir. of Elections, Oakland Cnty., Mich. (Feb. 24, 2015); Telephone Interview with Neal Kelley, Registrar of Voting, Orange Cnty., Cal. (Feb. 2, 2015); Telephone Interview with Ryan Macias, Voting Sys. Analyst, Sec. of State’s Office, Cal. (Mar. 13, 2015); Telephone Interview with Joseph Mansky, Elections Manager, Ramsey Cnty., Minn. (Apr. 30, 2015); Telephone Interview with Sherry Poland, Dir. of Elections, Hamilton Cnty., Ohio (Feb. 18, 2015); Telephone Interview with Garth Fell, Elections and Recording Manager, Snohomish Cnty., Wash. (Apr. 30, 2015); E-mail from Jeremy Epstein, Senior Computer Scientist, SRI Intl., to Lawrence Norden, Deputy Dir., Democracy Program, Brennan Ctr. for Justice (May 30, 2015, 15:21 EST) (on file with author).

\textsuperscript{27} NORDEEN, supra note 1, at 46.

\textsuperscript{28} See Appendix A for Voting System Security and Reliability Risks, Ten Things Election Officials Can Do to Help Secure and Inspire Confidence in This Fall’s Elections, and Guidance for Election Officials with Aging Voting Equipment.
• Testing all election systems for security vulnerabilities and ability to detect attacks, including through robust public pre-election testing of every voting machine;
• Training election staff and poll workers how to detect and respond to problems, including long lines, unauthorized observers, equipment failures and inaccurate poll books.
• Ensuring sufficient emergency paper ballots are available at all places where Direct Recording Electronic voting machines are used.
• Conducting post-election audits to confirm that paper records match electronic results.
• Reviewing, and where necessary, improving “reconciliation policies” to guarantee that the number of signed-in voters matches ballot totals, and that machine and polling place totals match county and state totals.

Finally, voters can help secure our system as well. As with protecting the integrity of our voter registration lists (where voters have a vital role to play by checking their information and reporting any problems), voters can help ensure that any voting machine problems do not impact their or others’ ability to vote. Among other things, voters should vote early when possible to avoid potential delays caused by machine breakdowns on Election Day. And if voters experience problems while voting on machines, or if those machines fail, they should immediately report those problems to local election officials or poll workers and then call 866-OUR-VOTE, the Election Protection hotline, to report the problem.

4. Long Term Solutions: State and Federal Action for Improving Security and Reliability

Ultimately, securing our elections and inspiring confidence in the long term requires further investment in our election infrastructure. While the need for more up-to-date, accessible, secure and reliable voting equipment is clear, funders at the state and federal level seem unconcerned about our aging voting infrastructure. In our interviews for Voting Machines at Risk, election officials in 31 states told us they would like to purchase and deploy new voting machines before the next presidential election in 2020. However, officials from 22 of those states said they do not know where they will get the money to pay for new machines. More recently, we surveyed over 250 local election officials about their need to replace aging equipment. While a clear majority said they hoped to replace their equipment before 2020, approximately 80% of them said they did not have the money or a plan to do so.

In too many states, legislatures have passed the buck to counties and towns. The frequent result, not surprisingly, is that counties with more resources and higher median incomes have replaced or have plans to replace antiquated equipment, while those with less resources, particularly poor or rural counties, are more left to cope with equipment that should be replaced.

There are several steps we believe policymakers can take to ensure that our voting systems inspire confidence and are more secure and reliable over time:

29 NORDEN & Famighetti, supra note 3, at 19.
30 Forthcoming study from the Brennan Ctr. for Justice
31 NORDEN & Famighetti, supra note 3, at 19.
• Replace older equipment, particularly paperless direct recording electronic machines.
  o Congress and state legislatures need to allocate the funds for new, reliable, and secure voting systems.
  o Machines purchased with these funds should be auditable in accordance with the definition and requirements set by the Auditability Working Group convened by the National Institute of Standards and Technology (NIST) and reported to the U.S. Election Assistance Commission. Specifically, "[t]he transparency of a voting system with regards to the ability to verify that it has operated correctly in an election, and to identify the cause if it has not."
  o The Auditability Working Group found that in order to satisfy these criteria a voting system must possess "Software Independence" or provide that an undetected change in the software cannot cause an undetectable error or change in the election outcome.32

• Require audits of election results, using paper ballots or voter verifiable paper records, to confirm electronic totals. Today, only 26 states require that election officials conduct paper audits.33 Audits of paper records are an additional check on machine malfunction, and provide public verification of vote totals.

• Create standards for Internet Voting
  o Currently 31 states allow military and overseas voters to cast ballots by fax, e-mail or internet portal. Alaska allows any qualified voter to request and return an absentee ballot via facsimile.34
  o Most security experts argue that internet voting presents an especially serious security risk.35
  o There are currently no federal standards for voting over the internet, via fax or by e-mail. Given all that’s come out about Russian involvement in hacking to influence the 2016 election, requiring new federal standards for such voting seems very important.36

• Provide grants to fund voting technology improvements to ensure more secure voting systems for decades to come. There are at least three types of grants that could further these goals:

35 NORDEN & FAMIGHETTI, supra note 3, at 10.
1. Grants to pilot testing and implementation of voting systems that use non-proprietary open-source software (defined as voting system where the software license is made available under an Open Source license), as well as commercial or custom firmware and hardware could lead to more secure and reliable systems nationwide.

- A key challenge in ensuring more secure and reliable voting systems is cost
- Many experts agree that the widespread use of open source systems using commercial off the shelf hardware could dramatically decrease the cost of upgrading and replacing systems and parts.  
- Los Angeles County, California and Travis County, Texas are currently working to create such systems for their own voters. Grants to support the development of these programs, or start new ones, would increase the chance that this work could spread more quickly.

2. Grants to create a common data format allowing for voting-equipment device interoperability could increase reliability and security.

- The National Institute of Standards and Technology is doing work to create a common data format for elections.
- If NIST (or another organization) could create a common data format allowing for voting-equipment device interoperability, it could result in a huge saving on voting system costs (jurisdictions could mix and match equipment), making needed upgrades and replacements more viable.

3. Grants to the EAC or state election agencies for training to local election officials on machine security, maintenance, pre and post-election testing, development of contingency plans in event of cyber-attack or failures, and poll worker training.

III. Conclusion: Integrity, public confidence and access are inextricably linked

For far too long, the integrity of our elections has been presented as antithetical to access to the ballot box. In fact, the two are inextricably linked. As the Brennan Center argues in a recent report, Election Integrity: A Pro-Voter Agenda, ensuring that all American citizens who want to participate in our electoral system can vote is not only critical for free and fair elections, but also the best way to ensure integrity and confidence in our system.  

This is why the Brennan Center has opposed laws that limit access and the ability of eligible voters to cast ballots, but seem to

38 NORDEI & FAMIGLIETTI, supra note 3, at 22-25.
have little actual security benefit. As detailed in a summary by the Brennan Center, 14 states will have new voting restrictions in 2016.\footnote{New Voting Restrictions in Place for 2016 Presidential Election, BRENAN CTR. FOR JUSTICE, http://www.brennancenter.org/voting-restrictions-first-time-2016.}

Our aging equipment provides a clear example of how access and integrity are interdependent. Researchers from the Massachusetts Institute of Technology and Harvard estimate that in 2012 between 500,000 and 700,000 eligible voters did not vote because of long lines.\footnote{Charles Stewart III & Stephen Ansolabehere, Waiting In Line to Vote 8 (Caltech/MIT Voting Tech. Project, Working Paper No. 114, 2013), available at http://vote.caltech.edu/documents/27/WP_114.pdf} The longer we wait to replace antiquated machines, the more likely this problem will get worse.

This challenge impacts access for voters, of course, but also the integrity of our elections and public confidence in them. In a highly partisan age, where conspiracy theories can flourish on social media, and risks associated with foreign and domestic hacking are real if too often sensationalized, it is critical that we take necessary steps ensure that the public can will have confidence in election results, and that malfunctions or vulnerabilities do not lead fair minded citizens to question the accuracy of election results.

The 2000 election was a traumatic event for American confidence in our electoral system. It is disturbing to imagine how much more difficult that event would have been for the country had it been preceded by months of overheated rhetoric about rigged elections and Russian hacks.

The nation made important changes to the way we vote in response to the 2000 election crisis, including replacing problematic equipment like punch card voting machines. But the changes came later than they should have; critics had been warning punch card machines should be replaced since at least the 1970s.\footnote{Jim Drinkard, Holes in Punch-Card System Noted Long Ago, USA TODAY, Mar. 7, 2001, http://usatoday30.usatoday.com/news/politics/2001-03-07-voting.htm} We should not make the same mistake twice. Investment in the security and reliability of our voting systems should come before we experience another such crisis.
Appendix A
Voting System Security and Reliability Risks

The last few weeks have brought renewed attention to the security and reliability of our voting systems. After credible reports last month that Russia was attempting to influence American elections by hacking into the DNC email server and other campaign files, new reports show the FBI has determined foreign hackers penetrated two state election databases.

This fact sheet describes what the risks to America's voting system security really are — and what states, localities, and voters can do to prevent successful attacks against the integrity of our elections.

The Brennan Center has studied the use of computerized voting systems for over a decade. In a comprehensive study released last year, we found the use of outdated voting equipment across the country presents serious security and reliability challenges.

The United States has made important advances in securing our voting technology in the last few years. Relatively few votes are cast over the internet or machines connected to the internet, and the vast majority of ballots will be cast on systems that have a paper trail that allows election officials to independently verify software totals. This makes it highly unlikely that a cyberattack against our voting machines could have a widespread impact on the results of a national election.

Still, there is much more we should do to promote the security and accuracy of our voting systems. Computer scientists have demonstrated that older equipment, in particular, can be very insecure. It is also more difficult to maintain, and more likely to fail (even without interference from an attacker) on Election Day. While small-scale attacks or failures of individual machines might not have a widespread impact on national vote totals, they can severely damage voter confidence, and would be particularly troubling in very close contests.

Similarly, while proper safeguards can ensure attacks on voter registration databases don't prevent a legitimate voter from casting a ballot or having her vote counted, an attack on these systems could put voters' personal information at risk. Election officials must take all steps necessary to protect such information.

In the short run, we should do everything we can to minimize the impact of such attacks or failures. In the long run, we must treat our election infrastructure like other critical infrastructure, with regular investments and upgrades.

***

1 Several states allow military and overseas voters to cast ballots by fax, email or internet portal. Alaska allows any qualified voter to request and return an absentee ballot via facsimile.
Before detailing how election security and reliability can be improved, it is important to understand the significant steps that have been taken to protect the integrity of our elections over the last several years.

**Improvements to Election Security**

- Today, 47 of 50 states rely on the Election Assistance Commission’s (EAC) federal certification process when purchasing voting machines. This process includes much more rigorous security testing than previously existed.
- While recent hacks deserve our attention, the overwhelming majority of voting is not done over the internet.
- In recent years, voting machines that could be accessed remotely have been taken out of service, making widespread, remote attacks much more difficult.
- Many jurisdictions have replaced their paperless machines with systems that scan paper ballots filled out by voters, or produce a paper trail that can be reviewed by the voter.
- This November, at least 80 percent of registered voters will make selections on a paper ballot, or vote on an electronic machine that produces a paper trail.

Despite these advances, there is still more work to do to ensure that all voting machines are as secure and reliable as possible.

**Outdated Voting Machines Pose Serious Reliability and Security Risks**

- In November, 42 states will use voting machines that are at least 10 years old. This is perilously close to the end of most machines’ expected lifespan. Using aging voting equipment increases the risk of failures and crashes — which can lead to long lines and lost votes.
- Aging voting systems use outdated hardware and software. For this reason, replacement parts for older voting systems can be difficult, if not impossible, to find. Aging systems also rely on unsupported software, like Windows XP and 2000, which does not receive regular security patches and is more vulnerable to the latest methods of cyberattack.
- While nearly all of today’s voting machines go through a federal certification and testing program, many jurisdictions purchased voting machines before this process was in place. Older machines can have serious security flaws, including hacking vulnerabilities, which would be unacceptable by today’s standards.
- In November, some voters in 14 states will vote on paperless electronic voting machines. These machines do not produce a paper record that can be reviewed by the voter, and allow election officials and the public to confirm electronic vote totals.
- While the need for more up-to-date, secure and reliable voting equipment is clear, funders at the state and federal level seem unconcerned about our aging voting infrastructure. In at least 31 states, election jurisdictions will need new machines in the next five years, but officials from 22 of those states said they did not know how they would pay for them.

---

2 For instance, in 2015 Virginia decertified a voting system after finding that an external party could access its wireless features to “record voting data or inject malicious data.” That system had been eliminated in Pennsylvania in 2007 and Mississippi in 2013, and is no longer in use anywhere in the United States.

3 Delaware, Georgia, Louisiana, New Jersey and South Carolina use paperless electronic voting machines as their primary polling place equipment statewide. In Arkansas, Indiana, Kansas, Kentucky, Mississippi, Pennsylvania, Tennessee, Texas, and Virginia, some portion of polling places use such paperless machines as the primary equipment.
Short Term Solutions: Voters and Local Election Officials Can Enhance Security and Reliability

- Voters should vote early when possible, to avoid potential delays caused by machine breakdowns on Election Day.
- If voters experience problems while voting on machines, or if those machines fail, they should immediately report the problem to local officials or poll workers, and then call 866-OUR-VOTE, the Election Protection hotline, to report the problem.
- Election officials should report machine problems to the EAC so other jurisdictions using the same voting system are aware of potential issues.
- All state and local election officials should ensure the physical security of voting equipment and paper records at all stages of the process — whether in storage, in transit to polling places, or during an election — by implementing strong chain of custody procedures.
- All local election officials should conduct thorough pre-election testing on every voting machine and ensure emergency paper ballots are available at all places where electronic machines are used.
- All states should mandate thorough post-election audits to confirm that paper records match electronic results. Officials should also review and, where necessary, improve “reconciliation policies” to guarantee that the number of signed-in voters matches ballot totals, and that machine and polling place totals match county and state totals.

Long Term Solutions: State and Federal Action for Improving Security and Reliability

- Congress and state legislatures need to allocate the funds for new, reliable, and secure voting systems. Grants to fund voting technology improvements can ensure more secure voting systems for decades to come.
- Congress and state legislatures should require audits of election results, using paper ballots or voter verifiable paper records, to confirm electronic totals. Today, only 25 states require that election officials conduct paper audits.
- The next president and Congress must ensure the EAC has a full slate of commissioners and fill any vacancies in a timely manner. The work of the agency is critical to ensuring that local and state election officials have the best information to ensure our voting machines are secure and accurate.

Protecting the Integrity of Voter Registration Databases

- As long as states and local jurisdictions keep backups, including paper copies of their registration lists, no manipulation of state computer registration databases should prevent legitimate voters from casting a ballot, or having their votes counted.
- Voter registration databases can and should be programmed to run frequent, automated scans of registration activity to monitor for and alert election officials to potentially fraudulent or abnormal activity, such as a high volume of traffic or oddly timed traffic.
- Voter registration databases should be constructed to record transaction logs for all requests submitted to the site. This would allow officials to trace suspicious activity, or review activity after-the-fact for abnormal site traffic patterns.
• Websites providing online voter registration should employ best practices to protect against large-scale attacks, such as forcing an application to "time out" automatically after a certain period of inactivity, and using CAPTCHA tests.

• Voter registration databases should not contain any information other than what's required to register, or specified information relevant to the administration of elections.

• States should publish — and enforce — a policy detailing use limitations (including user authorizations) and security safeguards to protect voters' personal information in the data transfer process, the online or telephone interface, and the maintenance of the voter registration database.
Ten Things Election Officials Can Do to Help Secure and Inspire Confidence in This Fall’s Elections

Recent high-profile cyber-attacks have drawn public attention to the security of U.S. election systems. Keeping election systems reliable and safe is an evolving challenge, as it is for any computer system. Security experts recommend the following for all computer systems, from laptops to mainframe software:

- Secure systems as well as possible and make security updates regularly.
- Assume that an attacker will breach even the best security.
- Be vigilant for signs of a breach.
- Prepare contingency plans.

Election systems have additional requirements for transparency and accuracy so the public can have confidence in election outcomes.

As computer security expert Bruce Schneier has noted, “We tend to underestimate threats that haven’t happened—we discount them as theoretical. ... Russian attacks against our voting system have happened. And they will happen again, unless we take action.”

The ten recommendations below address these concerns by providing specific steps election officials and individuals can take during the next few weeks to reduce risk and improve public confidence in the upcoming elections. Because of local laws and regulations, not every suggestion will be appropriate to every election jurisdiction.

Many state and local election officials have already taken a number of the steps outlined below, and other groups have suggested similar actions that can be taken to increase election integrity and public confidence. But much still remains to be done.

The following list is limited to actions that can be taken in the next few weeks preceding and immediately following the election. We look forward to working with election officials and others on longer-term improvements that will increase public confidence in future elections.

Members of the Election Verification Network compiled this list in response to a recent invitation from Election Assistance Commission (EAC) Chairman Thomas Hicks. For further information, please contact the Election Verification Network.

Editors (with affiliations for identification purposes only):
John McCarthy, Verified Voting Foundation
Stephanie Singer, former Chair of the Philadelphia County Board of Election
Lawrence Norden, Democracy Program, Brennan Center for Justice at NYU School of Law
Whitney Quesenbery, Center for Civic Design
Mark Lindeman, Professor of Political Science, Bard College
Andrew Appel, Professor of Computer Science, Princeton University
Kim Alexander, President and Founder, California Voter Foundation
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1. Document and review security fundamentals
   - List all equipment, including USB drives and memory cards. Note when each piece of equipment might be connected to the Internet (even briefly), and which systems have wireless capabilities.
   - Manage access controls. For each system, list everyone who can access the system, including elections staff and third-party vendor staff. Require strong passwords for all users.
   - Ensure background checks are completed for both permanent and temporary staff with access to sensitive systems, and disable access when staff leave the organization.
   - Limit physical access and regularly audit sensitive and critical election systems.
   - Ensure that all PC and server operating systems and software have the latest security patches.
   - Train all staff on fundamental security practices.

2. Test all election systems for security vulnerabilities and ability to detect attacks
   - Include voter registration, ballot delivery, voting machines and election management systems.
   - Document and update pre-election testing protocols and conduct pre-election testing.
   - Review and document compliance with the recommendations and security checklists prepared by the US Department of Homeland Security on best practices for security, penetration testing, network scanning, how to detect and deal with potential cyber-attacks, etc.
   - Review and track FBI security alerts, such as the alert “Targeting Activity Against State Board of Election Systems” recently reported in Yahoo News.
   - Identify resources employed to review and assess security protocols. Where feasible, ask for third-party review of those protocols (for example, county and state IT staff with security expertise).
   - Excellent resources for robust pre-election testing can be found at Washburn Research.
   - Contact the Election Verification Network to find credentialed volunteer experts.

3. Reduce risks created through voting systems’ connections to the Internet
   - For those states allowing transmission of voted ballots over networks outside the control of election officials, each voter should be warned on the website and as part of the voting process: “Returning ballots by Internet, fax or email should only be used as a last resort. Voting in person or with a mailed in absentee ballot is more secure and preserves the secrecy of the ballot.”
   - Assume that ballots submitted over the Internet contain malware. Print them out for official tally and retention. Carefully document and authenticate any ballots returned over the Internet.
   - Document and review protocols in place for confirming and verifying online registration transactions, especially changes to registrations.
   - Remind staff how to detect and report unusual system malfunctions and abnormal audit results.
Ten things election officials can do to help secure and inspire confidence in this fall’s elections 9/5/2016

4. Plan for electricity, telephone, computer or communications disruptions

- For each system, detail contingency procedures (in writing) in case of failure of electricity, telephone, computer or communications systems for both voting places and central facilities.
- Create paper backups for all electronic systems such as poll books, electronic ballots, etc. and create contingency distribution plans for these paper backups.
- Develop and distribute written plans for contingencies; what will you do if
  - Your voter registration database becomes corrupted?
  - Poll books in some locations appear to be corrupted?
  - Too many voters require provisional ballots?
  - Wait times for voting become excessive in certain locations?
  - Many electronic voting systems refuse to turn on?

5. Train election staff and poll workers how to detect and respond to problems.

- See specific recommendations for Election Day checklists, security, etc. in "Security insights and issues for poll workers" from the Center for Civic Design.
- Create and promote a forum (such as a Facebook page) for poll workers to ask and answer questions about procedures.
- Review and update documentation about how to handle challenging and unexpected situations at the polls: long lines, unauthorized observers, equipment failures, inaccurate poll books, etc.

6. Provide clear guidance on reporting election security issues and other problems

- Create an online form and a toll-free hot-line number for reporting election security issues or other problems, or add this feature to existing reporting systems. Monitor online forms and hotlines frequently before, during, and after the election.
- Encourage everyone to report suspicious behavior by anyone with access to the election systems.
- Contact state agencies, Election Assistance Commission, and Department of Homeland Security to plan real-time reporting to these agencies in case of unfamiliar voting system problems.
- Provide opportunities for anonymous reporting and protection from retaliation.

7. Encourage public participation and observation of all election procedures allowed by law

- Post information prominently on your website and send press releases to local reporters, community groups and political parties inviting the public to observe.
- Publicize dates, times and locations of procedures beyond what is required by law.
- Publicize a calendar of steps leading to the election (with locations if open to the public): deadlines for voter registration and absentee, military, and overseas ballot applications; ballot
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- design and printing deadlines; pre-election testing; election training sessions; poll opening and closing; precinct and central vote counting, and all canvassing and auditing dates and sites.
- On your web site, post copies of manuals for all procedures the public is permitted to observe, and post descriptions of procedures that the public is not permitted to observe.
- Publicize the procedures for citizens or citizens’ groups to obtain permission to access records, observe procedures and verify integrity.
- For each kind of ballot (such as absentee, early voting, in-precinct, provisional), document the chain of custody of the ballot from the time the blank ballot leaves the central office to the time the voted ballot is canvassed.

8. Conduct post-election audits before certification of final results

- Without voter-verified paper ballots, effective audits are impossible.
- Compare statistical samples of voting system totals to hand counts of matched paper ballot sets.
- Recruit technical experts to assist with tests and audits. Resources for finding experts, many of whom may provide pro bono services, include the Election Verification Network, professional societies such as the American Statistical Association, and academic institutions.
- Prominently publicize all testing and audit results.

9. Report and publicize ballot accounting and final results in detail before certification

- Create ballot accounting reports by jurisdiction, broken down by vote location (including vote centers) and ballot type (regular, provisional, absentee, etc.).
- Include the total number of ballots cast, not just results of contests.
- Reconcile number of ballots created, number voted and number returned with counts of voters.
- If counting procedures mingle ballots from different categories (for example, if ballots cast at a vote center are mingled with precinct election-day ballots), create and distribute an explanatory document to help outside observers verify that the numbers make sense.

10. Document problems and note procedures that will require additional resources to implement

- Work with the EAC and other election jurisdictions to suggest areas for future improvement.
- Note what worked well and what needs improvement to help write best practices for the future.
- Contact the Election Verification Network if you would like to work with other election experts on improving future elections.
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GUIDANCE FOR ELECTION OFFICIALS WITH AGING VOTING EQUIPMENT

Many jurisdictions around the country will be using equipment in 2016 that is rapidly approaching the end of its projected lifespan. Fortunately, there are steps election officials can take now to reduce the likelihood of problems on Election Day and beyond.

1. Review EAC Guidance on Reducing Machine Failures

The bipartisan EAC has published detailed guidelines on effective maintenance of aging equipment. Soon, they will also publish best practices for pre-election machine testing. Additionally, they offer tips for post-election audits and ballot reconciliation, which are critical in ensuring that equipment failures do not impact results.

2. Update Poll Worker Training

To prepare poll workers to respond effectively to possible Election Day problems, their training must cover common machine failures and their solutions. The Center for Civic Design for the National Science Foundation released a report noting that training should include explanation of Election Day checklists, as well as emphasis on their importance. These checklists should encompass both standard procedures and troubleshooting steps. Also important is giving poll workers hands-on practice, creating scenarios in training for them to react to, so that when the moment comes, they can act quickly and securely. Officials should consider forming teams of experienced poll workers who can act as first responders when something goes wrong in the polling place.

3. Prepare Contingency Plans

Particularly in jurisdictions that use DREs, it is critical that all polling places have enough paper ballots to use in the event of machine failures. Even in jurisdictions that use optical scan machines, plans should be laid to ensure that voters can cast votes securely, and without undue delay, if machine breakdowns occur.

4. Report Machine Problems to the EAC

Too often, election officials are not notified of machine defects or failures discovered by officials in other parts of the country—even when they use the same machines. The EAC should serve as a clearinghouse for such information, disseminating updates on emerging machine problems to officials nationwide. For this system to work better, state and county officials must promptly report to the EAC any problems they experience arising from aging voting machines.

5. Carefully Consider Equipment Purchases

The EAC has produced helpful suggestions for jurisdictions considering buying new equipment. Leasing is another option, one that the State of Maryland and some counties in Virginia have chosen. Linda Lamone, Election Director of the State of Maryland, and Edgardo Cortes, Elections Commissioner for Virginia could both speak to their experience with equipment leases.
Mr. Hurd. Thank you, Mr. Norden.

And I’m going to recognize myself now for 5 minutes of questions. And my first question is actually for all five of you gentlemen, and we’ll start with you, Mr. Norden, and go down the line. And first off, I appreciate you all’s written testimony. I appreciate you all’s oral testimony as well. We are in such an important time and, you know, there is decades’ worth of experience sitting at this table looking at this important issue, and I think you give the American people some comfort.

And so my first question, I think this is a yes or no question to all of you all. On 8 November, can a cyber attack change the outcome of our national elections? Mr. Norden.

Mr. Norden. I’m confident that that will not be the case.

Mr. Hurd. Dr. Appel?

Mr. Appel. I think it’s——

Mr. Hurd. Secretary Kemp?

Mr. Kemp. No.

Mr. Hurd. Mr. Hicks?

Mr. Hicks. No.

Mr. Hurd. Dr. Ozment?

Mr. Ozment. No.

Mr. Hurd. Excellent.

Dr. Appel, Mr. Appel, excuse me, when you did your research in hacking the equipment, that was done in a controlled environment. Is that correct?

Mr. Appel. It was done inside the State Police headquarters.

Mr. Hurd. Was it one machine or were you able to access multiple machines?

Mr. Appel. We had two machines per study.

Mr. Hurd. Were they connected or did you have to access them each individually?

Mr. Appel. These machines don’t connect to any network.

Mr. Hurd. So none of the machines connect to each other. Is that correct?

Mr. Appel. The kind of machine that I hacked that we use in New Jersey do not connect to any network.

Mr. Hurd. And they did not connect to any network, so that means they’re not facing the Internet as well?

Mr. Appel. That’s right. In particular, the kinds of machines that we use in New Jersey, and the same machines are used in Louisiana, I don’t know of any practical way to hack them through any kind of network. The only way I know that they can be hacked is by someone with physical access to them.

Mr. Hurd. So there’s no practical way to hack these voting machines unless you have physical access. And then if you have physical access, you have to have physical access to each box because none of the boxes are actually connected, nor are they connected to the Internet?

Mr. Appel. That’s true for many kinds of touch screen voting machines, but not for all kinds that are in use today.

Mr. Hurd. And, Secretary Kemp, I just want to clarify that. And I guess this question to you as your role as the vice chairman of the Association of Secretaries of State. There are no voting systems that connect to the Internet, correct?
Mr. Kemp. Well, Commissioner Hicks might be able to back me up on this, but I know our systems are not. I wouldn’t want to speak for every State in the country, but I would feel very confident in saying the vast majority, probably all are not connected to the Internet.

Mr. Hurd. Mr. Hicks, do you have any opinions on that.

Mr. Hicks. From what we’ve determined, no voting machines are connected to the Internet.

Mr. Hurd. So let’s take one municipality, one voting district. They probably have how many machines? Is there an average number, you know, 5 to 10, 5 to 25, in one voting location? Let’s take a voting location.

Mr. Kemp. Well, I think in Georgia, it would depend on the jurisdiction. Certainly, in a precinct in Fulton County you could have, you know, I would say, over 100 machines. In a smaller, rural county, you may have 5 to 10.

Mr. Hurd. And so, Mr. Appel, in that scenario, an attacker would actually have to have access to all 100 in the one county in order to manipulate the records?

Mr. Appel. In Georgia, that’s not the case. The machines used in Georgia have been demonstrated to be hackable through a virus that’s carried on ballot definition cartridges, very much like the Stuxnet virus was inserted into nuclear centrifuges in Iran.

Mr. Hurd. But in that auditing system, in the auditing of these machines, we look at that. Is that correct?

Mr. Appel. I’m sorry. Can you repeat the question?

Mr. Hurd. So in those machines that have that vulnerability in the auditing process, isn’t that scanned? Don’t we scan for that?

Mr. Appel. It’s difficult to scan for that vulnerability in the sense of if you ask a machine to report what software is loaded in it, if it’s fraudulent software, it will lie. So the AccuVote TS machines used in Georgia and in a few counties in other States are particularly vulnerable to this kind of virus that can be carried to the machines even if the criminal attacker doesn’t touch the machines or is not even in the same State with the machines. The touch screen voting machines used in most other States, I don’t know of any such way to hack them through a virus carried on cartridges.

Mr. Hurd. Dr. Ozment, do you have any opinions on that? And when you provide best practices and information sharing to folks that request your assistance, is this the type of vulnerability that you all notify folks of?

Mr. Ozment. You know, I think it’s a good opportunity for me to elaborate on my answer. First, we have to always be vigilant. In the field of cybersecurity, we can never relax. We have no indication that adversaries are planning cyber operations against U.S. election infrastructure that would change the outcome of the election in November. And we have overall confidence in the system.

You know, individual parts of the election system are more or less vulnerable. You can never eliminate all vulnerabilities, but the overlapping layers of the system are what give us confidence, the fact that there is a wide variety of machines in use, a wide variety of procedures across jurisdictions, many checks and balances, physical controls, and the devices are not connected to the Internet.
So I cannot speak to the security of an individual device. What I can speak to is that, overall, we view the security of the overall system as robust. We can never relax obviously, and that’s one reason that we are offering voluntary assistance to State and local governments.

Mr. HURD. Thank you, gentlemen.

Now I’d like to recognize the gentleman from California, Mr. Lieu, for 5 minutes of questions.

Mr. Lieu. Thank you, Mr. Chair.

Earlier this year, Donald Trump asked Russia to hack an American citizen. We know from later media reports that Russia has hacked the Democratic National Committee, as well as the Democratic Congressional Campaign Committee, and other entities for the purpose of influencing American elections.

And my question for you, Dr. Ozment, is what steps is DHS taking to try to prevent Russia or other foreign entities from influencing the American election this November?

Mr. OZMENT. Thank you. Without speaking as to the source of the intrusions into the DNC and DCCC, I do want to talk about some of what we’re offering to State and local government officials.

First, we’re offering them best practices. For example, we recently published a document on best practices for securing voter registration systems. We’re also offering to scan their Internet-connected systems. So voter registration systems primarily, possibly tabulation for results reporting, and we’re offering to scan these regularly for any vulnerabilities. And we will provide a weekly report on any vulnerabilities we detect and recommendations for mitigating them. We call that cyber hygiene scanning.

We’re also offering to do more in-depth risk and vulnerability assessments. That would require us to send people onsite to do a much more detailed assessment of systems. We have local field-deployed personnel called cybersecurity advisers and protective security advisers. These individuals are available to provide assistance and advice to State and local governments.

And then finally, we’ve offered physical and protective security tools, training, and resources. All of those are available to State and local government officials. And then, of course, more broadly, we have the multistate ISAC, an entity that we have funded for well over a decade to help support State and local governments in their cybersecurity practices.

Mr. Lieu. Thank you.

Commissioner Hicks, thank you for your testimony. My understanding, from the main thrust of your testimony, is that because we’ve got 50 States, thousands of different jurisdictions, the American elections system is complex, diverse, and robust, because it’s really hard to hack all of that. My view is they don’t have to hack 50 States. In a close Presidential election, they just need to hack one swing State, or maybe one or two, or maybe just a few counties in one swing State. So I do sort of challenge your premise that just because we’ve got 50 States, somehow we are robust.

And my question is, is there a focus on these swing States to make sure that in States that potentially are close, that we do everything we can to make sure that the integrity of the elections are protected?
Mr. HICKS. Thank you for that question, Congressman. The EAC and the rest of the election community is focused on all the States, not just the swing States, because we feel that all the votes are valuable in that sort of realm. The basic premise of this is that if someone goes into a polling place and attempts to influence the election, that’s still a Federal crime, and they should be prosecuted. So we’re basically asking for people to serve as poll workers so they can be vigilant and serve as people who are on the front lines of seeing these sorts of things.

But to answer your question, you would still need a tremendous amount of people to go into any polling place to try to influence an election that way, even if it could be done, and we don’t believe that it can be done.

Mr. LIEU. Thank you. As a recovering computer science major, I keep in mind that folks hacked computers well before the existence of the Internet, and we’ve had troubling reports of how these voting machines can be hacked quite easily.

And, Mr. Appel, you, yourself, hacked a voting machine. Are you aware of Symantec also hacking voting machines?

Mr. APPEL. Who?

Mr. LIEU. Symantec Corporation.

Mr. APPEL. No.

Mr. LIEU. For research purposes.

Mr. APPEL. No, but——

Mr. LIEU. Okay. Then let me just put this in for the record so people understand. So there was a Bloomberg article dated September 19 saying, “States Ask Feds for Cybersecurity Scans Following Election Hacking Threats.” I’m just going to read this.

“‘In a recent simulation, Symantec Corporation said its workers were able to easily hack into an electronic voting machine. It was possible to switch votes as well as change the volume of data, said Samir Kapuria, senior vice president and general manager of Symantec’s cybersecurity group.’”

And, Mr. Chair, if I could enter this into the record.

Mr. HURD. Without objection, so moved.

Mr. LIEU. Can you explain how you hacked the machine and if there’s any reason why we would want a machine with no paper ballots? Wouldn’t we always want a backup in case something was hacked?

Mr. APPEL. Yes. I’ll be happy to explain. The machine that I hacked is called the Sequoia AVC Advantage. It’s now called the Dominion AVC Advantage. It’s in use in almost all of New Jersey and in all of Louisiana and a few counties of Pennsylvania and other States.

The computer program that counts the votes on this machine is in a read-only memory that’s mounted in a socket on the motherboard. To hack this machine, you have to remove that memory chip from its socket and install a memory chip on which you’ve prepared a cheating program. The cheating program that I prepared has an extra 100 lines of code basically that when the polls are about to close, it goes in there and changes some votes stored in the machine. And there is an electronic log of all votes cast, so it changes the log too.
So to install that, the attacker doesn’t need to be a computer scientist. The attacker just needs to have a bunch of copies of this memory chip with the program on it. And for each voting machine, unscrew 10 screws to remove the panel that covers the motherboard, pry out the ROM chip containing the legitimate program, and install the ROM chip containing the fraudulent program.

Other kinds of voting machines store their computer program that counts the votes in flash memory, and this can be updated under the control of whatever computer program happens to be running in the voting machine. These voting machines, typically the generation developed in the 1990s and after, can be hacked without actually physically changing any hardware in the machine just by installing a software upgrade memory card in the same slot that one would normally install the ballot definition.

And this particular attack was demonstrated by my colleague at Princeton, Professor Felten, in about 2007, working with two of his graduate students. But it’s not just us at Princeton. There are many kinds of voting machines, and the same kinds of hacks are applicable to all voting machines and have been demonstrated at several other universities, including the University of Connecticut, Johns Hopkins, Michigan, and others.

Mr. LIEU. Thank you.

Mr. HICKS. Congressman, can I just add a little bit to this? One of the things I want to make sure that it’s clear and when the Help America Vote Act came about, is that one of the reasons that the paper trail is not universal is that it doesn’t allow for people with disabilities to basically be able to verify their vote and handle that paper. So someone who has a dexterity disability is not able to use that. But there are machines that allow for verification of ballots and are able to be used by those with disabilities.

So if Congress decides in the next session to look at reforming the Help America Vote Act, I would really encourage to make sure that the folks with disabilities are not left behind with the paper trail issue.

Mr. LIEU. Can I just briefly respond? You know, we launched a rocket, delivered payload to space station that landed on a barge. They’ve designed voting machines that actually you can have both a paper ballot and some sort of electronic input and have both. So it’s not like it can’t be done, and my understanding is L.A. County is about to do that. So my hope is that we don’t have any more machines without paper ballots. Thank you.

Mr. HURD. Thank you.

I’d now like to recognize Congresswoman Kelly for her line of questions.

Ms. KELLY. Thank you so much. I mentioned in my opening statement about hackers attacking the voter registration databases in Illinois and Arizona. So I’d like to take a moment to understand what these attacks are and what they are not.

Dr. Ozment, was the cyber attack on the voting machines or was it on voter registration databases?

Mr. OZMENT. Thank you, Representative. The cyber attacks that you’re referring to in Arizona and Illinois were attacks on voter registration systems, and they seem to have been intended to just copy the data on those systems, possibly for the purposes of selling
personal information. So we have not seen intrusions intended to in any way impact individuals' votes in actual voting.

Ms. Kelly. Why are these more vulnerable than the actual machines?

Mr. Ozment. Voter registration systems are more commonly connected to the Internet, in part to ease that registration process, and so because they are connected to the Internet, they are obviously more susceptible to cyber intrusions.

Ms. Kelly. And it seems like all of you in various answers are saying that it would be difficult for a hacker to succeed in accessing the U.S. election system and rigging the results in an undetected way, that you all seem to feel like that. Is that correct?

Mr. Ozment. That's correct. Because of the different layers of security in the system, even though individual parts of the system may be vulnerable, we overall have confidence in the system.

Ms. Kelly. And what is DHS doing to help States secure these databases?

Mr. Ozment. We recently released a best practices document focusing particularly on voter registration systems to help States secure those systems. Also, our cyber hygiene vulnerability scanning that we offer to States will be particularly helpful for those systems because many of them are Internet connected. So we have a whole host of resources available to State governments that are applicable both to their voter registration systems and to other systems, even systems outside of the voting process.

Ms. Kelly. And is it correct there are at least 40 States with the network defense device similar to the Einstein censor used by Federal agencies?

Mr. Ozment. The majority of States—I don't know the exact number—absolutely take advantage of a service that we offer through the MS-ISAC, which provides network protection for those States.

Ms. Kelly. And is it at the same protection level as the Federal? Is the State as good as the Federal?

Mr. Ozment. You know, it's a different capability than the Federal system, just suited to the networks that State and local governments offer. There's one key difference. One of the Federal systems can take advantage of classified information that is not currently available through the multistate ISAC for State and local governments. We have made that available in a different way for State and local governments.

But what I can say is overall we have made all of those protections available to State and local governments through one mechanism or another.

Ms. Kelly. And, Mr. Hicks, what is your agency doing to help States secure their election systems?

Mr. Hicks. If we're talking about voter registration systems, one of the things that I would like to include in the record is the EAC has a checklist for securing voter registration data, and that lists out a number of things, basically, from access control to auditability to making sure that we document everything and everyone who has access to that system. And I would like to make that available for the record.

Mr. Hurd. Without objection, so moved.
Ms. KELLY. And, Mr. Norden, can you briefly describe how voting machines are vulnerable and how widespread the problem is?

Mr. NORDEN. Yeah. Well, I would echo the comments that were already made about the fact that because voting machines aren’t on the Internet, that certainly is an important distinction to be made between machines that we’re voting on on election day and things like a registration database, which is generally connected to the Internet.

In terms of vulnerabilities, again I would say my concern mostly is about, for voting machines, is mostly about the fact that this equipment around the country is getting very old, and as the equipment gets older, we are more likely to see failures. We see things. And, again, I am particularly worried about this in the age of social media. We saw this a little bit in 2012, but with touch screen machines, there are often, as machines age, more calibration problems. In Virginia, there was an instance where the glue between the screen and the machine itself was just degrading, and as a result, the kind of thing that happens is somebody—I’m sure you’ve seen the videos of this before—somebody selects one candidate, another candidate shows up. I think that’s not very good for voter confidence. And when that’s posted on YouTube, as it inevitably is, the more and more that we see of these things, again, especially in the context of hearing about hacks to voting systems, that can be a very dangerous thing. And that machine has to get taken out of service.

You get long lines. There was a study from researchers at Harvard and MIT that estimated between 500,000 and 700,000 people were not able to vote in 2012 because of long lines. I think that’s a huge risk to the integrity of our elections.

Ms. KELLY. This might just be a guess on your part, but how—or if anybody else knows—how old are the oldest machines that are still being used?

Mr. NORDEN. They’re probably among the oldest in New Jersey. I would say, actually, ironically, I think some of the oldest machines probably have less of a need of replacement than some of the newer systems that we bought, because systems particularly bought just after the Help America Vote Act was passed that were designed in the ‘90s are essentially laptops from the 1990s, and those were not built to last much longer than 10 or 15 years.

Ms. KELLY. Dr. Appel, anything to add?

Mr. APPEL. Yeah. I think some of the oldest electronic voting machines in use in this country date from the late 1980s. Some of those machines are still reliable in the sense of not breaking down. My concern with the machines is more, you know, can they be hackable without a paper trail that could let you recover the correct result of the election?

Mr. HICKS. Congresswoman, one of the things that the EAC is doing now is we’re working on our next iteration of our voluntary voting system guidelines. And so these guidelines will be an update since the last ones, the last full ones that were done, which were done before the iPhone was invented. So we want to make sure that we incorporate the new technologies that are here today in looking towards tomorrow. So we’re asking for anyone to join our public working groups to give their input to make sure that the
next standards that we do are basically the best standards we put out.

Mr. Kemp. I would just add, I know we’ve been kind of singled out with our voting equipment being fairly old, early 2000s, but I would just remind the Representatives that this isn’t equipment that we’re using every day like you use your phone or your laptop or your desktop. This is equipment that’s used two or three, maybe four times a year. We have policies and procedures in the State where the counties have certain ways that they have to care for the equipment, and they have held up well. So I think it’s just important to realize that as well.

Even though the technology may be old, it doesn’t mean it’s bad, and the equipment is wearing well. We actually do an assessment after every election, the Center for Elections at Kennesaw State does. We have a less than 1 percent failure rate on our elections equipment. So, you know, if that changes, that will certainly raise a red flag to us, but right now we have not seen that.

Ms. Kelly. We have made it a point—I’ll give him the credit—of not just having hearings to have hearings. And we always ask how can Congress help make things better. But where do you think—and any of you can answer this—where should the priority be in investing in our election systems to make sure they’re secure and the public does have the confidence, and how can Congress help?

Mr. Hicks. I spent 11 years as a staffer here on the hill and I know the difficulty that Members face in terms of making sure that things are done correctly, but also having a financial responsibility to that. I think that my role now at the EAC is one to give Congress as best advice as I can to move things forward.

And so, you know, in my own opinion, I’m looking at voting machines like a fire truck. Fire trucks are still going to be out there. They need to be used. They need to be—you know, if there’s a fire, they’re going to have to be used. But until a new fire truck can be purchased, you have to use that old one. And so what can you do? And so what we’re doing at the EAC is making sure that we give the best guidance in terms of managing those things. So on our Web site we have 10 things to do on managing aging voting equipment.

And so in the future, I would say that if Congress wants to look at this to look at how much will it cost to replace these machines if we’re going to do that, but also to look at other aspects of it. To say, you know, do we want to start talking about this third rail of, you know, using our own devices to cast ballots and things like that. But also we want to make sure that we look at military and overseas voters as well because they don’t have these same options of using the equipment that we have here, and looking at disability groups, but also looking at our aging population as well. So there’s a lot of things, and I would be happy to come up here any time to discuss any of those topics.

Ms. Kelly. Anything?

Mr. Kemp. Well, I think—that’s a really good question, by the way, and I think there’s a couple of things that come to mind for me. I would encourage Congress to let the States remain flexible in what systems that they’re using. I think there’s great value in
that. I know the National Conference of State Legislatures agree with that assessment as well. But I would also urge you to work with the National Association of Secretaries of State.

I know Commissioner Hicks and his colleagues have been to many of our meetings, winter meetings that we have in D.C., and I think I can pretty much 100 percent speak on behalf of the organization that we'd love to have any Member of Congress or even do maybe a session during that winter meeting where you can hear a different perspective, because it is different. I mean, one size does not fit all in elections. What we're doing in Georgia is going to differ greatly from what, you know, Jim Condos may be doing in Vermont, or what's going on in California, and we would welcome and encourage that.

Ms. KELLY. I used to be a State rep, and I know Jesse White really well.

Mr. HURD. Thank you. And the chair notes the presence of our colleague, Congressman Jody Hice, from Georgia. We appreciate your interest in this topic and welcome your participation today.

And I ask unanimous consent that Congressman Hice be allowed to fully participate in today's hearing.

Without objection, so ordered.

And, Mr. Hicks, I know you have a time deadline, but I think we should be done by that deadline, but I'd like to now recognize Congressman Hice for 5 minutes.

Mr. HICE. Thank you very much, Chairman. I appreciate you letting me be a part of this.

And, Secretary Kemp, I just want to say hello to you. It's always great to have some Georgians up here, and it's an honor to have you, sir. Thank you for participating. And all our witnesses today, thank you for being here.

Secretary Kemp, let me just go with you. The broader question here, of course, that we are all concerned about and well should be is that of voter fraud, regardless of how it shows its face. Can you explain some of the steps that Georgia has taken in particular to prevent voter fraud across the board?

Mr. KEMP. Well, thank you, Congressman. It's great to see you as well as Representative Carter.

We have really done a lot. I know I've spoken a lot about our voting system not being connected to the Internet. We have got all kind of policies and procedures about how we tie the number of votes on a specific machine that is counted with our paper tape inside the machine back to the signed voter verification of the voter when they come in the precinct. So I want to assure people that there is a way that we can tie that down.

But we've also seen, and it hasn't really been talked a lot about here today, but, you know, there's fraud that happens with paper ballots as well. We've seen it in many local jurisdictions with absentee ballots. We've had elections that have been overturned because of things of that nature, people manipulating the paper absentee ballot process in Georgia, especially in a local election, a municipal election, where, you know, literally 5 to 10 votes could sway an election.

But one of the things that we've done in Georgia, I think, besides having really good State laws and State election board rules on
how the counties should handle the statewide voting system and training in that regard to protect the integrity of the election, we've also, as Commissioner Hicks said earlier today, we've asked for the public's help, not only as poll workers or poll watchers, but we've got a stop voter fraud hotline and an email that we monitor.

Unlike some other jurisdictions across the country, we actually have a law enforcement division in the Secretary of State's office. Any complaint that we get, any complaint, it can be something as serious as potential vote buying, to something maybe as small as there's a handicap lift that wasn't working correctly at a precinct or there's not enough parking or there's long lines, we'll respond to every single one of those cases or look into those to see if it warrants an investigation.

So we encourage Georgians that may see something improper, if they feel like their vote hasn't been cast properly, if somebody was manipulating them in a precinct, whatever it is, to report that to us, and we strategically put our investigators and inspectors around the State during the early voting advance period and on election day where we can respond very quickly. So we have a lot of ways that we try to stop voter fraud.

But contrary to some people not believing it happens, it actually does. And when that does happen, we bring those individuals or counties, if they're not following the rules and procedures, to the State election board, and we have a due process that we go through. And we've actually had, you know, candidates that have paid heavy fines and have committed to never run for office again because of the actions that we've taken. So that's something, you know, and we treat every case the same, you know, when it comes to that.

Mr. HICE. What about specifically when it involves electronic voting machines? I'm sure there are glitches from time to time. When someone offers a complaint due to a machine, what's your process?

Mr. HICKS. Well, as you can imagine, that's something that's high on our radar, so we'll send somebody out. I mean, if we have an equipment problem, there's a couple actions we can take. We can send an investigator. We have emergency preparedness plans where, especially on big elections like we'll be having November the 8th, where we've coordinated with State Patrol and Department of Public Safety to have a helicopter and a trooper at the Kennesaw State election center.

So let's say we have a server go out, which we had happen in a county. You know, if you don't get on that quickly and the results don't come in quickly, then the public starts to ask the question, why is that happening? So we now have the ability to either fly or drive with a law enforcement official, equipment. Or we've had times where we've had a failure with the voting equipment. We've had to send a technician out there to help maybe get a memory card out of there or something of that nature.

So there's a lot of steps that we take to investigate, you know, also before the election to prevent those things happening, but also to make sure public confidence stays intact by responding quickly to those type things.

Mr. HICE. Thank you, Mr. Chairman. I yield back.

And, Mr. Secretary, thank you. Always great to see you.
Mr. HURD. I'd like to now recognize my friend and the Congressman from the great State of Georgia, Buddy Carter, for his 5 minutes.

Mr. CARTER. Well, thank you, Mr. Chairman, and thank all of you for being here. This is obviously a very important subject that all of us are concerned with.

Secretary Kemp, again, it's good to see you. Thank you for being here. Thank you for your work in the State of Georgia. We appreciate all of your efforts in making sure that our elections are run in a safe and effective manner, and you're doing a great job and we appreciate it. I appreciate the opportunity to have worked with you in the General Assembly and have fond memories of that.

I wanted you to provide us some insight in your position as Secretary of State—and you also, as I understand, serve as co-chair of the National Association of Secretaries of State's Election Committee, and also as a member of the new DHS Election Infrastructure Cybersecurity Working Group. Cybersecurity is something we talk a lot about up here. I also, as the chairman also, he and I both serve on Homeland Security, and we are very concerned about cybersecurity.

Mr. Secretary, can you briefly describe your role as a member of the DHS Election Infrastructure Cybersecurity Working Group? Can you tell me basically what you all do?

Mr. KEMP. Well, it's a relatively new task force, if you will, that was created by Secretary Johnson and DHS so that we can have collaboration between the States and the Department of Homeland Security, and I certainly applaud that. I've had some people ask me why I would serve on that when I was so critical of the critical infrastructure definition, but I do. I feel very strongly that that's a designation that should not be put on election systems, but I also feel strongly that there are ways that we can collaborate as Secretary of State or State elections officials with a lot of different branches of the Federal Government to make sure that we're prepared, that we're informed, and that we can better protect our system.

So the Working Group right now really has just been a series of phone calls to go over what DHS has rolled out for States that need or may want to voluntarily take advantage of some of the things that have been talked about, the cyber hygiene scanning and other things. And right now, from all I know, unless we have some sort of other event pop up, that's probably about all that's going to happen before the election, other than the States knowing that they can reach out to DHS directly.

From the State of Georgia's perspective, we're already doing a lot of the things that have been offered, so we don't have the need for the assistance. It's not that we’re not grateful for it being out there, it's just something that, you know, thankfully, we have been working on this issue, like you were saying, cybersecurity, for 3 years. And I know all of State government has as well. And we see that every day, not only in the Secretary of State's office, but all across State government in the State of Georgia, and we're part of an information sharing analysis center as well in Georgia that's going through the Technology Authority, GTA.
Mr. CARTER. Okay. Let me shift gears here for just a second. It's my understanding, the U.S. Election Assistance Commission, it's my understanding that the National Association of Secretaries of State has called for the elimination of that on several occasions. In fact, just recently, the most recent I should say, is probably in July of 2015. As the Secretary of State of Georgia, have you had any interactions with the EAC?

Mr. KEMP. I have. You know, I was one of those, for full disclosure, that supported a resolution. I think it was several years ago. Mr. Hicks may have a better memory of that than me, because I felt like the usefulness of the organization, the time had passed. But to answer your question, yes, I have had dealings with the EAC. They're part of this working group, and I will say they've been very responsive in their role.

Mr. CARTER. So have they improved? I mean, are you now—do you now think that they're beneficial?

Mr. KEMP. Well, I wouldn't want to go that—well, I definitely think they're beneficial. I have different thoughts about that that maybe in another setting I could spell out a little more detailed. But they've certainly been responsive in this issue.

Mr. CARTER. So should we eliminate them or should we just transfer some of that work to another group?

Mr. KEMP. I'm of the belief that we can do a lot of that at the State level.

Mr. CARTER. Mr. Hicks—

Mr. KEMP. But I want to say it's been—I've been grateful that we have commissioners that have now been appointed to the EAC where they can work on certain things that are required at this time.

Mr. CARTER. Mr. Hicks.

Mr. HICKS. I want to thank Secretary Kemp for his support. One of the things, when I—one of the reasons I spent 11 years up here was I spent 4–1/2 years as a nominee waiting for my confirmation. Mr. CARTER. Four-and-a-half years?

Mr. HICKS. I'm the longest serving Obama nominee, and I was finally confirmed in December of 2014.

Mr. CARTER. Who does the confirmation?

Mr. HICKS. The Senate Rules Committee. But it was the full Senate.

Mr. CARTER. We're doing all we can. I feel your pain. We have to deal with them too.

Mr. HICKS. But overall, the Election Assistance Commission sat without commissioners for almost 3 years and then sat without a general counsel or an executive director, so a lot of that work wasn't getting done. So when my fellow commissioners and I were confirmed, we hit the ground running. And so I think that, you know, most of the Secretaries of State have changed their tune to figure that we are more valuable now.

But our role is to the States and locals and other stakeholders like the voters themselves, and so I think that now we are proving that we are valuable and hopefully will continue to do that.

Mr. CARTER. Well, great.
Again, gentlemen, thank you for what you do. This is extremely important, and we all recognize that and all appreciate your work and your diligence in this.

Thank you, Mr. Chairman. I yield back.

Mr. HURD. The gentleman yields back the balance of his time.

I'd now like to recognize the ranking member, Mr. Cummings.

Mr. CUMMINGS. Thank you very much, Mr. Chairman.

This summer, there were reports that Russia was attempting to compromise our elections by hacking into election systems. This is a very grave issue that threatens the foundation of our democracy. On Monday, Ranking Member Diane Feinstein in the Senate Intelligence Committee and Ranking Member Adam Schiff of the House Intelligence Committee issued a joint statement. They said, and I quote, “Based on briefings we have received, we have concluded that the Russian intelligence agencies are making a serious and concerted effort to influence the United States election,” end of quote. They issued the statement after careful consultation with the intelligence community, our intelligence community.

Now, Dr. Ozment, I assume you have no reason to question the accuracy of this statement. Is that right?

Mr. OZMENT. Sir, the executive branch has not attributed these incidents to any entity, and the FBI is leading an ongoing law enforcement investigation of these breaches.

Mr. CUMMINGS. Here is what I don’t understand. For some reason, Donald Trump keeps defending Russia against these hacking allegations. In fact, in Monday night’s debate, he said he doesn’t know if it was Russia. It could be China. It could be a 400-pound person in bed, he said. Frankly, his statements seemed ridiculous to me. Not only has Mr. Trump defended Russia, he has encouraged Russia to conduct the hacking.

Dr. Ozment, DHS plays a key role in helping States protect their election systems against cyber attacks. Is that right? Is that right, sir?

Mr. OZMENT. Sir, we are there to support State and local governments in defending their systems. That’s right.

Mr. CUMMINGS. Well, this morning, FBI Director James Comey told the House Judiciary Committee, and I quote, “There’s no doubt that some bad actors have been poking around,” end of quote.

Here’s my question, without disclosing any classified information, have you seen any uptick in probing attacks by foreign adversaries over the past 3 months?

Mr. OZMENT. Sir, I don’t think we have a concrete answer for that question. What I’ll tell you is, obviously, you know, there are two incidents in Arizona and Illinois that resulted in breaches of voter registration systems. And what I’ll say applies only to voter registration systems and, therefore, does not impact the actual casting of a vote.

As part of our response to that, we and others in the Federal Government have shared information with State and local governments, essentially Be on the Lookouts, which are called cyber indicators. State and local governments are using that to more carefully monitor their systems. Any time you more carefully monitor a system, you’re going to see more bad guys poking and prodding at it, because they’re always poking and prodding. What I can tell
you is that I think it’s safe to say that voter registration systems that are online will always be the subject of interest from bad guys, whether for stealing personal information by criminals or other nefarious purposes. And that’s why we think it’s important that State and local governments constantly focus on the security of those systems, and we have published guidelines to help them secure those systems.

Mr. Cummings. On August 30, 2016, I sent a letter with ranking members of the Committees on Judiciary, Foreign Affairs, and Homeland Security, asking whether the FBI is investigating troubling connections between members of the Trump inner circle and the Russian interests.

I ask unanimous consent that this letter be made a part of the record, Mr. Chairman.

Mr. Hurd. Without objection, so ordered.

Mr. Cummings. Dr. Ozment, earlier this morning, FBI Director Comey was asked about this letter before the House Judiciary Committee. Comey said that the FBI is trying to figure out, quote, “just what mischief is Russia up to in connection with our election.” He also said he would not inform Congress, at least at this stage, about any interviews with individuals working for Mr. Trump who were listed in this letter, because he does not comment on ongoing investigations.

I want to ask you specific questions about this, but generally, does DHS work with the FBI to investigate illegal acting by foreign adversaries?

Mr. Ozment. So, in July, the President released Presidential Policy Directive 41 that laid out the role of DHS and the FBI in investigating cyber incidents. And you can think about it as a significant cyber incident being the equivalent of an arson in the real world. And when you have an arson, you want both the firefighters and the cops to show up. In this analogy, the FBI are the cops. They’re the lead what we call threat responders, the lead law enforcement agency. My organization are the lead firefighters. So we focus on helping the victim and taking information to share with other victims and help them—or other potential victims and help them protect themselves. So we do collaborate closely with the FBI, but it’s the FBI in the lead role for ascertaining who is the perpetrator and bringing that perpetrator to justice.

Mr. Cummings. One last question: Again, generally, if you come across evidence that anyone in the United States was aware of these illegal actions or even collaborated with foreign adversaries, would you work with prosecutors and FBI investigators?

Mr. Ozment. If at any time we come across any evidence of a crime, unless we are prohibited from sharing that, we would immediately share it with law enforcement agencies.

Mr. Cummings. Chairman, I yield back. Thank you.

Mr. Hurd. Thank you, Ranking Member.

And, Mr. Hicks, I want to say thank you for your time and contribution to this hearing. I know you have to slip away, and if you do, please go ahead.

Mr. Hicks. I can’t leave when my own Congressman just showed up. So I don’t know if I—I can take the 5 minutes to see if he has questions for me.
Mr. HURD. Great.
Well, with that, I would like to recognize my friend from the Commonwealth of Virginia, Mr. Connolly, for 5 minutes.
Mr. CONNOLLY. I know Mr. Hicks is not flying home.
Mr. HICKS. I'm actually going to Iceland.
Mr. CONNOLLY. My daughter was just there. She was hiking.
Thank you, Mr. Chairman.
And thank you to the panel.
And good luck, Mr. Hicks. Enjoy Iceland.
Last month, the Department of Homeland Security Secretary Jeh Johnson said, and I quote: “We should carefully consider whether our election system, our election process is critical infrastructure, like the financial sector, like the power grid.”
Mr. Ozment, what did Mr. Johnson mean by that?
Mr. OZMENT. So, first, I should note that DHS has not formally designated the electoral system as critical infrastructure. We are focused right now in the immediate term on providing whatever resources and assistance we are able to provide to States and local governments and whichever resources and assistance they want from us.
You know, longer term, I think that’s a conversation that we want to have with State and local governments. Under our authorities, there are additional capabilities that we can provide to those governments if we designate the system as critical infrastructure. That includes additional protections we can put on information. If, for example, we wanted to get in a conversation with both State and local governments and vendors, we could better protect the information that those vendors provide to us. We have—we can better prioritize the resources that we want to give to them, and it improves our ability to, for example, offer clearances to folks involved in this process.
I would like to highlight that if we were to make that designation, it does not give us any regulatory powers. All of our resources and assistance would still be voluntary, you know, and the State and local governments would remain in charge of elections.
Mr. CONNOLLY. So if, however, we did declare it critical infrastructure, I think Mr. Appel said there were 12 States that still use touchscreen technology. Is that correct?
Mr. APPEL. Some States use touchscreens in some of their counties and not others. So I said approximately 10 States, based on the preponderance of the use of——
Mr. CONNOLLY. So if we declare it critical infrastructure, we might be able to provide some assistance if those States chose to move to the, you know, paper/electronic kind of ballot.
Mr. OZMENT. We can offer assistance now, and I think it would help us in our ability to offer assistance. But we would not, for example, be able to replace their systems. We wouldn’t be able to offer that type of assistance.
Mr. CONNOLLY. Mr. Kemp, I want to make sure I understood your testimony. I thought I heard you say that elections should be governed strictly by States and localities and that it was not really the business of the Federal Government. Am I getting your testimony correctly?
Mr. Kemp. Well, it’s a constitutional duty of the States to run elections.

Mr. Connolly. Isn’t also, however, a concern of the Federal Government that Federal elections have some uniformity to them? For example, the Voting Rights Act.

Mr. Kemp. Well, I certainly understand your point, but I think the whole argument of critical infrastructure, just like Mr. Ozment just said, protecting vendors’ information really goes against the open process that we have now at the State level where, like when we test our voting equipment, it’s advertised in the local legal organ. You know, the local newspaper editor or reporter can come watch that process that the local election boards do, and any citizen.

And I think the idea of federalizing our elections to where we have a one-size-fits-all voter registration system or mandating that States use a certain voting system or one type of voting system creates all kinds of problems and, quite honestly, I think would make our system—make the system more vulnerable, not less.

Mr. Connolly. Well, so are you saying that, from your point of view, the 50 different State systems plus tens of thousands of localities is just fine, and we shouldn’t even look at it at the Federal level?

Mr. Kemp. Well, I wouldn’t say that you shouldn’t look at it and everything is just fine. There’s certainly jurisdictions out there that do better than others. We have that in the State of Georgia. But I believe that we’re better suited as a State to provide solutions for that than the Federal Government is.

Mr. Connolly. Well, what about the Voting Rights Act? I mean, that was an argument used back in the 1950s and 1960s for the Federal Government to keep its nose out of State jurisdiction. Frankly, if the Federal Government hadn’t passed the Voting Rights Act, people would have still been disenfranchised, including in your home State and mine.

Mr. Kemp. I would say that the Voting Rights Act is still intact.

Mr. Connolly. Yes, but it’s an example of the opposite of what you’re asserting. It was an example of federalizing something to protect the franchise, because the States weren’t doing it. In fact, States were actively suppressing votes. You don’t deny that, do you?

Mr. Kemp. Well, I’m not sure I understand what that has to do with the election system.

Mr. Connolly. Well, I’m dealing with your assertion of the principle that we shouldn’t federalize any aspect of this. And I’m arguing that the Voting Rights Act is a clear exception to your principle and that perhaps the Federal Government in Federal elections, at least, has an interest that overrides the State interest when it comes to protecting, at the cyber level, the integrity of the results.

Mr. Kemp. Well, that’s certainly your opinion. Mine differs.

Mr. Connolly. I yield back, Mr. Chairman.

Mr. Hurd. Thank you, Mr. Connolly.

I now would like to ask unanimous consent to submit two letters for the record: One from the National Association of Secretaries of State. It is an open letter from the Nation’s secretaries of state to Congress talking about how we can work together to share the
facts about cybersecurity in our elections. The second letter is from the Electronic Privacy Information Center about this hearing.

Without objection, so ordered.

Mr. HURD. Mr. Hicks, one of the things that you said, one of the three points that the EAC is responsible for is providing grants. Is there grant money available to help upgrade aging equipment?

Mr. HICKS. Most of that money has already been accounted for, so there is no money available to replace voting equipment.

Mr. HURD. Thank you.

And, Dr. Ozment, I just want to be clear. This conversation about designating voting systems as critical infrastructure, that is off the table for this election. Is that correct?

Mr. OZMENT. It's not what we're focused on in the near term. We really in the next 3 months—voting has started. You know, voting is occurring in a number of jurisdictions across the U.S. For the next few months, we're focused on how we can help State and local governments.

Mr. HURD. And I would like to end with my takeaways from this, is that pieces of our voting system are vulnerable, but it's really hard to hack our voting systems. There are some that need to be upgraded. We should never rest on outdated legacy systems and that we should be looking at how we solve this problem working together and that there's resources within DHS for our States to voluntarily ask for. And this is not forcing any particular program on an individual State.

And what I'd like to do in my remaining 3 minutes, I'd love to go down the line and everybody take 30 seconds and give your final points. This is an important topic. I appreciate you all being here, and this is your last conversation with the American people. So let's start with you, Mr. Norden, and work our way backwards.

Mr. NORDEN. Thank you, Chairman Hurd.

I guess I would emphasize two things. What I said earlier, I think, one of the most important things that we can do is ensure that there is confidence in the system. I think that the issues of access and confidence and integrity of our voting system are all interdependent and linked. Too often, access and integrity are presented as oppositional.

I do think that there is a role for Congress after this election to start thinking about what investments the Federal Government can make to ensure that there is confidence in the system, through research grants for innovation and for replacing some of the oldest equipment that really is a challenge.

And one last point I want to make is, because so many States are leaving it to counties to purchase this equipment, we really are starting to see a kind of two-tiered system in this country, with counties with less money, less resources—they're often rural counties—are left without being able to invest and replace their equipment. And we're talking, yes, about local elections but also Federal elections, of course.

Mr. HURD. Thank you, Mr. Norden.

Mr. Appel, 30 seconds.

Mr. APPEL. After the election, I think it would be a very good thing for the Congress to find a way to assist and encourage those
10 States that still primarily use paperless touchscreen machines to switch to optical scan machines. I would say also that there are many safeguards in our American elections which we haven’t explicitly discussed in this hearing, and those have to do with the inherent transparency of the canvassing process in many States, in most States, where the results are announced in each precinct of how many votes each candidate got in the precinct. And the challengers, the party challengers, and any interested citizen can see for themselves that those numbers add up to what the election officials are reporting in the precinct-by-precinct totals. And that’s a safeguard against hacking of the computers in county central that might be adding up those precincts.

So we should encourage measures that election administrators are already taking to make transparent the process of reporting the precinct-by-precinct numbers in a way that we can see that they add up.

Mr. HURD. Excellent. Thank you, sir.

Secretary Kemp.

Mr. CONNOLLY. Would the chairman yield for one second?

Just to Mr. Appel’s point, we had an election in Virginia for a State attorney general. And because we had a paper trail, we were able to see an anomaly in absentee ballots cast, that clearly there was an anomaly in one congressional district. And sure enough, there was a ballot box that had accidentally been put aside because of a malfunction, and the votes had not been counted. It actually made the difference in terms of who won; it was that dispositive. So what Mr. Appel is saying I think is really critical in terms of getting accurate results in our elections throughout the country.

Mr. APPEL. I’ll just add that the kind of transparency you get from that makes it so that you don’t have to be a cybersecurity expert to understand that anomaly and correct it.

Mr. HURD. Secretary Kemp.

Mr. KEMP. Chairman Hurd, thank you for having me today, members of the committee. I appreciate the opportunity to be here.

I think, in my 30 seconds, I would just encourage you to continue to collaborate with the secretaries of states, Lieutenant Governors, and other election officials back home and ask them what they’re doing, what they’re doing to prepare. I would encourage all American citizens to do that as well. I think they’ll be very pleasantly surprised to see the preparations that are going on all across this country to make sure we have secure, accessible, and fair elections in Georgia. And I certainly would appreciate any more collaboration that we can have with this committee, or other Members of Congress and the National Association of Secretaries of State to work together in the future.

Mr. HURD. Mr. Hicks.

Mr. HICKS. Saturday marked the 45 days before the election, and on that day ballots were sent out to our men and women overseas so that they can start casting their ballots back. Early voting is going to start soon for many States. And one of the messages and the message that I want to make sure is clear today is that our elections are secure.

We on our Web site and throughout the Nation when we’ve gone around this country have talked about our Be Ready 16 campaign
to talk to States about how they can secure their elections, how to make sure that the ballots are being counted accurately and so forth. And, you know, come November 8, we know that we will have an election and that election will be secure.

Mr. HURD. Dr. Ozment.

Mr. OZMENT. We must be vigilant, as we must always be in an area where there are cyber threats. Particularly, as many States upgrade their voting systems over the next 4 years, we must build those systems to have more cybersecurity that stops not just the attacks of today but the attacks of the future, when they'll still be used in 2030 or 2040.

But overall and right now, we have confidence in the integrity of our electoral system. We have no indication that adversaries are planning cyber operations against U.S. election infrastructure that would change the outcome of this election. We believe that the diversity and many different levels of checks and balances in our electoral systems are sufficient that we should all have confidence in the integrity of the system and the election.

Mr. HURD. Thank you, Dr. Ozment.

Now I'd like to recognize Ranking Member Cummings for 5 minutes.

Mr. CUMMINGS. Thank you very much.

Again, I am concerned very much about the cyber situation, but I'm also concerned about African Americans and Hispanics and so many others who have been blocked from voting. I think that I will go to my grave trying to do everything in my power to make sure that everybody has an opportunity to vote. My foreparents were denied it over and over again, and I'm seeing a lot of the same things happening today.

Mr. Kemp, you are secretary of state for Georgia, which is one of the three States that were allowed to modify the Federal form to require proof of citizenship in your State, based on the unilateral decision of Brian Newby, the EAC Executive Director. I understand that you submitted a request for this modification. But in addition to that, did you or anyone in your office have communications with Mr. Newby or anyone else at the EAC relating to this request?

Mr. KEMP. I have to look back and see if that was the case before or after. I know we had written letters asking for this issue to be treated like the EAC had treated previous instances, where we could simply treat the Federal form the same way that we treat the State form in our State.

Mr. CUMMINGS. Can you please provide this committee with the copies of all email or other communications between you or anyone in your office and anyone at the EAC about this issue? Would you do that for us, please, sir?

Mr. KEMP. We can do that.

Mr. CUMMINGS. Thank you.

Mr. Kemp, what evidence did you submit to the EAC demonstrating that the modification you requested was necessary for the administration of elections in Georgia?

Mr. KEMP. Well, we were simply trying to, as I said earlier, match the State form with the Federal form.

Mr. CUMMINGS. Will you provide the committee with all documents relating to that issue also?
Mr. KEMP. We certainly can look into that.

Mr. CUMMINGS. No, that’s not what I asked you. I said, would you provide us with the documents, sir?

Mr. KEMP. Well, I wouldn’t be able to answer that question, but I can certainly look into that and get back to you.

Mr. CUMMINGS. I’d like you to provide to the committee any and all documents that you and your office have relating to any analysis you did regarding the impact on eligible voters that your request would have. Did you look into that?

Keep in mind in North Carolina what they did is they systematically figured out when black people vote; they figured out how they vote; and then they, with precision—with precision—made sure that they did everything in their power to stop them from voting.

And so I just want to make sure that we have the documentation. I’m sure whatever you did is proper, but I’d just like to know. It would be congressional malpractice on my part, as a son of people who could not vote, to sit here and have you all here and not address this issue. So I’d just like to have the documents. That’s all. I’m sure you’ve got justification.

Mr. KEMP. Well, Representative, it’s really a pretty simple thing that we were trying to do. We were simply trying to make the Federal form have the same questions as the State form.

But I will tell you, as the State of Georgia, under my administration and leadership, we have implemented online voter registration where anybody that has a driver’s license or a State-issued ID card can register to vote 24 hours a day, 7 days a week. And we’ve had over 360-some thousand people that have used that system.

Right now, we have a Student Ambassadors Program that we started last year with a pilot of 14 high schools around the State and 150 kids. It’s now ballooned to over 800 students in any kind of high school that you can imagine across the State of Georgia. We have over 102 high schools where we’re actually teaching students in the school to register their peers to vote.

So I can assure you if anybody that meets the requirements and wants to register to vote in Georgia, they can easily do so.

Mr. CUMMINGS. I’m glad to hear that. I just have two more questions. The Court of Appeals for the D.C. Circuit temporarily halted and reversed the unilateral action by the EAC Executive Director. However, prior to that, do you know how many voters in Georgia had tried to register using the Federal form and were turned away because they did not provide proof of citizenship?

Mr. KEMP. I wouldn’t be able to answer that question.

Mr. CUMMINGS. And how long will you need to get back to us on that? Can you get that information?

Mr. KEMP. I’ll have to check on that and get back to you.

Mr. CUMMINGS. Mr. Chairman, as I said, I am just concerned. When Justice Ginsburg was talking about Texas, I think it was in the Shelby case, and she was saying that 600,000 Texans would not be able to vote, I mean, if we want to have an emergency, that’s what the emergency ought to be about. Every single person, I don’t care whether they’re Tea Party, Green Party, Democrat, or Republican, I will fight for their right to vote.

And I just want to thank you, Mr. Chairman, for your courtesy. And I look forward to your responses, Secretary of State Kemp.
Mr. Kemp. Let me just make one point. While we were asking for the form to be changed, we never stopped taking the Federal forms.

Mr. Cummings. But can you understand—and I’m almost finished, Mr. Chairman. But can you understand why African American people, Hispanics, and others might be upset when people are—I’m not saying you—when people are blocking them from voting, when they’re paying taxes and working hard and doing everything they’re supposed to do and not be able to vote? I mean, can you understand it?

Mr. Kemp. Well, I can understand it, but I can assure you that that’s not happening in Georgia. Actually, we’ve seen minority participation increase in our State.

Mr. Cummings. Thank you.

Mr. Hurd. I’d like to thank our witnesses for taking the time to appear before us today.

If there’s no further business, without objection, the subcommittee stands adjourned.

[Whereupon, at 4:54 p.m., the subcommittee was adjourned.]
APPENDIX

MATERIAL SUBMITTED FOR THE HEARING RECORD
September 28, 2016

The Honorable Thomas Hicks  
Chairman  
U.S. Election Assistance Commission  
1335 East West Highway, Suite 4300  
Silver Spring, MD 20910

Brian Newby  
Executive Director  
U.S. Election Assistance Commission  
1335 East West Highway, Suite 4300  
Silver Spring, MD 20910

Cliff Tatum  
General Counsel  
U.S. Election Assistance Commission  
1335 East West Highway, Suite 4300  
Silver Spring, MD 20910

Dear Commissioner Hicks, Mr. Newby, and Mr. Tatum:

We are writing to follow up on our June 1, 2016, letter regarding Mr. Newby’s unilateral decision as Executive Director of the U.S. Election Assistance Commission (EAC) to amend the federal voter registration form to require proof of citizenship in Alabama, Georgia, and Kansas.

We remain extremely concerned that Mr. Newby’s actions violated internal EAC policies and precedent and may already have impaired the legitimate right to vote of many Americans. These concerns have been validated recently by the U.S. Court of Appeals for the D.C. Circuit, which has now issued an order temporarily halting and reversing Mr. Newby’s action because of “irreparable harm” and the “public interest.”

We appreciate that Mr. Newby and Mr. Tatum provided a briefing to our staff on August 1, 2016. However, our staff was troubled to learn the following information at the briefing:

1 Letter from Ranking Member Elijah E. Cummings, Ranking Member Robert A. Brady, and Assistant Democratic Leader James E. Clyburn to Election Assistance Commission Chairman Thomas Hicks (June 1, 2016).

Mr. Newby conducted no written analysis regarding the impact of his unilateral decision to require proof of citizenship on the ability of eligible voters to register to vote. He conducted no cost-benefit analysis of the impact of his decision to compare the potential for voter fraud to the potential for eligible voter disenfranchisement. This is concerning given reports that in Kansas alone, state records show that, as early as April, at least 30,000 applicants had been denied registration due to lack of documents, and some believe the actual number could have been as high as 45,000.3

Mr. Newby conceded that neither Alabama nor Georgia submitted any evidence that proof of citizenship requirements are necessary for those states to effectively administer their elections as required in the U.S. Supreme Court’s ruling in Arizona v InterTribal Council of Arizona and the Tenth Circuit Court of Appeals’ decision in Kobach v. EAC. Kansas reportedly submitted a report of only one ineligible voter in a single county.

Mr. Newby, the Executive Director of the nation’s top election administration agency, claimed that he had been unaware until recently that proof of citizenship laws could have a disproportionate impact on people of color. This is especially disturbing since it has been widely reported that these proof of citizenship laws unduly burden not only people of color, but young voters, women, the elderly, people with disabilities, low-income voters, and the homeless.4

Mr. Newby was aware that in the past, EAC had denied similar requests by states to require proof of citizenship through the state instructions to the federal form. Mr. Newby was also aware that his unilateral decision would depart from that past precedent, but he claimed that he “needed to have a point of view” and did not want to “rubber stamp” past precedent.

Mr. Newby knew prior to his action that Commissioner Hicks, the Vice Chairman of the EAC at the time, believed that the requests regarding proof-of-citizenship constituted a question of policy and therefore could not be handled by the Executive Director unilaterally.

Disregarding past precedent, EAC policies, and his conversation with the then-Vice Chairman, Mr. Newby decided to act alone rather than requesting a vote of the EAC or seeking public comment.

---


The Honorable Thomas Hicks, Mr. Brian Newby, and Mr. Cliff Tatum

- Mr. Newby admitted that, at the time of the decision, he did not believe the action would violate the National Voter Registration Act (NVRA), but now he believes that it is unclear.

In seeking a better understanding of Mr. Newby’s unilateral action, we requested specific documents and information. Unfortunately, EAC has withheld large categories of documents from Congress, claiming they are privileged or unable to be produced as a result of the court’s protective order.

At the August 1 briefing, Mr. Tatum, EAC’s General Counsel, committed to responding by the end of that week about whether EAC would produce redacted copies of documents over which EAC has claimed a privilege and would ask the Department of Justice to request that the court allow EAC to produce documents covered by the protective order.

Despite a follow-up email on August 12, 2016, Mr. Tatum has not provided a response to date.

Raising additional concerns, we also learned that on November 8, 2012, Mr. Newby wrote on his own blog, “No election administrator has been more in favor of closing the EAC than me.” On January 28, 2014, Mr. Newby wrote on the same blog, “the EAC is now a ‘was’.”

Given these troubling findings, we request that you produce all documents withheld for attorney-client or deliberative process privileges, with the privileged portions redacted. We also request that you arrange for staff to hold meetings with each EAC Commissioner to learn more about their conversations with Mr. Newby and about his unilateral decision.

Finally, given the new information Mr. Newby has obtained about the disproportionate impact of his decision on people of color, his lack of analysis regarding the impact on eligible voters’ ability to vote, and his lack of clarity as to whether his decision undermines the NVRA, we request that Mr. Newby rescind his unilateral decision and reconsider it in a manner consistent with the U.S. Constitution, the NVRA, past EAC precedent, and current EAC policies and procedures.

We request a response by October 6, 2016. Please contact Karen Kudelko of Ranking Member Cummings’ staff at (202) 225-5051, Khalil Abboud with Ranking Member Brady’s staff at (202) 225-2061, or Amy Miller Pfeiffer with Assistant Democratic Leader Clyburn’s staff at (202) 226-3210 with any questions.

Thank you for your consideration of this request.

---

5 Brian Newby, Election Diary, *We’ve Got to Fix This* (Nov. 8, 2012) (online at electiondiary-briandnewby.blogspot.com/2012/11/weve-got-to-fix-this.html).

Sincerely,

Elijah E. Cummings
Ranking Member
Committee on Oversight and Government Reform

Robert A. Brady
Ranking Member
Committee on House Administration

James E. Clyburn
Assistant Democratic Leader
States Ask Feds for Cybersecurity Scans Following Election Hacking Threats

BY: Nafeesa Syeed, Bloomberg News | September 19, 2016

(TNS) — A spate of hacking attacks has put U.S. states on edge ahead of November’s presidential vote as election officials rush to plug cybersecurity gaps with help from the federal government.

Nine states have asked for “cyber hygiene” scans in which the Department of Homeland Security looks for vulnerabilities in election authorities’ networks that are connected to the internet, according to a DHS official who asked not to be identified because the information isn’t public. With less than two months before the election, DHS wants more states to sign up.

The threat — primarily from foreign hackers or intelligence agencies — affects states that are reliably Democratic or Republican as well as key battlegrounds including Pennsylvania and Ohio, officials and cybersecurity experts said. While hackers may not be able to change the actual outcome from afar, they could sow doubts by manipulating voter registration websites, voter databases and systems used to track results on election night.

“We’re certainly on high alert,” said Dean Logan, the registrar-recorder and county clerk in Los Angeles County, the nation’s biggest electoral district. “Across the whole network of services and online applications for the county there are frequent indications of attempts to get into those systems.”

Most states use voting equipment that can generate a paper record, allowing for audits or recounts if the result is close or tampering is suspected. Among the exceptions is Pennsylvania, which both Hillary Clinton and Donald Trump are targeting as a priority.

The electronic voting machines in 50 of Pennsylvania’s 67 counties leave no paper trail, according to Verified Voting, a California-based nonprofit that monitors voting methods. Many of those counties use touch-screen machines, which are especially vulnerable, according to Andrew Appel, a computer science professor at Princeton University who stores in a warehouse the old voting machines that his research teams have hacked over the past dozen years.

Though the touch-screen machines aren’t connected to the internet — where hackers can do damage from around the world — someone with physical access to the devices could employ techniques such as inserting a cartridge carrying malware that could reprogram their software, he said. Similar machines are used in Louisiana, New Jersey, South Carolina, Tennessee and Texas.

“There’s no way to know that they have been hacked,” Appel said. “And there’s no way to recover what the vote should have been, and there’s no way to know that the votes may be wrong.”

Marian Schneider, Pennsylvania’s deputy secretary for elections and administration, said her state is taking advantage of DHS’s offer to scan computer systems and is considering hiring a contractor to bolster cybersecurity.

“We’re going to be making sure that there are no exploitable vulnerabilities in our systems,” said Schneider, whose agency oversees everything from state voter registration databases to aggregating local election results.

In a recent simulation, Symantec Corp. said its workers were able to easily hack into an electronic voting machine. It was possible to switch votes as well as change the volume of data, said Samir Kapuria, senior vice president and general manager of Symantec’s cybersecurity group.

“It was pretty vulnerable to multiple attacks both physically as well as when that information got transmitted upstream for the tabulation systems,” Kapuria said, without providing the machine’s maker or saying where it is used. Symantec is working with the manufacturer to make improvements, he added.

http://www.governing.com/templates/gov_print_article?id=394005991
DHS’s major concern isn’t necessarily a hacker changing ballots on Election Day, but an actor stirring up enough confusion in the “election infrastructure” as to undermine public confidence in the vote, according to the agency’s official.

In an Aug. 1 speech in Columbus, Ohio, Republican presidential nominee Donald Trump said that he’s “afraid the election is going to be rigged, I have to be honest,” and he said cheating would be the reason if he loses Pennsylvania.

The DHS “cyber hygiene” assessments are quick tests that let states know of holes they should urgently fix. The department also is in talks with some states to do on-site visits to scan election authorities’ internal networks that aren’t linked to the internet. But with less than two months to go, few states will receive such a deep dive. States have told the feds it would be disruptive at this point to examine individual voting machines, so DHS will have to save those tests for after the election.

Concern about election tampering rose after hackers attacked servers at the Democratic National Committee and related organizations, taking internal emails and data that were made public on the WikiLeaks website. The revelations prompted DNC Chairwoman Debbie Wasserman Schultz to resign days before Clinton was formally named the party’s nominee.

The FBI has “high confidence” recent attacks were orchestrated by Russia, according to a person familiar with the agency’s probe. President Vladimir Putin has rejected the accusations.

FBI Director James Comey has said his agency is working “very hard to understand” whether a foreign government is hacking U.S. systems in order to influence elections or other national affairs.

Working against foreign hackers is the sheer complexity of the decentralized U.S. electoral system, which has about 9,000 separate jurisdictions where citizens go to vote.

“The beauty of the American voting system is that it’s diverse among the 50 states and it’s clunky as heck,” Comey said Sept. 8 at a conference in Washington. “It is hard for an actor to reach our voting processes.”

Besides the voting machines, hackers looking to cause chaos on Election Day could alter voter registration records and electronic poll-books, used to verify voters’ identities at precincts. Local jurisdictions also worry about hackers tampering with websites that tell people where to vote or provide other information about the voting process.

During California’s June presidential primary, a number of voters in Riverside County found that their party affiliations had been changed, according to District Attorney Michael Hestrin. He said it appeared hackers accessed voter-registration data. In some cases, voters even found their race, address and birth date changed, Riverside County Republican Party Chairman Scott Mann said. Others didn’t find themselves in poll-books, Mann said.

Meddling with systems that tabulate and report the votes on election night — whether state election boards or media organizations — is another potential entry point for those wanting to cause mischief and undercut public confidence.

Ohio Secretary of State Jon Husted, a two-term Republican, said the state’s elections systems have been modernized with cybersecurity upgrades in recent years, and “there’s been nothing that’s occurred that’s given us any alarm.”

Even before the FBI warned state officials last month to improve election security, Husted said his office consulted with the agency and with the state’s cybersecurity experts. It even had the National Guard try to hack into Ohio’s election system to identify any vulnerabilities.

“Everything that we should be doing, we were already doing before these alerts came about,” Husted said in an interview in Columbus. “If you waited until the FBI called two weeks ago, then you were late.”

(Mark Niquette, Chris Strohm and Jordan Robertson contributed to this report.)
Checklist for Securing Voter Registration Data

The Help America Vote Act (HAVA) requires that each State, acting through the chief State election official, shall implement, in a uniform and nondiscriminatory manner, a single, uniform, official, centralized, interactive computerized statewide voter registration list defined, maintained, and administered at the State level that contains the name and registration information of every legally registered voter in the State and assigns a unique identifier to each legally registered voter in the State...

State requirements for registration differ greatly, but every State maintains personally identifiable information associated with the voter’s name to determine eligibility and precinct information. Due to the sensitive nature of this personal information, there is a natural concern on what security protocol has been used to secure the data.

This list is intended to provide election officials information on best practices to protect their voter registration data. State and local election officials have already implemented many of these items. Election officials may use it to provide assurance to members of the public who may question the security measures that have been implemented in their State.

- **Access Control** — only authorized personnel should have access to the voter registration database. Each person with authorization to the database should only have access to the data and information necessary for them to perform their job duties.
- **Auditability** — the database should have sufficient logging capabilities, including who has made modifications, the nature of the modifications, the authority to make those modifications, and to determine if there has been any unauthorized or inappropriate activity.
- **Detection** — use an intrusion detection system and monitor the incoming and outgoing traffic for signs of irregularities, such as multiple log-in attempts, above average traffic, large amounts of data being transmitted, etc. If detected have a response and mitigation plan in place.
- **Data Backups** — the database should be backed up routinely. If any unexpected modifications to the data were to occur, the database could be restored to the last known state prior to the unexpected modifications. The ability to perform backups and restores should be tested and validated.
Data Suppression – any data provided to outside sources is suppressed to only contain the data necessary for that entity to perform its legally authorized functions. For example, if an entity wants to obtain a copy of the data files to determine where specific voters live for GOTV campaigns, it does not need data field containing ID numbers and therefore, the additional information should not be provided.

Encryption – encryption should be used throughout, including but not limited to encrypting the database, server, backups, any files used for distribution, all data transmission and communication.

Firewalls – implementation of the proper use of network firewalls for the environment in use. Unauthorized access (or attempts to access) to the data should be detected, prevented, reported and escalated.

Remote Access Control – only allow remote access through secure networks, such as Virtual Private Networks (VPN).

System Interconnection – do not connect the voter registration database to any other information system that is not required for its use. When the voter registration system is required to be interconnected with another information system make sure the necessary security controls are in place for each system individually, as well as the communication channel between the systems.

Documentation – when data is obtained from an authorized entity, make sure to maintain documentation on who was provided the information, for what purpose, and what information was contained within the data set. If data is inappropriately distributed, it will be easier to determine the source distribution.

Conclusion: The security of voter registration data along with providing the assurance to the public that the data has been protected is of the upmost importance to every election official. Any database containing personal information should be protected with strategic layers of physical and technological security. Election officials may use this list as a baseline to assess the current security protocol surrounding the voter registration database as well as a reference to guide the public on what has already been implemented to protect their voter registration data and the integrity of their vote.

Resources: For additional technical resources, reference the following documents.

- National Institute of Standards and Technology (NIST) Cybersecurity Framework (CSF)
- NIST Special Publication 800-30
- NIST Special Publication 800-39
- International Organization for Standardization (ISO) 31000:2009
- ISO/IEC 27005:2011
August 30, 2016

The Honorable James Comey
Director
Federal Bureau of Investigation
935 Pennsylvania Avenue NW
Washington, D.C. 20530

Dear Mr. Director:

Based on multiple press reports, it appears that the Federal Bureau of Investigation (FBI) is investigating whether Russia executed cyber attacks against the Democratic National Committee (DNC) and the Democratic Congressional Campaign Committee (DCCC) that resulted in the illegal hacking of a wide range of emails and other documents.¹

We are writing to request that the FBI assess whether connections between Trump campaign officials and Russian interests may have contributed to these attacks in order to interfere with the U.S. presidential election.

Serious questions have been raised about overt and covert actions by Trump campaign officials on behalf of Russian interests. It is critical for the American public to know whether those actions may have directly caused or indirectly motivated attacks against Democratic institutions and our fundamental election process.

On July 22, 2016, just days before the Democratic convention, approximately 20,000 pages of illegally hacked documents were leaked by WikiLeaks in an apparent attempt to influence the U.S. presidential election in favor of Donald Trump.² According to one press report:

The FBI suspects that Russian government hackers breached the networks of the Democratic National Committee and stole emails that were posted to the anti-secrecy site
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WikiLeaks on Friday. It’s an operation that several U.S. officials now suspect was a deliberate attempt to influence the presidential election in favor of Donald Trump, according to five individuals familiar with the investigation of the breach.\(^3\)

Donald Trump has repeatedly praised Russian President Vladimir Putin, stating that “he’s doing a great job,”\(^4\) “I’d get along very well with Vladimir Putin,”\(^5\) and “It is always a great honor to be so nicely complimented by a man so highly respected.”\(^6\) Donald Trump’s business interests in Russia have also been widely reported.\(^7\)

Donald Trump has proposed shocking policy positions that would greatly benefit Russia, including breaking from longstanding U.S. commitments to our NATO allies to combat Russian aggression\(^8\) and weakening sanctions and recognizing Russia’s annexation of Crimea.\(^9\)

Of direct concern, however, are Donald Trump’s comments encouraging Russian hacking and his top aides’ previously undisclosed connections to Russian officials and interests.

On July 27, 2016—the third day of the Democratic convention—Donald Trump urged Russia to hack Secretary Hillary Clinton’s emails.\(^10\)

---

\(^3\) FBI Suspects Russia Hacked DNC; U.S. Officials Say it Was to Elect Donald Trump, Daily Beast (July 25, 2016) (online at www.thedailybeast.com/articles/2016/07/25/fbi-suspects-russia-hacked-dnc-u-s-officials-say-it-was-to-elect-donald-trump.html).


\(^7\) Inside Donald Trump’s Financial Ties to Russia and His Unusual Flattery of Vladimir Putin, Washington Post (June 17, 2016) (online at www.washingtonpost.com/politics/inside-trumps-financial-ties-to-russia-and-his-unusual-flattery-of-vladimir-putin/2016/06/17/dbdcacc8-31a6-11e6-8f1f-7b6c19987fa0_story.html?postshare=1821472042965377&tid=ss_mail).

\(^8\) Trump Takes Heat from NATO Officials for Interview Comments, Fox News (July 21, 2016) (online at www.foxnews.com/politics/2016/07/21/trump-takes-heat-from-nato-officials-for-interview-comments.html).

\(^9\) This Week with George Stephanopoulos, ABC News (July 31, 2016) (online at http://abcnews.go.com/Politics/week-transcript-donald-trump-vice-president-joe-biden/story?id=41020870).

Less than two weeks later, on August 8, 2016, Roger Stone, a Donald Trump confidante, revealed that he has communicated with WikiLeaks founder Julian Assange about the upcoming release of additional illegally-hacked Democratic documents. Mr. Stone made these statements during a Republican campaign event while answering a question about a potential “October surprise.”

It is unclear whether U.S. law enforcement authorities have interviewed Mr. Stone about his communications with Mr. Assange or about his knowledge of how WikiLeaks obtained the illegally-hacked documents.

In addition, on July 7, 2016, one of Donald Trump’s foreign policy advisers, Carter Page, traveled to Moscow to give a speech that was harshly critical of the United States and its “hypocritical focus on ideas such as democratization, inequality, corruption and regime change.” Mr. Page had touted his extensive dealings with Russian energy giant Gazprom, claiming that he had been an adviser “on key transactions for Gazprom.” After Donald Trump named Mr. Page as his foreign policy adviser in March, Mr. Page explained that “his business has suffered directly from the U.S. economic sanctions imposed after Russia’s escalating involvement in the Ukraine.”

Mr. Page appears to enjoy high-level access to Russian officials that are currently under sanctions imposed by the United States government. According to one press report:

After the Obama administration added Rosneft Chairman Igor Sechin to its sanctions list in 2014, limiting Sechin’s ability to travel to the United States or do business with U.S. firms, Page praised the former deputy prime minister, considered one of Putin’s closest allies over the past 25 years. “Sechin has done more to advance U.S.-Russian relations than any individual in or out of government from either side of the Atlantic over the past decade,” Page wrote.
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It is unclear whether U.S. law enforcement authorities have interviewed Mr. Page about whether he met with Mr. Sechin or other individuals on the U.S. sanctions list during his trip to Moscow or on other occasions.

Another top adviser to Donald Trump, Lt. Gen. Michael Flynn, traveled to Moscow in December 2015 and joined Vladimir Putin at the head table during a dinner honoring the Kremlin-backed media network RT. During the event, General Flynn gave a speech that was highly critical of the United States, stating, “The United States can’t sit there and say, ‘Russia, you’re bad.’” The following week, President Putin praised Donald Trump as “an outstanding and talented personality.” General Flynn declined to answer media inquiries about whether he traveled to Moscow on Donald Trump’s behalf.

Most recently, Donald Trump’s campaign chairman, Paul Manafort, resigned after failing to disclose his role in assisting a pro-Russian party in Ukraine. Mr. Manafort reportedly had “wooed investments from oligarchs linked to Putin and advised the now-toppled pro-Russian Ukrainian president Viktor Yanukovych.” According to one press account:

Donald Trump’s campaign chairman helped a pro-Russian governing party in Ukraine secretly route at least $2.2 million in payments to two prominent Washington lobbying firms in 2012, and did so in a way that effectively obscured the foreign political party’s efforts to influence U.S. policy. ... Under federal law, U.S. lobbyists must declare publicly if they represent foreign leaders or their political parties and provide detailed reports about their actions to the Justice Department. A violation is a felony and can result in up to five years in prison and a fine of up to $250,000.

Rick Gates, a top strategist in Donald Trump’s campaign, reportedly worked with Mr. Manafort on this effort, “helping steer the advocacy work done by a pro-Yanukovych nonprofit,” including “downplaying the necessity of a congressional resolution meant to pressure the

---


Ukrainian leader to release an imprisoned political rival.” Although Mr. Manafort has resigned from his position, it appears that Mr. Gates continues to be a top adviser to Mr. Trump.

It is unclear whether U.S. law enforcement authorities have interviewed Mr. Manafort or Mr. Page about their failure to disclose this information, but several prominent Members of Mr. Trump’s party have expressed grave concerns.

For example, Republican Adam Kinzinger of Illinois called for an investigation into Donald Trump’s “chief adviser, what his association with the Russians are.” More broadly, Rep. Kinzinger criticized “this affection in the campaign for Russia and Vladimir Putin,” and he questioned how and why a reference to Russian offensive weapons was mysteriously removed from the Republican Party’s platform, noting that “it just happened.”

Similarly, Eliot Cohen, who served as a counselor at the State Department under the George W. Bush Administration, warned: “Foreign governments sometimes express preferences about who should be elected; that’s already problematic. But to do something in the nature of dirty tricks would be a very, very serious problem.”

Finally, House Speaker Paul Ryan’s spokesman stated: “Russia is a global menace led by a devious thug. Putin should stay out of this election.”

We do not know if Donald Trump’s public statements or the connections of his campaign officials to Russian interests directly or indirectly led to the cyber attacks against Democratic party organizations, but there is widespread agreement that the United States should take all steps possible to prevent Russia from interfering in our electoral process and prosecute to the full extent of the law anyone involved in such a scheme.

---

21 Id.


24 Speaker Paul Ryan Calls on “Global Menace” Russia to “Stay Out of This Election;” The Call Came After Donald Trump Encouraged Russian Hackers to Target Hillary Clinton, CNN (July 27, 2016) (online at http://time.com/4426783/paul-ryan-republicans-Donald-trump-russia/).
Thank you for your consideration of this request.

Sincerely,

Elijah E. Cummings
Ranking Member
Committee on Oversight and
Government Reform

Elliot L. Engel
Ranking Member
Committee on Foreign Affairs

John Conyers, Jr.
Ranking Member
Committee on the Judiciary

Bernie G. Thompson
Ranking Member
Committee on Homeland Security

cc: The Honorable Jason Chaffetz
The Honorable Bob Goodlatte
The Honorable Edward R. Royce
The Honorable Michael T. McCaul
Open Letter from the Nation’s Secretaries of State to Congress:
Let’s Work Together to Share the Facts about Cybersecurity and Our Elections

As Congress looks into national security concerns about cyber threats to our election, the nation’s Secretaries of State who serve as chief state election officials are issuing this letter via the National Association of Secretaries of State (NASS). Our bipartisan message: States are on high alert and will continue to vigilantly monitor their election systems for ongoing cyber threats and vulnerabilities. Fortunately, we have an infrastructure in place that will enable election officials to deal with problems in both the short and long-run. Understanding some basic facts about our system is important.

Of course, with talk of “rigged” elections and Russian attacks, there is much cause for concern. Recent efforts to mine data from voter registration systems in at least two states serve as an important warning against international cyber threats. As our national security agencies work to address any attempts by nation-state adversaries to disrupt the presidential election and call its integrity into question, there are many questions to be asking, including what constitutes an appropriate response and how to prevent further intrusions.

As public officials at all levels of government collaborate on these issues, there are important ways in which we can work together:

1) LET’S MAKE SURE THE AMERICAN PUBLIC UNDERSTANDS THE BUILT-IN SAFEGUARDS IN OUR PROCESS

Election officials are working overtime to help the public understand the components of our election process and some of the built-in safeguards that exist. Elections are largely administered by states and localities. Voting systems are spread out in a highly-decentralized structure covering more than 9,000 election jurisdictions and hundreds of thousands of polling locations. Machines are standalone and do NOT connect to the Internet. There are multiple layers of physical and technical security surrounding our systems. U.S. Department of Homeland Security (DHS) Secretary Jeh Johnson and FBI Director James Comey have both publicly stated that our process makes it highly unlikely that hackers can hijack election outcomes, as there is no central point of entry and NO NATIONAL SYSTEM to be attacked. In fact, there is no evidence that ballot manipulation has ever occurred in the U.S. via cyberattack.

Election officials welcome questions about security, and there are a range of options for getting more involved in the process – including becoming a poll worker to witness the process first-hand!

2) LET’S WORK TOGETHER TO KEEP OUR ELECTIONS SECURE

Just as we must have contingency plans for floods and all kinds of natural phenomena, we must also be ready to deal with man-made threats. The risks posed by foreign government hackers, cyber criminals and everyday hacktivists are not new to election officials. States and localities
are committed to working with national security agencies and other federal partners, including the U.S. Election Assistance Commission (EAC) and the National Institute of Standards and Technology (NIST), to solicit input on threats and risk mitigation in our elections. States are already deploying numerous resources for this election cycle, including extensive testing for cyber threats described by the recent FBI alert, and best practices guidelines produced by the EAC. Additional steps may be taken based upon credible or specific threats that are identified in the run-up to Election Day. Secretaries of State are also part of a DHS Election Infrastructure Cybersecurity Working Group, created for sharing resources, best practices and technical advice.

To be clear: The equipment that people vote on is NOT connected to the Internet. Vote counting is NEVER done with systems connected to the Internet, and tabulation systems are not networked. Election systems must be physically secured when not in use, with public accuracy and performance testing that anyone can observe. Post-election audits can help to further guard against deliberate manipulation of the election, as well as unintentional software, hardware or programming issues. Again, there are no documented cases of flawed voting results linked to alleged cyber hacking.

3) LET’S NOT CONFUSE NON-VOTING SYSTEMS WITH OUR VOTING SYSTEMS

Election management and voter registration systems make the voting process more efficient and accessible, but they are not linked to vote casting or counting. While it is theoretically possible to disrupt an election via networked systems, their compromise will not affect election results. These systems have their own fail-safes and contingency solutions that would make it highly difficult to leverage them for changing outcomes. Poll books, printed records, back-ups and back-ups of back-ups all provide multiple layers of security around this part of the process. Plus, information collected through online voter registration systems typically does not flow directly into statewide registration databases. Instead, voter information is sent to each local registrar of voters for processing.

Most importantly, anyone who discovers an issue with their voter registration status when they show up at a polling place will still have options for casting a ballot. Every state has routine procedures for assisting voters whose names don’t appear on the voter rolls. Adding names to rolls won’t help, unless hackers also have an army of impersonators on the ground to help perpetrate their scheme, and voter impersonation has been documented as a rare occurrence. Both DHS and FBI officials have declared these scenarios to be highly unlikely, instead pointing to “sowing doubt or confusion” as worst-case outcomes, which election officials would be able to address. Voters can also check their voter registration status through www.CanIVote.org.

4) LET’S SUPPORT INVESTMENT IN OUR VOTING PROCESS

It is no secret that elections are underfunded and under-resourced. The bipartisan Presidential Commission on Election Administration (PCEA) identified an “impending crisis in voting technology” as a key issue to address in its final 2014 report. There is no quick fix for this reality.
For that, we need a longer-term investment in our elections at all levels of government. Many states and localities want to replace or update their aging voting equipment, which is approaching its useful end of life. These systems were purchased by federal funding from the Help America Vote Act (HAVA) in the years following the contentious presidential election in 2000. In 2010, NASS produced a funding report noting that $396 million in HAVA funding remains to be appropriated by Congress.

Let’s explore how an investment in voting technology can benefit the security of our nation’s election process for the long-term, including cyber security as it relates to the federal development of voluntary voting systems standards for testing and certification overseen by the U.S. EAC and NIST. Besides asking what the next generation of voting technology will look like and how it will be secured, we must also determine how it will be adequately funded. This includes any kind of training that will be necessary to prepare the mammoth force of dedicated election officials and volunteers who run our system.

5) LET’S NOT TAKE ANY ACTIONS THAT WOULD UNNECESSARILY DAMAGE PUBLIC CONFIDENCE IN OUR PROCESS

There is no single piece of legislation or simple bureaucratic solution that can address all of the complex cyber security issues facing election officials, political parties and campaigns. While NASS currently has no position on a critical infrastructure designation by DHS, it has been made clear by Secretary Johnson that it will not come with additional funding for states and localities, and details on how this designation would be applied to elections are unclear. Some of our members have raised questions about how it would be possible to maintain public confidence in our elections, which are built on transparency and public access, if they are intermingled with national security agencies that understandably depend upon secrecy in their function. Others have been vocal in their view that such a designation would undercut the constitutional role that states and localities play in our elections and complicate the ability of states to work together with federal partners to combat cyber threats.

In the short-term, our goal is to avoid distractions and work together with our federal partners to secure the systems that are in place for the November election. Long-term, a larger dialogue is needed to avoid actions that would interfere with — or simply be perceived as interfering with — public ownership of elections by local communities and the citizens who run them, or be seen as threatening transparency and trust in our imperfect, but time-tested system of participatory democracy. Our collective imperative must be to ensure that actions to protect our elections do not create undue alarm or mistrust that will threaten voters’ confidence in the outcomes.

Be sure to talk to your state and local election officials if you have additional questions. As we head into high gear for Election Day, Secretaries of State are taking every precaution to deliver a voting process that is not only safe and secure, but also fair, accurate and accessible. Voters must have no doubt that their votes — and votes alone — will determine the next President of the United States this November.
September 28, 2016

The Honorable William Hurd, Chairman
The Honorable Robin Kelly, Ranking Member
Subcommittee on Information Technology
U.S. House Committee on Oversight & Government Reform
2157 Rayburn House Office Building
Washington, DC 20515

RE: Hearing on “Cybersecurity: Ensuring the Integrity of the Ballot Box”

Dear Chairman Hurd and Ranking Member Kelly:

The Electronic Privacy Information Center (“EPIC”) is a public interest research center established more than 20 years ago to focus public attention on emerging privacy and civil liberties issues. EPIC has a long history of working to protect voter privacy and election integrity. EPIC, Verified Voting, and Common Cause last month released *The Secret Ballot at Risk: Recommendations for Protecting Democracy*, a report highlighting the right to a secret ballot and how Internet voting threatens voter privacy. We have submitted a copy of the report with this letter. Additionally, in April 2015, as the result of a Freedom of Information Act lawsuit, EPIC obtained a September 2011 report about online voting from the Department of Defense. The report, produced in response to EPIC’s July 2014 FOIA request, summarizes a pilot test of e-voting system. The report recommends several changes, including accessibility and user interface, but does little to address privacy and security concerns except for recommending “visible security features” to “give users greater confidence in the privacy and security of their ballots.” EPIC has also previously submitted comments and testified before the Election Assistance Commission.

---

The Secret Ballot

The right to cast a secret ballot in a public election is a core value in the United States’ system of self-governance. Secrecy and privacy in elections guard against coercion and are essential to integrity in the electoral process. Secrecy of the ballot is guaranteed in state constitutions and statutes nationwide. However, as states permit the marking and transmitting of marked ballots over the Internet, the right to a secret ballot is eroded and the integrity of our elections is put at risk.

Since its widespread adoption in 1896, the concept of the secret ballot has remained a cornerstone of our democratic process. In the 1992 case of *Burson v. Freeman*, the Supreme Court described voter privacy as a means of preventing voter fraud while protecting against undue coercion. Upholding a Tennessee statute that prohibited political candidates from campaigning within 100 feet of a polling place entrance, the Court stated:

> [A]n examination of the history of election regulation in this country reveals a persistent battle against two evils: voter intimidation and election fraud. After an unsuccessful experiment with an unofficial ballot system, all 50 States, together with numerous other Western democracies, settled on the same solution: a secret ballot secured in part by a restricted zone around the voting compartments. We find that this widespread and timetested consensus demonstrates that some restricted zone is necessary in order to serve the States’ compelling interests in preventing voter intimidation and election fraud.

Because of the documented history of voter intimidation, coercion, and fraud associated with third party knowledge of how individual voters cast their ballots, it is important not to underestimate the importance of voter privacy. No community is immune to the effects of voter manipulation, but some communities are more vulnerable than others—for example minorities, new citizens, or the poor. Our need for privacy protections is just as strong today as it was when the secret ballot was adopted.

Federal and state courts and legislatures have historically taken measures to protect the right of voters to vote their conscience without fear of retaliation. Our findings in *The Secret Ballot at Risk: Recommendations for Protecting Democracy* showed that 44 states have a constitutional provision guaranteeing that secrecy in voting shall be preserved. Some states, such as Alabama, provide an individual right to a secret ballot. Others, such as Delaware, require the state legislature to prescribe laws protecting ballot secrecy. The six states (and DC)

---

7 Id. at 206.
8 See id.
9 AK, AL, AR, AZ, CA, CO, CT, DE, FL, GA, HI, IA, ID, IL, IN, KS, KY, LA, MA, MD, ME, MI, MN, MO, MS, MT, NC, ND, NE, NM, NV, NY, OH, PA, SC, SD, TN, TX, UT, VA, WA, WI, WV, WY.
10 See e.g. Ala. Const. Art. VIII, § 177, as amended by Ala. Const. Amend. No. 865.
11 See e.g. Del. Const. art. 5 § 1.
that do not have a constitutional provision regarding ballot secrecy have statutory provisions referencing secrecy in voting.12

Despite the strong recognition of the importance of the secret ballot in state constitutions and statutes, state governments are experimenting with Internet voting in public elections. Our state survey found that 32 states and D.C. offer Internet voting to at least some voters, typically military and overseas voters.13 In Alaska, all absentee voters can vote via the Internet. In Utah, voters with disabilities are also allowed to use the system. Of the 32 states and D.C. that offer some form of Internet voting, voters in 28 of those states and D.C. are explicitly required by state elections officials to sign a waiver of their right to a secret ballot in order to vote over the Internet. In the five other states, voters are permitted to cast ballots via the Internet with no warning from elections officials that their ballot may not remain secret.14

Internet voting will erode voter privacy and threaten election integrity. We need look no further than the warning all Alaska voters receive if they use the online voting system to cast their absentee ballots. Alaska acknowledges that the system is insecure and may not work, warning voters that "[w]hen returning the ballot through the secure online delivery system, your [sic] are voluntarily waving [sic] your right to a secret ballot and are assuming the risk that a faulty transmission may occur."15 A similar warning on a physical polling place voting system would be considered unacceptable.

Recommendations on Voting and Privacy

1. Ballot secrecy and voter privacy should be the terms used to describe privacy within the context of voting technology standards as well guidelines related to certification and testing.
2. Ballot secrecy and voter privacy must be core values within the context of voting technology standards and testing and certification of voting systems.
3. Full sections on voter privacy should be included in each of the standards sections that address system operation.
4. Implement fail-safe approaches to ensure that when voting systems fail or malfunction they do so in a way that protects ballot secrecy, accuracy of the votes recorded, retained, and reported in final election results.
5. Internet voting should not be implemented in any public election.

12 DC, NH, NJ, OK, OR, RI, VT.
13 AK, AL, AZ, CA, CO, DC, DE, FL, HI, IA, ID, IN, KS, LA, MA, ME, MO, MS, MT, NC, ND, NE, NJ, NM, NV, OK, OR, RI, SC, TX, UT, WA, and WV all offer some form of Internet voting.
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We look forward to working with you to ensure that voter privacy is protected in this election and elections to come.

Sincerely,

Marc Rotenberg
Marc Rotenberg
EPIC President

Caitriona Fitzgerald
Caitriona Fitzgerald
EPIC State Policy Coordinator