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(1) 

UNMANNED AIRCRAFT SYSTEMS: 
KEY CONSIDERATIONS REGARDING 

SAFETY, INNOVATION, ECONOMIC IMPACT, 
AND PRIVACY 

TUESDAY, MARCH 24, 2015 

U.S. SENATE, 
SUBCOMMITTEE ON AVIATION OPERATIONS, SAFETY, AND 

SECURITY, 
COMMITTEE ON COMMERCE, SCIENCE, AND TRANSPORTATION, 

Washington, DC. 
The Subcommittee met, pursuant to notice, at 2:32 p.m. in room 

SR–253, Russell Senate Office Building, Hon. Kelly Ayotte, Chair-
man of the Subcommittee, presiding. 

Present: Senators Ayotte [presiding], Heller, Moran, Daines, 
Cantwell, Schatz, Markey, Booker, and Peters. 

OPENING STATEMENT OF HON. KELLY AYOTTE, 
U.S. SENATOR FROM NEW HAMPSHIRE 

Senator AYOTTE. I want to call the hearing to order. I want to 
welcome our witnesses here today, appreciate all of you being here. 

Before I offer any of our opening statements, news is still coming 
in, but I want to acknowledge the tragedy in Europe this morning. 
My thoughts go out to the friends and families of those who were 
affected. We will be monitoring this as the situation develops. I 
know all of us are very sad to hear about this tragedy. 

With that, appreciate all of you being here today. I want to thank 
you because today’s hearing represents the second of an active 
spring schedule, including a series of hearings in preparation for 
this year’s Federal Aviation Administration reauthorization effort, 
as the agency’s authorization expires in September of this year. 

For years, unmanned aircraft systems, UAS, also sometimes 
more popularly called ‘‘drones,’’ have been identified with fighting 
terrorism abroad. I have appreciated the important work that this 
technology has been used for in terms of protecting our country. 

Today’s hearing is not about the military use of drones, but the 
commercial, recreational, and public utilization of a new technology 
that represents much promise. 

There has been great interest in this technology and its potential 
on the home front. For example, unmanned aircraft have countless 
civil and public applications. Just to name a few, they could assist 
in furthering precision in agricultural methods. They can conduct 
routine operations like utility line inspections that are expensive 
and sometimes dangerous when individuals do those on their own. 
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They could enhance law enforcement and our homeland security 
when used appropriately, in protection of civil liberties. 

They could empower creative film makers. They could enable 
faster news gathering. They could bring sports action even closer 
to viewers. They may save lives in search and rescue operations, 
such as are often required on New Hampshire’s legendary Mount 
Washington and some of the difficult rescue missions that have 
been done in our White Mountain National Forest. 

There is a great deal of potential for unmanned aircraft in Amer-
ica and reports estimate that UAS integration could yield tens of 
thousands of manufacturing jobs and tens of billions of dollars of 
positive economic impact, which all of us, of course, welcome to our 
economy. 

We want America to be the location of innovation, but at the 
same time, we have to look at this new technology and ability in 
balancing other important considerations that we have in this 
country. 

We cannot sacrifice safety, privacy, or prudent use of this new 
technology consistent with existing laws that we have and stand-
ards that we expect from people. 

These principles are not mutually exclusive. This hearing is an 
opportunity to learn more about how all of this fits together. We 
have heard previously, as I scheduled this hearing from eager oper-
ators that are worried we are falling behind competing nations, 
that integration has been slow. 

The FAA has granted dozens of exemptions allowing for the com-
mercial use of unmanned systems, but the list of those waiting in 
line is still long. However, FAA announced a new interim policy to 
speed up authorizations today, and additionally, best practices and 
opportunities for testing UAS technologies are incomplete. 

The FAA’s designated test sites have potential that has yet been 
fully realized. As with any new technology, incorporation requires 
thoughtful work and caution, particularly when it involves our na-
tional airspace system, the most complex aviation system in the 
world. There is a great potential here, but it must be managed cor-
rectly. 

The FAA’s proposed rule published last month is a meaningful 
step in that direction. Access is expanded, but the proposed restric-
tions would not throw open the door unfettered to the use of un-
manned systems. 

Potential operators may be disappointed by limitations imposed 
by this proposed rule. However, it is important that this rule is de-
signed to be the next step, and that FAA is looking ahead to iden-
tify future areas to enable UAS usage. 

At any stage of UAS integration, a primary consideration has to 
be safety. We have all seen reports of UAS being flown recklessly, 
either near commercial aircraft, including the airport I regularly 
use in Manchester, New Hampshire, in dangerous proximity to peo-
ple or landing in sensitive areas, like we heard, the White House 
lawn. 

No doubt as this fledgling industry expands, there will be more 
growing pains, but thoughtful policymaking and industry action 
can ensure the lowest risk to people and property. 
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In addition to safety rules, it is important to have an ongoing 
dialogue about how unmanned aircraft will impact our lives and 
our expectations. In furtherance of that objective, the National 
Telecommunications and Information Administration is engaging 
stakeholders to consider best practices to address issues of privacy, 
transparency, and accountability. 

There is no easy cure all, but having concerned parties at the 
table developing ways to respect these considerations while ena-
bling utilization of the potentially transformative technology is a 
worthy endeavor. 

Mr. Morris from NTIA is here today to provide information on 
this multi-stakeholder process. 

It is no surprise, and I think we can all understand, that one of 
the primary concerns that people have about the use of these un-
manned systems is privacy. Unlimited surveillance by Government 
or private actors is not something that our society is ready or will-
ing or should accept. 

Because UAS can significantly lower the threshold for observa-
tion, the risk of abuse and the risk of abusive surveillance in-
creases, both from the Government side and also in the way that 
private individuals can interact with each other. 

While there are existing legal frameworks that may respond to 
some of these concerns, their application to unmanned aircraft 
pushes the boundaries and requires more attention and analysis. 

I look forward to hearing from all of you today about how you 
think we can best address these privacy concerns. 

I also want to point out that unmanned aircraft are not unique 
in their ability to observe. We do have other means where people 
are using telephoto lenses to allow observation at great distances, 
and other means of technology to observe other people as well. 

Here today, we want to hear about how we can best address the 
privacy concerns with these unmanned systems. 

This hearing is a chance to explore many of these important 
questions. I look forward to hearing the testimony today, as well 
as the comments of my colleagues, and I want to thank my Rank-
ing Member, Senator Cantwell, and turn it over to her. 

STATEMENT OF HON. MARIA CANTWELL, 
U.S. SENATOR FROM THE STATE OF WASHINGTON 

Senator CANTWELL. Thank you, Madam Chair, and thank you for 
scheduling this hearing. I, too, would like to start by offering my 
condolences to the loved ones of passengers and crew from 
Germanwings Flight 9525. Our thoughts and prayers are with 
them in this incredible tragedy. 

I would like to welcome our witnesses today, and thank them for 
testifying on such an important subject as unmanned aircraft sys-
tems, and certainly appreciate the depth and breadth of the exper-
tise that is represented on this panel today. 

I look forward to what each of you have to say about this area, 
and I am reminded that two FAA bill discussions ago, I think, we 
had similar discussions about defense and other applications as it 
related to the FAA and unmanned aerial vehicles. 
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At that point in time, a small company in my state was trying 
to figure out how to move forward in cooperation with the FAA, 
and today that company has more than 800 people. 

This industry has continued to grow. Today, we are here to talk 
about the integration of unmanned aerial systems that require a 
balancing act between the safety of our skies, which we cannot and 
will not compromise, and the many possibilities enabled by un-
manned systems, such as fighting wildfires, inspecting bridges and 
railroads, pipelines, aiding farmers, monitoring our borders, or sim-
ply delivering something as important as the new Seattle Seahawk 
Jersey. 

We all have heard from our constituents and local businesses 
about innovative solutions to existing problems or want to develop 
new markets using unmanned aerial system technology. 

Unfortunately, many of us have also heard from companies who 
had to move research or testing overseas as they were unable to 
receive the necessary permission from U.S. regulators in a timely 
fashion. 

American engineers and manufacturers will lead the way if we 
give them the ability to conduct the research and development, and 
I hope this panel can take the input here and help us move forward 
on how we do that. 

The small unmanned system rule proposed by the FAA in Feb-
ruary is an important step forward, but technological advance-
ments will not slow down while we determine how to address the 
newest set of challenges. 

For the most part, these challenges come in maintaining the 
safety of our airspace, the safety of people and property on the 
ground, and while the FAA’s proposal includes a robust analysis of 
commercial unmanned aerial systems, cost/benefits and concerns, 
there are issues that remain about non-commercial users in the 
recreational community. 

The number of pilots reporting near misses with these unmanned 
systems around airports at altitudes well above 400 feet speaks to 
the existing problem, which will only grow as technology becomes 
less expensive and more widely available. 

Some have suggested that we allow technological solutions to 
meet the demands created by technological problems and employ 
geo-fencing around airports and sensitive areas such as the White 
House to prevent reckless behavior or unintentional violations of 
airspace. 

This approach would change the paradigm of aviation, which has 
relied on self-regulation by pilots, but it is something I am sure we 
will be exploring today. 

There is also good news for safety because unmanned systems 
have the potential to save lives by performing dangerous tasks, as 
the Chairwoman was just mentioning. Virtually, all industries, 
such as inspecting power lines or assessing damage after a fire or 
the many natural disasters we have in the Pacific Northwest, could 
all be aided by these technology solutions. 

According to the Department of Labor, 4,400 workers died on the 
job in 2013, not all of these deaths could have been prevented by 
unmanned systems, but we have a responsibility to continue to im-
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prove worker safety, and some of these tasks could be performed 
in other ways. 

Many of the commercial unmanned systems that the FAA has al-
ready approved are from uses that promote worker safety, so I en-
courage the FAA to look at that in particular in this rulemaking. 

As the Chairwoman said, today the FAA just advanced an in-
terim policy. That interim policy, a blanket certification of the Sec-
tion 333, would streamline the process so that below 200 feet, it 
would be an easier process for people to proceed with this tech-
nology. I applaud the FAA in that move. 

While we await a final unmanned system rule, which I am not 
sure how long that is going to take, I am sure we will have ques-
tions about that, I want to make sure that we are keeping that 
time-frame in mind. I do think American owned companies are 
faced with competitive disadvantages because of the slow pace of 
regulation. 

Several governments across the world are already working hand 
in hand with commercial unmanned system operators to find solu-
tions where businesses can thrive with this existing new technology 
and also maintain the safety of airspace while they operate. I want 
to make sure that the U.S. stays mindful of that, and to being a 
home for this great technology. 

Another subject that I look forward to discussing here is the 
issue of privacy, including how this new technology will fit into our 
existing privacy laws and how we can protect private citizens and 
businesses from this unwanted surveillance. 

Some of the privacy debate is intertwined with larger discussions 
about data protection and security as well as tracking, so I hope 
we will be able to address these issues today, and I believe this 
hearing is an important step towards the FAA’s authorization bill, 
which Chairwoman Ayotte and I are working together with the 
Chairman of the full committee, and Ranking Member Nelson. 

I hope we can continue to move these bills forward. Thank you. 
Senator AYOTTE. I want to thank Senator Cantwell and most of 

all welcome our panel of witnesses today, and thank you for being 
here and for taking the time to talk about this important topic be-
fore our committee. 

First, I would like to welcome Ms. Margaret Gilligan. Ms. 
Gilligan is the Associate Administrator for Aviation Safety at the 
Federal Aviation Administration. Thank you, Ms. Gilligan. 

STATEMENT OF MARGARET GILLIGAN, 
ASSOCIATE ADMINISTRATOR FOR AVIATION SAFETY, 

FEDERAL AVIATION ADMINISTRATION 

Ms. GILLIGAN. I would like to thank the Chair, Senator Ayotte, 
and the Ranking Member, Senator Cantwell, and members of the 
Subcommittee for the opportunity to be here today. 

Before beginning my testimony, I, too, would like to express our 
condolences to those who were affected by today’s tragic accident. 
Both the National Transportation Safety Board and the FAA are 
standing by to assist in the investigation in any way that we can. 

We are here today to discuss the safe integration of unmanned 
aircraft systems or UAS into the national airspace system. This 
technology holds huge potential and can be applied to a wide range 
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of uses, but the technology also introduces new risks into the avia-
tion system. 

As UAS technologies continue to advance at a rapid pace, the 
challenge is to develop a regulatory framework that will allow for 
continued innovation while ensuring the safety of other users of the 
airspace and people and property on the ground. 

Since the 2012 FAA Reauthorization Act, we have made a lot of 
progress, and we have learned a lot along the way. The FAA put 
forward a comprehensive plan and a 5-year roadmap to safely ac-
celerate the integration of civil UAS. We have an aggressive re-
search program that leverages the assets of our interagency part-
ners and industry to overcome some of the largest barriers to UAS 
integration, such as detect and avoid technologies and standards. 

The six UAS test sites that we selected in 2013 to aid in UAS 
integration are fully operational, and have established their re-
search agendas. 

The FAA Technical Center in Atlantic City, New Jersey is receiv-
ing data from the test sites that will help answer some of the key 
questions about how unmanned aircraft can interface with air traf-
fic control. The Tech Center is working closely with the test sites 
to identify the data that will be most useful to the FAA. 

To facilitate commercial integration, we have issued over 60 ex-
emptions under Section 333 of the 2012 Act. These operations do 
not pose a risk to others operating in the NAS, to the general pub-
lic, or to the national security, and they can be safely conducted by 
UAS without an Airworthiness Certificate. 

We have learned a lot in the process of approving these exemp-
tions, and we are working hard to increase efficiency and decrease 
processing time for these requests. 

The FAA has also issued restricted category type certificates to 
two UAS so they can conduct flights for commercial purposes in the 
Arctic. We have issued 176 Special Airworthiness Certificates in 
the experimental category for civil UAS operations. Thirty-four of 
those approvals are active today. These approvals facilitate re-
search and development, crew training, and market surveys. 

Last month, we proposed a rule that would allow routine use of 
small unmanned aircraft systems for commercial purposes without 
an Airworthiness Certificate or a Certificate of Waiver or Author-
ization for the use of airspace. 

The proposed rule would cover many potential small UAS oper-
ations, and offers a flexible framework for the safe use of these sys-
tems while accommodating future innovation in the industry. With 
this proposal, the United States would have one of the most flexible 
UAS regulatory frameworks in the world. 

As UAS operations in the system increase, we are reaching out 
to educate the public on the safe and responsible use of UAS. The 
FAA provided model aircraft enthusiasts guidance on the ‘‘do’s and 
don’ts’’ of safe model aircraft operation. 

We have partnered with members of the industry and the mod-
eling community to initiate the Know Before You Fly campaign to 
promote safe and responsible UAS operations. 

The FAA is also working to position law enforcement to deter, 
detect, investigate, and report unauthorized or unsafe operations. 
While our first action is to educate UAS operators about compli-
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ance, when appropriate, we will and we have used administrative 
or legal enforcement actions. 

Issuing a final rule for small UAS operations is a top priority for 
the FAA, but we are already looking beyond that rulemaking to 
identify additional types of operations and what technologies we 
may need to certify. 

The FAA has consulted with the UAS Aviation Rulemaking Com-
mittee for recommendations for enabling UAS operations with the 
highest societal benefits. These recommendations will result in ad-
ditional focus areas that will become the centerpiece of FAA’s plans 
for UAS integration. 

As the industry and system grow more complex, we must ensure 
that our resources are directed to the areas with the highest safety 
risks. We will need to expand collaborative data driven processes 
with the UAS industry to improve safety and streamline certifi-
cation. 

To reach these objectives, we are developing a new advisory cir-
cular to inform the UAS industry how to use risk based decision-
making to establish certification criteria. This advisory circular is 
essential for enabling the certification of larger UAS for operation 
in the NAS. 

The FAA is safely and steadily integrating UAS into the NAS, 
and as we do, we continue to look to the future to make sure the 
proper framework and standards are in place to facilitate safe inte-
gration in an increasingly complex airspace system. 

We look forward to continuing to work with our partners in Gov-
ernment, the aviation community, and this committee to make 
steady progress toward that goal. 

This concludes my statement, and I look forward to answering 
your questions. 

[The prepared statement of Ms. Gilligan follows:] 

PREPARED STATEMENT OF MARGARET GILLIGAN, ASSOCIATE ADMINISTRATOR FOR 
AVIATION SAFETY, FEDERAL AVIATION ADMINISTRATION (FAA) 

Senator Ayotte, Senator Cantwell, Members of the Subcommittee: 
Thank you for the opportunity to appear before you today to discuss the status 

of the safe integration of Unmanned Aircraft Systems (UAS) into the National Air-
space System (NAS). 

The FAA is safely and steadily integrating UAS into the largest, most complex 
aviation system in the world. At the same time, UAS technologies continue to ad-
vance at a rapid pace. Consequently, novel applications emerge challenging us to 
develop a regulatory framework that will allow for continued innovation while en-
suring the safety of other users of the airspace and people and property on the 
ground. 

The FAA Modernization and Reform Act of 2012 (2012 Act) established the frame-
work for the integration of UAS into the NAS and tasked the FAA with the safe 
integration of civil UAS into the system by October 2015. We have followed through 
with Congress’ intent in the 2012 Act and have completed milestones forming the 
foundation for future integration. This includes long-term planning for the future 
of integration, collaborative research and development with interagency partners 
and with industry, and the establishment of test sites and airspace for UAS re-
search and development and testing. 

Consistent with the authority in section 333 of the 2012 Act, the FAA has issued 
48 exemptions that allow for commercial activity in the NAS in low-risk, controlled 
environments. An exemption may be granted after a two-step process. First, the Sec-
retary of Transportation determines that, based on criteria set forth in the statute, 
the UAS does not pose a risk to those operating in the NAS, the general public, or 
national security and it can be safely operated without an airworthiness certificate. 
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1 RTCA, Inc. is not-for-profit organization that serves as a Federal advisory committee to the 
FAA. See http://www.RTCA.org. 

The FAA will then use its exemption authority to grant relief from FAA regulations 
that may apply. The exemption process allows the FAA to evaluate each request to 
determine what conditions are required to ensure that the operation will not create 
an adverse impact on safety. Once an exemption is granted, the applicant must then 
apply for a civil Certificate of Waiver or Authorization (COA), an FAA authorization 
issued by the Air Traffic Organization permitting the operator to use specific air-
space to conduct the proposed operation. 

Last month, we proposed a rule that would allow small unmanned aircraft sys-
tems to operate for commercial purposes without first obtaining an airworthiness 
certificate, section 333 exemption, or a COA. The proposal would cover many poten-
tial small UAS operations and would offer a flexible framework for the safe use of 
small unmanned aircraft, while accommodating future innovation in the industry. 
As proposed, the United States would have one of the most flexible UAS regulatory 
frameworks in the world. 

In addition to near-term challenges, the FAA is looking ahead at what is next, 
and how to coordinate near and long-goals while leveraging available resources to 
address the most pressing risks to the system. 
Laying a foundation and taking the next step for safe integration 

From the outset, we have worked closely and successfully with government part-
ners and industry stakeholders to achieve milestones put forward by the Act. We 
developed two long-term planning documents, the Comprehensive Plan and a five- 
year Roadmap, in coordination with other governmental agencies and industry to 
safely accelerate the integration of civil unmanned aircraft systems in the NAS. We 
have worked with members of the UAS Executive Committee (ExCom) to leverage 
our collective assets and conduct research and development to overcome some of the 
largest barriers to UAS integration and ensure the continued safety of the NAS. The 
FAA has collaborated with the National Aeronautics and Space Administration 
(NASA) on studies advancing air traffic control interoperability with the future UAS 
use of detect-and-avoid (DAA) systems in controlled airspace. We continue to col-
laborate with members of industry on flight tests to validate RTCA 1 standards for 
DAA systems as well as command and control radios. RTCA began work on the 
standards at the request of the FAA in 2013 and they are scheduled for completion 
in 2016. These standards will help to resolve two of the difficult challenges facing 
the industry for integration of UAS into the NAS. NASA, the FAA, and industry 
partners have successfully demonstrated a proof-of-concept airborne DAA system 
and prototype radios for use as command and control systems for UAS. 

In November 2012, the FAA released its Arctic Implementation Plan to establish 
permanent operational areas and corridor routes in the Arctic for the operation of 
small UAS as required by the 2012 Act. In July 2013, a restricted category type cer-
tificate was issued to Insitu’s ScanEagle X200 and to AeroVironment’s PUMA so 
that each UAS could conduct Arctic flights for commercial purposes. In September 
2013, ConocoPhillips began using Insitu’s ScanEagle for its marine mammal and ice 
surveys. In June 2014, BP began using AeroVironment’s Puma AE to survey its 
pipelines, roads, and equipment at Prudhoe Bay, Alaska. Safety and operational 
data from the operators will be used to develop UAS operations and performance 
standards. The FAA has also issued 176 special airworthiness certificates in the ex-
perimental category for civil UAS, 34 of which are currently active. Special air-
worthiness certificates are issued for research and development, crew training, and 
market surveys. 

In December 2013, the FAA selected six test sites for non-federal entities to test 
UAS technology and operations. By September 2014, all of the UAS test sites, which 
were selected based on geographic and climatic diversity, were operational and will 
help us gather operational data to foster further integration. Flights of unmanned 
aircraft have already been conducted at test sites, including flights for research on 
agricultural and wildlife monitoring and on law enforcement and emergency services 
support. 

Once the test sites were ready, the FAA gave them priority for their first COA. 
The test sites all qualified as public entities so their initial operations were under 
the public aircraft operations statute. In 2014, the FAA implemented a Designated 
Airworthiness Representatives program which will permit test site designees to 
issue experimental certificates for unmanned aircraft for research and development, 
crew training, and market surveys. Test site designees need only complete FAA 
training, available online or in person, to be authorized to work within this new pro-
gram. This new delegation authority will improve access to the test sites by UAS 
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manufacturers, as well as help to decrease the workload on the FAA to process UAS 
experimental certificates. 

On February 15, 2015, the FAA announced the Small UAS Notice of Proposed 
Rulemaking that would allow routine use of certain small UAS in the NAS. The pro-
posed rule would allow unmanned aircraft weighing up to 55 pounds to operate 
without the need for an airworthiness certificate if the operations take place under 
a set of parameters to maintain safety including operating at speeds below 100 mph 
and below 500 feet in altitude. The proposal would allow operations during daylight 
hours and would require the operator to be able to see the unmanned aircraft at 
all times. Rather than requiring a private pilot certificate, the proposal is for opera-
tors to obtain a FAA unmanned aircraft operator’s certificate by passing a written 
proficiency test. Before each flight, operators would conduct a preflight inspection, 
just as pilots do with manned aircraft today. The proposal does not permit flight 
over any persons not directly involved in the operation unless those persons are lo-
cated under a covered structure. Also, unmanned flights would not be allowed in 
Class A (18,000 feet & above) airspace and, unless air traffic control gives permis-
sion, would be restricted from operating in certain busy airspace or in airspace oth-
erwise restricted to most or all aviation users. 

In April 2008, the FAA chartered the small UAS Aviation Rulemaking Committee 
(ARC) that included members from a wide spectrum across the aviation community, 
to provide recommendations on how small UAS could be safely integrated into the 
NAS. In April 2009, the small UAS ARC provided recommendations and the FAA 
began working on a rulemaking that encompassed the widest possible range of 
small UAS operations. The approach utilized a regulatory structure similar to the 
one used for manned aircraft; small UAS operations that pose a low risk to people, 
property, and other aircraft would be subject to less stringent regulation, while 
small UAS operations posing a greater risk would be subject to more stringent regu-
lation to mitigate the greater risk. Developing this broadly-scoped approach to the 
rulemaking effort took significantly longer than anticipated, as the FAA had a de-
sire to put forth a proposal that struck the right balance between mitigating safety 
risks, yet allowing for changing technology and innovation. 

The framework for UAS integration established by the FAA Modernization and 
Reform Act of 2012 enabled the FAA to take a more stream-lined, risk-based ap-
proach to this rule, and to lay a strong foundation that will facilitate safe integra-
tion and harness innovation in this rapidly evolving landscape. The flexibility with 
regard to airworthiness certification for small, low-risk operations that Congress 
provided in section 333 of the 2012 Act, enabled us to proceed with multiple incre-
mental UAS rules rather than a single omnibus rulemaking. 

The public comment period on the proposed small UAS rule is scheduled to close 
on April 24, 2015. Issuing a small UAS final rule is one of the FAA’s and the De-
partment of Transportation’s highest priorities, however the timing to promulgate 
the final rule will depend heavily on the quantity and substance of comments we 
receive. 
Building on the foundation for safe integration of UAS 

The FAA has issued nearly 50 exemptions under section 333 of the 2012 Act and 
will apply this experience to increase efficiencies and decrease processing time. 

The FAA continues to use information and data provided by test sites and other 
operators, as well as that obtained from its own research and development, or part-
nerships with other agencies or industry, to continue to identify challenges, validate 
advanced mitigation strategies, and explore opportunities to progress to the next 
steps in integrating UAS into the NAS. 

Test sites are providing data about the types and sizes of aircraft, number of oper-
ations, number of flight hours, notable operating parameters (for example, whether 
the flight was within or beyond visual line of sight), and any incidents and acci-
dents. Each site has also established its own research agenda. A significant portion 
of test site data analysis is being performed at the FAA William J. Hughes Tech-
nical Center. A Data Lead from the Technical Center, regional representatives, and 
research engineers, are visiting each UAS test site to evaluate how data is captured 
and maintained, ensure the integrity of data transferred to the FAA, and determine 
whether additional data collection would facilitate meeting the FAA’s research objec-
tives. The FAA invited public comment in the proposed small UAS rule on how the 
agency can improve or further leverage its test site program to encourage innovation 
and safe UAS integration into the NAS. 

Consistent with the direction in the agency’s FY 2014 appropriation, the FAA is 
in the process of selecting a new UAS Center of Excellence (COE) which will serve 
as another resource for identifying solutions for existing and anticipated UAS-re-
lated issues. We intend to forge a union of public sector, private sector, and aca-
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demic institutions to create a world-class consortium that will identify solutions for 
existing and anticipated UAS-related issues. We are evaluating multiple proposals 
and plan to establish the COE later this year. 

UAS have become increasingly available and affordable to the average consumer, 
many of whom are not trained aviators. Manned aircraft operators have reported 
close calls with UAS flying in the airspace. The FAA is taking a proactive approach 
to educate the public on the safe and responsible use of UAS. The FAA provided 
model aircraft enthusiasts guidance on the ‘‘do’s and don’ts’’ of safe model aircraft 
operations. Last year, we partnered with members of industry and the modeling 
community to initiate the ‘‘Know Before You Fly’’ educational outreach campaign 
that provides UAS operators with the information they need to fly safely and re-
sponsibly. The FAA’s No Drone Zone initiative, to raise public awareness of the FAA 
Notice to Airmen, prohibiting unauthorized aircraft-including UAS-from flying over 
or near NFL regular-and post-season football, games is a success. The No Drone 
Zone video posted on YouTube prior to the 2015 Super Bowl has received over 
57,000 hits, and most importantly, we did not receive any reports of unauthorized 
activity in the restricted airspace over University of Phoenix Stadium during the 
game. 

Recognizing that local law enforcement is often in the best position to respond 
quickly, the FAA issued guidance for these first responders to deter, detect, inves-
tigate, and report unauthorized or unsafe UAS operations. While our first action is 
to educate UAS operators about statutory and regulatory compliance, when appro-
priate, we will use administrative and legal enforcement action to gain compliance. 
Future vision and challenges 

We are already looking beyond the small UAS rulemaking at what comes next in 
terms of the types of operations expected, and what technologies we may need to 
certify. The FAA has consulted with the UAS ARC to determine the next areas on 
which to focus so as to enable those UAS operations with the highest net societal 
benefits. These recommendations are being assessed and will result in additional 
focus areas that will become the centerpiece for FAA’s strategic plans for UAS inte-
gration. 

As the aerospace industry and aviation system grow more complex, we must en-
sure that our resources are directed to the areas with the highest safety risk. We 
will need to expand collaborative, data-driven processes with the UAS industry to 
improve safety and streamline process in areas such as certification. We must meet 
challenges and take advantage of opportunities. 

To reach these objectives, a new advisory circular is being developed to inform the 
UAS industry how to use a risk based decision-making process to establish certifi-
cation criteria. This advisory circular is essential for enabling the certification of 
larger UAS for operation in the NAS. 

Another key initiative is one that the FAA is undertaking through a Cooperative 
Research and Development Agreement with CNN to look at the operations of UAS 
engaged in newsgathering and at flexible ways to facilitate safe operation over peo-
ple and in urban areas. These activities will support the development of standards 
for small UAS intended for use in populated areas. These standards are under de-
velopment by ASTM International. 

The safe integration of UAS into the NAS will be facilitated by new technologies 
being deployed as part of the Next Generation Air Transportation System 
(NextGen). NAS Voice System (NVS), Data Communications (Data Comm), and Sys-
tem Wide Information Management (SWIM) will provide more information, flexi-
bility, situational awareness and a greater ability to communicate with NAS users. 

The United States has the safest aviation system in the world, and our goal is 
to integrate this new and important technology while maintaining safety as our 
highest priority. We are committed to ensuring that the United States continues to 
lead the world in the development and implementation of aviation technology for 
safety. We look forward to continuing to work with Congress as we continue to inte-
grate UAS into the NAS. 

This concludes my statement. I will be happy to answer your questions at this 
time. 

Senator AYOTTE. Thank you very much. I now would like to in-
troduce Mr. John Morris, Jr. Mr. Morris is the Associate Adminis-
trator for the Office of Policy Analysis and Development at the Na-
tional Telecommunications and Information Administration, or 
known as NTIA. 

Thank you for being here, Mr. Morris. 

VerDate Nov 24 2008 08:03 Mar 16, 2016 Jkt 075679 PO 00000 Frm 00014 Fmt 6633 Sfmt 6601 S:\GPO\DOCS\99424.TXT JACKIE



11 

STATEMENT OF JOHN B. MORRIS, JR., ASSOCIATE 
ADMINISTRATOR, OFFICE OF POLICY ANALYSIS 

AND DEVELOPMENT, NATIONAL TELECOMMUNICATIONS 
AND INFORMATION ADMINISTRATION, 

U.S. DEPARTMENT OF COMMERCE 

Mr. MORRIS. Chairman Ayotte, Ranking Member Cantwell, and 
members of the Subcommittee, thank you for the opportunity to 
testify regarding NTIA’s upcoming multi-stakeholder process to en-
hance privacy, transparency, and accountability in the use of com-
mercial and private unmanned aircraft systems, or UAS. 

NTIA is the principal advisor to the President on communica-
tions and information policy issues. Our focus frankly is not on air-
craft systems but on increasing broadband access and adoption, on 
expanding spectrum opportunities, and assuring that the Internet 
remains an engine for continued innovation and economic growth. 

Increasingly, our Internet policy work has focused on enhancing 
consumer privacy in order to strengthen the trust and consumer 
adoption of new and evolving technologies, and the critical method 
of developing flexible and effective policy in the Internet era is 
through the multi-stakeholder approach. 

In this model, stakeholders work together to reach consensus on 
best practices and codes of conduct that can be implemented in the 
marketplace. Stakeholders can include private industry, consumer 
groups, academics, and others with an interest in an area. 

The hallmark of these processes is they are open, transparent, 
and consensus based. NTIA’s role in multi-stakeholder processes is 
as a convener and facilitator of the stakeholder discussions. We are 
not a regulator in this area, and we do not substitute our judgment 
for those of the stakeholders. 

We have used and are using the multi-stakeholder approach in 
a wide range of policy areas including privacy, online copyright, 
and cybersecurity. 

The February Presidential Memorandum on UAS calls on NTIA 
to convene a multi-stakeholder process to bring industry, civil soci-
ety, technical experts, academics, and others together to craft best 
practices that address the very important issues of privacy, trans-
parency, and accountability in the commercial and private use of 
UAS. 

In early March, NTIA issued a Request for Comment seeking 
public input on the structure of the multi-stakeholder engagement 
on UAS, and on the substantive issues that stakeholders will dis-
cuss. 

In the RFC, NTIA seeks input on questions that could frame the 
multi-stakeholder discussions, including just as some examples, 
what UAS enabled commercial services raises the most pressing 
privacy challenges, what best practices would mitigate privacy 
challenges while supporting innovation, what information should 
commercial UAS operators make public and how best should that 
information be made public. 

How can UAS operators ensure that their operations comply with 
the relevant policies and best practices, and importantly, are there 
different policy issues raised by different aircraft sizes and dif-
ferent commercial uses. 

VerDate Nov 24 2008 08:03 Mar 16, 2016 Jkt 075679 PO 00000 Frm 00015 Fmt 6633 Sfmt 6601 S:\GPO\DOCS\99424.TXT JACKIE



12 

Comments on these and other questions are due on April 20, and 
we expect to convene the first public meeting later this spring. 
NTIA will use the comments it receives to help establish an effi-
cient and effective structure for the multi-stakeholder engagement. 

We courage all individuals and entities that have interest in 
these important issues to submit comments and we will certainly 
encourage them to participate in the multi-stakeholder meetings as 
well. 

We hope the stakeholders will work collaboratively to identify 
safeguards that address the privacy, accountability, and trans-
parency challenges posed by commercial and private UAS use. 

NTIA is pleased to be able to contribute to the Administration’s 
efforts to ensure that the integration of UAS under the national 
airspace takes into account not only public safety and economic 
competitiveness, but also the privacy and civil liberties issues that 
these systems may raise. 

Thank you again for the opportunity to participate in today’s 
hearing, and I look forward to answering any questions you may 
have. 

[The prepared statement of Mr. Morris follows:] 

PREPARED STATEMENT OF JOHN B. MORRIS, JR., ASSOCIATE ADMINISTRATOR, OFFICE 
OF POLICY ANALYSIS AND DEVELOPMENT, NATIONAL TELECOMMUNICATIONS AND 
INFORMATION ADMINISTRATION, U.S. DEPARTMENT OF COMMERCE 

Chairman Ayotte, Ranking Member Cantwell, members of the Subcommittee, 
thank you for this opportunity to testify on behalf of the National Telecommuni-
cations and Information Administration (NTIA) regarding NTIA’s process to en-
hance privacy, transparency, and accountability regarding commercial and private 
use of unmanned aircraft systems (UAS). 

NTIA, part of the U.S. Department of Commerce, is the principal advisor to the 
President on communications and information policy issues. NTIA’s programs and 
policymaking priorities include: expanding broadband Internet access and adoption 
in America; expanding the use of spectrum by all users; and ensuring that the Inter-
net remains an engine for continued innovation and economic growth. 

In 2012, Congress recognized the potential wide-ranging benefits of UAS oper-
ations within the United States in the FAA Modernization and Reform Act (Public 
Law 112–95), which requires a plan to safely integrate civil UAS into the National 
Airspace System (NAS) by 2015. Our colleagues at the Federal Aviation Administra-
tion are leading the Administration’s development and implementation of the inte-
gration plan, supporting safe and efficient UAS operations in the NAS. As discussed 
below, NTIA is contributing to the Administration’s efforts by convening stake-
holders to develop best practices that can enhance privacy, transparency, and ac-
countability in the operation of UAS, thereby facilitating the adoption of this inno-
vative technology platform in the most responsible and efficient manner possible. 

Compared to manned aircraft, UAS may lower operation costs and augment exist-
ing capabilities while reducing risks to human life. Estimates suggest the positive 
economic impact to U.S. industry of the integration of UAS into the national air-
space could be substantial and likely will grow for the foreseeable future. UAS may 
be able to provide a variety of commercial services less expensively than manned 
aircraft, including aerial photography and farm management, while reducing or 
eliminating safety risks to aircraft operators. In addition, UAS may be able to pro-
vide some commercial services that would be impossible for manned aircraft. For ex-
ample, improvements in technology may allow small UAS to deliver packages to 
homes and businesses where manned aircraft cannot land, and high-altitude UAS 
could provide Internet service to remote areas by remaining aloft for months at a 
time—far longer than manned aircraft. 

On February 15, 2015, President Obama issued the Presidential Memorandum 
‘‘Promoting Economic Competitiveness While Safeguarding Privacy, Civil Rights, 
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1 Presidential Memorandum, ‘‘Promoting Economic Competitiveness While Safeguarding Pri-
vacy, Civil Rights, and Civil Liberties in Domestic Use of Unmanned Aircraft Systems,’’ 
(Feb. 15, 2015), available at: http://www.whitehouse.gov/the-press-office/2015/02/15/presi-
dential-memorandum-promoting-economic-competitiveness-while-safegua. 

2 The White House, ‘‘Consumer Data Privacy in a Networked World: A Framework for Pro-
tecting Privacy and Promoting Innovation in the Global Digital Economy,’’ (Feb. 23, 2012), avail-
able at: http://www.whitehouse.gov/sites/default/files/privacy-final.pdf. 

3 NTIA, ‘‘NTIA Seeks Comment on Process for Developing Best Practices for Commercial and 
Private Use of Unmanned Aircraft Systems,’’ (Mar. 4, 2015), available at: http://www.ntia.doc 
.gov/press-release/2015/ntia-seeks-comment-process-developing-best-practices-commercial-and- 
private-use-u. 

and Civil Liberties in Domestic Use of Unmanned Aircraft Systems.’’ 1 The Memo-
randum states: ‘‘[a]s UAS are integrated into the NAS, the Federal Government will 
take steps to ensure that the integration takes into account not only our economic 
competitiveness and public safety, but also the privacy, civil rights, and civil lib-
erties concerns these systems may raise.’’ 

The focus of the Memorandum is on UAS usage by the Federal government, but 
it also contains a key provision focused on commercial UAS use. The Memorandum 
calls on NTIA to bring industry, civil society, technical experts, academics, and 
other stakeholders together to craft best practices that mitigate potential privacy 
risks, while at the same time promoting growth and innovation. UAS can enable 
aerial data collection that is more sustained and pervasive than manned flight; at 
the same time, UAS flights can reduce costs, provide novel services, and promote 
economic growth. These attributes create opportunities for innovation, but also pose 
privacy challenges regarding collection, use, retention, and dissemination of data 
collected by UAS. We hope that stakeholders will identify safeguards that address 
the privacy challenges posed by commercial and private UAS use. 

NTIA has an established track record of promoting the multistakeholder approach 
to policy development both internationally and domestically. Pursuant to President 
Obama’s 2012 privacy blueprint, NTIA has convened stakeholders to develop privacy 
codes of conduct for mobile apps and commercial uses of facial recognition tech-
nology.2 The hallmark of these processes is that they are open, transparent, and 
consensus-driven. 

On March 4, 2015, NTIA issued a Request for Comment (RFC) seeking public 
input on the structure of a multistakeholder engagement on UAS, and on the sub-
stantive issues stakeholders will discuss.3 In the RFC, NTIA seeks input on ques-
tions that could frame the multistakeholder discussions, including: 

• Do some UAS-enabled commercial services raise unique or heightened privacy 
issues? 

• What specific best practices would mitigate the most pressing privacy chal-
lenges while supporting innovation? 

• What information should commercial UAS operators make public? 
• How can UAS operators ensure that oversight procedures for commercial and 

private UAS operation comply with relevant policies and best practices? 
• Should discussions be divided to address the needs of different aircraft sizes or 

commercial uses? 
The RFC asks a number of additional detailed questions. Comments are due on 

April 20, 2015, and NTIA expects to convene the first public meeting later this 
spring. NTIA will use the comments it receives to help establish an efficient, effec-
tive structure for the multistakeholder engagement and to identify the substantive 
issues stakeholders wish to discuss. We encourage all individuals and entities with 
interests in these important issues to submit comments, and we urge stakeholders 
to participate in the multistakeholder process. 

In addition to privacy concerns, the NTIA-convened process also is aimed at help-
ing stakeholders develop best practices for the transparency of UAS operations. 
Transparent operation might include identifying the entities that operate particular 
UAS, the purposes of UAS flights, and the data practices associated with UAS oper-
ations. Transparent UAS operation can enhance privacy, increase consumer trust in 
the technology, and bolster other values. Transparency can help property owners 
identify UAS if an aircraft erroneously operates over or lands on private property. 
Transparency can also facilitate reports of UAS operations that cause nuisances or 
appear unsafe. We will encourage stakeholders to identify mechanisms, such as 
standardized physical markings or electronic identifiers, which could promote trans-
parent UAS operation and facilitate appropriate response to illegal UAS operations. 

The NTIA-convened process will also provide an opportunity for stakeholders to 
build consensus around best practices for accountable UAS operation. Accountability 
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mechanisms can include rules regarding oversight and privacy training for UAS pi-
lots, as well as policies for how companies and individuals operate UAS and handle 
data collected by UAS. Accountability programs can also employ audits, assess-
ments, and internal or external reports to verify UAS operators’ compliance with 
their privacy and transparency commitments. Accountability mechanisms can be im-
plemented by companies, model aircraft clubs, UAS training programs, or others. 
We hope that stakeholders will identify mechanisms that can promote accountable 
UAS operation. 

NTIA is pleased to play a role in the Administration’s efforts to ensure that the 
integration of UAS into the national airspace takes into account not only our eco-
nomic competitiveness and public safety, but also the privacy, civil rights, and civil 
liberties concerns these systems may raise. 

Thank you again for the opportunity to participate in today’s hearing. 

Senator AYOTTE. Thank you, Mr. Morris. I would like to welcome 
Dr. Gerald Dillingham here today. Dr. Dillingham is the Director 
of Civil Aviation Issues at the U.S. Government Accountability Of-
fice, better known as the GAO. Thank you, Dr. Dillingham. 

STATEMENT OF GERALD L. DILLINGHAM, PH.D., 
DIRECTOR OF CIVIL AVIATION ISSUES, 

U.S. GOVERNMENT ACCOUNTABILITY OFFICE 

Dr. DILLINGHAM. Thank you, Madam Chairman, Ranking Mem-
ber Cantwell, members of the Subcommittee. 

Since the early 1990s, UAS have operated on a limited basis in 
the national airspace system, primarily supporting military and 
border security. As the Chair and the Ranking Minority Member 
said in their remarks, the list of potential uses is now rapidly ex-
panding, and the economic impact of UAS integration into the NAS 
has been estimated to grow to more than $82 billion by 2025. 

As Ms. Gilligan has testified, FAA has taken some steps toward 
integration, including establishing the six test sites and most re-
cently issuing the NPRM for small UAS, but there is more work 
to be done. 

My statement today focuses on three areas for moving forward 
with UAS integration. First, the status of the FAA designated UAS 
test sites. Second, how other countries are integrating UAS into the 
airspace for commercial purposes, and third, critical next steps for 
integration. 

Regarding the test sites, in December 2014, we reported prob-
lems with the working relationship and communications between 
FAA and the test sites. For example, some of the test site operators 
reported that they were not receiving adequate guidance from FAA 
on the kind of research needed to support integration or how it 
should be reported. 

More recently, officials in FAA and some test sites told us that 
the situation had improved in part because both FAA and the sites 
have made a dedicated effort to work together through activities 
such as bi-weekly meetings and information sharing about research 
needs. 

Continued coordination will be important to ensuring that the 
test sites produce the data that supports standard development for 
UAS integration. 

With regard to international UAS activities, our work shows that 
a number of countries allow commercial UAS operations and have 
done so for years. For example, Australia and Canada have had 
UAS regulations in place for a decade or more. 
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1 UAS—also known as ‘‘unmanned aerial vehicles,’’ ‘‘unmanned aircraft systems,’’ ‘‘remotely pi-
loted aircraft,’’ ‘‘unmanned aircraft,’’ or ‘‘drones’’—refer to aircraft that operate by following com-
mands from pilot-operated ground control stations and pre-programmed routes. 

My written statement contains a table with the regulatory re-
quirements among four selected countries and the U.S., and show-
ing common traits and differences. One key difference is that in 
these other countries, they generally have a different legal struc-
ture than the U.S., which may allow more flexibility in the develop-
ment of regulations. 

Second, these countries have less general aviation and commer-
cial air traffic and a much less complex airspace, which means 
there is a lower risk of UAS collisions with a manned aircraft. 
However, if UAS were to be flying in the NAS today under FAA’s 
proposed rules, they would operate under restrictions that are very 
similar to regulations in these four countries, with some notable ex-
ceptions. 

For example, Canada relies more heavily on a risk management 
approach to allow more UAS commercial operations than the U.S. 

Going forward, FAA still needs to take several critical steps to 
maintain the current momentum toward integration. These steps 
including the following: first, FAA must develop a detailed imple-
mentation plan that would identify the activities, resources, and 
schedule which could also serve as a means to hold FAA account-
able. 

Second, FAA should continue to process the comments it receives 
on the NPRM and issue a final rule for small UAS operations as 
soon as possible. To date, there have been more than 1,000 com-
ments submitted with thousands more expected. FAA estimates 
this process will likely not be completed until late 2016 or early 
2017. 

Third, FAA must continue its efforts to make the test sites use-
ful, including working with the operators to identify incentives to 
encourage greater activities at the sites. 

Fourth, in concert with the UAS industry, FAA should consider 
expanding the public education campaign on permissible and safe 
UAS operations, which could begin to ease public concerns about 
privacy and safety. 

Finally, FAA will need to ensure that the integration of UAS is 
closely coordinated with the development of the next generation air 
transportation system. 

Thank you, Madam Chair, Ranking Member Cantwell, and mem-
bers of the Subcommittee. That completes my oral statement. 

[The prepared statement of Dr. Dillingham follows:] 

PREPARED STATEMENT OF GERALD L. DILLINGHAM, PH.D., DIRECTOR, PHYSICAL 
INFRASTRUCTURE ISSUES, UNITED STATES GOVERNMENT ACCOUNTABILITY OFFICE 

Unmanned Aerial Systems 
Status of Test Sites and International Developments 

Chairwoman Ayotte, Ranking Member Cantwell, and Members of the Sub-
committee: 

I appreciate the opportunity to testify on the Federal Aviation Administration’s 
(FAA) efforts to integrate unmanned aerial systems (UAS)1 into the national air-
space system (NAS). Since the early 1990s, unmanned aerial systems have operated 
on a limited basis in the national airspace system primarily supporting public oper-
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2 GAO, Unmanned Aerial Systems: Department of Homeland Security’s Review of U.S. Customs 
and Border Protection’s Use and Compliance with Privacy and Civil Liberty Laws and Stand-
ards, GAO–14–849R (Washington, D.C.: Sept. 30, 2014). 

3 NASA and the Department of Homeland Security—U.S. Customs and Border Protection op-
erate large UAS beyond visual line-of-sight operations with prior approval from FAA. 

4 FAA Modernization and Reform Act of 2012, Pub. L. No. 112–95, §§ 331–335, 126 Stat. 11 
(2012). 

ations, such as military and border-security operations.2 The list of potential uses 
is now rapidly expanding to include a broad range of other activities including as-
sisting in search and rescue operations, inspecting pipelines, photographing real es-
tate, surveying land and crops, disaster assistance, gathering news, and filming 
movies. The term ‘‘unmanned aerial system’’ is used to recognize that UASs include 
not only the airframe and power plant, but also associated elements such as a 
ground control station and the communications links as shown in figure 1. In fact, 
according to a 2013 report by a UAS industry group, the economic impact of inte-
grating UASs into the national airspace system will total more than $13.6 billion 
in the first 3 years of integration and grow to more than $82.1 billion from 2015 
through 2025. However, without specific UAS regulations in place, authorized UAS 
access to the national airspace can generally only occur after a case-by-case safety 
review by the FAA. These approved operations are generally limited to flights with-
in the operator’s ‘‘line of sight’’ at a few specified locations.3 Under the FAA Mod-
ernization and Reform Act of 2012, enacted in February 2012 (the 2012 Act), FAA 
issued a Notice of Proposed Rulemaking (NPRM) for small UAS operations in Feb-
ruary 2015.4 However, FAA has stated that it will take 16 months to address com-
ments and issue a final rule. 

While FAA continues to make incremental progress on integration, questions have 
been raised about whether the six UAS test sites established by FAA, as required 
by the 2012 Act, are being used effectively enough to help FAA meet its UAS re-
search needs. FAA requires safety and operations data from UAS operators for con-
tinued development of standards supporting the safe and routine integration of 
UASs. Furthermore, questions have been raised as to whether other countries are 
making greater progress toward allowing commercial UAS operations, and may out-
pace efforts made in the United States. Finally, the safety of the national airspace 
is threatened on nearly a daily basis by UAS operating without approval. The FAA 
has reported that there have been 25 incidents a month involving unmanned air-
craft. These incidents have included UASs operating dangerously close to commer-
cial aircraft, and numerous instances of UASs flying over professional and college 
football stadiums full of people. 

My statement today provides preliminary observations on: (1) the status of activ-
ity at FAA’s designated UAS test sites, (2) how other countries have progressed to-
ward UAS integration into their airspace for commercial purposes, and (3) the chal-
lenges for FAA going forward. 

My statement is based on our ongoing study for this committee and the House 
Committee on Transportation and Infrastructure and its subcommittee on Aviation 
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5 JPDO, Unmanned Aircraft Systems (UAS) Comprehensive Plan: A Report on the Nation’s 
UAS Path Forward (Washington, D.C.: September 2013). 

6 FAA, Integration of Civil Unmanned Aircraft Systems (UAS) in the National Airspace System 
(NAS) Roadmap: First Edition—2013 (Washington, D.C.: November 2013). 

7 ICAO is the international body that, among other things, promulgates international stand-
ards and recommended practices in an effort to harmonize global aviation standards. 

8 As of March 19, 2014. 

on UAS integration into the national airspace system. We expect to issue this report 
later this year. We conducted the ongoing work from January 2014 through March 
2015. For this testimony, we reviewed FAA’s Comprehensive Plan 5 and Roadmap 
for UAS integration.6 To identify the status of activity at the UAS test sites, we re-
viewed documents from each of these six test sites where FAA has recently allowed 
UAS operations and spoke with officials from all six of the test sites. To identify 
how other countries have progressed toward UAS integration for civil and commer-
cial purposes, we spoke with the International Civil Aviation Organization (ICAO) 
and other stakeholders familiar with the UAS activities currently occurring in other 
countries.7 We also reviewed relevant empirical literature and media reports to ob-
tain information and perspectives on current developments and future challenges, 
and spoke with representatives from aviation authorities from Australia, Canada, 
France, and the United Kingdom, to understand their regulations related to UASs 
and associated activities. To identify key challenges to UAS integration, we con-
ducted semi-structured interviews with FAA officials and a wide range of stake-
holders, including representatives of Federal agencies such as Department of De-
fense, National Aeronautics and Space Administration (NASA), test site officials, re-
search organizations, academics, and industry experts. 

The work this statement was based on was performed in accordance with gen-
erally accepted government auditing standards. Those standards require that we 
plan and perform the audit to obtain sufficient, appropriate evidence to provide a 
reasonable basis for our findings and conclusions based on our audit objectives. We 
believe that the evidence obtained provides a reasonable basis for our findings and 
conclusions based on our audit objectives. 

Background 
FAA has authority to authorize all UAS operations in the national airspace—mili-

tary; public (academic institutions and federal, state, and local governments includ-
ing law enforcement organizations); and civil (non-government including commer-
cial). Currently, since a final rulemaking is not completed, FAA only allows UAS 
access to the national airspace on a case-by-case basis. FAA provides access to the 
airspace through three different means: 

• Certificates of Waiver or Authorization (COA): Public entities including FAA- 
designated test sites may apply for COA. A COA is an authorization, generally 
for up to 2 years, issued by the FAA to a public operator for a specific UAS 
activity. Between January 1, 2014 and March 19, 2015 FAA had approved 674 
public COAs. 

• Special Airworthiness Certificates in the Experimental Category (Experimental 
Certificate): Civil entities, including commercial interests, may apply for experi-
mental certificates, which may be used for research and development, training, 
or demonstrations by manufactures. 

• Section 333 exemptions: Since September 2014, commercial entities may apply 
to FAA for issued exemptions under section 333 of the 2012 Act, Special Rules 
for Certain Unmanned Aircraft Systems. This exemption requires the Secretary 
of Transportation to determine if certain UASs may operate safely in the na-
tional airspace system prior to the completion of UAS rulemakings. FAA has 
granted such exemptions to 48 of 684 total applications (7 percent) from compa-
nies or other entities applying under section 333. These companies may apply 
to fly at their own designated sites or the test sites.8 

While limited operations continue through these means of FAA approval, FAA has 
been planning for further integration. 

In response to requirements of the 2012 Act, FAA issued the UAS Comprehensive 
Plan and the UAS Integration Roadmap, which broadly map the responsibilities and 
plans for the introduction of UAS into the national airspace system. These plans 
provide a broad framework to guide UAS integration efforts. The UAS Comprehen-
sive Plan described the overarching, interagency goals, and approach and identified 
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9 The six goals address small UAS (under 55 pounds) operating within visual line-of-sight, 
larger UASs and operations beyond visual line-of-sight, planning and managing growing auto-
mation capabilities through research, and the opportunity for the U.S. to remain world leaders 
in UAS technology. 

10 80 Fed. Reg. 9544 (Feb. 23, 2015). 

six high-level strategic goals for integrating UAS into the national airspace.9 The 
FAA Roadmap identified a broad three-phase approach to FAA’s UAS integration 
plans—Accommodation, Integration, and Evolution—with associated priorities for 
each phase that provide additional insight into how FAA plans to integrate UAS 
into the national airspace system. This phased approach has been supported by both 
academics and industry. FAA plans to use this approach to facilitate further incre-
mental steps toward its goal of seamlessly integrating UAS flight into the national 
airspace. 

• Accommodation phase: According to the Roadmap, in the accommodation phase, 
FAA will apply special mitigations and procedures to safely facilitate limited 
UAS access to the national airspace system in the near-term. Accommodation 
is to predominate in the near-term with appropriate restrictions and constraints 
to mitigate any performance shortfalls. UAS operations in the national airspace 
system are considered on a case-by-case basis. During the near-term, R&D is 
to continue to identify challenges, validate advanced mitigation strategies, and 
explore opportunities to progress UAS integration into the national airspace 
system. 

• Integration phase: The primary objective of the integration phase is establishing 
performance requirements for UAS that would increase access to the NAS. Dur-
ing the mid-to far-term, FAA is to establish new or revised regulations, policies, 
procedures, guidance material, training, and understanding of systems and op-
erations to support routine NAS operations. FAA plans for the integration 
phase to begin in the near-to mid-term with the implementation of the small 
UAS rule and is to expand the phase further over time (mid-and far-term) to 
consider wider integration of a broader field of UASs. 

• Evolution phase: In the evolution phase, FAA is to work to routinely update all 
required policy, regulations, procedures, guidance material, technologies, and 
training to support UAS operations in the NAS operational environment as it 
evolves over time. According to the Roadmap, it is important that the UAS com-
munity maintains the understanding that the NAS environment is not static 
and that many improvements are planned for the NAS over the next 13—15 
years. To avoid obsolescence, UAS developers are to maintain a dual focus: inte-
gration into today’s NAS while maintaining cognizance of how the NAS is evolv-
ing. 

In February 2015, FAA issued a Notice for Proposed Rulemaking for the oper-
ations of small UASs—those weighing less than 55 pounds—that could, once final-
ized, allow greater access to the national airspace.10 To mitigate risk, the proposed 
rule would limit small UASs to daylight-only operations, confined areas of operation, 
and visual-line-of-sight operations. FAAs release of this proposed rule for small UAS 
operations started the process of addressing additional requirements of the 2012 
Act. See table 1 for a summary of the rule’s major provisions. 

Table 1.—Summary of Major Categories and Selected Provisions of Proposed Rule for Small Unmanned Aerial 
Systems Operations 

Category Summary of proposed requirements 

Operational limitations • Must weigh less than 55 lbs (25 kg). 
• Must operate within visual line-of-sight only. 
• May not operate above any persons not directly involved in the 

operation. 
• Must only operate during the day, no nighttime operations. 
• Maximum airspeed of 100 mph. 
• Maximum altitude of 500 feet above ground level. 
• Must not operate carelessly or recklessly. 
• Establishment of a micro-unmanned aerial system (UAS) cat-

egory (4.4 lbs or less). 
• Must yield right-of-way to other aircraft, manned or unmanned. 
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11 The test sites are located at the University of Alaska (includes test ranges in Hawaii, Or-
egon, and Iceland); State of Nevada; New York’s Griffiss International Airport (includes test 
range locations in Massachusetts); North Dakota Department of Commerce; Texas A&M Univer-
sity–Corpus Christi; and Virginia Polytechnic Institute and State University (Virginia Tech) (in-
cludes test ranges in Maryland, partnered with the University of Maryland, and New Jersey, 
partnered with Rutgers University). 

12 Other Transaction Agreements (OTA) are administrative vehicles used by the agency that 
take many forms and are generally not required to comply with Federal laws and regulations 
that apply to contracts, grants, or cooperative agreements. OTAs enable the Federal government 
and others entering into these agreements to freely negotiate provisions that are mutually 
agreeable. 

Table 1.—Summary of Major Categories and Selected Provisions of Proposed Rule for Small Unmanned Aerial 
Systems Operations—Continued 

Category Summary of proposed requirements 

Operator certification and responsibilities • Must pass a knowledge test initially and every 24 months. 
• Must be vetted by the Transportation Security Administration. 
• Must obtain an unmanned-aircraft operator’s certificate with a 

small UAS rating. 

Aircraft requirements • FAA airworthiness certification not required, but operator must 
inspect the UAS to ensure that it is in a condition for safe oper-
ation. 

• Aircraft markings required, if aircraft is too small to display 
markings in standard size, then the aircraft simply needs to dis-
play markings in the largest practicable manner. 

Model aircraft • Would not apply to model aircraft that satisfy all of the criteria 
specified in section 336 of Public Law 112–95. 

• Would codify the FAA’s enforcement authority by prohibiting 
model aircraft operators from endangering the safety of the na-
tional airspace system. 

Source: Notice of Proposed Rulemaking for small UAS./GAO–15–486T 

FAA has also met additional requirements outlined in the 2012 Act pertaining to 
the creation of UAS test sites. In December 2013, FAA selected six UAS test 
ranges.11 According to FAA, these sites were chosen based on a number of factors 
including geography, climate, airspace use, and a proposed research portfolio that 
was part of the application. All UAS operations at a test site must be authorized 
by FAA through either the use of a COA or an experimental certificate. In addition, 
there is no funding from FAA to support the test sites. Thus, these sites rely upon 
revenue generated from entities, such as those in the UAS industry, using the sites 
for UAS flights. 

Foreign countries are also experiencing an increase in UAS use, and some have 
begun to allow commercial entities to fly UASs under limited circumstances. Accord-
ing to industry stakeholders, easier access to testing in these countries’ airspace has 
drawn the attention of some U.S. companies that wish to test their UASs without 
needing to adhere to FAA’s administrative requirements for flying UASs at one of 
the domestically located test sites, or obtaining an FAA COA. It has also led at least 
one test site to partner with a foreign country where, according to the test site oper-
ator, UAS test flights can be approved in 10 days. 

FAA’s Six Test Sites Are Operational and Beginning to Conduct UAS 
Flights 

Since being named in December 2013, the six designated test sites have become 
operational, applying for and receiving authorization from FAA to conduct test 
flights. From April 2014 through August 2014, as we were conducting our ongoing 
work, each of the six test sites became operational and signed an Other Transaction 
Agreement with FAA.12 All flights at a test site must be authorized under the au-
thority of a COA or under the authority of an experimental certificate approved by 
FAA. Since becoming operational in 2014 until March 2015, five of the six test sites 
received 48 COAs and one experimental certificate in support of UAS operations re-
sulting in over 195 UAS flights across the five test sites. These flights provide oper-
ations and safety data to FAA in support of UAS integration. While there are only 
a few contracts with industry thus far, according to test site operators these are im-
portant if the test sites are to remain operational. Table 2 provides an overview of 
test-site activity since the sites became operational. 
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13 FAA and several other Federal agencies and private sector stakeholders also have research 
and development efforts under way to develop technologies that are designed to allow safe and 
routine UAS operations. Furthermore, in support of research and development efforts in the fu-
ture, FAA solicited for bids for the development of a Center of Excellence. The Center of Excel-
lence is expected to support academic UAS research and development. 

14 MITRE Corporation, UAS International Harmonization: A Comparative Policy Assessment 
of Selected Countries, Outcome 6, Output 4 (Fiscal Year 2014). 

Table 2.—Overview of Five Designated Test Sites’ Activities since Becoming Operational 

Type of test site activity Overview as of March 2015 

Total Unmanned Aerial System (UAS) 
Flights at FAA designated test sites 

• Over 195 total UAS flights 
• One test site has had over 80 UAS flights since becoming oper-

ational. 

Number and types of certificate of waiver 
or authorizations (COA) received 

• Five test sites hold 48 COAs. • One test sites held 4 broad area 
COAs allowing flights over nearly the entire state by specific 
aircraft. 

• Four other test sites were seeking COAs for large flight ranges 
that could apply to any aircraft. 

Number of special airworthiness certificate 
for experimental aircraft 

• One test site has reviewed and approved an aircraft to operate 
under an experimental certification. 

• Three test sites have certified representatives affiliated with the 
test site to review and approve and aircraft for experimental 
certification. 

Signed contracts with UAS companies • Five test sites have 22 contracts with industry groups and com-
panies to conduct UAS operations at their respective test site. 

• These contracts are to allow the test sites to generate revenue. 
• All test sites have additional negotiations with companies un-

derway. 

Source: FAA designated test site officials./GAO–15–486T 
Note: FAA designated six test sites but we did not get a response from the Texas A&M University—Corpus Christi test site. We 

do believe this test site has received COA’s and conducted test flights. 

FAA officials and some test sites told us that progress has been made in part be-
cause of FAA’s and sites’ efforts to work together. Test site officials meet every two 
weeks with FAA officials to discuss current issues, challenges, and progress. Accord-
ing to meeting minutes, these meetings have been used to discuss many issues from 
training for designated airworthiness representatives to processing of COAs. In ad-
dition, test sites have developed operational and safety processes that have been re-
viewed by FAA. Thus, while FAA has no funding directed to the test sites to specifi-
cally support research and development activities, FAA dedicates time and resources 
to supporting the test sites, and FAA staff we spoke to believe test sites are a ben-
efit to the integration process and worth this investment.13 

According to FAA, its role is to ensure each test site sets up a safe-testing envi-
ronment and to provide oversight that guarantees each test site operates under 
strict safety standards. FAA views the test sites as a location for industry to safely 
access the airspace. FAA told us it expects to collect data obtained from the users 
of the test ranges that will contribute to the continued development of standards 
for the safe and routine integration of UASs. The Other Transaction Agreement be-
tween FAA and the test sites defines the purpose of the test sites as research and 
testing in support of safe UAS integration into the national airspace. FAA and the 
test sites have worked together to define the role of the test sites and see that both 
the FAA and the test sites are effectively supporting each other and the goal of the 
test sites, we will continue to examine this progress and will report our final results 
late this year. 
Other Countries Have Progressed with UAS Integration to Allow some 

Level of Commercial UAS Use 
As part of our ongoing work, we identified a number of countries that allow com-

mercial UAS operations and have done so for years. In Canada and Australia, regu-
lations pertaining to UAS have been in place since 1996 and 2002, respectively. Ac-
cording to a MITRE study, the types of commercial operations allowed vary by coun-
try.14 For example, as of December 2014, Australia had issued over 180 UAS oper-
ating certificates to businesses engaged in aerial surveying, photography, and other 
lines of business. In Japan, the agriculture industry has used UASs to apply fer-
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15 According to the MITRE study, Japan’s regulations also allow UAS operations for agricul-
tural purposes with UASs weighing less than 220 pounds. 

16 In support of developing common standards across Europe, the United States, and other 
areas of the world, standards-making organizations from around the world have memorandums 
of understanding supporting their relationships with other standards-making organizations. 

17 UASs lighter than 55 lbs. are exempt from Canada’s requirement to obtain a Special Flight 
Operations Certificate. Those heavier than 55 lbs or otherwise not complying with the exemp-
tion requirements must obtain a Special Flight Operations Certificate. 

tilizer and pesticide for over 10 years.15 Furthermore, several European countries 
have granted operating licenses to more than 1,000 operators to use UASs for safety 
inspections of infrastructure, such as rail tracks, or to support the agriculture indus-
try.16 The MITRE study reported that the speed of change can vary based on a 
number of factors, including the complexity and size of the airspace and the sup-
porting infrastructure. In addition, according to FAA, the legal and regulatory struc-
tures are different and may allow easier access to the airspace in other countries 
for UAS operations. While UAS commercial operations can occur in some countries, 
there are restrictions controlling their use. 

We studied the UAS regulations of Australia, Canada, France, and the United 
Kingdom and found these countries impose similar types of requirements and re-
strictions on commercial UAS operations. For example, all these countries except 
Canada require government-issued certification documents before UASs can operate 
commercially.17 In November 2014, Canada issued new rules creating exemptions 
for commercial use of small UASs weighing 4.4 pounds or less and from 4.4 pounds 
to 55 pounds. UASs in these categories can commercially operate without a govern-
ment-issued certification but must still follow operational restrictions, such as a 
height restriction and a requirement to operate within line of sight. Transport Can-
ada officials told us this arrangement allows them to use scarce resources to regu-
late situations of relatively high risk. In addition, each country requires that UAS 
operators document how they ensure safety during flights and that their UAS regu-
lations go into significant detail on subjects such as remote pilot training and licens-
ing requirements. For example, the United Kingdom has established ‘‘national quali-
fied entities’’ that conduct assessments of operators and make recommendations to 
the Civil Aviation Authority as to whether to approve that operator. 

If UASs were to begin flying today in the national airspace system under the pro-
visions of FAA’s proposed rules, their operating restrictions would be similar to reg-
ulations in these other four countries. However, there would be some differences in 
the details. For example, FAA proposes altitude restrictions of below 500 feet, while 
Australia, Canada, and the United Kingdom restrict operations to similar altitudes. 
Other proposed regulations require that FAA certify UAS pilots prior to commencing 
operations, while Canada and France do not require pilot certification. Table 3 
shows how FAA’s proposed rules compare with the regulations of Australia, Canada, 
France, and the United Kingdom. 

Table 3.—Comparison of Regulatory Requirements for Commercial Unmanned Aerial Systems Operations in 
Select Countries 

Regulatory 
requirements 
for commercial UASs 

United States 
(proposed) Australia Canada France United Kingdom 

Weight classifications 
(in pounds) 

< 55 ≤ 0.2 
0.2 < ≥ 331 
> 331 a 

<4.4 
4.4 <> 55 
>55 

<4.4 
4.4 ≤ > 55 
55 ≤ > 331 
≥331 

≤ 15 
15 < ≥ 44 
44 <> 331 
≥ 331 

Government issued 
documents for airspace 
access 

Unmanned aircraft 
operator certificate 

Unmanned aerial 
system (UAS) 
operator certificate 

None; meet 
specified 
conditions for 
< 55 lbs.b 

Authorization Permission from 
Civil Aviation 
Authority 

Pilot training or 
certification required 

Certification c Certification Training Operator certifies 
pilot qualification d 

Certification e 

Pilot proficiency check Biennially Annually Upon 
application 

None f Noneg 

Airworthiness 
certification 
required 

No No, for < 331 lbs. No, for < 55 lbs. No < 55 lbs. Depends upon 
the weight of the 
UAS h 

Beyond line of sight 
operations 
allowed by regulation 

No Not specifically 
addressed in 
regulation i 

No No j No k 
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18 EASA is the European Union Authority in aviation safety. The main activities of the organi-
zation include the strategy and safety management, the certification of aviation products and 
the oversight of approved organizations and EU Member States. 

19 RTCA is a private non-profit organization consisting of industry experts. RTCA provides a 
venue for public-private collaboration supporting consensus building on aviation modernization 
issues. EUROCAE is a non-profit organization dedicated to aviation standards. The organization 
is composed of members, which are specialized in technical fields of aeronautics. 

Table 3.—Comparison of Regulatory Requirements for Commercial Unmanned Aerial Systems Operations in 
Select Countries—Continued 

Regulatory 
requirements 
for commercial UASs 

United States 
(proposed) Australia Canada France United Kingdom 

Restrictions from 
congested or 
built-up area 

May operate over 
congested area but 
not over any 
persons not in-
volved 
with the operations 

Unless specifically 
authorized must fly 
at sufficient height 
where, if any of its 
components fail, it 
would be able to 
clear the area. 

5.75 miles Do not allow 
overfly 

Limited, based 
on case-by-case 
review 

Altitude restrictions 500 ft. Unless specifically 
authorized, 400 ft. 

300 ft. if < 4.4 lbs. 
500 ft. if 4.4 lbs 
<> 55 lbs. 

492 ft. 400 ft. 

Source: GAO analysis of UAS regulations in foreign countries./GAO–15–486T 
Note: In certain instances, UASs may operate outside the requirements shown in this table with prior approval from the cognizant 

authority, e.g., the civil aviation authority or air traffic control. This table shows regulatory requirements for the UAS category used 
most frequently in each country. 

a Regulations for large fixed-wing UASs (exceeding 331 lbs.) apply to helicopters or rotary wing UASs heavier than 221 pounds. 
bOperators must have certain documents available, including the exemption regulation and proof of liability insurance. 
cPilot must pass a test at an FAA-approved testing center. 
dOwner of the UAS must self-certify that the UAS pilots have the required training. 
ePilot qualifications are determined on a case-by-case basis based a number of factors including pilot experience and aircraft weight. 

Permission is not required for aircraft 44 lbs. or less being flown within direct unaided line of sight and away from people, property, 
and congested areas. 

fOwner of the UAS must self-certify that the UAS pilots have the required training if the pilot has not flown the UAS in proceeding 
12 months. 

gSelf-certification accepted using logbook entries unless the pilot changes aircraft type, or the pilot has less than 2-hours experience 
logged in preceding 3 months on same aircraft type. 

hAn airworthiness certification is not required for UAS weighing less than 44 lbs. but is required for UAS weighing more than 44 lbs. 
Exemptions may be available in specified circumstances. 

iAn Advisory Circular issued by Australia’s Civil Aviation Safety Authority (AC 101–1(0)) provides for beyond line of sight operations 
under certain circumstances 

jUAS operations beyond line of sight are very limited and allowed only on a case-by-case basis, according to a French civil aviation 
official. 

kBeyond line of sight operations are allowed with aircraft fitted with a Sense-and-Avoid system or, operated within a Segregated Air-
space. The Civil Aviation Authority has noted that it is not aware of any Sense-and-Avoid system with adequate performance and reli-
ability, but has several areas of segregated airspace. 

While regulations in these countries require UAS operations remain within the 
pilot’s visual line of sight, some countries are moving toward allowing limited oper-
ations beyond the pilot’s visual line of sight. For example, according to Australian 
civil aviation officials, they are developing a new UAS regulation that would allow 
operators to request a certificate allowing beyond line-of-sight operations. However, 
use would be very limited and allowed only on a case-by-case basis. Similarly, ac-
cording to a French civil aviation official, France approves on a case-by-case basis, 
very limited beyond line-of-sight operations. Finally, in the United States, there 
have been beyond line-of-sight operations in the Arctic, and, NASA, FAA and the 
industry have successfully demonstrated detect-and-avoid technology, which is nec-
essary for beyond line-of-sight operations. 

In March 2015, the European Aviation Safety Agency (EASA) issued a proposal 
for UAS regulations that creates three categories of UAS operations—open, specific, 
and certified.18 Generally, the open category would not require authorization from 
an aviation authority but would have basic restrictions including altitude and dis-
tance from people. The specific category would require a risk assessment of the pro-
posed operation and an approval to operate under restrictions specific to the oper-
ation. The final proposed category, certified operations, would be required for those 
higher-risk operations, specifically when the risk rises to a level comparable to 
manned operations. This category goes beyond FAA’s proposed rules by proposing 
regulations for large UAS operations and operations beyond the pilot’s visual line- 
of-sight. As other countries work toward integration standards organizations from 
Europe and the United States are coordinating to try and ensure harmonized stand-
ards. Specifically, RTCA and the European Organization for Civil Aviation Equip-
ment (EUROCAE) have joint committees focused on harmonization of UAS stand-
ards.19 
Key Critical Steps Remain for UAS Integration 

We found during our ongoing work that FAA faces some critical steps to keeping 
the UAS integration process moving forward, as described below: 
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20 The UAS Aviation Rulemaking Committee was chartered in 2011 to provide a mechanism 
for industry and academic stakeholders as well as other federal, state, and local government en-
tities to provide recommendations and standards to FAA on issues related to UAS integration. 

21 The FAA mentioned concerns regarding the augmentation of appropriations and limitations 
on accepting voluntary services. As a general proposition, an agency may not augment its appro-
priations from outside sources without specific statutory authority. The Antideficiency Act pro-
hibits Federal officers and employees from, among other things, accepting voluntary services ex-
cept for emergencies involving the safety of human life or the protection of property. 31 U.S.C. 
§ 1342. 

22 In order to fly under a COA, the commercial entity leases its UAS to the public entity for 
operation. 

Issue final rule for small UASs: As we previously discussed, the NPRM for small 
UAS was issued in February 2015. However, FAA plans to process comments it re-
ceives on the NPRM and then issue a final rule for small UAS operations. FAA told 
us that it is expecting to receive tens of thousands of comments on the NPRM. Re-
sponding to these comments could extend the time to issue a final rule. According 
to FAA, its goal is to issue the final rule 16 months after the NPRM, but it may 
take longer. If this goal is met, the final rule would be issued in late 2016 or early 
2017, about 2 years after the 2012 Act required. FAA officials told us that it has 
taken a number of steps to develop a framework to efficiently process the comments 
it expects to receive. Specifically, the officials said that FAA has a team of employ-
ees assigned to lead the effort with contractor support to track and categorize the 
comments as soon as they are received. According to FAA officials, the challenge of 
addressing comments could be somewhat mitigated if industry groups consolidated 
comments, thus reducing the total number of comments that FAA must address. 

Implementation plan: The Comprehensive Plan and Roadmap provide broad plans 
for integration, but some have pointed out that FAA needs a detailed implementa-
tion plan to predict with any certainty when full integration will occur and what 
resources will be needed. The UAS Aviation Rulemaking Committee developed a de-
tailed implementation plan to help FAA and others focus on the tasks needed to in-
tegrate UAS into the national airspace.20 The Rulemaking Committee emphasized 
the need for an implementation plan that would identify the means, necessary re-
sources, and schedule to safely and expeditiously integrate civil UASs into the na-
tional airspace. The proposed implementation plan contains several hundred tasks 
and other activities needed to complete the UAS integration process. FAA stated it 
used this proposed plan and the associated tasks and activities when developing its 
Roadmap. However, unlike the Roadmap, an implementation plan would include 
specific resources and time frames to meet the near-term goals that FAA has out-
lined in its Roadmap. An internal FAA report from August 2014 discussed the im-
portance for incremental expansion of UAS operations. While this report did not 
specifically propose an implementation plan, it suggested that for each incremental 
expansion of operations, FAA identify the tasks necessary, responsibilities, re-
sources, and expected time frames. Thus, the internal report suggested FAA develop 
plans to account for all the key components of an implementation plan. The Depart-
ment of Transportation’s—Inspector General issued a report in June 2014 that con-
tained a recommendation that FAA develop such a plan. 

Test sites: Several challenges still exist with the test sites, including identifying 
the research that test sites should be conducting. According to FAA, it cannot direct 
the test sites to address specific research and development issues, nor specify what 
data test operators should provide FAA. Further, FAA officials told us that some 
laws may prevent the agency from directing specific test-site activities without pro-
viding compensation.21 As a result, according to some of the test-site operators we 
spoke to, there is uncertainty about what research and development should be con-
ducted to support the integration process. As part of the Other Transaction Agree-
ment between FAA and the test sites, all UAS operations conducted by the test sites 
must have a COA.22 The COA requires the test sites to provide safety and oper-
ations data collected for each flight. 

Test site operators have told us incentives are needed to encourage greater UAS 
operations at the test sites. The operators explained that industry has been reluc-
tant to operate at the test sites because under the current COA process, a UAS op-
erator has to lease its UAS to the test site, thus potentially exposing proprietary 
technology. With a special airworthiness certificate in the experimental category, 
the UAS operator would not have to lease its UAS to the test site, therefore pro-
tecting any proprietary technology. FAA is, however, working on providing addi-
tional flexibility to the test sites to encourage greater use by industry. Specifically, 
FAA is willing to train designated airworthiness representatives for each test site. 
These individuals could then approve UASs for a special airworthiness certificate 
in the experimental category for operation at a test site. As previously indicated, 
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23 Know Before You Fly (www.knowbeforeyoufly.org) was founded by three organizations with 
a stake in UAS safety: the Association for Unmanned Vehicle Systems International (AUVSI), 
the Academy of Model Aeronautics (AMA), and the Small UAV Coalition. The Federal Aviation 
Administration (FAA) is partnering with the founding members to spread the word about safe 
and responsible flying. 

24 NextGen is a new satellite-based air-traffic management system that will replace the cur-
rent radar-based system for a variety of aircraft types, including UAS. NextGen is expected to 
enhance the safety and capacity of the air transport system and will provide a number of oper-
ational, technical, economic, and environmental opportunities and challenges for all national air-
space system users. 

three test sites had designated airworthiness representatives aligned with the test 
site, but only one experimental certificate had been approved. More broadly, we 
were told that FAA could do more to make the test sites accessible. According to 
FAA and some test site operators, FAA is working on creating a broad area COA 
that would allow easier access to the test site’s airspace for research and develop-
ment. Such a COA would allow the test sites to conduct the airworthiness certifi-
cation, typically performed by FAA, and then allow access to the test site’s airspace. 
As previously stated, one test site received 4 broad area COAs that were aircraft 
specific. Officials from test sites we spoke with during our ongoing work were seek-
ing broad area COAs that were aircraft ‘‘agnostic’’—meaning any aircraft could oper-
ate under the authority of that COA. According to FAA officials, in an effort to make 
test sites more accessible, they are working to expand the number of test ranges 
associated with the test sites, but not increasing the number of test sites. Currently, 
test sites have ranges in 14 states. 

Public education program: UAS industry stakeholders and FAA have begun an 
educational campaign that provides prospective users with information and guid-
ance on flying safely and responsibly. The public education campaign on allowed 
and safe UAS operations in the national airspace may ease public concerns about 
privacy and support a safer national airspace in the future. UASs’ operating without 
FAA approval or model aircraft operating outside of the safety code established by 
the Academy of Model Aeronautics potentially presents a danger to others operating 
in the national airspace. To address these safety issues, FAA has teamed up with 
industry to increase public awareness and inform those wishing to operate UAS how 
to do so safely. For example, three UAS industry stakeholders and FAA teamed up 
to launch an informational website for UAS operators.23 UASs are increasingly 
available online and on store shelves. Prospective operators—from consumers to 
businesses—want to fly and fly safely, but many do not realize that, just because 
you can easily acquire a UAS, that does not mean you can fly it anywhere, or for 
any purpose. ‘‘Know Before You Fly’’ is an educational campaign that provides pro-
spective users with information and guidance on flying safely and responsibly (see 
table 4). 

Table 4.—Unmanned Aerial Systems Industry Stakeholders and FAA Safety Guidelines for Small UAS 
Recreational Users 

• Follow community-based safety guidelines, as devel-
oped by organizations such as the Academy of Model 
Aeronautics (AMA). 

• Fly no higher than 400 feet and remain below any 
surrounding obstacles when possible. 

• Keep your small-unmanned aerial system (UAS) in 
eyesight at all times, and use an observer to assist if 
needed. 

• Remain well clear of and do not interfere with 
manned aircraft operations, and you must see and 
avoid other aircraft and obstacles at all times. 

• Do not intentionally fly over unprotected persons or 
moving vehicles, and remain at least 25 feet away 
from individuals and vulnerable property. 

• Contact the airport or control tower before flying 
within five miles of an airport. 

• Do not fly in adverse weather conditions such as in 
high winds or reduced visibility. 

• Do not fly under the influence of alcohol or drugs. 
• Ensure the operating environment is safe and that 

the operator is competent and proficient in the oper-
ation of the small UAS. 

• Do not fly near or over sensitive infrastructure or 
property such as power stations, water treatment 
facilities, correctional facilities, heavily traveled 
roadways, government facilities, etc. 

• Check and follow all local laws and ordinances be-
fore flying over private property. 

• Do not conduct surveillance or photograph persons 
in areas where there is an expectation of privacy 
without the individual’s permission (see AMA’s pri-
vacy policy). 

Source: www.knowbeforeyoufly.org./GAO–15–486T 

UAS and air traffic management: As FAA and others continue to address the 
challenges to UAS integration they are confronted with accounting for expected 
changes to the operations of the national airspace system as a part of the Next Gen-
eration Air Transportation System (NextGen)24 FAA has stated that the safe inte-
gration of UAS into the national airspace will be facilitated by new technologies 
being deployed. However, according to one stakeholder, UASs present a number of 
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challenges that the existing national airspace is not set up to accommodate. For ex-
ample, unlike manned aircraft, UASs that currently operate under COAs do not 
typically follow a civil aircraft flight plan where an aircraft takes off, flies to a des-
tination, and then lands. Such flights require special accommodation by air-traffic 
controllers. Additionally, the air-traffic-control system uses navigational waypoints 
for manned aircraft, while UASs use Global Positioning System coordinates. Finally, 
if a UAS loses contact with its ground-control station, the air traffic controller might 
not know what the UAS will do to recover and how that may affect other aircraft 
in the vicinity. NextGen technologies, according to FAA, are continually being devel-
oped, tested, and deployed at the FAA Technical Center, and the FAA officials are 
working closely with MITRE to leverage all available technology for UAS integra-
tion. 

Chairman Ayotte, Ranking Member Cantwell, and Members of the Subcommittee, 
this completes my prepared statement. I would be pleased to respond to any ques-
tions that you may have at this time. 

Senator AYOTTE. Thank you, Dr. Dillingham. I want to welcome 
Professor John Villasenor. Professor Villasenor is a Nonresident 
Senior Fellow at The Brookings Institution. Thank you, Professor, 
for being here today. 

STATEMENT OF JOHN VILLASENOR, NONRESIDENT SENIOR 
FELLOW, THE BROOKINGS INSTITUTION; NATIONAL FELLOW, 

THE HOOVER INSTITUTION, STANFORD UNIVERSITY; 
PROFESSOR OF ELECTRICAL ENGINEERING AND PUBLIC 

POLICY, UNIVERSITY OF CALIFORNIA, LOS ANGELES 
Mr. VILLASENOR. Thank you very much. Good afternoon, Chair 

Ayotte, Ranking Member Cantwell, members of the Subcommittee. 
I appreciate the opportunity to testify today on this very important 
topic. 

I am a Nonresident Senior Fellow at The Brookings Institution, 
and I am also a National Fellow at the Hoover Institution of Stan-
ford, and I am on the faculty at UCLA. The views I am expressing 
here are my own and are not necessarily those of The Brookings 
Institution, Stanford, or the University of California. 

I am going to devote my remarks to the very important issue of 
privacy. It is important to start by acknowledging that privacy is 
a very legitimate concern. For the first time ever, unmanned air-
craft systems are making it easy and inexpensive to obtain over-
head imagery. 

The overwhelming majority of the time UAS operators in both 
the public and private sectors will be mindful of the need to respect 
privacy, but as the number of UAS users and flights continues to 
increase, and as imagery technology continues to improve, simple 
statistics make it inevitable that sometimes either inadvertently or 
intentionally, UAS will be used in ways that violate privacy. 

That raises a key question. To what extent are our current legal 
frameworks up to the task for addressing UAS privacy? I believe 
that our existing legal framework will provide substantially more 
protection against privacy violating misuses of UAS than is com-
monly recognized. 

That does not mean there is no need for new privacy laws, but 
it means we have to have a full appreciation for the power of the 
laws that we already have. 

The applicable framework for privacy for UAS depends in large 
part on who is making the observations. For UAS operated by the 
Government, the Fourth Amendment is a key pillar of privacy pro-
tection. For privately operated UAS, privacy protections are pro-
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vided through common law invasion of privacy tort as well as 
through civil and criminal invasion of privacy statutes. 

I will start with the Fourth Amendment and government UAS. 
It is sometimes suggested that because the Fourth Amendment 
was ratified over 200 years ago, it will not be effective in providing 
protection from privacy violations using UAS, the technology that 
the founders could scarcely have imagined. 

I disagree. In fact, a review of the Supreme Court’s 21st Century 
jurisprudence in relation to other technologies provides cause for 
optimism that the Fourth Amendment will prove to be protective 
with respect to UAS as well. 

I will mention three notable Supreme Court cases related to tech-
nology, although not specifically to unmanned aircraft systems. 

In 2001, in Kyllo v. United States, the Supreme Court ruled 
against the Government when the Government used, without a 
warrant, a thermal imager to measure the temperature of the walls 
of a house, and thereby infer that marijuana was being grown in-
side the house. 

In 2012, the United States v. Jones decision, the Court again 
ruled against the Government. That decision involved the installa-
tion and use of a GPS tracker on a car. The majority opinion in 
that case was based on the very narrow act of the physical trespass 
involved in installing the GPS tracker. 

More interestingly, with respect to this issue today, there were 
two concurrences involving a total of five Justices in which the Jus-
tices expressed great skepticism about the constitutional concerns, 
in other words, they were very skeptical of the Government’s be-
havior and suggested that tracking someone for weeks on end with 
technology without a warrant would in fact raise very serious con-
stitutional concerns. 

Most recently in 2014, in Riley v. California, the Court ruled 
against the Government and said when conducting a search inci-
dent to arrest, police did not generally have the right to search the 
contents of an arrestee’s mobile phone without a warrant. Writing 
for the Court, Chief Justice Roberts explained with respect to mo-
bile phone technology, ‘‘The fact that technology now allows an in-
dividual to carry such information in his hand does not make the 
information any less worthy of the protection for which the found-
ers fought.’’ 

Thus, the Court is on record recognizing that despite the un-
imaginable technological changes that have occurred since the Con-
stitution was written, ‘‘The protection for which the founders 
fought’’ remains a central tenet of applying the Fourth Amend-
ment. Clearly, that has direct relevance to privacy from Govern-
ment unmanned aircraft systems. 

I will briefly talk about non-government unmanned aircraft and 
privacy. Private entities are not bound by the Fourth Amendment 
restrictions that apply to Government, and in addition, have an af-
firmative First Amendment privilege to gather information. How-
ever, while that privilege is extensive, it ends when it crosses into 
invasion of privacy. 

There are both common law and statutory frameworks that 
would certainly apply if a private entity violates privacy using un-
manned aircraft systems. 
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1 The acronym ‘‘UAS’’ is also sometimes expanded to ‘‘unmanned aerial systems.’’ 
2 A small portion of this written testimony is excerpted from John Villasenor, Observations 

From Above: Unmanned Aircraft Systems and Privacy, 36 HARV. J.L. & PUB. POL’Y 457 (2013) 
and from Eyes in the Sky: The Domestic Use of Unmanned Aerial Systems, Written Testimony 
of John Villasenor before the House Committee on the Judiciary—Subcommittee on Crime, Ter-
rorism, Homeland Security, and Investigations (May 13, 2013), available at http://www 
.brookings.edu/∼/media/research/files/testimony/2013/05/17%20privacy%20drones%20villase 
nor/villasenortestimonymay17. 

In closing, I would like to emphasize the importance of First 
Amendment rights and First Amendment consistency. Consider a 
law that might prohibit an UAS operator from photographing pri-
vate property without permission. Viewed solely through the lens 
of privacy, that would certainly be protective, but it is easy to see 
how this could lead to some disturbing unintended consequences. 

Peaceful demonstrators, for example, might be told they are not 
permitted to use an UAS to film a demonstration on the grounds 
that the footage might include adjacent buildings owned by people 
who disagree with their viewpoint. 

In closing, without in any way diminishing the importance of the 
UAS privacy issue, I think it is important to recognize the protec-
tions we already have. Some of the best protections may in fact lie 
not in statutory text drafted with a keen eye on the latest innova-
tions in unmanned aircraft technology, but instead in constitu-
tional text drafted over 200 years ago. 

I look forward to your questions. Thank you. 
[The prepared statement of Mr. Villasenor follows:] 

PREPARED STATEMENT OF JOHN VILLASENOR, NONRESIDENT SENIOR FELLOW, THE 
BROOKINGS INSTITUTION; NATIONAL FELLOW, THE HOOVER INSTITUTION, STANFORD 
UNIVERSITY; PROFESSOR OF ELECTRICAL ENGINEERING AND PUBLIC POLICY, 
UNIVERSITY OF CALIFORNIA, LOS ANGELES 

Good afternoon Chair Ayotte, Ranking Member Cantwell, and Members of the 
Subcommittee. Thank you very much for the opportunity to testify today on the im-
portant topic of domestic unmanned aircraft systems (UAS).1 

I am a nonresident senior fellow in Governance Studies and the Center for Tech-
nology Innovation at the Brookings Institution. I am also a National Fellow at the 
Hoover Institution at Stanford, and a professor at UCLA, where I hold appoint-
ments in the Electrical Engineering Department and the Department of Public Pol-
icy. The views I am expressing here are my own, and do not necessarily represent 
those of the Brookings Institution, Stanford University or the University of Cali-
fornia. 

My testimony today can be summarized as follows:2 
With respect to privacy: 
• When considering the possibly of new privacy laws relating to UAS, it is impor-

tant not to lose sight of the protections we already have. I believe that that our 
existing legal framework will provide substantially more protection against pri-
vacy-violating misuses of UAS than is commonly recognized. 

• UAS-specific privacy legislation at the Federal or state level must be carefully 
crafted to avoid unintended consequences. Absent such care, new legislation 
could inadvertently end up impeding uses of UAS that pose no privacy concerns 
at all. 

• Privacy legislation that would impact non-government UAS users needs to be 
drafted in a manner that avoids colliding with the First Amendment freedom 
to gather information. 

With respect to the integration of UAS into the National Airspace System: 
• Successful integration of UAS will require fundamentally rethinking our ap-

proach to managing the airspace below 500 feet above ground level. 
• In future years, with proper design and testing, autonomous, beyond-line-of- 

sight UAS flight can enable important new applications (such as automated 
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3 Pub. L. No. 112–95, § 331, 126 Stat. 11, 72 (2012) 
4 Id. § 334(b), 126 Stat. at 76. 
5 Id. § 332(a)(3). 
6 Operation and Certification of Small Unmanned Aircraft Systems, 80 Fed. Reg. 9544 

(Feb. 23, 2015), available at http://www.faa.gov/regulationslpolicies/rulemaking/recently 
lpublished/media/2120-AJ60lNPRMl2-15-2015ljointlsignature.pdf. 

7 2013 Unmanned Aircraft System (UAS) Legislation, NCSL.ORG, http://www.ncsl.org/re-
search/civil-and-criminal-justice/unmanned-aerial-vehicles.aspx (last visited on Mar. 15, 2015). 

8 Rich Williams, 2014 State Unmanned Aircraft System (UAS) Legislation, NCSL.ORG 
(Sept. 16, 2014), http://www.ncsl.org/research/civil-and-criminal-justice/2014-state-unmanned- 
aircraft-systems-uas-legislation.aspx. 

search and rescue operations). Congress should provide a mechanism to allow 
safe testing of these technologies in appropriately selected subareas within the 
FAA-designated UAS test sites. 

With respect to ensuring America’s continued technology leadership: 

• Robotics will be one of the key technologies of this century. Ensuring that the 
United States remains a global technology leader will require ensuring that we 
have a strong robotics industry, and that in turn will require that we maintain 
leadership in UAS technology. Congress has a central role to play in achieving 
that goal. 

• The unmanned aircraft hobbyist community—which includes both model air-
plane hobbyists as well as hobbyists who fly what are commonly called 
‘‘drones’’—is a vital pipeline for careers in aviation and technology. It is impor-
tant to avoid overly narrow regulatory interpretations that unreasonably limit 
hobbyists, and that as a consequence also impede America’s future capacity for 
innovation. 

UAS: Growing Attention In Congress, and More Broadly 
Much has happened in the three years since the FAA Modernization and Reform 

Act of 2012 (FMRA)3 was signed into law. As Members of this Subcommittee know 
well, that law addressed both government (more formally, ‘‘public’’) UAS as well as 
those operated by non-government (i.e., private and commercial) entities (more for-
mally, ‘‘civil’’). In particular, under the FMRA, the FAA was directed to ‘‘develop and 
implement operational and certification requirements for the operation of public un-
manned aircraft systems in the national airspace system’’ 4 by the end of 2015. In 
addition, the FAA was directed to ‘‘provide for the safe integration of civil un-
manned aircraft systems into the national airspace system as soon as practicable, 
but not later than’’ the end of September 2015.5 

In February 2015, the FAA released a long awaited Notice of Proposed Rule-
making (NPRM)6 for civil ‘‘small’’ (defined as weighing less than 55 pounds) aircraft. 
The process of developing these proposed rules had been ongoing since well before 
the enactment of the FMRA, and their publication marked a significant milestone 
in developing a civil UAS integration framework. 

The past several years have also seen a high level of activity in state legislatures 
in relation to UAS. According to the National Conference of State Legislatures, 
UAS-specific laws were enacted in 13 states in 2013 7 and 10 states in 2014.8 

UAS and Privacy: An Important and Legitimate Concern 
It is important to start by acknowledging that the privacy concerns raised by UAS 

are real and worthy of attention. For the first time ever, UAS are making it easy 
and inexpensive to obtain overhead imagery. In the coming decade, that capability 
will be used by dozens of Federal government agencies, by hundreds of state and 
local law enforcement agencies, and by thousands of private companies and individ-
uals. 

The overwhelming majority of the time, UAS operators in both the public and pri-
vate sectors will be mindful of the need to respect privacy. But as the number of 
UAS users and flights continues to increase, and as imaging technology continues 
to improve, simple statistics make it inevitable that sometimes, either inadvertently 
or intentionally, UAS will be used in ways that violate privacy. 

That leads to a series of key questions: To what extent are current legal frame-
works up to the task of addressing UAS privacy? What new laws, if any, are need-
ed? Should those laws be at the Federal or state level, or both? And how can we 
ensure that any new laws are constitutional and avoid impeding non-privacy-vio-
lating uses of UAS? 
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9 The White House, Office of the Press Secretary, Presidential Memorandum: Promoting Eco-
nomic Competitiveness While Safeguarding Privacy, Civil Rights, and Civil Liberties in Domestic 
Use of Unmanned Aircraft Systems WHITE HOUSE.GOV (Feb. 15, 2015), available at https:// 
www.whitehouse.gov/the-press-office/2015/02/15/presidential-memorandum-promoting-econo 
mic-competitiveness-while-safegua. 

10 Id. at § 1(a)(ii). 
11 Id. at § 1(d)(i). 
12 Id. at § 1(d)(iii). 
13 The Presidential UAS Memorandum indirectly addresses state and local government use by 

requiring that ‘‘State, local, tribal, and territorial government recipients of Federal grant fund-
ing for the purchase or use of UAS for their own operations have in place policies and proce-
dures to safeguard individuals’ privacy, civil rights, and civil liberties prior to expending such 
funds.’’ See the Presidential UAS Memorandum at § 1(c)(vi). 

14 Id. at § 2(b). 
15 Privacy, Transparency, and Accountability Regarding Commercial and Private Use of Un-

manned Aircraft Systems, 80 Fed. Reg. 11978 (Mar. 5, 2015), available at http://www.ntia 
.doc.gov/files/ntia/publications/rfcluaslprivacyl03052015.pdf. 

16 14 C.F.R. § 91.119(b). 

The February 2015 Presidential Memorandum on UAS Privacy 
The UAS privacy question is particularly timely in light of President Obama’s 

February 2015 Presidential Memorandum titled ‘‘Promoting Economic Competitive-
ness While Safeguarding Privacy, Civil Rights, and Civil Liberties in Domestic Use 
of Unmanned Aircraft Systems’’ (hereafter, the ‘‘Presidential UAS Memorandum’’).9 
The Presidential UAS Memorandum addresses UAS operated by the Federal gov-
ernment and, separately, those operated by commercial and private entities. 

With respect to Federal government UAS, the Presidential UAS Memorandum 
provides a series of policies and procedures aimed at protecting privacy and civil lib-
erties and ensuring transparency and accountability. For example, the Presidential 
UAS Memorandum limits the duration of time that Federal agencies can retain in-
formation collected using UAS that may contain personally identifiable informa-
tion.10 It also requires an agency using UAS to ‘‘provide notice to the public regard-
ing where the agency’s UAS are authorized to operate in the NAS,’’ 11 and to ‘‘make 
available to the public, on an annual basis, a general summary of the agency’s UAS 
operations during the previous Fiscal Year, to include a brief description of types 
or categories of missions flown, and the number of times the agency provided assist-
ance to other agencies, or to State, local, tribal, or territorial governments.’’ 12 

One important government UAS category not directly 13 addressed by the Presi-
dential UAS Memorandum is state and local government use. The policies identified 
in the Presidential UAS Memorandum are of necessity limited to Federal govern-
ment agencies using UAS. However, those policies can and should serve as a model 
for states to consider and potentially adopt, either as is or with modifications. 

Separately, with respect to nongovernment (i.e., commercial and private) UAS, the 
Presidential UAS Memorandum directed the National Telecommunications and In-
formation Administration (NTIA) to initiate a ‘‘multi-stakeholder engagement proc-
ess to develop a framework regarding privacy, accountability, and transparency for 
commercial and private UAS.’’ 14 This framework will not have the force of law, but 
will instead be a set of ‘‘best practices’’ that commercial and private UAS operators 
will presumably be encouraged to adopt. On March 5, 2014, the NTIA published a 
request for public comment 15 and identified a set of 16 questions relating to pri-
vacy, accountability, and transparency in relation to commercial and private UAS. 
Comments are due to the NTIA on April 20, 2015. The dialog generated during this 
process will be vital in identifying any loopholes that might exist in current privacy 
law in relation to non-government UAS, and that could be addressed with suitably 
crafted legislation. 

‘‘Public Navigable Airspace’’ 
One of the most interesting and important questions relating to UAS generally, 

and to the privacy issues they raise specifically, relates to the definition of ‘‘public 
navigable airspace.’’ 

Discussions about public navigable airspace in the context of manned aircraft 
often assert that it is the airspace above 500 feet above ground level. However, that 
assertion provides an incomplete picture for several reasons. First, it is only par-
tially accurate. Fixed-wing aircraft obviously have a right to use altitudes lower 
than 500 feet when taking off and landing. In addition, the altitude minimums are 
higher ‘‘[o]ver any congested area of a city, town, or settlement, or over any open 
air assembly of persons.’’ 16 Furthermore, helicopters are not subject to the same al-
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17 14 C.F.R. § 91.119(d). 
18 The NPRM released in February 2015 (supra note 8) identifies a proposed upper limit of 

500 feet for small (up to 55 pounds) UAS and an upper limit of 400 feet for the ‘‘Micro UAS’’ 
sub-classification, which covers UAS up to 4.4 pounds. 

19 United States v. Causby, 328 U.S. 256, 264 (1946). 
20 Gregory McNeal, Drones and Aerial Surveillance: Considerations for Legislators, THE 

BROOKINGS INSTITUTION (Nov. 2014), available at http://www.brookings.edu/research/reports2/ 
2014/11/drones-and-aerial-surveillance. 

21 Id. at 4. 
22 Id. at 13. 
23 Some invasion of privacy statutes codify a ‘‘reasonable expectation of privacy’’ as the stand-

ard to use when judgeing whether the statute has been violated. 

titude minimums as fixed-wing aircraft as long as ‘‘the operation is conducted with-
out hazard to persons or property on the surface.’’ 17 

With UAS the picture gets even more complicated because of rules limiting oper-
ation of certain classes of small UAS to a maximum of 400 or 500 feet.18 Clearly, 
then, when it comes to UAS the public navigable airspace must include some alti-
tudes below 500 feet. But just as clearly, it shouldn’t include the airspace two inches 
above ground in a person’s backyard. 

In a 1946 case involving manned aircraft (United States v. Causby), the Supreme 
Court recognized the need to provide the public with access to the airspace while 
also recognizing the need to provide property owners with a zone of control over 
their land: ‘‘We have said that the airspace is a public highway,’’ the Court wrote. 
‘‘Yet it is obvious that if the landowner is to have full enjoyment of the land, he 
must have exclusive control of the immediate reaches of the enveloping atmos-
phere.’’ 19 

But exactly how far up should this exclusive control extend? In a November 2014 
paper,20 Professor Gregory McNeal of the Pepperdine University School of Law pro-
vided an excellent framing of the complexities involved. Dr. McNeal observes that 
one component of a solution could be to give property the owners the right ‘‘to ex-
clude aircraft, persons, and other objects from a column of airspace extending from 
the surface of their land up to 350 feet above ground level.’’ 21 Dr. McNeal also notes 
that a height limit alone won’t be sufficient: 

Granted a rule extending property rights in a manner to prevent low altitude 
flights directly over a landowner’s property won’t preclude the police from ask-
ing a neighbor if they can fly above their adjacent property to obtain a better 
vantage point, just like existing rules don’t preclude the police (or a private cit-
izen) from asking a neighbor if they can come inside to look out a second floor 
window into neighboring property. Similarly, such a rule won’t preclude the po-
lice from flying above public land (such as sidewalks and streets), but local zon-
ing laws could address flights over public land.22 

To that, I would add the additional concern that codifying the specific boundaries 
of a property owner’s zone of control over airspace would also codify a region (e.g., 
above 350 feet) in which the property owner does not have control. It is easy to envi-
sion how this could be exploited. And, with improvements in imaging technology, 
images acquired from just above the upper limit of a property owner’s region of con-
trol could still be very invasive. 

A more fundamental issue is that while height is certainly one of the factors that 
impacts whether UAS use over (or in the vicinity of) private property is invasive, 
it is not the only factor. It is also important to consider what the UAS is doing. A 
UAS that transits quickly and quietly over a property at 320 feet is generally far 
less intrusive than one that hovers overhead for many minutes at 380 feet. And a 
UAS equipped with a very advanced imaging system is potentially much more 
invasive than one with a very basic imaging system. 

Given these complexities, I do not think it is feasible to effectively protect privacy 
by attempting to codify in advance the specific ways in which it is permissible—or 
impermissible—to overfly private property. I believe that the better way to address 
this is to let courts apply tort law and (when applicable 23) statutory law using the 
well-established, non-technology-specific standard of a ‘‘reasonable expectation of 
privacy’’ to the facts specific to any particular case that might arise. 
How Protective is the Current Legal Framework? 

Of course, in considering new laws addressing UAS privacy, one of the first ques-
tions to ask is: What protections do we already have? The answer, I believe, is that 
our existing legal framework will provide substantially more protection against pri-
vacy-violating misuses of UAS than is commonly recognized. 
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24 476 U.S. 207 (1986). 
25 Id. at 213–14. 
26 Id. at 215. 
27 Dow Chem. Co. v. United States, 476 U.S. 227, 239 (1986). 
28 Id. 
29 488 U.S. 445 (1989). 
30 The 1989 Riley decision comprised an opinion delivered by Justice White and joined by 

three other Justices and an opinion from Justice O’Connor concurring in the judgment. Thus, 
while there was no majority opinion, a majority of the Justices found the observations constitu-
tional. 

31 533 U.S. 27 (2001). 

The applicable framework for privacy from UAS depends in large part on who is 
making the observations. For UAS operated by the government, the Fourth Amend-
ment, which provides the ‘‘right of the people to be secure in their persons, houses, 
papers, and effects, against unreasonable searches and seizures,’’ is a key pillar of 
privacy protection. For privately operated UAS, privacy protections are provided 
through the common law invasion of privacy tort as well as through civil and crimi-
nal invasion of privacy statutes. 

Government UAS and the Fourth Amendment 
It is sometimes suggested that because the Fourth Amendment was ratified over 

200 years ago, it will not be effective in providing protection from privacy violations 
using UAS—a technology that the Founders could scarcely have imagined. 

I disagree. To explain why, it is helpful to start by considering several manned 
aircraft cases from the 1980s in which the Supreme Court did not find a Fourth 
Amendment violation—and then to consider why, in light of more recent Supreme 
Court jurisprudence, I believe that the UAS privacy picture is somewhat more opti-
mistic than those precedents might initially appear to suggest. 

The Supreme Court’s 1986 decision in California v. Ciraolo 24 considered police 
use of a small airplane to overfly a Santa Clara, California residence at 1000 feet 
and look into the backyard, where they saw marijuana plants. When presented with 
the question of whether the observations violated the Fourth Amendment, the Su-
preme Court found in favor of the government, writing that because the observa-
tions of the curtilage of the respondent’s home were made from ‘‘public navigable 
airspace . . . in a physically nonintrusive manner,’’ the respondent’s expectation of 
privacy from such aerial observations was not one ‘‘that society is prepared to 
honor.’’ 25 The Court concluded that ‘‘[i]n an age where private and commercial flight 
in the public airways is routine, it is unreasonable for respondent to expect that his 
marijuana plants were constitutionally protected from being observed with the 
naked eye from an altitude of 1,000 feet.’’ 26 

Also in 1986, in a ruling involving government overflights of an industrial facility, 
the Court found in Dow Chemical Co. v. United States that ‘‘the taking of aerial 
photographs of an industrial plant complex from navigable airspace is not a search 
prohibited by the Fourth Amendment.’’ 27 The Court in Dow Chemical considered 
the open areas in the 2000-acre industrial facility more akin to an ‘‘open field’’ than 
to the curtilage of a home, and concluded that those areas were ‘‘open to the view 
and observation of persons in aircraft lawfully in the public airspace immediately 
above or sufficiently near the area for the reach of cameras.’’ 28 And in 1989, in Flor-
ida v. Riley,29 a case similar in some respects to Ciraolo, the Supreme Court again 
considered the constitutionality of aerial observations of a home’s curtilage by law 
enforcement. A majority of the justices in Riley found the observations constitu-
tional.30 

In combination, these rulings certainly suggest that some observations from gov-
ernment UAS will be deemed constitutional. However, and critically, that does not 
mean that all such observations will be constitutional. If the government uses a 
UAS, without a warrant, in a manner violating a reasonable expectation of pri-
vacy—either through the duration of the observations or the detail they reveal— 
then those observations should not pass constitutional muster. 

We don’t yet know how the Supreme Court would rule in a case involving UAS 
privacy, but a review of the Court’s 21st century jurisprudence in relation to other 
technologies provides cause for optimism. In 2001, for example, the Supreme Court 
ruled in Kyllo v. United States 31 that the warrantless use by the police of a thermal 
imaging camera to measure the temperature of the walls of a house—and to thereby 
infer that the occupant was growing marijuana—was a violation of the Fourth 
Amendment. 
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32 134 S. Ct. 2473 (2014). 
33 Id. at 2494. 
34 Id. at 2494–2495, internal citations omitted. 
35 132 S. Ct. 945 (2012). 
36 Id. at 949. 
37 Id. at 958 (Alito, J., concurring). 
38 Id. at 964. 
39 Id. at 955 (Sotomayor, J., concurring). 
40 Id. at 956. 
41 Justice Alito’s concurrence was joined by Justices Ginsburg, Breyer, and Kagan. 

In 2014, the Court ruled in Riley v. California 32 that when conducting a search 
incident to arrest, police did not generally have the right to search the contents of 
the arrestee’s mobile phone without a warrant. Writing for the Court, Chief Justice 
Roberts explained: 

Our cases have recognized that the Fourth Amendment was the founding gen-
eration’s response to the reviled ‘‘general warrants’’ and ‘‘writs of assistance’’ of 
the colonial era, which allowed British officers to rummage through homes in 
an unrestrained search for evidence of criminal activity.33 

And: 
Modern cell phones are not just another technological convenience. With all 
they contain and all they may reveal, they hold for many Americans ‘‘the 
privacies of life’’. The fact that technology now allows an individual to carry 
such information in his hand does not make the information any less worthy 
of the protection for which the Founders fought. Our answer to the question of 
what police must do before searching a cell phone seized incident to an arrest 
is accordingly simple—get a warrant.34 

The 2012 United States v. Jones 35 decision also sheds light on how some of the 
Justices view the Fourth Amendment in light of modern technologies. That case con-
sidered the government’s installation, without a valid warrant, of a GPS tracking 
device on a vehicle used by a suspect in a narcotics investigation. The Court’s deci-
sion was unanimous in finding the government’s actions unconstitutional, but there 
was considerable divergence in the basis for that finding. The majority opinion, de-
livered by Justice Scalia, found a Fourth Amendment violation in the physical tres-
pass that occurred during the placement of the GPS device on the vehicle. That in-
trusion, wrote Justice Scalia, ‘‘would have been considered a ‘search’ within the 
meaning of the Fourth Amendment when it was adopted.’’ 36 

In terms of viewing the Fourth Amendment in light of today’s technologies, the 
concurrences in Jones were more instructive than the majority opinion. In a concur-
rence joined by three other Justices, Justice Alito wrote that the question is whether 
the ‘‘respondent’s reasonable expectations of privacy were violated by the long-term 
monitoring’’ 37 of his vehicle. Because ‘‘law enforcement agents tracked every move-
ment that respondent made in the vehicle he was driving’’ 38 for four weeks—a level 
of monitoring that Justice Alito felt impinged on reasonable expectations of pri-
vacy—Justice Alito concluded that the tracking constituted a search. 

Justice Sotomayor, in addition to joining the majority, provided a separate concur-
ring opinion arguing that ‘‘the trespassory test . . . reflects an irreducible constitu-
tional minimum’’ 39 and agreeing with Justice Alito’s view that the respondent’s rea-
sonable expectations of privacy were violated. Justice Sotomayor also expressed con-
cern that the unchecked ability of the government to assemble ‘‘the sum of one’s 
public movements’’ could enable it to obtain private information regarding political 
and religious beliefs.40 

So we have a total of five Justices—Justice Alito and the three others 41 who 
joined his concurrence, and Justice Sotomayor in her own concurrence—on record 
with statements indicating a view that warrantless use of technology to perform 
long-term tracking violates the Fourth Amendment. This is relevant to UAS both 
directly and indirectly. 

The direct relevance arises because there is one class of UAS, called ‘‘High Alti-
tude, Long Endurance’’ (HALE) UAS, that can stay aloft at very high altitudes for 
weeks, months, or even years at a time. The concurrences in Jones suggest that gov-
ernment use of such platforms to perform warrantless long-term tracking of individ-
uals using this or any other technology would raise serious constitutional concerns 
for a majority of the Justices. 

There is also an indirect and far broader relevance that is not specific to UAS. 
After all, most UAS can only stay aloft only for short periods of time—usually meas-
ured in minutes, not hours. They simply cannot be used to perform long-term track-
ing. They can potentially, however, be misused in ways that would violate reason-
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42 See William L. Prosser, Privacy, 48 CALIF. L. REV. 383, 389 (1960); see also RESTATEMENT 
(SECOND) OF TORTS §§ 652A–652E (1997). 

43 See, e.g., CAL. CIV. CODE § 1708.8 (West 2011). 
44 I am assuming in this example that the passenger is not a government employee or other-

wise acting on behalf of a government entity. 
45 Of course, a UAS would not be able to operate in the immediate vicinity of an airport, which 

is why the photograph could be ‘‘similar’’ but could not be ‘‘identical.’’ 

able expectations of privacy. The concurrences in Jones—as well as the majority 
opinions in Kyllo and in Riley v. California—indicate that the Fourth Amendment, 
when properly interpreted, retains the power to prevent the government from using 
modern technologies in ways that violate privacy. 

Non-Government Unmanned Aircraft and Privacy 
Private entities are not bound by Fourth Amendment restrictions that apply to 

the government and have an affirmative First Amendment privilege to gather infor-
mation. However, while that privilege is extensive, it ends when it crosses into an 
invasion of privacy. 

Use of a UAS to invade an individual’s privacy could result in civil or criminal 
liability. With respect to civil liability, courts in most jurisdictions recognize the two 
forms of common law invasion of privacy most likely to arise in connection with 
UAS: intrusion upon seclusion and public disclosure of private facts.42 In addition, 
some states also have civil or criminal statutes, or both, related to invasion of pri-
vacy.43 

State laws aimed at bolstering privacy protections from non-government UAS 
should be enacted only if, and to the extent that, current frameworks are insuffi-
ciently protective. After all, the set of existing protections against invasion of pri-
vacy can be powerful and adaptable precisely because they are not technology-spe-
cific, and can therefore be reinterpreted as needed as new technologies emerge. 
Technology-specific privacy laws, by contrast, risk becoming quickly obsolete as the 
technology changes. Alternatively, or in addition, they can sometimes lead to unin-
tended consequences that impede uses of the technology that pose no threat at all 
to privacy. 

The Importance of First Amendment Consistency 
There is also an additional consideration to keep in mind: Laws drafted to address 

privacy with respect to a specific, rapidly evolving technology such as UAS can inad-
vertently run counter to the goal of a technology-neutral interpretation of the First 
Amendment freedom to gather information. This can create some problematic con-
sequences. 

Consider a photograph of the countryside taken using a smartphone by a pas-
senger 44 riding in a privately owned single-engine airplane as it descends through 
350 feet on the way to landing. No one would reasonably deny the passenger’s First 
Amendment right to take that photograph. The owners of properties within the 
frame of view would not have an ownership interest in the photograph; nor would 
they have the right to control its use, to require notification that the photograph 
had been acquired, or to require that it be retained for a certain amount of time. 

Now consider a similar photograph taken from a privately-owned UAS 350 feet 
above the ground, using a camera with similar imaging capabilities.45 Under some 
of the UAS privacy laws that have been proposed (and in some states, introduced 
and adopted), the owners of properties within the frame of view might have sub-
stantially more control over the acquisition, use, dissemination, or retention of the 
UAS-acquired photograph than of the photograph taken by the on-board passenger. 

I will emphasize that neither the UAS operator nor the on-board passenger has 
the right to acquire images that constitute an invasion of privacy. But, assuming 
that the images are such that no one’s privacy is invaded (for example, if the image 
resolution is low and no private details are contained in the images), why should 
the UAS operator’s right to take a photograph be so much more limited than that 
of the on-board passenger? Put another way, why should the scope of the First 
Amendment be so much narrower for the UAS operator than for the on-board pas-
senger? 

If the First Amendment is in effect narrowed for a particular class of people— 
UAS users, in this instance—it is easy to see how this could lead to some disturbing 
unintended consequences. Peaceful demonstrators, for example, might be told that 
they are not permitted to use a UAS to film a demonstration, on the grounds that 
the footage might include adjacent buildings owned by people who disagree with 
their viewpoint. 
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46 The gross takeoff weight of an Airbus A380 is over one million pounds. 
47 Air Traffic NextGen Briefing: Keeping America’s Skies Safe, FAA.ORG (last modified Sept. 

18, 2014), https://www.faa.gov/airltraffic/briefing/ (last visited on Mar. 15, 2015). 
48 Autonomy is actually a continuum, depending upon the level of control over the flight main-

tained by an on-the-ground human pilot. 
49 I am referring here to beyond the visual line of sight, in which the UAS operator cannot 

see the UAS. In some other contexts, the term ‘‘line of sight’’ is used to in association with 
whether or not there is direct radio communication with the UAS, without any need to relay 
the radio signal through an intermediate location. 

Integrating UAS Into the NAS: Meeting the Challenges 
Without in any way diminishing the importance of the issue of UAS privacy, I 

would also like to offer some more general comments regarding the integration of 
UAS into the NAS. 

The airspace in the United States is a complex, busy place. It is shared every day 
by thousands of manned aircraft, including single-engine private planes flying at 
100 miles per hour and 500-ton commercial passenger aircraft 46 travelling at well 
over 500 miles per hour. At this moment, and in fact at most times during most 
days, there are many thousands of manned aircraft in the air over the United 
States.47 We take it for granted that nearly all of the time, all of these aircraft 
share the airspace without incident, in all types of weather, day and night. Anyone 
who spends a few minutes watching the radar tracks of airplanes above a major 
U.S. metropolitan area will come away amazed by the complex, three-dimensional 
choreography involved in keeping our skies safe. 

To this already complicated mix, we will be adding thousands of new unmanned 
aircraft. For UAS integration to occur as safely and successfully as possible, we will 
need to rethink management of the airspace below 500 feet above ground level. In 
addition, we should recognize that autonomous flight can play an important longer- 
term role. And, we should provide a mechanism to enable safe testing of autono-
mous, beyond-line-of-sight UAS operation. 

The Airspace Below 500 Feet: The Need For a New Approach 
We need to rethink management of the airspace below 500 feet above ground 

level. The paradigms developed for manned flight that generally occurs above 500 
feet are much less well suited to unmanned flight that will occur below 500 feet. 
Instead, we need a new approach that recognizes 1) the important stake of property 
owners in how sub-500-foot altitudes will be managed and used, 2) the fact that 
UAS will outnumber manned aircraft at those altitudes, and 3) that since so much 
of the low-altitude traffic will be unmanned, the traditional assumption that every 
aircraft must have at least one human pilot devoting his or her full attention to fly-
ing it will, in the long term, need to be revisited. This last point ties directly to the 
role of autonomous flight technologies that, with proper design, have the potential 
to improve both safety and efficiency in the lower airspace. 

Autonomous Flight 
‘‘Autonomous’’ UAS flight refers to a UAS that is flown without being actively and 

continuously controlled by a ground-based human pilot.48 Autonomy is actually a 
continuum, including fully autonomous flight as well as flight that is mostly under 
the control of a human pilot. It is also possible to have a UAS that flies autono-
mously during some, but not all, portions of a flight. (In some respects, this isn’t 
so different from what routinely occurs today in the context of manned flight using 
technologies like autopilot.) In discussions about UAS integration, there is often an 
assumption that autonomous unmanned UAS will pose more dangers than human- 
piloted UAS. I believe that is an oversimplification. 

Certainly, autonomous UAS flight without the proper safeguards would pose very 
real safety risks. But when the algorithms used to control flight are designed with 
sufficient care and properly tested, autonomous flight has the potential to deliver 
very important benefits, including enabling new applications such as the automated 
search and rescue scenario that I discuss below. 

Autonomous, Beyond-Line-of-Sight UAS Operation 
UAS flight that is both autonomous and beyond-line-of-sight (BLOS) is another 

important area of technology development. BLOS refers to operation in which the 
UAS cannot be seen by a person overseeing its operation—either because it is ob-
scured by intervening objects such as trees or buildings, or because it is over the 
horizon.49 
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50 There is an exception under which, in regions of arctic Alaska, certain beyond-line-of-sight 
UAS operations are permitted. See http://www.faa.gov/news/updates/?newsId=73981 

51 This type of flight is called ‘‘first person view’’ or ‘‘FPV.’’ 
52 Under the NPRM, operators of ‘‘small’’ UAS would be required to be ‘‘visually capable of 

seeing the small UAS’’, i.e., BLOS operations would not be permitted. 

BLOS and autonomous flight are not necessarily coupled. Today’s technology 
makes it possible (though it is not generally permitted 50 in the current regulatory 
environment) for a ground-based human pilot to fly a UAS beyond the line of sight 
using a computer, console, or other display system showing live video from a UAS- 
mounted camera. The pilot sees what he or she would see from onboard the UAS, 
and can navigate the aircraft accordingly, despite not being able to actually see the 
UAS from his or her location on the ground.51 This is an example of BLOS flight 
that is not autonomous. Conversely, autonomous UAS flight could be performed in 
very close proximity to—and within view of—the person who initiated the flight. 
This is an example of autonomous flight that is not BLOS. 

But some of the most compelling future applications of UAS involve flight that 
is both autonomous and BLOS. Consider the challenge of looking for a lost hiker 
in the wilderness at night, several miles from the nearest road. It could be very 
helpful to be able to program a UAS to fly autonomously to the search area, and 
then to fly automated search patterns, using a thermal imager to identify heat sig-
natures that may indicate the lost hiker. Upon finding a possible match, the UAS 
could then alert a human pilot, who would then retake control and use the UAS 
to perform a closer inspection to see if the hiker had indeed been located. To take 
this example one step further, it would be possible to have half a dozen UAS col-
laboratively perform a search. This would allow searches to be conducted much fast-
er and much more cost effectively than is possible today using manned aircraft. 

Under current regulations (as well as those proposed in the recent NPRM), a UAS 
flight operation of this sort would not be permissible.52 In addition, it is currently 
very difficult for companies or government agencies interested in developing this ca-
pability to even test these capabilities. Rules at the six UAS test sites recently cho-
sen by the FAA currently prohibit flight that is simultaneously BLOS and autono-
mous. This forces developers of this technology to either limit their testing to the 
small confines of indoor spaces, or to test overseas in a country where the rules re-
lating to autonomous UAS flight offer more flexibility. 

Today, UAS technology is not yet sufficiently mature to allow autonomous, be-
yond-line-of-sight UAS operations in the regular (outside of suitable test sites) air-
space. But I think it is important to move towards a regulatory framework that 
could provide a mechanism to safely test and refine these technologies. This could 
occur, for example, in regions within the already-designated FAA test sites and/or 
on large parcels of private property owned or leased by the company performing the 
tests. 
Promoting Innovation and Economic Prosperity 

In the coming years, UAS will be used to improve agricultural yields, to perform 
scientific research, to spot and fight forest fires, to perform search and rescue, and 
to support disaster response. Developing the UAS technologies to enable these and 
many other applications will involve new business models, new companies, and new 
jobs. But that will only occur if there is a regulatory climate that fosters a thriving 
community of companies and individuals with an interest in investing their time, 
money, and energy to create the safest, most innovative unmanned aircraft tech-
nologies of the future. 

While there has been plenty of attention to the important issue of commercial 
UAS, I would also like to highlight the importance of the unmanned aircraft 
hobbyist community. This community, which includes both model airplane hobbyists 
as well as those who fly what are commonly called ‘‘drones,’’ provides a critically 
important pipeline for careers in aviation and technology. I would urge the FAA and 
Congress to ensure that as we navigate the complex process of making and inter-
preting rules for unmanned aircraft, we keep in mind the vital importance of the 
hobbyist community for our future innovation capacity. 

Thank you again for the opportunity to testify on this important topic. 
The views expressed in this piece are those of the author and should not be attrib-

uted to the staff, officers or trustees of the Brookings Institution. 

Senator AYOTTE. Thank you, Professor. I want to welcome Mr. 
Paul Misener. Mr. Misener is the Vice President of Global Public 
Policy at Amazon, Inc. Thank you. 
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STATEMENT OF PAUL MISENER, VICE PRESIDENT OF GLOBAL 
PUBLIC POLICY, AMAZON.COM 

Mr. MISENER. Thank you, Chairwoman Ayotte and Ranking 
Member Cantwell for your attention to this very important topic, 
for holding this hearing, and for inviting me to testify. 

Amazon Prime Air is a future service that will deliver packages 
to customers in 30 minutes or less using small UAS flying below 
500 feet and generally above 200 feet, and weighing less than 55 
pounds. Prime Air UAS will take advantage of sophisticated sense 
and avoid technology as well as a high degree of automation to en-
sure safe operations, including distances of 10 miles or more well 
beyond visual line of sight. 

Amazon Prime Air has been conducting outdoor R&D flight test-
ing in multiple locations abroad. Our testing abroad has required 
but minimal aviation regulatory approval. Nowhere outside of the 
United States have we been required to wait more than one or 2 
months to begin testing, and permission has been granted for oper-
ating a category of UAS, giving us room to expand, experiment, 
and rapidly perfect designs without being required to continually 
obtain new approvals for specific UAS vehicles. 

Our outdoor flight testing is going well, and we are very pleased 
with the R&D progress this testing has enabled. No country in 
which we now have distribution facilities has yet adopted rules 
that would allow commercial UAS packaged deliveries. In addition 
to our Prime Air R&D testing, we are working with government 
agencies to develop appropriate rules for small UAS operations. 

Such rules must allow UAS applications to take advantage of the 
core capability of the technology, to fly with minimal human in-
volvement, beyond visible line of sight. 

Safety is Amazon’s top priority, and earlier this month we dis-
cussed UAS safety with Europe’s most senior leaders of aviation 
regulation. I am delighted to report that these aviation authorities 
are enthusiastically pursuing regulatory frameworks and oper-
ational rules for UAS. 

The approach they are taking is imminently reasonable. UAS 
rules should be simple and performance-based, and the basic regu-
latory framework should be put in place without delay. 

American commercial entities want to innovate and perfect UAS 
technology, and to do so, we must conduct R&D testing. Amazon 
has a large indoor R&D facility in downtown Seattle. Of course, we 
need to test these designs outdoors, exposed to flight conditions our 
UAS will eventually experience in operations. 

We are very grateful to the FAA for granting us permission to 
conduct UAS testing outdoors in the United States. This approval 
came last Thursday, and we are eager to get flying here as we have 
abroad. 

However, the permission the FAA granted to us is more restric-
tive than are the rules and approvals by which we conduct outdoor 
testing in the U.K. and elsewhere. It is even more limited than the 
rules applicable to non-commercial amateur UAS flyers in the 
United States. 

Moreover, obtaining permission took far too long and certainly 
much longer, over half a year, than it took in other countries. 
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The good news is that while the FAA was considering our appli-
cations for testing, we innovated so rapidly, that the UAS approved 
last week by the FAA has become obsolete. We do not test it any 
more. We have moved on to more advanced designs that we already 
are testing abroad. Last Friday we asked the FAA for permission 
to fly one of these advanced UAS in the United States as well, and 
we are hopeful this permission will be granted quickly. 

Although the United States is catching up and permitting cur-
rent commercial UAS testing, the United States remains behind in 
planning for future commercial UAS operations. 

We are grateful for the FAA’s newly released NPRM so far as it 
goes, but it does not go far enough. Unlike the planning in Europe, 
the FAA is not adequately addressing compelling UAS applications 
that involve highly automated operations beyond visible line of 
sight. The NPRM only briefly requests comments on whether the 
rules should permit operations beyond visible line of sight and if 
so, how enabling technology should be evaluated. 

This is not to suggest that regulators here or abroad can quickly 
adopt actual rules for UAS operations beyond visual line of sight. 
That may take some time. Surely, U.S. regulators should start pro-
posing regulatory frameworks and rules for future commercial op-
erations now. 

Because the United States remains behind in planning for future 
commercial UAS operations, one might assume that Congress must 
step in to provide the FAA authority to act. The fact is that with 
few exceptions, the agency already has adequate statutory author-
ity. What the FAA needs is impetus, less the United States falls 
further behind. 

Any impetus given by, embraced by the FAA should result in the 
agency commencing now to plan and develop rules for UAS oper-
ations that would encompass highly automated flights beyond vis-
ual line of sight. 

In conclusion, Madam Chair, I look forward to working with you 
and your Subcommittee and the FAA to ensure that important 
commercial UAS services become available in the United States 
safely and soon. I look forward to your questions. 

[The prepared statement of Mr. Misener follows:] 

PREPARED STATEMENT PAUL MISENER, VICE PRESIDENT FOR GLOBAL PUBLIC POLICY, 
AMAZON.COM 

Thank you, Chairwoman Ayotte and Ranking Member Cantwell. My name is Paul 
Misener, and I am Amazon’s Vice President for Global Public Policy. Unmanned air-
craft systems (‘‘UAS’’) present tremendous opportunities for innovation and soon will 
provide consumer services unimagined only a decade ago. Thank you for your atten-
tion to this important topic; for calling this hearing; and for inviting me to testify. 
I. Amazon Prime Air 

Amazon Prime Air is a future service that will deliver packages to customers in 
30 minutes or less using small UAS. Flying below 500 feet, and generally above 200 
feet except for takeoff and landing, and weighing less than 55 pounds total, Prime 
Air UAS will take advantage of sophisticated ‘‘sense and avoid’’ technology, as well 
as a high degree of automation, to ensure safe operations including at distances of 
10 miles or more, well beyond visual line of sight. 

Not only do we think our customers will love this service, we believe it will benefit 
society more broadly. Once operational, Prime Air will increase the overall safety 
and efficiency of the current ground transportation system, by allowing people to 
skip the quick trip to the store or by decreasing package delivery by truck or car. 
For the same reasons, Prime Air will reduce buyers’ environmental footprint: if a 
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consumer wants a small item quickly, instead of driving to go shopping or causing 
delivery automobiles to come to her home or office, a small, electrically-powered 
UAS will make the trip faster and more efficiently and cleanly. To realize these tre-
mendous opportunities for innovation and other benefits in the United States, addi-
tional research and development—and, soon, rules of operation—are needed. 

Amazon Prime Air has been conducting outdoor R&D flight testing in multiple lo-
cations abroad, i.e., in other countries. Our testing abroad has required but minimal 
aviation regulatory approval, given the low risk presented by our small UAS de-
signs; the R&D nature of our flight activity; and our relatively rural test sites. No-
where outside of the United States have we been required to wait more than one 
or two months to begin testing, and permission has been granted for operating a 
category of UAS, giving us room to experiment and rapidly perfect designs without 
being required to continually obtain new approvals for specific UAS vehicles. Our 
outdoor flight testing is going well, and we are very pleased with the R&D progress 
this testing has enabled. 

In addition to this work, we also will prepare our distribution network for the 
eventual integration of Prime Air delivery service. Preparation will include opti-
mizing our internal systems because, in order to meet our Prime Air customer deliv-
ery goal of 30 minutes or less, our UAS must be loaded quickly, and this presents 
fascinating logistical challenges, including within our huge warehouses. 
II. International Regulatory Activities 

No country in which we now have distribution facilities has yet adopted rules that 
would allow commercial UAS package deliveries. So, in addition to our Prime Air 
R&D; testing; and distribution network preparations, we are working with govern-
ment agencies to develop appropriate rules for small UAS operations. Such rules 
must allow UAS applications to take advantage of a core capability of the tech-
nology: to fly with minimal human involvement, beyond visual line of sight. Such 
rules of operation should be proportionate to risk, setting a level of safety but not 
mandating how that level must be met. 

UAS present obvious safety risks of mid-air collisions and crashes to the ground. 
In its recently-released Notice of Proposed Rulemaking (‘‘NPRM’’), the U.S. Federal 
Aviation Administration (‘‘FAA’’) tied these concerns to the lack of human ‘‘see and 
avoid’’ abilities and the hazard of ground-to-air communications ‘‘link loss.’’ Both of 
these factors would have been difficult to address even just a decade ago, but auto-
mated UAS sense and avoid technology and on-board intelligence address these fac-
tors and will mitigate the related risks. 

Safety is Amazon’s top priority and, earlier this month, I discussed UAS safety 
with Europe’s most senior leaders of aviation regulation, including at the UK’s De-
partment for Transport and Civil Aviation Authority; the European Commission 
(‘‘EC’’); and the European Aviation Safety Agency (‘‘EASA’’). I also conferred with 
leadership of the Joint Authorities for Rulemaking on Unmanned Systems 
(‘‘JARUS’’), in which Asian, European, and North American aviation officials are 
working on a set of UAS technical, safety, and operational requirements to be rec-
ommended to aviation authorities worldwide. Amazon also participated in the EC 
conference on UAS in Riga, Latvia, and this week we are attending the Inter-
national Civil Aviation Organization (‘‘ICAO’’) UAS conference in Montreal, Canada. 

I’m delighted to report that these aviation authorities with whom we met in the 
UK and at the multinational bodies are enthusiastically pursuing regulatory frame-
works and operational rules for UAS. The approach they are taking is eminently 
reasonable: it is risk-and performance-based, and it is mindful of the tremendous 
opportunities for innovation and economic benefits that UAS present. 

Two reports released this month, from the EC’s Riga conference and from EASA, 
demonstrate the important planning already underway for future commercial UAS 
operations. The official report of the Riga conference included several important con-
clusions: UAS should be treated as new types of aircraft with proportionate rules 
based on the risk of the operation (‘‘rules should be simple and performance based’’); 
rules must be developed now (‘‘the basic regulatory framework should be put in 
place without delay’’); technologies and standards need to be developed for the full 
integration of UAS in the airspace; and EASA should lead the harmonization of 
UAS regulation across Europe. Following the EC’s Riga conference, EASA presented 
its new regulatory approach for UAS operations, concluding that: 

The operation of [UAS] should be regulated in a manner proportionate to the 
risk of the specific operation. Considering the broad range of operations and 
types of [UAS], it is proposed to establish 3 categories of operations and their 
associated regulatory regime. . . . This concept has been developed to address 
two main goals: (a) Integration and acceptance of [UAS] into the existing avia-
tion system in a safe and proportionate manner; [and] (b) Foster an innovative 
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and competitive European [UAS] industry, creating new employment, in par-
ticular for SMEs. 

By the end of 2015, EASA plans to present a ‘‘draft regulatory framework’’ to the 
European Commission. 
III. Testing and Planning in the United States 
A. Current Rules for R&D Testing 

American commercial entities want to innovate and perfect UAS technology, and 
to do so we must conduct R&D testing. Amazon has a large indoor R&D facility in 
Seattle. In this facility, our Prime Air team of roboticists, scientists, aeronautical 
engineers, remote sensing experts, and a former NASA astronaut has conducted 
flight tests on rapidly improving designs. But of course we need to safely test these 
designs outdoors, exposed to the flight conditions our UAS eventually will experi-
ence in operations—namely, wind, turbulence, and the variety of temperature, hu-
midity, and precipitation conditions of the real world. 

So, beginning in early 2014, we began talking to the FAA about obtaining permis-
sion to conduct R&D testing outdoors. And, from the beginning, we made clear that 
the rapid pace of UAS innovation means that we need permission to rapidly modify 
our test vehicles, without administrative delays associated with every change. 

We are very grateful to the FAA for granting us permission to conduct UAS test-
ing outdoors in the United States. This approval came last Thursday, and we’re 
eager to get flying here as we have been abroad. However, the permission the FAA 
granted is more restrictive than are the rules and approvals by which we conduct 
outdoor testing in the UK and elsewhere. (It’s even more limited than the rules ap-
plicable to non-commercial, amateur UAS fliers in the United States.) Moreover, ob-
taining permission took far too long, and certainly much longer—over half a year— 
than it took in other countries. 

The good news is that, while the FAA was considering our applications for testing, 
we innovated so rapidly that the UAS approved last week by the FAA has become 
obsolete. We don’t test it anymore. We’ve moved on to more advanced designs that 
we already are testing abroad. Last Friday, we asked the FAA for permission to fly 
one of these advanced UAS in the United States, as well, and we are hopeful that 
this permission will be granted quickly. 
B. Planning for Future Operations 

Although the United States is catching up in permitting current commercial UAS 
testing, the United States remains behind in planning for future commercial UAS 
operations. 

We are grateful for the FAA’s newly-released NPRM, so far as it goes. But it 
doesn’t go far enough. Unlike the planning by the national and multinational groups 
with whom I met in Europe earlier this month, the FAA is not adequately address-
ing compelling UAS applications that involve highly automated operations beyond 
visual line of sight. The FAA has proposed rules in the NPRM—to be adopted prob-
ably in 18–24 months—that simply do not address these extremely important appli-
cations. The NPRM only briefly requests comments on whether the rules should per-
mit operations beyond visual line of sight and, if so, how enabling technology should 
be evaluated. 

Although the FAA has asked a subcommittee of one of its industry advisory com-
mittees to examine beyond visual line of sight operations (and I am a member of 
this subcommittee), the group has only met twice since its inception last year. This 
low level of government attention and slow pace are inadequate, especially com-
pared to the regulatory efforts in other countries. This is not to suggest that regu-
lators here or abroad can quickly adopt actual rules for UAS operations beyond vis-
ual line of sight. That may take some time. But surely regulators should start pro-
posing regulatory frameworks and rules for future commercial UAS operations now. 
IV. Opportunities for FAA and Congressional Action 

Because the United States remains behind in planning for future commercial UAS 
operations, one might assume that Congress must step in to provide the FAA au-
thority to act. But the fact is that, with few exceptions, the agency already has ade-
quate statutory authority. What the FAA needs is impetus, lest the United States 
fall further behind. 

Any impetus embraced by, or given to, the FAA should result in the agency com-
mencing—now—to plan and develop rules for UAS operations that would encompass 
highly automated flights, beyond visual line of sight. A good starting point could be 
the ongoing work in the multinational body JARUS, in which an FAA staffer serves 
as the vice chair. Elevating the level and intensity of FAA participation in this 
group is one way the United States could confirm its commitment to UAS tech-
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nology and services. And, here at home, the FAA could immediately begin—or be 
directed to begin—proposing regulatory frameworks and rules for operations of high-
ly automated UAS beyond visual line of sight, perhaps through a further notice of 
proposed rulemaking. 

Consumer privacy is an area in which the U.S. approach to UAS regulation al-
ready is particularly strong. We recognize that UAS technology could cause privacy 
infringement if commercial operations are not undertaken in a sensible, privacy-con-
scious manner. Prime Air is a future delivery service, not a surveillance operation, 
and we will respect the privacy of every person, with stringent privacy policies ac-
cessible to all. We strongly support the Commerce Department’s effort to develop, 
through a multi-stakeholder process, best practices on privacy, transparency, and 
accountability. 

Lastly, international harmonization of rules is strongly desirable, and domestic 
balkanization by states and localities is not. Harmonized rules, perhaps developed 
through JARUS or ICAO, should be a top FAA priority internationally. And within 
the United States, uniform Federal rules should apply. 
V. Conclusion 

In conclusion, Madam Chair, I look forward to working with you, your Sub-
committee, and the FAA to ensure that important commercial UAS services become 
available in the United States safely and soon. And I welcome your questions. 

Senator AYOTTE. Thank you, Mr. Misener. I would like to wel-
come Mr. Jeff VanderWerff. Mr. VanderWerff is representing the 
American Farm Bureau Federation. Thank you, Mr. VanderWerff. 

STATEMENT OF JEFF VANDERWERFF ON BEHALF OF THE 
AMERICAN FARM BUREAU FEDERATION 

Mr. VANDERWERFF. Thank you, Subcommittee Chair Ayotte, 
Ranking Member Cantwell, and members of the Subcommittee. 

My name is Jeff VanderWerff, and I am a farmer from Casnovia, 
Michigan. I farm with my family just outside the Town of Sparta, 
where I raise corn, wheat, soybeans, and apples, with my father, 
uncle, and brother. I am the fourth generation of my family to work 
our home farm which was purchased by my great grandfather, a 
Dutch immigrant, nearly 80 years ago. Today, my wife and I are 
proud to be raising the fifth generation on that same farm. 

Within our farm, I am responsible for the day-to-day activities 
and operations including precision agriculture and our agronomics. 
As a farmer who uses precision agriculture and understands the 
importance of the agronomic data, I am here today to discuss the 
potential benefits and pitfalls of unmanned aircraft systems for my 
farm in Michigan. 

Last summer, I attended a precision agriculture demonstration 
that includes unmanned aircraft flying across fields gathering data. 
The demonstration concluded with the explanation of the images 
and that data. I walked away knowing this was the next evolution 
in precision agriculture on my farm. 

As an agronomist and a farmer who relies on precision agricul-
tural techniques, I rely heavily on the data to produce accurate in-
formation. Accurate information is critical to the day to day busi-
ness decisions I make. These decisions affect my yields, environ-
mental impact, and ultimately the economic viability of my oper-
ation. 

Using an unmanned aircraft has the potential to provide me with 
another accurate tool to use in making optimal decisions to maxi-
mize the return of my family’s business. 

One takeaway I had after seeing the unmanned aircraft dem-
onstration was its ability to provide detailed scouting information 

VerDate Nov 24 2008 08:03 Mar 16, 2016 Jkt 075679 PO 00000 Frm 00044 Fmt 6633 Sfmt 6601 S:\GPO\DOCS\99424.TXT JACKIE



41 

on weed emergence, insect infestations, and potential nutrient 
shortages. 

Currently, I spend about 12 hours a week walking nearly 3,000 
acres of land that we farm, and while this method is effective, it 
is not real efficient. Using an unmanned aircraft would allow me 
to address threats quicker and more importantly before they de-
velop into significant or potentially catastrophic problems. 

Reducing environmental impact is another significant benefit of 
using unmanned aircraft. The imagery from unmanned aircraft al-
lows me to spot treat sections of my fields as opposed to watering 
or spraying an entire field. 

Images from the unmanned aircraft will allow me to identify the 
specific locations where a specific treatment, be it fertilizer, water, 
or pesticides, is necessary. This allows me to eliminate the need to 
use these applications more broadly across an entire field. 

By spot treating threats to a crop, I not only lower the cost of 
treatment, but I also have the potential of lowering the environ-
mental impact by minimizing the application. 

While this technology has the potential to be another tool in the 
toolbox, there are certainly some pitfalls that we need to discuss. 
The privacy and security of the data collected by unmanned air-
craft is concerning to farmers and ranchers. 

Even if an individual operator follows all the applicable rules, 
regulations, and best management practices on his or her farming 
operation, there is still concern that regulatory agencies or one of 
the numerous environmental organizations that unnecessary target 
production agriculture might gain access to individual farm data 
through subpoenas. 

The biggest fear that farmers face in data collection is that third 
parties, including the United States Government, could gain access 
to our data and use it against us. 

Questions abound within the agricultural community about who 
owns and controls the data we generate. If a farmer contracts with 
a company authorized to fly an UAS, does the farmer then own the 
data that is generated or is it shared with both the contractor and 
the farmer. In the case of a farm on rented ground, do I, the ten-
ant, or does my landlord own that data. 

Again, the use of unmanned aerial systems will be an important 
addition to farmers’ management techniques, but it is critical that 
the data remain under the ownership and control of the farmer, 
and is not available to Government agencies or others without per-
mission. 

In conclusion, the Farm Bureau is glad to see the Federal Avia-
tion Administration introduce its Notice of Proposed Rulemaking 
for small UAS. The Farm Bureau is in the process of developing 
our comments to the FAA regarding this proposed rule. 

It is our hope that farmers and ranchers will be able to secure 
the rights through this process to use UAS as part of their preci-
sion agriculture systems. 

I thank you for the opportunity today, and look forward to an-
swering your questions. 

[The prepared statement of Mr. VanderWerff follows:] 
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1 USDA, Natural Resources Conservation Service, ‘‘Precision Agriculture: NRCS Support for 
Emerging Technologies.’’ http://www.nrcs.usda.gov/Internet/FSElDOCUMENTS/stelprdb104 
3474.pdf. June 2007. 

PREPARED STATEMENT OF JEFF VANDERWERFF ON BEHALF OF THE 
AMERICAN FARM BUREAU FEDERATION 

The American Farm Bureau Federation (Farm Bureau) is the Nation’s largest 
general farm organization, representing agricultural producers of nearly every type 
of crop and livestock across all 50 states and Puerto Rico. We appreciate the oppor-
tunity to submit a statement to the Subcommittee on Aviation Operations, Safety, 
and Security for this hearing on Unmanned Aircraft Systems: Key Considerations 
Regarding Safety, Innovation, Economic Impact, and Privacy. 

Farm Bureau supports the use of unmanned aircraft systems (UAS) as another 
tool for farmers and ranchers to use in managing their crops and livestock and mak-
ing important business decisions. A farmer faces daily challenges that can affect the 
farmer’s yield, environmental conditions on the farmer’s property and, ultimately, 
the economic viability of the farm. Farmers rely on accurate data to make these de-
cisions and the use of UAS adds a valuable and accurate tool for the farmer in mak-
ing optimal decisions to maximize return on farming operations. 

It has become widely accepted that the introduction of UAS into the commercial 
industry will begin with American agriculture. The primary reason American agri-
culture is viewed as the pioneer industry to use UAS for a commercial purpose is 
that the airspace above the fields used in agriculture is low risk, and many of the 
fields are located in remote areas. 

Farm Bureau sees another reason American agriculture will pioneer this effort. 
America’s farmers and ranchers embrace technology that allows their farming busi-
nesses to be more efficient, economical and environmentally friendly. American agri-
culture continues to evolve, and today’s farmers and ranchers are using precision 
agricultural techniques to make business decisions. These decisions can impact the 
amount of fertilizer a farmer needs to purchase and apply to the field; the amount 
of water needed to sustain the crop; and the amount and type of herbicides or pes-
ticides the farmer may need to apply. These are only a few examples of the business 
decisions a farmer makes on a daily basis to achieve optimal yield, lower environ-
mental impact and maximize profits. 

Farmers and ranchers are excited to see the transformation of a hobbyist activity 
into the newest tool for precision agriculture. The U.S. Department of Agriculture 
defines precision agriculture as ‘‘a management system that is information and tech-
nology based, is site specific and uses one or more of the following sources of data: 
soils, crops, nutrients, pests, moisture, or yield, for optimum profitability, sustain-
ability, and protection of the environment.’’ 1 This definition encompasses the pur-
pose of UAS within the agriculture industry. 

Farm Bureau sees the benefit of UAS through their ability to provide detailed 
scouting information on weed emergence, insect infestations and potential nutrient 
shortages. This valuable information allows the farmer to catch these threats before 
they develop into significant and catastrophic problems. By addressing threats 
quickly, the farmer has a greater likelihood of being able to respond appropriately 
so as to optimize yields. 

The imagery from UAS also allows the farmer to spot-treat sections of the fields 
as opposed to watering or spraying the entire field. The quicker a farmer can dis-
cover a potential threat, the quicker the farmer can address the issue. Images from 
UAS allow the farmer to identify the specific location where a specific treatment— 
be it fertilizer, water, pesticides or herbicides—is necessary; in doing so, the farmer 
can eliminate the need to use these applications more broadly across the entire 
field. By spot-treating threats to the crop, the farmer not only lowers the cost of 
treatment but also has the potential of lowering the environmental impact by mini-
mizing application. 

Farm Bureau is glad to see the Federal Aviation Administration (FAA) introduce 
its notice of proposed rulemaking for small-UAS. Farm Bureau is in the process of 
developing its comments to the FAA regarding the proposed rule. It is our hope that 
farmers and ranchers are able to secure the rights through this process to use UAS 
as part of their precision agricultural systems. That will allow them to scout fields 
and will serve as another tactic at their disposal to limit the use of agricultural in-
puts to only those areas of the field that require treatment. That will be good for 
the environment as we will be able to grow more with less. Many farmers will adopt 
this technology as yet another way to live up to the promise of continuous improve-
ment in food production. 
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While Farm Bureau supports this new technology and the potential opportunities 
it offers for farmers and ranchers, Farm Bureau is also concerned about the data 
collected from UAS and the privacy and security of that data. 

Even if an individual operator follows all the applicable rules, regulations, and 
best management practices in his or her farming operation, there is still concern 
that regulatory agencies or one of the numerous environmental organizations that 
unnecessarily targets agriculture might gain access to individual farm data through 
subpoenas. While a farmer’s pesticide or biotech seed usage may be a necessary and 
accepted practice, it could also be politically unpopular with certain groups. 

The biggest fear that farmers face in data collection is government accessing their 
data and using it against them. 

Questions abound within the agricultural community about ‘‘who owns and con-
trols the data.’’ If a farmer contracts with a company authorized to fly UAS, does 
the farmer own all the data from that UAS or is it shared by both the contractor 
and the farmer? In the case of a farm on rented ground, does the tenant or the land-
lord own the data? 

Farm Bureau supports the use of UAS and believes it will be an important addi-
tion to farmers’ management toolbox, but it is critical that the data remain under 
the ownership and control of the farmer and is not available to government agencies 
or others without permission. 

Senator AYOTTE. Thank you, Mr. VanderWerff. I want to thank 
all of our panelists. I would like to direct my first question to Ms. 
Gilligan. What I wanted to ask you about was with this new area 
of rulemaking by the FAA and implementation of the small UAS 
rule and subsequent rules that obviously need to be addressed, how 
does the agency plan to fund this effort? 

I saw in the Notice of Proposed Rulemaking that there is some 
contemplation of cost recovery. It was $5 to register an unmanned 
aircraft that we could discern, $150 for knowledge and tests of op-
erators, and $50 to verify the I.D. of an applicant. 

Is that going to cover all the resources that you need going for-
ward in an expanding area, given that we have other areas includ-
ing implementing NextGen and lots of other things we want to do 
for the airspace? 

Ms. GILLIGAN. Senator, at this point, the FAA has absorbed a lot 
of the costs of beginning the implementation process for bringing 
UAS into the airspace. We do have pending in the President’s Fis-
cal Year 2016 budget request some additional growth, both in per-
sonnel as well as in research and development dollars and facilities 
and equipment dollars. 

As we identify our requirements, we may be making additional 
requests through the budget process. If we can defend those re-
quests, we would hope the Congress can support them as well. 

Senator AYOTTE. Do you anticipate this is going to be a self-fund-
ed thing? In other words, that the fees that people pay that want 
to do this will fund this within the FAA or not? 

Ms. GILLIGAN. No, at this point the Notice of Proposed Rule-
making does not suggest fees fund the entire FAA program. Those 
fees that you identified are to offset the costs of those particular 
elements. 

In terms of finalizing the rulemaking and providing safety over-
sight and issuing approvals, as we do with manned operations 
right now, we do not charge fees for those services. FAA provides 
those services to the industry. We would at this point provide those 
services to the UAS industry as well. 

Senator AYOTTE. Can I also follow up on the issue of as I under-
stand the proposed rule, it prohibits UAS operation above people. 
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We obviously allow other types of aircraft to go over people, includ-
ing helicopters, blimps, et cetera. 

What was the thinking behind the prohibition, and is it a per-
ceived dangerousness with these unmanned systems themselves, or 
is this something that you anticipate looking at and addressing in 
the next reiteration of rules? 

Ms. GILLIGAN. With respect to the proposal for small UAS, we 
are talking about vehicles that are not designed against any stand-
ards, either FAA set standards or industry set standards, which is 
different from what we have for manned vehicles. 

Because of that, we were looking at how to mitigate that risk, 
and one of the limitations in the proposal is to limit the amount 
of operation over people not involved in the operation. This is an 
area that we have asked for comment on, and we will be looking 
at whether and how we can best balance that risk. 

Again, because we are talking about introducing systems that 
are not designed or manufactured in any kind of system that we 
are accustomed to, we think that is a risk that needs to be ad-
dressed in this rulemaking. 

Senator AYOTTE. Mr. Misener, as you hear this and with some 
of the issues that you have raised, given how Amazon proposes to 
be able to use these unmanned systems to help package delivery, 
where do you see this issue in the rulemaking going forward, and 
Ms. Gilligan, if you could help address some of the concerns that 
Mr. Misener raised as well, but first I would like to hear from Mr. 
Misener on this. 

Mr. MISENER. Thank you, Senator Ayotte. What the FAA has 
done in its NPRM is fine as far as it goes. It really needs to go fur-
ther. We need to be looking further down the road to beyond visible 
line of sight, highly automated operations. It is coming. I can as-
sure you that it is coming quickly. 

The fact that we are not yet even proposing rules or proposing 
frameworks for rules is lamentable. I think we ought to move 
ahead now and at least be thinking about those rules as opposed 
to just dismissing them as the NPRM did. 

Senator AYOTTE. Thank you. How do you address the concerns 
that Mr. Misener raises in terms of the pace with which the FAA 
is going forward to issue these rules in light of our international 
competitors? 

Ms. GILLIGAN. We agree that we need to and, in fact, we are fo-
cusing on the area of authorizing operations beyond visible line of 
sight. There are several technology challenges to being able to do 
that, including the need to address the issue of what we call ‘‘sense 
and avoid.’’ 

Pilots in manned aircraft have a regulatory responsibility to see 
and avoid other traffic. That is a technology challenge that still 
needs to be completely addressed for unmanned vehicles. 

There are also issues around the command and control system 
and assuring again that there is a standard against which those 
can be designed in a way that will assure a level of safety. 

We have a number of initiatives underway with the UAS indus-
try. RTCA is working on standards for both sense and avoid and 
command and control, and that involves all of the industry. We 
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have another subgroup under our Aviation Rulemaking Committee 
that is looking at beyond visual line of sight operations as well. 

That will be the next focus area. That will be an area that we 
will look at setting standards for, but it is a far more complex area, 
and it is one where we do not yet have the technology standards 
established. We expect to get those from RTCA over the next year 
or so. 

Senator AYOTTE. I thank you. I will have follow-up questions, but 
I would like to turn it over to Ranking Member Cantwell. 

Senator CANTWELL. Thank you, Chairwoman Ayotte. With this 
new interim rule that is out this afternoon, does that put us on par 
with the Europeans or are we still behind? Ms. Gilligan? 

Ms. GILLIGAN. I think we are in a different place than the Euro-
peans, and I think, as Dr. Dillingham indicated, that there are a 
number of locations where they are able to authorize different 
types of operations because they have much less complexity in their 
airspace system. They have much less general aviation that tends 
to operate at those lower altitudes. 

We are faced with some additional challenges that a number of 
our aviation partners around the world just do not face. 

What we have authorized today is that as we are issuing our ex-
emptions under Section 333 from reauthorization, the operator will 
be able to immediately operate as long as the operation is below 
200 feet. 

If they want to go above 200 feet, they must still go to the air 
traffic organization and identify the airspace where they want to 
operate so that we can assure safe separation of the unmanned sys-
tem from whatever general aviation or other operations there may 
be in that airspace. We believe this is increasing the flexibility that 
we can give now as we grant exemptions. 

Senator CANTWELL. Mr. Misener, I do not know if you have any 
input on that, but Mr. Dillingham, I wanted to ask you, are we al-
ways going to be behind the Europeans because they have already 
implemented GPS and we are still on radar, so they have much 
more information about who and what is in the airspace? 

Dr. DILLINGHAM. Senator Cantwell, I would not say we are be-
hind. When you talk about GPS and NextGen, the U.S. and the Eu-
ropeans are working hand in hand to try to harmonize and make 
those systems interoperable. With regard to the UAS, I think that 
one difference between the U.S. and some foreign countries is the 
legal framework. For example, in Japan where they have been fly-
ing agricultural unmanned aerial systems for a while, one of the 
differences is the farmer owns the airspace above his land, so 
therefore, it is sort of a different perspective. 

I think moving forward, with the U.S. working with the inter-
national aviation community and the UAS industry, we will in fact 
maintain our position as aeronautical leaders in the world. 

One of the things that I said in my statement is that if we were 
to implement the Notice of Proposed Rulemaking now, we would be 
on par in many ways with foreign countries. However, we are prob-
ably 16 to 18 months away from doing that, and they will still keep 
moving forward. 

It is going to be that kind of back and forth, but there are some 
reasons for it. FAA should be congratulated for moving to the point 
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that it has. As you said, there are still some very critical things 
that need to happen to keep us in the game. 

Senator CANTWELL. Mr. Misener? 
Mr. MISENER. Thank you, Senator. I think it is true that we are 

on par when these rules get adopted, probably 18 to 24 months 
from now, for operations. Where we truly lag behind is planning for 
the future. It is that high degree of automation beyond visual line 
of sight flying is coming. The Europeans are getting ready for it, 
we are not so much. 

Senator CANTWELL. I wonder, Ms. Gilligan, a couple of things 
that we have done in Congress in partnership with the FAA is to, 
within the FAA, create these centers of excellences on things that 
we do not quite yet understand, whether it is composite light 
weight manufacturing materials and approval on products like the 
787, so to keep the FAA up to date, they created before they did 
that a center of excellence, same center of excellence now in exist-
ence with the FAA in the lead on biofuels, how are you going to 
get a drop in jet fuel. 

Do we need one of these centers of excellence to help the FAA 
on the technical side get the answers in advance so as the market 
continues to develop, those questions are being addressed, the re-
search is being done, so to speak? 

Ms. GILLIGAN. Yes, Senator. Again and actually, we have gotten 
good support from Congress. In the last appropriations bill, we 
were given additional appropriations for the purposes of estab-
lishing a center of excellence. 

That process is underway. The applications have been received. 
They are under review. We expect to name the center of excellence 
before the end of this Fiscal Year, and the Administrator has chal-
lenged us to do that even sooner, as soon as we possibly can. 

I think it is in part because we see not only at the test sites but 
again with a center of excellence that we can frame these tech-
nology issues and some of the other challenges and get the best 
minds in academia working on helping us solve them. 

Senator CANTWELL. I think that last phrase is key, the best 
minds in academia to help you. Thank you. Thank you, Madam 
Chair. 

Senator AYOTTE. Thank you, Senator Cantwell. I would like to 
call on Senator Schatz. 

STATEMENT OF HON. BRIAN SCHATZ, 
U.S. SENATOR FROM HAWAII 

Senator SCHATZ. Thank you, Chairwoman. Ms. Gilligan, the FAA 
guidelines for recreational drones, I would like to go through them 
and then ask for your comment. My understanding is a drone must 
weigh less than 55 pounds, be flying below 400 feet, visual line of 
sight. Must not be flying carelessly or recklessly, not interfere with 
manned aircraft operations and not fly near an airport. 

Importantly, there appears to be no speed limit for recreational 
drones, and no prohibition on flying over people. 

My question for you is although the Notice of Proposed Rule-
making, I think, is progress, what are we doing at the 400 foot and 
down level, and who has jurisdiction? 
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Ms. GILLIGAN. The Notice, sir, is actually directed toward opera-
tors who would want to be in commercial operation, which we do 
not authorize right now at all. Hobbyists or recreational users, in 
accordance with the reauthorization bill, are sort of overseen by 
what we call a ‘‘community standard,’’ and we are working with the 
American Modelers Association for them to serve in that function. 

They actually have a set of operating expectations for their mem-
bers, and those will be the—— 

Senator SCHATZ. Will they have the force of law? 
Ms. GILLIGAN. They do not, but again, the reauthorization was 

specific that it should be a community standard as opposed to regu-
lation. 

Senator SCHATZ. Is preemption at play? In other words, if a 
mayor wants to set aside—a mayor can decide to use a city or 
county park how they wish in consultation with their Parks De-
partment, with their City Council. You can say no golfing, no 
Frisbees, no dogs, dogs here, dogs not there, this is a passive park. 
They have jurisdiction over the land. This goes to Professor 
Villasenor’s testimony. 

My question is did we just preempt local decision makers from 
making choices with respect to where recreational drones are al-
lowed and where they are not? 

Ms. GILLIGAN. The Congress has preempted authority for air-
space to the Federal Government for quite a long time. FAA is the 
sole entity responsible for the airspace. We do consider that to be 
from the ground through as high as aircraft operate. In fact, now 
we have commercial space operations as well. 

Senator SCHATZ. I just want to be clear on this. There would be 
no prohibition on flying a 54 pound drone 10 feet above a ball field 
as fast as you want, because our statute and the 2012 reauthoriza-
tion preempts a local decisionmaker from deciding what is allow-
able in public space and what is not; is that correct? 

Ms. GILLIGAN. I actually would have to ask our lawyers to check 
the reading of the law. I think more importantly what we see is 
there are a tremendous number of people who are using these vehi-
cles for recreational purposes, who are not well informed about 
their responsibilities. 

That is why the FAA, the modeling community, and the manu-
facturers are doing the outreach that we are doing. Several of the 
manufacturers are providing information in the packaging so that 
people who buy UAS understand that they have a responsibility if 
they are going to operate in the airspace. 

Senator SCHATZ. Right. Professor Villasenor, did you want to 
comment on that? I was taken by your citing of the 1946 Supreme 
Court case. I will just quote the Court, ‘‘It is obvious that if a land-
owner is to have full enjoyment of the land, he must have exclusive 
control of the immediate reaches of the enveloping atmosphere.’’ 

It seems to me this question of at what sort of elevation a land-
owner, either a public entity or private individual, ceases to have 
full control over their land. 

It is an open question, and it seems to me it is still being adju-
dicated; is that correct? 

Mr. VILLASENOR. I would say we are being forced, thanks to un-
manned aircraft, to actually figure out what we really could afford 
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not to figure out in as much detail before. No one would really rea-
sonably argue that as a landowner, I have the right to stop United 
Airlines from flying over my property at 30,000 feet. Of course, the 
Causby ruling and many other rulings, it is very clear that the air-
space is a public resource. 

The challenge is how low is public navigable airspace, and clearly 
it does not include the airspace two inches above the ground in my 
backyard. That would be ridiculous. 

Senator SCHATZ. Do you think this should be articulated through 
the lawmaking process, through the rulemaking process, by com-
munity standards? 

Mr. VILLASENOR. My concern is if we try to pick a specific limit, 
like for example you have control up to 100 feet, then you almost 
invite people to then sit right outside that limit in ways that might 
be very problematic. 

I think in that sense, it is better to sort of have things be general 
in terms of reasonable expectation of privacy is not specific, but we 
all know when it is in violation—— 

Senator SCHATZ. Even the courts have—— 
Mr. VILLASENOR. The courts have figured it out. That has worked 

well. 
Senator SCHATZ. I just have one final question, with your indul-

gence, for Ms. Gilligan. I guess my basic question is are model air-
crafts—should we be treating model aircrafts and drones synony-
mously? It seems to me some of the kind of policy infrastructure 
did not really envision drones as they are emerging. Maybe I am 
wrong here. 

When I hear model aircraft, I do not picture a 54 pound object 
moving at 100 miles an hour. Maybe I am still catching up myself. 
Can you just comment on that very briefly? 

Ms. GILLIGAN. I think what we are seeing, as you highlighted, is 
that many people who are buying unmanned systems are not what 
we would have historically considered modelers. Modelers were 
generally aviators. They came into it because of a love of aviation, 
they wanted to experiment with the physics of flight and build 
their airplanes, those kinds of things. 

We have a different part of the community joining us now, and 
we and the modeling community are working hard to make them 
understand they have aviation responsibilities that go beyond 
being able to buy this really interesting toy that they want to use 
in their backyard. 

Senator CANTWELL [presiding]. Thank you. Senator Moran? 

STATEMENT OF HON. JERRY MORAN, 
U.S. SENATOR FROM KANSAS 

Senator MORAN. Chairwoman, thank you very much. Ms. 
Gilligan, the FAA’s proposed rules, there is no requirement for an 
UAS operator flight training, nor is there any requirement for any 
airworthiness certification of the equipment. 

Those standards exist to ensure that vehicles are safe and opera-
tors can safely utilize them. How are those issues going to be ad-
dressed in the future? 

Ms. GILLIGAN. Senator, on the issue of airworthiness, we looked 
at the language in the reauthorization bill, which authorized the 
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Secretary to make a finding that there was no need for an Air-
worthiness Certificate if certain other criterial were met. Those 
were related to the speed, weight, and location of operation. 

What the rule does is describe those criteria and provide limita-
tions that are consistent with the statute in such a way that we 
felt met the expectation that there would not be a need for air-
worthiness certification to a particular set of standards. 

I am sorry, I forgot the other one you asked about. 
Senator MORAN. The operator. Airworthiness of equipment and 

the operator. 
Ms. GILLIGAN. There is an operator testing requirement. It is dif-

ferent from the private pilot requirements because, of course, they 
will not have to actually manipulate the aircraft. In order to pass 
the test, it will be necessary to receive some education in the 
standards of operating in the airspace. 

We believe that the testing requirement will assure that people 
are competent for the purposes of operating their system. 

We have asked for comment. We will be interested to see what 
we get back from the community, to see if we need to adjust those 
proposals in any way. 

Senator MORAN. Thank you very much. Mr. Morris, let me 
change topics. In the discussion of developing a system of control 
of UAS over long distances using existing cellular telephone net-
works or at least existing cell towers, that conversation, are we rec-
ognizing the considerable technological hurdles that are out there, 
and are the telecommunication companies prepared for this task? 

Mr. MORRIS. Senator, we really are, I think, at the very begin-
ning of the development of kind of the commercial aviation. I am 
honestly not thoroughly familiar with the use of the cell towers in 
connection with UAS. 

I think that is something that we would need to get back to you 
on. 

Senator MORAN. I would welcome that. 
Let me switch to the Farm Bureau. I am sure you said this in 

your testimony, and I was not here to hear it. I would be glad to 
hear about the value of UAS in Kansas. Much of agriculture recog-
nizes there is a great potential here. 

I wanted to ask you a specific question about how necessary are 
beyond line of sight operations for agricultural purposes? 

Mr. VANDERWERFF. Thank you for the question, Senator. One of 
the other panelists spoke earlier about the use by the Japanese and 
some of the uses that are going on in the Asian countries. They are 
using UAS in ways far beyond where we are now in terms of they 
are not only using them for scouting, but they are using them for 
application of nutrients, things of that nature. Many of those 
things are beyond line of sight control. 

Presently, all UAS we have available in the U.S. are line of sight 
controlled. I will say, and to some of the other points that have 
been made, the safety features are extremely redundant. 

Once that vehicle exceeds the prescribed distance within the soft-
ware, it automatically turns and returns to the geosynchronous 
point at which it started. When the battery is running low, it drops 
to a specified elevation and returns to where it started from. If you 
lose control of it, it comes back to where it started from. 
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It is not like these things leave your line of sight and just go 
buzzing out around the countryside. They do return to where they 
started from. That is all based on the geosynchronous information 
that was put in when they were launched. 

Senator MORAN. Thank you very much. Thank you, Chairwoman. 
Senator AYOTTE [presiding]. Thank you. Senator Markey? 

STATEMENT OF HON. EDWARD MARKEY, 
U.S. SENATOR FROM MASSACHUSETTS 

Senator MARKEY. Thank you, Madam Chair, very much. I am 
aware of the many beneficial uses of drones, including spotting 
wildfires, examining crops, monitoring traffic. While there are ben-
efits to drone use, there are also risks of misuse, these 21st century 
eyes in the skies should not become spies in the skies. 

Today, just as we have rules of the road, we are going to need 
rules for the sky as well. I believe we can achieve both, protect pri-
vacy and give life to this new technology that will bring jobs and 
economic growth to our country. 

Unfortunately, today, when it comes to privacy protections for 
the American people, we are flying blind, flying and potentially 
spying robots sounds like science fiction, but they are a reality 
right now. Their technology is getting cheaper and more accessible. 

This drone here has two cameras on it that can be easily pur-
chased and online for only $100. Two cameras flying over 
everybody’s house in the United States. 

The FAA has already given exemptions to nearly 50 commercial 
operators and announced today that it is planning to expedite the 
process so that drones can fly in the national airspace with no clear 
privacy rules. 

Today, operators are allowed to collect whatever information they 
want about you and me, and they can then use or sell that infor-
mation however they choose. This is why earlier this month, I in-
troduced the Drone Aircraft Privacy and Transparency Act. 

The bill requires, one, commercial drone operators to disclose 
what data they have collected, how that data is used, and whether 
the data will be sold, and when the data will be deleted, if at all. 

Number two, law enforcement must obtain a warrant before 
using drones except in emergency circumstances, and three, the 
FAA must create a publicly available website that lists where and 
when drones fly. 

As the Committee continues to process the FAA reauthorization, 
I look forward to working with my colleagues on these issues. 

Ms. Gilligan, if the FAA does not incorporate any Federal privacy 
protections into the final drone licensing process, and I saw a com-
mercial drone flying over my house, would I be able to find out how 
the company uses the data they collect or if they sell my private 
information? 

Ms. GILLIGAN. Senator, we do make available the information 
about which operators we have authorized, and we do make avail-
able information about the airspace in which they are operating. 

Senator MARKEY. But would I be able to find out the data which 
they have collected? Would I be able to do that? If I see it flying 
over my house, can I call the FAA and can you then say provide 
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the data over what you filmed in the backyard of that American? 
Can you do that? 

Ms. GILLIGAN. The FAA does not currently collect that informa-
tion. 

Senator MARKEY. Would I be able to at least find out who owns 
or operates the drone that was flying over my house? 

Ms. GILLIGAN. As I said, we do keep records about what airspace 
operators are authorized to operate in. That is publicly available 
today. 

Senator MARKEY. It is on a public website right now? 
Ms. GILLIGAN. Yes. 
Senator MARKEY. I could find out who just flew a drone over my 

backyard? 
Ms. GILLIGAN. I believe that is the case, sir. I know it is publicly 

available. We also release it in response to FOIA requests. It is 
available. I apologize, offhand, I do not know if it is one that you 
can access from your IPad here today. 

Senator MARKEY. You are saying if somebody sees this outside of 
their window and they are filming their family members in the 
backyard, that right now, an individual in America could call the 
FAA or go to a website and find out who owned that drone? Is that 
what you are saying? 

Ms. GILLIGAN. We have the information about who has been au-
thorized to operate in what airspace. Whether or not that was an 
authorized operation, I cannot tell you. If it was authorized, the 
records on who is authorized to use that airspace are available. 

Senator MARKEY. Are people authorized to just film families in 
the backyards of their homes? 

Ms. GILLIGAN. The purpose for which they are filming is not 
something I think we keep track of. 

Senator MARKEY. Again, that goes to the privacy issue. If fami-
lies have their children in the backyard and those children are now 
being filmed by a drone, what can we do to protect that family from 
all these nefarious individuals, maybe now trying to take advan-
tage of the absence of real privacy rules? 

Ms. GILLIGAN. I think that is why the Administration has begun 
the initiative that was announced and that NTIA is taking the lead 
on what Mr. Morris described earlier. 

Senator MARKEY. Again, what I am saying is in the absence of 
Federal laws that we put on the books, these drones with cameras, 
for $100, are just flying over backyards of people, parks, people all 
over the country. 

We have to put strong, enforceable laws on the books that ensure 
that ordinary Americans know that information is being gathered 
about their children, that it is being collected, and it potentially is 
being sold, and there are no rules against any of that. 

In the absence of us putting those protections on the books in 
this committee, then we are allowing all of these technologies to 
take off without the values that Americans would want to have 
being built into this new technology. That is our job on this com-
mittee. 

This is an inanimate object. It has no values, good or bad. We 
are the ones who are going to have to animate it with the values 
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that we believe it should have, as it potentially engages in preda-
tory activity against the families of our country. 

I thank you, Madam Chair. 
Senator AYOTTE. Senator Peters? 

STATEMENT OF HON. GARY PETERS, 
U.S. SENATOR FROM MICHIGAN 

Senator PETERS. Thank you, Madam Chair. Mr. VanderWerff, it 
is wonderful to see you here as a fellow Michigander, and hearing 
your testimony today. In addition to being a fellow Michigander, 
you are also a proud alumni of Michigan State University. It is 
great to have you here, of course, from one of the great agricultural 
universities in the country. 

I think it is important for you to be here as well in the fact that 
I think if you look at the applications of these drones and the op-
portunities for economic benefit, it is probably the agricultural sec-
tor where we can see some of the most significant increases of pro-
ductivity. 

That is what I want to talk to you a little bit about. You men-
tioned it in your testimony. Perhaps we can flush it out a little bit. 

I know farming has changed very dramatically over the years, 
and I have had the opportunity, for a guy who did not grow up on 
a farm, to be on the tractors which look like computers now. They 
do not look like tractors, with GPS and all sorts of geographic in-
formation on them as you are dealing with a field. 

You talked about the ways these unmanned drones can help in 
productivity. Could you quantify that? Are there things these 
drones can do that you just cannot do given all the sophisticated 
equipment you already have now? What is that going to mean for 
your bottom line? 

Mr. VANDERWERFF. Thank you, Senator, for the question. The 
benefits of these unmanned aerial vehicles on our individual farms 
and ranches are multifold, and they are not specific to any one type 
of production system. 

Everything from cattle ranchers in the Western United States 
who are looking to find their herds of cattle over large distances 
very quickly, to specialty crop growers, like myself. 

I do not know if any of you have ever been in a commercial apple 
orchard, but if you take an area the size of 10 city blocks and put 
rows of trees on it 12 feet high, it is like being in a giant labyrinth. 
You can not only lose yourself, but can actually lose equipment 
very quickly. Unmanned vehicles allow us to get that bird’s eye 
view to identify issues. 

On our grain side, the grain operation is probably where we are 
most excited about the potential benefit of these vehicles. Being 
able to, for example, fly over a corn field and look through the lens 
of an UAV for invisible infrared light signatures, heat signatures 
coming off the crop, we can identify plant stress. We can identify 
weeds. For example, a patch of grass will give off a different heat 
signature than a field of soybeans. 

Rather than having to walk the entire field or apply a herbicide 
to the entire field, I can simply identify an area with an UAV and 
then make that economic determination of whether or not it is 
going to be beneficial. 
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Let’s look at some of the issues that are going on right now in 
the Western United States with water shortages in the Ogallala 
Aquifer. I have a number of friends in Nebraska and the Dakotas 
and Kansas who are extremely excited about the idea that they no 
longer have to just blanket apply an inch of water to an entire 
quarter section. They can fly an UAV over it and map the heat sig-
nature coming off and apply water where it is needed, when it is 
needed, and how it is needed. 

This technology is very exciting. It is going to revolutionize even 
more of the agricultural industry that we are in currently. It is 
going to continue to make us the most competitive agricultural 
country on the planet. 

Senator PETERS. Based on the large areas that you have to cover, 
the regulations which limit line of sight operations, that is not 
going to work for you, is it? 

Mr. VANDERWERFF. Line of sight operation is a challenge right 
now. It is a matter of location, if you are in part of the United 
States where the ground is relatively flat, line of sight can go a 
long way. You are basically limited to the sharpness of your eye-
sight. 

Where I am in Michigan, line of sight may only be a few hundred 
feet before you have trees and other obstructions. That is where 
the GPS capabilities of these technologies, as Mr. Misener was al-
luding to earlier, are so relevant to us. 

Being able to simply take your iPad and geofence the fields you 
want to fly in, swipe your finger to map out the pattern in which 
you want it to fly, the aircraft will take off. It will fly that pattern. 
It will do the mapping. It will then come back, land. I can upload 
that data into my computer and have it right there. 

The idea that these can take off from my home farm, fly half a 
mile or mile to another farm, do that mapping and return, is excit-
ing. The technology is there but the question becomes whether or 
not we will allow the technology to reach its fullest potential. I be-
lieve we can do it safely and we can do it effectively, but again, the 
technology evolves ever faster. 

Senator PETERS. Right. Thank you. Ms. Gilligan, the FAA has 
granted, and I think you mentioned in your testimony, some 60 ex-
ceptions under Section 333, which was granted for some of these 
precision agriculture operations, as well as some aerial photog-
raphy. 

I understand there are currently nearly 600 petitions pending. 
Does the FAA have any plans to establish a process to streamline 
this petition process similar to the 60 ones that have already been 
granted, particularly as we hear about the important applications 
this has for agriculture? 

Ms. GILLIGAN. Yes, sir. We are learning lessons as we go through 
this process. Today, we have issued 10 additional approvals in a 
process that we are calling a ‘‘Summary Grant,’’ which means we 
can look at an individual petition and if it is similar enough to one 
we have already fully analyzed and put out for public comment, we 
do not need to repeat that process again. 

We believe that will substantially increase our ability to handle 
these more quickly, because we are seeing now that there are cer-
tain buckets in which many of them fall. There are still some very 
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unique ones, and those will have to go for public comment and 
more complete analysis. 

To the extent we can, we are trying to link new applications with 
decisions that we have already made to streamline them. In addi-
tion, today we issued what we are calling a ‘‘Broad COA,’’ Certifi-
cate of Authorization, for airspace, 200 feet and below. 

If the applicant can operate and meet their mission below 200 
feet, they will not have to get additional approvals from the air 
traffic organization. That will also shorten the process. 

We have a dedicated team, so they are learning as they go as 
well. They are getting more efficient at it as would be the case. We 
are dedicated. The Administrator has challenged us to move these 
petitions as quickly as we possibly can. 

Senator PETERS. That is good. That should help our agriculture 
uses that we heard. Thank you so much. Appreciate it. 

Ms. GILLIGAN. Yes, sir. Thank you. 
Senator AYOTTE. Senator Booker? 

STATEMENT OF HON. CORY BOOKER, 
U.S. SENATOR FROM NEW JERSEY 

Senator BOOKER. Ms. Gilligan, the White House drone, was that 
a commercial vehicle? 

Ms. GILLIGAN. No, it was not. 
Senator BOOKER. The airplane problems we have had with people 

flying drones close to airplanes, were those commercial vehicles? 
Ms. GILLIGAN. Not in most cases, sir. 
Senator BOOKER. Mr. Misener, have any of the sensational, sala-

cious, exciting drone things that are showing up in newspapers 
happening because of Amazon? 

Mr. MISENER. No, sir. 
Senator BOOKER. We need to distinguish between commercial op-

erations and private use. I was happy to see my colleagues bring 
up private use, but the commercial usage, have you given permis-
sion for anybody commercially to fly over large crowds of people? 

Ms. GILLIGAN. No, sir; we have not. 
Senator BOOKER. No. That is not an issue. Mr. Misener, I am a 

little bit upset because it seems like when it comes to Government 
moving at the speed of innovation, whether it is in biologics, 
whether it is in the backlog at the Patent Office, or in this area, 
we are slowing this country where innovation is going on overseas 
at extraordinary pace, and we are being left behind. 

Forgive me your name, Mr. VanderWerff. 
Mr. VANDERWERFF. VanderWerff; yes. 
Senator BOOKER. Thank you very much, Mr. VanderWerff. You 

talked about the revolutionary impact allowing drones to be used 
could have on agriculture. Those revolutions are happening over-
seas, correct, right now as we speak, our agricultural competitors 
are investing in using this technology; is that correct, sir? 

Mr. VANDERWERFF. It is correct; yes. 
Senator BOOKER. This is what is hard for me to believe, the slow-

ness with which this country is moving. If the actual aviation in-
dustry was regulated back in the time of the Wright Brothers, we 
may have gotten first in flight, but other people would be up flying 
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planes, commercial passenger planes, before we even got an avia-
tion industry started here. 

Mr. Misener, it is frustrating to me, and I would love to know 
that last week FAA allowed Amazon to begin testing UAS outdoors 
in the United States, but it was really in a limited fashion that still 
puts us in America in the back seat compared to what you are al-
lowed to do in other countries, and frankly, no mishaps, no sensa-
tional articles, nothing like that is happening with the experiments 
that you all are doing to advance this technology; is that correct? 

Mr. MISENER. Yes, sir, although I will say the FAA has, I believe, 
turned a corner. I have discussed this with Ms. Gilligan before. 
Things are getting better with respect to testing. Where they are 
not getting better is with respect to planning for the future. 

Senator BOOKER. Let the record show you sufficiently sucked up 
to the FAA. 

[Laughter.] 
Senator BOOKER. They will look at your application kindly, sir. 

Can you describe the work that Amazon is doing in other countries 
in relation to what we are doing here? How about that is a better 
way to ask it. 

Mr. MISENER. Thank you, Senator. Thank you also for noticing 
that. What we are doing in other countries is just it is more flexi-
ble. We are allowed to innovate quickly in other countries in a way 
that we have not yet been allowed here. 

The jury is still out on whether the system that is set up under 
the grant last week will work. I think it will just because I feel like 
the FAA staff now is motivated, here I go again, but they are moti-
vated to be helpful and to get us innovating again here in the coun-
try. 

It is just that we have not been able to do it yet, and we are 
hopeful to do it very soon here. 

Senator BOOKER. The FAA’s dedicated professionals, I have no 
pecuniary interest in saying nice things about the FAA, incredibly 
committed folks. My comments are in no way talking about them. 

In fact, Administrator, I would say—Associate Administrator, I 
would say you have some constraints on how well you are able to 
move, because both the FAA and the industry agree that exceptions 
to the process is too slow and allows only narrow applications for 
companies that are lucky enough to be granted the exemption. 

I am asking you what steps can Congress take in the FAA reau-
thorization to strengthen your ability, the FAA’s ability, to issue 
exemptions more broadly and in less time? 

Ms. GILLIGAN. Thank you, Senator. I think, as you know, our Ad-
ministrator is also interested in looking at how we might be able 
to take full advantage of whatever authorities we have, and per-
haps work with the Committee if we need to broaden those. 

In fact, there is technical assistance already underway between 
our staff and staff here on the Committee to look at these par-
ticular issues to see what more can be done. We will certainly con-
tinue to support the Committee as we review those issues. 

Senator BOOKER. Can the FAA quickly and currently issue ex-
emptions for industry to safely operate UAS beyond the line of 
sight? That is a big issue. 
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Ms. GILLIGAN. We would have the authority to issue those ex-
emptions if in fact we could make the safety case, and I think the 
challenge that we face with beyond visual line of sight is we do not 
yet have the technology standards to be able to evaluate whether 
in fact we have safe enough technology to permit that to occur. 

Senator BOOKER. Thank you. I would just say to the Chair, a lot 
of the comments, this is being muddled, and it would be great to 
have a private drone hearing. There are a lot of issues about any-
body and their friends being able to go out and get a drone and do 
things with it, but the commercial folks who have been acting re-
sponsibly are really being held back compared to our global com-
petitors. 

Senator AYOTTE. Thank you, Senator Booker. I think you raised 
some very good points here in terms of some of the uses of the 
drones and making sure we are clear on where the misuse is hap-
pening. 

I would like to call on Senator Daines. 

STATEMENT OF HON. STEVE DAINES, 
U.S. SENATOR FROM MONTANA 

Senator DAINES. Thanks, Madam Chair. I certainly have appre-
ciated the comments I have heard in this hearing and raising prob-
ably more questions than answers. 

I come from the state of Montana that places great value in pri-
vacy. In fact, I might argue we have different individual privacy ex-
pectations perhaps than people in large urban areas. That is why 
people like to live in states like Montana. 

I have also been talking to members of our state legislature who 
are interested in addressing these privacy concerns at the state 
level. 

For Ms. Gilligan, I think it probably relates to what is going on 
at the FAA. Certainly, I commend the FAA for taking action on the 
certification, on the airworthiness aspects of these commercial un-
manned systems, and the Notice of Proposed Rulemaking, on small 
commercial unmanned aerial systems, but I do have concerns about 
the privacy aspects associated with the remotely piloted aircraft, 
many of which are not being used commercially. In fact, what Sen-
ator Booker was really distinguishing between, commercial use and 
non-commercial use, and therefore, are not subjected to the pro-
posed rulemaking. 

My question is does the FAA think there is an appropriate role 
for local regulation of non-commercial or hobbyist uses, and if so, 
what might they be? 

Ms. GILLIGAN. Senator Daines, I am not sure the FAA has a posi-
tion on local control. What I do know is that in the last reauthor-
ization, Congress gave us very clear direction to allow hobby oper-
ations without additional regulatory restraints. 

We have complied with that. We are working with the model air-
craft community to allow the use of what they call ‘‘community 
standards,’’ and the American Modelers Association is taking the 
lead and providing information to their members about how they 
can properly operate safely and remain recreational users of this 
kind of technology. 
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Senator DAINES. What is your opinion, I guess, as a professional, 
someone who is in it every day, knows a lot more about it than I 
do, do you think there would be a role, do you think that is a good 
idea allowing the states to have an ability to regulate the non-com-
mercial use? 

Ms. GILLIGAN. We are always concerned about local regulations 
that may affect the national airspace system. What we do know 
and what Congress has been clear about is that we need a national 
asset in the airspace, and those who operate broadly in the air-
space need to know that what occurs in one location is safe and 
consistent with what can occur in other locations. 

I am not exactly sure whether or how a state or local entity 
might be able to carve something out to address modelers or to ad-
dress recreational users. They may well be able to do it. We would 
want to look closely at whether and how they did that. 

Senator DAINES. Let me ask Mr. VanderWerff at the American 
Farm Bureau, certainly I know some of our ag folks back home 
could see the value of finding a lost cow when we have more cows 
than people back home, which I am grateful for. 

In your testimony, you questioned who owns and controls the 
data collected by an unmanned system. An example you used was 
with a contractor flying the unmanned system and potentially 
being able to share or even sell that data with outside parties, in-
cluding the Federal Government, frankly is chilling. 

What do you think is the best means of regulating this data, and 
more importantly, how can we ensure enforcement? 

Mr. VANDERWERFF. Thank you for the question, Senator. When 
we speak about the issue of data privacy, I guess I would refer you 
to our overall stance as American Farm Bureau and as agricultur-
ists in terms of our data privacy. 

We are concerned about what is being collected, who potentially 
is viewing it, whether it was EPA or a third party environmental 
group. We believe that data ultimately belongs to the farmer who 
created it, and they should have the right to essentially determine 
who is able to use that data and for what purposes they would use 
it for. 

Senator DAINES. Any thoughts on how we ensure enforcement? 
Mr. VANDERWERFF. I would refer that to the full written com-

ments we will have with these proposed rules that will be out in 
the next short time. I would have to get back with you on that one 
specifically. 

[Mr. VanderWerff later submitted this information in reply:] 
As a starting point, AFBF supports adherence to the Fair Information Practice 

Principles (FIPPs), a set of internationally recognized practices for addressing the 
privacy of information about individuals. FIPPs is the appropriate framework for 
handling information collected by UAS, and it should be used to inform the stake-
holders’ UAS privacy discussion on the collection, storage and use of data. 

Farmers are concerned about UAS data collection from many unauthorized 
sources. The first concern is the prospect of government agencies—local, state or 
federal—inappropriately accessing sensitive, proprietary data and attempting to use 
it against them in connection with regulatory enforcement or litigation. Second, 
AFBF is concerned about data gleaned from UAS operated by commercial entities 
and private individuals, insofar as such entities and individuals are not bound by 
restrictions applicable to the government. Increasingly, private sector data breaches 
can be even more invasive and economically harmful than those targeting the public 
sector. Farmers believe that both private and government users must respect indi-
viduals’ reasonable expectation of privacy in a way that distinguishes between rou-
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tine, unremarkable uses of UAS technology and more invasive, intrusive uses. AFBF 
believes that use under the latter scenario should require some form of active au-
thorization (e.g., obtaining a search warrant in accordance with the Fourth Amend-
ment, obtaining written permission from the pertinent landowner and/or farm oper-
ator, or providing public notification). 

Invading an individual’s privacy should result in civil and/or criminal liability, as 
appropriate with a state’s and/or Federal law. 

UAS use in the farming/ranching context presents some unique challenges with 
respect to privacy. While AFBF recognizes that it would be impractical to require 
UAS operators to notify each and every individual in a position to visually observe 
the UAS in the air regarding the purpose of the flight and planned routing, UAS 
operators should nonetheless be required to secure the written consent of the land-
owner and/or farm operator if the operator knows or has reason to know that his 
or her UAS will be surveying or gathering data about someone else’s private prop-
erty. 

Senator DAINES. Thank you. Mr. Morris, has the NTIA explored 
how the ownership of data will be addressed? 

Mr. MORRIS. Senator, our process is really just at the very begin-
ning. We have put out a Request for Comment, and I certainly ex-
pect one of the issues raised will be an ownership question. 

We are not in a position to effect the legal rules that actually 
would affect ownership, but certainly in terms of looking at best 
practices that address issues like the farmer concern on data, that 
certainly is a topic that we expect will be discussed in our process. 

Senator DAINES. Thank you. I am out of time. 
Senator AYOTTE. Senator Heller? 

STATEMENT OF HON. DEAN HELLER, 
U.S. SENATOR FROM NEVADA 

Senator HELLER. Madam Chairwoman, thank you. Thank you for 
the time, and I want to thank all of our witnesses for being here, 
appreciate your expertise. I apologize for not being on time. Myself 
and Senator Moran were in the VA Committee. I apologize if my 
questions overlap a little bit. 

I would like to address something that Senator Booker was talk-
ing about as far as agriculture is concerned, coming from a farm 
myself. He failed to mention fertilizing also. Maybe he did. All the 
things that you were talking about, again, I want to stress, are in-
novations that whether they are in European countries or Asian 
countries are being used today; is that correct? 

Mr. VANDERWERFF. That is correct, sir; yes. 
Senator HELLER. Nevada was designated one of the six un-

manned air system test sites. For that, we are grateful. We have 
some great facilities. Nellis, Creech, Fallon, go down the list, Boul-
der City. 

In fact, we had a test recently with the Governor of one of these 
unmanned air systems. It was a wonderful experience to be part 
of that test and to see what they are doing in that particular facil-
ity. 

Here is the concern, and I think it was well said by Senator 
Booker, and that is the technology cannot be successful if it is ham-
pered by regulations, over burdensome, time consuming approval 
process, and that is the complaint that I am hearing today. 

I guess I will ask Ms. Gilligan this question. There is no doubt, 
there are privacy issues that you guys have to overcome, and I give 
you credit for the hard work it is going to take to overcome that. 
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These first steps of just testing have become very, very restric-
tive. I believe it will dissuade a lot of companies and a lot of people 
from using some of these test sites, and devoting the kind of re-
sources that will be necessary. 

I guess my question to begin with would be quite simple, and 
that is if the FAA was not required by law to begin work on inte-
grating drones into the national airspace, would the agency be 
working on it at all? 

Ms. GILLIGAN. Yes, sir. We have applicants who have come in 
who actually want to fully certify their vehicles, and those are un-
derway in our Los Angeles Office. We are building what are the set 
of standards that those vehicles need to meet. 

We have an exemption process that anyone could have applied 
for to authorize operations in the airspace. We are as mindful as 
the members of the Committee that this is a growing industry, and 
we do want to be able to support it, but we also want to make sure 
we have identified if there are risks that could be introduced into 
the system and that those risks are fully mitigated. 

Senator HELLER. I guess a concern is, and the feedback that I am 
getting, being one of the six states, the process seems to inhibit 
testing as opposed to expanding it. Technology development here in 
the United States where other countries have already clearly 
moved far beyond what we are able to do. 

Let me give you a couple of examples. The hoops they have to 
jump through, every time they want to change designs of their 
drone, it takes months to get that new design approved. If they do 
a test and they want to test the same design in a different manner, 
they have to jump through all these hoops. It takes months to get 
the approval in order to do that. 

They are arguing it just does not foster innovation. That can be 
frustrating. That is what I am hearing, I am hearing that kind of 
frustration. 

I am going to give Mr. Misener one more chance to push back 
on the FAA. 

[Laughter.] 
Senator HELLER. You said in your testimony last week that the 

approval for Amazon was a model that was already outdated. What 
is it going to take from the FAA for you to do the work you guys 
are trying to achieve? 

Mr. MISENER. Thank you, Senator. I think what it will take will 
be a recognition that these are different kinds of aircraft than the 
ones they are used to dealing with. This is not a 777. This is a lit-
tle device. 

We would like to be able to tweak things and move quickly and 
innovate. We call it ‘‘iteration’’ within Amazon. That means making 
new changes all the time, constantly improving, perfecting. 

I think we are almost to the spot with the FAA where we can 
do that domestically. It has just taken a long time to get here. My 
biggest concern, Senator, is we are not planning for that future in 
which drones will be able to fly beyond visual line of sight with a 
high degree of automation, we are not planning like the Europeans 
are, and we should be. 

Senator HELLER. Mr. Chairman, my time has run out, but thank 
you. 
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Senator BOOKER [presiding]. Something unprecedented has hap-
pened. I was designated by Kelly. That is my little bit of seniority. 
This is a shocking and unprecedented moment where I am now in 
charge—— 

Senator HELLER. Congratulations. 
[Laughter.] 
Senator BOOKER.—of the hearing on drones. A very exciting 

thing. I do have to say just for the record now that I am in charge 
that you are a pretty cool guy for someone who went to USC. 

[Laughter.] 
Senator HELLER. I will take it. 
Senator BOOKER. I actually tend to agree with—I never thought 

I would agree with a Trojan as much as I do with Senator Heller. 
I would like to get into another round of questioning. I do not know 
if you have more. 

Senator HELLER. Sure. 
Senator BOOKER. If I may begin, and just want to finish up with 

a couple of questions to Associate Administrator Gilligan, if you 
will. Can the FAA make a commitment into looking into how we 
can begin safely testing and researching the out of sight ability for 
UAS to fly? That is a big concern for me. From what I read and 
from talking to people in the industry, it puts a significant barrier 
to our ability to push the bounds of what is possible with this tech-
nology. 

Ms. GILLIGAN. The risk that is introduced with beyond visual line 
of sight operations is that the vehicle itself cannot sense and avoid 
if it is in proximity of other aircraft. 

Right now, in the manned system, we have the pilot that plays 
that role, and we are looking for how we can replace that role for 
the unmanned system. The RTCA is working with an industry 
group to design standards for sense and avoid. Once we have those 
standards, we can put them forward and we can determine how we 
can properly and safely allow for those extended operations. 

Senator BOOKER. Sorry to interrupt. Under Section 333, what 
Mr. VanderWerff had said about on a large farm, no people, no 
other aircraft in the area, could you understand an exception might 
be worthy for agricultural purposes with a risk of in air collisions 
might be significantly if not dramatically lower? 

I would imagine, Mr. VanderWerff, if you could just nod up or 
down, that other countries are using out of line of sight operations 
for their drones in agriculture; is that correct? 

Mr. VANDERWERFF. That is my understanding. 
Senator BOOKER. Yes. Could you imagine the United States 

catching up to that and making that exception? 
Ms. GILLIGAN. It certainly might be something where we can 

make a safety case for an exception. What we would need to under-
stand is what are the other operations in the area. 

The U.S. has a very active general aviation community. We also 
have a very active manned agriculture community who have raised 
their own concerns about the idea of the use of drones in the air-
space where they are operating as well. 

We do need to make sure that we understand what the risks are 
and that we are mitigating them properly. 
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Senator BOOKER. You just feel like the other countries, Germany, 
France, New Zealand, they are all just being far more risky than 
the United States? They are taking unnecessary risks on while the 
United States, we are much more cautious? 

Ms. GILLIGAN. I do not know that they are taking on unnecessary 
risks. I do know they have far less general aviation in any of their 
airspace. They have a much less complex airspace system gen-
erally. Their risks are different than ours. I assume they are ad-
dressing their risks appropriately, and we would look at doing the 
same. 

Senator BOOKER. For areas of the country where we do not have 
a lot of crowded airspace, like I would imagine the apple orchards 
of certain states. I know New Jersey is not such a state. There are 
some places out West. 

Could you see us making more speedy exceptions to those geo-
graphic areas where there is not complex airspace, especially at 
certain heights? I do not know if the 150 to 250 foot airspace is 
that crowded in farms in say the Midwest. 

Ms. GILLIGAN. We are using the exemption process now to au-
thorize visual line of sight operations. With an appropriate safety 
case, we would use the exemption process for beyond visual line of 
sight. But, we need to answer how is it that the aircraft are going 
to be properly controlled and properly separated in the event there 
is other aircraft. 

The reality is we have a lot of what we call ‘‘itinerant aircraft.’’ 
Senator BOOKER. How are foreign countries answering that ques-

tion? 
Ms. GILLIGAN. I would have to look at it more closely, sir. I do 

not know exactly how they have addressed that risk, but I can do 
that. 

Senator BOOKER. Somehow they are addressing the risk, they are 
doing it better than the United States, they are doing it quicker 
than the United States. We are not answering those questions. 

Ms. GILLIGAN. They are doing it differently than the United 
States, sir. I agree with that. We are looking at how we can con-
tinue to enhance the integration of UAS. 

Senator BOOKER. OK. I am going to just continue. Many of the 
people on the panel—I would just like to get a chance to get more 
feedback from other panel members—have been studying the 
drones and use of regulatory structures. 

I have been very impressed with the UAS usage and technology 
abroad as I have talked about. I have seen examples of drone use 
to deliver medication in difficult places to reach. They have been 
used to monitor and protect against animal poaching in Africa, in 
exciting ways. They have been used to fix poles and lower the risk 
of people who have to climb up a lot of our poles. 

Like your home drones are being used to monitor farms as we 
have been told and ensure the animals are getting humanely treat-
ed. 

This technology to me has unbounded potential. We have a his-
tory in this country of embracing that potential. It has the ability 
to extremely accelerate productivity, lessen our environmental foot-
print. It actually has the ability to enhance safety in this country, 
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and it also has a chance to provide services that would not have 
otherwise been practical or affordable. 

I would just like to ask real quickly, would anybody else like to 
comment on the applications for UAV technology? 

Mr. VILLASENOR. I just have a quick additional comment, if I 
may. 

Senator BOOKER. Yes, please. 
Mr. VILLASENOR. The subject of private use came up before, and 

Senator, you cited quite correctly, some very improper uses. I think 
it is important to recognize that the overwhelming majority of pri-
vate unmanned aircraft users are responsible, and in fact, we all 
agree about the importance of innovation, and many of the innova-
tions five and 10 years from now commercially are going to come 
from the people who are hobbyists today. 

I think it is important to recognize the needs of that community 
as well, while at the same time having zero tolerance for behaviors 
that are reckless or dangerous or outside the envelope—— 

Senator BOOKER. My time has expired. If I have another round, 
I want to get the answer to that question. Mr. Heller? 

Senator HELLER. Thank you, Mr. Chairman. Let the record re-
flect that the Pack 12 is dominating the discussion today. Having 
said that, I want to go back to you, Ms. Gilligan. 

I believe the question and the comments, from what I have heard 
since I have been in the Committee, is how to speed up the process, 
how to get through some of the hoops. Would it make any sense 
for the FAA to work with the six designated test sites to give them 
Certificates of Authorization with broader authority, something 
called a ‘‘blanket geographic COA?’’ 

Ms. GILLIGAN. Yes, sir. We are looking at doing that at a number 
of the test sites. In addition, for the test site in Nevada, it has been 
the first test site that has a designated airworthiness representa-
tive who can issue experimental certificates to anyone who would 
want to fly their unmanned system in that particular test site. 

We think that is another way to encourage manufacturers to 
bring—— 

Senator HELLER. Explain that to me one more time. What does 
Nevada have? 

Ms. GILLIGAN. Yes, sir. We have initiated a program that would 
allow for the test sites to identify an individual—— 

Senator HELLER. Is that called ‘‘train the trainer?’’ 
Ms. GILLIGAN. In this case, not exactly. What they are doing is 

identifying individuals who are experienced in aviation. They go 
through specific training that the FAA is offering, and they can 
then be designated by the FAA to issue experimental certificates 
for unmanned systems, much like the certificate that the FAA 
issued to Amazon. This would be a designated individual connected 
with the individual test site. 

We are setting it up only for the test sites, so again there is that 
opportunity for the test site to be able to draw manufacturers who 
may want to do work in that test site. 

We are working to see how we can enhance people taking advan-
tage of what the test sites have to offer, because we cannot get the 
data that we need to better understand what the risks are and how 
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to address them if we do not have people who are operating at the 
test sites. 

Senator HELLER. Let me raise one other question having to do 
with news gathering organizations. We have broadcasters in the 
northern part of the state, southern end of the state, that currently 
fly helicopters. They fly helicopters over populated areas as a way 
to report the news. It is allowed, I believe, by the FAA. 

Ms. GILLIGAN. Yes, sir. 
Senator HELLER. All right. I think most people would agree that 

these operations are important to inform the public and it is all 
done to get them information, I would consider, in a timely fashion. 

UAS operations would seem to impose a much less potential 
threat to people on the ground than helicopters do, and perhaps 
provide even greater benefits in the field of news gathering than 
even helicopters currently do. 

However, the current proposed rules would ban their use if even 
a single person is on the ground beneath them. Would the FAA 
consider a reasonable allowance for the use of UAS to cover news 
worthy events that inform the public? 

Ms. GILLIGAN. Sir, the reason that we have not authorized the 
use of UAS over populated areas is because the vehicle itself is not 
designed to any standards, not tested to any standards, and not 
manufactured against any particular process, as opposed to 
manned vehicles, where I am sure you aware we have extensive 
standards for both the design and manufacture to ensure an appro-
priate level of safety. 

Right now, we have not figured out how we can properly mitigate 
the risk of the unmanned vehicle which does not meet a defined 
level of safety, so we have required it be kept away from people. 
We have asked for comment on that in the Notice of Proposed 
Rulemaking. 

We have recently through an agreement that we had with CNN 
been able to authorize their use of an unmanned system not over 
a populated area but in closer proximity than we had in the past, 
so we could begin to learn more about just how we might be able 
to better mitigate that risk. 

We agree with you there is a good use for UAS in the news gath-
ering environment, at this point, design and manufacturing stand-
ards are really not known to the FAA, so it is hard for us to stand 
behind those. 

Senator HELLER. Right. It is not a problem with the idea, in fact, 
you do not have a problem with the idea. 

Ms. GILLIGAN. Right. 
Senator HELLER. It is whether or not we get to a point in tech-

nology that we feel good enough that an unit is worthy enough to 
fly over human beings. 

Ms. GILLIGAN. That is very accurate. I believe if in fact there 
were to be an accident with an UAS over a populated area, the 
questions that this committee would be asking the Administrator 
and me is: how is it that we authorized that? 

Senator HELLER. You are right. 
Ms. GILLIGAN. We need to assure ourselves that we have done 

the safety analysis and we have mitigated those risks before we 
can authorize the operation. 
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Senator HELLER. Thanks for your comments. Mr. Chairman, I 
am done. 

Senator BOOKER. Thank you. I have been alerted that we have 
to close the hearing. It is unfortunate. It is the saddest I have been 
since I have been an U.S. Senator. 

[Laughter.] 
Senator BOOKER. I want to thank everybody for coming here. 

Your testimony has been invaluable, and I am very grateful for 
that. It is exciting when you are on a new frontier of possibility and 
opportunity for this country, it is incredibly exciting when you have 
a technology that can improve the health, safety, and expand eco-
nomic opportunities within our country, but it has to be done right, 
it has to be done with safety concerns addressed and the privacy 
concerns that were addressed in this hearing. 

I know we will be doing more together on this issue, but I just 
wanted to express my gratitude for you all coming here. 

I will now say that the hearing record will remain open for 2 
weeks. During this time, Senators are asked to submit any ques-
tions for the record. Upon receipt, the witnesses are requested to 
submit written answers to the Committee as soon as possible. 

With that, the hearing is now closed. Thank you. 
[Whereupon, at 4:19 p.m., the hearing was adjourned.] 
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A P P E N D I X 

PREPARED STATEMENT OF AIR LINE PILOTS ASSOCIATION, INTERNATIONAL (ALPA) 

The following statement is submitted by the Air Line Pilots Association, Inter-
national (ALPA), representing more than 51,000 professional airline pilots flying for 
30 airlines in the United States and Canada. ALPA is the world’s largest pilot union 
and the world’s largest non-governmental aviation safety organization. We are the 
legal representative for the majority of professional airline pilots in the United 
States and are the recognized voice of the airline piloting profession in the country, 
with a history of safety advocacy that extends for over 80 years. As the sole U.S. 
member of the International Federation of Airline Pilots Associations (IFALPA), 
ALPA has the unique ability to provide active airline pilot expertise to aviation safe-
ty issues worldwide, and to incorporate an international dimension to safety advo-
cacy. 
Introduction 

The need to modernize aviation extends beyond simply upgrading today’s ground 
and airborne equipment. Among the most dramatic and challenging revolutions in 
aviation technology and operational capability to be introduced into the NAS is the 
Unmanned Aircraft System (UAS) some of which are more appropriately called Re-
motely Piloted Aircraft Systems (RPAS). ALPA recognizes the societal and economic 
benefits of employing this technology to perform a wide variety of tasks more effi-
ciently, in a more environmentally responsible manner, and potentially more safely 
than the same task performed with conventional aircraft. However, it is vitally im-
portant that the pressure to capitalize on the technology not lead to an incomplete 
safety analysis of the aircraft and operations. 

UAS/RPAS aircraft are separated into two categories. The first category is the 
UAS/RPAS that weigh 55lbs or less are defined as ‘‘small’’ (sUAS) as discussed in 
more detail in the recent FAA Notice of Proposed Rule Making (NPRM) entitled 
‘‘Operation and Certification of Small Unmanned Aircraft Systems.’’ These aircraft 
are generally intended to be operated well away from other traffic in the airspace, 
and so ALPA’s primary concern in this regard is that the standards, practices and 
regulations covering small UAS/RPAS provide the means to ensure the aircraft do 
not stray, inadvertently or deliberately, into areas where they may pose a hazard 
to airline operations. FAA’s recent NPRM cited above is a comprehensive review of 
the hundreds of regulations necessary to address operation of small UAS/RPAS and 
we commend FAA for the effort in developing the NPRM. ALPA will comment on 
the specific provisions through the accepted public review process and we look for-
ward to working with the FAA to address our concerns regarding ensuring the safe-
ty of operations in the National Airspace System (NAS). 

Large UAS/RPAS, those that weigh more than 55lbs, can range in size as large 
as a Boeing 737 . While differences in size, performance and operational capabilities 
can vary greatly, there also exists a wide range of technology on the ground that 
forms the entire system that also must be considered in evaluating the safety of in-
tegrating these aircraft into the National Airspace System, not just the aircraft 
itself. These aircraft, since they are intended to occupy the same airspace as that 
used by our members’ aircraft and other users of the NAS, must be designed, man-
aged and operated in the same manner and to the same high safety standards as 
other NAS users. This is a daunting challenge and ALPA, with other stakeholders, 
continues to work on many levels to provide our views and expertise to the many 
government-industry activities whose common goal is ensuring the safety of the 
NAS. 

Some UAS aircraft are operated completely autonomous in that their flight route 
is completely computer programed and the device operates without a ‘‘pilot in the 
loop’’. Other UAS aircraft, RPA aircraft, are flown remotely by pilots from an oper-
ational center or control stations that can be located at the launch and recovery site 
or thousands of miles away. UAS is a broader descriptor and includes both autono-
mous and RPA aircraft. Pilots/operators are not currently required by Federal Avia-
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tion Regulations to be FAA-licensed or qualified as pilots or even have a common 
level of proficiency. In fact, in many cases, these operators are recruited from rec-
reational modeling. Most of the current larger designs were developed for the De-
partment of Defense (DOD) for use in combat areas and are not necessarily de-
signed, built, maintained, or able to safely interoperate with other civil users in the 
same manner as other aircraft in the National Airspace System. As a result, today 
they are typically flown in segregated airspace, i.e., military restricted airspace or 
equivalent, but these UAS have demonstrated over and over again that they may 
potentially stray out of their assigned airspace in the event of a malfunction. 

The UAS/RPAS may be used to perform flight operations that may expose more 
risk for a human to accomplish reliably and repeatedly in potentially austere envi-
ronments. The uniqueness of UAS/RPAS operations has revealed many safety and 
technological challenges to be addressed before integration in order to maintain the 
current level of safety for the NAS, its users, and the travelling public. The intro-
duction of small and large UAS to the NAS has become the most challenging enter-
prise for the FAA and the aviation community in many years. UAS proponents have 
a growing interest in expediting access to the NAS as evidenced by an increase in 
the number and scope of UAS flights in our busy NAS. 

FAA has identified research and development efforts to be conducted at six spe-
cific test sites. Other operations in restricted capacities have been authorized in re-
mote or segregated areas of the NAS. However, as the drumbeat to integrate the 
UAS/RPA as quickly as possible grows louder, many current and future-state tech-
nological issues raise yet-unanswered questions about the ability of these UAS/ 
RPAS to safely interoperate with today’s certified aircraft in the NAS. 

Until comprehensive end-to-end solutions are developed and promulgated by FAA, 
our overarching position is that no unmanned or remotely piloted aircraft, public or 
civil, should be allowed unrestricted access to conduct flight operations into the NAS 
unless it meets all of the high standards currently required for every other airspace 
user. This means UAS/RPA must be designed to interoperate, with similar perform-
ance and functional requirements at the heart of their system, architectures em-
bodying state-of-the-art safety technologies and system redundancies as required by 
currently certified commercial and general aviation airspace users. Of particular im-
portance and concern is the ability of commercial passenger carrying aircraft oper-
ating in the NAS to safely perform see and avoid and collision avoidance maneuvers 
against UAS and RPAS aircraft that may be operating in the same area. Likewise, 
we believe UAS/RPAS operating in the NAS must themselves be able to effectively 
identify other traffic and safely maneuver to avoid conflict and collision. 

We believe that the fundamental functions of operating the aircraft in a safe man-
ner must be maintained at the same level of safety regardless of the location of the 
pilot or levels of automation. At the center of current commercial aviation flight op-
erations is a well-trained, well-qualified professional pilot, and a well-qualified pilot 
remains the single most important safety component of any commercial aircraft. A 
UAS/RPAS should be able to operate as a part of commercial or general aviation, 
as the case may be, through compliance with FAA regulations and accompanying 
certification standards to meet the target level of safety that is performed reliably 
and repeatedly by well-trained airline pilots and their aircraft in the NAS today. 
Accordingly, UAS/RPA operators performing commercial or ‘‘For Hire’’ operations in 
airspace used by manned aircraft should be required meet all the certification and 
equivalent safety requirements of a commercial operator and the pilots flying the 
aircraft must meet equivalent training, qualification, and licensing requirements of 
pilots of manned aircraft in the same airspace. 
Harmonization of UAS/RPA Platforms 

UAS/RPA aircraft themselves are necessarily part of a larger system that includes 
the supporting ground station or control station, along with the command and con-
trol communications system which may employ a wide range of ground-or space- 
based elements. 

Development of a common description of the UAS/RPA remains an unresolved 
technical issue with different interpretations either by country, regulatory body, or 
the media when described in publications. The main point of contention is that an 
Unmanned Aircraft System is not truly unmanned in today’s context; more accu-
rately, it is an aircraft operated and managed by a pilot-in-command in a cockpit 
located in a ground station. So, while the term UAS sounds more autonomous or 
robotic, in reality, the FAA has stated that autonomous flights in the NAS are cur-
rently not authorized nor envisioned in the near term. A more apt description for 
these aircraft platforms and their support is the Remotely Piloted Aircraft System 
or RPAS for short, which is the accepted ICAO nomenclature. The term RPAS actu-
ally describes these platforms quite well, as the pilot is remotely located in the 
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1 ‘‘When Drones Fall from the Sky,’’ Washington Post, June 20, 2014 

ground station but an integral part of the system. The FAA has representatives 
serving on international committees to harmonize the definitions, descriptions, pro-
cedures, and related documentation and we are optimistic that the FAA will begin 
the adoption of products from these groups to harmonize terminology with other reg-
ulatory organizations ongoing work efforts. 
UAS Design Standard Barriers 

The futuristic visions of unmanned operations promise possibilities and conven-
ience that offers the attraction of a flying technology unbound from the conventions 
and constraints of modern aviation. The reality is quite different; new UAS/RPAS 
technology currently lack—but must have—the standardization of safely integrated 
and interoperable certified systems, which the FAA requires of commercial operators 
in the NAS today. Without mature safety standards accompanying the introduction 
of this technology, safety in the NAS today would be significantly and negatively 
impacted, adding risk to commercial airline operations and to an overburdened Air 
Traffic Control system. 

There are UAS/RPAS proponents within government and industry who are insist-
ent that within the next few years, UAS/RPAS should begin a much broader scope 
of civil commercial operations than is permitted today. Some proposals even advo-
cate fully autonomous systems, that is, aircraft operations without pilots actively 
flying or commanding the aircraft (e.g., package delivery and survey) but individuals 
who merely monitor the end-to-end flight operation. At this time, the UAS/RPAS 
technologies, safety standards and certification criteria for an end-to-end solution for 
NAS integration are quite immature; patience, and more importantly collaboration, 
is needed to diligently examine all the barriers and successfully develop comprehen-
sive and fully mature solutions prior to widespread operational implementation into 
the NAS. We simply cannot afford to miss critical steps in technological design 
standards and safety analyses in an attempt to satisfy a market demand. 

The introduction of multiple variations of UAS/RPAS without first completing 
safety-focused architectural standards, analysis, rigorous testing, and robust aircraft 
and pilot certifications would impair aviation safety and the public’s perception of 
safe air travel. We believe that all aviation stakeholders should examine UAS/RPAS 
integration to determine how these RPA platforms may impact their operations. 
Technological Barriers Impacting Operations in the NAS 

American aviation technology is experiencing its own ‘‘space race’’ akin to the 
1960s, with phenomenal growth in aviation science and technological advancements 
in this modern digital age, the results are testimony of the advanced applications 
underpinning NextGen and associated programs. These technologies are designed at 
their core architectures to be safe, reliable, and repeatable to provide the efficiencies 
required maintain the target level of safety as aviation transportation continues to 
grow. The target level of safety for commercial air travel in the NAS should be 
proactively, not reactively, protected. We are fully aware that there is a strong de-
sire by UAS/RPAS proponents, and those who wish to become operators, to begin 
flying in the NAS as quickly as possible. Clearly, there are commercial, social, busi-
ness and international competitive advantages to a strong UAS industry. However, 
the government and industry must take a longer view of this present state of tech-
nology and ensure that robust safety systems, in tandem with FAA certified redun-
dant systems of UAS/RPAS are developed that completely integrate with commer-
cial airline operations, and above all, do so safely. An imprudent rush to create and 
implement minimum standards will not only harm safety, but potentially produce 
a setback for the future expansion of UAS/RPAS operations for years to come. 

A June 20, 2014, newspaper article 1 reported that 47 UAS/RPA accidents involv-
ing U.S. military and Federal agencies’ aircraft had occurred since 2001, which is 
a safety record that no commercial business or airline could survive. These Federal 
institutions have the authority to self-certify the airworthiness of their own UAS/ 
RPA which can involve modifying compliance with FAA certification standards to 
accommodate these agencies’ unique mission requirements. This latitude and dif-
ference in priorities relative to commercial aviation is likely a contributing factor 
to the number of UAS/RPA accidents. 

As such, it is easily understood that without the FAA’s and other safety organiza-
tions’ experience and collective guidance in aviation safety, lesser airworthiness 
standards and certification procedures will produce greater UAS/RPA accident rates. 
Moreover, these accident rates expose the importance of developing civil standards 
tailored explicitly to UAS/RPA technologies, airworthiness, and related certifications 
through established civil procedures. 
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Unlike their manned counterparts, a key system on a UAS/RPA is the Commu-
nication and Control System (C2). This is what allows the pilot to safely and effec-
tively control the aircraft. The system transmits and receives command inputs (e.g., 
flight maneuvers, navigation, aircraft status, and ATC communications) to and from 
the ground station via radio frequency link between the ground station and the UA/ 
RPA. The criticality of the C2 system becomes self-evident, as it is the most vital 
single-system link depended upon for the UAS/RPA to successfully and safely oper-
ate. Link failure—which is exactly analogous to the pilot of an aircraft suddenly dis-
appearing from the cockpit—may cause a multitude of unintentional, cascading 
events. The sole dependence on this vital link is a necessary aspect of UAS/RPAS 
operations but its failure is one of the primary causal factors why UAS/RPA have 
accidents. 

The primary C2 contributing failures are associated with latency issues, that is, 
the time between transmission and reception of a command to successfully operate 
the UAS/RPA. Unlike the human on-board pilot, whose control input is instanta-
neous, latency times can be from 3 seconds to as much as 30 seconds, perhaps more. 
In the NAS, where immediate communication and required actions are expected to 
provide separation between aircraft, latency could cause more significant problems 
for Air Traffic Control (ATC) and manned aircraft in that airspace. The term ‘‘lost 
link,’’ as the phrase implies, is the result of the UAS/RPA having no communication 
or control whatsoever to successfully operate and command the UAS/RPA until C2 
two-way link is re-established, if that is accomplished. 

The varying degrees of UAS/RPA C2 vulnerabilities and failures creates complex 
safety issues for UAS integration. The C2 data, voice, and video requirements placed 
on operating UAS/RPA using radio waves or satellite creates limitations that cur-
rently prevent UAS from performing to the safety level of manned commercial air-
craft operations. If a UAS/RPA cannot maintain a C2 link, the normal expectation 
of a UAS/RPA to perform the critical functions of ensuring separation from terrain, 
obstacles, and other aircraft, as well as collision avoidance responsibilities, will un-
duly place safety burdens on other NAS users. Since 1931, ALPA’s professional air-
line pilots and safety professionals have worked together to advocate for the safety 
of the NAS. Manned aircraft flown by pilots in the NAS today use Instrument Flight 
Rules (IFR) to take advantage of the benefits of FAA’s ATC separation services, 
however, a pilot’s responsibility to ‘‘See and Avoid’’ to remain well-clear of other air-
craft is a constant responsibility in their line of work, regardless of who or what 
else is monitoring the flight. Simply stated, pilots visually scan the airspace, espe-
cially when traffic is being reported to them by ATC, to identify the aircraft in ques-
tion when a traffic alert is initiated or simply when a flight crew is flying into an 
airport that may not have a control tower, to avoid all potential conflicts. The UAS/ 
RPA needs to be equipped with the technological ability to maintain well-clear of 
and avoid collision with other operators if it is to truly replicate the actions expected 
of every aircraft in the NAS. 

A robust and safe UAS/RPA system design should never result in the transference 
of safety responsibilities—such as maintaining separation—to other operators and 
NAS users. Accordingly, one of the most important capabilities yet to be developed 
for UAS/RPA operations is the Detect and Avoid (DAA) technology that is fully ca-
pable of performing two primary functions, staying well-clear of other aircraft and 
if that cannot be done, the ability to avoid an imminent collision using an active 
collision avoidance technology. While those capabilities in manned aircraft are ac-
complished by a combination of pilot skill and electronic means, UAS must rely sole-
ly on electronic means. The responsibility to avoid coming hazardously close to other 
aircraft is a two-way street. In addition to the UAS/RPAS ability to detect and avoid 
other aircraft, other aircraft in the NAS must likewise be able to ‘‘see’’ any UAS/ 
RPA that could pose a collision threat. Realistically, given sizes too small to be seen 
by the human eye until the aircraft is dangerously close, the ability to be seen must 
be electronic. 

A promising system to enable that capability is called ACAS X. Unfortunately no 
funding exists to develop ACAS for UAS/RPAS to implement this groundbreaking 
technology. Specific funding for ACAS X (current and future manned aircraft) and 
ACAS Xu (for UAS/RPAS) would benefit manned and unmanned aircraft and play 
a vital role in the safe integration of UAS platforms into the NAS RPA’s and har-
monize with NextGen requirements in the near future, as well. 
Government and Industry Initiatives 

FAA Reauthorization legislation was introduced and Congress passed the ‘‘FAA 
Modernization and Reform Act reauthorization of 2012’’ on February 14, 2012. How-
ever, the FAA anticipating the growing advocacy of UAS/RPAS expansion in the 
NAS stood up the UAS/RPAS Integration Office, AFS–80. In general, AFS–80s pur-
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pose is to develop the overarching aviation coordination of UAS/RPAS integration 
standards, regulatory issues, certifications required for the aircraft and for the pilots 
who fly them, as well. 

In Section 332 of the FAA Reauthorization Act of 2012, ‘‘Integration of civil un-
manned aircraft systems into national airspace system,’’ the Act required the FAA 
to develop a comprehensive plan for integration of UAS/RPAS into the NAS by Sep-
tember 2015. The UAS/RPA industry is focused on the much publicized military and 
domestic law enforcement UAS operations but, simultaneously, is rapidly moving 
forward on UAS many roles in civil applications. UAS petitions for exemption under 
Section 333 currently request exemptions from several regulations in 14 CFR Parts 
61 and 91, in order to perform operations in areas like film making, environmental 
surveying, infrastructure inspection, 3-dimensional map making, and agriculture ap-
plications. 

As a result, the mounting pressure by the UAS industry to gain access into the 
NAS for commercial UAS operations continues, as evidenced by hundreds of peti-
tions for exemption under Section 333 of the 2012 FAA Reauthorization Act. How-
ever, the FAA is working hard on an integration plan, and just released (February 
2015) the long-awaited NPRM for small unmanned aircraft (sUAS). 

Until the sUAS rule is actually promulgated, operators file a petition to seek ex-
emption from compliance with these regulations that the rest of the U.S. aviation 
community must be in compliance with every day. Proponents must, in their peti-
tions for exemption, describe each and every means they intend to use to provide 
an equivalent level of safety. The FAA, in turn, if they grant the petition, must then 
check each and every operation for compliance with a set of requirements that is 
custom tailored for every operator. The requirements of the Act force the FAA to 
react to the legislated ability for proponents to request exemptions from multiple 
regulations significantly taxes an already strained FAA oversight capability. 

Even as designs and procedures are refined, these UAS/RPAS routinely fail. How-
ever, without quantitative failure data analyses, what components and how often 
failure occurs has not been made publically available. Small UAS/RPAS have failure 
conditions much like their larger cousins, C2 links, GPS, navigational and flight 
control failures appear to be quite common. As FAA points out in the NPRM, when 
these small aircraft are in the areas in which they are intended to operate, the risk 
to the public is arguably low. Hence it is critical to ensure they remain in those 
areas. Without robust standards, system architectures and redundant safety sys-
tems receiving certification through the FAA, the approved operators under Section 
333 will certainly encounter failure conditions and create potential safety issues in 
the NAS. A significantly growing problem is unapproved small UAS/RPAS oper-
ations creating near mid-air collisions currently in the NAS also demonstrate why 
safety-based standards, certifications, and regulatory enforcement are required im-
mediately to address this very serious potential safety problem. 

The FAA has been challenged in completing a plan for integration that incor-
porates a complete set of standards development, rulemaking, certification and safe-
ty analyses to meet the September 2015 deadline required in the Act. We believe 
in order to guarantee an ‘‘equivalent level of safety’’ for UAS in the NAS, realistic 
timelines for safety and aviation technology studies, accompanied by stable sources 
of funding to identify all potential hazards and ways to mitigate those hazards, 
must be developed at a pace that does not compromise safety. As a result of these 
challenges, the FAA has chartered Aviation Rule-Making Committees (ARC) and 
tasked RTCA to create a Special Committees (SC), both of which play pivotal roles 
in standards, regulatory and policy development for many types of technological 
challenges in aviation. 

The FAA established the Small UAS/RPAS Aviation Rulemaking Committee 
(ARC) in 2008 to develop standards and regulations unique and appropriate to small 
UAS/RPAS (55 lbs and less). In 2011, another ARC (more than 55 lbs) was char-
tered to make recommendations for standards and regulations for the remainder of 
UAS/RPAS certification and operation. RTCA, NASA and other organizations have 
multiple efforts underway, many of which include participation by ALPA safety rep-
resentatives. 

Currently, the research and analysis work continues for Detect and Avoid (DAA) 
and Communication and Control Links (C2). Technological dependencies and pro-
posed architectures surrounding these systems lack maturity and do not yet meet 
the safety, performance, and functional requirements to operate reliably and repeat-
edly in an integrated and dynamic airspace of the current NAS. 
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Conclusions 
The pressure for rapid integration of UAS/RPAS into the NAS must not result in 

incomplete safety analyses or inadequate technologies prior to any authorization ap-
provals to operate. 

Standards and technologies for UAS/RPA must be in place to ensure the same 
high level of safety as is currently present in the NAS before a UAS/RPA can be 
authorized to occupy the same airspace as airlines, or operate in areas where UAS/ 
RPA might inadvertently stray into airspace used by commercial flights. 

Critical to safe UAS/RPA integration, the decisions being made about UAS/RPAS 
airworthiness and operational requirements must fully address safety implications 
of UAS/RPAS and complete interoperability functionalities (e.g., DAA) of these air-
craft flying in, around, or over the same airspace as manned aircraft, and, perhaps 
more importantly, airline aircraft. 

A well-trained and experienced pilot is the most important safety component of 
the commercial aviation system. The role of the pilot is a major area of concern 
within the UAS/RPAS and piloted aircraft communities. UAS/RPA operators using 
RC model pilots, non-licensed or private pilots for commercial or ‘‘For Hire’’ oper-
ations should not be allowed to operate UAS/RPAS in any commercial or ‘‘For Hire’’ 
operation. Another concern is that, by definition, it is impossible for a UAS/RPAS 
pilot to react to anything other than an explicitly annunciated malfunction. A pilot 
on board an aircraft can see, feel, smell, or hear many indications of an impending 
problem and begin to formulate a course of action before even sophisticated sensors 
and indicators provide positive indications of trouble. This capability is necessarily 
lost without a pilot on board, so the margin of safety it represents must be replaced 
by other means. 

UAS/RPAS pilots should be highly trained, qualified, and monitored to meet the 
equivalent standards of pilots who operate manned aircraft in either private or com-
mercial operations. 

While many UAS/RPAS have preprogrammed instructions on which that aircraft 
relies in a lost link event, the fact that the pilot is no longer in control of the air-
craft when the aircraft is potentially near airspace occupied by other conventionally 
piloted aircraft is a safety concern. At present, no requirement exists to report all 
such events to a government agency (e.g., FAA or NTSB) so ALPA is concerned that 
the frequency of ‘‘lost link’’ with the UAS/RPAS is more prevalent than is currently 
being reported. 
Recommendations 

1. A comprehensive, proactive safety UAS/RPAS program should incorporate tech-
nology standards, safety analyses, certifications, and flight standards to ensure 
that introduction of UAS/RPA into the NAS will not degrade the existing NAS 
Target Level of Safety. 

2. Federal Aviation Regulations that specifically addresses UAS/RPAS operators, 
operations, and pilots must continue to be developed. Any UAS/RPAS unique 
or UAS/RPAS-specific regulations must be comparable and compatible with 
other existing regulations for other airspace users. 

3. UAS/RPAS are inherently different aircraft from manned aircraft, and should 
be required to be equipped with safety-based technologies designed with both 
‘‘Well-Clear’’ and ‘‘Active Collision Avoidance’’ functionalities at the heart of 
their system architectures to operate in normal and abnormal modes and con-
ditions, in order to maintain the current level of safety in the NAS. 

4. Support FAA efforts to ensure that all the components of UAS/RPAS certified 
by the Department of Defense and other government agencies do not adversely 
affect the NAS level of safety prior to their operating in other than segregated 
airspace. 

5. UAS/RPA pilots engaged in commercial operations with the potential to ad-
versely impact traffic in the NAS must be commercially licensed with an in-
strument rating for the aircraft to be flown to ensure the continuity of safety 
that now exists in the NAS. 

6. Regulatory directives containing certification standards, continuing airworthi-
ness standards, and Minimum Equipment List requirements for UAS/RPA that 
are intended to operate in the NAS must be developed. 

7. Congress should work with industry stakeholders to develop an appropriate 
UAS/RPAS integration funding mechanism within the FAA Reauthorization. 

8. Any person or persons in direct control of a UAS/RPAS must be limited to the 
control of a single aircraft unless operations are conducted in Special Activity 
Airspace or under an FAA Certificate of Authorization. 
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9. The FAA’s limited resources will be significantly taxed without a dedicated and 
stable source of funding for this purpose, combined with realistic timelines and 
a systematic approach that builds the path of integration based on proactive 
safety methodologies. 

We appreciate the opportunity to comment on this important subject and look for-
ward to working with Congress as it progresses. 

PREPARED STATEMENT OF THE NATIONAL ASSOCIATION OF MUTUAL INSURANCE 
COMPANIES 

The National Association of Mutual Insurance Companies (NAMIC) is pleased to 
provide comments to the Senate Commerce Subcommittee on Aviation Operations, 
Safety, and Security on a variety of issues surrounding the growing use of un-
manned aerial systems. 

NAMIC is the largest property/casualty trade association in the U.S.A., serving 
regional and local mutual insurance companies on main streets across America as 
well as many of the country’s largest national insurers. NAMIC consists of more 
than 1,300 property/casualty insurance companies serving more than 135 million 
auto, home, and business policyholders, with more than $208 billion in premiums 
accounting for 48 percent of the automobile/homeowners market and 33 percent of 
the business insurance market. 
Introduction 

The recent proliferation of UASs has been nothing short of phenomenal, and the 
addition of video systems and other increasingly lightweight payloads are contin-
ually increasing the range of UAS uses and capabilities. 

The operational and technical capabilities of UASs have quickly outpaced regu-
latory efforts, and perhaps the most complex issue is the emergence of more, and 
more extensive, commercial use of UASs. Businesses large and small—including in-
surers—are actively exploring the myriad developing UAS capabilities and how 
these capabilities can be effectively integrated into business operations. The Federal 
Aviation Administration estimates 7,500 commercial UASs will be viable soon and 
is working with a wide range of businesses to better understand the potential uni-
verse of commercial UASs. 

In addition to the potential use of UASs by insurers, policyholder use and cov-
erage of commercial UASs will be crucial for insurance companies to better under-
stand. Some UAS experts believe that insurance—both for the UAS and for attend-
ant liability—is the most critical issue for commercial UAS development. More UAS 
laws and regulations are being considered at both the Federal and state levels, and 
required insurance coverage may well be a key part of the eventual regulatory 
scheme for UASs. Other experts see UASs as the newest game changer for the in-
surance industry, suggesting insurance companies can capitalize on the use of 
drones because of their photo, video, data collection and sharing, and navigational 
capabilities. 

All of these areas are developing quickly and dramatically. This paper attempts 
to draw a line for 2015 to define the current issues and challenges more clearly. 
There will be more commercial use of UASs, more detailed UAS regulation, and 
emerging interpretations of civil liability of UAS use, particularly in the commercial 
context. As this uncertainty is resolved, prudent UAS users will want to be ade-
quately insured against loss and liability. Mechanical things in the sky have a nasty 
proclivity to sometimes fall in unexpected ways and places, and insurance profes-
sionals who understand the issues can gain tremendous opportunities to help their 
policyholders. 
What is an Unmanned Aerial System/Drone? 

Small hand-held remotely piloted aerial systems—these personal flying ma-
chines—can range in size from minute helicopter-like devices the size of humming-
birds to larger fixed-wing aircraft. How small? The term ‘‘micro drone’’ commonly 
refers to UASs that weigh less than 50 pounds, but the Nano Drone measures only 
two inches across, and the tiny Robo-fly has a carbon fiber body weighing less than 
one ounce and a pair of flapping wings powered by electronic ‘‘muscles.’’ So-called 
‘‘macro drones’’ are much larger—the size of small airplanes or helicopters. 

UASs can be piloted or autonomous. Autonomous, unmanned air vehicle flight 
control systems are generally not hand-held and require computers to generate and 
correct the path of their flight, as well as to account for terrain obstructions, weath-
er, and moving objects. Piloted systems require hardware, software, power systems, 
and connectivity to ensure that the UAS responds correctly and promptly to pilot 
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commands. They may also require computers for control but are more often smaller 
and hand-held. 

The dramatic rise in the popularity of UASs is due to the wide range of applica-
tions being developed. These are no longer just flying toys that simply buzz around 
the trees. Cameras for UASs are highly developed and increasing in sophistication 
and daily use. UAS users can produce real-time maps with a resolution up to 20 
times greater than Google Earth. Advances in microprocessors, software, and cam-
eras give an operator with $1,200 worth of equipment the ability to acquire images 
that would have previously required the rental of helicopters at upward of $600 per 
hour. 

UASs were one of the most popular Christmas gifts in 2014, prompting the FAA 
to issue a holiday bulletin and video advising on their use. Amazon is reportedly 
selling more than 10,000 UASs a month, and Best Buy expanded its selection from 
one last year to eight different models in stores—and five more online—to meet ris-
ing demand. Formerly the province of the military, this democratization of UASs 
has resulted in uncertainty about what UASs are and how they can be appropriately 
used. The power of UASs to hold and deliver packages of increasing sizes and 
weights is also growing. One company claims a 132-pound lift capacity with the 
promise of payloads of up to 880 pounds. Numerous models and versions are avail-
able, or becoming available, with the three largest manufacturers in 2014 being 
French manufacturer Parrot, China-based DJI Innovations, and 3D Robotics in the 
United States. 

A Teal Group 2014 study calculated the UAS market at 89 percent military and 
11 percent civil for the decade, with the numbers shifting to 86 percent military and 
14 percent civil by the end of its 10-year forecast. Fortune magazine reports that 
the global market for nonmilitary drones has already ballooned into a $2.5 billion 
industry, growing by more than 15 percent annually. 

And that’s under the current law. One of the biggest potential markets for com-
mercial drones—the United States—isn’t even fully open for business yet. The FAA 
asserts that civil UAS markets will continue to grow, even with the current regu-
latory constraints. As these constraints are resolved, commercial use of UASs will 
expand rapidly and the demands for more UAS and ancillary services will also grow 
quickly. 
Proposed Commercial UAS Uses 

Many experts agree that there are tremendous opportunities in the rapidly ex-
panding field of commercial UASs, and each commercial use has its own range of 
specific questions of liability and insurability. The potential commercial uses of 
UASs are continually expanded by technical advances and imagination. 

One year ago, Amazon CEO Jeff Bezos made headlines by suggesting that to-be- 
developed Amazon Prime drones could make autonomous deliveries in as few as 30 
minutes. This was followed by reports of Google using a fixed-wing aircraft to de-
liver packages, including chocolate bars, dog treats, and cattle vaccines, to farmers 
in the Australian outback. DHL announced a regular drone delivery service of medi-
cations and other goods to a small island off the coast of Germany. On the lighter 
side, a United Kingdom Domino’s franchise delivered two pizzas using a UAS, and 
a Minnesota brewery was testing a new drone delivery system to airlift frosty cases 
of beer to fishermen holed up in ice shacks on Mille Lacs Lake. 

The following are some additional examples: 
• Movies and videography; 
• News gathering and reporting; 
• Real estate—promotional videos 
• and photos; 
• Pipeline/hydro-transmission line inspection—including difficult to-access areas 

of refineries and production facilities; 
• Railroad and highway maintenance—access and view dangerous conditions from 

a safe distance, even in harsh weather and extreme conditions, and; 
• Construction—highly detailed elevation views, detailed and exact distances with 

CAD-quality drawings for any photographed structure. 
Popular opinion, however, may not be as favorable toward commercial UAS use. 

A December 2014 poll reported that only 21 percent of the more than 1,000 Ameri-
cans surveyed were in favor of commercial UAS use. In focused questions, those sur-
veyed were more receptive to UAS uses such as performing dangerous safety inspec-
tions or mapping and monitoring wildlife, but opposed to uses such as taking aerial 
photographs or videos and delivering small packages. Three-quarters of the persons 
surveyed were concerned that private operators using UASs could pose a danger to 
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aircraft and people on the ground. Almost 90 percent of persons surveyed were con-
cerned that private operators could use UASs in ways that violate other people’s pri-
vacy. 
Legal Issues for Commercial UAS Use 

Although new FAA regulations for small UASs have been proposed, commercial 
use of UASs is not permitted under current law, as the FAA fulfills its statutory 
mandate ‘‘to develop a plan for the safe integration of civil unmanned aircraft sys-
tems into the National Airspace.’’ While the FAA develops this plan, almost every 
state legislature, as well as numerous municipalities, has introduced bills and reso-
lutions addressing UAS issues. While certain aspects of proposed UAS laws and reg-
ulations are new, most UAS-related laws and regulations are variations on both 
well-settled and emerging legal issues of federalism, property rights, privacy, and 
tort liability. 

The Government Accountability Office proposed in 2008 that the United States 
develop a clear and common understanding of what is required to safely and rou-
tinely operate UASs in the National Airspace System. Congress specifically called 
for UASs’ integration into the NAS by September 2015 when it enacted the FAA 
Modernization and Reform Act of 2012. 

In the interim, the FAA has stitched together patchwork guidelines and interpre-
tations upon which the agency bases its jurisdiction and enforcement. All unmanned 
aircraft, according to the FAA, are aircraft within the definitions found in statute 
under title 49 of U.S. Code, section 40102(a)(6) and title 14 of the Code of Federal 
Regulations section 1.1. Section 40102(a)(6) defines an aircraft as ‘‘any contrivance 
invented, used, or designed to navigate or fly in the air’’ and FAA’s regulations (14 
C.F.R. § 1.1.) define an aircraft as ‘‘a device that is used or intended to be used for 
flight in the air.’’ 

Because an unmanned aircraft is a contrivance or device that is invented, used, 
and designed to fly in the air, the FAA position remains that an unmanned aircraft 
is an aircraft based on the unambiguous language in the FAA’s statute and regula-
tions. The agency further concludes that because all civil aircraft are subject to FAA 
regulation under law: 49 U.S.C. § 44701, UASs are subject to FAA regulation. 

The FAA previously made the distinction between UASs used for recreational pur-
poses and those used for commercial purposes. Section 336 of the FAA Moderniza-
tion and Reform Act of 201 established a ‘‘special rule for model aircraft,’’ specifi-
cally prohibiting the FAA from promulgating ‘‘any rule or regulation regarding a 
model aircraft, or an aircraft being developed as a model aircraft’’ if the following 
statutory requirements are met: 

• The aircraft is flown strictly for hobby or recreational use; 
• The aircraft is operated in accordance with a community-based set of safety 

guidelines; 
• The aircraft is less than 55 pounds; 
• The aircraft is operated in a manner that does not interfere with and gives way 

to any manned aircraft; and 
• The aircraft is not flown within five miles of an airport. 
In June 2014, the FAA provided its interpretation that ‘‘any operation not con-

ducted strictly for hobby or recreation purposes could not be operated under the spe-
cial rule for model aircraft. Clearly, commercial operations would not be hobby or 
recreation flights.’’ The FAA specified that flights in furtherance of a business, or 
incidental to a person’s business, would not be a hobby or recreation flight. 

Section 333 of the FAA Modernization and Reform Act of 2012 grants the sec-
retary of Transportation and, therefore, the FAA authority to determine: 

1. If an unmanned aircraft system, as a result of its size, weight, speed, oper-
ational capability, proximity to airports and populated areas, and operation 
within visual line-of-sight does not create a hazard to users of the NAS or the 
public or pose a threat to national security; and 

2. Whether a certificate of waiver, certificate of authorization, or airworthiness 
certification under 49 USC § 44704 is required for the operation of unmanned 
aircraft systems identified under paragraph (1). 

An exemption may be granted after a two-step process. First, the FAA must deter-
mine that the UAS does not pose a risk to those operating in the NAS, the general 
public, or national security, and it can be safely operated without an airworthiness 
certificate. The FAA will then use its existing exemption authority to grant relief 
from FAA regulations that may apply. Once an exemption is granted, the applicant 
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1 Designated under Federal law, a CRADA is intended to speed the commercialization of tech-
nology, optimize resources, and protect the private company involved. A CRADA allows both 
parties to keep research results confidential for up to five years. Private corporations partici-
pating in a CRADA are allowed to file patents, and they retain patent rights on inventions de-
veloped by the CRADA. The government gets a license to the patents. 

must apply for a civil certificate of waiver or authorization permitting the operator 
to conduct the proposed operation. 

The FAA determined that UAS operations conducted for purposes other than 
hobby or recreation are subject to FAA regulations. In petitioning for the relief af-
forded under Section 333, UAS operators must seek exemption from regulations ap-
plicable to the specific circumstances of their operations with which they believe 
they are unable to comply. The FAA published detailed guidance to people who are 
interested in submitting a petition for exemption to the FAA to operate UASs in 
the NAS. 
Prior Exemptions Granted by the FAA 

In June 2014, seven aerial photo and video production companies obtained FAA 
regulatory exemptions to allow the film and television industry to use UASs. In De-
cember 2014, the FAA granted five regulatory exemptions to fly UASs to perform 
operations for aerial surveying, construction site monitoring, and oil rig flare stack 
inspections. The FAA granted two more exemptions in January 2015, including one 
for a ‘‘system carrying a geo-referenced still camera to conduct photogrammetry and 
crop scouting in order to perform precision agriculture’’ below 400 feet. The FAA has 
approved a request from State Farm for drone use. Other insurance companies, in-
cluding Erie Insurance and USAA, have applied for, but not yet received, FAA ex-
emptions for the use of UASs. The FAA is expected to address these insurance com-
pany applications in 2015. A detailed list of pending exemption requests made to 
the FAA can be found on the agency’s website. 

In January 2015, CNN announced that it had signed an agreement with the FAA 
to explore the use of drones in newsgathering and reporting. CNN said it has offi-
cially ‘‘entered into a Cooperative Research and Development Agreement’’ with the 
FAA to use UASs to improve storytelling. The cooperation arrangement will report-
edly integrate efforts from CNN’s existing research partnership with the Georgia 
Tech Research Institute. That coordination among CNN, GTRI, and the FAA has 
already begun. 

This Cooperative Research and Development Agreement 1 is not an exemption, as 
described above, but rather an agreement that the FAA will share facilities, equip-
ment, services, intellectual property, personnel resources, and other cooperation 
with private industry, academia, or state/local government agencies to implement or 
develop an idea, prototype, process, or product for direct application to the civil avia-
tion community and/or indirect application for commercial exploitation. This agree-
ment is not referenced or included on the FAA website and the text of the agree-
ment is not generally available. 

The rules also may address the ability of state and local authorities to regulate 
drones, including a possible ‘‘preemption clause’’ in draft rules to assert precedence 
over other laws. States and municipalities are now considering limitations on UASs. 
The FAA is charged with ensuring the safe and efficient use of U.S. airspace, and 
this authority generally preempts any state or local government from enacting a 
statute or regulation concerning matters such as airspace regulation. 

According to the FAA, a state law or regulation that prohibits or limits the oper-
ation of an aircraft, sets standards for airworthiness, or establishes pilot require-
ments generally would be preempted by FAA regulations. But state and local gov-
ernments do retain authority to restrict the use of certain aircraft, including UASs, 
by the state or local police or by a state department or university. 

According to the National Conference of State Legislatures, 20 states have en-
acted laws addressing UAS issues, including defining what a UAS is; how they can 
be used by law enforcement or other state agencies; how they can be used by the 
general public; regulations for their use in hunting game; and the FAA test sites. 
In 2013, 43 states introduced 130 bills and resolutions addressing UAS issues. At 
the end of the year, 13 states had enacted 16 new laws, and 11 states had adopted 
16 resolutions. In 2014, 35 states considered UAS bills and resolutions, 10 of which 
enacted new laws. 

Some industry experts think that insurability of unmanned aircraft is the ‘‘gorilla 
in the room.’’ While FAA integration is a significant event, insurability is a nec-
essary event before businesses can successfully use UASs in the NAS because no 
business is going to want to absorb the risk of liability concerns. Insurability will 
determine which sectors of the UAS market will grow and which will die, and side 
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industries, such as the creation of maintenance certification and UAS registries, will 
then be developed to support this insurance segment. 
Recreational Use versus Commercial Use 

As noted, the FAA allows recreational or hobby use of UASs and set limitations 
on UAS commercial use. The FAA defines ‘‘hobby’’ as a ‘‘pursuit outside one’s reg-
ular occupation engaged in especially for relaxation’’ and recreation as ‘‘refreshment 
of strength and spirits after work; a means of refreshment or diversion.’’ UAS use 
in furtherance of a business, or incidental to a person’s business, incidental to, and 
within the scope of a business are not considered by the FAA to be a hobby or recre-
ation flight. 

More than the simple joy of flight, the development of UAS capabilities has been 
in connection with the delivery of a message or package or to collect data. So for 
the FAA, using a UAS to deliver a beer to a friend at his pool may be a permissible 
hobby use, but the FAA said it will not tolerate commercial delivery of beer to ice 
fishermen. With respect to collecting data, the FAA will permit using a UAS to view 
‘‘a field to determine whether crops need water when they are grown for personal 
enjoyment’’ but previously stated that it would not allow a farmer to use a UAS to 
determine ‘‘whether crops need to be watered that are grown as part of commercial 
farming operation.’’ 

Whether a policyholder is insured for commercial loss of a UAS or any damage 
or liability from the commercial UAS use may depend on whether the policy may 
be limited by law or regulation. The application of policy coverage also needs to be 
considered. Insurance policies may specifically exclude operations in violation of law 
or regulations, so the language of policies should be reviewed to determine coverage. 
It is also important to note that the FAA limits on commercial UAS use exist only 
in Notices of Interpretation, which may or may not be covered, depending on the 
language in policies. 

With respect to recreational UAS insurance and experience, it may be helpful to 
consider the Academy of Model Aeronautics Liability Insurance Program for Site 
Owners. In its 2012 report, the academy noted that roughly 35 liability claims are 
reported annually—approximately 20 are property damage and 15 are bodily injury 
claims. The AMA stated that the injury claims reported are mostly minor, but on 
very rare occasion the injury is severe, resulting in a settlement involving a large 
amount of money. From 2001 until 2012, the AMA and its insurance company re-
ported paying out approximately $5 million, mostly to settle injury claims. 
Regulation of Commercial Use of UASs 

It has been the position of the FAA since 2007 that UAS commercial operations 
are only authorized on a case-by-case basis. As previously noted, in the 2012 FAA 
reauthorization legislation, Congress told the FAA to come up with a plan for the 
‘‘safe integration’’ of UASs, and the agency is developing regulations, policies, and 
standards that will cover a wide variety of UAS users, including commercial. 

At the same time, insurance companies are already exploring ways to use UASs 
commercially. As previously noted, property/casualty insurance companies have ap-
plied to the FAA for exemptions from the prohibition of commercial use of UASs for 
data collection purposes. Specifically, insurance companies have said that they want 
to use drones to: 

• Perform risk assessment/management, loss prevention, and underwriting, in-
cluding roof inspections; 

• Inspect areas that are inaccessible by ground more safely and quickly; 
• Collect images after loss and casualty events/catastrophes; and, 
• Expedite payments to customers. 
It is not difficult to imagine additional data collection and analysis uses of UASs 

for property/casualty insurance companies. UASs can access areas and locations 
that would otherwise involve exceptional risks for personnel, and the data collected 
can be critical in assessing how to continue the operation. It is all but certain that 
the depth and breadth of property/casualty insurance company use of UASs will de-
velop and expand, particularly as attendant image capture and analysis programs 
develop and proliferate. 
FAA Proposed Regulations for Small UASs 

In February 2015, the FAA proposed regulations to allow the operation of small 
UASs in the NAS. The proposed changes would allow for more operation of UASs, 
certification of their operators, registration, and display of registration markings. 
Specifically, the rules would allow for small commercial UASs, including business, 
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academic, and research and development flights that are hampered by the current 
regulatory framework, to operate in the NAS. 

These proposed rules are only one part of Federal UAS regulation. Section 332(a) 
of the FAA Modernization and Reform Act of 2012 requires the secretary of Trans-
portation to develop a comprehensive plan to safely accelerate the integration of 
commercial UASs into the NAS. These rules are part of that plan for small UAS 
operations that the FAA determined would pose the least amount of risk. The FAA 
will continue working on integrating other UAS operations that pose greater 
amounts of risk, which will be addressed in subsequent rulemakings. 

Until the rules are adopted, FAA exemptions for small UAS use will still be re-
quired. The proposed rules would not abolish the certificate of waiver or authoriza-
tion system, and the existing exemption process will be required for UAS operations 
that fall outside the parameters of the rules. UASs that are not within the definition 
of ‘‘small’’ or that otherwise do not comply with the final regulations will be prohib-
ited from commercial use and will have to seek a certificate of waiver or authoriza-
tion in order to engage in commercial use. 

The FAA proposed rules reassert FAA jurisdiction over small UAS, noting that 
the operation of a small UAS still involves the operation of an aircraft, as FAA’s 
statute defines an ‘‘aircraft’’ as ‘‘any contrivance invented, used, or designed to navi-
gate or fly in the air.’’ 49 U.S.C. 40102(a)(6). Because a small unmanned aircraft 
is a contrivance that is invented, used, and designed to fly in the air, a small un-
manned aircraft is an aircraft for purposes of the FAA’s statutes. Because a small 
UAS involves the operation of an ‘‘aircraft,’’ FAA maintains that this triggers the 
FAA’s registration and certification statutory requirements. 

The FAA states that the proposed rules are designed to mitigate risk associated 
with small UAS operations in a way that would provide an equivalent level of safety 
with the least amount of burden to business. In general, the proposed rules are a 
minimally burdensome, well-reasoned, and productive first step in enabling small 
commercial UAS use, and it would reduce the potential for undue hazard to other 
aircrafts, people, or property. The proposed rules request comments on a significant 
range of issues and will likely be revised—perhaps substantially—before they are 
adopted. 

As the FAA faces the daunting task of developing regulations for larger and more 
complex UAS operation in the NAS, the proposed small UAS rules may require even 
further tweaking. 

There are constituencies that will not be satisfied with the proposed rules. Ama-
zon and other companies that want to use UAS for deliveries will be disappointed 
that external loads are not permitted. The prohibition of operating over any persons 
not directly involved in the operation will impede small UASs in more populated 
areas. Farmers and other businesses involved in large areas may be limited by the 
requirements of visual line-of-sight. Commercial airlines and other aviators may cer-
tainly be concerned with the wider and less controlled use of UASs in the NAS. 

There are numerous practical considerations of the proposed rules that will also 
have to be worked out. The proposed requirement that small UASs may not operate 
over any persons not directly involved in the operation has been criticized as im-
practical. The FAA ceiling of 500 feet for small UASs—but no floor—will also be of 
great consternation to property owners who may be told that national airspace ex-
ists one millimeter over their lawns or patios. Clearly, further development is nec-
essary. 

While the proposed FAA rules would begin to reduce the more significant barriers 
for drone insurance at the Federal level, NAMIC remains concerned about the devel-
oping regulatory, commercial, and practical considerations of providing the greatest 
level of protection for policyholders, including the use of drones in policyholder serv-
icing. There is a more detailed discussion of the relevant insurance specific issues 
of small UAS use later in this document. NAMIC is committed to working with our 
members and the federal, state, and local regulators to promote responsible UAS de-
velopment that protects aircraft, people, businesses, and property. 
UAS Risks and Insurance—Some Legal and Operational Considerations 

An understanding of insurance must begin with the concept of risk. The effective 
response to risk combines two elements: efforts or expenditures to lessen the risk, 
and the purchase of insurance against whatever risk remains. Proactive risk man-
agement involves carefully analyzing a situation to determine the major risks and 
then taking steps to minimize potential damage. That is what the FAA is trying to 
do—primarily, to minimize risk and damage to the NAS and other aircraft, which 
is the FAA’s primary role—and secondarily, to minimize risk and damage as well 
as to protect individuals and property on the ground. 
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Reactive risk management refers to a situation in which there is a reaction to 
problems after they happen. At that time, either the victim or damaged party can 
bear the injury of loss, mitigated perhaps by insurance coverage, or some or all of 
the liability for the injury or loss can be transferred to another party, who may also 
have insurance coverage. 

Whether the party injured by a UAS or a third party causing the damage is cov-
ered by their own insurance will depend on the terms of the specific insurance con-
tract, which generally have not considered the likelihood and extent of UASs, and 
may exclude aircraft coverage. This is a factor that the insurance industry is work-
ing to manage and define, as UAS use becomes less prohibited under law. 

Reactive UAS risk management also depends greatly on whether laws and regula-
tions clearly operate to transfer liability, including liability for damage by drones, 
by drone pilots and facilities operators, or by people who hijack drones or interfere 
with drone controls under defined tort standards, including product liability and 
negligence. 

A broader question, influencing all areas of this consideration, is when and how 
law and regulation will transfer liability to another party. Until standards of UAS 
liability are better defined, it will be extremely difficult for insurance companies to 
understand and provide for UAS risks and liability. The question of liability seems 
fairly clear if a drone crashes into person or property, but: 

• What if the operator was acting under FAA direction to take evasive action to 
avoid another aircraft? 

• What if the radio signals from the other aircraft interfered with the controls, 
which resulted in the crash? 

• What if the drone dives directly in front of a car, which then swerves into a 
tree? 

• What if the radio signals from the drone controller interferes with an electronic 
railroad switch and sends the 5:04 to Newark onto the track used by the 5:09 
from Boston? 

There are even more basic questions of whether third-party liability will even 
exist, raising the attendant questions of whether the injured party or the third 
party has insurance coverage. Consider that the FAA says that the national air-
space extends to the ground, even on private property, and that the FAA has set 
no minimum height at which that drone must fly. 

• Can a drone fly in national airspace 400 feet, 100 feet, 25 feet, or 2 feet over 
private property without trespassing? If so, does the drone have to avoid people 
and property, or is there some requirement to keep the NAS clear of obstacles 
and avoid aircraft in national airspace? In a person’s back yard? 

• If a person feels threatened by a drone in his or her yard, can he or she hit 
it with a baseball bat? How about in a neighbor’s yard? A public park? Would 
a driver have to swerve to avoid hitting a drone on the highway? 

• Can states preclude UAS flights on state roads, or is that national airspace? 
• What is the liability for a drone that—intentionally or accidentally—electroni-

cally records e-mail or security passwords or takes photos of children at a pool? 
• What standards apply to determine what is reasonable operation of a UAS? 

What is careless operation? What is negligent operation? What constitutes reck-
lessness? 

• The FAA says that it ‘‘understands and accepts’’ that a person flying a UAS 
‘‘may lose sight of the unmanned aircraft for brief moments of the operation.’’ 
If that UAS hits a person in that brief moment, is this assault, negligence, or 
merely conduct that the FAA has deemed ‘‘understandable and acceptable?’’ 

These are but a sampling of the critical questions of law, regulation, and liability 
that must be answered for insurance companies to provide the wide variety of prop-
erty/casualty insurance policies necessary to protect policyholders and those injured 
or damaged by UASs. As the regulators develop UAS rules, they will appropriately 
focus on proactive risk management. It will be the responsibility of the insurance 
industry to work with the development of these rules to raise and address the reac-
tive risk management insurance issues needed for UAS insurance to develop as 
well. 

The scope of UAS safety and privacy extends far beyond the role of the FAA to 
protect the safety of the NAS. This was clearly recognized in President Obama’s 
February 2015 executive order directing the Department of Commerce through the 
National Telecommunications and Information Administration in consultation with 
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other interested agencies to develop a framework regarding privacy, accountability, 
and transparency for commercial and private UAS use. 

This is certainly a positive step, but it raises the question of whether combined 
efforts of the FAA and Commerce Department are sufficient to provide comprehen-
sive regulations and enforcement for the myriad of commercial UAS uses, as well 
as the liability and compensation for the losses and damages that may result. Pri-
vacy, trespass, negligence, and recklessness are just some of the related issues that 
are the province of state and local law and judicial interpretations. 

There are numerous and unpredictable questions that will result from commercial 
UAS operations that will probably come before state or local government authorities 
and courts, particularly when it comes to liability and insurance coverage. As the 
FAA and Commerce Department appropriately resolve UAS issues under their re-
spective Federal jurisdictions, it will be important to appreciate and consider that 
many if not most interpretation and enforcement of UAS standards will likely end 
up at other authorities. 

There are inherent risks in the operation of UASs, which are amplified and exac-
erbated with the proliferation of their numbers, uses, and increasing capabilities. 
The requisite combination of an aircraft, control hardware, control software, and a 
communication link—in addition to potentially hazardous payloads—makes risk as-
sessment, management, and coverage extremely complex. It also directly impacts 
the development of regulations and legal liability of UAS owners and operators. 

UAS insurance policies will define the extent and limitations of UAS coverage, 
with policy agreements contractually specifying that extent and limitations of cov-
erage, as well as exclusions, restrictions, and prohibitions. This must be based on 
the work of underwriters to define the range of UAS-related risks—their likelihood 
and severity—to adequately price and offer UAS liability insurance. This informa-
tion, however, does not exist for UASs. A November 2014 study of UAS liability and 
insurance in Europe—where commercial UAS use has been permitted for years— 
concluded that there is no reliable data on UAS incidents or accidents either in pub-
lic form or from commercial sources, and that the lack of this information means 
that the assessment of damage caused by UASs remains a theoretical exercise. 

The existence and extent of insurance coverage for recreational and commercial 
use of UASs in the United States are not very clear. While various Internet sites 
purport to be or link to insurance companies that offer UAS insurance in various 
capacities, the actual coverage available is uncertain. The existing regulatory 
schemes in place for UASs in Europe and Asia include requirements that operators 
and users obtain and retain adequate insurance coverage. Insurance requirements 
may be part of the more extensive UAS regulatory proposals expected from the 
FAA. 

The standard commercial general liability policy that most businesses purchase 
covers bodily injury and property damage caused by an ‘‘occurrence,’’ which it de-
fines as ‘‘an accident, including continuous or repeated exposure to the same gen-
erally harmful conditions.’’ As a rule, however, most, if not all, such commercial gen-
eral liability policies have exclusions for damage caused by the operation of aircraft. 
Commercial property insurance policies also have various forms of aircraft exclu-
sions, including policies that may specifically exclude coverage while a UAS is off 
the ground. 

Most homeowners’ insurance policies also exclude coverage for aircraft, with the 
exception of ‘‘model or hobby aircraft not used or designed to carry people or cargo.’’ 
If a UAS has an attached camera or other equipment/payload, coverage could pos-
sibly be denied because the attachment may be considered cargo. 

Like airlines and aircraft manufacturers, UAS manufacturers and operators may 
need to be covered by specialized liability policies. It appears that some UAS cov-
erage, if available, may be currently written on an aircraft liability form. This covers 
bodily injury and property damage to third parties and may include physical dam-
age coverage for the UAS. It is underwritten based on the UAS type, the frequency 
and purpose of use, the operator experience, the revenue from use, and the limits 
purchased. Some insurers have reported providing UAS liability coverage through 
an endorsement to existing commercial liability policies, with no additional charge. 
Privacy-related liability may be addressed by existing E&O/cyber liability policy, al-
though this may also be less than certain. For UASs valued at less than $5,000, 
the UAS itself is often not insured. 

With the exception of small UASs that are fully compliant with the new proposed 
FAA rules when they become effective, the FAA and some state regulations cur-
rently prohibit the commercial use of UASs, and the breadth of the interpretation 
of ‘‘commercial’’ is very broad. The FAA position is that a farmer using a UAS to 
look at his own garden is a recreational user, but that same farmer using a UAS 
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to view crops he intends to sell is a commercial user. Similarly, the FAA has taken 
the position that reckless recreational UAS use is a violation of FAA rules. 

These factors are important as property/casualty insurance policies—commercial 
or otherwise—may often include a criminal act exclusion that excludes coverage for 
bodily injury caused by, or reasonably expected to result from, a criminal act or 
omission of the insured. The criminal act exclusion generally applies regardless of 
whether the insured person is actually charged with or convicted of a crime. The 
exclusion can include a criminal act committed by or at the direction of any insured. 
There are also state statutes that prohibit insurance payment for illegal activities. 

Insurance companies that make decisions to provide or not provide UAS-related 
coverage have specific areas of concern. Liability could exist for insurance company 
directors and officers who decide to provide UAS coverage that is in known conflict 
with laws or regulations, or fails to consider laws or regulations in deciding to pro-
vide such coverage. 

While laws and regulations for UAS and attendant tort liability are in flux, insur-
ance agents asked to provide UAS coverage will have to engage in proper due dili-
gence to ensure coverage in fact exists and that there are no exclusions that could 
inadvertently negate coverage. The agent would then be required to specifically ad-
vise the insured in writing which exposures arising out of UAS use will not be cov-
ered to mitigate the agent’s E&O exposure. If the agent is mistaken as to law or 
fact and tells the insured that coverage exists for certain exposures, the agent may 
face a lawsuit regarding the uncovered liability, potentially triggering his or her 
E&O insurance. 

In making decisions concerning underwriting UAS risks and paying claims related 
to UASs, insurers must identify and fully understand the application of the specific 
torts, as well as state and Federal laws that could permit UAS use and/or generate 
lawsuits or fines against a UAS. Effective policy language is then needed to include 
or exclude specific use and liability. The following is an overview of just some of the 
major issues related to the legal and operational considerations of property/casualty 
insurance coverage for UASs. 

It has been estimated that underwriters now insure only 3 percent of UAS appli-
cants. Insurers that are considering offering UAS coverage have to deal not only 
with regulatory and commercial law uncertainty, but also the substantial risks of 
UAS operational failure, which are exacerbated by the continually emerging tech-
nology implications subject to unknown and varied vulnerabilities. UAS insurance 
policies can cover the UAS itself, safety risks, privacy exposure, and cyber security 
liability; all of which have very short histories on which to assess risk levels and 
general aviation, model aviation, and even ultralights experience to consider and ex-
trapolate. While there are myriad approaches to considering each question, this sec-
tion will attempt to address some of the major legal issues. 
1. Loss of, or Damage to, the UAS 

Inherent in the acronym UAS is the fact that it is an unmanned aerial ‘‘system’’ 
composed of (1) the flying aircraft, (2) any camera, video, or other payload, (3) the 
hardware and software that control the aircraft, and (4) the communication hard-
ware and software links that connect the other parts of the system. For systems 
with relatively lower cost, insurance may not make sense. Larger systems, which 
can have a value in the tens or even hundreds of thousands of dollars, may reach 
a level where ‘‘hull’’ insurance may be worthwhile. UAS physical damage coverage 
will apply to loss or damage to the UAS and associated equipment on an agreed 
value basis. It is not likely, however, that a UAS of higher cost that is worth insur-
ing will be for recreational use only. As noted above, the FAA currently prohibits 
commercial UAS use without FAA approval, and insurance policies may specifically 
exclude operations in violation of laws or regulations. 

To illustrate the complexity of insuring a UAS, consider automotive insurance cov-
erage. Insurers consider the manufacturer, model, and value of the vehicle as well 
as the operator’s gender, age, driving record, and other factors. Accepted under-
writing standards are considered, with relevant minimum and state regulatory cov-
erage requirements, to determine how to price and provide a policy. 

With UASs, the relevant pools are too small, and the actuarial classes and policy-
holder risk matrices are not particularly relevant. 

UAS coverage may have to be looked at anew. UAS insurance contracts may 
specify matters as simple as whether the UAS is insured both in the air and on the 
ground, and as complex as defining the permissible operations of the UAS covered 
under the policy. It has been said that UASs exist for missions that are too ‘‘dull, 
dirty, or dangerous.’’ Insuring a UAS may include understanding just how dirty and 
dangerous the work for which the UAS will be used and how the operations will 
be conducted to minimize unknown and unacceptable risk. Pricing a policy for a 
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FAA-certified pilot to take pictures with a UAS over a wheat field will likely entail 
less risk than for insuring Uncle Ernie spotting bluefish at a populated ocean resort. 

Existing property/casualty insurance policies may exclude or limit coverage for im-
proper or reckless use, and there may be few, if any, relevant standards for gauging 
proper or appropriate use that are applicable to a UAS. Existing, more general prop-
erty/casualty insurance policies may also contain specific aircraft exclusions, and 
analogous aviation standards may or may not be applicable to any UAS policies. 

When a UAS crashes or is lost, any responsibility for the loss by the manufacturer 
or software provider will be more difficult, if not impossible, to establish. The legal 
and practical ability of an insurer to pursue reimbursements for UAS manufacturer 
defects or product liability is murky. It can be complicated by the possibility of dam-
age to the system resulting from a failure. 

In considering UAS coverage, there is also an interesting and unresolved question 
of UASs and state and local trespass laws. To understand the risk of loss or damage 
to a quarter-million-dollar UAS, it would be prudent to understand the local rights 
of land owners to prevent or impede UASs from being on, over, or near their prop-
erty. Deer Trail, Colo., decided not to offer hunting licenses for shooting down 
drones that might fly into the hamlet’s airspace, but local interpretations of the ex-
tent of property owners’ rights to take action against UASs for trespass, invasion 
of privacy, and nuisance may impact the physical risk to UAS loss or damage and 
insurance risk. 
2. Regulatory Liability 

Insurance coverage for a UAS, and any liability for the operation of a UAS, can 
be limited or prohibited by law or regulation, as well as the terms of the insurance 
policy. Operation in violation of law or regulation may void or limit the application 
and coverage of policies under state contract or insurance law or pursuant to the 
terms of the policy. 

With respect to recreational UAS use, the FAA’s authority to ‘‘take enforcement 
action against anyone who operates a [drone] or model aircraft in a careless or reck-
less manner’’ was affirmed in November 2014 by the National Transportation Safety 
Board. The NTSB directed an administrative law judge to decide whether the air-
craft was operated carelessly or recklessly, but confirmed the authority of the FAA 
to issue an assessment order and fine the operator $10,000 for reckless operation 
of an unmanned aircraft. 

The FAA has proposed regulations for small UASs, but it maintains that all other 
commercial UAS operations are not in a regulatory ‘‘gray area’’ and that the FAA 
‘‘is responsible for the safety of U.S. airspace from the ground up.’’ The FAA asserts 
that it has a number of enforcement tools available, including a verbal warning, a 
warning letter, and an order to stop the operation. The FAA has reportedly looked 
for companies offering commercial UAS services and warned them to stop doing so, 
in some cases threatening ‘‘enforcement action.’’ 

Recall, however, that the FAA determination and definition of commercial vs. 
hobby UAS use are through a Notice of Interpretation with Request for Comment, 
rather than statute or regulations that the FAA is still drafting. There are many 
issues concerning UAS use and FAA authority that has not been codified in law or 
promulgated in Federal regulations, raising numerous questions of the enforcement 
authority of the FAA in this regard and the impact of the notice on insurance cov-
erage provisions. 

State UAS laws have also been enacted, and additional UAS provisions are being 
considered. A number of states prohibit using a UAS to electronically survey per-
sons or the private property of another without permission. Texas law enumerates 
lawful uses for unmanned aircraft, including their use in oil pipeline safety and rig 
protection. 

In North Carolina it is a crime to fish or hunt with a UAS, harass hunters or 
fisherman with a UAS, or distribute images obtained with a UAS. 

Exactly how these state laws will work when the FAA finalizes its rules remains 
to be determined. But, UAS use raises a number of issues concerning the respective 
‘‘airspace’’ rights of private landowners, local authorities, and the Federal Govern-
ment. 
3. Trespass and Privacy Liability Considerations 

The Congressional Research Service has deemed privacy the most contentious 
UAS issue. Property/casualty insurance policies, particularly for commercial UASs, 
may include, or specifically exclude, coverage for and indemnification of tortious li-
ability, including civil actions for trespass and privacy violations. Property lines are 
not always clear, and a shift of wind could inadvertently blow a UAS over a prop-
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erty line. These issues and the attendant liability and coverage depend highly on 
legal concepts of property and airspace that are evolving with UAS use. 

Trespass in airspace requires the property owner to have possessory rights to the 
airspace allegedly violated by the UAS. To constitute an actionable trespass, an in-
trusion has to subtract from the owners use of the airspace above his property that 
he can actually use. With respect to privacy, in a public place, there is no right to 
be alone nor is there any privacy invasion if a photograph is taken in a public place. 

In 1587, matters were simple and clear under the common law—the owner of a 
piece of land also owned everything above and beneath it, Cujus solum ejus est 
usque ad coelom—from heaven to hell. 

Then modern law came and muddied it all up. In 1946, the U.S. Supreme Court 
determined that Congress had declared a public right of transit in navigable air-
space and national sovereignty in that airspace. The court declined, however, to 
draw a clear line as to where that airspace over a property began. In the almost 
70 years that have passed since that decision, that clear line remains undrawn. 

Congress did declare a public right through ‘‘navigable airspace,’’ and defined that 
space as minimum safe operating altitudes including airspace needed for takeoffs 
and landings. Now that many readily available UASs can take off and land on coffee 
tables, the forthcoming FAA UAS regulations will require the FAA to make some 
official determination that its jurisdiction is either from the ground up or from some 
point in the air down. This determination will not only be critical to define Federal 
and state UAS jurisdictions, as well as personal rights, but will also directly impact 
liability of UAS operators for trespass, privacy issues, and cybersecurity. 

An FAA designation of UAS navigable airspace will generally inhibit, if not pre-
clude, allegations that a UAS in that airspace trespassed on private property or vio-
lated privacy. Should the FAA define UAS ‘‘navigable airspace’’ as ‘‘from the ground 
up,’’ the FAA may practically eliminate private property limits—as well as state ju-
risdiction—on UASs. 

There is a bill proposed in California that would define trespass as the ‘‘knowing 
entry upon the land of another also to include operation of an unmanned aerial ve-
hicle below the navigable airspace overlaying the property.’’ That means flying a 
drone over private property—below what the FAA deems ‘‘navigable airspace’’— 
could at some point constitute trespassing in California. The problem is that there 
may be no airspace below FAA jurisdiction. FAA officials have reportedly taken the 
position that national airspace extends down to the ground—that the FAA considers 
the air one millimeter above a person’s lawn or patio—to be the NAS subject to Fed-
eral Government regulation. FAA officials admit that this is not ideal, but that’s 
what the laws say and that’s what the rules say. 

With respect to privacy, the FAA has in the past opined that it is not taking spe-
cific views on whether or how the Federal Government should regulate privacy or 
the scope of data that can be collected by manned or unmanned aircraft. Numerous 
Federal and state legislative proposals regarding UAS and privacy have been made, 
however. The Preserving American Privacy Act would prohibit UASs from capturing 
data in ‘‘highly offensive’’ ways; the Drone Aircraft Privacy and Transparency Act 
would require UAS operators to submit a ‘‘data collection statement’’ to the FAA. 

President Obama issued an executive order on Feb. 14, 2015, establishing trans-
parent principles for the Federal Government’s use of UASs in the NAS and to pro-
mote the responsible use of this technology in the private and commercial sectors. 
The order primarily addresses government use of UASs. It also creates a ‘‘multi- 
stakeholder engagement process to develop and communicate best practices for pri-
vacy, accountability, and transparency issues regarding commercial and private 
UAS use in the NAS’’ to include stakeholders from the private sector. Insurance 
should certainly be a consideration with respect to accountability, and NAMIC will 
request that the National Telecommunications and Information Administration in-
clude insurance issues in the agenda of the process. 
4. Cyber 

A commercial UAS that is not used for delivery of goods will likely be involved 
in the collection, storage, and transmission of electronic data. Owners and operators 
of these commercial UASs should seek liability coverage for the collection, storage, 
or transmission of protected private and business data, and claims resulting from 
actions such as libel, slander, invasion of privacy, and misappropriation. A UAS col-
lecting or storing information can lose, irretrievably corrupt, inappropriately trans-
mit, or have its data hacked/stolen by third parties resulting in liability. 

Cybersecurity and data breach exposures simply did not exist when commercial 
general liability policy forms were developed. Policyholders have attempted to inter-
pret existing policy provisions to provide coverage for such exposures, and insurers 
have developed various exclusions to bar coverage for cybersecurity exposures. The 
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insurance industry has also developed specialized cyber insurance policies that pro-
vide coverage for, among other things, liability arising out of data breaches. Lawyers 
advise that policyholders relying on commercial general liability for cyber coverage 
may be using a bad risk management technique and should initiate a thorough re-
view of their policies to see which cyber events are covered and which aren’t. 
5. Personal Injury/Property Damage 

The law—through statute, regulation, or judicial decision—will generally seek to 
constrain and direct human action and social behavior by considering the risks 
posed to people and property, and the law has a long history of managing the risks 
of things falling out of the sky. Statutes and regulations will attempt to provide 
strict liability standards for certain injuries or damages from a UAS, but with rap-
idly evolving technology and very limited experience and expertise, there will un-
doubtedly be a wider range of practical and legal questions that will have to be ad-
dressed under common law claims, with judges making decisions on duty, breach, 
causation, and damages. 

What is the extent of the duties of a UAS operator to not present foreseeable risk 
to others? When is UAS operation unreasonable in light of those risks? What dam-
ages or injuries from a UAS are foreseeable as a natural consequence of UAS oper-
ation? After an accident, what determines the extent of operator error versus equip-
ment failure, versus software malfunctions, versus communications problems? As 
noted, a study of UAS liability and insurance in Europe concluded that the lack of 
reliable data on UAS incidents or accidents means the assessment of damage caused 
by UASs remains a theoretical exercise. 

Then there is the concept of negligence per se, which results from the violation 
of a law meant to protect the public, such as a speed limit or building code. Unlike 
ordinary negligence, a plaintiff alleging negligence per se need not prove that a rea-
sonable person should have acted differently—the conduct is automatically consid-
ered negligent—and the focus of a lawsuit will be whether it proximately caused 
damage to the plaintiff. Some courts may apply FAA interpretations and state regu-
lations to establish negligence per se and some may not. In the most relevant exam-
ple, one court may deem commercial UAS operation as negligence per se in violation 
of the FAA notice, while another court may require plaintiffs to prove duty, breach, 
causation, and damages. 

While certain legal questions exist surrounding UAS damage and injury, there is 
no question that the potential liability for harm from even the smallest UAS can 
be significant, if not catastrophic. It has been reported that Congress is already get-
ting pushback from private and commercial pilots who worry about collisions. The 
FAA receives reports nearly every day about drones sighted flying near manned air-
craft or airports. Mark Baker, president of the Aircraft Owners and Pilots Associa-
tion, which represents private pilots, said online videos show that ‘‘operators are fly-
ing near airports, in the clouds, and in congested airspace.’’ He called such actions 
reckless and said they will inevitably lead to a collision. 

The MIT International Center for Air Transportation concluded that it is the re-
sponsibility of the FAA to ensure the safety of UAS operations in the NAS. FAA 
Order 8040.4 specifies that a risk management process should be applied to all high- 
consequence decisions by the FAA, which includes the incorporation of a new class 
of aircraft in the NAS. Published in support of Order 8040.4, the FAA System Safe-
ty Handbook provides general guidance to FAA personnel and contractors on imple-
menting a risk management process, but it does not supersede existing regulations. 
Conclusion 

No less an authority than Lloyd’s has opined that insurers must play a role in 
developing standards of good practice for operating UASs, particularly where there 
is a lack of regulatory specification. To facilitate the ongoing development of com-
mercial operation of UASs for their own use and for policyholder use, insurers will 
look to cover responsible operators. ‘‘By requiring proof from the insured of a safety 
and privacy conscious mind-set, insurers can help protect against cases of misuse, 
which at the formative stage of the market could set back UAS acceptance consider-
ably,’’ according to Lloyd’s. By applying business sense and hazard expertise, insur-
ers will be critical to earning the trust of the public, regulators, and opinion leaders 
in a UAS field, where both risks and opportunities will continue to be defined. 

When damage or injuries result from a UAS, a key question will be who is respon-
sible and liable for damages. NAMIC member companies want to provide com-
prehensive policyholder protection, but many serious questions continue to go unan-
swered about UAS regulations and civil liability. If the regulation of drones remains 
unclear and incomplete, it will be very difficult for insurers to meet policyholder 
needs. 
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The FAA’s recently proposed small UAS regulations would eliminate the need for 
the vast majority of the FAA exemption requirements that have hampered reason-
able commercial use of drones by NAMIC members and policyholders. The proposed 
rules also offer important UAS operational requirements and performance standards 
that further define responsibility and standards of care that can facilitate greater 
property/casualty coverage. The proposed rules request comment on further develop-
ments in this area, and NAMIC is ready with its 1,300 members nationally to pro-
pose even more comprehensive enhancements. 

There will always be risks in the commercial use of drones, and property/casualty 
insurance will be a critical consideration. The proposed FAA rules eliminate some 
of the more significant barriers for drone insurance at the Federal level, but respon-
sible insurance coverage for this emerging area will require more development of 
federal, state, and local regulations, as well as related standards of liability, neg-
ligence, and property rights. 

NAMIC is committed to working with its members and federal, state, and local 
regulators to promote responsible UAS development that protects aircraft, people, 
businesses, and property. As UAS regulations and civil liability standards evolve, 
NAMIC will work to ensure that these regulations provide the necessary clarity and 
breadth that its members need to provide policyholder protection. As these legal and 
regulatory gaps are addressed, NAMIC wants to ensure that its members can be 
in the business of providing effective protection and compensation. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. JOHN THUNE TO 
MARGARET GILLIGAN 

Question 1. I am pleased that FAA was recently able to publish the proposed rule 
addressing small UAS. Even with the limitation for line of sight operations, it is 
a positive step forward, and I look forward to opportunities that rule, when final-
ized, will unlock. As noted, the current framework limits the opportunities to only 
line of sight operations, though, so it begs the question: what steps would the agen-
cy need to approve case-by-case beyond line of sight exemptions if the Section 333 
exemption authority from the 2012 FAA Bill were expanded to beyond line of sight 
operations? 

Answer. Beyond line of sight (BLOS) UAS operations present an additional layer 
of complexity, not only in terms of operational risk, but also in terms of air traffic 
interface and the requirement of the pilot in command to ‘‘see’’ and avoid other air-
craft. Currently, BLOS public (governmental) UAS operations are authorized in the 
national airspace system on a case-by-case basis, and only after a number of risk 
mitigation procedures are implemented, including procedures to address the require-
ment for the pilot in command to see and avoid other aircraft. Even if Section 333 
operations were permitted to operate BLOS, the requirement to see and avoid other 
aircraft would still exist. 

The Agency’s approach to UAS integration considers safety first, and as such, 
must be incremental. The Administrator recently announced the Pathfinder Pro-
gram. The FAA is partnering with three leading U.S. companies who have com-
mitted extensive resources to perform research that will help us determine if and 
how we can safely expand unmanned aircraft operations in the United States. BNSF 
Railroad will explore the challenges of using these vehicles to inspect their rail in-
frastructure beyond visual line-of-sight in isolated areas. CNN will be researching 
how visual line-of-sight operations might be used for newsgathering in urban areas. 
PrecisionHawk, a manufacturer, will be surveying crops in rural areas using un-
manned aircraft flying outside of the pilot’s direct vision. 

Question 2. What can Congress do now to help the FAA and other stakeholders 
facilitate the integration of UAS in a safe and secure manner? 

Answer. We expect that as integration moves forward, there will be additional de-
mands on our resources. We thank Congress for recognizing the importance and re-
quirements of UAS integration and for its support through an increased budget sup-
porting research and development. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. ROGER F. WICKER TO 
MARGARET GILLIGAN 

Question 1. Unmanned Aerial System (UAS) Center of Excellence. Can you provide 
a timeline for the process and ultimate announcement for the COE on Unmanned 
Aerial Systems? 
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Answer. On May 8, the FAA announced it has selected Mississippi State Univer-
sity as the FAA’s Center of Excellence (COE) for Unmanned Aircraft Systems 
(UAS). The COE will focus on research, education, and training in areas critical to 
safe and successful integration of UAS into the Nation’s airspace. 

In addition to Mississippi State University, other team members include: Drexel 
University; Embry Riddle Aeronautical University; Kansas State University; Mon-
tana State University; New Mexico State University; North Carolina State Univer-
sity; Oregon State University; University of Alabama, Huntsville; University of 
Alaska, Fairbanks; University of Kansas, University of North Dakota; and Wichita 
State University. 

Question 2. UAS Waivers. On October 14, 2014, electric utility Southern Company 
asked for an exemption from the FAA to develop unmanned aerial systems to help 
restore power and identify downed electricity lines following hurricanes and tor-
nados. Exemption requests for movie making, real estate surveys, and R&D into 
package deliveries have been approved but the Southern Company request con-
tinues to be delayed. Can you explain the priorities being set by the FAA for these 
exemptions? 

Answer. Southern Electric Company’s 333 Exemption was granted on March 26, 
2015. 

The agency recently implemented improvements to streamline the exemption re-
view process by increasing the use of summary grants. Petitions that are similar 
to exemptions the agency has previously granted can be processed through the sum-
mary grant. Novel requests require additional review. Additionally, the FAA is 
granting a ‘‘blanket’’ Certificate of Waiver or Authorization (COA) with each exemp-
tion and has modified the pilot certification and medical certificate requirements 
from the earlier exemptions. 

Question 3. How does the FAA plan on managing the airspace below 500 feet? 
Answer. The FAA uses a risk-based approach when considering airspace manage-

ment. For example, on March 23, 2015 we established an interim policy to expedite 
issuance of appropriate airspace authorizations for certain commercial unmanned 
aircraft (UAS) operators who obtain Section 333 exemptions. The new policy does 
not evaluate every UAS operation individually but considers operational limitations 
that will allow one COA for all operations at and below 200 feet. We will consider 
increases to the existing 200 foot limit through a risk-based approach. This will 
allow us to analyze future operations that will allow us to safely integrate small 
UAS into the NAS. 

Under the new policy, the FAA will grant a COA for flights at or below 200 feet 
to any UAS operator with a Section 333 exemption for aircraft that weigh less than 
55 pounds, operate during daytime Visual Flight Rules (VFR) conditions, operate 
within visual line of sight (VLOS) of the pilots, and stay certain distances away 
from airports or heliports. Additional details may be found at http://www.faa.gov/ 
news/updates/?newsId=82245 

Question 4. What research has the FAA conducted on small UAVs? Where is the 
data being collected and analyzed? 

Answer. The FAA has ongoing research focused on two key areas that must be 
addressed to enable routine integrated UAS operations, including small UAS oper-
ations. These two areas are ‘‘Detect and Avoid’’ and ‘‘Command and Control.’’ The 
FAA’s UAS research and development requirements are set by the FAA’s UAS Inte-
gration Office and are executed on behalf of the FAA by the NextGen organization, 
both at FAA Headquarters and the FAA’s Technical Center in Atlantic City, NJ. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. DEAN HELLER TO 
MARGARET GILLIGAN 

Question 1. In December 2013 (well over a year ago now) the FAA identified the 
six designated UAS test sites as mandated by Congress. Since that time, it is my 
understanding that each of these six test sites have received at least one Certificate 
of Authorization (COA) to test UAVs—effectively meaning they are ‘‘considered’’ 
open and available for testing. However, it is also my understanding that there are 
numerous test site COA applications still in the FAA queue for review and approval. 
Additionally, it is my understanding there are COA applications from other entities 
that are not FAA designated test sites and private companies applying for Section 
333 exemptions in order to fly ‘‘for profit’’. How many COAs and Section 333 exemp-
tion requests are currently in FAA’s review and approval process queue? 

Answer. As of May 8, 2015, there are 229 non-Test Site COAs requests in queue. 
We have received 1280 Petitions for Exemption under Section 333 and have proc-
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essed 353 of those requests. The UAS Test Sites have 54 active COA’s and 34 in 
process. 

Question 2. How long, on average, does it take for COAs and for Section 333 ex-
emptions to be reviewed and approved? 

Answer. The FAA recently revised its approach for Section 333 exemptions, speed-
ing up the approval process for many UAS operators. The FAA is able to issue sum-
mary grants when it finds that it has already granted a previous exemption similar 
to the new request. Summary grants are more efficient because they don’t need to 
repeat the analysis preformed for the original exemption on which they are based. 
This streamlined approach now allows the FAA to issue between 40–50 Section 333 
exemptions a week. 

As part of this streamlined approach, the FAA grants a COA for flights at or 
below 200 feet when it issues the Section 333 exemption. This applies to aircraft 
that weigh less than 55 pounds, operate during daytime Visual Flight Rules (VFR) 
conditions, operate within visual line of sight (VLOS) of the pilots, and stay certain 
distances away from airports or heliports. Operators wishing to operate above 200 
feet would need to request an additional COA. The target goal for COA processing 
is 60 days, and we routinely beat that goal with processing timeframes in the low 
to mid 50-day range. 

Question 3. Since the designated test sites were specifically created to assist the 
FAA achieve its congressionally mandated mission directive of safely integrating 
UAS into the National Airspace System (NAS), are the COA applications of des-
ignated test sites given any type of review and approval preference? 

Answer. The Test Site COAs must undergo the same evaluations as other COA 
applications, and there are limited resources within the FAA that complete this 
safety function. Generally, Test Site COAs are not prioritized over other COA appli-
cations, but they do have a higher level of visibility, which enables issues to be iden-
tified and resolved more quickly. 

Question 4. Is the FAA working with the six designated test sites to give them 
COAs with broader authority ‘‘blanket geographic COAs’’ that allow the test sites 
to have greater flexibility to achieve testing objectives? 

Answer. As of March 24, 2015, two of the six test sites had applied for and re-
ceived broad area COAs and a third Test Site has several broad area COA applica-
tions in process. 

Question 5. Is the FAA considering working with the test sites to create a ‘‘train 
the trainer’’ program that allows the test sites to approve testing activities at a local 
level? 

Answer. The FAA issued an Order for Designated Airworthiness Representatives 
(DAR) for UAS Certification at UAS Test Sites on September 17, 2014. 

This order sets policy and provides training requirements limited to the issuance 
of special airworthiness certificates in the experimental category at UAS Test Sites. 
Experimental certificates are issued to aircraft that do not possess traditional air-
worthiness certificates, for specific operations including crew training or showing 
compliance with regulations. As of April 24, 2015, only one Test Site has applied 
for and been designated a DAR. 

Question 6. The Governor of Nevada has sent a letter to the FAA encouraging 
them to allow the designated test sites to have authority to operate under the pa-
rameters recently published in the Notice of Proposed Rule Making (NPRM) so as 
to provide the FAA with empirical data to prove up the proposed regulations. Has 
the FAA considered this option? Is the FAA willing to support this approach? 

Answer. This topic was discussed at a recent Technical Interchange Meeting be-
tween the FAA and the Test Sites (March 30–April 1). The FAA requested the Test 
Sites provide a proposal on this concept of operations and specifically requested sug-
gestions and proposals for how current statutory requirements, such as the require-
ment for a certificated pilot for commercial operations, could be addressed. As of 
April 24, 2015, we have not received this proposal. We have committed to the Test 
Sites to expedite the review process once the proposal is received. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. TOM UDALL TO 
MARGARET GILLIGAN 

Question 1. Associate Administrator, UAS research, development, and manufac-
turing are areas of great interest to New Mexico, especially southern New Mexico. 
As you know, NMSU has served as UAS Flight Test Center for more than a decade. 
As such, it has played an important role in providing the FAA UAS data and back-
ground. How is FAA integrating feedback from NMSU and other universities into 
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the rule-making process? How has the information they have collected helping craft 
new policies? Do you think there is any room for improvement in how you work with 
universities? 

Answer. When developing final rules, the FAA considers feedback and comments 
from all entities, including universities. We also rely on universities, such as New 
Mexico State University and those included in the UAS Test Sites to inform our 
UAS research and development efforts. We are entering a new level of cooperation 
with our Nation’s universities through the establishment of the Center of Excellence 
for Unmanned Aircraft Systems (COE UAS), announced on May 8. The team led by 
Mississippi State University was selected and will focus on research, education and 
training in areas critical to safe and successful integration of UAS into the Nation’s 
airspace. The team brings together 15 of the Nation’s leading UAS and aviation uni-
versities that have a proven commitment to UAS research and development and the 
necessary resources to provide the matching contribution to the government’s in-
vestment. 

Question 2. The universe of UAS application continues to grow every day. This 
variety of uses presents an opportunity for the FAA to build and expand partner-
ships with other Federal agencies. For example, in Alamogordo, New Mexico, an 
SBA grant will establish a Regional Innovation Cluster focused on the development 
of unmanned systems for agriculture, forestry management, and clean-energy devel-
opment. This SBA program will support public-private partnerships to spur un-
manned system development. Is the FAA working with the SBA to capitalize on the 
data and research that may result program? Is FAA working to support similar pub-
lic-private partnerships? Is the FAA working with other agencies who are interested 
in UAS development? 

Answer. The FAA works closely with interagency partners such as DoD and 
NASA on UAS integration related activities and research. While we are not cur-
rently working with the SBA and the Regional Innovation Cluster in Alamogordo, 
New Mexico, we see this as an excellent opportunity for involvement by one or more 
of the UAS Test Sites to provide partnership assistance and subject matter-exper-
tise. We will refer this opportunity to the Test Sites for additional follow-up. The 
FAA is also engaged in our own public-private partnerships. 

On May 6 we announced a partnership with industry to explore the next steps 
in unmanned aircraft operations beyond the type of operations the agency proposed 
in the small unmanned aircraft systems (UAS) proposed rule, published in Feb-
ruary. The FAA is working with these industry partners on three focus areas, in-
cluding: visual line-of-sight operations in urban areas, extended visual line-of-sight 
operations in rural areas, and beyond visual line-of-sight in rural/isolated areas. Ad-
ditional details may be found at http://www.faa.gov/news/presslreleases/news 
lstory.cfm?newsId=18756. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. JOHN THUNE TO 
JOHN B. MORRIS, JR. 

Question 1. What can Congress do now to help the FAA and other stakeholders 
facilitate the integration of UAS in a safe and secure manner? 

Answer. Pursuant to the FAA Modernization and Reform Act of 2012 (Public Law 
112–95), the Federal Aviation Administration (FAA) is executing a plan to safely in-
tegrate unmanned aircraft systems (UAS) into the National Airspace System (NAS). 
I would defer to my colleagues at the FAA regarding how best to ensure safe and 
secure integration. NTIA is pleased to be working with private sector stakeholders 
and our colleagues across the Federal government, including the FAA, to promote 
privacy safeguards for commercial UAS operation, as requested by the February 
2015 Presidential Memorandum. 

Question 2. How long do you anticipate NTIA will take in working through the 
multi-stakeholder process with regard to privacy and best practices? 

Answer. Ultimately, stakeholders will determine the duration of the NTIA process 
to develop best practices that can enhance privacy, transparency, and accountability 
in the commercial operation of UAS. As directed by the February 15, 2015, Presi-
dential Memorandum ‘‘Promoting Economic Competitiveness While Safeguarding 
Privacy, Civil Rights, and Civil Liberties in Domestic Use of Unmanned Aircraft 
Systems,’’ NTIA will bring industry, civil society, technical experts, academics, and 
other stakeholders together to craft best practices that mitigate potential privacy, 
transparency and accountability issues raised by UAS, while at the same time pro-
moting growth and innovation. NTIA will act as a facilitator and convener of the 
multistakeholder process, ensuring the process is open, transparent, and consensus- 
based, but NTIA will not make substantive decisions about what the best practices 
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should include. Stakeholders will discuss the relevant issues, draft best practices, 
and make the substantive decisions. NTIA expects that stakeholders will work dili-
gently and efficiently. We anticipate that the group will set a working timeline that 
reflects the scope of their anticipated efforts. 

RESPONSE TO WRITTEN QUESTION SUBMITTED BY HON. ROGER F. WICKER TO 
JOHN B. MORRIS, JR. 

Question. How will your UAS multistakeholder process differ from previous ef-
forts? How are best practices different than a code of conduct? 

Answer. NTIA has previously convened stakeholders to develop privacy codes of 
conduct for mobile apps and commercial uses of facial recognition technology. The 
hallmark of these processes is that they are open, transparent, and consensus-driv-
en. Although all NTIA processes share these foundational traits, none of NTIA’s 
multistakeholder efforts are identical. Each process involves different stakeholders, 
different topics, and potentially different procedural norms. 

In addition to these typical differences, NTIA’s UAS multistakeholder process will 
differ from previous efforts in two important ways. First, the UAS process will focus 
on three aspects of commercial UAS operation: privacy, transparency, and account-
ability. Previous processes focused on one aspect of the relevant technologies: pri-
vacy. Second, the goal of the UAS process is slightly different from previous efforts. 
The UAS process is intended to help stakeholders develop non-binding best practices 
for privacy, transparency, and accountability challenges arising from commercial 
UAS. Previous efforts have been intended to help stakeholders develop codes of con-
duct that would be adopted by companies and enforced by the Federal Trade Com-
mission under the Commission’s existing authority to hold companies to their prom-
ises. The NTIA UAS process is focused on best practices rather than a code of con-
duct because commercial UAS operations are just beginning to expand. It is unlikely 
that stakeholders have sufficient experience to draft a binding code to govern this 
emerging commercial sector, but it is realistic for stakeholders to draft voluntary 
best practices that can help guide the commercial rollout of this important tech-
nology. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. JOHN THUNE TO 
GERALD L. DILLINGHAM, PH.D. 

Question 1. What can Congress do now to help the FAA and other stakeholders 
facilitate the integration of UAS in a safe and secure manner? 

Answer. Congress could help by encouraging FAA to consider a number of efforts 
that stakeholders suggested could help facilitate the integration of UAS into the na-
tional airspace. These include: 

• Consider if the position of the UAS Integration Office within FAA and if the 
office has enough authority to ensure integration of UAS; 

• Develop an implementation plan that would identify the means, necessary re-
sources, and schedule to safely and expeditiously integrate civil UAS into the 
NAS; and 

• Expand its UAS public education campaign to increase the safety on the na-
tional airspace. 

Question 2. How can we ensure that the test sites are used more effectively? Are 
there other areas in terms of research that need attention from the FAA and other 
stakeholders? 

Answer. There are a number of mechanisms to ensure that the test sites are used 
more effectively: 

• Increased R&D direction from FAA: According to some of the test site operators 
we spoke to as part of our ongoing work, there is uncertainty about what re-
search and development should be conducted at the test sites to support the in-
tegration process. However, FAA states it does provide support through weekly 
conference calls and direct access for test sites to FAA’s UAS office. FAA is also 
working with MITRE Corporation (MITRE), DOD, and the test sites to define 
what safety, reliability, and performance data are needed and develop a frame-
work, including procedures, for obtaining and analyzing the data. However, 
FAA has not yet established a time frame for developing this framework. 

• Clear path from research and development to commercial applications: The 
FAA’s implementation of its Section 333 exemption authority provides an ave-

VerDate Nov 24 2008 08:03 Mar 16, 2016 Jkt 075679 PO 00000 Frm 00091 Fmt 6601 Sfmt 6621 S:\GPO\DOCS\99424.TXT JACKIE



88 

nue for companies to engage in commercial applications without the need for 
an airworthiness certificate. Officials at one test site said that it would be help-
ful if there was a route that would allow the university and test site to be able 
to apply for the equivalent of the section 333 exemption, enabling the university 
to conduct research that crosses over into commercial applications. The univer-
sity could also work with smaller companies, such as a precision agriculture 
consulting group. These companies may not feel quite as comfortable with ap-
plying for a section 333 exemptions directly through FAA, due to the lack of 
legal resources, and could instead work with the university under the umbrella 
of the test site. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. ROGER F. WICKER TO 
GERALD L. DILLINGHAM, PH.D. 

Question 1. Is the U.S. falling behind other countries in allowing for UAS develop-
ment and commercial use? If so, why? 

Answer. While other countries have been allowing UAS operations for years, re-
cent actions by FAA has moved the United States towards allowing greater UAS 
operations, and proposed rules are similar to rules in other countries. Foreign coun-
tries are also experiencing an increase in UAS use, and some have begun to allow 
commercial entities to fly UASs under limited circumstances. According to industry 
stakeholders, easier access to testing in these countries’ airspace has drawn the at-
tention of some U.S. companies that wish to test their UASs without needing to ad-
here to FAA’s administrative requirements for flying UASs at one of the domesti-
cally located test sites, or obtaining an FAA COA. It has also led at least one test 
site to partner with a foreign country where, according to the test site operator, 
UAS test flights can be approved in 10 days. 

As part of our ongoing work, we identified a number of countries that allow com-
mercial UAS operations and have done so for years. According to a MITRE study, 
the speed of change can vary based on a number of factors, including the complexity 
and size of the airspace and the supporting infrastructure. In addition, according 
to FAA, the legal and regulatory structures are different and may allow easier ac-
cess to the airspace in other countries for UAS operations. While UAS commercial 
operations can occur in some countries, there are restrictions controlling their use. 

If UASs were to begin flying today in the national airspace system under the pro-
visions of FAA’s proposed rules, their operating restrictions would be similar to reg-
ulations in other countries. For example, FAA proposes altitude restrictions of below 
500 feet, while Australia, Canada, and the United Kingdom restrict operations to 
similar altitudes. However, there would be some differences in the details. Other 
proposed regulations require that FAA certify UAS pilots prior to commencing oper-
ations, while Canada and France do not require pilot certification. 

Question 2. What will be the biggest markets for UAS uses? What types of UAS 
will do that work? 

Answer. According to a study by a UAS industry group, precision agriculture and 
public safety are the most promising commercial and civil markets and are thought 
to comprise approximately 90 percent of the known potential markets for UAS. 

Question 3. How soon will the FAA integrate UAS? 
Answer. FAA has identified a broad three-phase approach to FAA’s UAS integra-

tion plans—Accommodation, Integration, and Evolution—with associated priorities 
for each phase that provide additional insight into how FAA plans to integrate UAS 
into the national airspace system. This phased approach has been supported by both 
academics and industry. FAA plans to use this approach to facilitate further incre-
mental steps toward its goal of seamlessly integrating UAS flight into the national 
airspace. 

While limited operations continue through these means of FAA approval in the 
accommodations phase, FAA has been planning for further integration. Currently, 
FAA has authority to authorize all UAS operations in the national airspace—mili-
tary; public (academic institutions and federal, state, and local governments includ-
ing law enforcement organizations); and civil (non-government including commer-
cial). Currently, since a final rulemaking is not completed, FAA only allows UAS 
access to the national airspace on a case-by-case basis. FAA provides access to the 
airspace through three different means: 

• Certificates of Waiver or Authorization (COA): Public entities including FAA- 
designated test sites may apply for COA. A COA is an authorization, generally 
for up to 2 years, issued by the FAA to a public operator for a specific UAS 
activity. 
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• Special Airworthiness Certificates in the Experimental Category (Experimental 
Certificate): Civil entities, including commercial interests, may apply for experi-
mental certificates, which may be used for research and development, training, 
or demonstrations by manufacturers. 

• Section 333 exemptions: Since September 2014, commercial entities may apply 
to FAA for issued exemptions under section 333 of the 2012 Act, Special Rules 
for Certain Unmanned Aircraft Systems. This exemption requires the Secretary 
of Transportation to determine if certain UASs may operate safely in the na-
tional airspace system prior to the completion of UAS rulemakings. 

RESPONSE TO WRITTEN QUESTION SUBMITTED BY HON. JOHN THUNE TO 
JOHN VILLASENOR 

Question. What can Congress do now to help the FAA and other stakeholders fa-
cilitate the integration of UAS in a safe and secure manner? 

Answer. Congress is uniquely positioned to promote safe and secure UAS integra-
tion. Three years ago, by enacting the FAA Modernization and Reform Act of 2012 
(FRMA), Congress has already taken the key initial step in this process. 

Moving forward, Congress can play a key role in continuing to promote dialog, 
raise awareness, and spur the FAA and other relevant government entities to take 
the regulatory and other steps needed to ensure the safe, responsible, and produc-
tive use of UAS technology. 

In a future Commerce Committee hearing on UAS, I would recommend including 
a one or more representatives from the UAS hobbyist community. Some of America’s 
greatest innovators have started out as hobbyists—and that will certainly occur in 
the realm of UAS as well. The UAS hobbyist community is different in many ways 
from the commercial UAS community—and operates under a different regulatory 
framework. Ensuring that Members of the Committee have the opportunity to hear 
about this important aspect of the UAS ecosystem will be helpful as the UAS policy 
discussion continues. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. ROGER F. WICKER TO 
JOHN VILLASENOR 

Question 1. Does Congress need to pass legislation for Federal preemption? 
Answer. At present, I do not believe that Congress needs to specifically pass legis-

lation for Federal preemption with respect to UAS. That may change in the future— 
if, for example, states were to enact legislation that would potentially impede the 
FAA’s ability to oversee the safety of the National Airspace System, especially at 
the lowest altitudes where UAS operations will be most common. But, at least at 
present, I do not believe such legislation is warranted. 

Question 2. Should Congress treat privacy issues associated with UAVs differently 
than other technologies? 

Answer. As I noted in my written testimony in the March 24, 2015 hearing, I 
think that existing privacy frameworks—including the Constitution, common law, 
and statutory law—will provide significantly more privacy protection with respect 
to UAS than is sometimes suggested. 

While the temptation to enact UAS-specific privacy laws is understandable, it is 
difficult to draft laws that would both (1) avoid being duplicative with respect to 
protections we already have, and (2) avoid unintended consequences that could im-
pede non-privacy-violating uses of UAS. 

In addition, UAS technology is changing very quickly. As I wrote in testimony be-
fore the House Judiciary Committee in 2013: 

If, in 1995, comprehensive legislation to protect Internet privacy had been en-
acted, it would have utterly failed to anticipate the complexities that arose after 
the turn of the century with the growth of social networking and location-based 
wireless services. The Internet has proven useful and valuable in ways that 
were difficult to imagine over a decade and a half ago, and it has created pri-
vacy challenges that were equally difficult to imagine. Legislative initiatives in 
the mid-1990s to heavily regulate the Internet in the name of privacy would 
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1 Eyes in the Sky: The Domestic Use of Unmanned Aerial Systems, Written Testimony of John 
Villasenor before the House Committee on the Judiciary—Subcommittee on Crime, Terrorism, 
Homeland Security, and Investigations (May 13, 2013), available at http://www.brookings.edu/ 
∼/media/research/files/testimony/2013/05/17%20privacy%20drones%20villasenor/villasenorte 
stimonymay17 

likely have impeded its growth while also failing to address the more complex 
privacy issues that arose years later.1 

Finally, even if UAS-specific privacy laws are shown to be necessary, such laws 
may in some cases be better handled at the state level. 

RESPONSE TO WRITTEN QUESTION SUBMITTED BY HON. JOHN THUNE TO 
PAUL MISENER 

Question. What can Congress do now to help the FAA and other stakeholders fa-
cilitate the integration of UAS in a safe and secure manner? 

Answer. Congress has already given the FAA the authority to regulate UAS; how-
ever, the FAA needs impetus to act, especially on permitting commercial operations 
of highly-automated UAS beyond line of sight. Therefore, Congress should provide 
oversight. There is also an opportunity in the next FAA reauthorization act to direct 
the FAA to move more quickly to permit UAS operations in a truly performance- 
based manner. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. ROGER F. WICKER TO 
PAUL MISENER 

Question 1. Unmanned Aerial System (UAS) Center of Excellence. Will the UAS 
Center of Excellence serve a valuable role addressing issues related to integration 
that will be useful to Amazon as you consider options for potential applications? 

Answer. Amazon supports the UAS center of excellence program and we look for-
ward to actively participating with the academic consortium that is ultimately 
awarded the center. There are numerous research projects the FAA could fund 
through the center of excellence that could benefit the UAS industry, such as air 
traffic management for small UAS at low altitudes, and safety equipage require-
ments. 

Question 2. You’ve testified that the FAA is behind other countries, do you think 
the FAA can catch up? 

Answer. Although the United States is catching up in permitting current commer-
cial UAS testing, the United States remains behind in planning for future commer-
cial UAS operations, in particular for highly automated commercial UAS that fly be-
yond line of sight. The FAA should also elevate their level of intensity and participa-
tion in multinational organizations, such as the Joint Authorities for Rulemaking 
on Unmanned Systems (JARUS) and ICAO. International harmonization of rules is 
strongly desirable, and domestic balkanization by states and localities is not. Har-
monized UAS rules, perhaps developed through JARUS or ICAO, should be a top 
FAA priority internationally. And within the United States, uniform Federal rules 
should apply. 

Question 3. What can Congress to do ensure the U.S. doesn’t fall further behind? 
Answer. Congress should continue to provide close oversight of the FAA’s activi-

ties, as should the GAO and DOT Inspector General. Although we are encouraged 
by the FAA’s general preference to adopt a performance-based approach to regu-
lating small UAS operations, we would like Congress, possibly in the FAA reauthor-
ization act, to ensure the FAA truly embraces performance-based permissions, which 
will enable small UAS innovation to flourish. Congress can also provide the impetus 
to move the FAA more quickly towards commercial operations. 

The FAA needs a comprehensive UAS plan on how it will collect, analyze, and 
use safety data. What data do they need, how do they want to collect it, where will 
it go, who will analyze it, and what will be done with it? Congress should also en-
sure that UAS research being conducted by others is considered and utilized by the 
FAA. For example, NASA has an unmanned traffic management initiative for small 
UAS flying at low altitudes, which could help the FAA safely allow highly auto-
mated UAS flying beyond line of sight. 

Question 4. What would you like to see in the next FAA Modernization and Re-
form Act? 

Answer. We would like to see the FAA take a true performance-based approach 
to permitting UAS. Overly prescriptive restrictions are likely to have the unin-
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tended effect of stifling innovation and, over time, will fail to offer any cor-
responding safety benefit as small UAS technology evolves. By contrast, genuine 
performance-based permissions would facilitate the development, testing, and intro-
duction of UAS technologies, including Prime Air, as soon as safely possible. 

Question 5. The FAA has an industry advisory group looking at UASs, is that 
group effective? What else could be done? 

Answer. Although the FAA has asked a subcommittee of one of its aviation rule-
making committees (ARC) to examine beyond visual line of sight operations, the 
group (which Amazon sits on) has only met twice since its inception over a year ago. 
This low level of government attention and slow pace are inadequate, especially 
compared to the regulatory efforts in other countries. 

We would like the FAA to establish a new Small UAS ARC to address the issues 
that will likely not be resolved in the proposed rule for small UAS. This is not to 
suggest that regulators here or abroad can quickly adopt comprehensive regulations 
for UAS operations beyond visual line of sight. That may take some time. But regu-
lators should start developing a performance-based regulatory framework for future 
commercial UAS operations now. 

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. JOHN THUNE TO 
JEFF VANDERWERFF 

Question 1. Even with all of the challenges associated with safe integration of un-
manned aircraft, as highlighted by some of the other witnesses at the table, do the 
potential economic impacts outweigh the drawbacks in the agriculture community? 
How do the potential benefits of UAS reach beyond the borders of your farm land 
and impact the overall economy? 

Answer. There is no denying the economic boon that UAS will bring once their 
potential can be fully realized. A study conducted by the Association for Unmanned 
Vehicle Systems International (AUVSI) found that the UAS industry will create 
more than 70,000 new jobs in the first three years after they are allowed to fly in 
U.S. airspace, and over 100,000 new jobs by 2025. The resultant economic impact 
will total over $13.6 billion in the first three years and is predicted to grow to over 
$82.1 billion by 2025. 

The AUVSI study concluded that the commercial agriculture market will dwarf 
all other industry segments with its economic impact. During the 11-year period 
2015–2025, UAS integration is expected to contribute $75.6 billion in economic im-
pact by agriculture, compared to $3.2 billion by public safety and $3.2 billion by 
other activities. 

Farmers will reap benefits from UAS through their ability to perform important, 
time saving functions that support everyday farming and ranching activities. 
Equipped with sophisticated cameras and/or sensors tailored to the unique specifica-
tions and needs of the user, UAS can help farmers and ranchers scout and monitor 
crops and pastures more efficiently by capturing accurate, high-resolution images 
covering up to hundreds of acres in a single mission. The imagery and data gleaned 
from a UAS can assist in identifying the particular location where a specific treat-
ment—be it fertilizer, water, pesticides or herbicides—is necessary. It allows the 
spot-treatment of sections of fields and pastures as opposed to watering or spraying 
the entire field. It allows ranchers to check on livestock on range lands and pas-
tures. By doing this, the producer not only lowers the cost of treatment but also low-
ers the environmental impact. 

The value of spot-treatment is exemplified during droughts. Agriculture is a 
water-dependent industry. Whether they are growing plants or raising animals, 
farmers and ranchers need water. It is no secret that the past few years have been 
especially difficult for farmers in Western states, particularly in California, where 
historically low rainfall has created an emergent crisis with no end in sight. In fact, 
the drought is so severe that the governor of California earlier this month intro-
duced the first mandatory water restrictions in the state’s history. Although no tech-
nology could completely counterbalance effects of this magnitude, deploying UAS 
above affected fields in California and elsewhere in the Western U.S. could help 
minimize the amount of water used. Rather than apply an inch of water on a blan-
ket basis, for example, a UAS could quickly scan the field to more precisely identify 
the areas most in need of treatment. 

Question 2. With an expanded use of UAS in agriculture it seems that farmers 
could have two options: either they will own and operate their own UAS, or they 
will hire someone that specializes in UAS services for a fee. Which do you expect 
to be the more popular option? Why? 

VerDate Nov 24 2008 08:03 Mar 16, 2016 Jkt 075679 PO 00000 Frm 00095 Fmt 6601 Sfmt 6621 S:\GPO\DOCS\99424.TXT JACKIE



92 

Answer. These will be the two options available for farmers who want to utilize 
UAS on their farms. Determining which option is more popular takes into account 
a variety of variables this includes individual preference. While I cannot make a 
prediction on which option will be more popular, one variable will be influential for 
all farmers and ranchers, return on investment. Depending on which option pro-
vides the greatest return on investment for that farmer’s specific circumstance will 
impact the decision. As with all business decision the return on investment is a crit-
ical component. 

Question 3. Which option would you use for your farming operation? 
Answer. While we will certainly evaluate both options, we feel that based on 

where the technology is headed, and the potential for drone pesticide application, 
we will own and operate our own UAVs. I would suspect, however, that there will 
be significant interest among farmers who simply wish to contract for this service. 

Question 4. Who will or should own the data if a farmer hires another company 
to provide UAS services—the UAS company or the farmer/client? What are some of 
the potential drawbacks with regard to each approach? 

Answer. AFBF supports UAS technology and the enormous potential it brings to 
farming. But it is critical that the data remain under the ownership and control of 
the farmer and is not available to government agencies or others without express 
permission. 

Privacy is a serious issue for farmers. They should be able to use and enjoy their 
own property for personal and business purposes without unwarranted intrusions 
either by the government or private actors. Nor should any unauthorized parties be 
permitted to aggregate, use and/or retain data collected from a farm or ranch with-
out the express permission of the farmer or rancher. Absent a strong set of prin-
ciples to deter such behavior, an activist group opposed to a common and permis-
sible farming practice, such as pesticide usage, could deploy a UAS over a field to 
obtain information that could be used as part of a slanted campaign to discredit the 
farm and or lead to an unwarranted lawsuit that the farmer must spend resources 
to defend. 

In addition, farmers and ranchers are concerned about data privacy. For example, 
a farmer’s crop information may be valuable to suppliers and other companies for 
contract purposes and for many other reasons. A framework must be established— 
preferably through industry action—to protect farmers’ data from unauthorized ac-
cess by both government agencies and private actors. Any violations of that frame-
work must trigger serious consequences and provide protections for the land owner/ 
operator. 

Question 5. In your testimony you highlight a number of attractive uses for UAS 
among growers and ranchers, particularly relating to the precise information they 
can provide. Are there other applications that may be of use to agriculture? For ex-
ample, do you think UAS will replace conventional spraying methods (both land and 
air tractors) in the near future? 

Answer. The Federal Aviation Administration (FAA) is currently reviewing the 
comments on a proposed rule for the ‘‘Operation and Certification of Small Un-
manned Aircraft Systems.’’ This specific rule is for UAS weighing less than 55 
pounds. AFBF did submit comments to the FAA. 

Since the proposed rule is only for small UAS, the applications of UAS within the 
agricultural community are currently focused on imagery and surveillance. How-
ever, projecting the future of UAS precision agriculture operations in this country 
does not require the stretch of imagination. Other countries like Australia, Canada, 
the United Kingdom, France and Japan are already benefiting from UAS flights. 
Japan and Australia, in particular, are surpassing the U.S. with respect to UAS in 
agriculture: Farmers in those countries have been safely flying UAS to apply pes-
ticides and fertilizer to their crops for more than 20 years. 

Question 6. What can Congress do now to help the FAA and other stakeholders 
facilitate the integration of UAS in a safe and secure manner? 

Answer. Providing flexibility by instituting regulations and legislation through a 
genuine performance-based standard. A final rule that may take 18–24 months to 
finalize cannot be based solely on the snapshot of UAS technology as it exists today. 
Farms are tailor-made for application of performance-based UAS standards; with 
their privately owned, contiguous and sparsely populated fields, they offer a natural 
setting to conduct UAS operations without adversely affecting safety. Instead of pro-
hibiting operations such as those that are conducted over non-participating persons, 
at night, and beyond visual line of sight, performance-based standards should be 
used to authorize such operations in circumstances where it is demonstrated that 
the UAS can be operated safely. Any legislation or regulation should be flexible and 
forward looking, rather than excessively prescriptive and cemented in time. 
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RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. ROGER F. WICKER TO 
JEFF VANDERWERFF 

Question 1. Unmanned Aerial System (UAS) Center of Excellence. Would you agree 
that the Center of Excellence can serve an important role by providing objective re-
search for FAA consideration? 

Answer. AFBF supports the FAA using the Center of Excellence in addition to 
other public or private entities that promote research and development for UAS. 

Question 2. Is beyond line of sight operations needed for agricultural uses? If so, 
at what altitudes? 

Answer. Yes, beyond visual line of sight (BVLOS) is needed for agricultural pur-
poses. While some farms only consist of several acres and could be fully surveyed 
within-visual line of sight, many more farms do not fit this description. For these 
larger farms, in particular, the importance of being able to conduct BVLOS oper-
ations is magnified. Owners and operators of large farms need to survey huge plots 
of land to protect their crops from threats. If farmers and ranchers are restricted 
to visual line of sight requirements then farmers and ranchers with large acreage 
would need to fly multiple, potentially redundant missions to cover the necessary 
ground. Instead of capturing the imagery and collecting the relevant data all at 
once, these farmers would be forced to expend precious additional resources into 
stitching together maps and synthesizing data. This would be highly inefficient— 
both in terms of manpower and time—and could nullify the potential time and cost 
savings that make UAS so attractive with little corresponding safety benefit. 

In addition, a BVLOS prohibition is redundant in the agricultural context when 
considering the safety mechanisms already available and installed on many UAS, 
especially when combined with the remote, uncongested airspace over most farms. 
UAS can be controlled via proven operational safeguards such as geofencing, visual 
observers, flight termination mechanisms, and others that either exist now or will 
in a short time frame. AFBF also supports the use of risk mitigation procedures to 
notify manned aircraft that an UAS is operating in the vicinity. But imposing a 
blanket BVLOS prohibition given the availability of recognized risk mitigation 
measures and rapidly developing UAS technology is unnecessarily prescriptive, par-
ticularly in the open environment of a farm where the chances of UAS harming gen-
eral aircraft or persons on the ground are significantly reduced. 

Given the remoteness of most farms and the uncongested airspace over them, 
there is no reason why the 500 foot ceiling, as proposed in the Federal Aviation Ad-
ministration’s proposed rule, could not be lifted under certain circumstances. For ex-
ample, such operations could be limited to certain times and classes of airspace and 
subject to the operator obtaining a certificate of waiver or authorization. 
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