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laughter and life lessons into every epi-
sode of his programs. Time spent in 
‘‘Mr. Rogers’ Neighborhood’’ taught 
children to share, care for others, and 
express their emotions during times of 
grief and trouble. Above all, he taught 
children how to be a good neighbor to 
those in their communities. 

I commend the work of Fred McFeely 
Rogers, and I am privileged to intro-
duce this measure on behalf of every-
one who had the opportunity to watch 
and learn from Mr. Rogers—we were 
truly blessed to have such a compas-
sionate and caring figure broadcast 
into our homes on a daily basis. He 
well be greatly missed, but his exem-
plary life of tireless service will not be 
forgotten. 

f 

AMENDMENTS SUBMITTED & 
PROPOSED 

SA 3702. Mr. McCAIN (for himself and Mr. 
LIEBERMAN) proposed an amendment to the 
bill S. 2845, to reform the intelligence com-
munity and the intelligence and intel-
ligence-related activities of the United 
States Government, and for other purposes. 

SA 3703. Mr. HOLLINGS submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3704. Mr. WYDEN (for himself, Mr. 
LOTT, Mr. GRAHAM of Florida, Ms. SNOWE, 
and Mr. CORNYN) proposed an amendment to 
the bill S. 2845, supra. 

SA 3705. Ms. COLLINS (for herself, Mr. 
CARPER, and Mr. LIEBERMAN) proposed an 
amendment to the bill S. 2845, supra. 

SA 3706. Mr. SPECTER (for himself, Mr. 
SHELBY, Mr. ROBERTS, Mr. BOND, and Mr. 
WYDEN) submitted an amendment intended 
to be proposed by him to the bill S. 2845, 
supra; which was ordered to lie on the table. 

SA 3707. Mr. SPECTER submitted an 
amendment intended to be proposed by him 
to the bill S. 2845, supra; which was ordered 
to lie on the table. 

SA 3708. Mr. INHOFE submitted an amend-
ment intended to be proposed by him to the 
bill S. 2845, supra; which was ordered to lie 
on the table. 

f 

TEXT OF AMENDMENTS 

SA 3702. Mr. MCCAIN (for himself and 
Mr. LIEBERMAN) proposed an amend-
ment to the bill S. 2845, to reform the 
intelligence community and the intel-
ligence and intelligence-related activi-
ties of the United States Government, 
and for other purposes; as follows: 

At the appropriate place, insert the fol-
lowing: 

TITLE —TRANSPORTATION SECURITY 
SEC. 01. DEFINITIONS. 

In this title, the terms ‘‘air carrier’’, ‘‘air 
transportation’’, ‘‘aircraft’’, ‘‘airport’’, 
‘‘cargo’’, ‘‘foreign air carrier’’, and ‘‘intra-
state air transportation’’ have the meanings 
given such terms in section 40102 of title 49, 
United States Code. 
SEC. 02. NATIONAL STRATEGY FOR TRANSPOR-

TATION SECURITY. 
(a) REQUIREMENT FOR STRATEGY.— 
(1) RESPONSIBILITIES OF SECRETARY OF 

HOMELAND SECURITY—.The Secretary of 
Homeland Security shall— 

(A) develop and implement a National 
Strategy for Transportation Security; and 

(B) revise such strategy whenever nec-
essary to improve or to maintain the cur-

rency of the strategy or whenever the Sec-
retary otherwise considers it appropriate to 
do so. 

(2) CONSULTATION WITH SECRETARY OF 
TRANSPORTATION.—The Secretary of Home-
land Security shall consult with the Sec-
retary of Transportation in developing and 
revising the National Strategy for Transpor-
tation Security under this section. 

(b) CONTENT.—The National Strategy for 
Transportation Security shall include the 
following matters: 

(1) An identification and evaluation of the 
transportation assets within the United 
States that, in the interests of national secu-
rity, must be protected from attack or dis-
ruption by terrorist or other hostile forces, 
including aviation, bridge and tunnel, com-
muter rail and ferry, highway, maritime, 
pipeline, rail, urban mass transit, and other 
public transportation infrastructure assets 
that could be at risk of such an attack or 
disruption. 

(2) The development of the risk-based pri-
orities, and realistic deadlines, for address-
ing security needs associated with those as-
sets. 

(3) The most practical and cost-effective 
means of defending those assets against 
threats to their security. 

(4) A forward-looking strategic plan that 
assigns transportation security roles and 
missions to departments and agencies of the 
Federal Government (including the Armed 
Forces), State governments (including the 
Army National Guard and Air National 
Guard), local governments, and public utili-
ties, and establishes mechanisms for encour-
aging private sector cooperation and partici-
pation in the implementation of such plan. 

(5) A comprehensive delineation of re-
sponse and recovery responsibilities and 
issues regarding threatened and executed 
acts of terrorism within the United States. 

(6) A prioritization of research and devel-
opment objectives that support transpor-
tation security needs, giving a higher pri-
ority to research and development directed 
toward protecting vital assets. 

(7) A budget and recommendations for ap-
propriate levels and sources of funding to 
meet the objectives set forth in the strategy. 

(c) SUBMISSIONS TO CONGRESS.— 
(1) THE NATIONAL STRATEGY.— 
(A) INITIAL STRATEGY.—The Secretary of 

Homeland Security shall submit the Na-
tional Strategy for Transportation Security 
developed under this section to Congress not 
later than April l, 2005. 

(B) SUBSEQUENT VERSIONS.—After 2005, the 
Secretary of Homeland Security shall sub-
mit the National Strategy for Transpor-
tation Security, including any revisions, to 
Congress not less frequently than April 1 of 
each evennumbered year. 

(2) PERIODIC PROGRESS REPORT.— 
(A) REQUIREMENT FOR REPORT.—Each year, 

in conjunction with the submission of the 
budget to Congress under section 1105(a) of 
title 31, United States Code, the Secretary of 
Homeland Security shall submit to Congress 
an assessment of the progress made on im-
plementing the National Strategy for Trans-
portation Security. 

(B) CONTENT.—Each progress report under 
this paragraph shall include, at a minimum, 
the following matters: 

(i) An assessment of the adequacy of the 
resources committed to meeting the objec-
tives of the National Strategy for Transpor-
tation Security. 

(ii) Any recommendations for improving 
and implementing that strategy that the 
Secretary, in consultation with the Sec-
retary of Transportation, considers appro-
priate. 

(3) CLASSIFIED MATERIAL.—Any part of the 
National Strategy for Transportation Secu-

rity that involves information that is prop-
erly classified under criteria established by 
Executive order shall be submitted to Con-
gress separately in classified form. 

(d) PRIORITY STATUS.— 
(1) IN GENERAL.—The National Strategy for 

Transportation Security shall be the gov-
erning document for Federal transportation 
security efforts. 

(2) OTHER PLANS AND REPORTS.—The Na-
tional Strategy for Transportation Security 
shall include, as an integral part or as an ap-
pendix— 

(A) the current National Maritime Trans-
portation Security Plan under section 70103 
of title 46, United States Code; 

(B) the report required by section 44938 of 
title 49, United States Code; and 

(C) any other transportation security plan 
or report that the Secretary of Homeland Se-
curity determines appropriate for inclusion. 
SEC. 03. USE OF WATCHLISTS FOR PASSENGER 

AIR TRANSPORTATION SCREENING. 
(a) IN GENERAL.—The Secretary of Home-

land Security, acting through the Transpor-
tation Security Administration, as soon as 
practicable after the date of the enactment 
of this Act but in no event later than 180 
days after that date, shall— 

(1) implement a procedure under which the 
Transportation Security Administration 
compares information about passengers who 
are to be carried aboard a passenger aircraft 
operated by an air carrier or foreign air car-
rier in air transportation or intrastate air 
transportation for flights and flight seg-
ments originating in the United States with 
a comprehensive, consolidated database con-
taining information about known or sus-
pected terrorists and their associates; and 

(2) use the information obtained by com-
paring the passenger information with the 
information in the database to prevent 
known or suspected terrorists and their asso-
ciates from boarding such flights or flight 
segments or to subject them to specific addi-
tional security scrutiny, through the use of 
‘‘no fly’’ and ‘‘automatic selectee’’ lists or 
other means. 

(b) AIR CARRIER COOPERATION.—The Sec-
retary of Homeland Security, in coordina-
tion with the Secretary of Transportation, 
shall by order require air carriers to provide 
the passenger information necessary to im-
plement the procedure required by sub-
section (a). 

(c) MAINTAINING THE ACCURACY AND INTEG-
RITY OF THE ‘‘NO FLY’’ AND ‘‘AUTOMATIC SE-
LECTEE’’ LISTS.— 

(1) WATCHLIST DATABASE.—The Secretary 
of Homeland Security, in consultation with 
the Director of the Federal Bureau of Inves-
tigation, shall design guidelines, policies, 
and operating procedures for the collection, 
removal, and updating of data maintained, 
or to be maintained, in the watchlist data-
base described in subsection (a) (1) that are 
designed to ensure the accuracy and integ-
rity of the database. 

(2) ACCURACY OF ENTRIES.—In developing 
the ‘‘no fly’’ and ‘‘automatic selectee’’ lists 
under sub-section (a) (2), the Secretary of 
Homeland Security shall establish a simple 
and timely method for correcting erroneous 
entries, for clarifying information known to 
cause false hits or misidentification errors, 
and for updating relevant information that 
is dispositive in the passenger screening 
process. The Secretary shall also establish a 
process to provide individuals whose names 
are confused with, or similar to, names in 
the database with a means of demonstrating 
that they are not a person named in the 
database. 
SEC. 04. ENHANCED PASSENGER AND CARGO 

SCREENING. 
(a) AIRCRAFT PASSENGER SCREENING AT 

CHECKPOINTS.— 
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