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families with additional assistance to purchase 
health care and allows unspent funds to be al-
located to a Health Savings Account (HSA). 

Mr. Speaker, the FAST Act reforms the tax 
code to provide permanent tax relief and clar-
ity for American families and businesses, while 
encouraging innovation and entrepreneurship 
vital to our economic recovery. I encourage all 
my colleagues to join me in this pro-growth 
economic policy. 
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Mr. MICHAUD. Mr. Speaker, I rise today to 
recognize the accomplishments of 
Sebasticook Valley Hospital in Pittsfield, 
Maine. 

Founded in 1963, the Sebasticook Valley 
Hospital was started by local citizens who 
were concerned about the health and well- 
being of their families, neighbors and employ-
ees of the region. The hospital continues to 
honor that legacy and commitment by being 
accountable at all levels of the organization in 
meeting the changing health care needs of the 
local communities. Sebasticook Valley con-
tinues to strive for improvement in services 
and to ensure that their patients receive the 
best possible service for their health care 
needs. 

Sebasticook Valley Hospital has been re-
cently recognized as one of the nation’s top 
rural hospitals by the Washington, DC-based 
Leapfrog Group. The Leapfrog Survey, which 
launched in 2001, focuses on four critical 
areas of patient safety: the use of computer 
physician order entry to prevent medication er-
rors, standards for doing high-risk procedures, 
protocols and policies to reduce medical errors 
and other safe practices recommended by the 
National Quality Forum and adequate nurse 
and physician staffing. In addition, hospitals 
are measured on their progress in preventing 
infections and other hospital-acquired condi-
tions and adopting policies on the handling of 
serious medical errors, among other things. 

Sebasticook Valley Hospital has displayed a 
tremendous commitment to providing the best 
quality health care for their patients. I am 
proud to congratulate the employees, pro-
viders, board members and volunteers for 
their dedication to providing the best care to 
our rural communities. Their skills, compas-
sion and dedication make this hospital a well- 
deserved award recipient. 

Mr. Speaker, please join me in recognizing 
Sebasticook Valley Hospital for their devotion 
to ensuring that patients and families receive 
the best possible health care. 
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Mr. PAUL. Mr. Speaker, today I introduce 
the Identity Theft Prevention Act. This act pro-

tects the American people from government- 
mandated uniform identifiers that facilitate pri-
vate crime as well as the abuse of liberty. The 
major provision of the Identity Theft Prevention 
Act halts the practice of using the Social Se-
curity number as an identifier by requiring the 
Social Security Administration to issue all 
Americans new Social Security numbers within 
five years after the enactment of the bill. 
These new numbers will be the sole legal 
property of the recipient, and the Social Secu-
rity administration shall be forbidden to divulge 
the numbers for any purposes not related to 
Social Security administration. Social Security 
numbers issued before implementation of this 
bill shall no longer be considered valid federal 
identifiers. Of course, the Social Security Ad-
ministration shall be able to use an individual’s 
original Social Security number to ensure effi-
cient administration of the Social Security sys-
tem. 

Mr. Speaker, Congress has a moral respon-
sibility to address this problem because it was 
Congress that transformed the Social Security 
number into a national identifier. Thanks to 
Congress, today no American can get a job, 
open a bank account, get a professional li-
cense, or even get a driver’s license without 
presenting his Social Security number. So 
widespread has the use of the Social Security 
number become that a member of my staff 
had to produce a Social Security number in 
order to get a fishing license! 

One of the most disturbing abuses of the 
Social Security number is the congressionally 
authorized rule forcing parents to get a Social 
Security number for their newborn children in 
order to claim the children as dependents. 
Forcing parents to register their children with 
the state is more like something out of the 
nightmares of George Orwell than the dreams 
of a free republic that inspired this nation’s 
founders. 

Congressionally mandated use of the Social 
Security number as an identifier facilitates the 
horrendous crime of identity theft. Thanks to 
Congress, an unscrupulous person may sim-
ply obtain someone’s Social Security number 
in order to access that person’s bank ac-
counts, credit cards, and other financial as-
sets. Many Americans have lost their life sav-
ings and had their credit destroyed as a result 
of identity theft. Yet the federal government 
continues to encourage such crimes by man-
dating use of the Social Security number as a 
uniform ID! 

The Identity Theft Prevention Act also pre-
vents the federal government from estab-
lishing any form of national ID. In 2005, Con-
gress attempted to turn state driver’s licensing 
into a national ID, however, resistance to this 
unconstitutional and costly mandate on the 
states has been so intense that today, for all 
intents and purposes, the Real ID mandate 
has been nullified. The Identity Theft Preven-
tion Act simply puts the nail in the coffin of the 
Real ID and similar schemes, thus protecting 
Americans from having their liberty, property, 
and privacy violated by private and public sec-
tor criminals. 

Some members of Congress will claim that 
the federal government needs the power to 
monitor Americans in order to allow the gov-
ernment to operate more efficiently. I would 
remind my colleagues that, in a constitutional 
republic, the people are never asked to sac-
rifice their liberties to make the jobs of govern-
ment officials easier. We are here to protect 

the freedom of the American people, not to 
make privacy invasion more efficient. 

Mr. Speaker, while I do not question the sin-
cerity of those members who suggest that 
Congress can ensure that citizens’ rights are 
protected through legislation restricting access 
to personal information, the only effective pri-
vacy protection is to forbid the federal govern-
ment from mandating national identifiers. Leg-
islative ‘‘privacy protections’’ are inadequate to 
protect the liberty of Americans for a couple of 
reasons. 

First, it is simply common sense that repeal-
ing those federal laws that promote identity 
theft is more effective in protecting the public 
than expanding the power of the federal police 
force. Federal punishment of identity thieves 
provides cold comfort to those who have suf-
fered financial losses and the destruction of 
their good reputations as a result of identity 
theft 

Federal laws are not only ineffective in stop-
ping private criminals, but these laws have not 
even stopped unscrupulous government offi-
cials from accessing personal information. 
After all, laws purporting to restrict the use of 
personal information did not stop the well-pub-
licized violations of privacy by IRS officials or 
the FBI abuses of the Clinton and Nixon ad-
ministrations. 

In one of the most infamous cases of iden-
tity theft, thousands of active-duty soldiers and 
veterans had their personal information stolen, 
putting them at risk of identity theft. Imagine 
the dangers if thieves are able to obtain the 
universal identifier, and other personal infor-
mation, of millions of Americans simply by 
breaking, or hacking, into one government fa-
cility or one government database? 

Second, the federal government has been 
creating proprietary interests in private infor-
mation for certain state-favored special inter-
ests. Perhaps the most outrageous example of 
phony privacy protection is the ‘‘medical pri-
vacy’’ regulation, that allows medical research-
ers, certain business interests, and law en-
forcement officials access to health care infor-
mation, in complete disregard of the Fifth 
Amendment and the wishes of individual pa-
tients! Obviously, ‘‘privacy protection’’ laws 
have proven greatly inadequate to protect per-
sonal information when the government is the 
one seeking the information. 

Any action short of repealing laws author-
izing privacy violations is insufficient primarily 
because the federal government lacks con-
stitutional authority to force citizens to adopt a 
universal identifier for health care, employ-
ment, or any other reason. Any federal action 
that oversteps constitutional limitations violates 
liberty because it ratifies the principle that the 
federal government, not the Constitution, is 
the ultimate judge of its own jurisdiction over 
the people. The only effective protection of the 
rights of citizens is for Congress to follow 
Thomas Jefferson’s advice and ‘‘bind (the fed-
eral government) down with the chains of the 
Constitution.’’ 

Mr. Speaker, those members who are not 
persuaded by the moral and constitutional rea-
sons for embracing the Identity Theft Preven-
tion Act should consider the American peo-
ple’s opposition to national identifiers. The nu-
merous complaints over the ever-growing uses 
of the Social Security number show that Amer-
icans want Congress to stop invading their pri-
vacy. Furthermore, according to a survey by 
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