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of these test methods can streamline 
individual assessment by multiple 
agencies and enhance the scientific va-
lidity of these programs, thereby bet-
ter protecting public health, and ensur-
ing that laboratory animals used in 
these programs are not used in vain. 

Mrs. BOXER. I have one additional 
question for my colleague from Ohio. 
The legislation also creates a Sci-
entific Advisory Committee, SAC, to 
advise ICCVAM, and provides that the 
SAC should be comprised of at least 
one representative from industry and 
one representative of a national animal 
protection organization. 

My understanding of this provision is 
that it is not exclusive, and that the 
SAC will also include at least one rep-
resentative from the environmental 
community and one member from the 
public health community as equal vot-
ing members. I along with my col-
league from Montana view this issue of 
equal representation as essential to 
this legislation. 

Can we have the commitment of the 
Senator from Ohio that at least one 
voting member of the SAC will be from 
the environmental or public health 
community? 

Mr. DEWINE. The Senator from Cali-
fornia is correct that this provision is 
not meant to be exclusive, and she has 
my commitment this is the intent of 
this legislation and that the SAC can 
be comprised of at least one voting 
member from the environmental and 
one voting member from the public 
health community, in addition to the 
other members explicitly specified in 
the legislation. 

Mr. GRASSLEY. I ask unanimous 
consent that the bill be considered read 
a third time and passed, the motion to 
reconsider be laid upon the table, and 
that any statements relating to the 
bill be printed in the RECORD. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The bill (H.R. 4281) was read the third 
time and passed. 

f 

INTELLIGENCE AUTHORIZATION 
ACT FOR FISCAL YEAR 2001 

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent that the Senate 
now proceed to the consideration of 
H.R. 5630, which is at the desk. 

The PRESIDING OFFICER. The 
clerk will report the bill by title. 

The legislative clerk read as follows:
A bill (H.R. 5630) to authorize appropria-

tions for fiscal year 2001 for intelligence and 
intelligence-related activities of the United 
States Government, the Community Man-
agement Account, and the Central Intel-
ligence Agency Retirement and Disability 
System, and for other purposes.

There being no objection, the Senate 
proceeded to consider the bill. 

AMENDMENT NO. 4360 

Mr. GRASSLEY. Mr. President, I un-
derstand that Senator ALLARD has an 

amendment at the desk, and I ask for 
its immediate consideration. 

The PRESIDING OFFICER. The 
clerk will report. 

The legislative clerk read as follows:
The Senator from Iowa [Mr. GRASSLEY], for 

Mr. ALLARD, proposes an amendment num-
bered 4360.

The amendment is as follows:
(Purpose: To strike section 501, relating to 

contracting authority for the National Re-
connaissance Office) 
On page 48, strike lines 4 through 16. 
On page 48, line 17, strike ‘‘502.’’ and insert 

‘‘501.’’. 
On page 49, line 7, strike ‘‘503.’’ and insert 

‘‘502.’’.

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent that the amend-
ment be agreed to. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The amendment (No. 4360) was agreed 
to. 

Mr. SHELBY. Mr. President, I am 
disappointed, but perhaps not sur-
prised, to be back on the floor with the 
Intelligence Authorization Act for Fis-
cal Year 2001. 

After 8 years of subordinating na-
tional security to political concerns, 
the Clinton-Gore administration now 
exits on a similar note. Three days be-
fore the election, in the face of 
hysterical, largely inaccurate, but ex-
tremely well-timed media lobbying 
blitz, the President overruled his na-
tional security experts and vetoed this 
bill over a provision designed to reduce 
damaging leaks of classified national 
security information. 

Ironically, the White House—with 
the full knowledge of Chief of Staff 
John Podesta—had previously signed 
off on section 304 of the Intelligence 
bill, the anti ‘‘leaks’’ provision that 
prompted the veto. Section 304, which 
has been public since May and which 
represents the product of extensive 
consultations with the Justice Depart-
ment and the Senate Judiciary Com-
mittee, would have filled gaps in exist-
ing law by giving the Justice Depart-
ment new authority to prosecute all 
unauthorized disclosures of classified 
information. 

Section 304 and the rest of the intel-
ligence authorization bill were unani-
mously approved by the Intelligence 
Committee on April 27, and adopted by 
the full Senate without dissent on Oc-
tober 2. The President’s Executive Of-
fice submitted to the Congress a 
‘‘Statement of Administration Policy’’ 
in support of the leaks provision. The 
conference report was adopted by the 
Senate on October 12. 

Let me take a minute to explain why 
the committee decided, after extensive 
consultations with the Justice Depart-
ment, to adopt this provision. 

While current law bars unauthorized 
disclosure of certain categories of in-
formation, for example, cryptographic 
or national defense information, many 

other sensitive intelligence and diplo-
matic secrets are not protected. And 
the U.S. Government, in the words of 
Director of Central Intelligence George 
Tenet, ‘‘leaks like a sieve.’’

While leakers seldom if ever face con-
sequences for leaks, our intelligence 
professionals do. These range from the 
very real risks to the lives and freedom 
of U.S. intelligence officers and their 
sources, to the compromise of sensitive 
and sometimes irreplaceable intel-
ligence collection methods. Human or 
technical, these sources won’t be there 
to warn of the next terrorist attack, 
crisis, or war. 

If someone who is providing us intel-
ligence on terrorist plans or foreign 
missile programs asks, ‘‘If I give you 
this information, can you protect it,’’ 
the honest answer is often ‘‘no.’’ So 
they may rethink, reduce, or even end 
their cooperation. Leaks also alienate 
friendly intelligence services and make 
them think twice before sharing sen-
sitive information, as the National 
Commission on Terrorism recently 
concluded. 

Some of section 304’s opponents 
downplay the seriousness of leaks com-
pared to traditional espionage. Yet 
leaks can be even more damaging. 
Where a spy generally serves one cus-
tomer, media leaks are available to 
anyone with 25 cents to buy the Wash-
ington Post, or access to an Internet 
connection. 

As important as what this legislation 
does is what it doesn’t do. Media orga-
nizations and others have conjured up 
a parade of dire consequences that 
would ensue if section 304 had become 
law. Yet this carefully drafted provi-
sion would not have silenced whistle 
blowers, who would continue to enjoy 
current statutory protections, includ-
ing those governing the disclosure of 
classified information to appropriate 
congressional oversight committees. 
Having led the move to enact whistle-
blower protection for intelligence com-
munity employees, I am extremely sen-
sitive to this concern. 

It would not have criminalized mis-
takes: the provision would have applied 
only in cases where unauthorized dis-
closures are made both willfully and 
knowingly. That means that the person 
both intends and understands the na-
ture of the act. Mistakes could not be 
prosecuted since they are, by defini-
tion, neither willful nor knowing. 

It would not have eroded first amend-
ment rights. In particular, section 304 
is not an Official Secrets Act, as some 
critics have alleged. Britain’s Official 
Secrets Act authorizes the prosecution 
of journalists who publish classified in-
formation. Section 304, on the other 
hand, criminalizes the actions of per-
sons who are charged with protecting 
classified information, not those who 
receive or publish it. Even under exist-
ing statutes, the Department of Justice 
rarely seeks to interview or subpoena 
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journalists when investigating leaks. 
In fact, there has never been a prosecu-
tion of a journalist under existing espi-
onage or unauthorized disclosure stat-
utes, despite the fact that some of 
these current laws criminalize the ac-
tions of those who receive classified in-
formation without proper authoriza-
tion. 

Critics also cite—correctly—the Gov-
ernment’s tendency to overclassify in-
formation, especially embarrassing in-
formation, the disclosure of which 
would not damage national security, 
the standard for classification. But 
these practices are already prohibited 
under the current Executive order on 
classification, E.O. 12958, which not 
only provides a procedure for govern-
ment employees to challenge a classi-
fication determination they believe to 
be improper, but encourages them to 
do so. 

The real issue is: who decides what 
should be classified? With commend-
able honesty, critic Steven Aftergood 
of the Federation of American Sci-
entists went beyond ritual denuncia-
tion to spell out his real concern: Sec-
tion 304, as he told the Washington 
Post, ‘‘turns over to the executive 
branch the right to determine what 
will be protected.’’

In fact, designated officials within 
the executive branch have always exer-
cised that authority. What Mr. 
Aftergood and the media want is to ar-
rogate that authority to themselves 
and their sources. While designated 
classification officials may err, they—
not disgruntled mid-level employees—
are the ones charged under our laws 
and procedures with balancing the pro-
tection of our nation’s secrets with the 
need for government openness. 

Mr. President, I am disappointed that 
President Clinton chose to veto the In-
telligence Authorization Act over this 
provision, and I am especially dis-
appointed at the manner in which this 
occurred. 

I believe, however, that it is in our 
national interest that the Intelligence 
Authorization Act for Fiscal Year 2001 
be enacted into law. Therefore, the bill 
before the Senate is identical to the 
conference report vetoed by the Presi-
dent, but for the ‘‘leaks’’ provision.

Mrs. FEINSTEIN. Mr. President, last 
month the Senate and House approved 
the conference report to the fiscal year 
2001 intelligence authorization bill. 
Title VIII of the conference report is 
based on legislation I introduced along 
with Senators WELLSTONE, GRAMS, 
BOXER, LEVIN, and HATCH that would 
create an interagency process to de-
classify records on activities of the 
Japanese Imperial Government. Spe-
cifically, title VIII is based on the Nazi 
War Crimes Disclosure Act, a law writ-
ten by my friend and colleague from 
Ohio, Senator DEWINE, and our House 
colleague from new York, Representa-
tive CAROLYN MALONEY. This law re-

quires the federal government to 
search through its records and disclose 
any classified materials it has on Nazi 
war crimes, the Nazi Holocaust and the 
looting of assets and property by the 
Nazis. Leading what has become the 
largest declassification of U.S. govern-
ment records in American history is 
the Nazi War Criminal Records Inter-
agency Working Group, or IWG, which 
consists of representatives of key gov-
ernment departments and agencies and 
three public members appointed by the 
President. The work done by the IWG 
and a team of historians and experts at 
the National Archives has been nothing 
less than extraordinary. However, the 
law only gives the IWG just until the 
end of next year to complete this enor-
mous task. After discussing this with 
the Senator from Ohio, we agreed that 
the best course of action was to extend 
the authorization of the existing IWG 
until the end of 2003, and give it addi-
tional authority to oversee the declas-
sification of Japanese Imperial Govern-
ment records. In that way, the IWG 
will be able to undertake an effort to 
search through U.S. Government 
records and disclose any classified ma-
terials it has on the Japanese Imperial 
Government similar to the declas-
sification effort underway on Nazi war 
crimes. In addition, we also thought it 
was important to ensure that the IWG 
had a funding authorization to carry 
out its activities, including the preser-
vation of records that are being declas-
sified. I see the Senator from Ohio on 
the floor, and I ask if he has anything 
he wishes to add at this point. 

Mr. DEWINE. I thank the Senator 
from California for her comments. She 
is correct. The Nazi War Criminal 
Records IWG has done an outstanding 
job. It only made sense, given the work 
the IWG already has done, to explicitly 
expand its current requirements to 
cover activities of the Japanese Impe-
rial Government. Mr. President, I see 
the distinguished chairman of the Sen-
ate Select Committee on Intelligence 
on the floor, and would like to ask the 
chairman if the provisions of title VIII 
apply only to the work done by the 
IWG with respect to the declassifica-
tion of records exclusively relating to 
the Japanese Imperial Government? 

Mr. SHELBY. The Senator from Ohio 
is correct. The House and Senate intel-
ligence committees agreed to combine 
the working groups for both the Nazi 
and Japanese Imperial Government 
declassifications in order to obtain 
economies of scale from both a sub-
stantive and financial perspective. 
However, the requirements set forth in 
the Japanese Imperial Government 
Disclosure Act in no way impact on the 
requirements set forth in the Nazi War 
Crimes Disclosure Act. 

Mr. DEWINE. It is my assessment 
that title VIII does not change any of 
the provisions in the Nazi War Crimes 
Disclosure Act that govern the declas-

sification of records required under 
that Act, most notably but not limited 
to Nazi war crimes committed in the 
European theater of war, including 
Northern Africa. Therefore, title VIII 
refers only to activities exclusively of 
the Japanese Imperial Government and 
does not attempt to change any proce-
dures relating to the declassification of 
all records under section 3(a)(1) and (2) 
of the Nazi War Crimes Disclosure Act. 

Mr. SHELBY. I agree with the Sen-
ator from Ohio. 

Mr. DEWINE. I thank the chairman 
for this clarification. I understand the 
Senator from California also would 
like to clarify several points in title 
VIII, so I yield to her. 

Mrs. FEINSTEIN. I thank the Sen-
ator from Ohio and also thank the 
chairman for taking the time to clarify 
title VIII. Specifically, would the 
chairman agree that the records cov-
ered in this title are U.S. Government 
records? 

Mr. SHELBY. Yes. Title VIII covers 
any still-classified U.S. Government 
records that are related to crimes com-
mittee by the Japanese Imperial Gov-
ernment during World War II. 

Mrs. FEINSTEIN. As I understand it, 
the Nazi War Crimes Disclosure Act ef-
fectively creates a process of review of 
records, and then a process to deter-
mine which of these records are to be 
declassified under the criteria provided 
in the act. The act contains exceptions 
that could be cited to justify a decision 
not to declassify. However, these ex-
ceptions apply only to decisions relat-
ing to declassification, and are not to 
be used as a reason to not review 
records for relevancy. As the author of 
the Nazi War Crimes Disclosure Act, 
would the Senator of Ohio agree with 
my interpretation? 

Mr. DEWINE. The Senator from Cali-
fornia is correct. 

Mrs. FEINSTEIN. With that said, 
some people have raised concerns that 
the removal of the National Security 
Act of 1947 exemption in title VIII, 
which was included in the original leg-
islation, could impede the ability of 
the IWG in its declassification efforts. 
It is my understanding, however, that 
the intent of title VIII, like the Nazi 
War Crimes Disclosure Act, requires all 
U.S. Government classified records be 
reviewed for relevancy, including intel-
ligence records. Is that also the under-
standing of the chairman of the Select 
Committee on Intelligence? 

Mr. SHELBY. Under title VIII, all 
still-classified records likely to contain 
such information should be surveyed to 
determine if they contain relevant in-
formation. If records are found to con-
tain information related to actions by 
the Japanese Imperial Government 
during the Second World War, those 
records would be reviewed for declas-
sification by the IWG under the cri-
teria provided in the title. However, in 
the interests of safeguarding legiti-
mate national security interests, the 
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Director of Central Intelligence still 
maintains the discretion to protect the 
disclosure of operational files under 
section 701 of the National Security 
Act of 1947. Given the nature and age of 
the files it is unlikely he will need to 
exercise this authority. Title VIII re-
quires an agency head who determines 
that one of the exceptions for disclo-
sure applies to notify the appropriate 
congressional committees of a deter-
mination that disclosure and release of 
records would be harmful to a specific 
interest. It is the intent of title VIII 
that the IWG will be able to undertake 
an effort to search through U.S. Gov-
ernment records and disclose classified 
materials under statutory guidelines 
regarding the activities of the Japa-
nese Imperial Government during the 
Second World War. 

Mrs. FEINSTEIN. I thank the distin-
guished chairman for his clarification 
of the language contained in the con-
ference report. 

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent the bill be read a 
third time and passed, the motion to 
reconsider be laid upon the table, and 
that any statements relating to the 
bill be printed in the RECORD. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The bill (H.R. 5630), as amended, was 
read the third time and passed. 

f 

PRESIDENTIAL THREAT 
PROTECTION ACT OF 2000 

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent that the Chair lay 
before the Senate a message from the 
House to accompany H.R. 3048, to 
amend section 879 of title 18, United 
States Code, to provide clearer cov-
erage over threats against former 
Presidents and members of their fami-
lies, and for other purposes. 

There being no objection, the Pre-
siding Officer laid before the Senate 
the following message from the House 
of Representatives:

Resolved, That the House agree to the 
amendments of the Senate numbered 1 and 3 
to the bill (H.R. 3048) entitled ‘‘An Act to 
amend section 879 of title 18, United States 
Code, to provide clearer coverage over 
threats against former Presidents and mem-
bers of their families, and for other pur-
poses.’’

Resolved, That the House disagree to the 
amendments of the Senate numbered 2 and 4 
to the aforesaid bill. 

Resolved, That the House agree to the 
amendment of the Senate numbered 5 to the 
aforesaid bill, with the following: 

In lieu of the matter inserted by the Sen-
ate amendment numbered 5, insert the fol-
lowing:
SEC. 6. FUGITIVE APPREHENSION TASK FORCES. 

(a) IN GENERAL.—The Attorney General shall, 
upon consultation with appropriate Department 
of Justice and Department of the Treasury law 
enforcement components, establish permanent 
Fugitive Apprehension Task Forces consisting of 
Federal, State, and local law enforcement au-
thorities in designated regions of the United 

States, to be directed and coordinated by the 
United States Marshals Service, for the purpose 
of locating and apprehending fugitives. 

(b) AUTHORIZATION OF APPROPRIATIONS.—
There are authorized to be appropriated to the 
Attorney General for the United States Mar-
shals Service to carry out the provisions of this 
section $30,000,000 for the fiscal year 2001, 
$5,000,000 for fiscal year 2002, and $5,000,000 for 
fiscal year 2003. 

(c) OTHER EXISTING APPLICABLE LAW.—Noth-
ing in this section shall be construed to limit 
any existing authority under any other provi-
sion of Federal or State law for law enforcement 
agencies to locate or apprehend fugitives 
through task forces or any other means. 
SEC. 7. STUDY AND REPORTS ON ADMINISTRA-

TIVE SUBPOENAS. 
(a) STUDY ON USE OF ADMINISTRATIVE SUB-

POENAS.—Not later than December 31, 2001, the 
Attorney General, in consultation with the Sec-
retary of the Treasury, shall complete a study 
on the use of administrative subpoena power by 
executive branch agencies or entities and shall 
report the findings to the Committees on the Ju-
diciary of the Senate and the House of Rep-
resentatives. Such report shall include—

(1) a description of the sources of administra-
tive subpoena power and the scope of such sub-
poena power within executive branch agencies; 

(2) a description of applicable subpoena en-
forcement mechanisms; 

(3) a description of any notification provisions 
and any other provisions relating to safe-
guarding privacy interests; 

(4) a description of the standards governing 
the issuance of administrative subpoenas; and 

(5) recommendations from the Attorney Gen-
eral regarding necessary steps to ensure that ad-
ministrative subpoena power is used and en-
forced consistently and fairly by executive 
branch agencies. 

(b) REPORT ON FREQUENCY OF USE OF ADMIN-
ISTRATIVE SUBPOENAS.—

(1) IN GENERAL.—The Attorney General and 
the Secretary of the Treasury shall report in 
January of each year to the Committees on the 
Judiciary of the Senate and the House of Rep-
resentatives on the number of administrative 
subpoenas issued by them under this section 
and the identity of the agency or component of 
the Department of Justice or the Department of 
the Treasury issuing the subpoena and imposing 
the charges. 

(2) EXPIRATION.—The reporting requirement of 
this subsection shall terminate in 3 years after 
the date of enactment of this section.

Mr. THURMOND. Mr. President, I am 
pleased that today the Senate is con-
sidering H.R. 3048, the Presidential 
Threat Protection Act. This is impor-
tant legislation that will benefit both 
the Secret Service and the Marshals 
Service, and I hope it becomes law 
without further delay. 

I have fought this entire year to pass 
legislation that will help the Marshals 
Service place an increased focus on 
fighting dangerous fugitives. It has 
been estimated that 50 percent of the 
crime in America is caused by 5 per-
cent of the offenders. It is these hard-
core, repeat criminals, many of whom 
are fugitives, that law enforcement 
must address today. As we discussed at 
a hearing that I chaired earlier this 
year before the Judiciary Criminal Jus-
tice Oversight Subcommittee on this 
matter, the number of dangerous fugi-
tives is rising, even as crime rates con-
tinue to decline. There are over 525,000 

felony or other serious Federal and 
State fugitives listed in the database of 
the National Crime Information Cen-
ter. This number has doubled just since 
1987. 

The act we are considering today 
helps make these criminals a top pri-
ority by requiring the Attorney Gen-
eral to establish permanent fugitive 
apprehension task forces to be run by 
the Marshals Service. The task forces 
will be a combined effort of Federal 
and State law enforcement agencies, 
each bringing their own expertise to 
this critical task. 

These task forces will operate across 
district lines in the areas of the coun-
try where the problem is most acute. 
They will be operated by the Marshals 
Service as a national effort, rather 
than through particular districts, so 
that other activities cannot interfere 
in these efforts to apprehend fugitives. 
Also, the task forces should not dupli-
cate existing fugitive work of the Mar-
shals Service or other Federal and 
State law enforcement agencies. More-
over, as was discussed during our hear-
ing on this matter, they should work 
closely with other government agen-
cies. Everyone who is involved in or 
can contribute to fugitive apprehension 
must work together to make these spe-
cialized fugitive initiatives efficient 
and effective. 

H.R. 3048 provides important, limited 
administrative subpoena authority for 
the Secret Service to track down those 
who threaten the President. I worked 
hard this year to try to create similar 
administrative subpoena authority for 
the Department of Justice to better en-
able the Marshals Service and others to 
locate fugitives. 

In the Senate, we passed S. 2516, the 
Fugitive Apprehension Act, which I 
sponsored, as a free-standing bill to ac-
complish this task. Later, in the Sen-
ate, we also passed a more limited 
version of S. 2516 as part of H.R. 3048. I 
thought it was most appropriate that 
we expand administrative subpoena au-
thority as part of one combined bill. 

Unfortunately, the House did not in-
clude the administrative subpoena au-
thority for fugitives when passing H.R. 
3048 again last week. Some claims were 
made about the fugitive subpoena au-
thority late in the session that were 
misinformed or incorrect. We worked 
closely with our counterparts in the 
House and tried very hard to alleviate 
any legitimate concerns by narrowing 
the scope of the bill and creating even 
more checks on its use. However, we 
were not fully able to reach a con-
sensus on this provision this year. We 
must continue our efforts in the next 
Congress. 

Subpoena authority has existed for 
years to help authorities investigate 
drug offenses, child abuse, and even 
health care fraud. After H.R. 3048 
passes, the authority will also exist re-
garding certain threats against the 
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