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and Cooperation in Europe (OSCE) in ensur-
ing religious liberties and respect for national 
minorities. Normal trade relations status is es-
pecially warranted given Ukraine’s embrace of 
freedom and the new government’s active 
steps to promote reform and build a genuinely 
democratic future for this important partner. 

Congress has been supportive of Ukraine’s 
efforts to develop as an independent, demo-
cratic and economically prosperous country 
that respects human rights and the rule of law, 
enjoys good relations with its neighbors, and 
integrates with the Euro-Atlantic community of 
nations. Today, Ukraine is positioned to real-
ize these goals under leadership committed to 
democracy at home and beyond. No doubt 
there are significant challenges ahead. The 
granting of NTR to Ukraine would represent a 
tangible expression of support for the new 
government in Ukraine as they move ahead 
on their important historic agenda for change. 
President Yushchenko and the people of 
Ukraine deserve our support. 
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Mr. VAN HOLLEN. Mr. Speaker, I would like 
to call your attention to the following article, 
written by my constituent, Richard Gilmore. 
Mr. Gilmore is the President and CEO of the 
GIC Group. The GIC Group combines experi-
ence and strength in research, analysis, and 
marketing with financial services and asset 
management. They are able to offer this ex-
pertise to the agribusiness and biotechnology 
industries to gain access to global and domes-
tic markets, to add value to current agri-
business activities, and to identify new mar-
kets. This article is not necessarily a reflection 
of my views. 

US FOOD SAFETY UNDER SIEGE? 

(By Richard Gilmore) 

When it comes to the prospect of an agro- 
terrorist attack—the use of biological agents 
against crops, livestock, poultry and fish— 
US agriculture has rolled out the welcome 
mat. Integration and consolidation in the in-
dustry widen the potential impact of any 
single attack. Internationalization of the 
food chain offers limitless possibilities for 
human consumption contagions, as well as 
economic and political instabilities. To com-
bat and anticipate potential attacks to the 
US food chain, greater effort should be 
placed on designing new disease-resistant va-
rieties of plants and livestock on the basis of 
genomic information. Stricter regulations 
and enforcement capabilities should be in-
troduced not only at our borders but at the 
point of origin where food is grown, procured 
or processed for domestic consumption with-
in the United States. At the same time, the 
United States must develop a comprehensive 
preparedness and prevention strategy of 
international proportions in close coordina-
tion with our trading partners and the pri-
vate sector. 

CHANGES IN FOOD PRODUCTION AND REGULATION 

The US strategy of protection for the food 
system, as mapped out in the Homeland Se-

curity Presidential Directive/HSPD–9 of Jan-
uary 30, 2004, presupposes that in striving to 
protect production, processing, food storage 
and delivery systems within US territory, a 
credible line of defense will be created to 
protect the food chain and encourage a thriv-
ing agricultural economy. In fact, US agri-
culture has undergone dramatic change. For 
crops, ‘farm to fork’ no longer is confined to 
a regionally based agricultural system, but 
now encompasses a highly integrated and 
consolidated global undertaking. For live-
stock, ‘hoof to home’ now takes on a new 
meaning that includes a high concentration 
of production, specialization of calf oper-
ations, long distance shipping and massive 
feedlots averaging thousands of head mar-
keted per facility, for both domestic and 
international consumption. These commer-
cial developments have resulted in pre-
viously unimaginable production and han-
dling efficiencies in domestic and export 
markets. 

In 2001, over 70% of processed food in the 
United States was purchased from other 
countries, representing almost 30% of final 
gross product. Fifteen of the top 25 food and 
beverage companies in the global market are 
US owned, accounting for about 10% of the 
global market. US multinational companies 
account for roughly 6.5%. With greater con-
solidation on a global scale, interaffiliate 
trades account for an increasing portion of 
the value of the food chain. Like other na-
tions, the United States is moving from self- 
sufficiency to an increasing dependence on 
other countries for its food supply. 

At the same time, the US regulatory infra-
structure for food safety is still a work in 
progress and is hobbled by overdependence 
on the private sector and underdependence 
on international cooperation. Whether it is a 
matter of detection, surveillance or informa-
tion flow, the US government is currently 
dependent on the private sector for coopera-
tion and support. To share information, gov-
ernment and industry have established the 
Food and Agriculture Information Sharing 
and Analysis Center (ISAC; Washington, DC, 
USA), which includes key industry associa-
tion representatives, especially from the 
processed food and feed sectors. 

The Bioterrorism Act of 2002 sets up track-
ing mechanisms whose effectiveness depends 
on industry self-reporting. New food import 
regulations issued by the US Food and Drug 
Administration (FDA; Rockville, MD, USA) 
now require prior notification of eight hours 
for goods arriving by ship, four hours by rail 
or air and two hours by road. This depend-
ence on the private sector is burdensome for 
companies and both insufficient and unreli-
able for ensuring the public’s food safety 
concerns. 

Current regulations have evolved since last 
December, after a reality check of the US 
government’s enforcement capabilities along 
with industry’s feedback and support. The 
initial regulations failed on both counts and 
the prospects for the latest regulations re-
main uncertain. FDA and the Customs & 
Border Protection Agency (Washington, DC, 
USA) still have not adequately funded the 
enforcement infrastructure nor trained per-
sonnel to ensure statistically random, uni-
form inspections under the new 
prenotification time frames. Industry is 
called upon to fill the breach but is still rel-
atively unprepared, with insufficient re-
source commitment to comply fully with the 
latest regulations. 

There remains a remarkable lack of con-
sultation, joint surveillance and shared re-
search with trading partners worldwide. 

Whether grits or pasta, the US diet still 
thrives on an international food supply 
chain. Similarly, food protection and ter-
rorist prevention have to be international-
ized, particularly given the advances that 
continental-wide Europe and Japan have 
achieved in this regard. 

THE THREATS 
Although no precedent exists for an agro- 

terrorist attack on the food chain, the dire 
consequences of natural outbreaks provide a 
glimpse of the potential damage that could 
be wrought. The scale of the foot-and-mouth 
disease (FMD) outbreaks in Taiwan in 1997 
and in the UK in 2001 or the bovine 
spongiform encephalopathy (BSE) epidemic 
in the United Kingdom from 1996 to 2002 was 
more devastating than previous epidemics 
because of the size and structure of modern 
agricultural production. Taiwan was forced 
to slaughter more than 8 million pigs and 
suspend its exports. In the United Kingdom, 
4.2 million animals were destroyed in 2001 
and 2002, with devastating economic con-
sequences. The cost to Taiwan, a major sup-
plier to Japan, was estimated to be over $20 
billion. In the United Kingdom, direct com-
pensation payments alone amounted to ap-
proximately $9.6 billion. Because of two 
major outbreaks of BSE, the United King-
dom slaughtered approximately 5.8 million 
head of cattle (30 months or older), with an 
impact of up to $8 billion for the 2000–2001 oc-
currence alone. The 2003 Dutch outbreak of 
H7N7, a very pathogenic strain of avian in-
fluenza virus, resulted in the necessary cull-
ing of over 28 million birds out of a total of 
100 million. These numbers pale in compari-
son to the estimates for a terrorist-induced 
pathogen release at the heart of the inter-
national food chain. The range is aston-
ishing, from almost $7 billion due to a con-
tagion of Asiatic citrus canker on Florida’s 
citrus fruit alone to $27 billion in trade 
losses for FMD. 

An array of pathogens could be introduced 
easily and effectively with assurance of 
widespread health, economic and political 
impacts. For livestock, the prime candidates 
are FMD and African swine fever (ASF). 
FMD is particularly attractive from a ter-
rorist standpoint because it is a highly con-
tagious viral infection with a morbidity rate 
of 100% in cattle. ASF is equally effective. 

Next on the list are the zoonotic diseases, 
which offer a different strategy: using ani-
mals to infect humans. Brucellosis, though 
not fatal, results in chronic disease; some 
paramyxoviruses can be passed through di-
rect contact with animals and feature a mor-
tality rate in humans of 36%; certain 
arboviruses, such as Japanese encephalitis 
virus, which is spread by insect vectors, and 
cutaneous forms of anthrax could be readily 
introduced in the United States. Animal 
hides, an import item to the US, are a com-
mon carrier anthrax spores that can be read-
ily inhaled and prove fatal for humans. 

When it comes to crop pathogens, the list 
is equally long and ominous: stem rust for 
cereals and wheat, southern corn leaf blight, 
rice blast, potato blight, citrus canker and 
several nonspecific plant pathogens. Al-
though not transmittable to humans, these 
pathogens would cut a wide and devastating 
swathe in crop production. 

It takes relatively few dollars and little 
imagination to introduce these deadly 
pathogens. Just like a crop duster or even 
hand spray pumps, aerosol would be an effec-
tive means to introduce the crop pathogen of 
choice on plants. A terrorist could also rely 
on cross border winds or water systems to 
carry a harmful pathogen from another 
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country into the United States. For animals, 
the options could be somewhat more imagi-
native, such as dusting a turkey’s feathers 
with a pathogen agent and then filling small 
bomblets with the feathers to explode over a 
targeted area, mushrooming contamination 
as the feathers drift with the wind to such 
likely targets as a high density avian popu-
lation. 

ECONOMIC AND POLITICAL IMPACT 
Any agro-terrorist attack on the food 

chain would create marked economic insta-
bility and losses due to dislocational, trade 
and health effects. Every bushel of wheat, 
corn or soybeans (all staple food and feed 
items) in addition to beef carcasses and pork 
bellies, has a futures contract written in Chi-
cago and on other exchanges in Europe, Asia 
and Latin America. These contracts are all 
written on margin positions, meaning that 
the financial losses on unfulfilled contracts 
would be a multiple of the contract itself. 
Apart from stocks, losses could be incurred 
as a result of the following: loss of business 
for freight-forwarding companies, cancella-
tions of ocean freight, rail and truck hauls; 
insurance claims on cargoes; and abrogation 
of contracts up and down the food chain. 

With only a partial and untested ‘Bio-
shield’ system in place, one likely scenario is 
that US politicians would adopt a unilateral 
response to what is an international problem 
in the face of a bioterrorist attack. Whether 
it’s cross-border winds or the globalization of 
our food chain, the fact remains that much 
of our own vulnerability rests with imported 
pathogens. The US cannot seal off its terri-
tory from these pathogens. By attempting to 
do so, the government would make matters 
worse in the absence of uniform inter-
national security and surveillance systems. 

The appropriate counter-terrorist response 
requires a global security system for sharing 
research, findings and coordinating strate-
gies with trading partners where the United 
States sources and sells much of its food. 
Present policies risk the kind of economic 
repercussions experienced with Japan in the 
aftermath of the three-day soybean embargo 
imposed by the United States in 1973, which 
became a major shoku in Japan’s economic 
history. Concern over food security, rooted 
in the soybean embargo, inspired the first 
and ultimate line of defense in Japan’s re-
sistance to liberalizing international trade 
rules for the agricultural sector. 

COUNTERATTACKS 
The first priority to combat these threats 

is to invest in the creation of pathogen-re-
sistant crops through genetic engineering. 

The National Plant Genome Initiative 
(Washington, DC, USA) is an international 
collaboration between academia and the pri-
vate sector to build a plant genome research 
infrastructure targeted at sequencing model 
plant species and therefore identifying genes 
associated with disease resistance. Together 
with information concerning large-animal 
genomes—the cattle genome is anticipated 
soon—genomic information can be applied to 
develop new strains of plants and livestock 
resistant to animal and plant pathogens 
likely to be used by terrorists. The US De-
partment of Agriculture’s (Washington, DC, 
USA) newly sponsored research centers and 
other joint government and private sector 
initiatives inside and outside the United 
States could also contribute to the search 
for resistant strains of livestock. In addition, 
short-term virus testing and monitoring 
measures can be adopted to address the prob-
lem of increased susceptibility of livestock 
to disease due to changes in cattle feeding 
and meatpacking. The discovery earlier in 
2004 of a BSE-infected Holstein cow in the 
United States demonstrated that the moni-
toring and surveillance system in place is in-
sufficient for rapid detection purposes. 

There is also an immediate need for a 
stronger set of regulations that feature com-
prehensive coordination of research, detec-
tion and surveillance on both national and 
international fronts. Private industry part-
ners in this undertaking must be treated eq-
uitably and fairly with a greater effort to 
broaden industry representation. The easiest 
step that can be taken to strengthen US de-
fenses is to initiate and fund an intensive 
personnel training program to meet CBPA 
(Customs and Border Protection Agency) and 
FDA’s ambitious program benchmarks for 
field operations, including port inspections, 
staffing and personal training, and industry 
registrations. We still lack uniform and con-
sistent enforcement standards for industry 
and government agencies. Although that is 
the 15-year goal of the Automated Commer-
cial Environment (ACE) run by the US Cus-
toms, nothing in place can accommodate dif-
ferent information and reporting systems in 
both the government and the private sector. 

Longer term measures should include ac-
celerated research programs and an integra-
tion and internationalization of policy plan-
ning and enforcement. Although the target 
is to create a practical system of defense for 
the US food chain, new endeavors to foil ter-
rorists also can result in a broader inter-
national system of preparedness. Lifting the 
siege is the first step to defeating the aggres-
sors. 

RECOGNIZING THE FAIRFAX COUN-
TY CHAMBER OF COMMERCE 2005 
VALOR AWARD RECIPIENTS 

HON. TOM DAVIS 
OF VIRGINIA 

IN THE HOUSE OF REPRESENTATIVES 

Thursday, February 17, 2005 

Mr. TOM DAVIS of Virginia. Mr. Speaker, 
my colleagues Mr. MORAN of Virginia, Mr. 
WOLF and I rise today to recognize an out-
standing group of men and women in Northern 
Virginia. As many may know, the Fairfax 
County Chamber of Commerce annually rec-
ognizes individuals who have demonstrated 
superior dedication to public safety with the 
prestigious Valor Award. Several members of 
the Fairfax County Sheriff’s Office have 
earned this highest honor that Fairfax County 
bestows upon its public safety officials. 

There are several types of Valor Awards 
that are awarded to a public safety officer: The 
Lifesaving Award, the Certificate of Valor, or 
the Gold, Silver, or Bronze medal of Valor. 
During the 27th Annual Awards Ceremony, 61 
men and women from the Office of the Sheriff, 
Fire and Rescue Department, and the Police 
Department received one of the aforemen-
tioned honors for their bravery and heroism. 

It is with great honor that we enter into the 
RECORD the names of the recipients of the 
2005 Valor Awards in the Fairfax County 
Sheriff’s Office. Receiving the Certificate of 
Valor: Officer Dwayne Archer; Private First 
Class Duane A. Cohenour; the Life Saving 
Award: Private First Class Sharon L. Douglas; 
Master Deputy Sheriff Andrew B. Duvall; Pri-
vate First Class Peter J. Fox; Private First 
Class Timothy A. Haynes; Private First Class 
Amy K. Lewis; Deputy Anthony A. McGhie; 
Private First Class Leslie A. Sheehan; Private 
First Class Jamilah Suarez. 

Mr. Speaker, in closing, we would like to 
take this opportunity to thank all the men and 
women who serve in the Fairfax County Sher-
iff’s Office. Their efforts, made on behalf of the 
citizens of Fairfax County, are selfless acts of 
heroism and truly merit our highest praise. We 
ask our colleagues to join me in applauding 
this group of remarkable citizens. 
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