DEPARTMENT OF COMMERCE

Bureau of Industry and Security

Sensors and Instrumentation Technical Advisory Committee; Notice of Partially Closed Meeting

The Sensors and Instrumentation Technical Advisory Committee (SITAC) will meet on July 27, 2010, 9:30 a.m., in the Herbert C. Hoover Building, Room 3884, 14th Street between Constitution and Pennsylvania Avenues, NW., Washington, DC. The Committee advises the Office of the Assistant Secretary for Export Administration on technical questions that affect the level of export controls applicable to sensors and instrumentation equipment and technology.

Agenda

Public Session
1. Welcome and Introductions.
2. Remarks from the Bureau of Industry and Security Management.
3. Industry Presentations.

Closed Session
5. Discussion of matters determined to be exempt from the provisions relating to public meetings found in 5 U.S.C. app. § 10(a)(1) and 10(a)(3).

The open session will be accessible via teleconference to 20 participants on a first come, first serve basis. To join the conference, submit inquiries to Ms. Yvette Springer at Yspringer@bis.doc.gov no later than July 20, 2010.

A limited number of seats will be available during the public session of the meeting. Reservations are not accepted. To the extent that time permits, members of the public may present oral statements to the Committee. The public may submit written statements at any time before or after the meeting. However, to facilitate distribution of public presentation materials to the Committee members, the Committee suggests that the materials be forwarded before the meeting to Ms. Springer.

The Assistant Secretary for Administration, with the concurrence of the General Counsel, formally determined on March 11, 2010 pursuant to Section 10(d) of the Federal Advisory Committee Act, as amended (5 U.S.C. app. 2 § 10(d)), that the portion of this meeting dealing with pre-decisional changes to the Commerce Control List and U.S. export control policies shall be exempt from the provisions relating to public meetings found in 5 U.S.C. app. §§ 10(a)(1) and 10(a)(3). The remaining portions of the meeting will be open to the public.

For more information, call Yvette Springer at (202) 482–2813.


Yvette Springer,
Committee Liaison Officer.
[FR Doc. 2010–17065 Filed 7–12–10; 8:45 am]
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DEPARTMENT OF COMMERCE

National Institute of Standards and Technology

Announcing a Meeting of the Information Security and Privacy Advisory Board

AGENCY: National Institute of Standards and Technology.

ACTION: Notice.

SUMMARY: The Information Security and Privacy Advisory Board (ISPAB) will meet Wednesday, August 4, 2010, from 9 a.m. until 5 p.m., Thursday, August 5, 2010, from 8:30 a.m. until 5 p.m., and Friday, August 6, 2010 from 8 a.m. until 12:30 p.m. All sessions will be open to the public.

DATES: The meeting will be held on Wednesday, August 4, 2010, from 9 a.m. until 5 p.m., Thursday, August 5, 2010, from 8:30 a.m. until 5 p.m. and Friday, August 6, 2010 from 8 a.m. until 12:30 p.m.

ADDITIONAL INFORMATION:

The meeting will take place at the Marriott Hotel Washington, 1221 22nd Street, NW., Washington, District of Columbia 20037 on August 4, 5, & 6, 2010. Please see admittance instructions in the SUPPLEMENTARY INFORMATION section of this notice.

FOR FURTHER INFORMATION CONTACT: Mr. Matthew Scholl, Information Technology Laboratory, National Institute of Standards and Technology, 100 Bureau Drive, Stop 8930, Gaithersburg, MD 20899–8930, telephone: (301) 975–2941.

SUPPLEMENTARY INFORMATION: Pursuant to the Federal Advisory Committee Act, 5 U.S.C. App., notice is hereby given that the Information Security and Privacy Advisory Board (ISPAB) will meet Wednesday, August 4, 2010, from 9 a.m. until 5 p.m., Thursday, August 5, 2010, from 8:30 a.m. until 5 p.m. and Friday, August 6, 2010 from 8 a.m. until 12:30 p.m. All sessions will be open to the public. The ISPAB was established by the Computer Security Act of 1987 (Pub. L. 100–235) and amended by the Federal Information Security Management Act of 2002 (Pub.L. 107–347) to advise the Secretary of Commerce and the Director of NIST on security and privacy issues pertaining to federal computer systems. Details regarding the ISPAB’s activities are available at http://csrc.nist.gov/groups/SMI/ispab/index.html.

The agenda is expected to include the following items:

—Embedded software (biomedical, ICS) and associated malware.
—FISMA Guidance.
—National Initiative for Cybersecurity Education (NICE).
—Key Priorities next 2–3 years for NIST in cyber security.
—Threat Vector Initiative.
—Fedramp.
—Cyber Coordinator Briefing.
—National Protection and Programs Directorate Briefing.
—Security Roadmap.
—Initiative 3 Exercise (Einstein).
—NIST Update.
—GAO Review.
—Board Work Plan.
—OMB Update/Metrics.
—S-Cap usage and continuous monitoring.
—Assurance of Legitimate Government Outbound Mail.
—Commerce Department NOI.

Note that agenda items may change without notice because of possible unexpected schedule conflicts of presenters. The final agenda will be posted on the website indicated above. Public Participation: The ISPAB agenda will include a period of time,