Sensor Converter (OSC) units, a Computer Processor (CP) and a Control Indicator (CI). The set of OSC units, which normally consist of four, is mounted on the aircraft exterior to provide omni-directional protection. The OSC detects the rocket plume of missiles and sends appropriate signals to the CP for processing. The CP analyses the data from each OSC and automatically deploys the appropriate countermeasures. The CP also contains comprehensive BIT circuitry. The CI displays the incoming direction of the threat, so that the pilot can take appropriate action. The hardware and technical data and documentation to be provided are Unclassified. The software is Secret.

4. The AN/ALE-47 Countermeasure Dispenser Set (CMDS) provides an integrated threat-adaptive computer controlled capability for dispensing chaff, flares, and active radio frequency expendables. The AN/ALE-47 system enhances aircraft survivability in sophisticated threat environments. The threats countered by the CMDS include radar-directed anti-aircraft artillery (AAA), radar command-guided missiles, radar homing guided missiles, and infrared (IR) guided missiles. The system is internally mounted and may be operated as a stand-alone system or may be integrated with other on-board Electronic Warfare (EW) and avionics systems. The AN/ALE-47 uses threat data received over the aircraft interfaces to assess the threat situation and determine a response. Expendable routines tailored to the immediate aircraft and threat environment may be dispensed using one of four operational modes. The hardware and technical data and documentation to be provided are Unclassified. The software is Secret.

5. If a technologically advanced adversary were to obtain knowledge of the specific hardware in the proposed sale, the information could be used to develop countermeasures which might reduce weapon system effectiveness or be used in the development of a system with similar or advanced capabilities.
systems security analysis and reporting; operational records; articles; public-source data; and other published information on individuals and events of interest to NSA/CSS; actual or purported compromises of classified intelligence; countermeasures in connection therewith; and identification of classified source documents and distribution thereof."

**AUTHORITY FOR MAINTENANCE OF THE SYSTEM:**


* * * * *

**STORAGE:**

Delete entry and replace with “Paper records in file folders and electronic storage media.”

**RETRIEVABILITY:**

Delete entry and replace with “Information is retrieved by individual’s name, Social Security Number (SSN), and/or employee identification number.”

* * * * *

**SAFEGUARDS:**

Delete entry and replace with “Buildings are secured by a series of guarded pedestrian gates and checkpoints. Access to facilities is limited to security-cleared personnel and escorted visitors only. Within the facilities themselves, access to paper and computer printouts is controlled by limited-access facilities and lockable containers. Access to electronic means is computer password protected.”

**RETENTION AND DISPOSAL:**

Delete entry and replace with “Intelligence Reports: Permanent, transfer to the NSA/CSS Records Center when 5 years old and transfer to the National Archives and Records Administration when 50 years old. Intelligence Products: Permanent, transfer to the NSA/CSS Records Center when 5 years old and transfer to the National Archives and Records Administration when 50 years old. Intelligence Collection Records: Temporary, transfer to NSA/CSS Records Center annually, review every 5 years for destruction. Production records: Temporary, review every 5 years for destruction.

Records are destroyed by pulping, burning, shredding, or erasure or destruction of magnet media.”

* * * * *

**NOTIFICATION PROCEDURE:**

Delete entry and replace with “Individuals seeking to determine whether information about themselves is contained in this system should address written inquiries to the National Security Agency/Central Security Service, Freedom of Information Act/Privacy Act Office, 9800 Savage Road, Suite 6248, Ft. George G. Meade, MD 20755–6248. Written inquiries should contain the individual’s full name, address and telephone number.”

**RECORD ACCESS PROCEDURES:**

Delete entry and replace with “Individuals seeking access to information about themselves contained in this system should address written inquiries to the National Security Agency/Central Security Service, Freedom of Information Act/Privacy Act Office, 9800 Savage Road, Suite 6248, Ft. George G. Meade, MD 20755–6248. Written inquiries should contain the individual’s full name, address and telephone number.”

**CONTESTING RECORD PROCEDURES:**

Delete entry and replace with “The NSA/CSS rules for contesting contents and appealing initial determinations are published at 32 CFR part 322 or may be obtained by written request addressed to the National Security Agency/Central Security Service, Freedom of Information Act/Privacy Act Office, 9800 Savage Road, Suite 6248, Ft. George G. Meade, MD 20755–6248.”

* * * * *

**GNSS 18**

**SYSTEM NAME:**

Operations Records.

**SYSTEM LOCATION:**


**CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:**

Individuals identified in foreign intelligence, counterintelligence, or information system security reports and supportive materials, including individuals involved in matters of foreign intelligence interest, information systems security interest, the compromise of classified information, or terrorism.

**CATEGORIES OF RECORDS IN THE SYSTEM:**

Records include individual’s name, Social Security Number (SSN), employee identification number; administrative information; biographic information; intelligence requirements, analysis and reporting; information systems security analysis and reporting; operational records; articles, public-source data, and other published information on individuals and events of interest to NSA/CSS; actual or purported compromises of classified intelligence; countermeasures in connection therewith; and identification of classified source documents and distribution thereof.

**AUTHORITY FOR MAINTENANCE OF THE SYSTEM:**


**PURPOSE(S):**

To maintain records on foreign intelligence, counterintelligence, and information systems security matters relating to the mission of the National Security Agency.

**ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:**

In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act of 1974, these records contained therein may specifically be disclosed outside the DoD as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows:

To U.S. Government agencies, and in some instances foreign government agencies or their representatives, to provide foreign intelligence, counterintelligence, information systems security information, and other information.

To U.S. Government officials regarding compromises of classified information including the document(s) apparently compromised, implications of disclosure of intelligence sources and methods, investigative data on compromises, and statistical and substantive analysis of the data.

To any U.S. Government organization in order to facilitate any security, employment, detail, liaison, or contractual decision by any U.S. Government organization.

Records may further be disclosed to agencies involved in the protection of
intelligence sources and methods to facilitate such protection and to support intelligence analysis and reporting.

The DoD ‘Blanket Routine Uses’ published at the beginning of the NSA/CSS’ compilation of systems of records notices apply to this system.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records in file folders and electronic storage media.

RETRIEVABILITY:

Information is retrieved by individual’s name, Social Security Number (SSN), and/or employee identification number.

SAFEGUARDS:

Buildings are secured by a series of guarded pedestrian gates and checkpoints. Access to facilities is limited to security-cleared personnel and escorted visitors only. Within the facilities themselves, access to paper and computer printouts are controlled by limited-access facilities and lockable containers. Access to electronic means is controlled by computer password protection.

RETENTION AND DISPOSAL:

Intelligence Reports: Permanent, transfer to the NSA/CSS Records Center when 5 years old and transfer to the National Archives and Records Administration when 50 years old.

Intelligence Products: Permanent, transfer to the NSA/CSS Records Center when 5 years old and transfer to the National Archives and Records Administration when 50 years old.

Intelligence Collection Records: Temporary, transfer to NSA/CSS Records Center annually, review every 5 years for destruction. Production records: Temporary, review every 5 years for destruction.

Records are destroyed by pulping, burning, shredding, or erasure or destruction of magnet media.

SYSTEM MANAGER(S) AND ADDRESS:


NOTIFICATION PROCEDURE:

Individuals seeking to determine whether information about themselves is contained in this system should address written inquiries to the National Security Agency/Central Security Service, Freedom of Information Act/Privacy Act Office, 9800 Savage Road, Suite 6248, Ft. George G. Meade, MD 20755–6248.

Written inquiries should contain the individual’s full name, address and telephone number.

RECORD ACCESS PROCEDURES:

Individuals seeking access to information about themselves contained in this system should address written inquiries to the National Security Agency/Central Security Service, Freedom of Information Act/Privacy Act Office, 9800 Savage Road, Suite 6248, Ft. George G. Meade, MD 20755–6248.

Written inquiries should contain the individual’s full name, address and telephone number.

CONTESTING RECORD PROCEDURES:

The NSA/CSS rules for contesting contents and appealing initial determinations are published at 3 CFR part 322 or may be obtained by written request addressed to the National Security Agency/Central Security Service, Freedom of Information Act/Privacy Act Office, 9800 Savage Road, Suite 6248, Ft. George G. Meade, MD 20755–6248.

Written inquiries should contain the individual’s full name, address and telephone number.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

Information specifically authorized to be classified under E.O. 12958, as implemented by DoD 5200.1–R, may be exempt pursuant to 5 U.S.C. 552a(k)(1).

Investigatory material compiled for law enforcement purposes, other than material within the scope of subsection 5 U.S.C. 552a(j)(2), may be exempt pursuant to 5 U.S.C. 552a(k)(2).

However, if an individual is denied any right, privilege, or benefit for which he would otherwise be entitled by Federal law or for which he would otherwise be eligible, as a result of the maintenance of the information, the individual will be provided access to the information exempt to the extent that disclosure would reveal the identity of a confidential source. NOTE: When claimed, this exemption allows limited protection of investigative reports maintained in a system of records used in personnel or administrative actions.

Investigatory material compiled solely for the purpose of determining suitability, eligibility, or qualifications for federal civilian employment, military service, federal contracts, or access to classified information may be exempt pursuant to 5 U.S.C. 552a(k)(5), but only to the extent that such material would reveal the identity of a confidential source.

An exemption rule for this record system has been promulgated according to the requirements of 5 U.S.C. 553(b)(1), (2), and (3), (c) and (e) and published in 3 CFR part 322. For additional information contact the system manager.

[FR Doc. 2010–30042 Filed 11–29–10; 8:45 am]

BILLING CODE 5001–06–P

DEPARTMENT OF DEFENSE

Office of the Secretary

Renewal of Department of Defense Federal Advisory Committees

AGENCY: Department of Defense.

ACTION: Notice of renewal of Federal Advisory Committee.


The Board is a non-discretionary Federal advisory committee that shall provide independent advice and recommendations related to actuarial matters associated with the Department of Defense Medicare-Eligible Retiree Health Care Fund and on matters referred by the Secretary of Defense, including that regarding:

a. Valuations of the Fund under Title 10, United States Code, Section 1115(c);

b. Recommendations for such changes as in the Board’s judgment are necessary to protect the public interest and maintain the Fund on a sound actuarial basis; and

c. Advice the Secretary of Defense on all actuarial matters necessary to make determinations in order to finance liabilities of the Fund on an actuarially sound basis.

The Secretary of Defense, through the Under Secretary of Defense (Personnel and Readiness), may act upon the Board’s advice and recommendations.

The Board shall be composed of not three Board members appointed by the Secretary of Defense from among qualified professional actuaries who are members of the Society of Actuaries. Except for those member of the Board who were first appointed under Title 10, United States Code, Section, Section