Information Act Officer, Department of Homeland Security, 245 Murray Drive, SW., Building 410, STOP–0655, Washington, DC 20528.

When seeking records about yourself from this system of records or any other Departmental system of records your request must conform with the Privacy Act regulations set forth in 6 CFR Part 5. You must first verify your identity, meaning that you must provide your full name, current address, and date and place of birth. You must sign your request, and your signature must either be notarized or submitted under 28 U.S.C. 1746, a law that permits statements to be made under penalty of perjury, as a substitute for notarization. In addition you should provide the following:

- An explanation of why you believe the Department would have information on you;
- Identify which component(s) of the Department you believe may have the information about you;
- Specify when you believe the records would have been created;
- Provide any other information that will help the FOIA staff determine which DHS component agency may have responsive records; and
- If your request is seeking records pertaining to another living individual, you must include a statement from that individual certifying his/her agreement for you to access his/her records.

Without this bulleted information the component(s) may not be able to conduct an effective search, and your request may be denied due to lack of specificity or lack of compliance with applicable regulations.

In addition, if individuals are uncertain what agency handles the information, they may seek redress through the DHS Traveler Inquiry Redress Program (TRIP) (January 18, 2007, 72 FR 2294). Individuals who believe they have been improperly denied entry, refused boarding for transportation, or identified for additional screening by CBP may submit a redress request through TRIP.

TRIP is a single point of contact for individuals who have inquiries or seek resolution regarding difficulties they experienced during their travel screening at transportation hubs such as airports and train stations or crossing U.S. borders. Redress requests should be sent to: DHS Traveler Redress Inquiry Program, 601 South 12th Street, TSA–901, Arlington, VA 20598 or online at http://www.dhs.gov/trip and at http://www.dhs.gov.

CONTESTING RECORD PROCEDURES:
See “Notification procedure” above.

RECORD SOURCE CATEGORIES:
Records are received from the DOJ/ FBI–019 Terrorist Screening Records System of Records (August 22, 2007, 72 FR 47073)

EXEMPTIONS CLAIMED FOR THE SYSTEM:
The Secretary of Homeland Security has exempted this system from the following provisions of the Privacy Act, subject to the limitations set forth in 5 U.S.C. 552a(c)(3) and (c)(4); (d); (e)(1), (e)(2), (e)(3), (e)(4)(G), (e)(4)(H), (e)(4)(I), (e)(5), (e)(8), (e)(12); (f); (g)(1); and (h) pursuant to 5 U.S.C. 552a(j)(2).

Additionally, the Secretary of Homeland Security has exempted this system from the following provisions of the Privacy Act, subject to the limitation set forth in 5 U.S.C. 552a(c)(3); (d); (e)(1), (e)(4)(G), (e)(4)(H), (e)(4)(I); and (f) pursuant to 5 U.S.C. 552a(k)(1) and (k)(2).

Mary Ellen Callahan,
Chief Privacy Officer, Department of Homeland Security.

[FR Doc. 2011–16807 Filed 7–5–11; 8:45 am]

BILLING CODE P

DEPARTMENT OF HOMELAND SECURITY
Coast Guard
[Docket No. USC–2011–0539]

National Offshore Safety Advisory Committee; Vacancies

AGENCY: Coast Guard, DHS.
ACTION: Request for applications.

SUMMARY: The Coast Guard seeks applications for membership on the National Offshore Safety Advisory Committee. This Committee advises the Secretary of Department of Homeland Security on matters and actions concerning activities directly involved with or in support of the exploration of offshore mineral and energy resources insofar as they relate to matters within Coast Guard jurisdiction.

DATES: Applicants should submit a cover letter and resume in time to reach the Alternate Designated Federal Officer (ADFO) on or before August 22, 2011.

ADDRESSES: Applicants should send their cover letter and resume to the following address: Commandant (CG–5222), Attn: Vessel and Facility Operations Standards, U.S. Coast Guard, 2100 Second Street, SW., STOP 7126, Washington, DC 20593–7126; or by calling (202) 372–1386; or by faxing (202) 372–1926; or by e-mailing to Kevin.Y.Pekarek2@uscg.mil.

DEPARTMENT OF HOMELAND SECURITY
Coast Guard
[Docket No. USC–2011–0539]

National Offshore Safety Advisory Committee; Vacancies

AGENCY: Coast Guard, DHS.
ACTION: Request for applications.

SUMMARY: The Coast Guard seeks applications for membership on the National Offshore Safety Advisory Committee. This Committee advises the Secretary of Department of Homeland Security on matters and actions concerning activities directly involved with or in support of the exploration of offshore mineral and energy resources insofar as they relate to matters within Coast Guard jurisdiction.

DATES: Applicants should submit a cover letter and resume in time to reach the Alternate Designated Federal Officer (ADFO) on or before August 22, 2011.

ADDRESSES: Applicants should send their cover letter and resume to the following address: Commandant (CG–5222), Attn: Vessel and Facility Operations Standards, U.S. Coast Guard, 2100 Second Street, SW., STOP 7126, Washington, DC 20593–7126; or by calling (202) 372–1386; or by faxing (202) 372–1926; or by e-mailing to Kevin.Y.Pekarek2@uscg.mil.
This notice, is available in our online docket, USCG–2011–0539, at http://www.regulations.gov.

FOR FURTHER INFORMATION CONTACT: Kevin Y. Pekarek, ADFO of National Offshore Safety Advisory Committee (NOSAC), telephone (202) 372–1386; fax (202) 372–1926; or e-mail at Kevin.Y.Pekarek2@uscg.mil.


The Committee is expected to meet approximately twice per year as called for by its charter and normally meets in Houston, Texas or New Orleans, Louisiana. It may also meet for extraordinary purposes. NOSAC or its subcommittees may conduct telephonic meetings at other times throughout the year when necessary for specific tasking.

We will consider applications for five positions that will become vacant on January 31, 2012.

(a) One member representing enterprises specializing in the support, by offshore supply vessels or other vessels, of offshore mineral and oil operations including geophysical services;

(b) One member representing construction of offshore exploration and recovery facilities;

(c) One member representing employees of companies engaged in offshore operations, who should have recent practical experience on vessels or offshore units involved in the offshore mineral and energy industry;

(d) One member representing enterprises specializing in offshore drilling; and

(e) One member representing companies engaged in production of petroleum.

To be eligible, applicants for all available positions should have expertise and/or knowledge and experience regarding the technology, equipment and techniques that are used or are being developed for use in the exploration for and the recovery of offshore mineral resources.

Registered lobbyists are not eligible to serve on federal advisory committees. Registered lobbyists are lobbyists required to comply with provisions contained in the Lobbying Disclosure Act of 1995 (Pub. L. 104–66, as amended). Each NOSAC Committee member serves a term of office of up to three years. Members may be considered to serve consecutive terms. All members serve at their own expense and receive no salary or reimbursement of travel expenses, or other compensation from the Federal Government.

In support of the policy of the Coast Guard on gender and ethnic nondiscrimination, we encourage qualified men and women of all racial and ethnic groups to apply. The Coast Guard values diversity; all different characteristics and attributes of persons that enhance the mission of the Coast Guard.

If you are interested in applying to become a member of the Committee, send your cover letter and resume to Kevin Y. Pekarek, ADFO of NOSAC at Commandant (CG–5222)/NOSAC, U.S. Coast Guard, 2100 Second Street, SW., STOP 7126, Washington, DC 20593–7126. Send your cover letter and resume in time for it to be received by the ADFO on or before August 22, 2011.

To visit our online docket, go to http://www.regulations.gov, enter the docket number for this notice (USCG–2011–0539) in the Search box, and click “Go.” Please do not post your resume on this site.

Dated: June 30, 2011.

F. J. Sturm,
Acting Director of Commercial Regulations and Standards.

[FR Doc. 2011–16913 Filed 7–5–11; 8:45 am]

BILLING CODE 9110–04–P

DEPARTMENT OF HOMELAND SECURITY

Coast Guard

[Docket No. USCG–2011–0012]

Self-Defense of Vessels of the United States

AGENCY: Coast Guard, DHS.

ACTION: Notice of policy.

SUMMARY: The Coast Guard has completed a review of policy and public comments received regarding standard rules for the use of force for self-defense of vessels of the United States as described in the Coast Guard Authorization Act of 2010. It has determined that the existing guidance regarding the use of force provides an adequate framework for standard rules for the use of force for self-defense against piracy.

DATES: This notice is effective on July 6, 2011.

ADDRESSES: The policy letter and other documents mentioned in this preamble as being available in the docket, are part of docket USCG–2011–0012 and are available for inspection or copying at the Docket Management Facility, U.S. Department of Transportation, West Building Ground floor, Room W12–140, 1200 New Jersey Avenue, SE., Washington, DC 20590–0001, between 9 a.m. and 5 p.m., Monday through Friday, except Federal holidays. You may also find this docket on the Internet at http://www.regulations.gov.

This policy is also available on the U.S. Coast Guard’s Homeport Web site at http://homeport.uscg.mil by clicking the International Port Security Program tab > Port Security Advisory > Port Security Advisory (03–09).

FOR FURTHER INFORMATION CONTACT: If you have questions concerning the policy, please call LCDR John Reardon, Office of Maritime and International Law, United States Coast Guard; telephone 202–372–1129, e-mail John.C.Reardon@uscg.mil. If you have questions on viewing the docket, call Ms. Renee V. Wright, Program Manager, Docket Operations, telephone 202–366–9826.

SUPPLEMENTARY INFORMATION:

Background and Purpose

The Coast Guard is publishing this notice to affirm that guidance published by the Coast Guard, in Port Security Advisory (PSA) 03–09, provides adequate guidance on conduct relating to section 912 of the Coast Guard Authorization Act of 2010 (CGAA). Section 912 of the CGAA states that an owner, operator, time charterer, master, mariner, or individual who uses force or authorizes the use of force to defend a vessel of the United States against an act of piracy shall not be liable for monetary damages for any injury or death caused by such force to any person engaging in an act of piracy if such force was in accordance with standard rules for the use of force in self-defense of vessels prescribed by the Secretary.

In accordance with Section 912 of the CGAA, the Coast Guard requested input from the public and representatives of industry and labor in order to determine if the current authorization in 33 U.S.C. 383, Resistance of Pirates by Merchant Vessels, and Coast Guard guidance in PSA 3–09 provides an adequate framework for standard rules for the use of force for self-defense of vessels of the United States. 76 FR 4706. The Coast Guard received eleven comments, which are available in the public docket found on http://www.regulations.gov. After review of the comments received, the Coast Guard has determined the policy regarding standard rules for the