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planned research activities will result in 
the incidental take of small numbers of 
marine mammals, by Level B 
harassment only, and that the required 
measures mitigate impacts to affected 
species or stocks of marine mammals to 
the lowest level practicable. 

Impact on Availability of Affected 
Species or Stock for Taking for 
Subsistence Uses 

Section 101(a)(5)(D) of the Marine 
Mammal Protection Act also requires us 
to determine that the authorization will 
not have an unmitigable adverse effect 
on the availability of marine mammal 
species or stocks for subsistence use. 
There are no relevant subsistence uses 
of marine mammals in the study area 
(northeastern Pacific Ocean) that 
implicate section 101(a)(5)(D) of the 
Marine Mammal Protection Act. 

Endangered Species Act 

Of the species of marine mammals 
that may occur in the proposed survey 
area, several are listed as endangered 
under the Endangered Species Act, 
including the blue, fin, humpback, 
north Pacific right, sei, and sperm 
whales. The Observatory did not request 
take of endangered north Pacific right 
whales because of the low likelihood of 
encountering these species during the 
cruise. 

Under section 7 of the Act, the 
Foundation has initiated formal 
consultation with the Service’s, Office 
of Protected Resources, Endangered 
Species Act Interagency Cooperation 
Division, on this proposed seismic 
survey. We (i.e., National Marine 
Fisheries Service, Office of Protected 
Resources, Permits and Conservation 
Division), have also initiated formal 
consultation under section 7 of the Act 
with the Endangered Species Act 
Interagency Cooperation Division to 
obtain a Biological Opinion (Opinion) 
evaluating the effects of issuing an 
incidental harassment authorization for 
threatened and endangered marine 
mammals and, if appropriate, 
authorizing incidental take. We will 
conclude the formal section 7 
consultation prior to making a 
determination on whether or not to 
issue the authorization. If we issue the 
take authorization, the Foundation and 
the Observatory must comply with the 
Terms and Conditions of the Opinion’s 
Incidental Take Statement in addition to 
the mitigation and monitoring 
requirements included in the issued 
take authorization. 

National Environmental Policy Act 
(NEPA) 

With its complete application, the 
Foundation and the Observatory 
provided an ‘‘Environmental 
Assessment and Finding of No 
Significant Impact Determination 
Pursuant to the National Environmental 
Policy Act, (NEPA: 42 U.S.C. 4321 et 
seq.) and Executive Order 12114 for a 
‘‘Marine Seismic Survey in the 
northeastern Pacific Ocean, 2012,’’ 
which incorporates an ‘‘Environmental 
Assessment of a Marine Geophysical 
Survey by the R/V Marcus G. Langseth 
in the northeastern Pacific Ocean, June– 
July 2012,’’ prepared by LGL Limited 
environmental research associates. 

The Assessment analyzes the direct, 
indirect, and cumulative environmental 
impacts of the specified activities on 
marine mammals including those listed 
as threatened or endangered under the 
Endangered Species Act. We have 
conducted an independent review and 
evaluation of the document for 
sufficiency and compliance with the 
Council of Environmental Quality and 
NOAA Administrative Order 216–6 
§ 5.09(d), Environmental Review 
Procedures for Implementing the 
National Environmental Policy Act, and 
have preliminarily determined that 
issuance of the incidental harassment 
authorization is not likely to result in 
significant impacts on the human 
environment. Consequently, we plan to 
adopt the Foundation’s Assessment and 
intend to prepare a Finding of No 
Significant Impact for the issuance of 
the authorization. 

Proposed Authorization 

As a result of these preliminary 
determinations, we propose to authorize 
the take of marine mammals incidental 
to the Observatory’s proposed marine 
seismic surveys in the northeast Pacific 
Ocean, provided the previously 
mentioned mitigation, monitoring, and 
reporting requirements are incorporated. 
The duration of the incidental 
harassment authorization would not 
exceed one year from the date of its 
issuance. 

Information Solicited 

We request interested persons to 
submit comments and information 
concerning this proposed project and 
our preliminary determination of 
issuing a take authorization (see 
ADDRESSES). Concurrent with the 
publication of this notice in the Federal 
Register, we will forward copies of this 
application to the Marine Mammal 
Commission and its Committee of 
Scientific Advisors. 

Dated: April 27, 2012. 
Helen M. Golde, 
Acting Director, Office of Protected Resources, 
National Marine Fisheries Service. 
[FR Doc. 2012–10627 Filed 5–1–12; 8:45 am] 
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DEPARTMENT OF DEFENSE 
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[Docket ID: USA–2012–0008] 

Privacy Act of 1974; System of 
Records 

AGENCY: Defense Information Systems 
Agency, DoD. 
ACTION: Notice to Add a New System of 
Records. 

SUMMARY: The Department of the Army 
proposes to add a new system of records 
in its inventory of record systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended. 
DATES: This proposed action will be 
effective on June 1, 2012 unless 
comments are received which result in 
a contrary determination. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive, 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Mr. 
Leroy Jones, Jr., Department of the 
Army, Privacy Office, U.S. Army 
Records Management and 
Declassification Agency, 7701 Telegraph 
Road, Casey Building, Suite 144, 
Alexandria, VA 22315–3827 or by 
phone at 703–428–6185. 
SUPPLEMENTARY INFORMATION: The 
Department of the Army notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT. The proposed system report, 
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as required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on April 20, 2012, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: April 27, 2012. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

A0350–1 ARNG 

SYSTEM NAME: 
Guard University (GuardU). 

SYSTEM LOCATION: 
National Guard Bureau, Lavern E. 

Weber National Guard Professional 
Education Center Command Group, 
2502 Omaha Ave., Suite 200, Camp 
Robinson, North Little Rock, AR 72115– 
9600. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Military members of the Army 
(Active, National Guard and Reserve 
Components) and Department of the 
Army civilian personnel, Department of 
the Army contractor personnel (Army 
Knowledge Online (AKO) name and 
User Identification only). 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Resident and distance learning course 

and personnel data to include 
individual’s name, scheduling, testing, 
academic, graduation, and attrition data. 
It will include Army Knowledge Online 
(AKO) name and User Identification 
only. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
10 U.S.C. 3013, Secretary of the Army; 

and Army Regulation 350–1, Army 
Training and Leader Development. 

PURPOSE(S): 
Guard University (GuardU) provides a 

web-based content delivery system for 
Army National Guard training and 
education. It provides courses to 
Soldiers worldwide, while monitoring 
and reporting their progress for 
instructors and leaders. It supports 
individual creativity, team 
collaboration, peer review, instructor- 
led and self-paced training and 
education. GuardU provides a learning 
content management and delivery 
platform that provides synchronous and 
asynchronous access to training and 
education. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘‘Blanket Routine Uses’’ set 
forth at the beginning of the Army’s 
compilation of systems of records 
notices also apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are stored on electronic 

storage media. 

RETRIEVABILITY: 
Retrieved by AKO name/User 

Identification (UID). 

SAFEGUARDS: 
The web services are secured through 

a security key embedded in the web 
service communication. Attempts to 
communicate with the web services at 
Digital Training Management System 
(DTMS) without the security key will 
not be processed. The remaining PII 
(name and email address) is encrypted 
on tape backups and the key shall be 
changed periodically for security 
reasons. Security measures are adequate 
and the risk to GuardU is minimal. 
Information is also protected by 
firewalls, antivirus software and AKO 
authentication. Records are accessed by 
users with the appropriate profiles or 
roles and by persons responsible for 
servicing the system in performance of 
their official duties. A risk assessment 
has been performed and will be made 
available upon request. 

RETENTION AND DISPOSAL: 
Records are maintained in the current 

electronic file area until no longer 
needed for conducting business, but not 
longer than 6 years after the members 
separation, then destroyed by erasure 
from electronic systems. 

SYSTEM MANAGER(S) AND ADDRESS: 
Program Manager, U.S. Army National 

Guard, Training Division, Distributed 
Learning Branch, 111 South George 
Mason Drive, Arlington, VA 22204– 
1382. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether this system of records contains 
information about themselves should 
address written inquiries to the Program 
Manager, U.S. Army National Guard, 

Training Division, Distributed Learning 
Branch, 111 South George Mason Drive, 
Arlington, VA 22204–1382. 

For verification purposes, individuals 
should provide full name, unit number, 
rank, military occupational specialty, 
skill level, and signature. 

IN ADDITION, THE REQUESTER MUST PROVIDE A 
NOTARIZED STATEMENT OR AN UNSWORN 
DECLARATION MADE IN ACCORDANCE WITH 28 
U.S.C. 1746, IN THE FOLLOWING FORMAT: 

If executed outside the United States: 
I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature). 

If executed within the United States, 
its territories, possessions, or 
commonwealths: I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature). 

RECORD ACCESS PROCEDURES: 

Individuals seeking to access records 
about themselves should address 
written inquiries to the Program 
Manager, U.S. Army National Guard, 
Training Division, Distributed Learning 
Branch, 111 South George Mason Drive, 
Arlington, VA 22204–1382. 

For verification purposes, individuals 
should provide full name, unit number, 
rank, military occupational specialty, 
skill level, and signature. 

IN ADDITION, THE REQUESTER MUST PROVIDE A 
NOTARIZED STATEMENT OR AN UNSWORN 
DECLARATION MADE IN ACCORDANCE WITH 28 
U.S.C. 1746, IN THE FOLLOWING FORMAT: 

If executed outside the United States: 
I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature). 

If executed within the United States, 
its territories, possessions, or 
commonwealths: I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature). 

CONTESTING RECORD PROCEDURES: 

The Army’s rules for accessing 
records, contesting contents; and 
appealing initial agency determinations 
are contained in Army Regulation 340– 
21; 32 CFR part 505; or may be obtained 
from the system manager. 

RECORD SOURCE CATEGORIES: 

From the individual, DoD staff, 
personnel, training and military course 
instructors. 
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EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

[FR Doc. 2012–10554 Filed 5–1–12; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Navy 

[Docket ID USN–2012–0005] 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of the Navy, DoD. 
ACTION: Notice To Add a System of 
Records. 

SUMMARY: The Department of the Navy 
proposes to add a system of records in 
its inventory of record systems subject 
to the Privacy Act of 1974 (5 U.S.C. 
552a), as amended. 
DATES: This proposed action will be 
effective on June 1, 2012 unless 
comments are received which result in 
a contrary determination. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Robin Patterson, Department of the 
Navy, DNS–36, 2000 Navy Pentagon, 
Washington, DC 20350–2000 or call at 
(202) 685–6545. 
SUPPLEMENTARY INFORMATION: The 
Department of the Navy notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a(r)), as 
amended, have been published in the 
Federal Register and are available from 
the address in FOR FURTHER INFORMATION 
CONTACT. The proposed system report, 
as required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on April 20, 2012, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 

and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: April 27, 2012. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

N12293–1 

SYSTEM NAME: 
Human Resource Civilian Portfolio 

(HRCP). 

SYSTEM LOCATION: 
Space and Naval Warfare Command, 

SPAWAR, 1325 10th Street SE., Bldg 
196, Washington, DC 20374–7000. 

Organizational elements of the 
Department of the Navy. Official 
mailing addresses are published in the 
Standard Navy Distribution List (SNDL) 
that is available as an appendix to the 
Navy’s compilation of systems of 
records notices. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Civilian employees and job applicants 
for civilian appropriated/non- 
appropriated fund (NAF) positions in 
the Department of Navy (DON). 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name, Social Security Number (SSN), 

date of birth, home address, place of 
birth, citizenship, emergency contact, 
and security clearance; employee email 
address; employee phone numbers to 
include home, work, pager, fax and 
mobile; race and national origin; 
handicap code; and foreign language 
capability; projected suspense 
information for personnel actions; job 
applications and employee resumes; 
position authorization and control 
information; position descriptions and 
performance elements; internal assigned 
employee ID, Billet ID number, pay, 
benefits, and entitlements data; 
historical information on employees, 
including job experience, education, 
training, and training transaction data; 
performance plans, interims, appraisals, 
closeouts and ratings; professional 
accounting or other certifications or 
licenses; awards information and merit 
promotion information; separation and 
retirement data; and adverse and 
disciplinary action data. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Department Regulations; 

5 U.S.C. Chapters 11, Office of 
Personnel Management; 13, Special 
Authority; 29, Commissions, Oaths and 

Records; 31, Authority for Employment; 
33, Examination Selection, and 
Placement; 41, Training; 43, 
Performance Appraisal; 51, 
Classification; 53, Pay Rates and 
Systems; 55, Pay Administration; 61, 
Hours of Work; 63, Leave; 72, 
Antidiscrimination, Right to Petition 
Congress; 75, Adverse Actions; 83, 
Retirement; 99, Department of Defense 
National Security Personnel System; 5 
U.S.C. 7201, Antidiscrimination Policy; 
10 U.S.C. 136, Under Secretary of 
Defense for Personnel and Readiness; 
E.O. 9830, Amending the Civil Service 
Rules and Providing for Federal 
Personnel Administration, as amended; 
29 CFR 1614.601, EEO Group Statistics; 
SECNAV Instruction 12250.6, Civilian 
Human Resources Management in the 
Department of the Navy; and E.O. 9397 
(SSN), as amended. 

PURPOSE(S): 
To provide Human Resource 

information and system support for the 
DON civilian workforce worldwide to 
access and update their personal 
information, submit documents, and 
obtain personnel related information. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records contained therein may 
specifically be disclosed outside the 
DON as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘‘Blanket Routine Uses’’ set 
forth at the beginning of Department of 
Navy’s compilation of system of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic storage media. 

RETRIEVABILITY: 
Name, Social Security Number (SSN), 

internal assigned employee ID, and 
Billet ID number. 

SAFEGUARDS: 
Access to data is multi-tiered and 

based on a need to know, and is 
managed by a designated command 
representative knowledgeable in the 
area of that command’s total workforce. 
The first tier of a user account is profile 
based, which limits the user to specific 
employee types and/or data. Users in a 
specific profile cannot view data outside 
of that profile’s restrictions. The second 
tier further restricts access by use of 
permissions, which allow a user specific 
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