STERLING Reference Laboratories, 2617 East L. Street, Tacoma, Washington 98421, 800–442–0438, Toxicology & Drug Monitoring Laboratory, University of Missouri Hospital & Clinics, 301 Business Loop 70 West, Suite 208, Columbia, MO 65203, 573–882–1273.

US Army Forensic Toxicology Drug Testing Laboratory, 2490 Wilson St., Fort George G. Meade, MD 20755–5235, 301–677–7085.

* The Standards Council of Canada (SCC) voted to end its Laboratory Accreditation Program for Substance Abuse (LAPSA) effective May 12, 1998. Laboratories certified through that program were accredited to conduct forensic urine drug testing as required by U.S. Department of Transportation (DOT) regulations. As of that date, the certification of those accredited Canadian laboratories will continue under DOT authority. The responsibility for conducting quarterly performance testing plus periodic on-site inspections of those LAPSA-accredited laboratories was transferred to the U.S. HHS, with the HHS’ NLCP contractor continuing to have an active role in the performance testing and laboratory inspection processes. Other Canadian laboratories wishing to be considered for the NLCP may apply directly to the NLCP contractor just as U.S. laboratories do.

Upon finding a Canadian laboratory to be qualified, HHS will recommend that DOT certify the laboratory (Federal Register, July 16, 1996) as meeting the minimum standards of the Mandatory Guidelines published in the Federal Register on April 30, 2010 (75 FR 22809). After receiving DOT certification, the laboratory will be included in the monthly list of HHS-certified laboratories and participate in the NLCP certification maintenance program.

Janine Denis Cook,
Chemist, Division of Workplace Programs, Center for Substance Abuse Prevention, SAMSHA.
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DEPARTMENT OF HOMELAND SECURITY

[Docket No. DHS–2012–0009]

Critical Infrastructure Partnership Advisory Council (CIPAC)

AGENCY: National Protection and Programs Directorate, DHS.

ACTION: Notice of the CIPAC charter renewal.

SUMMARY: The Department of Homeland Security (DHS) announced the establishment of the Critical Infrastructure Partnership Advisory Council (CIPAC) by notice published in the Federal Register on March 24, 2006. This committee was exempted from the Federal Advisory Committee Act (FACA) under the authority of the Secretary of the Department of Homeland Security in section 871 of the Homeland Security Act of 2002, 6 U.S.C. 451(a); that notice identified the purpose of CIPAC as well as its membership. This notice provides (1) that the Secretary has determined that CIPAC and its exemption from FACA continues to serve the purpose for which it was established and has renewed its charter, which is required every two years; (2) instructions on how the public can obtain the CIPAC membership roster and other information on the Council; and (3) information on the membership within CIPAC of the members of the State, Local, Tribal, and Territorial Government Coordinating Council (SLTTGCC).

FOR FURTHER INFORMATION CONTACT:
Larry May, Designated Federal Officer, Critical Infrastructure Partnership Advisory Council, Department of Homeland Security, National Protection and Programs Directorate, 245 Murray Lane, Mail Stop 0607, Arlington, VA 20598–0607.

SUPPLEMENTARY INFORMATION: Notice of CIPAC Renewal: The Secretary of Homeland Security extended the CIPAC charter on March 19, 2012, for a period of two years. The current CIPAC charter reflecting the Secretary’s action is available on the CIPAC Web site (http://www.dhs.gov/cipac).

Purpose and Activities: CIPAC facilitates interaction between government officials and representatives of the community of owners and operators for each of the critical infrastructure sectors defined by Homeland Security Presidential Directive 7 (HSPD–7) and identified in the National Infrastructure Protection Plan. The scope of activities covered by CIPAC includes planning; coordinating among government and critical infrastructure owner/operator security partners; implementing security program initiatives; conducting operational activities related to critical infrastructure protection security measures, incident response, recovery, infrastructure resilience; reconstituting critical infrastructure assets and systems for both man-made and naturally occurring events; and sharing threat, vulnerability, risk mitigation, and infrastructure continuity information.

Organizational Structure: CIPAC members are organized into the eighteen HSPD–7 critical infrastructure sectors. A Sector Coordinating Council (SCC) generally exists within each sector containing critical infrastructure owner/operators. The SCC includes these critical infrastructure owners/operators or their representative trade associations. Each sector also has a Government Coordinating Council (GCC) whose membership includes a lead Federal agency, defined as the Sector Specific Agency, and all relevant Federal, state, local, tribal, and/or territorial government agencies (or their representative bodies) whose mission interests also involve the scope of the CIPAC activities for that particular sector.

Membership: CIPAC membership includes: (1) Critical infrastructure owner/operator members of an SCC; (2) trade association members of an SCC representing the interests of critical infrastructure owner/operators; (3) each sector’s GCC; and (4) governmental officials who are part of DHS’s SLTTGCC. The new charter also prohibits Federally registered lobbyists from representing SCC members at CIPAC meetings. This requirement complies with a Presidential Policy Memorandum, “Lobbyists on Agency Boards and Commissions,” issued on June 18, 2010.

CIPAC Membership Roster and Council Information: The current roster of CIPAC membership is published on the CIPAC Web site (http://www.dhs.gov/cipac) and is updated as CIPAC membership changes. Members of the public may visit the CIPAC Web site at any time to obtain current CIPAC membership as well as the current and historic list of CIPAC meetings and agendas.


Larry May,
Designated Federal Officer for the CIPAC.
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DHS Data Privacy and Integrity Advisory Committee

AGENCY: Privacy Office, DHS.

ACTION: Committee Management; Notice of Committee Charter Renewal.