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Feb. 14 / Administration of George W. Bush, 2003 

Statement on the National Strategy for Combating Terrorism 
February 14, 2003 

Today I am pleased to issue the National 
Strategy for Combating Terrorism. This 
strategy outlines the effort our Nation is 
making to win the war against global terror. 
The strategy complements important ele-
ments of the National Security Strategy, as 
well as our National Strategies for: Home-
land Security, to Combat Weapons of Mass 
Destruction, to Secure Cyberspace, for the 
Physical Protection of Critical Infrastruc-
ture and Key Assets, and the National Drug 
Control Strategy. Together these efforts es-
tablish critical goals for strengthening 
America’s security against the threats of the 
21st century. 

The United States’ strategy for com-
bating terrorism focuses on taking the fight 
to the terrorists themselves. We are using 
all elements of our national power and 
international influence to attack terror net-
works; reduce their ability to communicate 
and coordinate their plans; isolate them 
from potential allies and from each other; 
and identify and disrupt their plots before 

they attack. Our country works closely with 
every nation committed to this fight, and 
we will continue to help our allies and 
friends improve their ability to fight terror. 

The war against global terror will be hard 
and long. Today, terror cells exist on nearly 
every continent and in dozens of countries, 
including our own. Victory will depend on 
the courage, strength, and fortitude of 
America’s people and our partners around 
the world. It will be measured through the 
steady, patient work of dismantling terror 
networks and bringing terrorists to justice, 
oftentimes one by one. Our Nation is unal-
terably committed to protecting our citi-
zens, routing terror wherever it exists, and 
building a safer, better world of greater 
opportunity and freedom for all peoples. 
We will not rest until we succeed. 

NOTE: This statement was made available by 
the Office of the Press Secretary on February 
14 but was embargoed for release until 4 
p.m.

Statement on the National Strategy To Secure Cyberspace and the 
National Strategy for the Physical Protection of Critical Infrastructures and 
Key Assets 
February 14, 2003 

The National Strategy to Secure Cyber-
space and the National Strategy for the 
Physical Protection of Critical Infrastruc-
tures and Key Assets will help us protect 
America from those who would do us harm, 
whether through physical destruction or by 
attacking our infrastructures through cyber-
space.

These strategies recognize that the ma-
jority of our critical assets and infrastruc-
tures, such as those in the banking, tele-
communications, energy, and transportation 

sectors, are privately owned and operated. 
The strategies outline Federal efforts and 
State and local roles in securing the Na-
tion’s critical infrastructures and identify 
opportunities for partnership with the pri-
vate sector. The Department of Homeland 
Security will take the lead in accomplishing 
many of the objectives of these strategies. 
Other departments and agencies also have 
important roles to play. I encourage every-
one, government at all levels, industry, and 
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private citizens to continue to work to-
gether to make our Nation secure. 

The President’s Radio Address 
February 15, 2003 

Good morning. Last week the national 
terrorist threat level was raised to ‘‘high.’’ 
This is primarily a signal to Federal, State, 
and local law enforcement to take addi-
tional precautions and increase security 
measures against potential terrorist attacks. 
Raising the threat level also informs the 
general public to be more alert to their 
surroundings and prepared for possible 
emergencies in the event of an attack. 

Americans should go about their lives. 
And for those seeking specific guidance on 
how to be more vigilant, I encourage you 
to visit the Department of Homeland Secu-
rity web site at dhs.gov. 

These recent threats are a stark reminder 
that our country remains engaged in a war 
on terror. Our enemies are still determined 
to attack America, and there is no such 
thing as perfect security against a hidden 
network of killers. Yet, I assure you that 
our government at every level is responding 
to this threat, working to track down every 
lead and standing watch 24 hours a day 
against terrorism. 

This past week, Secretary of Homeland 
Security Tom Ridge issued strategic plans 
to protect our critical infrastructure. These 
plans will guide local officials in securing 
our Nation’s dams and powerplants, elec-
trical grids, computer networks, and com-
munications systems. 

Our effort to safeguard the homeland in-
cludes tighter security at the borders and 
ports of entry. We have posted more than 
50,000 newly trained Federal screeners at 
airports. We have begun inoculating troops 
and first-responders against smallpox. We 
are deploying the Nation’s first early warn-
ing network of sensors to detect biological 

attack. And we are moving to better coordi-
nate the efforts of law enforcement. 

This week at FBI headquarters, I spoke 
to some of the fine men and women who 
are leading our antiterrorism efforts in law 
enforcement and intelligence. The FBI, 
CIA, Department of Homeland Security, 
and Department of Defense are working 
together as never before to assemble and 
analyze the threat information so we can 
act before our enemies can strike us. 

We are gathering the best information 
possible and using it to make sure the right 
people are in the right places to protect 
our citizens. Throughout the country, Joint 
Terrorism Task Forces are bringing to-
gether Federal, State, and local officials to 
fight terrorism. The FBI is expanding its 
terrorist identification system so that 18,000 
State and local law enforcement agencies 
will be able to identify known or suspected 
terrorists almost immediately. Local police 
will be able to access Federal terrorist in-
formation from their squad cars to deter-
mine whether individuals they have pulled 
over or detained have terrorist links. 

I’ve also asked Congress to fill a critical 
need in our defense against bioterror by 
committing almost $6 billion to quickly 
make available effective vaccines and treat-
ments against agents like smallpox, anthrax, 
botulinum toxin, Ebola, and plague. 

Our Nation is preparing for a variety of 
threats we hope never will arrive. Many 
of these dangers are unfamiliar and unset-
tling. Yet the best way to fight these dan-
gers is to anticipate them and act against 
them with focus and determination. This 
vigilance is a fundamental responsibility of 
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