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Today’s action is the best way to achieve
the bipartisan objectives we all share: to iso-
late the Cuban Government and to bring
strong international pressure to bear on
Cuba’s leaders, while holding out the very
real prospect of fully implementing Title III
in the event it becomes necessary. By work-
ing with our allies, not against them, we will
avoid a split that the Cuban regime will be
sure to exploit. Forging an international con-
sensus will avert commercial disputes that
would harm American workers and business
and cost us jobs here at home. And it will
help maintain our leadership authority in
international organizations.

We will work with our allies when we can.
But they must understand that for countries
and foreign companies that take advantage
of expropriated property the choice is clear:
They can cease profiting from such property,
they can join our efforts to promote a transi-
tion to democracy in Cuba, or they can face
the risk of full implementation of Title III.
As our allies know from our implementation
of other provisions of the bill over the last
4 months, my administration takes this re-
sponsibility seriously.

For the past four decades Republican and
Democratic administrations alike have
worked for the transition to democracy of the
last nondemocratic regime in our hemi-
sphere. This is a cause the international com-
munity should be prepared to embrace. As
implemented under today’s decision, Title
III of the LIBERTAD Act provides us with
powerful leverage to build a stronger inter-
national coalition for democracy in Cuba if
possible and with a powerful tool to lead that
struggle alone if necessary. This is in the best
interests of our country and in the best inter-
ests of the Cuban people.

Memorandum on the Work
Requirements Initiative
July 16, 1996

Memorandum for the Secretary of Health
and Human Services
Subject: Work Requirements Initiative

I hereby direct you, in order to move peo-
ple from welfare to work, to exercise your
legal authority to propose a regulation that

would require all welfare participants in the
Job Opportunities and Basic Skills Training
(JOBS) program to sign a personal respon-
sibility plan for working within 2 years. After
2 years, any such JOBS participant who re-
fuses to work, even though a job is available,
will be sanctioned by loss of her AFDC bene-
fits.

Welfare reform is first and foremost about
work. People who are able to work should
be expected to go to work. This proposed
regulation will dramatically change expecta-
tions for welfare recipients and welfare agen-
cies, ensuring that finding work quickly be-
comes their primary goal.

William J. Clinton

Executive Order 13011—Federal
Information Technology
July 16, 1996

A Government that works better and costs
less requires efficient and effective informa-
tion systems. The Paperwork Reduction Act
of 1995 and the Information Technology
Management Reform Act of 1996 provide
the opportunity to improve significantly the
way the Federal Government acquires and
manages information technology. Agencies
now have the clear authority and responsibil-
ity to make measurable improvements in
mission performance and service delivery to
the public through the strategic application
of information technology. A coordinated ap-
proach that builds on existing structures and
successful practices is needed to provide
maximum benefit across the Federal Govern-
ment from this technology.

Accordingly, by the authority vested in me
as President by the Constitution and the laws
of the United States of America, it is hereby
ordered as follows:

Section 1. Policy. It shall be the policy
of the United States Government that execu-
tive agencies shall: (a) significantly improve
the management of their information sys-
tems, including the acquisition of informa-
tion technology, by implementing the rel-
evant provisions of the Paperwork Reduction
Act of 1995 (Public Law 104–13), the Infor-
mation Technology Management Reform Act
of 1996 (Division E of Public Law 104–106)
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(‘‘Information Technology Act’’), and the
Government Performance and Results Act of
1993 (Public Law 103–62);

(b) refocus information technology man-
agement to support directly their strategic
missions, implement an investment review
process that drives budget formulation and
execution for information systems, and
rethink and restructure the way they perform
their functions before investing in informa-
tion technology to support that work;

(c) establish clear accountability for infor-
mation resources management activities by
creating agency Chief Information Officers
(CIOs) with the visibility and management
responsibilities necessary to advise the agen-
cy head on the design, development, and im-
plementation of those information systems.
These responsibilities include: (1) participat-
ing in the investment review process for in-
formation systems; (2) monitoring and evalu-
ating the performance of those information
systems on the basis of applicable perform-
ance measures; and, (3) as necessary, advis-
ing the agency head to modify or terminate
those systems;

(d) cooperate in the use of information
technology to improve the productivity of
Federal programs and to promote a coordi-
nated, interoperable, secure, and shared
Governmentwide infrastructure that is pro-
vided and supported by a diversity of private
sector suppliers and a well-trained corps of
information technology professionals; and

(e) establish an interagency support struc-
ture that builds on existing successful inter-
agency efforts and shall provide expertise and
advice to agencies; expand the skill and ca-
reer development opportunities of informa-
tion technology professionals; improve the
management and use of information tech-
nology within and among agencies by devel-
oping information technology procedures
and standards and by identifying and sharing
experiences, ideas, and promising practices;
and provide innovative, multi-disciplinary,
project-specific support to agencies to en-
hance interoperability, minimize unnecessary
duplication of effort, and capitalize on agency
successes.

Sec. 2. Responsibilities of Agency Heads.
The head of each executive agency shall: (a)
effectively use information technology to im-

prove mission performance and service to the
public;

(b) strengthen the quality of decisions
about the employment of information re-
sources to meet mission needs through inte-
grated analysis, planning, budgeting, and
evaluation processes, including:

(1) determining, before making invest-
ments in new information systems, whether
the Government should be performing the
function, if the private sector or another
agency should support the function, and if
the function needs to be or has been appro-
priately redesigned to improve its efficiency;

(2) establishing mission-based perform-
ance measures for information systems in-
vestments, aligned with agency performance
plans prepared pursuant to the Government
Performance and Results Act of 1993 (Public
Law 103–62);

(3) establishing agency-wide and project-
level management structures and processes
responsible and accountable for managing,
selecting, controlling, and evaluating invest-
ments in information systems, with authority
for terminating information systems when
appropriate;

(4) supporting appropriate training of per-
sonnel; and

(5) seeking the advice of, participating in,
and supporting the interagency support
structure set forth in this order;

(c) select CIOs with the experience and
skills necessary to accomplish the duties set
out in law and policy, including this order,
and involve the CIO at the highest level of
the agency in the processes and decisions set
out in this section;

(d) ensure that the information security
policies, procedures, and practices of the ex-
ecutive agency are adequate;

(e) where appropriate, and in accordance
with the Federal Acquisition Regulation and
guidance to be issued by the Office of Man-
agement and Budget (OMB), structure major
information systems investments into man-
ageable projects as narrow in scope and brief
in duration as practicable, consistent with the
Information Technology Act, to reduce risk,
promote flexibility and interoperability, in-
crease accountability, and better correlate
mission need with current technology and
market conditions; and
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(f) to the extent permitted by law, enter
into a contract that provides for multiagency
acquisitions of information technology as an
executive agent for the Government, if and
in the manner that the Director of OMB con-
siders it advantageous to do so.

Sec. 3. Chief Information Officers Coun-
cil. (a) Purpose and Functions. A Chief Infor-
mation Officers Council (‘‘CIO Council’’) is
established as the principal interagency
forum to improve agency practices on such
matters as the design, modernization, use,
sharing, and performance of agency informa-
tion resources. The Council shall:

(1) develop recommendations for overall
Federal information technology management
policy, procedures, and standards;

(2) share experiences, ideas, and promising
practices, including work process redesign
and the development of performance meas-
ures, to improve the management of infor-
mation resources;

(3) identify opportunities, make rec-
ommendations for, and sponsor cooperation
in using information resources;

(4) assess and address the hiring, training,
classification, and professional development
needs of the Federal Government with re-
spect to information resources management;

(5) make recommendations and provide
advice to appropriate executive agencies and
organizations, including advice to OMB on
the Governmentwide strategic plan required
by the Paperwork Reduction Act of 1995; and

(6) seek the views of the Chief Financial
Officers Council, Government Information
Technology Services Board, Information
Technology Resources Board, Federal Pro-
curement Council, industry, academia, and
State and local governments on matters of
concern to the Council as appropriate.

(b) Membership. The CIO Council shall
be composed of the CIOs and Deputy CIOs
of the following executive agencies plus two
representatives from other agencies:

1. Department of State;
2. Department of the Treasury;
3. Department of Defense;
4. Department of Justice;
5. Department of the Interior;
6. Department of Agriculture;
7. Department of Commerce;
8. Department of Labor;

9. Department of Health and Human
Services;

10. Department of Housing and Urban
Development;

11. Department of Transportation;
12. Department of Energy;
13. Department of Education;
14. Department of Veterans Affairs;
15. Environmental Protection Agency;
16. Federal Emergency Management

Agency;
17. Central Intelligence Agency;
18. Small Business Administration;
19. Social Security Administration;
20. Department of the Army;
21. Department of the Navy;
22. Department of the Air Force;
23. National Aeronautics and Space Ad-

ministration;
24. Agency for International Develop-

ment;
25. General Services Administration;
26. National Science Foundation;
27. Nuclear Regulatory Commission; and
28. Office of Personnel Management.

The Administrator of the Office of Informa-
tion and Regulatory Affairs of OMB, the
Controller of the Office of Federal Financial
Management of OMB, the Administrator of
the Office of Federal Procurement Policy of
OMB, a Senior Representative of the Office
of Science and Technology Policy, the Chair
of the Government Information Technology
Services Board, and the Chair of the Infor-
mation Technology Resources Board shall
also be members. The CIO Council shall be
chaired by the Deputy Director for Manage-
ment of OMB. The Vice Chair, elected by
the CIO Council on a rotating basis, shall
be an agency CIO.

Sec. 4. Government Information Tech-
nology Services Board.

(a) Purpose and Functions. A Government
Information Technology Services Board
(‘‘Services Board’’) is established to ensure
continued implementation of the information
technology recommendations of the National
Performance Review and to identify and pro-
mote the development of innovative tech-
nologies, standards, and practices among
agencies and State and local governments
and the private sector. It shall seek the views
of experts from industry, academia, and State
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and local governments on matters of concern
to the Services Board as appropriate. The
Services Board shall also make recommenda-
tions to the agencies, the CIO Council,
OMB, and others as appropriate, and assist
in the following:

(1) creating opportunities for cross-agency
cooperation and intergovernmental ap-
proaches in using information resources to
support common operational areas and to de-
velop and provide shared governmentwide
infrastructure services;

(2) developing shared governmentwide in-
formation infrastructure services to be used
for innovative, multiagency information tech-
nology projects;

(3) creating and utilizing affinity groups for
particular business or technology areas; and

(4) developing with the National Institute
of Standards and Technology and with estab-
lished standards bodies, standards and guide-
lines pertaining to Federal information sys-
tems, consistent with the limitations con-
tained in the Computer Security Act of 1987
(40 U.S.C. 759 note), as amended by the In-
formation Technology Act.

(b) Membership. The Services Board shall
be composed of individuals from agencies
based on their proven expertise or accom-
plishments in fields necessary to achieve its
goals. Major government mission areas such
as electronic benefits, electronic commerce,
law enforcement, environmental protection,
national defense, and health care may be rep-
resented on the Services Board to provide
a program operations perspective. Initial se-
lection of members will be made by OMB
in consultation with other agencies as appro-
priate. The CIO Council may nominate two
members. The Services Board shall rec-
ommend new members to OMB for consid-
eration. The Chair will be elected by the
Services Board.

Sec. 5. Information Technology Resources
Board.

(a) Purpose and Functions. An Information
Technology Resources Board (‘‘Resources
Board’’) is established to provide independ-
ent assessments to assist in the development,
acquisition, and management of selected
major information systems and to provide
recommendations to agency heads and OMB
as appropriate. The Resources Board shall:

(1) review, at the request of an agency and
OMB, specific information systems proposed
or under development and make rec-
ommendations to the agency and OMB re-
garding the status of systems or next steps;

(2) publicize lessons learned and promis-
ing practices based on information systems
reviewed by the Board; and

(3) seek the views of experts from industry,
academia, and State and local governments
on matters of concern to the Resources
Board, as appropriate.

(b) Membership. The Resources Board
shall be composed of individuals from execu-
tive branch agencies based on their knowl-
edge of information technology, program, or
acquisition management within Federal
agencies. Selection of members shall be
made by OMB in consultation with other
agencies as appropriate. The Chair will be
elected by the Resources Board. The Re-
sources Board may call upon the department
or agency whose project is being reviewed,
or any other department or agency to provide
knowledgeable representative(s) to the
Board whose guidance and expertise will as-
sist in focusing on the primary issue(s) pre-
sented by a specific system.

Sec. 6. Office of Management and Budget.
The Director of OMB shall:

(1) evaluate agency information resources
management practices and, as part of the
budget process, analyze, track and evaluate
the risks and results of all major capital in-
vestments for information systems;

(2) notify an agency if it believes that a
major information system requires outside
assistance;

(3) provide guidance on the implementa-
tion of this order and on the management
of information resources to the executive
agencies and to the Boards established by
this order; and

(4) evaluate the effectiveness of the man-
agement structure set out in this order after
3 years and make recommendations for any
appropriate changes.

Sec. 7. General Services Administration.
Under the direction of OMB, the Adminis-
trator of General Services shall:

(1) continue to manage the FTS2000 pro-
gram and coordinate the follow-on to that
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program, on behalf of and with the advice
of customer agencies;

(2) develop, maintain, and disseminate for
the use of the Federal community, as re-
quested by OMB or the agencies, rec-
ommended methods and strategies for the
development and acquisition of information
technology;

(3) conduct and manage outreach pro-
grams in cooperation with agency managers;

(4) be a focal point for liaison on informa-
tion resources management, including Fed-
eral information technology, with State and
local governments, and with nongovern-
mental international organizations subject to
prior consultation with the Secretary of State
to ensure such liaison would be consistent
with and support overall United States for-
eign policy objectives;

(5) support the activities of the Secretary
of State for liaison, consultation, and negotia-
tion with intergovernmental organizations in
information resources management matters;

(6) assist OMB, as requested, in evaluating
agencies’ performance-based management
tracking systems and agencies’ achievement
of cost, schedule, and performance goals; and

(7) provide support and assistance to the
interagency groups established in this order.

Sec. 8. Department of Commerce. The
Secretary of Commerce shall carry out the
standards responsibilities under the Com-
puter Security Act of 1987, as amended by
the Information Technology Act, taking into
consideration the recommendations of the
agencies, the CIO Council, and the Services
Board.

Sec. 9. Department of State. (a) The Sec-
retary of State shall be responsible for liaison,
consultation, and negotiation with foreign
governments and intergovernmental organi-
zations on all matters related to information
resources management, including Federal in-
formation technology. The Secretary shall
further ensure, in consultation with the Sec-
retary of Commerce, that the United States
is represented in the development of inter-
national standards and recommendations af-
fecting information technology. In the exer-
cise of these responsibilities, the Secretary
shall consult, as appropriate, with affected
domestic agencies, organizations, and other
members of the public.

(b) The Secretary of State shall advise the
Director on the development of United
States positions and policies on international
information policy and technology issues af-
fecting Federal Government activities and
the development of international information
technology standards.

Sec. 10. Definitions. (a) ‘‘Executive agen-
cy’’ has the meaning given to that term in
section 4(1) of the Office of Federal Procure-
ment Policy Act (41 U.S.C. 403(1)).

(b) ‘‘Information Technology’’ has the
meaning given that term in section 5002 of
the Information Technology Act.

(c) ‘‘Information resources’’ has the mean-
ing given that term in section 3502(6) of title
44, United States Code.

(d) ‘‘Information resources management’’
has the meaning given that term in section
3502(7) of title 44, United States Code.

(e) ‘‘Information system’’ has the meaning
given that term in section 3502(8) of title 44,
United States Code.

(f) ‘‘Affinity group’’ means any interagency
group focussed on a business or technology
area with common information technology or
customer requirements. The functions of an
affinity group can include identifying com-
mon program goals and requirements; identi-
fying opportunities for sharing information to
improve quality and effectiveness; reducing
costs and burden on the public; and rec-
ommending protocols and other standards,
including security standards, to the National
Institute of Standards and Technology for
Governmentwide applicability, for action in
accordance with the Computer Security Act
of 1987, as amended by the Information
Technology Act.

(g) ‘‘National security system’’ means any
telecommunications or information system
operated by the United States Government,
the function, operation, or use of which (1)
involves intelligence activities; (2) involves
cryptologic activities related to national secu-
rity; (3) involves command and control of
military forces; (4) involves equipment that
is an integral part of a weapon or weapons
system; or (5) is critical to the direct fulfill-
ment of military or intelligence missions, but
excluding any system that is to be used for
routine administrative and business applica-
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tions (including payroll, finance, logistics,
and personnel management applications).

Sec. 11. Applicability to National Security
Systems.

The heads of executive agencies shall apply
the policies and procedures established in
this order to national security systems in a
manner consistent with the applicability and
related limitations regarding such systems set
out in the Information Technology Act.

Sec. 12. Judicial Review. Nothing in this
Executive order shall affect any otherwise
available judicial review of agency action.
This Executive order is intended only to im-
prove the internal management of the execu-
tive branch and does not create any right or
benefit, substantive or procedural, enforce-
able at law or equity by a party against the
United States, its agencies or instrumental-
ities, its officers or employees, or any other
person.

William J. Clinton

The White House,
July 16, 1996.

[Filed with the Office of the Federal Register,
8:45 a.m., July 18, 1996]

NOTE: This Executive order was released by the
Office of the Press Secretary on July 17, and it
was published in the Federal Register on July 19.

Remarks Announcing Cellular
Telephone Donations to
Neighborhood Watch Groups
July 17, 1996

Thank you very much. Thank you, Matt,
for your introduction and for your years of
community leadership, for doing this before
it was popular and making sure it becomes
more popular. We are grateful to you.

I thank all of those who have come today.
I’m especially glad to see Senator Heflin and
Congressman Kennedy, Congresswoman
Lofgren, Secretary Kantor, and Joe Brann
who runs our COPS program at the Justice
Department. His told me that we have now
funded 44,000 of those 100,000 police offi-
cers, so we’re ahead of schedule and we in-
tend to stay that way. I thank Tom Wheeler
for being here and the Community Policing

Consortium executive director, Bill Mat-
thews, and all the rest of you.

Before I begin my remarks today I just
have to take a moment to express my outrage
and I know the outrage of all Americans at
the Nazi swastikas which were painted on the
doors of African-Americans living in the
Army Special Forces barracks at Fort Bragg.
No one in America should be subject to such
vile acts. But these men and women of our
Armed Forces have committed themselves to
the highest level of dedication to our security.
They dedicate their lives to protecting our
freedom. They embody our commitment to
tolerance and liberty. And they do not de-
serve this kind of abuse.

We are taking immediate action to get to
the bottom of this incident. We intend to
punish those who are responsible. We have
a zero tolerance for racism in our military,
and make no mistake, we intend to apply it.
I know that I will have your support and the
support of all Americans in maintaining this
position.

We are joined today by another group of
courageous Americans who are taking re-
sponsibility in their own communities to pro-
tect the American way of life. There are
about 100 neighborhood watch leaders with
us here today. They represent all the neigh-
borhood watch participants all across Amer-
ica. In the last 15 years, as you’ve just heard,
neighborhood watches have sprung up on
block after block. Every time another Amer-
ican puts on an orange hat our streets be-
come a little safer.

Today there are more than 20,000 neigh-
borhood watch groups in America. They’re
in every State, and they all make a difference.
Just before coming in I saw some very im-
pressive statistics from Salt Lake City and
Chicago and Dade County. I recently had
the opportunity to visit with neighborhood
watch activists in San Diego, and they have
been extremely instrumental in giving that
community one of the lowest crime rates of
any major city in the United States.

When I lived in Little Rock we had a very
active neighborhood watch group in my
neighborhood. And it was fascinating be-
cause if the crime rate got too low and the
neighborhood watch folks got a little relaxed,
the crime rate went up. But as soon as they
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